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Release Notes
This document describes the enhancements that are introduced and the Access
Service Ordering Guidelines (ASOG) issues that have been implemented in Oracle
Communications MetaSolv Solution Access Service Request (ASR) 64.

This document consists of the following sections:

• Data Conversions

• Software Support

• Product Enhancements

• ASR CORBA APIs Desupported

• ASOG Issues Implemented

• Fixes in This Release

See ASR Installation Guide for instructions about installing ASR 64.

Data Conversions
The ASR64BD.sql file is included in this release. The installer provides all upgrades to
MetaSolv Solution executable files and stored procedure files (Procs directory).

Software Support
MetaSolv Solution 6.3.1 supports ASR 64 on the following software versions:

• Oracle Enterprise Linux Server 7.1 (or later) and 8 (or later)

• Red Hat Enterprise Linux Server 7.1 (or later) and 8 (or later)

• Oracle Solaris 11.4

• IBM AIX 7.1 Update 1

• HP-UX Itanium 11.31 Update 7

• Windows Server 2012 R2, Windows Server 2016, and Windows Server 2019

• Oracle WebLogic Server 12.2.1.4
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• Oracle Database 12cR2 (12.2.0.1) and 19c (19.3.0.0.0)

Product Enhancements
This section describes the new enhancements in ASR 64.

New Valid Entries

The following valid entry has been added in the Reason Code (RCODE) field of the
Clarification/Notification Request (C/NR) form:

• 1U = Permit or Easement Issue

Microsoft Edge replaces Internet Explorer 11 Web Browser

With Microsoft's decision to end-of-life IE 11 in June, 2022, it has been replaced with
Microsoft Edge, which now provides support for displaying the JSPs within MSS. A
web browser is required for several areas of the application such as ASR, EWO, and
Customer Profile.

For SSL installation, you will need to install the self-signed certificates on the client
machine by navigating to the following URL within your Edge browser:

https://<hostAddress>:<port>/main/pblistener

If you receive a security warning, you will need to import the certificate from within the
Content tab of the Internet Options dialog. Click the Certificates button, select the
Trusted Root Certification Authorities tab, and then click the Import... button to
import the root certificate for the server. Complete the installation, close all instances
of Microsoft Edge, and then start the MSS client.

ASR CORBA APIs Desupported
CORBA APIs are no longer supported from ASR 60. Oracle recommends that you use
ASR Web Services to integrate ASR with other Oracle products or with external
applications. See ASR Web Services Developer's Guide for more information about
the ASR Web Services.

ASOG Issues Implemented
The following table describes the Access Service Ordering Guidelines (ASOG) issues
that have been implemented in this release.

Table 1-1    ASOG Issues Implemented

Issue Number Description

3656 The valid entry changes have been implemented for the Reason Code
(RCODE) field in the Clarification/Notification Request (C/NR) Details
section form.
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Table 1-1    (Cont.) ASOG Issues Implemented

Issue Number Description

3657 Update Note 1 on Reason Code (RCODE) field in the Clarification/
Notification Request (C/NR) Details section form to accept entry pre-
FOC.

Fixes in This Release
None

Documentation Accessibility

For information about Oracle's commitment to accessibility, visit the Oracle
Accessibility Program website at http://www.oracle.com/pls/topic/lookup?
ctx=acc&id=docacc.

Access to Oracle Support
Oracle customers that have purchased support have access to electronic support
through My Oracle Support. For information, visit http://www.oracle.com/pls/topic/
lookup?ctx=acc&id=info or visit http://www.oracle.com/pls/topic/lookup?ctx=acc&id=trs
if you are hearing impaired.
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