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1. Installation Steps

Prerequisite

Ensure that the basic KERNEL Oracle GL Adapter Environment Setup is done.

[Please refer ADOGL Installation.doc.]

Steps

1. Stop the application server.
If the application server is already running, then stop the application server as follows:
v' For Windows

- Gotothe <APP_SERVER_HOME>/hin directory in the command prompt, type

stopServer.bat serverl and press enter.
2. Start the application server.
v' For Windows

- Go to the <APP_SERVER_HOME>/bin .i.e the application server installation directory in the
command prompt, type startServer.bat serverl and press enter.

- This will start the server. Ensure that you get no error during start up. If the server start up is

proper we shall get the following screen.

3. Open the administrative console of the application server
v" Open an internet browser and type the WAS Admin Console URL Address of the server.

e.g. http://10.80.4.102:9060/ibm/console

Where, 10.80.4.102 is the machine IP Address on which WAS is running.
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http://10.80.4.102:9060/ibm/console

v' Enter a user id for launching the WAS Admin Console window.

The user id can be any name e.g.: KERNEL 7.2

2} Websphere Administrative Console Login - Microsoft Internet Explorer

File Edit “iew Favorites Tools  Help
QBack - 3 - [x] 2] @» | ) search <7 Favorites  42) | - e w - OB

Address IE http:ff10.80.4, 102: 2060/ibm/console/

Welcome, please enter yvour information.

Uzer ID:

KERMEL 7.2

The User I does not require a password, and does not need to be a User I of a user in the local user registry, It
iz only uzed to track user-specific changes to configuration data., Security is NOT anabled
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Configure Security settings

Click on the Security option, expand the selection and click on Global security as shown in the
screen shot below.

Welcome Global security Clos
Guided Activities Global security =
B servers Global sacurity
Applications Specifies the global zecurity configuration for a managed dormain, The following steps are required to turm on
" security: 1. Configure the desired user registey listed under User registries and set its properties, 2, Select the Enable

esources glabal security option an this panel, 2, Selact the configured user registry type from the Active user registry option an
this panel

Glabal security Configurstion

25L
Enviranment .

General Properties User registries
Systern administration
[T Enable glabal security Custom
Monitoring and Tuning
LDAP

Trmulsleshosing [T Enforce Java 2 security -
oca

Service integration 7 Enfarcs fine-grained 1CA security
Authentication

uopt - . ;
Use dormain-qualified user IDs Authentication

# Cache tirmeout rmechanisms
[foo seconds Authentication
protacal

¥ Issue permission warning 18AS
Configuration

Active protocol
ICSI and SAS 'I Authorzation

Active suthertication mechanism Authorization
[simple wehSphere Authentication Machanism (SWaM) | providers
Active user registr Additional Properties
|Local ©5 (single, stand-alone server or sysplex and root administrator anly) =]
Custorn
properties

[T Use the Federal Information Processing Standard (FIPS)

Apply | QK| Reset Cancel

5. Following screen will be displayed. Expand JAAS Configuration and click on J2C Authentication

data.
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Global security

Clase p.

Global security

Specifies the global security configuration for a managed domain, The following steps are required to turn on security: 1,
Configure the desired user registry listed under User registries and set its properties, 2. Select the Enable global security

option an this panel. 2. Seledct the configured uszer reqgistry type from the Active uszer registry option an this pansl,
P P =l a Y tep =l W Op P

Configuration

General Properties

[T Enable glabal security
I- Enfarce Java 2 security
[T Enforce fine-grained JCA security

[ use domain-qualified user IDs

# Cache timeout
|600 seconds

p Iszue permizsion warning

Active protocol

ICSI and SAS vl

Active authentication mechanizm

ISimpIe WwebSphere Authentication Mechanism (SWAM);I

Active user registry

User regisbies
Custorn
LDAP
Local ©5

Authentication

Authentication
rnachanizrns

Authentication
protocal

(_E| JAAS Configuration]

Applicatian
logins

Systern logins
J2¢
Authentication
data

ILocaI 05 [single, stand-alane server or sysplex and root administrator onlyj;l

[T use the Federal Information Processing Standard (FIPS)

Apply | (a1 Reseat Cancel

Authorization

Authorization
providers

Additional Properties
Custorn properties

6. After clicking on J2C Authentication data following screen will be displayed. Click on New.

Global security

Global security

Global security = JZEE Connector Architecture (12C) authentication data entries

Specifies a list of uzer IDs and passwords for Java 2 connectar security to use,

Preferences

l: Mew || Delats

i)
Select| Alias & Uzer I Description
Mone
Total O
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7. Following screen will be displayed. Enter the values as explained below and click on “Apply”.

Global security

Global security 7=

Global security > 1Z2EE Connector Architecture (12C) authentication data entries = New

Specifies a list of uzer IDs and passwords for Java 2 connector security to use.

Configuration

General Propertes

(4 alias
[FrGKERMEL security

* User ID
[FraEkERMEL

* Pazzword

Crescription
[FrGKERMEL security

{ Apply I IOK Feset Cancel

Alias: FXGKERNEL Security (It can be any name)

User ID: FXGKERNEL (The database instance User Id)
Password: FXGKERNEL (The password for this database instance)
Description: (Its an optional field)

8. Following screen will be displayed. Click on “Save”.
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Global security

Global security -
E Meszages
&Changes have been made to vour local configuration. Clico
apply changes to the master configuration,
[} The server rmay need to be restarted for these changes to take
effect,
Global security > J2EE Connector Architecture (12C) authentication data entries >
cyrhp1455Node01,/FXGKERNEL security
Specifies a list of user IDs and passwords for Java 2 connector security to use,
Configuration
General Properties
* Alias
|c-.lrhp14SSNDdEEIlfFXGKERNEL security
# ser ID
[Fr@KERMEL
# Passwoard
|.......
Description
[FaGHERMEL security
Apply | Ok FReset Cancel
9. Following screen will be displayed. Click on “Save”.
Global security
o

Global secunrity

Global security = 12EE Connector Architecture (120} authentication data enhiies >
cvrhp 1455Mode 01 /FEXGKERNEL security = Save

Save yvour workspace changes to the master configuration

Click Save to update the master repository with your changes. Click Discard to discard your changes
and begin work again using the rmaster repository configuration, Click Cancel to continue working

with your changes,

Total changed documents: 1

l Save || Dizcard Cancel
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10. Following screen will be displayed showing the J2C Authentication data as created in the

above steps.

Global security

Global security

Global security = J2EE Connector Architecture (12C) authentication data entries

Specifies a list of user IDs and passwords for Java 2 connector security to use,

Preferances

Mew Delete

Select| Aliaz ™

St

Uzer ID o

Eat

Description .

|_ r_n:l.lrl‘lI:i1455Nn:in:haI:Il.l"FXGKEF‘J‘IEL

FXGKERMEL

L Security

FHGKERMEL securit',l]

Total 1

11. Click on the Resources tab to expand the selection and click on “JDBC Providers”.

v" Select Node option button and click on Apply

Welcome
Guided Activitias
Servers

Applications

[ Resources

IMS Providers
Resource Adapters
Aszynchronous beans
Schedulers

Cache instances
Object pool managers
Mail Providers
URL Providers

Resource Environment Providers

=

Security

=

Environrment

e

Systern adrinistration

=

Manitoring and Tuning

=

Troubleshaoting

=

Service integration

JDBC providers

JDBC providers

JIDBC providers

=

JDBC providers are used by the installed applications to access data from databases,

B Scope: Cell=cwrhp1455Nodedicell, Node=cvrhp1455Noden1

© cell : curhpl455Hodenicell

( + ™ Node cwrhpl455Modenl

' Server: serverl

Prefarences

Scope specifies the level at which the resource
definition is visible. For detailed information
on what scope is and how it works, zee the
zcope settings help

M Delete

Select| Marne &

Description

Mone

Total O

12. Click on “New” as shown to create a new JDBC provider
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JDBC providers

JDEBC providers ?

JDEBC providers
IDBC providers are used by the installed applications to access data from databases.

B Scope: Cell=cwrhp1435NodeliCell, Hode=cwrhp1455Nodedl

' . Scope specfies the level at which the resource
el + curhpl45Shadenicell definition iz vizibla, For detailed information
on what scope is and how it works, see the
< % Node : curhpldSSHodendi scope settings help

. Server | serverl

Apply

Preferences

l Delete
© 0 P

Select| Mame 2 Description

Mone

Total O

13. Following screen will be displayed.
v' Select Oracle for database type
v' Select Oracle JDBC Driver for the provider type
v' Select XA data source for the implementation type.

Click Next after this is done.
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JDBC providers

JIDBC providers

JDBC providers = New
Choose a type of JDBC provider to create,

Configuration

7=

Step 1: Select the databasze type
IOracIe vI

Step 2: Seledt the provider type
IOracIe JDBC Dril.ler;l

Step 3: Seledt the implernentation type
IHA data zource -

General Properties

Cancel

14. Following screen will be displayed.

v' Specify the classpath for ojdbc14.jar

e.g.: D:/Program Files/IBM/WebSphere/AppServer/lib/ext/ojdbc14.jar

v Click on Apply.
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JDEBC providers = New

JDBC providers are used by the installed applications to access data from databases,

Configuration

General Properties

The additional properties will
not be available until the
* Scope

general properties for this
cellzicvrhpld45SModetlicellinodescvrhpl455Modenl itern are saved,

Addiional Properties

* Marme
|FHGKERNEL JDBC Provider

Crescription

Oracle JDBC Driver [XHA)

Class path

C:/Prograrm

Files/IBM/WebSphere/AppSarver/
libfextfojdbcld.jar

Mative library path

* Implementation class name

|Dracle.jdbc.xa.client.OracleXADataSnurce

Apply | OK| | Reset Cancel

15. Following screen will be displayed. Click on “Data sources”
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IDBC providers

JDBC providers 7 -

EH mMeszages

&Changes have been made to vour local configuration, Click 0
apply changes to the rmaster configuration,

) The server rmay need to be restarted for these changes to take
effect,

JDEBC providers > FXGKERNMEL JIDBC Provider

JDBC providers are used by the installed applications to access data from databases.

Configuration

General Properties

Additional Properties

# Scope
cellsicurhpldSSHodaedicellinodes: curhpldSSHodandi

Lrats sources

Diats sources

Wersion 4

* Hame
|FKGKERNEL JDBC Provider

Crescription
Oracle JDBC Driver [HA)

Claszs path

D Program
FilesfIBMS WebSpherefAppServerf
libfextiajdbeld jar

Mative library path

# Implernentation class name

|c\racle.jdbc.xa.client.OracleXADataSource

apply | [okl [Reset | | cancel |

16. Following screen will be displayed. Click on “New”
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IDBC providers
1DBC providers ? -

B Mezzages

&Changes have been made to your local configuration, Click Save to
apply changes to the raster configuration,

[ The server rmay need to be restarted for thesze changes to take
effect,

JDEBC providers = FAGKERNEL JDBEC Provider > Data sources

A data source is used by the application to access data frorm the database, A data source is created
under a JDBC provider, which supplies the specific JIDBC driver immplaernentation class.,

Preferences

Mew Delete | Test connection Manage state...
k| [
Select| Mame & IMDI name Description J: Categaory I
Mone
Total 0

17. Following screen will be displayed. Click on “New”

v' Enter data as explained below

Name: ADOGL_DS

JNDI Name: ADOGL_DS

Choose Oracle 10g Data store
Data store Helper Helper
class name

cvrhp1455Node01/FXGKERNEL Security
(Select the J2C authentication data

Component-managed we had created in step 8)

authentication alias

jdbc:oracle:thin:@10.80.50.218:152
2:FLEXTEST

URL
(Here we are connecting to
FLEXTEST.WORLD)
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Note: The name of Datasource must be same as the database instance
messaging schema nam. In case where distributed business schema is
different from messaging schema we have to create another datasource for
business schem.

v Click on Apply

IDBC providers
JDBC providers 7=

EH mMeszage:z

&-Changes have been made to your local configuration, Click Save to apply
changes to the master configuration,

[} The server rmay need to be restarted for these changes to take effect

[ additicnal Properties for this object will not be available to edit until its
general properties are applied by clicking on eithar Apply ar QK.

JDBL providers > FAGKERNEL JIDBC Provider == Data sources = New

A data source iz used by the application to access data from the database. A data source is created under a
JCBC provider, which supplies the specific JDBC driver immplementation class,

Configuration

General Properties The additional
properties will not be
* Scope available until the
cellsicurhpl455ModenicCellinodes i corhpl455Made0l general properties for

thiz itern are saved.
Additional Properties

* Marne
[apoGL_Ds

IMDI name
[apoGL_Ds

¥ Uze thiz Data Source in container rmanaged persistence (CMP)

Crescription
Mew JDBC Datasource

Related Itenmis

Zategory

Data store helper class name

¥ Select 2 data store helper class

Data store helper classes provided by WebSphere Application
Server

lrvaragi and mviar Aats otava halnar
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(" Data store helper class name
% Salact a data store helper clazs

Data store helper clazses provided by WebSphere Application
Server

Oracle9i and prior data store helper
cornibm,webzphere . rsadapter. OracleDataStoreHelpear
Craclellg data store helper

i Specify a user-defined data store helper

Component-managed authentication alias

Component-rmanaged authentication alias
| cvrhpl455Node0l/FYGKERNEL security v |

Authentication alias for XA recovery

% se cormponent-rmanaged authentication alias
i Specify:

| =

Container-managed authentication

Container-managed authentication alias (deprecated in W&.0, uze
resource reference authentication settings instead)

I(nnnej ;I

Mapping-configuration alias (deprecated in W&.0, use resource
reference authentication settings instead)

I(nc\nej ;I

Oracle data source properties
* URL
debc:nracle:thin:@10.80.50.218:1522:FLEHTEST

Apply I K| | Reset Cancel
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18. Following screen will be displayed. Click on “Save”.

IDBC providers

JDBCL providers

E Meszages

changes to the raster configuration,

ﬁ_\rChanges have been made to vour local configuration. Clico apply

[ The server rmay need to be restarted for these changes to take effect

JDBL providers = FXGKERNEL JIDBC Provider > Data sources > ADOGL_DS

A data source is used by the application to access data from the databasze. A data source is created under a

JDBC provider, which supplies the specific JDBC driver implementation class,

Configuration

Teszt connecktion

General Properties

* Scope

Additional Properties

cellzicwrhpl455Madeldicellinodes corhpl455Made0l

* Mame

[spoal_os

INDI narme

IGEENGE

Description
Mew JDBC Datasource

Zategory

Data store helper class name

¥ celect 2 data stare helper class

Sarver

¥ Use this Data Source in container rmanaged persistence [CMP)

Connection

pool
properties

WebSphere
Application
Server data
zource

properties
Custorn
properties

Related Items

Data store helper classes provided by webSphere Application

IOracIeQi and prior data store helper

19. Following screen will be displayed. Click on “Save”.
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JDBC providers
1DBC providers =
JDBC providers > FAGKERMNEL JDBC Provider = Save

Save vour workspace changes to the master configuration

Click Save to update the rmaster repository with vour changes, Click Dizscard to discard yvour changes
and begin work again using the rmaster repository configuration, Click Cancel to continue working
with your changes,

Total changed docurments: 1

I:Sal.le | Discard Cancel

20. Following screen will be displayed.

v Click on the checkbox against the Data Source as created in the above steps.
v Click on Test connection

JDBC providers

IDEC providers ? -

JDBCL providers > FXGKERNEL JDEC Provider > Save > Data sources

A data source iz used by the application to access data frorm the database, A data source is created
under a JDBC provider, which supplies the specific JDBC driver implermentation class,

Preferences

Delete ‘ Test connedkion -] Manage state...

Select) Mame 2 INDI name [ Description 2 Category
[l; ADOGL DS ADOGEL DS Mew JDBC Datasource
Taotal 1

21. Following screen will be displayed, indicating the status of Test Connection.
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IDBC providers

1D EC providers

H Meszages

[} Test connection for data source ADOGL DS an server serverl at
node cwrhpl455Hodell was successful,

JDBCL providers > FXGKERNEL JDBC Provider > Save > Data sources

A data source iz used by the application to access data from the database., A data source iz created
under a IDBC provider, which supplies the specific JDBC driver implementation class.

Prefarances

Mew Celete |

Test connection

Manage state...

ElENcEE

Select| Mame &

INDI narme O

Description I

Category O

I- ADDGEL DS

ADCOGL DS

Mew IDBC Datasource

Total 1
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