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SNMP MIB

Thefollowing sections define an SNMP-compliant MI1B and introducethe SNMPMIB for Oracle
Tuxedo 10.0:

e What Isan SNMP-Compliant MIB?

e MIB Information Structure

MIB Object Identifiers
e SNMP MIB for Oracle Tuxedo 10.0
e SNMP MIB Component MIBs

SNMP MIB Object Naming Conventions

SNMP MIB Object Definitions

SNMP MIB Event Trap Definitions
e Using the SNMP MIB
e Understanding the Differences Between the SNMP MIB and the TMIB

What Is an SNMP-Compliant MIB?

Each management station or agent in an SNM P-managed network maintains alocal database of
information relevant to network management, known as the management information base
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1-2

(MIB). The relationship between the management station, the agent, and the MIB isshown in
Figure 1-1.

Figure 1-1 SNMP-Managed Configuration
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An SNMP-compliant MIB contains definitions and information about the properties of managed
resources and the services that the agents support. The manageable features of resources, as
defined in an SNMP-compliant MIB, are called managed objects or management variables (or
just objects or variables).

A management station gets and sets objects in the MIB, and an agent notifies the management
station of significant but unsolicited events called traps. All message exchanges between the
management station and its agents take place using the Simple Network Management Protocol
(SNMP).
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MIB Information Structure

The MIB at the management station contains network management information extracted from
the MIBs of al the managed entities in the network.

MIB Information Structure

The structure of management information (SM1), an SNM P standard described in the NWG RFC
1155, defines the structure of the MIB information and the allowable data types. The SMI
identifies how resources within the MIB are represented and named. The philosophy behind SMI
isto encourage simplicity and extensibility within the MIB.

The SNMP specification includes a template, known as an Abstract Syntax Notation One
(ASN.1) OBJECT TY PE macro, which providesthe formal model for defining objectsand tables
of objectsin the MIB. The following keywords are used to define aMIB object:

Syntax
Defines the abstract data structure corresponding to the object type. The SMI purposely
restricts the ASN.1 constructs that can be used to promote simplicity.

Access
Defines whether the object value may only be retrieved but not modified (read-only) or
whether it may also be modified (read-write).

Description
Contains atextual definition of the object type. The definition provides all semantic
definitions necessary for interpretation; it typically contains information of the sort that
would be communicated in any ASN.1 commentary annotations associated with the
object.

MIB Object Identifiers

Each object in the MIB has an object identifier (OID), which the management station usesto
request the object’ s value from the agent. An OID is a sequence of integers that uniquely
identifies a managed object by defining a path to that object through a tree-like structure called
the OID tree or registration tree. When an SNM P agent needs to access a specific managed object,
it traverses the OID treeto find the object. The MIB object identifier hierarchy and format is
shown in Figure 1-2.
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Figure 1-2 SNMP MIB Object Identifier Hierarchy and Format
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Inthishierarchy, each Oracle private MIB object that the Oracle SNM P Agent software manages
hasaunique object identifier. A prefixof .1.3.6.1.4.1.140 pointsto the objectsin the Oracle
private MIB for the Oracle SNMP Agent software.
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SNMP MIB for Oracle Tuxedo 10.0

Absolute and Relative Object Identifiers

Absolute Ol Ds specify a path to an attribute from the root of the OID tree. Absolute OID names
always begin with adot and must specify every node of the OID tree from the top-most node to
the specific managed object. For example:

.1.3.6.1.2.1.1.1

Relative OIDs specify apath to the attribute relative to some node in the OID tree. For example,
2.1.1.1 specifiesthe sysbescr object in the system group, relative to the Internet nodein the
OID tree.

Specifying Object Identifiers

Inaddition to using the“ dot-dot” notation, aseries of integers separated by dotsto describe OIDs,
you can also express Ol Ds by using textual symbolsinstead of numbersto represent nodesin the
path to the object, or by using a combination of both integers and textual symbols. A symbolic
OID uses mnemonic keywords to specify the managed object. For example:

mgmt .mib-2.system.sysContact

The following numeric OID uses integers to specify the same managed object:

2.1.1.7

Notethat 2.1.1.7 inthisexampleisarelative OID.

An OID can combine both symbolic and numeric representations of individual nodes of the OID
tree; for example:

mgmt .mib-2.1.sysContact

SNMP MIB for Oracle Tuxedo 10.0

The SNMP MIB for Oracle Tuxedo 10.0 is essentially an SNMP version of the Tuxedo
management information base (TMIB) for Oracle Tuxedo 10.0. The TMIB isthe standard MI1B
for administering the components of an Oracle Tuxedo or Oracle WebL ogic Enterprise
application. For moreinformation about the TMIB, see“Understanding the Differences Between
the SNMP MIB and the TMIB” on page 1-11.

The SNMP MIB defines the data types and access permissions for the various managed objects
that can be accessed through the Oracle SNMP Agent software. It also defines the event
notifications that can be generated by the Oracle SNMP Agent software. As required by the
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SNMP standard, the SNMP MIB definitions are written in concise MIB format in accordance
with RFC 1212.

Oracle SNMP Agent providesafilenamed bea . asn1 for defining the SNMP MIB. For an Oracle
Tuxedo 10.0 installation, thebea . asn1 fileresidesinthe tux_prod_dir/udataobj/snmp/etc
directory, where tux_prod dir representsthe directory in which the Oracle Tuxedo 10.0
distribution isinstalled.

Thebea.asni file for Oracle Tuxedo 10.0 makes the features of the following components
recognizable and thus manageabl e within an SNMP network management framework:

e Tuxedo 10.0 components
e Tuxedo 9.1 components
e Tuxedo 9.0 components
e Tuxedo 8.1 components
e Tuxedo 8.0 components
e Tuxedo 7.1 components

e Tuxedo 6.5 components

Y ou can use Oracle SNMP Agent and the SNMP MIB for Oracle Tuxedo 10.0 to manage
Tuxedo 9.1, 9.0, 8.1, 8.0, 7.1, and 6.5 applications. Y ou cannot use Oracle SNMP Agent and the
SNMP MIB for Oracle Tuxedo 10.0 to manage WebL ogic Enterprise 5.1 or earlier applications.

SNMP MIB Component MIBs

1-6

The SNMP MIB defined by the bea . asn1 file for Oracle Tuxedo 10.0 refersto the entire
database of management information at the management station or agent. The SNMP MIB, itself,
consists of distinct component MIBs, each of which refers to a specific defined collection of
management information that is part of the overall SNMP MIB. The management station usesthe
component MIBs to administer the particular components of the Oracle Tuxedo system, to
administer the agents themselves, and to collect information about the managed resources.

The SNMP MIB for Oracle Tuxedo 10.0 consists of the following component MIBs:

e Core MIB—OID prefix: .1.3.6.1.4.1.140.300 (Or tuxedo)—Contains the MIB objects
for controlling the operation and configuration of a Tuxedo application. This MIB contains
the main information groups for Tuxedo applications, including domains, machines,
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SNMP MIB Component MIBs

gueues, servers, routing, clients, and services. For a detailed description, see “Core MIB”
on page 2-1.

Domains MIB—OID prefix: .1.3.6.1.4.1.140.300 (Or tuxedo)—Containsthe MIB
objects for describing the interaction between Tuxedo domains (Tuxedo business
applications). For a detailed description, see “Domains MIB” on page 3-1.

Oracle Domain List MIB—OID prefix;: .1.3.6.1.4.1.140.305 (Of beaDomainList)—
Contains the MIB objects for identifying and describing all Tuxedo domains currently
being monitored on a particular managed node (machine). For a detailed description, see
“Oracle Domain List MIB” on page 4-1.

CORBA Interface MIB—OID prefix: .1.3.6.1.4.1.140.300 (Or tuxedo)—Contains the
MIB objects for managing Tuxedo 8.0 or later CORBA features. For a detailed description,
see “CORBA Interface MIB” on page 5-1.

Access Control List MIB—OID prefix: .1.3.6.1.4.1.140.300 (Or tuxedo)—Contains
the MIB objects for setting and controlling the security options for the Tuxedo application.
For a detailed description, see “ Access Control List MIB” on page 6-1.

Workstation MIB—OID prefix: .1.3.6.1.4.1.140.300 (Or tuxedo)—Containsthe MIB
objects for specifying information about Tuxedo client workstations including workstation
listeners and handlers. For a detailed description, see “Workstation MIB” on page 7-1.

Application Queue MIB—OID prefix: .1.3.6.1.4.1.140.300 (Or tuxedo)—Contains
the MIB objects for managing access to Tuxedo application queues. The groupsinclude
objects for managing queue spaces, queues, messages, and transactions. For a detailed
description, see “ Application Queue MIB” on page 8-1.

EventBroker MIB—OID prefix: .1.3.6.1.4.1.140.300 (Or tuxedo)—Containsthe MIB
objects for describing current event subscriptions, defining new subscriptions, or
invalidating subscriptions. For a detailed description, see “ EventBroker MIB” on page 9-1.

Traps MIB—OID prefix: .1.3.6.1.4.1.140.300 (or tuxedo)—Containsthe MIB
objects for specifying the trap notifications generated by the SNMP agent for Oracle
SNMP Agent, and for specifying the objects passed in the variable bindings for the traps.
For a detailed description, see “ Traps MIB” on page 10-1.

Oracle System MIB—OID prefix: .1.3.6.1.4.1.140.1 (Or beaSystem)—Containsthe
MIB objects for passing the trap notifications generated by the Oracle SNMP Agent
Integrator polling rules. As an example, a rule-action might specify that when the value of
the polled object at OID .1.3.6.1.4.1.140.1.0 isgreater than 20, send atrap witha
specific trap ID of 200; when the object’s value becomes less than 20, send atrap with a
specific Trap ID of 300. For a description of the Oracle SNMP Agent Integrator polling
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feature, see “Using the Oracle SNMP Agent Integrator for Polling” in the Oracle Tuxedo
S\NMP Agent Administration Guide.

e Oracle Agent Integrator MIB—OID prefix: .1.3.6.1.4.1.140.200 (Of beaIntAgt)—
Contains the MIB abjects for creating user-defined traps that are generated by the Oracle
SNMP Agent Integrator according to user-defined polling rules. Y ou can configure the
Oracle SNMP Agent Integrator running on the managed node to perform local polling and
generate SNMP trap natifications, or execute a system command when certain conditions
are met. Individual rules, stored as MIB objects, can be activated and deactivated by the
management station. For a description of polling rules, see “ Configuration Files’ in the
Oracle Tuxedo SNMP Agent Administration Guide.

With the exception of Oracle Domain List, Traps, Oracle System, and Oracle Agent Integrator,
the SNMP MIB component MIBs correspond to the TMIB component MIBs. For more
information about the TMIB, see “ Understanding the Differences Between the SNMP MIB and
the TMIB” on page 1-11.

SNMP MIB 0Object Naming Conventions

The object nameswithin the SNMP MIB for Oracle Tuxedo 10.0 are prefixed with theletters tux.
For example, the Core MIB contains a group named tuxTmachineTable, and the following
objects are included within the tuxTmachineTable group:

tuxTmachinePmid
Represents a physical machine identifier

tuxTmachineLmid
Represents the logical machine identifier

SNMP MIB Object Definitions

The SNMP MIB definitions are written in concise MIB format in accordance with RFC 1212,
Thus, the SNMP MIB stores only simple data types: scalars and two-dimensional arrays of
scalars, called tables. Keywords SYNTAX, ACCESS, and DESCRIPTION aswell as other
keywords such as STATUS and INDEX are used to define the SNMP MIB managed objects.

To monitor or modify values of managed objects through your management station, you need to
know which MIB objects represent the features of the Oracle Tuxedo resourcesthat are relevant
to your management goals. Y ou also need to know the data types, default values, and access
permissions for these MIB objects.

For table objects, keep the following tipsin mind:
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SNMP MIB Event Trap Definitions

e |n some cases a read-write table object can only be set during creation of a new row.
Where true, thisinformation is noted in the DESCRIPTION section for that object.

e Eachrow in atableisan instance of the Entry object under that table. The DESCRIPTION
section for the Entry object under atable (such as tuxTmachineTable) contains
information on the columnar values that are minimally necessary for creation of arow—
how a new row is created, whether the values pertain only to the local machine, and other
pertinent information about the table objects.

SNMP MIB Event Trap Definitions

Thebea.asni file defines afull range of Oracle Tuxedo system and application eventsin
accordance with RFC 1215, Trap definitions. These system and application events are
transmitted as enterprise-specific traps to the management station. For alist of these traps, see
“Traps MIB” on page 10-1.

The following keywords are used to define a trap:

ENTERPRISE
An object identifier that specifies the management enterprise under whose registration
authority thistrap is defined. All traps generated by the SNM P agent for Oracle SNMP
Agent have an enterprise field set to the following OID: .1.3.6.1.4.1.140.300. This
valueispassed in the enterprise field of the trap packet (Protocol Data Unit—PDU).

VARIABLES
Defines the ordered sequence of MIB objects that are contained in each instance of the
trap type. Each variableisplaced, in order, inside the variable-bindingsfield of the SNMP
trap packet (PDU).

DESCRIPTION
Contains atextual definition of the trap type.

Trap ID
Specifiesthe enterprise-specific trap | D for thetrap definition. Thetrap ID ispassedin the
specific trap ID field of the trap packet (PDU). The value of the generic trap ID field in
trapsis aways set to 6, indicating an enterprise-specific trap.

Using the SNMP MIB

The management station uses the bea . asn1 file to set up the SNMP MIB for Oracle SNMP
Agent on the management station. The bea . asn1 file must be imported into the management
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1-10

database of the management station, as described in “Using the Oracle SNMP Agent with a
Management Framework” in Oracle Tuxedo SNMP Agent Administration Guide.

The SNMP agent for Oracle SNMP Agent uses afile named mib. txt to set up itslocal SNMP
MIB on the managed node (machine). Themib. txt file, similar to the bea . asn1 file, provides
atextual description of the content of the SNMP MIB. By default, themib. txt fileresidesin the
tux_prod_dir/udataobj/snmp/etc directory, where tux prod_dir representsthedirectory
in which the Oracle Tuxedo 10.0 distribution isinstalled. For more information about using the
mib. txt fileto create thelocal SNMP MIB on a managed node, see “Oracle SNMP Agent
Integrator Commands’ in Oracle SNMP Tuxedo Agent Administration Guide.

The SNM P agent communicates with the TMIB of the managed Oracle Tuxedo application to get
the object valuesthat initially populatethelocal SNMP MIB. Asthe management station gets and
sets object valuesin the local SNMP MIB through the SNM P agent, the SNM P agent issues
Tuxedo commands to read and write the comparable object valuesin the local TMIB.

Thelocal SNMP MIB isnot persistent, meaning that the SNMP MIB is not written to disk. When
the SNM P agent process terminates, its SNMP MIB also terminates.

Querying Non-Existent MIB Objects

If you attempt to retrieve the value for an SNMP MIB object that does not exist, either no value
isreturned, or one of the following valuesis returned:

e -1 if the object is numeric

e A dash (-) if the object datatypeispisplaystring

For example, if an Oracle Tuxedo 8.0 or later application is not installed on the managed node,
the CORBA -specific objects included in the SNMP MIB for Oracle Tuxedo 10.0 do not return
values when queried.

Updating MIB Objects

Some objectsin the SNMP MIB can be set (updated) only under certain states of the Oracle
Tuxedo system. If you get an error whiletrying to set read-write objectsin thisMIB, examine the
Tuxedo urog file for more information about the error.

The Tuxedo system creates a new uroc file each day on each machine in a Tuxedo domain. For
adescription of the ur.oc file, see reference page userlog(3c).
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Understanding the Differences Between the SNMP MIB and the TMIB

Understanding the Differences Between the SNMP MIB
and the TMIB

The primary difference between the SNMP MIB for Oracle SNMP Agent and the Tuxedo MIB
(TMIB) isthe use of terms. In addition, the SNMP MIB contains afew additional component
MIBs.

The TMIB for an Oracle Tuxedo system consists of distinct component MIBs, each used to
administer a particular component of the Tuxedo system. These component MIBs are defined in
individual reference pages each addressing the M1B for a particular part of the system. For
example, reference page Tv_m1B (5) in Oracle Tuxedo File Formats, Data Descriptions, MIBs,
and System Processes Reference defines the MIB used to administer the fundamental aspects of
an Oracle Tuxedo 10.0 application. TM_MIB is comparable to the SNMP Core MIB.

Instead of referring to groups and managed objects, asis common in SNMP terminology, the
TMIB defines application resources as classes and attributes. Classes are the administrative class
definitions that make up the TMIB. Each class has a set of attributes that identifies individual
itemsin the class. Examples of TMIB classes are:

T_MACHINE
The class definition for a machine

T_SERVICE
The class definition for Tuxedo services

Attributesfor these classes areidentified by the prefix Ta_ followed by the attribute name. A few
examples for the T_macHINE class are:

TA_PMID
Represents a physical machine name

TA_LMID
Represents the logical machine name

For more information about the TMIB, refer to Oracle Tuxedo File Formats, Data Descriptions,
MIBs, and System Processes Reference.
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Core MIB

The Core MIB defines the groups through which the fundamental aspects of an application can
be configured and managed. These MIB groups contain objects for managing machines, servers,

networking, and load balancing.

The Core MIB defines the basic objects that form an Oracle Tuxedo application. It is the main
information repository for controlling the operation and configuration of the application. When
an application is active, the Core MIB contains groups related to the run-time activity of your

application. Y ou can use this information to monitor the behavior of your application.

The Core MIB consists of the following groups.

Group Name Description

tuxTBridgeTbl Network connection
tuxTclientTbl Client

tuxTconnTable Conversation

tuxTdevice Device

tuxTdomain Domain information
tuxTgroupTable Server group
tuxTmachineTable Machine configuration objects

tuxTmachineActive

Run-time machine characteristics

Oracle Tuxedo SNMP Agent MIB Reference
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Group Name Description

tuxTmsgTable Message queue

tuxTqueueTable Server queue

tuxTroutingTable Routing criteria

tuxTsrvrTbl Server configuration objects

tuxTsrvrTblExt Server run-time characteristics

tuxTsvcTbl Service

tuxTsvcGrp Service-group configuration objects

tuxTlistenTbl Tuxedo listeners

tuxTranTbl Transaction

tuxTulogTable Userlog

tuxTulogCtrl Control filter MIB for tuxTulogTable

tuxTnetMapTbl Maps logical machine IDs to network groups

tuxTnetGrpTbl Application objects of network groups

tuxTserverCtxtTbl Configuration and run-time objects of individual
server dispatch contexts

beaEventFilters Used to define a subset of Tuxedo event notifications

tuxTBridgeThl

2-2

The tuxTBridgeTbl group contains objects that represent run-time characteristics pertaining to
connectivity between logical machines that make up an application. The object values represent
connection status and statistics.

Objectsin this table are accessible either through a Tuxedo SNMP agent installed on the local
machine or using the -c option on the master machine. The index into the table consists of
tuxTBridgeLmid and tuxTBridgeNetworkGrpNo. In Tuxedo 6.4, SET reguests are alowed
only for the pEFAULTNET network group, so al SET requests should use o for
tuxTBridgeNetworkGrpNo in the SNMP index.
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Object Name Object ID

tuxTBridgelLmid .1.3.6.1.4.1.140.300.16.1.1.1
tuxTBridgeState .1.3.6.1.4.1.140.300.16.1.1.2
tuxTBridgeCurTime .1.3.6.1.4.1.140.300.16.1.1.3
tuxTBridgeConTime .1.3.6.1.4.1.140.300.16.1.1.4
tuxTBridgeSuspTime .1.3.6.1.4.1.140.300.16.1.1.5
tuxTBridgeRcvdByte .1.3.6.1.4.1.140.300.16.1.1.6
tuxTBridgeSentByte .1.3.6.1.4.1.140.300.16.1.1.7
tuxTBridgeRcvdNum .1.3.6.1.4.1.140.300.16.1.1.8
tuxTBridgeSentNum .1.3.6.1.4.1.140.300.16.1.1.9
tuxTBridgeFlowCnt .1.3.6.1.4.1.140.300.16.1.1.10
tuxTBridgeCurEncryptBits .1.3.6.1.4.1.140.300.16.1.1.11
tuxTBridgeNetworkGrpNo .1.3.6.1.4.1.140.300.16.1.1.12
tuxTBridgeNetworkGrpName .1.3.6.1.4.1.140.300.16.1.1.13

tuxTBridgeLmid

Syntax

DisplayString (SIZE(1..61))

Access
read-only

Description

DisplayString isof theformat: LMID1 [, LMID2]

LMIDI1

Isthelogical machineidentifier for network connection and isin the range from oneto 61

characters.
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LMIDZ2

Is the destination logical machine identifier for network connection and isin the range
from oneto 61 characters.

tuxTBridgeState

Syntax

INTEGER {active(l), inactive(2), suspended(3), pending(4)}

Access

read-write

Description

2-4

Thevaluesfor GeT and seT operations are as follows:

GET: {active (1) |inactive(2) | suspended(3) |pending (4)}
A GET operation retrieves run-time information for the selected tuxTBridgeTbl
instance(s). A tuxTBridgeLmid object value with only onelogical machine identifier
matches all active connections from Lvzp1 to other machinesin the application. In this
case, each retrieved record contains an expanded tuxTBridgeLmid object value with the
destination LMID filled in. The following states indicate the meaning of a
tuxTBridgeState returned in response to aGeT request. States not listed are not
returned.

active (1)
The connection is established and active.

inactive (2)
The connection isinactive. This state is only returned when status is requested on a
particular connection, that is, both LMIDs are specified in the tuxTBridgeLmid object
and the source logical machineis reachable.

suspended (3)
An established connection has been terminated due to an error condition, and
reconnection has been suspended for at least the amount of time indicated in the
tuxTBridgeSuspTime Object value.

pending (4)
An asynchronous connection has been requested but has not yet completed. The final
outcome of the connection request has not been determined.
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SET: {active(l) |inactive(2) |suspended(3) |pending(4)}
A sET operation updates run-time information for the selected tuxTBridgeTbl object.
The following states indicate the meaning of a tuxTBridgeState Setin a sET request.
States not listed cannot be set.

active (1)
Activate the tuxTBridgeTbl instance by establishing an asynchronous connection
between the indicated logical machines. This operation failsif only one machineis
specified, if either of the machinesisnot active, or if the source machine is not reachable.
Wheninthepending (4) state, the success or failure of the connection has not yet been
determined. The BRIDGE can continue to process other events and data while the
connection is outstanding. This state changeisalowed inthe inactive (2) and
suspended (3) states. Successful return leavesthe instanceinthe active (1) or
pending (4) state.

inactive (2)
Deactivate the tuxTBridgeTbl object by closing the connection between the indicated
logical machines. Thisoperation failsif only onelogical machineis specified or if thetwo
machines are not connected. State change allowed only wheninthe active (1) state.
Successful return leaves the object in the inactive (2) state.

suspended (3)
Suspend the tuxTBridgeTbl object by closing the connection between the indicated
logical machines and by setting the tuxTBridgesuspTime parameter asindicated. State
change allowed only whenintheactive (1) state. Successful return leavesthe object in
the suspended (3) state.

Note:  Since the statistics reported are from the source logical machine, resetting those
statistics causes them to be out of sync with the statistics reported by the destination
logical machine for the same connection.

pending (4)
Activate the tuxTBridgeTbl instance by establishing an asynchronous connection
between the indicated logical machines. This operation fails if only one logical machine
is specified, if either of the two machinesisinactive, or if the source logical machineis
not reachable. When in the pending (4) state, the success or failure of the connection
request has not yet been determined. However, the BRIDGE can continue to process other
events and data while the connection request is outstanding. State change allowed in
inactive (2) and suspended(3) states. Successful return leaves the instancein the
pending (4) State.
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tuxTBridgeCurTime

Syntax

INTEGER

Access
read-only

Description

Current time, in seconds, since 00:00:00 UTC, January 1, 1970, asreturned by the time(2)
system call on tuxTBridgeLmid. This object can be used to compute elapsed time from the
following “tuxTBridge” object values.

tuxTBridgeConTime
Syntax

INTEGER

Access
read-only

Description
Time, in seconds, that this connection has been active.

tuxTBridgeSuspTime
Syntax

INTEGER

Access
read-write

Description

Time, in seconds, remaining in the suspension of this connection. After this amount of time, the
connection automatically changesto atuxTBridgestate Of inactive (2) and can beactivated
by normal application traffic.
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tuxTBridgeRcvdByte

Syntax

INTEGER

Access
read-only

Description
Number of bytes sent from the destination logical machine to the source logical machine.

tuxTBridgeSentByte

Syntax

INTEGER

Access
read-only

Description
Number of bytes sent from the source logical machine to the destination logical machine.

tuxTBridgeRcvdNum
Syntax

INTEGER

Access
read-only

Description
Number of messages sent from the destination logical machine to the source logical machine.
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tuxTBridgeSentNum

Syntax

INTEGER

Access
read-only

Description
Number of messages sent from the source logical machine to the destination logical machine.

tuxTBridgeFlowCnt
Syntax

INTEGER

Access
read-only

Description
Number of times flow control has been encountered over this connection.

tuxTBridgeCurEncryptBits
Syntax

INTEGER {none(l), 40-bit(2), 128-bit(3), not-available(4)}

Access
read-only

Description

The current level of encryption for thislink. The tuxTBridgeCurEncryptBits valueis
negotiated between the machines when the link is established. The number specifiesthe
encryption key length (in bits).
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tuxTBridgeNetworkGrpNo

Syntax

INTEGER

Access
read-only

Description

Logica network group number. When both the source and destination tuxTBridgeLmid
machine identifiers are in the same network group, tuxTBridgeTbl presents all instances of
related fields per network group.

tuxTBridgeNetworkGrpName

Syntax
DisplayString

Access
read-only

Description
Logical network group name.

tuxTclientThi

The tuxTclientTbl group contains objects that represent run-time characteristics of active
clients within an application. The object values identify and track the activity of clientswithin a
running application. Objects in this table are only accessible through a Tuxedo SNMP agent
installed on the local machine.

Object Name Object ID
tuxTclientState .1.3.6.1.4.1.140.300.17.1.1.1
tuxTclientBirthTime .1.3.6.1.4.1.140.300.17.1.1.2
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Object Name Object ID
tuxTclientMachineId 1.3.6.1.4.1.140.300.17.1.1.3
tuxTclientReg .1.3.6.1.4.1.140.300.17.1.1.4
tuxTclientClntName .1.3.6.1.4.1.140.300.17.1.1.5
tuxTclientIdleTime .1.3.6.1.4.1.140.300.17.1.1.6
tuxTclientPid 1.3.6.1.4.1.140.300.17.1.1.7
tuxTclientSrvGrp .1.3.6.1.4.1.140.300.17.1.1.8
tuxTclientUsrName .1.3.6.1.4.1.140.300.17.1.1.9
tuxTclientWsc .1.3.6.1.4.1.140.300.17.1.1.10
tuxTclientWsh 1.3.6.1.4.1.140.300.17.1.1.11
tuxTclientWshClientId .1.3.6.1.4.1.140.300.17.1.1.12
tuxTclientRelease .1.3.6.1.4.1.140.300.17.1.1.13
tuxTclientWsProto .1.3.6.1.4.1.140.300.17.1.1.14
tuxTclientNumConv .1.3.6.1.4.1.140.300.17.1.1.15
tuxTclientNumDegque .1.3.6.1.4.1.140.300.17.1.1.16
tuxTclientNumEnque .1.3.6.1.4.1.140.300.17.1.1.17
tuxTclientNumPost .1.3.6.1.4.1.140.300.17.1.1.18
tuxTclientNumReq .1.3.6.1.4.1.140.300.17.1.1.19
tuxTclientNumSubscribe .1.3.6.1.4.1.140.300.17.1.1.20
tuxTclientNumTran 1.3.6.1.4.1.140.300.17.1.1.21
tuxTclientNumTranAbt .1.3.6.1.4.1.140.300.17.1.1.22
tuxTclientNumTranCmt .1.3.6.1.4.1.140.300.17.1.1.23
tuxTclientCmtRet .1.3.6.1.4.1.140.300.17.1.1.24
tuxTclientCurConv .1.3.6.1.4.1.140.300.17.1.1.26
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Object Name Object ID

tuxTclientCurReq .1.3.6.1.4.1.140.300.17.1.1.27
tuxTclientCurTime .1.3.6.1.4.1.140.300.17.1.1.28
tuxTclientLastGrp .1.3.6.1.4.1.140.300.17.1.1.29
tuxTclientNaddr .1.3.6.1.4.1.140.300.17.1.1.30
tuxTclientNotify .1.3.6.1.4.1.140.300.17.1.1.31
tuxTclientNumUnSol .1.3.6.1.4.1.140.300.17.1.1.32
tuxTclientRpid .1.3.6.1.4.1.140.300.17.1.1.33
tuxTclientTimeLeft .1.3.6.1.4.1.140.300.17.1.1.34
tuxTclientTimeStart .1.3.6.1.4.1.140.300.17.1.1.36
tuxTclientTranLev .1.3.6.1.4.1.140.300.17.1.1.37
tuxTclientId .1.3.6.1.4.1.140.300.17.1.1.38
tuxTclientContextID .1.3.6.1.4.1.140.300.17.1.1.50

tuxTclientState

Syntax

INTEGER { active(l), suspended(2), dead(3) }

Access
read-write

Description
Thevaluesfor ceT and seT operations are as follows:

GET: {active(l) |suspended(2)|dead(3)}
A GET operation retrieves run-time information for the selected tuxTclientTbl
instance(s). Note that client information is kept in local bulletin board tables only.
Therefore, for maximum performance, inquiries on client status should be restricted,
using key fields as much as possible. The following states indicate the meaning of a
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tuxTclientState returned in responseto aceT request. States not listed are not
returned.

active(1l)
tuxTclientTbl instanceactive. Theactive (1) stateisnot anindication of whether the
clientisidle or busy. A non-0 valueretrieved for either the tuxTclientCurconv object
or the tuxTclientcurReq Object indicates a busy client.

suspended (2)
tuxTclientTbl instance active and suspended from making further service requests
(tpcal11(3) or tpaca11(3)) and from initiating further conversations (tpconnect(3)).
See SET suspended (2) below for details.

dead (3)
tuxTclientTbl instance identified as active in the bulletin board but currently not
running due to an abnormal death. This state exists only until the BBL local to the client
notices the death and takes action to clean up the client’ s bulletin board resources.

SET: {active(l) |suspended(2) |dead(3)}
A sET operation updates run-time information for the selected tuxTclientTbl object.
The following states indicate the meaning of atuxTclientState SetinaseT request.
States not listed cannot be set.

active (1)
Activate asuspended (2) tuxTclientTbl instance. State change allowed only whenin
the suspended (2) state. Successful return leavesthe object inthe active (1) state.

suspended (2)
Suspend the tuxTclientTbl instance from making service requests (tpcal1(3) or
tpacall(3)), initiating conversations (tpconnect(3)), beginning transactions
(tpbegin(3)), and enqueuing new requests (tpenqueue(3)). Clientswithin atransaction
are permitted to make these calls until they abort or commit the current transaction, at
which time the clients become suspended. Invocations of these routines result in a
TPESY STEM error return and a system log message being generated that indicates the
situation. State change is allowed only when the objectisinthe active (1) state.
Successful return leaves the object in the suspended (2) state.

dead(3)
Abortively deactivate the tuxTclientTbl instance. State changeis alowed only when
the objectisintheactive (1) or suspended (2) state. The recommended method for
deactivating clientsisto first suspend them, and then to abortively deactivate them by
setting the state to dead (3) . Successful return leaves the object in the dead (3) state.

Note: Workstation handlers (tuxTclientwsh == yes (1)) cannot be set to a state of
dead (3) . The system might not be ableto kill the client, due to platform or signaling
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restrictions. In this case, a native client is abortively terminated at its next access to
ATMI, and aworkstation client’s connection to aWSH is preemptively torn down.

tuxTclientBirthTime

Syntax

INTEGER

Access
read-only

Description

Client identifier. The datain thisfield should not be interpreted directly by the end user except
for equality comparison.

tuxTclientMachineld

Syntax

INTEGER

Access
read-only

Description

Client identifier. The datain this field should not be interpreted directly by the end user except
for equality comparison.

tuxTclientReg
Syntax

INTEGER

Access
read-only
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Description

Client identifier. The datain this field should not be interpreted directly by the end user except
for equality comparison.

tuxTclientCIntName

Syntax

DisplayString (SIZE(0. . 30))

Access
read-only

Description

Client name associated with client at tpinit(3) timethrough the cltname element of the TPINIT
structure.

tuxTclientldleTime

Syntax

INTEGER

Access
read-only

Description

Approximate amount of time, in seconds, sincethisclient last interacted with the system through
an ATMI call. Thisvalueis accurate to within tuxTdomainScanunit (seethe tuxTdomain
group) seconds. When specified as akey field, apositive value indicates that al clientswithidle
times of at least the indicated value match, anegative value indicatesthat all clientswith no more
than the indicated value match, and a 0 value matches all clients.

tuxTclientPid

Syntax

INTEGER
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Access
read-only

Description

Processidentifier of client. Note that for workstation clients, thisidentifier indicates the
workstation handler through which the workstation client is connected. A negative number can
be specified on aceT operation for the purpose of retrieving client information for the calling
process. If the calling processis not aclient, then an error is returned.

tuxTclientSrvGrp

Syntax

DisplayString (SIZE(0..30))

Access
read-only

Description

Server group with which the client is associated. Thisinformation is set through the grpname
element of the TPINIT structure a tpinit(3) time.

tuxTclientUsrName

Syntax

DisplayString (SIZE(0. . 30))

Access
read-only

Description

User name associated with client at tpinit(3) time through the usrname element of the TPINIT
structure.
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tuxTclientWsc

Syntax

INTEGER { yes(l), no(2) }

Access
read-only

Description

If thisobject isset to ves (1), theindicated client islogged in to the application from aremote
workstation.

tuxTclientWsh
Syntax

INTEGER { yes(l), no(2) }

Access
read-only

Description

Workstation handler. If this object isset to yes (1), theindicated client is aworkstation handler
process.

tuxTclientWshClientld
Syntax

DisplayString (SIZE(1..78))

Access
read-only

Description

Client identifier for the associated workstation handler (WSH) if thisclientisaworkstation client
(tuxTclientWsc == yes (1)); otherwise, the tuxTclientWshclient1d valueisreturned asa
O-length string.
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tuxTclientRelease

Syntax

INTEGER

Access
read-only

Description

The Tuxedo system major protocol release number for the machine where the client is running.
This value can be different from the tuxTmachineswrelease for the same machine. Note that
for /IWSclients(tuxTclientwsc == yes (1)), thisvalue can be different from the major release
associated with the application administered machine through which the /WS client accesses the
application.

tuxTclientWsProto

Syntax

INTEGER

Access
read-only

Description

The Tuxedo system /WS protocol version number for aworkstation client. Thisvalueis changed
with each update to the /WS protocol. A value of Oisreturned for thisobject when it isassociated
with non-/WS clients (tuxTclientWsc == no(2)).

tuxTclientNumConv

Syntax

INTEGER

Access
read-only
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Description
Number of conversationsinitiated by this client through tpconnect(3).

tuxTclientNumDeque

Syntax

INTEGER

Access
read-only

Description
Number of dequeue operations initiated by this client through tpdequeue(3).
tuxTclientNumEnque

Syntax

INTEGER

Access
read-only

Description
Number of enqueue operations initiated by this client through tpenqueue(3).
tuxTclientNumPost

Syntax

INTEGER

Access
read-only

Description
Number of postingsinitiated by this client through tppost(3).
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tuxTclientNumReq

Syntax

INTEGER

Access
read-only

Description
Number of requests made by this client through tpca11(3) or tpacall(3).

tuxTclientNumSubscribe

Syntax

INTEGER

Access
read-only

Description
Number of subscriptions made by this client through tpsubscribe(3).
tuxTclientNumTran

Syntax

INTEGER

Access
read-only

Description
Number of transactions begun by this client.
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tuxTclientNumTranAbt

Syntax

INTEGER

Access
read-only

Description
Number of transactions aborted by this client.

tuxTclientNumTranCmt

Syntax

INTEGER

Access
read-only

Description
Number of transactions committed by this client.

tuxTclientCmtRet
Syntax

INTEGER { complete(l) | logged(2) }

Access
read-only

Description

Setting of the TP_COMMIT_CONTROL characteristic for this client. See the description of the
Tuxedo system ATMI function tpscmt(3) for details on this characteristic.
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tuxTclientCurConv

Syntax

INTEGER

Access
read-only

Description
Number of conversationsinitiated by this client through tpconnect(3) that are till active.

tuxTclientCurReq

Syntax

INTEGER

Access
read-only

Description
Number of requestsinitiated by this client through tpca11(3) or tpacal1(3) that are still active.

tuxTclientCurTime

Syntax

INTEGER

Access
read-only

Description

Current time, in seconds, since 00:00:00 UTC, January 1, 1970, asreturned by the t ime(2)
system call on the local host. This object can be used to compute elapsed time from the
tuxTclientTimeStart Object vaue.
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tuxTclientLastGrp

Syntax

INTEGER

Access
read-only

Description
Server group number of the last service request made or conversation initiated from this client.

tuxTclientNaddr

Syntax
DisplayString (SIZE(Z..256)) (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)

Access
read-only

Description

For workstation clients, this object indicates the network address of the client. Network addresses
with unprintable characters are converted to the “0x...” network address format as described in
the tuxTmachineNaddr object. Non-workstation clients have a O-length string associated with
them for the tuxTclientNaddr value.

Note: The ability of the system to provide this information is determined by the transport
provider in use. In some cases, workstation clients cannot have addresses associated with
them if the provider does not make this information available.

tuxTclientNotify
Syntax

INTEGER { dipin(l) | signal(2) | ignore(3) }

Access
read-only
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Description

Setting of the notification characteristic for this client. See the tuxTdomain group description of
this object for more details.

tuxTclientNumUnSol

Syntax

INTEGER

Access
read-only

Description
Number of unsolicited messages queued for this client that are awaiting processing.

tuxTclientRpid

Syntax

INTEGER

Access
read-only

Description
UNIX system message queue identifier for the client’s reply queue.

Note: Thisobject isaUNIX-system-specific object value that might not be returned if the
platform on which the application is being run is not UNIX-based.

tuxTclientTimeLeft

Syntax

INTEGER

Access
read-only
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Description

Timeleft, in seconds, for thisclient to receive the reply for which it is currently waiting before it
times out. Thistimeout can be atransactional timeout or a blocking timeout.

tuxTclientTimeStart

Syntax

INTEGER

Access
read-only

Description

Time, in seconds, since 00:00:00 UTC, January 1, 1970, as returned by the time(2) system call
on local host, since the client joined the application.

tuxTclientTranLev

Syntax

INTEGER

Access
read-only

Description

Current transaction level for this client. 0 indicates that the client is not currently involvedin a
transaction.

tuxTclientld
Syntax

DisplayString (SIZE(1..78))

Access
read-only
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Description
Client Identifier.

tuxTclientContextID

Syntax

INTEGER (-2..29999)

Access
read-only

Status
mandatory

Description

Identifier for this particular application association.

tuxTconnTable

tuxTconnTable

The tuxTconnTable group contains objects that represent run-time characteristics of active
conversations within an application. Objectsin this table are only accessible through a Tuxedo
SNMP agent installed on the local machine. All objectsinthisMIB group are local objects, that
is, values for these objects correspond to the local host only where the Tuxedo agent is running.
Thus, the user needs to run an instance of the Tuxedo agent on every node for which these values
are of interest. The index into thistableis tuxTconnserNo.

Object Name Object ID

tuxTconnSerNo .1.3.6.1.4.1.140.300.18.1.1.1
tuxTconnState .1.3.6.1.4.1.140.300.18.1.1.2
tuxTconnSvcName .1.3.6.1.4.1.140.300.18.1.1.3
tuxTconnClientId .1.3.6.1.4.1.140.300.18.1.1.4
tuxTconnOgrpNo .1.3.6.1.4.1.140.300.18.1.1.5
tuxTconnOlmid .1.3.6.1.4.1.140.300.18.1.1.6
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Object Name Object ID
tuxTconnOpid .1.3.6.1.4.1.140.300.18.1.1.7
tuxTconnOsndcnt .1.3.6.1.4.1.140.300.18.1.1.8
tuxTconnOsrvId .1.3.6.1.4.1.140.300.18.1.1.9
tuxTconnSgrpNo .1.3.6.1.4.1.140.300.18.1.1.10
tuxTconnSlmid .1.3.6.1.4.1.140.300.18.1.1.11
tuxTconnSpid .1.3.6.1.4.1.140.300.18.1.1.12
tuxTconnSsndcnt .1.3.6.1.4.1.140.300.18.1.1.13
tuxTconnSsrvId .1.3.6.1.4.1.140.300.18.1.1.14
tuxTconnSerNo
Syntax
INTEGER
Access
read-only
Description

A running number as an index for tuxTconnTable.

tuxTconnState

Syntax

INTEGER { active(1l)

Access
read-only

Description

Thevaluesfor ceT and seT operations are as follows:
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GET':
A GET operation retrieves run-time information for the selected tuxTconnTable
instance(s). The following state indicates the meaning of a tuxTconnstate returned in
response to aGeT request. States not listed are not returned.

active (1)
Theactive (1) state returned reflects one or both sides of an active conversation within
the application.

SET.
SET operations are not permitted for this group.

tuxTconnSvcName

Syntax

DisplayString (SIZE(1..127))

Access
read-only

Description

Service name of the conversational service invoked by the originator and processed by the
subordinate.

tuxTconnClientld

Syntax

DisplayString (SIZE(l .. 78))

Access
read-only

Description

Client identifier. The datain this field should not be interpreted directly by the end user except
for equality comparison.

Oracle Tuxedo SNMP Agent MIB Reference 2-21



tuxTconnOgrpNo

Syntax

INTEGER (1..30001)

Access
read-only

Description

Server group number for the originator of the conversation. If the originator is a client, then
30,000 isreturned as the value for this object.

tuxTconnOlmid

Syntax

DisplayString (SIZE(1..30))

Access
read-only

Description
Logica machine identifier that indicates where the originator is running, or (in the case of /WS

clients) is accessing the application .
tuxTconnOpid
Syntax

INTEGER

Access
read-only

Description
Process identifier for the originator of the conversation.
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tuxTconnOsndcnt

Syntax

INTEGER

Access
read-only

Description
Number of tpsend(3) calls made by the originator.

tuxTconnOsrvid

Syntax

INTEGER (1..30001)

Access
read-only

Description
Server identifier for the originator of the conversation.

tuxTconnSgrpNo
Syntax

INTEGER (1..30001)

Access
read-only

Description

Server group number for the subordinate of the conversation. If the originator is aclient, then
30,000 isreturned as the value for this object.
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tuxTconnSImid

Syntax

DisplayString (SIZE(1..30))

Access
read-only

Description
Logical machine identifier that indicates where the subordinate is running or, (in the case of /WS

clients) is accessing the application.
tuxTconnSpid
Syntax

INTEGER

Access
read-only

Description
Process identifier for the subordinate in the conversation.
tuxTconnSsndcnt

Syntax

INTEGER

Access
read-only

Description
Number of tpsend(3) calls made by the subordinate.
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tuxTconnSsrvid

Syntax

INTEGER (1..30001)

Access
read-only

Description
Server identifier for the subordinate in the conversation.

tuxTdevice

The tuxTdevice group contains the following object and group (table).

Object Name Object ID
tuxTwhichCfgDev .1.3.6.1.4.1.140.300.19.2
tuxTdeviceTbl .1.3.6.1.4.1.140.300.19.1
tuxTwhichCfgDev
Syntax
DisplayString (SIZE(2..256)) (up to 64 bytesfor Oracle Tuxedo 8.0 or earlier)
Access
read-write
Description

The value of this object determines the device for which tuxTdeviceTbl returns configuration
and run-time information.

The default value of this object isthe Tuxconr1c file for the current domain.
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The tuxTdeviceTbl group contains objectsthat represent configuration and run-time objects of
raw disk slicesor UNIX system files being used to store Tuxedo system device lists. This group
allowsfor the creation and deletion of devicelist entries within araw disk slice or UNIX system
file. Objectsin thistable are only accessible through a Tuxedo SNMP agent installed on the local
machine. To create anew row in this table, the user needsto send a SET request, with at least a
vauefor tuxTdevsize. Theindex into thistableis tuxTdevCfgbev and tuxTdevIndex.

Object Name Object ID
tuxTdevLmid .1.3.6.1.4.1.140.300.19.1.1.1
tuxTdevCfgDev .1.3.6.1.4.1.140.300.19.1.1.2
tuxTdeviceName .1.3.6.1.4.1.140.300.19.1.1.3
tuxTdevOffset .1.3.6.1.4.1.140.300.19.1.1.4
tuxTdevSize .1.3.6.1.4.1.140.300.19.1.1.5
tuxTdevIndex .1.3.6.1.4.1.140.300.19.1.1.6
tuxTdevState .1.3.6.1.4.1.140.300.19.1.1.7
tuxTdevLmid
Syntax
DisplayString (SIZE(1..30))
Access
read-write
Description

Logical machineidentifier where the deviceislocated. Note that this object can be used asakey
field in both unbooted and booted applications as long as they are already configured (that is, at
least one tuxTmachineTable instance exists). It isrequired as akey field on seT operations
when they are accessing a booted application. If specified when accessing the tuxTdeviceTbl
table in an unconfigured application, this object isignored.
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Note: This object can be set only during row creation.

tuxTdevCfgDev
Syntax

DisplayString (SIZE(2..64))

Access
read-write

Description

Absolute pathname of the file or device where the Tuxedo system filesystem is stored or isto be
stored.

Note: Thisobject can be set only during row creation.

tuxTdeviceName

Syntax

DisplayString (SIZE(2. .64))

Access
read-write

Description
Absolute pathname of the devicelist entry.

Note: Thisobject can be set only during row creation.

tuxTdevOffset
Syntax

INTEGER

Access
read-write
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Description

The offset, in blocks, at which space on this tuxTdevice beginsfor use within the Tuxedo
system VTOC specified by tuxTdevCcfgDev.

Note: Thisobject can be set only during row creation.

tuxTdevSize

Syntax

INTEGER

Access
read-write

Description
The size in pages of the disk areato be used for the device list entry.

Note: Thisabject can be set only in conjunction with row creation.

Note: Thisobject can be set only during row creation.

tuxTdevindex

Syntax

INTEGER

Access
read-only

Description

Deviceindex for tuxTdevice within the device list addressed by tuxTdevcfgpev. The
tuxTdevIndex Valueisused for identification purposes only in getting and setting object values
that relate to particular devices within a Tuxedo system filesystem.
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tuxTdevState

Syntax

INTEGER { valid(l) | invalid(2) | re-init(3) }

Access
read-write

Description
The values for GeT and seT operations are as follows:

GET: {valid (1)}
A GET operation retrieves run-time information for the selected tuxTdeviceTbl
instance(s). The following state indicates the meaning of a tuxTdevstate returned in
response to aGeT request. States not listed are not returned.

valid(1l)
The Tuxedo system filesystem indicated by tuxTdevcfgbev exists and containsavalid
devicelist. tuxTdevice isavalid device within that filesystem with the device index
tuxTdevIndex.

SET: {invalid(2) |re-init(3)}
A sET operation updates information for the selected tuxTdeviceTbl instance or adds
the indicated object. The following statesindicate the meaning of atuxTdevstate Setin
a sET request. States not listed cannot be set.

invalid(2)
Delete tuxTdeviceTbl instance for application. State change is alowed only when the
objectisinthevalid (1) state. Successful return leaves the object inthe invalid(2)
state. Note that tuxTdevindex 0 isspecia and must be deleted last.

re-init (3)
Re-initializes avalid device.

tuxTdomain

The tuxTdomain group contains objects that represent global application characteristics for the
domain to which the Tuxedo SNMP Agent is currently connected. The object values serve to
identify, customize, size, secure, and tune a Tuxedo application. Many of the object values
represented here serve as application defaults for other groups represented in this MIB.

Thereis exactly one instance of the tuxTdomain group for each application.
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Object Name Object ID
tuxTdomainKey .1.3.6.1.4.1.140.300.3.1
tuxTdomainMaster .1.3.6.1.4.1.140.300.3.2
tuxTdomainModel .1.3.6.1.4.1.140.300.3.3
tuxTdomainState .1.3.6.1.4.1.140.300.3.4
tuxTdomainID .1.3.6.1.4.1.140.300.3.5
tuxTdomainUID .1.3.6.1.4.1.140.300.3.7
tuxTdomainGID .1.3.6.1.4.1.140.300.3.8
tuxTdomainPerm .1.3.6.1.4.1.140.300.3.9
tuxTdomainMask .1.3.6.1.4.1.140.300.3.10
tuxTdomainMaxAccessers .1.3.6.1.4.1.140.300.3.11
tuxTdomainMaxConv .1.3.6.1.4.1.140.300.3.12
tuxTdomainMaxGTT .1.3.6.1.4.1.140.300.3.13
tuxTdomainMaxBufsType .1.3.6.1.4.1.140.300.3.14
tuxTdomainMaxBufType .1.3.6.1.4.1.140.300.3.15
tuxTdomainMaxDRT .1.3.6.1.4.1.140.300.3.16
tuxTdomainMaxGroups .1.3.6.1.4.1.140.300.3.17
tuxTdomainMaxMachines .1.3.6.1.4.1.140.300.3.18
tuxTdomainMaxQueues .1.3.6.1.4.1.140.300.3.19
tuxTdomainMaxRFT .1.3.6.1.4.1.140.300.3.20
tuxTdomainMaxRTData .1.3.6.1.4.1.140.300.3.21
tuxTdomainMaxServers .1.3.6.1.4.1.140.300.3.22
tuxTdomainMaxServices .1.3.6.1.4.1.140.300.3.23
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Object Name Object ID

tuxTdomainMaxACLgroups .1.3.6.1.4.1.140.300.3.24
tuxTdomainCMTRET .1.3.6.1.4.1.140.300.3.25
tuxTdomainLoadBalance .1.3.6.1.4.1.140.300.3.26
tuxTdomainNotify .1.3.6.1.4.1.140.300.3.27
tuxTdomainSystemAccess .1.3.6.1.4.1.140.300.3.28
tuxTdomainOptions .1.3.6.1.4.1.140.300.3.29
tuxTdomainSignal .1.3.6.1.4.1.140.300.3.30
tuxTdomainSecurity .1.3.6.1.4.1.140.300.3.31
tuxTdomainAuthsvc .1.3.6.1.4.1.140.300.3.33
tuxTdomainScanUnit .1.3.6.1.4.1.140.300.3.34
tuxTdomainBBLQuery .1.3.6.1.4.1.140.300.3.35
tuxTdomainBlockTime .1.3.6.1.4.1.140.300.3.36
tuxTdomainDBBLWait .1.3.6.1.4.1.140.300.3.37
tuxTdomainSanityScan .1.3.6.1.4.1.140.300.3.38
tuxTdomainCurDRT .1.3.6.1.4.1.140.300.3.39
tuxTdomainCurGroups .1.3.6.1.4.1.140.300.3.40
tuxTdomainCurMachines .1.3.6.1.4.1.140.300.3.41
tuxTdomainCurQueues .1.3.6.1.4.1.140.300.3.42
tuxTdomainCurRFT .1.3.6.1.4.1.140.300.3.43
tuxTdomainCurRTdata .1.3.6.1.4.1.140.300.3.44
tuxTdomainCurServers .1.3.6.1.4.1.140.300.3.45
tuxTdomainCurServices .1.3.6.1.4.1.140.300.3.46
tuxTdomainCursType .1.3.6.1.4.1.140.300.3.47
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Object Name Object ID
tuxTdomainCurType .1.3.6.1.4.1.140.300.3.48
tuxTdomainHwDRT .1.3.6.1.4.1.140.300.3.49
tuxTdomainHwGroups .1.3.6.1.4.1.140.300.3.50
tuxTdomainHwMachines .1.3.6.1.4.1.140.300.3.51
tuxTdomainHwQueues .1.3.6.1.4.1.140.300.3.52
tuxTdomainHwREFT .1.3.6.1.4.1.140.300.3.53
tuxTdomainHwRTdata .1.3.6.1.4.1.140.300.3.54
tuxTdomainHwServers .1.3.6.1.4.1.140.300.3.55
tuxTdomainHwServices .1.3.6.1.4.1.140.300.3.56
tuxTdomainMaxNetGroups .1.3.6.1.4.1.140.300.3.58
tuxMaxObjects (Tuxedo 8.0 or later) .1.3.6.1.4.1.140.300.3.63
tuxMaxInterfaces (Tuxedo 8.0 or later) .1.3.6.1.4.1.140.300.3.68
tuxTdomainSignatureAhead .1.3.6.1.4.1.140.300.3.70
tuxCurInterfaces (Tuxedo 8.0 or later) .1.3.6.1.4.1.140.300.3.73
tuxHwInterfaces (Tuxedo 8.0 or later) .1.3.6.1.4.1.140.300.3.78
tuxTdomainSignatureBehind .1.3.6.1.4.1.140.300.3.80
tuxTdomainEncryptionRequired .1.3.6.1.4.1.140.300.3.90
tuxTdomainSignatureRequired .1.3.6.1.4.1.140.300.3.100

tuxTdomainKey

Syntax

INTEGER (32769..262143)

Access

read-write
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Description

Numeric key for the well-known addressin a Tuxedo system bulletin board. In asingle processor
environment, thiskey “names’ the bulletin board. In amultiple processor or LAN environment,
this key names the message queue of the DBBL. In addition, this key is used as a basis for
deriving the names of resources other than the well-known address, such asthe namesfor bulletin
boards throughout the application.

tuxTdomainMaster

Syntax

DisplayString (SIZE (1..30))

Access
read-write

Description

DisplayStringisinformat: LuID1 [, LMID2]

LMIDI
Isthe master logical machine identifier and isin the range from one to thirty characters.

LMIDZ2
Is the backup logical machine identifier and isin the range from one to thirty characters.

The master identifier (zxrp1) must correspond to the local machine for inactive applications.
single-machine (1) mode applications (see tuxTdomainModel below) can set only the master
logical machine identifier. Modifications to the tuxTdomainMaster valuein an active
multi-machine (2) application (see tuxTdomainModel below) have the following semantics.

Assuming current active master LMID A, current backup master LMID B, and secondary LMIDs
C, D, ...., thefollowing scenarios define the semantics of permitted changes to the
tuxTdomainMaster Object inarunning multi-machine (2) mode application.

A,B ->B,A — Master migration from A to B. A,B -> A,C — Change backup master LMID
designationto C.

Note that master migration can be either orderly or partitioned. Orderly migration takes place
when the master machine is active and reachable. Otherwise, partitioned migration takes place.
All newly established or re-established network connections verify that the two sites connecting
share a common view of where the master machine is located. Otherwise, the connection is
refused and an appropriate log message is generated.
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The master and backup machines in an active application must always have a Tuxedo system
release number greater than or equal to all other machines active in the application. The master
and backup machines must be of the same release. Modifications to the tuxTdomainMaster
object must preserve this relationship.

tuxTdomainModel

Syntax

INTEGER { single-machine (1) | multi-machine(2) 1}

Access
read-write

Description
The configuration type.

single-machine (1)
Specifies a single machine configuration; only one tuxTmachineTable Object can be
specified.

multi-machine (2)

Specifies a multi-machine or network configuration; multi-machine (2) must be
specified if a networked application is being defined.

tuxTdomainState

Syntax

INTEGER { active(l) | inactive(2) | forcible-inactive(3) }

Access
read-write

Description

Thevaluesfor ceT and seT operations are as follows:
GET: {active(l) |inactive(2)}
A GET operation retrieves configuration and run-time information for the tuxTdomain

group. The following states indicate the meaning of a tuxTdomainstate returnedin
response to aGeT request. States not listed are not returned.
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active(1l)
tuxTdomain group is defined and the master machineis active.

inactive(2)
tuxTdomain group is defined and application isinactive.

SET: active(l) |inactive(2) |forcible-inactive(3)
A sET operation updates configuration and run-time information for the tuxTdomain
group. The following states indicate the meaning of a tuxTdomainState Setin asSET
request. States not listed cannot be set.

active (1)
Activate administrative processes (DBBL, BBL, and so on) on the master machine. A
state change is allowed only when the object isin the inactive (2) state. Successful
return leaves the object inthe active (1) tate.

inactive(2)
Deactivate administrative processes (DBBL, BBL, and so on) on the master machine. A
state change is alowed only when the objectisintheactive (1) state. Successful return
leavestheobjectinthe inactive (2) state. To do acomplete shutdown of the application,
youmust first makeall groupsinactive. (See tuxTgroupState.) Thisstatetransitionfails
if any application serversor clients are till attached to the domain. To ignore any running
clients or application servers, set to forcible-inactive (3) asexplained below.

forcible-inactive(3)
Forcibly deactivate administrative processes (DBBL, BBL, and so on) on the master
machine. Attached clients areignored for the purpose of determining if shutdown should
be allowed. State change is allowed only when the object isinthe active (1) state.
Successful return leaves the object in the inactive (2) state. You need to restart any
clients before they can be used to process services after this state transition.

tuxTdomainlD

Syntax

DisplayString (SIZE (0. .30))

Access

read-write

Description

Domain identification string.
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tuxTdomainUID

Syntax

INTEGER

Access
read-write

Description
Default value for newly configured objects in the tuxTmachineTable group.

Note: Changesto this object do not affect active or already configured tuxTmachineTable
instances.

tuxTdomainGID

Syntax

INTEGER

Access
read-write

Description
Default value for newly configured objectsin the tuxTmachineTable group.

Note: Changesto this object do not affect active or already configured tuxTmachineTable
instances.

tuxTdomainPerm

Syntax

DisplayString (SIZE(l .. 9))

Access
read-write
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Description
Default value for newly configured objectsin the tuxTmachineTable group.

Note: Changesto this object do not affect active or already configured tuxTmachineTable
instances.

tuxTdomainMask

Syntax

DisplayString (SIZE(Z1..9))

Access
read-write

Description

Attribute access mask. User type/access mode combinations specified by tuxTdomainMask are
no longer allowed for all group/object combinations defined in Tv_MIB (5). For example, a
setting of 0003 disallows all updates to users other than the administrator or the operator. The
value of this object should be provided as an octal number — 0 through 0777.

tuxTdomainMaxAccessers

Syntax

INTEGER (1..32767)

Access
read-write

Description
Default value for newly configured objects in the tuxTmachineTable group.

Note: Changesto this object do not affect active or already configured tuxTmachineTable
instances.
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tuxTdomainMaxConv

Syntax

INTEGER (0..32767)

Access
read-write

Description
Default value for newly configured objects in the tuxTmachineTable group.

Note: Changesto this object do not affect active or already configured tuxTmachineTable
instances.

tuxTdomainMaxGTT

Syntax

INTEGER (0..32767)

Access
read-write

Description
Default value for newly configured objectsin the tuxTmachineTable group.

Note: Changesto this object do not affect active or already configured tuxTmachineTable
instances.

tuxTdomainMaxBufsType

Syntax

INTEGER (1..32767)

Access
read-write
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Description

Maximum number of buffer subtypes that can be accommodated in the bulletin board buffer
subtype table.

tuxTdomainMaxBufType

Syntax

INTEGER (1..32767)

Access
read-write

Description

Maximum number of buffer types that can be accommodated in the bulletin board buffer type
table.

tuxTdomainMaxDRT
Syntax

INTEGER (0..32767)

Access
read-write

Description

Maximum number of routing table entriesthat can be accommodated in the bulletin board routing
table. One entry per tuxTroutingTable group object is required. Additional entries should be
alocated to alow for run-time growth.

tuxTdomainMaxGroups

Syntax

INTEGER (100..32767)

Access
read-write
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Description

Maximum number of server groups that can be accommodated in the bulletin board server group
table.

tuxTdomainMaxMachines

Syntax

INTEGER (256..8190)

Access
read-write

Description
Maximum number of machines that can be accommodated in the bulletin board machine table.
tuxTdomainMaxQueues

Syntax

INTEGER (1..8191)

Access
read-write

Description

Maximum number of queues to be accommodated in the bulletin board queue table.

tuxTdomainMaxRFT
Syntax

INTEGER (0..32767)

Access
read-write
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Description

Maximum number of routing criteriarange table entriesto be accommodated in the bulletin board
range criteriatable. One entry per individual range within a tuxTrout ingRanges specification
isrequired plus one additional entry per tuxTroutingTable group object. Additional entries
should be allocated to allow for run-time growth.

tuxTdomainMaxRTData

Syntax

INTEGER (0..32760)

Access
read-write

Description

Maximum string pool space to be accommodated in the bulletin board string pool table. Strings
and carrays specified within tuxTroutingRanges valuesare stored in the string pool. Additional
space should be alocated to alow for run-time growth.

tuxTdomainMaxServers

Syntax

INTEGER (1..8191)

Access
read-write

Description
Maximum number of serversto be accommodated in the bulletin board server table. Allowances
should be made in setting this object for system supplied administrative servers. Administration
of each Tuxedo system site adds approximately one server. Additionaly, if TMSs are specified
for any server groups (see tuxTgroupTMSname), they are booted along with their server group
and should be accounted for in setting tuxTdomainMaxServers.
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tuxTdomainMaxServices

Syntax

INTEGER (1..32767)

Access
read-write

Description

Maximum number of services to be accommodated in the bulletin board service table.
Allowances should be made in setting this object for system supplied servers that offer services
for administrative purposes. Administration of each Tuxedo system site adds approximately five
services. Other administrative components such as/WS, /Q, and /DM can al so add administrative
services that should be accounted for.

tuxTdomainMaxACLgroups

Syntax

INTEGER (1..16384)

Access
read-write

Description

Maximum number of group identifiers that can be used for checking ACL permissions. The
maximum group identifier that can be defined is tuxTdomainMaxaACLgroups - 1.

tuxTdomainCMTRET

Syntax

INTEGER { complete(l) | logged(2) }

Access
read-write
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Description

Initial setting of the TP_COMMIT_CONTROL characteristic for all client and server processes
in a Tuxedo application. 1ogged (2) initiaizesthe TP_COMMIT_CONTROL characteristic to
TP_CMT_LOGGED; otherwise, itisinitialized to TP_CMT_COMPLETE. See the description
of the Tuxedo system ATMI function tpscmt(3) for details on the setting of this characteristic.

Note: Run-time modifications to this object do not affect active clients and servers.

tuxTdomainLoadBalance

Syntax

INTEGER { yes(l) | no(2) }

Access
read-write

Description

yes (1)
Load balancing is on.

no(2)
Load balancing is off.

Note: Run-time modifications to this object do not affect active clients and servers.

tuxTdomainNotify

Syntax

INTEGER { dipin(l) | signal(2) | ignore(3) }

Access
read-write

Description

Default notification detection method used by the system for unsolicited messages sent to client
processes. This default value can be overridden on a per-client basis using the appropriate
tpinit(3) flag value. Note that once unsolicited messages are detected, they are made available
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to the application through the application defined unsolicited message handling routineidentified
through the tpsetunsol(3) function.

dipin(1)
Thevaluedipin (1) specifiesthat dip-in-based notification detection should be used,
which means that the system only detects notification messages on behalf of aclient
process while within ATMI calls. The point of detection within any particular ATMI call
isnot defined by the system, and dip-in detection does not interrupt blocking system calls.
dipin (1) isthedefault notification detection method.

signal (2)
Thevalue signal (2) specifiesthat signal-based notification detection should be used,
which means that the system sends a signal to the target client process after the
notification message has been made available. The system installs asignal catching
routine on behalf of clients that select this method of notification.

ignore (3)
Thevaueignore (3) specifiesthat by default, notification messages areto beignored by
application clients, which would be appropriate in applications where only clients that
request notification at tpinit(3) time should receive unsolicited messages.

Note: Run-time modifications to this object do not affect active clients. All signaling of client
processes is done by administrative system processes and not by application processes.
Therefore, only clients running with the same UNIX system user identifier can be
notified by use of the signal (2) method.

tuxTdomainSystemAccess

Syntax
INTEGER { fastpath(l) | protected(2) | fastpath-no-override(3) |
protected-no-override (4) }

Access
read-write

Description

Default mode used by Tuxedo system libraries within application processes to gain access to
Tuxedo system’ sinternal tables.

fastpath (1)
Specifies that Tuxedo system’ s internal tables are accessible by Tuxedo system libraries
via unprotected shared memory for fast access.
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protected(2)
Specifiesthat Tuxedo system’ sinternal tables are accessible by Tuxedo libraries through
protected shared memory for safety against corruption by application code.

fastpath-no-override (3) Or protected-no-override (4)
These values can be specified to indicate that the mode selected cannot be overridden by
an application process that uses flags available for use with tpinit(3).

Note: Updatesto the tuxTdomainsSystemAccess valuein arunning application affect only
newly started clients and newly configured tuxTsrvrTbl objects.

tuxTdomainOptions

Syntax

INTEGER { lan(l) | migrate(2) | accstats(3) | lan-migrate(4) |
lan-accstats(5) | migrate-accstats(6) | lan-migrate-accstats(7) | none(8) }

Access
read-write

Description
Comma separated list of application options in effect. Valid options are defined as follows:

lan (1)
Networked application.

migrate(2)
Allow server group migration.

accstats (3)
Exact statistics (single-machine (1) mode only).

Note: Only theaccstats (3) can beset or reset in an active application.

tuxTdomainSignal

Syntax

INTEGER { sigusrl(l) | sigusr2(2) }

Access
read-write
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Description

Signal to be used for signal-based natification (see tuxTdomainNotify above).

tuxTdomainSecurity

Syntax

INTEGER DisplayString

Access

read-write

Description

2-52

Type of application security. The format is:
security;mode[/app_password]
where security._mode can have the following values:

NONE

APP_PW
USER_AUTH
ACL
MANDATORY_ACL

NONE
A string value of NONE for this object indicates that security is/will be turned off.

APP_PW
The value app_rw/app_password indicates that application password security is
enforced. Clients must provide the application password during initialization.

USER_AUTH
Thevalueuser_auTH issimilar to app_pw, but indicates al so that per-user authentication
is done during client initialization.

ACL
Thevalue acr issimilar to user_auTH, but also indicates that access control checks are
done on service names, queue names, and event names. If an associated ACL isnot found
for aname, it isassumed that permission is granted

MANDATORY_ACL
The value MANDATORY_ACL iSSimilar to Act, but permission is denied if an associated
ACL isnot found for the name.
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app_password
Thisvalueis needed whenever security mode iSbeing set to anything but NoNE. To
change the value of app_password, sET this object to:

current_security_mode/new_password

On acEeT operation, this object only returns the security mode; the password is not
returned.

tuxTdomainAuthsvc

Syntax

DisplayString (SIZE (1..127))

Access
read-write

Description

Application authentication service invoked by the system for each client that joins the system.
The tuxTdomainaAuthsvce valueisignored if the tuxTdomainSecurity oObject is et to NONE or
to app-pPw.

tuxTdomainScanUnit

Syntax

INTEGER (0..60)

Access
read-write

Description

Interval of time (in seconds) between periodic scans by the system. Periodic scans are used to
detect old transactions and timed-out blocking calls within service requests. The
tuxTdomainBBLQuery, tuxTdomainBlockTime, tuxTdomainDBBLWait, and
tuxTdomainSanityScan Objectsare multipliersof thisvalue. Passing avalue of O for thisobject
on a sET operation causes the object to be reset to its default value.
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tuxTdomainBBLQuery

Syntax

INTEGER (0..32767)

Access
read-write

Description

Multiplier of the tuxTdomainScanUnit object that indicatestime between DBBL status checks
on registered BBLs. The DBBL checksto ensure that all BBL s have reported within the
tuxTdomainBBLQuery cycle. If aBBL has not been heard from, the DBBL sends a message to
that BBL asking for status. If no reply isreceived, the BBL is partitioned. Passing avalue of O for
this object on a seT operation causes the object to be reset to its default value. The
tuxTdomainBBLQuery Value should be set to at least twice the value set for

tuxTdomainSanityScan.

tuxTdomainBlockTime

Syntax

INTEGER (0..32767)

Access
read-write

Description

Multiplier of the tuxTdomainScanUnit object that indicates the minimum amount of time a
blocking ATMI call blocks before timing out. Passing a value of O for this object on aseT
operation causes the object to be reset to its default value.

tuxTdomainDBBLWait
Syntax

INTEGER (0..32767)
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Access
read-write

Description

Multiplier of the tuxTdomainscanunit object that indicates the maximum amount of time a
DBBL should wait for repliesfromits BBL s beforetiming out. Passing avalue of O for thisobject
on a SET operation causes the object to be reset to its default value.

tuxTdomainSanityScan

Syntax

INTEGER (0..32767)

Access
read-write

Description

Multiplier of the tuxTdomainScanUnit object that indicates the time interval between basic
sanity checks of the system. Sanity checking includes client/server viability checks done by each
BBL for clients/servers running on the local machine as well as BBL status check-ins
(multi-machine (2) mode only). Passing avalue of O for this object on a SET operation causes
the object to be reset to its default value.

tuxTdomainCurDRT
Syntax

INTEGER (0..32767)
Access

read-only
Description

Current number of bulletin board routing table entriesin use.
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tuxTdomainCurGroups

Syntax

INTEGER (0..32767)

Access
read-only

Description
Current number of bulletin board server group table entries that arein use.

tuxTdomainCurMachines

Syntax

INTEGER (0..32767)

Access
read-only

Description
Current number of configured machines.
tuxTdomainCurQueues

Syntax

INTEGER (0..32767)

Access
read-only

Description
Current number of bulletin board queue table entries that arein use.
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tuxTdomainCurRFT

Syntax

INTEGER (0..32767)

Access
read-only

Description
Current number of bulletin board routing criteria range table entries that are in use.

tuxTdomainCurRTdata

Syntax

INTEGER (0..32767)

Access
read-only

Description
Current size of routing table string pool.

tuxTdomainCurServers

Syntax

INTEGER (0..32767)

Access
read-only

Description
Current number of bulletin board server table entries that are in use.
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tuxTdomainCurServices

Syntax

INTEGER (0..32767)

Access
read-only

Description
Current number of bulletin board service table entries that are in use.

tuxTdomainCursType

Syntax

INTEGER (0..32767)

Access
read-only

Description
Current number of bulletin board subtype table entries that are in use.
tuxTdomainCurType

Syntax

INTEGER (0..32767)

Access
read-only

Description
Current number of bulletin board type table entries that arein use.
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tuxTdomainHwDRT

Syntax

INTEGER (0..32767)

Access
read-only

Description
High water number of bulletin board routing table entries that are in use.

tuxTdomainHwGroups

Syntax

INTEGER (0..32767)

Access
read-only

Description
High water number of bulletin board server group table entries that arein use.
tuxTdomainHwMachines

Syntax

INTEGER (0..32767)

Access
read-only

Description
High water number of configured machines.
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tuxTdomainHwQueues

Syntax

INTEGER (0..32767)

Access
read-only

Description

High water number of bulletin board queue table entries that are in use.

tuxTdomainHwRFT
Syntax

INTEGER (0..32767)

Access
read-only

Description
High water number of bulletin board routing criteria range table entries that are in use.
tuxTdomainHwRTdata

Syntax

INTEGER (0..32767)

Access
read-only

Description
High water size of routing table string pool.
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tuxTdomainHwServers

Syntax

INTEGER (0..32767)

Access
read-only

Description
High water number of bulletin board server table entries that are in use.

tuxTdomainHwServices

Syntax

INTEGER (0..32767)

Access
read-only

Description
High water number of bulletin board service table entries that are in use.

tuxTdomainMaxNetGroups

Syntax

INTEGER (1..8191)

Access
read-write

Description
The maximum number of groups that can be configured.
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tuxMax0bjects (Tuxedo 8.0 or later)

Syntax

INTEGER

Access
read-write

Description

The default maximum number of active CORBA objectsthat can be accommodated inthe Active
Object Map tablesin the Tuxedo bulletin board.

tuxMaxInterfaces (Tuxedo 8.0 or later)

Syntax

INTEGER (1..32765)

Access
read-write

Description

Specifies the maximum number of interfaces that can be accommodated in the interface table of
the bulletin board. If not specified, the default is 100.

All instances of an interface occupy and re-use the same slot in the interface table in the bulletin
board. For example, if server SVR1 advertises interfaces IF1 and 1F2, SVR2 advertises IF2 and
IF3, and SVR3 advertises IF3 and I1F4, the interface count is 4, not 6, when calculating
tuxMaxInterfaces.

tuxTdomainSignatureAhead

Syntax

INTEGER (1..2147483647)

Access
read-write
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Description
Number of seconds avalid signature’ s timestamp can be ahead of the local machine’s clock.

tuxCurlnterfaces (Tuxedo 8.0 or later)

Syntax

INTEGER

Access
read-only

Description
The current number of interface entries used in the bulletin board interface tables.

tuxHwinterfaces (Tuxedo 8.0 or later)

Syntax

INTEGER

Access
read-only

Description
The high water mark for the number of interface entries used in the bulletin board interface tables.

tuxTdomainSignatureBehind

Syntax

INTEGER (1..2147483647)

Access
read-write

Description
Number of seconds avalid signature’ s timestamp can be behind the local machine’s clock.
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tuxTdomainEncryptionRequired

Syntax

INTEGER {yes(l) | no(2)}

Access
read-write

Description

If setto “yes,” every application service in this domain requires an encrypted input message
buffer.

tuxTdomainSignatureRequired

Syntax
INTEGER {yes(l) | no(2)}
Access
read-write
Description
If setto “yes,” every application service in this domain requires avalid digital signature onits
input message buffer.

tuxTgroupTable

The tuxTgroupTable group containsobjectsthat represent application characteristics pertaining
to aparticular server group. The object values represent group identification, location, and DTP
information.

Theindex for thistable is tuxTgroupNo. TO create anew row, it is necessary to issue a SET
request for a non-existing instance that at least specifies values for tuxTgroupName and
tuxTgroupLMID.
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Object Name Object ID

tuxTgroupName .1.3.6.1.4.1.140.300.4.1.1.1
tuxTgroupNo .1.3.6.1.4.1.140.300.4.1.1.2
tuxTgroupLMID .1.3.6.1.4.1.140.300.4.1.1.3
tuxTgroupState .1.3.6.1.4.1.140.300.4.1.1.4
tuxTgroupCurLMID .1.3.6.1.4.1.140.300.4.1.1.5
tuxTgroupCloseInfo .1.3.6.1.4.1.140.300.4.1.1.6
tuxTgroupOpenInfo .1.3.6.1.4.1.140.300.4.1.1.7
tuxTgroupTMScount .1.3.6.1.4.1.140.300.4.1.1.8
tuxTgroupTMSname .1.3.6.1.4.1.140.300.4.1.1.9
tuxTgroupEncryptionRequired .1.3.6.1.4.1.140.300.4.1.1.20
tuxTgroupSignatureRequired .1.3.6.1.4.1.140.300.4.1.1.30

tuxTgroupName

Syntax

DisplayString (SIZE (l .. 30))

Access
read-write

Description

Logical name of the server group. The group name must be unique within all group namesin the
tuxTgroupTable group and tuxTgroupLMID Valuesin the tuxTmachineTable group. Server
group hames cannot contain an asterisk (*), comma, or colon.

Note: This object can be set only during row creation.
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tuxTgroupNo

Syntax

INTEGER (1..29999)

Access

read-write

Description

Group number associated with this server group.

Note: Thisobject can be set only during row creation.

tuxTgroupLMID

Syntax
DisplayString (SIZE (1..61))
Access
read-write
Description
DisplayStringisintheformat: LyID1 [, LMID2]
LMIDI1
Isthe primary machine logical machine identifier for this server group and isin the range
from one to sixty-one characters.
LMIDZ2
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Isthe optional secondary logical machine identifier and isin the range from one to
sixty-one characters.

The secondary LMID indicates the machine to which the server group can be migrated (if the
MIGRATE option is specified in the tuxTdomainoptions object). A single LMID specified on
aGET operation matches either the primary or secondary LMID. Note that the location of an
activegroupisavailableinthe tuxTgroupcurMID Object. Logical machineidentifiers specified
with the tuxTgrouprLMID Object must already be configured.

Note: Modificationsto this object for an active object can only change the backup LMID
designation for the group.
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tuxTgroupState

Syntax

INTEGER { active(l) | inactive(2) | migrating(3) | invalid(4) |

re-active(5) | suspend-services(6) | resume-services(7)}

Access
read-write

Description
The values for GeT and seT operations are as follows:

GET: {active(l) |inactive(2) |migrating(3)}
A GET operation retrieves configuration and run-time information for the selected
tuxTgroupTable oObject(s). The following states indicate the meaning of a
tuxTgroupState returned in responseto acer request. States not listed are not returned.

active(1l)
tuxTgroupTable object defined and active (TM S and/or application servers). Server
groups with non-0 length values for the tuxTgroupTMsSname Object are considered active
if the TM Ss associated with the group are active. Otherwise, agroup is considered active
if any server inthe group is active.

inactive(2)
tuxTgroupTable object defined and inactive.

migrating(3)
tuxTgroupTable Object defined and currently in a state of migration to the secondary
logical machine. The secondary logical machineisthe onelisted in tuxTgroupr.mMID that
does not match tuxTgroupCurLMID.

SET: {active(l) |inactive(2) |migrating(3)|invalid(4) |re-active(5)

| suspend-services (6) | resume-services (7)}
A sEeT operation updates configuration and run-time information for the selected
tuxTgroupTable object. The following states indicate the meaning of a
tuxTgroupState Set in a sET request. States not listed cannot be set.

active (1)
Activate the tuxTgroupTable Object. State changeis allowed only when thegroupisin
the inactive(2) Ormigrating (3) state. If the group is currently inthe inactive (2)
state and the primary logical machineis active, then TM S and application servers are
started on the primary logical machine; otherwise, if the secondary logical machineis
active, the TM S and application servers are started on the secondary logical machine. If
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neither machine is active, then the request fails. If the group is currently in the
migrating (3) state, thentheactive secondary logical machine (identified asthe alternate
t0 tuxTgroupCurLMID inthe tuxTgroupLMIDlist), if itisactive, isused to start TMSand
application servers. Otherwise, the request fails. Successful return leavesthe object inthe
active(l) State.

inactive(2)
Deactivate the tuxTgroupTable instance. TM S and application servers are deactivated.
State changeisallowed only whenthegroupisintheactive (1) Ormigrating (3) state.
Successful return leavesthe object inthe inactive (2) state.

migrating(3)
Deactivate the tuxTgroupTable oObject on its active primary logical machine
(tuxTgroupcurLMID) and prepare the group to be migrated to the secondary logical
machine. State change is allowed only when the group isinthe active (1) state.
Successful return leavesthe object inthemigrating (3) state.

invalid(4)
Delete tuxTgroupTable Object for application. State change is allowed only when the
groupisintheinactive (2) state. Successful return leavestheobjectinthe invalid(4)
State.

re-active (5)
Identical toatransitiontotheactive (1) state except that thisstate changeisalso allowed
intheactive (1) stateaswell asthe inactive (2) andmigrating (3) states.

suspend-services (6)
Suspend the application servicesinthegroup. A seT operationto thisstateisallowed only
whenthegroupisintheactive (1) state. The operation leavesthe groupinactive (1)
state but with al its application services in a suspended state.

resume-services (7)
Unsuspend and resume all application services that are marked suspended in the group.
This operation is allowed only when the group isinthe active (1) state. The operation
leavesthegroupinthe active (1) state.

tuxTgroupCurLMID

Syntax

DisplayString (SIZE(1..30))

Access

read-only
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Description

Current logical machine on which the server group is running. The tuxTgroupcurtMID valueis
not returned for server groups that are not active.

tuxTgroupCloselnfo

Syntax

DisplayString (SIZE(0. .256))

Access
read-write

Description

If anon-0 length value other than Tis is specified for the tuxTgroupTMsname object, then the
tuxTgroupCloseInfo value indicates the resource manager-dependent information needed to
terminate access to the resource manager. Otherwise, this object value isignored.

Theformat for the tuxTgroupcloseInfo valueis dependent on the requirements of the vendor
providing the underlying resource manager. The information required by the vendor must be
prefixed with rm_name: , which isthe published name of the vendor’ stransaction (XA) interface
followed immediately by acolon (;).

A O-length string value for this object means that the resource manager for this group (if
specified) does not require any application-specific information to close access to the resource.

Note: Run-time modifications to this object do not affect active serversin the group.

tuxTgroupOpeninfo

Syntax

DisplayString (SIZE(O .. 256))

Access
read-write
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Description
If anon-0 length value other than Tus is specified for the tuxTgroupTMsname object, the
tuxTgroupOpenInfo Value indicates the resource manager-dependent information needed to
initiate access to the resource manager. Otherwise, this object valueis ignored.

The format for the tuxTgroupopenInfo value is dependent on the requirements of the vendor
that provides the underlying resource manager. The information required by the vendor must be
prefixed with rm_name:, which isthe published name of the vendor’ stransaction (XA) interface
followed immediately by acolon (:).

A O-length string value for tuxTgroupopenInfo meansthat the resource manager for thisgroup
(if specified) does not require any application-specific information to open accessto theresource.

Note: Run-time modifications to this object do not affect active serversin the group.

tuxTgroupTMScount
Syntax

INTEGER (0..11)
Access

read-write
Description

If anon-0 length valueis specified for the tuxTgroupTMsname object, the tuxTgroupTMScount
value indicates the number of transaction manager serversto start for the associated group.
Otherwise, this object value isignored.

tuxTgroupTMSname

Syntax
DisplayString (s1zE(0..256)) (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)

Access
read-write
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Description

Transaction manager server a . out associated with this group. This parameter must be specified
for any group entry whose servers participate in distributed transactions (transactions across
multiple resource managers and possibly machines that are started with tpbegin(3) and ended
with tpcommit(3) oOf tpabort(3)).

Thevalue s isreserved to indicate use of the null XA interface. If anon-empty value other than
TMS IS specified, a tuxTmachineTlogbDevice Must be specified for the machine(s) associated
with the primary and secondary logical machines for this object

A unique server identifier is selected automatically for each TM server, and the servers are
restartable an unlimited number of times.

tuxTgroupEncryptionRequired
Syntax

INTEGER { yes(l) | no(2)}

Access
read-write

Description
If setto “yes,” every application service in this group requires an encrypted message buffer.

tuxTgroupSignatureRequired

Syntax
INTEGER { yes(l) | no(2)}
Access
read-write
Description
If setto“yes,” every application servicein thisgroup requiresavalid digital signatureonitsinput
message buffer.
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The tuxTmachineTable group contains objects that represent application characteristics
pertaining to a particular machine. The object values represent machine characteristics,
per-machine sizing, statistics, customization options, and UNIX system filenames. Thisgroupis
available for configured-inactive as well as configured-active machinesin the application.

Theindex into thistableis tuxTmachinepPmid. TO create anew row, issue a SET request for a

non-existing row that specifiesat least the valuesfor tuxTmachinelimid, tuxTmachineTuxDir,
tuxTmachineTuxConfig, and tuxTmachineAppDir. FOr amulti-machine Tuxedo application,
tuxTmachineNaddr, tuxTmachineN1sAddr, and tuxTmachineBridge must also be specified.

Object Name Object ID
tuxTmachinePmid .1.3.6.1.4.1.140.300.5.1.1.1
tuxTmachineLmid .1.3.6.1.4.1.140.300.5.1.1.2
tuxTmachineTuxConfig .1.3.6.1.4.1.140.300.5.1.1.3
tuxTmachineTuxDir .1.3.6.1.4.1.140.300.5.1.1.4
tuxTmachineAppDir .1.3.6.1.4.1.140.300.5.1.1.5
tuxTmachineState .1.3.6.1.4.1.140.300.5.1.1.6
tuxTmachineUid .1.3.6.1.4.1.140.300.5.1.1.7
tuxTmachineGid .1.3.6.1.4.1.140.300.5.1.1.8
tuxTmachineEnvFile .1.3.6.1.4.1.140.300.5.1.1.9
tuxTmachinePerm .1.3.6.1.4.1.140.300.5.1.1.10
tuxTmachineUlogPfx .1.3.6.1.4.1.140.300.5.1.1.11
tuxTmachineType .1.3.6.1.4.1.140.300.5.1.1.12
tuxTmachineMaxAccessers .1.3.6.1.4.1.140.300.5.1.1.13
tuxTmachineMaxConv .1.3.6.1.4.1.140.300.5.1.1.14
tuxTmachineMaxGtt .1.3.6.1.4.1.140.300.5.1.1.15
tuxTmachineMaxWsClients .1.3.6.1.4.1.140.300.5.1.1.16
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Object Name Object ID

tuxTmachineMaxAclCache .1.3.6.1.4.1.140.300.5.1.1.17
tuxTmachineTlogDevice .1.3.6.1.4.1.140.300.5.1.1.18
tuxTmachineTlogName .1.3.6.1.4.1.140.300.5.1.1.19
tuxTmachineTlogSize .1.3.6.1.4.1.140.300.5.1.1.20
tuxTmachineBridge .1.3.6.1.4.1.140.300.5.1.1.21
tuxTmachineNaddr .1.3.6.1.4.1.140.300.5.1.1.22
tuxTmachineNlsaddr .1.3.6.1.4.1.140.300.5.1.1.23
tuxTmachineCmpLimit .1.3.6.1.4.1.140.300.5.1.1.24
tuxTmachineTmNetLoad .1.3.6.1.4.1.140.300.5.1.1.25
tuxTmachineSpinCount .1.3.6.1.4.1.140.300.5.1.1.26
tuxTmachineRole .1.3.6.1.4.1.140.300.5.1.1.27
tuxTmachineMinor .1.3.6.1.4.1.140.300.5.1.1.28
tuxTmachineRelease .1.3.6.1.4.1.140.300.5.1.1.29
tuxTmachineMaxPendingBytes .1.3.6.1.4.1.140.300.5.1.1.30
tuxMaxMachineObjects (Tuxedo 8.0 or later) .1.3.6.1.4.1.140.300.5.1.1.35
tuxTmachineEncryptionRequired .1.3.6.1.4.1.140.300.5.1.1.50
tuxTmachineSignatureRequired .1.3.6.1.4.1.140.300.5.1.1.60

tuxTmachinePmid

Syntax

DisplayString (SIZE(I..30))

Access
read-write
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Description

Physical machine identifier. This identifier should match the UNIX system nodename returned
by the uname -n command when run on the identified system. For aWindows NT system, this
identifier should match the computer name and the name configured with the name server.

Note: Thisobject can be set only during row creation.

tuxTmachineLmid

Syntax

DisplayString (SIZE(1..30))

Access
read-write

Description
Logical machineidentifier.

Note: Thisobject can be set only during row creation.

tuxTmachineTuxConfig

Syntax
DisplayString (SIZE (2. .256)) (up to 78 bytes for Oracle Tuxedo 8.0 or earlier)

Access
read-write

Description

Absolute pathname of the file or device where the binary Tuxedo system configuration fileis
found on this machine. The administrator need only maintain one such file, namely the one
identified by the tuxTmachineTuxConfig value on the master machine. The information
contained in thisfileisautomatically propagated to all other tuxTmachineTable Objectsasthey
are activated. See tuxTmachineEnvFile for adiscussion of how the tuxTmachineTuxConfig
valueis used in the environment.
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tuxTmachineTuxDir

Syntax
DisplayString (SIZE(2..256)) (upto 78 bytesfor Oracle Tuxedo 8.0 or earlier)

Access
read-write

Description

Absolute pathname of the directory where the Tuxedo system software isfound on this machine.
See tuxTmachineEnvFile that follows for a discussion about how the tuxTmachineTuxDir
valueis used in the environment.

tuxTmachineAppDir

Syntax
DisplayString (SIZE (2. .256)) (up to 78 bytes for Oracle Tuxedo 8.0 or earlier)

Access
read-write

Description

Colon-separated list of application directory absolute pathnames. Thefirst directory servesasthe
current directory for all application and administrative servers booted on this machine. All
directoriesin the list are searched when application servers are started. See
tuxTmachineEnvFile for adiscussion of how the tuxTmachineaAppbdir valueisused in the
environment.

tuxTmachineState

Syntax
INTEGER { active(l) | inactive(2) | partitioned(3) | invalid(4) |
re-activate (5) | cleaning(7) }

Access
read-write
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Description
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Thevaluesfor ceT and seT operations are as follows:

GET: {active(l) |inactive(2) |partitioned(3)}
A GET operation retrieves configuration and run-time information for the selected
tuxTmachineTable instance(s). The following states indicate the meaning of a

tuxTmachineState returned in response to aGer request. States not listed are not
returned

active (1)

tuxTmachineTable instance defined and active (administrative servers, that is, DBBL,
BBL, and BRIDGE).

inactive (2)
tuxTmachineTable instance defined and inactive.

partitioned(3)

tuxTmachineTable instance defined, listed in accessible bulletin boards as active, but
currently unreachable.

SET: {active(l) |inactive(2)|invalid(4) |re-activate(5)|cleaning(7)}
A sET operation updates configuration and run-time information for the selected
tuxTmachineTable instance. The following states indicate the meaning of a
tuxTmachineState Set in asET reguest. States not listed can not be set.

active(1l)
Activate the tuxTmachineTable instance. Necessary administrative servers such asthe
DBBL, BBL, and BRIDGE are started on the indicated site aswell as application servers
configured to run on that site. State change is allowed only when the machineisin the
inactive (2) state. Successful return leavesthe object intheactive (1) state.

inactive(2)
Deactivate the tuxTmachineTable instance. Necessary administrative servers such as
the BBL and BRIDGE are stopped on the indicated site as well as application servers
running on that site. State change allowed only when the machineisintheactive (1)
state and when no other application resources are active on the indicated machine.
Successful return leavesthe object inthe inactive (2) state.

invalid(4)
Delete tuxTmachineTable instance for application. State change is allowed only when
the machineisin the inactive (2) state. Successful return leaves the object in the
invalid(4) state.

re-activate(5)

Activate the tuxTmachineTable instance. Necessary administrative servers such as the
DBBL, BBL, and BRIDGE are started on the indicated site. State change is allowed only
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when the machineisin either the active (1) Or inactive (2) state. Successful return
leavesthe abject inthe active (1) state.

cleaning (7)
Initiate cleanup/scanning activities on and relating to the indicated machine. If there are
dead clients or servers on the machine, they are detected at thistime. If the machine has
been partitioned from the application master site, then global bulletin board entriesfor that
machine are removed. This combination is allowed when the application isin the
active (1) state and the tuxTmachineTable instanceisin either the active (1) or
partitioned(3) state. Successful return for a non-partitioned machine leaves the state
unchanged. Successful return for a partitioned machine leaves the object in the
inactive (2) State.

Note: State changeto inactive (2) isalowed only for non-master machines. The master
site administrative processes are deactivated through the tuxTdomain group.

tuxTmachineUid

Syntax

INTEGER

Access
read-write

Description

UNIX system user-identifier for the Tuxedo application administrator on this machine.
Administrative commands such as tmboot(1), tmshutdown(1), and tmadmin(1) must run asthe
indicated user on thismachine. Application and administrative serverson thismachine are started
asthisuser.

Note: Thisaobject isa UNIX-system-specific object that cannot be returned if the platform on
which the application isbeing run is not UNIX-based.

tuxTmachineGid

Syntax

INTEGER
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Access
read-write

Description

UNIX system group identifier for the Tuxedo application administrator on this machine.
Administrative commands such as tmboot (1), tmshutdown(1), and tmadmin(1) must run as part
of the indicated group on this machine. Application and administrative servers on this machine
are started as part of this group.

Note: Thisobject isaUNIX-system-specific object that cannot be returned if the platform on
which the application is being run is not UNIX-based.

tuxTmachineEnvFile

Syntax
DisplayString (SIZE(2..256)) (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)

Access
read-write

Description
Environment file for clients and servers running on this machine.

tuxTmachinePerm

Syntax

DisplayString (SIZE(1..9))

Access
read-write

Description

UNIX system permissions associated with the shared memory bulletin board created on this
machine. Default UNIX system permissions for system and application message queues.

Note: Modificationsto this object for an active object do not affect running servers or clients.
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Note: Thisobject isa UNIX-system-specific object that cannot be returned if the platform on
which the application is being run is not UNIX-based.

tuxTmachineUlogPfx

Syntax
DisplayString (s1zE(0..256)) (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)

Access
read-write

Description
Absolute pathname prefix of the path for the user1og(3) file on this machine. The useriog(3)
file nameisformed by appending the string .mmddyy to the tuxTmachineUlogP£fx Object value
mmddyy represents the month, day, and year that the messages were generated. All application
and system userlog(3) messages generated by clients and servers running on this machine are
directed to thisfile.

Note: Modificationsto this object for an active object do not affect running servers or clients.

tuxTmachineType

Syntax

DisplayString (SIZE(1..15))

Access
read-write

Description
Machine type. The tuxTmachineType value is used to group machinesinto groups of like data
representations. Data encoding is not performed when communicating between machines of
identical types. This object can be given any string value; values are used only for comparison.
Digtinct tuxTmachineType Objects should be set when the application spans a heterogeneous
network of machines or when compilersgenerate dissimilar structure representations. Thedefault
value for tuxTmachineType, a 0-length string, matches any other machine having a 0-length
string asits tuxTmachineType oObject value.
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tuxTmachineMaxAccessers

Syntax

INTEGER (1..32767)

Access
read-write

Description

Maximum number of clients and servers that can have access to the bulletin board on this
machine at one time. System administration processes such asthe BBL and tmadmin need not be
accounted for in thisfigure, but all application servers and clients and TM S servers should be
counted. If the application is booting workstation listeners on this site, then both the listenersand
the potential number of workstation handlers that can be booted should be counted.

tuxTmachineMaxConv

Syntax

INTEGER (0..32767)

Access
read-write

Description

Maximum number of simultaneous conversations in which clients and servers on this machine
can be involved.

tuxTmachineMaxGtt

Syntax

INTEGER (0..32767)

Access
read-write
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Description
Maximum number of simultaneous global transactions in which this machine can be involved.

tuxTmachineMaxWsClients

Syntax

INTEGER (0..32767)

Access
read-write

Description

Number of entries for accessers on this machine to be reserved for workstation clients. The
number specified here takes a portion of the total slots for accessers specified with the
tuxTmachineMaxAccessers Object. The appropriate setting of this parameter helpsto conserve
IPC resources because workstation client access to the system is multiplexed through a Tuxedo
system supplied surrogate, the workstation handler. It isan error to set this number greater than

tuxTmachineMaxAccessers.

tuxTmachineMaxAcICache

Syntax

INTEGER (10..32000)

Access
read-write

Description

Number of entriesin the cache used for ACL entrieswhen tuxTdomainSecurity iS Set to
acl(4) Or mandatory-acl (5). The appropriate setting of this parameter helpsto conserve
shared memory resources and yet reduce the number of disk accessto do ACL checking.
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tuxTmachineTlogDevice

Syntax
DisplayString (SIZE (0..256)) (up to 64 bytesfor Oracle Tuxedo 8.0 or earlier)

Access
read-write

Description

The device (raw dlice) or UNIX system file containing the Tuxedo system filesystem that holds
the DTP transaction log for this machine. The DTP transaction log is stored as a Tuxedo system
VTOC table on the device. This device or file can be the same as that specified for the
tuxTmachineTuxConfig object for this machine.

tuxTmachineTlogName

Syntax

DisplayString (SIZE (0. .30))

Access
read-write

Description

The name of the DTP transaction log for this machine. If more than one DTP transaction log
exists on the same tuxTmachineTlogDevice, they must have unique names.
tuxTmachineTlogName must be different from the name of any other table on the
tuxTmachineTlogDevice Wherethe DTP transaction log table is created.

tuxTmachineTlogSize

Syntax

INTEGER (1..2048)

Access
read-write
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Description

The numeric size, in pages, of the DTP transaction log for this machine. The
tuxTmachineTlogSize oObject valueis subject to limits based on available space in the Tuxedo
system filesystem identified by the tuxTmachineTlogDevice object.

tuxTmachineBridge

Syntax

DisplayString (SIZE (0. .78))

Access
read-write

Description

Device name to be used by the BRIDGE process placed on thislogical machine to access the
network. The tuxTmachineBridge vValueisareguired value for participation in a networked
application through a TL1-based Tuxedo system binary. This object value is not needed for
sockets-based Tuxedo system binaries.

tuxTmachineNaddr

Syntax
DisplayString (SIZE (0..256)) (up to 78 bytes for Oracle Tuxedo 8.0 or earlier)

Access
read-write

Description

Specifies the complete network address to be used by the BRIDGE process placed on the logical
machine asitslistening address. The listening address for a BRIDGE isthe means by whichiitis
contacted by other BRIDGE processes participating in the application. This object must be set if
the logical machineisto participate in a networked application, that is, if the LAN option is set
in the tuxTdomainoptions object value.

If DisplaysString hastheform oxhex-digits Of \\xhex-digits, it must contain an even
number of valid hexadecimal digits. These forms are trand ated internally into a character array
that contains the hexadecimal representations of the specified string.
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tuxTmachineNIsaddr

Syntax
DisplayString (SIZE(0. .256)) (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)

Access
read-write

Description

Network address used by the t 11 sten(1) process servicing the network on the node identified by
thislogical machine. This network address has the same format as that specified for the
tuxTmachineNaddr object.

This object must be set if the logical machineisto participate in a networked application, that is,
if the LAN option is set in the tuxTdomainoptions object value.

tuxTmachineCmpLimit

Syntax

DisplayString

Access
read-write

Description

Threshold message size at which compression occurs for remote traffic and, optionally, local
traffic. Remote and local can be either non-negative numeric values or the string Maxr.ong that
is dynamically translated to the maximum long setting for the machine. Setting only the remote
value defaultslocal to MAXT.ONG.

tuxTmachineTmNetLoad

Syntax

INTEGER (0..32767)

Access
read-write
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Description
Service load added to any remote service evaluated during load balancing on this machine.

tuxTmachineSpinCount

Syntax

INTEGER

Access
read-write

Description

Spincount used on this machine for pre-ticket user-level semaphore access. Default values are
built into the Tuxedo system binaries on each machine. For tuning purposes, these defaults can
be overridden at run-time using tuxTmachineSpinCount. The spincount can be reset to the
default built-in value for the site by resetting tuxTmachineSpinCount to 0.

tuxTmachineRole

Syntax

INTEGER { master (1) | backup(2)| other(3) }

Access
read-only

Description
Therole of this machine in the application.

master (1)
Indicates that this machine is the master machine,

backup(2)
Indicates that it is the backup master machine, and

other (3)
Indicates that the machine is neither the master nor the backup master machine.
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tuxTmachineMinor

Syntax

INTEGER

Access
read-only

Description
The Tuxedo system minor protocol release number for this machine.

tuxTmachineRelease

Syntax

INTEGER

Access
read-only

Description

The Tuxedo system major protocol release number for this machine. This value can be different
from the tuxTmachineSwrelease for the same machine.

tuxTmachineMaxPendingBytes

Syntax

INTEGER

Access
read-write

Description

Specifies alimit for the amount of space that can be allocated for messages waiting to be
transmitted by the BRIDGE process. The minimum value is 100000.
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tuxMachineMax0bjects (Tuxedo 8.0 or later)

Syntax

INTEGER

Access
read-write

Description

The maximum number of CORBA objects that can be accommodated in the Active Object Map
tables in the bulletin board.

tuxTmachineEncryptionRequired

Syntax

INTEGER { yes(l) | no(2)}

Access
read-write

Description

If setto “yes,” every application service on this machine requires an encrypted input message
buffer.

tuxTmachineSignatureRequired

Syntax
INTEGER { yes(l) | no(2)}
Access
read-write
Description
If setto“yes,” every application service on thismachinerequiresavalid digital signature onits
input message buffer.
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The tuxTmachineActive group contains objects that represent run-time statistics on the local
machine if the machine is active (that is, some component of the application is active on the
machine). Objects in this group are only accessible through a Tuxedo SNMP agent installed on
the local machine.

Object Name Object ID
tuxTmachineCurAccessers .1.3.6.1.4.1.140.300.5.2.1
tuxTmachineCurClients .1.3.6.1.4.1.140.300.5.2.2
tuxTmachineCurConv .1.3.6.1.4.1.140.300.5.2.3
tuxTmachineCurGTT .1.3.6.1.4.1.140.300.5.2.4
tuxTmachineCurLoad .1.3.6.1.4.1.140.300.5.2.5
tuxTmachineCurWsClients .1.3.6.1.4.1.140.300.5.2.6
tuxTmachineHwAccessers .1.3.6.1.4.1.140.300.5.2.7
tuxTmachineHwClients .1.3.6.1.4.1.140.300.5.2.8
tuxTmachineHwConv .1.3.6.1.4.1.140.300.5.2.9
tuxTmachineHwGTT .1.3.6.1.4.1.140.300.5.2.10
tuxTmachineHwWsClients .1.3.6.1.4.1.140.300.5.2.11
tuxTmachineNumConv .1.3.6.1.4.1.140.300.5.2.12
tuxTmachineNumDequeue .1.3.6.1.4.1.140.300.5.2.13
tuxTmachineNumEnqueue .1.3.6.1.4.1.140.300.5.2.14
tuxTmachineNumPost .1.3.6.1.4.1.140.300.5.2.15
tuxTmachineNumReq .1.3.6.1.4.1.140.300.5.2.16
tuxTmachineNumSubscribe .1.3.6.1.4.1.140.300.5.2.17
tuxTmachineNumTran .1.3.6.1.4.1.140.300.5.2.18
tuxTmachineNumTranAbt .1.3.6.1.4.1.140.300.5.2.19
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Object Name Object ID

tuxTmachineNumTranCmt .1.3.6.1.4.1.140.300.5.2.20
tuxTmachineLicExpires .1.3.6.1.4.1.140.300.5.2.21
tuxTmachineLicMaxUsers .1.3.6.1.4.1.140.300.5.2.22
tuxTmachineLicSerial .1.3.6.1.4.1.140.300.5.2.23
tuxTmachinePageSize .1.3.6.1.4.1.140.300.5.2.24
tuxTmachineSWrelease .1.3.6.1.4.1.140.300.5.2.25
tuxTmachineHwAclCache .1.3.6.1.4.1.140.300.5.2.26
tuxTmachineAclCacheHits .1.3.6.1.4.1.140.300.5.2.27
tuxTmachineAclCacheAccess .1.3.6.1.4.1.140.300.5.2.28
tuxTmachineAclFail .1.3.6.1.4.1.140.300.5.2.29
tuxTmachineWkCompleted .1.3.6.1.4.1.140.300.5.2.30
tuxTmachineWkInitiated .1.3.6.1.4.1.140.300.5.2.31
tuxMachineCurObjects (Tuxedo 8.0 or later) .1.3.6.1.4.1.140.300.5.2.36
tuxMachineHwObjects (Tuxedo 8.0 or later)  .1.3.6.1.4.1.140.300.5.2.41

tuxTmachineCurAccessers

Syntax

INTEGER (0..32767)

Access
read-only

Description

Number of clientsand serversthat currently access the application either directly on thismachine
or through a workstation handler on this machine.
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tuxTmachineCurClients

Syntax

INTEGER (0..32767)

Access
read-only

Description
Number of clients, both native and workstation, currently logged in to this machine.

tuxTmachineCurConv

Syntax

INTEGER (0..32767)

Access
read-only

Description
Number of active conversations with participants on this machine.
tuxTmachineCurGTT

Syntax

INTEGER (0..32767)

Access
read-only

Description
Number of in use transaction table entries on this machine.
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tuxTmachineCurLoad

Syntax

INTEGER

Access
read-only

Description
Current service load enqueued on this machine.

Note: If the tuxTdomainLoadBalance Object iSno (2) Of the tuxTdomainModel object is
multi-machine(2), thenan FML32 NULL value (0) isreturned.

tuxTmachineCurWsClients

Syntax

INTEGER (0..32767)

Access
read-only

Description
Number of workstation clients currently logged in to this machine.

tuxTmachineHwAccessers

Syntax

INTEGER (0..32767)

Access
read-only

Description

High water number of clientsand servers accessing the application either directly on thismachine
or through aworkstation handler on this machine.
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tuxTmachineHwClients

Syntax

INTEGER (0..32767)

Access
read-only

Description
High water number of clients, both native and workstation, logged in to this machine.

tuxTmachineHwConv

Syntax

INTEGER (0..32767)

Access
read-only

Description
High water number of active conversations with participants on this machine.
tuxTmachineHwGTT

Syntax

INTEGER (0..32767)

Access
read-only

Description
High water number of in use transaction table entries on this machine.
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tuxTmachineHwWsClients

Syntax

INTEGER (0..32767)

Access
read-only

Description
High water number of workstation clients currently logged in to this machine.

tuxTmachineNumConv

Syntax

INTEGER

Access
read-only

Description
Number of tpconnect(3) operations performed from this machine.
tuxTmachineNumDequeue

Syntax

INTEGER

Access
read-only

Description
Number of tpdequeue(3) operations performed from this machine.
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tuxTmachineNumEnqueue

Syntax

INTEGER

Access
read-only

Description
Number of tpenqueue(3) operations performed from this machine.

tuxTmachineNumPost

Syntax

INTEGER

Access
read-only

Description
Number of tppost(3) operations performed from this machine.
tuxTmachineNumReq

Syntax

INTEGER

Access
read-only

Description
Number of tpacall(3) or tpcall(3) operations performed from this machine.
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tuxTmachineNumSubscribe

Syntax

INTEGER

Access
read-only

Description
Number of tpsubscribe(3) operations performed from this machine.

tuxTmachineNumTran

Syntax

INTEGER

Access
read-only

Description
Number of transactions initiated (tpbegin(3)) from this machine.
tuxTmachineNumTranAbt

Syntax

INTEGER

Access
read-only

Description
Number of transactions aborted (tpabort(3)) from this machine.
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tuxTmachineNumTranCmt

Syntax

INTEGER

Access
read-only

Description
Number of transactions committed (tpcommit (3)) from this machine.

tuxTmachineLicExpires

Syntax

DisplayString (SIZE(0. . 78))

Access
read-only

Description

Expiration date for the binary on the machine or aO-length string if binary isnot a Tuxedo system
master binary.

tuxTmachineLicMaxUsers

Syntax

INTEGER (0..32767)

Access
read-only

Description

Maximum number of licensed users on that machine, or -1 if binary is not a Tuxedo system
master binary.
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tuxTmachineLicSerial

Syntax

DisplayString (SIZE(0. . 78))

Access
read-only

Description

Serial number for binary on the machine or a O-length string if binary is not a Tuxedo system
master binary.

tuxTmachinePageSize

Syntax

INTEGER

Access
read-only

Description
Disk pagesize used on this machine.

tuxTmachineSWrelease

Syntax

DisplayString (SIZE(0. . 78))

Access
read-only

Description

Software release for binary on that machine or a 0-length string if binary isnot a Tuxedo system
master binary.
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tuxTmachineHwAclCache

Syntax

INTEGER

Access
read-only

Description
High water number of entries used in the ACL cache.

tuxTmachineAclCacheHits

Syntax

INTEGER

Access
read-only

Description

Number of accessesto the ACL cachethat resultedina“hit” (that is, the entry was already in the
cache).

tuxTmachineAclCacheAccess

Syntax

INTEGER

Access
read-only

Description
Number of accesses to the ACL cache.
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tuxTmachineAclFail

Syntax

INTEGER

Access
read-only

Description
Number of accesses to the ACL cache that resulted in a access control violation.

tuxTmachineWkCompleted
Syntax

INTEGER

Access
read-only

Description

Total serviceload dequeued and processed successfully by serversrunning on thismachine. Note
that for long running applications this object can wraparound, that is, exceed the maximum value
for along, and start back at 0 again.

tuxTmachineWklInitiated

Syntax

INTEGER

Access
read-only

Description

Total service load enqueued by clients/servers running on this machine. Note that for long
running applications this object can wraparound, that is, exceed the maximum value for along,
and start back at 0 again.
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tuxMachineCurObjects (Tuxedo 8.0 or later)

Syntax

INTEGER

Access
read-only

Description
The number of entriesin use in the bulletin board object table for this machine.

tuxMachineHwObjects (Tuxedo 8.0 or later)

Syntax

INTEGER

Access
read-only

Description
The high water mark of entries used in the bulletin board object table for this machine.

tuxTmsgTable

The tuxTmsgTable group contains objects that represent run-time characteristics of the Tuxedo
system managed UNIX system message queues. Objectsin thistable are only accessible through
a Tuxedo SNMP agent installed on the local machine. tuxTmsg1d istheindex into thistable.

Object Name Object ID

tuxTmsgId .1.3.6.1.4.1.140.300.6.1.1.1
tuxTmsgState .1.3.6.1.4.1.140.300.6.1.1.2
tuxTmsgCurTime .1.3.6.1.4.1.140.300.6.1.1.3
tuxTmsgCbytes .1.3.6.1.4.1.140.300.6.1.1.4
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Object Name Object ID
tuxTmsgCtime .1.3.6.1.4.1.140.300.6.1.1.5
tuxTmsgLrPid .1.3.6.1.4.1.140.300.6.1.1.6
tuxTnsgLsPid .1.3.6.1.4.1.140.300.6.1.1.7
tuxTmsgQbytes .1.3.6.1.4.1.140.300.6.1.1.8
tuxTmsgQnum .1.3.6.1.4.1.140.300.6.1.1.9
tuxTmsgRtime .1.3.6.1.4.1.140.300.6.1.1.10
tuxTmsgStime .1.3.6.1.4.1.140.300.6.1.1.11
tuxTmsgld
Syntax
INTEGER
Access
read-only
Description

UNIX system message queue identifier.

Note: Thisobject isa UNIX-system-specific object that cannot be returned if the platform on
which the application is being run is not UNIX-based.

tuxTmsgState
Syntax

INTEGER { active(l) }

Access
read-only

Description
Thevaluesfor ceT and seT operations are as follows:
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GET: active(1l)
A GET operation retrieves run-time information for the selected tuxTmsgTable 0Object(s).
The following state indicates the meaning of a tuxTmsgstate returned in response to a
GET reguest. States not listed are not returned.

active (1)
tuxTmsgTable Object active. This state corresponds exactly to the related
tuxTmachineTable Object being active.

SET:
SET operations are not permitted on this group.

tuxTmsgCurTime

Syntax

INTEGER

Access
read-only

Description

Current time, in seconds, since 00:00:00 UTC, January 1, 1970, asreturned by the t ime(2)
system call on the local host.

tuxTmsgChytes
Syntax

INTEGER

Access
read-only

Description
Current number of bytes on the queue.
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tuxTmsgCtime

Syntax

INTEGER

Access
read-only

Description

Time of the last msgct1(2) operation that changed a member of themsqgid_ds structure
associated with the queue.

tuxTmsgLrPid
Syntax

INTEGER

Access
read-only

Description

Process identifier of the last process that read from the queue.
tuxTmsgLsPid
Syntax

INTEGER

Access
read-only

Description
Process identifier of the last process that wrote to the queue.
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tuxTmsgQbytes

Syntax

INTEGER

Access
read-only

Description
Maximum number of bytes allowed on the queue.

tuxTmsgQnum

Syntax

INTEGER

Access
read-only

Description
Number of messages currently on the queue.
tuxTmsgRtime

Syntax

INTEGER

Access
read-only

Description
Time since the last read from the queue.
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tuxTmsgStime

Syntax

INTEGER

Access
read-only

Description

Time since the last write to the queue.

tuxTqueueTable

tuxTqueueTable

The tuxTqueueTable group contains objectsthat represent run-time characteristics of queuesin
an application. The object values identify and characterize allocated Tuxedo system request
gueues associated with serversin arunning application. They also track statistics related to
application workloads associated with each queue object. Theindex into thistableis
tuxTqueueRgaddr. Objectsin thistable are only accessible through a Tuxedo SNMP agent

installed on the local machine.

Object Name Object ID

tuxTqueueRgAddr .1.3.6.1.4.1.140.300.7.1.1.1
tuxTqueueState .1.3.6.1.4.1.140.300.7.1.1.2
tuxTqueueRgId .1.3.6.1.4.1.140.300.7.1.1.3
tuxTqueueSrvrCnt .1.3.6.1.4.1.140.300.7.1.1.4
tuxTqueueTotNqueued .1.3.6.1.4.1.140.300.7.1.1.5
tuxTqueueTotWkQueued .1.3.6.1.4.1.140.300.7.1.1.6
tuxTqueueSource .1.3.6.1.4.1.140.300.7.1.1.7
tuxTqueueNqueued .1.3.6.1.4.1.140.300.7.1.1.8
tuxTqueueWkQueued .1.3.6.1.4.1.140.300.7.1.1.9
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tuxTqueueRqgAddr
Syntax

DisplayString (SIZE(1..30))

Access
read-only

Description

Symbolic address of the request queue. Serverswith the same tuxTsrvrrRgaddr object valueare
grouped into a Multiple Server Single Queue (MSSQ) set. object values returned with a
tuxTqueueTable Object apply to all active servers associated with this symbolic queue address.

tuxTqueueState

Syntax

INTEGER { active(l)| migrating(2)| suspended(3)| partitioned(4) }

Access
read-only

Description

Thevaluesfor ceT and seT operations are as follows:

GET: {active(l) |migrating(2) |suspended(3) |partitioned(4)}
A GET operation retrieves run-time information for the selected tuxTqueueTable
instance(s). The tuxTqueueTable group does not address configuration information
directly. Configuration-related objects discussed here must be set as part of the related
tuxTsrvrTbl instances. The following states indicate the meaning of a
tuxTqueueState returned in responseto acet request. States not listed are not returned.

active (1)
At least one server associated with this tuxTqueueTable instance isactive (1).
migrating(2)
The server(s) associated with this tuxTqueueTable instanceis currently in the
migrating (2) state. Seethe tuxTsrvrTbl group for more details on this state.
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suspended (3)
The server(s) associated with this tuxTqueueTable instanceis currently in the
suspended (3) state. See the tuxTsrvrTbl group for more details on this state.

partitioned(4)
The server(s) associated with this tuxTqueueTable instanceis currently in the
partitioned(4) state. Seethe tuxTsrvrTbl group for more details on this state.

SET:
A SET operation updates run-time information for the selected tuxTqueueTable Object.
State changes are not allowed when updating tuxTqueueTable oObject information.
Modification of an existing tuxTqueueTable oObject isallowed only when the objectisin
theactive (1) state.
tuxTqueueRqld
Syntax
INTEGER
Access
read-only
Description

UNIX system message queue identifier.

Note: Thisabject isa UNIX-system-specific object that cannot be returned if the platform on
which the application isbeing run is not UNIX-based.

tuxTqueueSrvrCnt

Syntax

INTEGER

Access
read-only

Description
Number of active servers associated with this queue.
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tuxTqueueTotNqueued

Syntax

INTEGER

Access
read-only

Description
The sum of the queue lengths of this queue while it has been active. This sum includes requests
engueued to and processed by servers that are no longer active on the queue. Each time a new

request is assigned to the queue, the sum isincremented by the length of the queue immediately
before the new request is enqueued.

Note: If the tuxTdomainl.oadBalance Object iSno (2) or the tuxTdomainModel Object is
multi-machine (2), then tuxTqueueTotNqueued iS not returned. In the same
configuration, updates to this object are ignored. Consequently, when this object is
returned tuxTqueuesource hasthe same value as the local host.

tuxTqueueTotWkQueued
Syntax

INTEGER

Access
read-only

Description

The sum of the workloads enqueued to this queue while it has been active. This sum includes
requests enqueued to and processed by serversthat are no longer active on the queue. Each time
anew request is assigned to the queue, the sum is incremented by the workload on the queue
immediately before the new request is enqueued.

Note: If the tuxTdomainlLoadBalance Object iSno (2) or the tuxTdomainModel Object is
multi-machine (2), then tuxTqueueTotwkQueued iSnot returned. In the same
configuration, updates to this object are ignored. Consequently, when this object is
returned tuxTqueuesSource hasthe same value asthe local host.
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tuxTqueueSource

Syntax

DisplayString (SIZE(1..30))

Access
read-only

Description
Logical machine from which local object values are retrieved.

tuxTqueueNqueued

Syntax

INTEGER

Access
read-only

Description

Number of requests currently enqueued to this queue from the tuxTqueuesource logical
machine. Thisvalueisincremented at enqueue time and decremented when the server dequeues
the request.

Note: If the tuxTdomainLoadBalance Object iSno (2) Of the tuxTdomainModel object is
multi-machine (2),then tuxTqueueNqueued isnot returned. Consequently, whenthis
object isreturned tuxTqueueSource has the same value as the local host.

tuxTqueueWkQueued
Syntax

INTEGER

Access
read-only
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Description

Workload currently enqueued to this queue from the tuxTqueuesource logical machine. If the
tuxTdomainModel Object iSset t0 single-machine (1) and the tuxTdomainLoadBalance
object isset to yes (1), then tuxTqueuewkQueued reflects the application-wide workload
enqueued to this queue. However, if tuxTdomainModel iSSettOmulti-machine (2) and
tuxTdomainLoadBalance iSSet t0yes (1), then tuxTqueuewkQueued reflects the workload
engueued to this queue from the tuxTqueuesource logical machine during arecent timespan.
The tuxTqueuewkQueued valueis used for load balancing purposes. In order not discriminate
against newly started servers, tuxTqueueWkQueued iS zeroed out on each machine periodically
by the BBL.

tuxTroutingTable
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The tuxTroutingTable group contains objects that represent configuration characteristics of
routing specifications for an application. The object values identify and characterize application
data-dependent routing criteriawith respect to field names, buffer types, and routing definitions.
Thistable also represents configuration objects for factory-based routing for Tuxedo 8.0 or later
applications. Object tuxRoutingFieldType (Tuxedo 8.0 or later) isvalid only for factory-based
routing. Object tuxTroutingBufType iSvalid only for service-based routing.

Theindex into this table consists of the following objects. tuxTroutingName,
tuxRoutingType, and tuxInternalIdx.

Object tuxroutingFieldType isvalid only for factory-based routing and is supported only for
Tuxedo 8.0 or later applications.

Object tuxTroutingBufType iSsvalid only for service-based routing.
When specifying the index in SET requests, tuxInternalIdx iSused asan index.
For factory-based routing, tuxInternalIdx must awayshave avalue of -.

For service-based routing, tuxInternalIdx should equal the first 30 charactersin
tuxTroutingBufType.

To create anew row inthetable, it is necessary to issue a SET request for a non-existing row
specifying the values of all objects applicable to the tuxRoutingType.

Oracle Tuxedo SNMP Agent MIB Reference



tuxTroutingTable

Object Name Object ID

tuxTroutingName .1.3.6.1.4.1.140.300.8.1.1.1
tuxTroutingBufType .1.3.6.1.4.1.140.300.8.1.1.2
tuxTroutingField .1.3.6.1.4.1.140.300.8.1.1.3
tuxTroutingRanges .1.3.6.1.4.1.140.300.8.1.1.4
tuxTroutingState .1.3.6.1.4.1.140.300.8.1.1.5
tuxRoutingType .1.3.6.1.4.1.140.300.8.1.1.6

tuxRoutingFieldType (Tuxedo 8.0 or later) .1.3.6.1.4.1.140.300.8.1.1.7

tuxInternalIdx .1.3.6.1.4.1.140.300.8.1.1.8

tuxTroutingName

Syntax

DisplayString (SIZE(I..15))

Access
read-write

Description
Routing criterion name.

Note: This object can be set only during row creation.

tuxTroutingBufType
Syntax

DisplayString (SIZE(1..256))

Access
read-write

Oracle Tuxedo SNMP Agent MIB Reference 2-111



Description

List of types and subtypes of data buffersfor which thisrouting entry isvalid. A maximum of 32
type/subtype combinations are allowed. The types are restricted to one of FML, VIEW,

X_C _TYPE, or X_COMMON. No subtype can be specified for type FML, and subtypes are
required for types VIEW, X_C_TYPE, and X_COMMON (* is not allowed). Note that subtype
names should not contain semicolon, colon, comma, or asterisk characters. Duplicate
type/subtype pairs cannot be specified for the samerouting criterion name. More than onerouting
entry can have the same criterion name as long as the type/subtype pairs are unique. If multiple
buffer types are specified for asingle routing entry, the data types of the routing field for each
buffer type must be the same.

Note: Thisaobject is applicable only for service-based routing.
Note: Thisobject can be set only during row creation.

tuxTroutingField

Syntax

DisplayString (SIZE(1. .30))

Access

read-write

Description
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Routing field name.

For Service-based Routing: Thisfield isassumed to be an FML buffer or view field namethat is
identified in an FML field table (using the FLDTBLDIR and FIELDTBLS environment) or an
FML view table (using the VIEWDIR and VIEWFILES environment), respectively. This
information isused to get the associated field value for data dependent routing during the sending
of amessage.

For factory-based routing: Thisisassumed to be afield that is specified in an NV List parameter
to:

PortableServer: :POA: :create_reference_with _criteria

for aninterface that hasthisfactory routing criteria associated with it. Seethe Tuxedo 8.0 or later
documentation for more details.
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tuxTroutingRanges

Syntax

DisplayString (SIZE(1..2048))

Access
read-write

Description
The ranges and associated server groups for arouting criterion are as follows:

criterion: range: group

range: value | lower - upper | *

Iower: value

upper: value

value: MIN | MAX | numeric | string

group: string | *

numeric: [+ | -ldigits[.digitslle | E[ | + | - 1 digit
digit: 0-9

digits: digit[digit]

\ can be used to escape the single-quote character in strings.

Iower must be less than upper. A group specified as a string must specify avalid

tuxTgroupName.

tuxTroutingState

Syntax

INTEGER { valid(1l) | unknown(2) | invalid(3) }

Access
read-write

Description
Thevaluesfor GeT and seT operations are as follows:
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GET: valid(1)
A GET operation retrieves configuration information for the selected tuxTroutingTable
instance(s). The following state indicates the meaning of a tuxTroutingstate returned
in response to aGET request. States not listed are not returned.

valid (1)
tuxTroutingTable instance is defined. Notethat va1id (1) isthe only valid state for
this group. Routing criteria are never active; rather, they are associated through the
configuration with service names and are acted upon at run-time to provide data
dependent routing.

SET: invalid(3)
A sET operation updates configuration information for the selected tuxTroutingTable
instance. Thefollowing state indicates the meaning of a tuxTroutingState Setinaser
request. States not listed cannot be set.

invalid(3)
Delete tuxTroutingTable instance for application. State change allowed only whenin
thevalid (1) state. Successful return leavesthe object inthe invalid (2) state.

tuxRoutingType

Syntax

INTEGER { service(l) |factory(2) }

Access

read-write

Description
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service (1)
Specifies that routing criteria apply to data-dependent routing for an Oracle Tuxedo
service.

factory(2)
Specifies that the routing criterion applies to factory-based routing for a CORBA
interface.

Note: Therouting type affectsthe validity and possible valuesfor other objects defined for this
table.

Note: Thisobject can be set during row creation only.
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tuxRoutingFieldType (Tuxedo 8.0 or later)
Syntax

INTEGER { short(l) |long(2) |float(3) |double(4) |char(5) |string(6) }

Access
read-write

Description
This object specifies the type of tuxTroutingField on which thisrouting criterion is defined.
Itsvalueisvalid only for factory-based routing.

Note: Thisobject can be set only during row creation.

tuxinternalldx

Syntax

DisplayString (SIZE(l .. 30))

Access
read-write

Description

This object isused as an index of thistableinstead of tuxTroutingBufType (for service-based
routing) or tuxTroutingField (for factory-based routing) to reduce the size of the index. Its
value for service-based routing (tuxRoutingType = service (1)) isequal to thefirst 30
charactersin tuxTroutingBufType.

In case of entries for factory-based routing (tuxRoutingType = factory(2)), thevaueis
always tuxTroutingField.

Note: Thisobject can be set only during row creation.

tuxTsrvrThl

The tuxTsrvrTbl group contains objects that represent configuration and run-time
characteristics of servers within an application. The object values identify and characterize
configured serversaswell as provide run-timetracking of statistics and resources associated with
each server object.
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Theindex into thistable is provided by the objects tuxTsrvrGrpNo and tuxTsrvrid. TO create
anew row in thetable, it is necessary to issue a SET request specifying the values of at |east

tuxTsrvrGrp and tuxTsrvrName.

Object Name Object ID

tuxTsrvrGrp .1.3.6.1.4.1.140.300.20.1.1.1
tuxTsrvrId .1.3.6.1.4.1.140.300.20.1.1.2
tuxTsrvrName .1.3.6.1.4.1.140.300.20.1.1.3
tuxTsrvrGrpNo .1.3.6.1.4.1.140.300.20.1.1.4
tuxTsrvrState .1.3.6.1.4.1.140.300.20.1.1.5
tuxTsrvrBaseSrvId .1.3.6.1.4.1.140.300.20.1.1.6
tuxTsrvrClOpt .1.3.6.1.4.1.140.300.20.1.1.7
tuxTsrvrEnvFile .1.3.6.1.4.1.140.300.20.1.1.8
tuxTsrvrGrace .1.3.6.1.4.1.140.300.20.1.1.9
tuxTsrvrMaxgen .1.3.6.1.4.1.140.300.20.1.1.10
tuxTsrvrMax .1.3.6.1.4.1.140.300.20.1.1.11
tuxTsrvrMin .1.3.6.1.4.1.140.300.20.1.1.12
tuxTsrvrRcmd .1.3.6.1.4.1.140.300.20.1.1.13
tuxTsrvrRestart .1.3.6.1.4.1.140.300.20.1.1.14
tuxTsrvrSequence .1.3.6.1.4.1.140.300.20.1.1.15
tuxTsrvrSystemAccess .1.3.6.1.4.1.140.300.20.1.1.16
tuxTsrvrConv .1.3.6.1.4.1.140.300.20.1.1.17
tuxTsrvrReplyQ .1.3.6.1.4.1.140.300.20.1.1.18
tuxTsrvrRpPerm .1.3.6.1.4.1.140.300.20.1.1.19
tuxTsrvrRgAddr .1.3.6.1.4.1.140.300.20.1.1.20
tuxTsrvrRgPerm .1.3.6.1.4.1.140.300.20.1.1.21
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Object Name Object ID

tuxTsrvrGeneration .1.3.6.1.4.1.140.300.20.1.1.22
tuxTsrvrPid .1.3.6.1.4.1.140.300.20.1.1.23
tuxTsrvrRpid .1.3.6.1.4.1.140.300.20.1.1.24
tuxTsrvrRgId .1.3.6.1.4.1.140.300.20.1.1.25
tuxTsrvrTimeRestart .1.3.6.1.4.1.140.300.20.1.1.26
tuxTsrvrTimeStart .1.3.6.1.4.1.140.300.20.1.1.27
tuxTsrvrMinDispatchThreads .1.3.6.1.4.1.140.300.20.1.1.40
tuxTsrvrMaxDispatchThreads .1.3.6.1.4.1.140.300.20.1.1.50
tuxTsrvrThreadStackSize .1.3.6.1.4.1.140.300.20.1.1.60

tuxTsrvrGrp

Syntax

DisplayString (SIZE(I..30))

Access
read-write

Description

Logical name of the server group. Server group names cannot contain an asterisk (*), comma, or

colon.

Note: This object can be set only during row creation.

tuxTsrvrid

Syntax

INTEGER (1..30001)
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Access
read-write

Description
Unique (within the server group) server identification number.

Note: Thisobject can be set only during row creation.

tuxTsrvrName

Syntax

DisplayString (SIZE(l .. 78))

Access
read-write

Description

Name of the server executable file. The server identified by tuxTsrvrName runsonthe
machine(s) identified by the tuxTgroupr.MID Object for this server’s server group. If arelative
pathname is given, the search for the executable fileis done first in tuxTmachineappbir, then
iN tuxTmachineTuxDir/bin, thenin /bin and /usr/bin, and then in <path>, where <path>
isthevalue of thefirst paTH= linethat appearsin the machine environment file, if one exists. Note
that the object value returned for an active server is always a full pathname.

tuxTsrvrGrpNo

Syntax

INTEGER (1..30000)

Access
read-only

Description
Group humber associated with this server’s group.
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tuxTsrvrState

Syntax
INTEGER { active(l) |inactive(2) |migrating(3) |cleaning(4) |
restarting(5) |suspended(6) | partitioned(7) |dead(8) | invalid(10) }

Access
read-write

Description
The values for GeT and seT operations are as follows:

GET: active(l) |inactive(2) |migrating(3) |cleaning(4) |restarting(5) |
suspended (6) |partitioned(7) |dead (8)
A GET operation retrieves configuration and run-time information for the selected
tuxTsrvrTbl instance(s). The following states indicate the meaning of a
tuxTsrvrState returned in response to aceT request. States not listed are not returned.

active (1)
tuxTsrvrTbl instance isdefined and active. Theactive (1) stateisnot anindication of
whether the server isidle or busy. An active server with anon-0 length
tuxTsrvrCurService object should be interpreted as a busy server, that is, onethat is
processing a service request.

inactive (2)
tuxTsrvrTbl instance is defined and inactive.

migrating(3)
tuxTsrvrTbl instanceis defined and currently in a state of migration to the server
group’ s secondary logical machine. The secondary logical machine isthe onelisted in
tuxTgroupLMID Object that does not match the tuxTgroupcurLMID Object.

cleaning(4)
tuxTsrvrTbl instance is defined and currently being cleaned up after by the system due
to an abnormal death. Note that restartable servers can enter this state if they exceed
tuxTsrvrMaxgen Startgrestarts within their tuxTsrvrcrace period.

restarting(5)
tuxTsrvrTbl instanceis defined and currently being restarted by the system due to an
abnormal death.

suspended (6)
tuxTsrvrTbl instance is defined and currently suspended, pending shutdown.
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partitioned(7)
tuxTsrvrTbl instance is defined and active; however, the machine where the server is
running is currently partitioned from the tuxTdomainMaster Site.

dead(8)
tuxTsrvrTbl instanceis defined, identified as active in the bulletin board, but currently
not running due to an abnormal death. This state exists only until the BBL local to the
server notices the death and takes action (restarting (5) |cleaning (4)).

SET: {active(l) |inactive(2) |dead(8) |invalid(10)}
A sET operation updates configuration and run-time information for the selected
tuxTsrvrTbl instance. The following states indicate the meaning of a tuxTsrvrstate
set in a sET request. States not listed cannot be set.

active (1)
Activate the tuxTsrvrTbl instance. State changeis allowed only when the server isin
the inactive (2) dtate. (Serversinthemigrating (3) state must be restarted by setting
the tuxTgroupState t0 active (1).) Successful return leaves the object in the
active (1) State.

inactive(2)
Deactivate the tuxTsrvrTbl instance. State changeis allowed only when the server isin
theactive (1) state. Successful return leavesthe object in the inactive (2) state.

dead (8)
Deactivate the tuxTsrvrTbl instance by sending the server aSIGTERM signal followed
by aSIGKILL signal if the server is still running after 20 seconds. Note that by default, a
SIGTERM signal causes the server to initiate orderly shutdown and the server becomes
inactive even if it isrestartable. If aserver is processing along running service or has
chosen to disable the SIGTERM signal, then SIGKILL can be used and istreated by the
system as an abnormal termination. State changeis allowed only when the server isin the
active (1) Or suspended (6) State. Successful return leaves the object in the
inactive(2), cleaning(4), Of restarting(5) State.

invalid(10)
Delete tuxTsrvrTbl instance for application. State change is allowed only when the
server isinthe inactive (2) state. Successful return leaves the object in the
invalid(10) state.

tuxTsrvrBaseSrvid

Syntax

2-120

INTEGER (1..30001)
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Access
read-only

Description

Base server identifier. For serverswith a tuxTsrvrMax object value of 1, this object is always
the same as tuxTsrvr1d. However, for serverswith a tuxTsrvrMax value of greater than 1, this
object indicates the base server identifier for the set of servers configured identically.

tuxTsrvrCIOpt

Syntax

DisplayString (SIZE(0..256))

Access
read-write

Description

Command line options to be passed to server when it is activated. See the servopts(5) manual
page for details.

Note: Run-time modifications to this object do not affect arunning server.

tuxTsrvrEnvFile

Syntax
DisplayString (SIZE(0. .256)) (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)

Access
read-write

Description

Server specific environment file. See tuxTmachineEnvFile for acomplete discussion of how
thisfile is used to modify the environment.

Note:  Run-time modifications to this object do not affect a running server.
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tuxTsrvrGrace

Syntax

INTEGER

Access
read-write

Description
The period of time, in seconds, over which the tuxTsrvrMaxgen object limit applies. The
tuxTsrvrGrace Vaueis meaningful only for restartable servers, that is, if the
tuxTsrvrRestart Object isset to yes (1). When arestarting server would exceed the
tuxTsrvrMaxgen limit but the tuxTsrvrcrace period has expired, the system resetsthe current
generation (tuxTsrvrGeneration) to 1 and resetstheinitial boot time (tuxTsrvrTimeStart)
to the current time. A value of O for this object indicates that a server should always be restarted.

Notethat servers sharing arequest queue (that is, equal valuesfor tuxTsrvrrRgaddr) should have
equal valuesfor thisobject. If they do not, then the first server activated establishes the run-time
value associated with all servers on the queue.

Note: Run-time modifications to this object affect arunning server and all other active servers
with which it is sharing a request queue. However, only the selected server’s
configuration parameter ismodified. Thus, the behavior of the application dependsonthe
order of boot in subsequent activations unless the administrator ensures that all servers
sharing a queue have the same value for this object.

tuxTsrvrMaxgen

Syntax

INTEGER (0..256)

Access
read-write

Description

Number of generations allowed for arestartable server (tuxTsrvrRestart == yes (1)) Over
the specified grace period (tuxTsrvrGrace). Theinitial activation of the server counts as one
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generation and each restart also counts as one. Processing after the maximum generationsis
exceeded is discussed above with respect to tuxTsrvrGrace.

Notethat servers sharing arequest queue (that is, equal valuesfor tuxTsrvrRgaddr) should have
equal valuesfor this object. If they do not, then the first server activated establishes the run-time
value associated with all servers on the queue.

Note: Run-time modificationsto this object affect arunning server and all other active servers
with which it is sharing a request queue. However, only the selected server’'s
configuration parameter ismodified. Thus, the behavior of the application dependsonthe
order of boot in subsequent activations unless the administrator ensures that all servers
sharing a queue have the same value for this object.

tuxTsrvrMax

Syntax

INTEGER (1..1001)

Access
read-write

Description

Maximum number of occurrences of the server to be booted. Initially, tmboot(1) boots
tuxTsrvrMin objectsof theserver, and additional objects can be started individually (by starting
aparticular server id) or through automatic spawning (conversational servers only). Run-time
modificationsto this object affect all running serversin the set of identically configured servers
(see tuxTsrvrBasesrvId above) aswell asthe configuration definition of the server.

tuxTsrvrMin

Syntax

INTEGER (1..1001)

Access
read-write
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Description

Minimum number of occurrences of the server to be booted by tmboot(1). If @ tuxTsrvrRgaddr
is specified and tuxTsrvrMin isgreater than 1, then the servers form an MSSQ set. The server
identifiersfor the serversare tuxTsrvrId UP O tuxTsrvrId + tuxTsrvrMax - 1.All

occurrences of the server have the same sequence number, aswell asany other server parameters.

Note:  Run-time modifications to this object do not affect a running server.

tuxTsrvrRemd

Syntax
DisplayString (SIzE(0. .256)) (up to 78 bytes for Oracle Tuxedo 8.0 or earlier)

Access
read-write

Description
Application-specified command to be executed in parallel with the system restart of an
application server. This command must be an executablefile.

Notethat servers sharing arequest queue (that is, equal valuesfor tuxTsrvrrgaddr) should have
equal valuesfor thisobject. If they do not, then the first server activated establishes the run-time
value associated with all servers on the queue.

Note: Run-time modificationsto this object affect arunning server and all other active servers
with which it shares arequest queue. However, only the selected server’s configuration
parameter ismodified. Thus, the behavior of the application depends on the order of boot
in subsequent activations unlessthe administrator ensuresthat all servers sharing aqueue
have the same value for this object.

tuxTsrvrRestart

Syntax

INTEGER { yes(1l) | no(2) }

Access
read-write
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Description
Restartable yes (1) or non-restartable no (2) server. If server migration is specified for this

server group (tuxTdomainOptions = migrate(2) and tuxTgroupLMID With alternate site),
this object must be setto yes (1).

Notethat servers sharing arequest queue (that is, equal valuesfor tuxTsrvrRgaddr) should have
equal valuesfor thisobject. If they do not, thefirst server activated establishesthe run-timevalue
associated with all servers on the queue.

Note: Run-time modificationsto this object affect arunning server and all other active servers
with which it shares arequest queue. However, only the selected server’s configuration
parameter ismodified. Thus, the behavior of the application depends on the order of boot
in subsequent activations unlessthe administrator ensuresthat all servers sharing aqueue
have the same value for this object.

tuxTsrvrSequence

Syntax

INTEGER (1..10000)

Access
read-write

Description

Specifies when this server should be booted (tmboot (1)) or shutdown (tmshutdown(1)) relative
to other servers. If two servers are given the same sequence number, it is possible for tmboot (1)
to boot them in paralel and for tmshutdown(1) to shut them down in parald. tuxTsrvrTbl
instances added without a tuxTsrvrsequence object specified or with aninvalid value have one
generated for them that is 10,000 or more and is higher than any other automatically selected
default value. Servers are booted by tmboot(1) in increasing order of sequence number and
shutdown by tmshutdown(1) in decreasing order. Run-time modifications to this object affect
only tmboot(1) and tmshutdown(1l) and affect the order in which running servers can be
shutdown by a subsequent invocation of tmshutdown(1).

tuxTsrvrSystemAccess

Syntax

INTEGER { fastpath(l) | protected(2) }
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Access
read-write

Description

Mode used by Tuxedo system libraries within this server process to gain access to Tuxedo
system’sinternal tables. See tuxTdomainSystemaccess for acomplete discussion of this
object.

Note: Run-time modifications to this object do not affect arunning server.

tuxTsrvrConv

Syntax

INTEGER { yes(1l) | no(2) }

Access
read-write

Description
Conversational server yes (1) Or request/response server no (2) .

tuxTsrvrReplyQ
Syntax

INTEGER { yes(l) | no(2) }

Access
read-write

Description

Specifies whether to allocate a separate reply queue for the server
(tuxTsrvrReplyQ == yes(1)). MSSQ serversthat expect to receive replies should set this
objecttoyes (1).
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tuxTsrvrRpPerm

Syntax

DisplayString (SIZE(4))

Access
read-write

Description

UNIX system permissions for the server’ sreply queue. If a separate reply queueis not allocated
(tuxTsrvrReplyQ == no(2)), thisobjectisignored. The tuxTsrvrRpPerm Valueisastring
representation of octal numbers starting with aleading 0 0001 through 0777.

Note: Thisaobject isa UNIX-system-specific object that cannot be returned if the platform on
which the application isbeing run is not UNIX-based.

tuxTsrvrRgAddr
Syntax

DisplayString (SIZE(0. . 30))

Access
read-write

Description

Symbolic address of the request queue for the server. Specifying the same tuxTsrvrRgaddr
object value for more than one server is the way multiple server, single queue (MSSQ) sets are
defined. Servers with the same tuxTsrvrRgaddr object value must be in the same server group.

tuxTsrvrRqPerm

Syntax

DisplayString (SIZE(4))

Access
read-write
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Description

UNIX system permissionsfor the server’ srequest queue. The tuxTsrvrRgrerm Valueisastring
representation of octal numbers starting with a leading 0 0001 through 0777.

Note: Thisabject isaUNIX-system-specific object that cannot be returned if the platform on
which the application isbeing run is not UNIX-based.

tuxTsrvrGeneration

Syntax

INTEGER (1..32768)

Access
read-only

Description

Generation of the server. When aserver isinitialy booted via tmboot (1) or activated through the
SNMP agent, its generation is set to 1. Each time the server dies abnormally and is restarted, its
generation isincremented. Note that when tuxTsrvrMaxgen isexceeded and tuxTsrvrGrace
has expired, the server is restarted with the generation reset to 1.

tuxTsrvrPid

Syntax

INTEGER

Access
read-only

Description

UNIX system processidentifier for the server. Note that this value cannot be aunique value since
servers can be located on different machines, allowing for duplication of process identifiers.

Note: Thisabject isa UNIX-system-specific object that cannot be returned if the platform on
which the application isbeing run is not UNIX-based.
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tuxTsrvrRpid

Syntax

INTEGER

Access
read-only

Description

UNIX system message queue identifier for the server’ sreply queue. If a separate reply queueis
not allocated (tuxTsrvrReplyQ == no(2)), the tuxTsrvrrRgid valueisthe same as the
tuxTsrvrRgId vaue.

Note: Thisaobject isa UNIX-system-specific object that cannot be returned if the platform on
which the application isbeing run is not UNIX-based.

tuxTsrvrRqld
Syntax

INTEGER

Access
read-only

Description

UNIX system message queue identifier for the server’ s request queue. If a separate reply queue
isnot allocated (tuxTsrvrReplyQ == no(2)), the tuxTsrvrrRpid valueisthe same as the
tuxTsrvrRpid value.

Note: Thisabject isa UNIX-system-specific object that cannot be returned if the platform on
which the application isbeing run is not UNIX-based.

tuxTsrvrTimeRestart

Syntax

INTEGER
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Access
read-only

Description

Time, in seconds, since 00:00:00 UTC, January 1, 1970, as returned by the time(2) system call
on local host, when the server was last started or restarted.

tuxTsrvrTimeStart

Syntax

INTEGER

Access
read-only

Description

Time, in seconds, since 00:00:00 UTC, January 1, 1970, as returned by the t ime(2) system call
on local host, when the server was first started. Restarts of the server do not reset this value;
however, if tuxTsrvrMaxgen isexceeded and tuxTsrvrGrace isexpired, thisobject isreset to
the time of the restart.

tuxTsrvrMinDispatchThreads

Syntax

INTEGER (1..999)

Access
read-only

Description
Specifies the number of server dispatch threads started on the initial server boot. Thisobject is
effective only if the server has been built with the buildserver -t command.

The separate dispatcher thread that is used when the value of tuxTsrvrMaxDispatchThreads
isgreater than oneisnot counted aspart of the tuxTsrvrMinDispatchThreads value. Thevalue
of tuxTsrvrMinDispatchThreads must be lessthan the value of
tuxTsrvrMaxDispatchThreads. If thisobject isnot specified, the default is 0.
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tuxTsrvrMaxDispatchThreads

Syntax

INTEGER (0..999)

Access
read-only

Description

Specifies the maximum number of concurrently dispatched threads that each server process can
spawn. This object is effective only if the server has been built with the buildserver -t
command.

If tuxTsrvrMaxDispatchThreads iSgreater than one, a separate dispatcher thread is used and
doesnot count against thislimit. Thevalue of tuxTsrvrMinDispatchThreads must belessthan
the value of tuxTsrvrMaxDispatchThreads. If thisobject isnot specified, the default is 1.

tuxTsrvrThreadStackSize

Syntax

INTEGER (0..2147483647)

Access
read-write

Description

If this object is not specified or if the value specified is 0, the operating system default is used.
This option affects the server only when avalue greater than 1 is specified for

tuxTsrvrMaxDispatchThreads.

tuxTsrvrThIExt

The tuxTsrvrTblExt group isan extension of tuxTsrvrTbl. Objectsin thistable are only
accessible through a Tuxedo SNM P agent installed on the local machine.
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Object Name Object ID

tuxTsrvrIdExt .1.3.6.1.4.1.140.300.20.2.1.1
tuxTsrvrGrpNoExt .1.3.6.1.4.1.140.300.20.2.1.2
tuxTsrvrNumConv .1.3.6.1.4.1.140.300.20.2.1.3
tuxTsrvrNumDeque .1.3.6.1.4.1.140.300.20.2.1.4
tuxTsrvrNumEngque .1.3.6.1.4.1.140.300.20.2.1.5
tuxTsrvrNumPost .1.3.6.1.4.1.140.300.20.2.1.6
tuxTsrvrNumReq .1.3.6.1.4.1.140.300.20.2.1.7
tuxTsrvrNumSubscribe .1.3.6.1.4.1.140.300.20.2.1.8
tuxTsrvrNumTran .1.3.6.1.4.1.140.300.20.2.1.9
tuxTsrvrTranAbt .1.3.6.1.4.1.140.300.20.2.1.10
tuxTsrvrTranCmt .1.3.6.1.4.1.140.300.20.2.1.11
tuxTsrvrTotReqC .1.3.6.1.4.1.140.300.20.2.1.12
tuxTsrvrTotWorkL .1.3.6.1.4.1.140.300.20.2.1.13
tuxTsrvrCltLmid .1.3.6.1.4.1.140.300.20.2.1.14
tuxTsrvrCltPid .1.3.6.1.4.1.140.300.20.2.1.15
tuxTsrvrCltReply .1.3.6.1.4.1.140.300.20.2.1.16
tuxTsrvrCmtRet .1.3.6.1.4.1.140.300.20.2.1.17
tuxTsrvrCurConv .1.3.6.1.4.1.140.300.20.2.1.18
tuxTsrvrCurReq .1.3.6.1.4.1.140.300.20.2.1.19
tuxTsrvrCurService .1.3.6.1.4.1.140.300.20.2.1.20
tuxTsrvrCurTime .1.3.6.1.4.1.140.300.20.2.1.21
tuxTsrvrLastGrp .1.3.6.1.4.1.140.300.20.2.1.22
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tuxTsrvrThlExt

Object Name Object ID

tuxTsrvrSvcTimeOut .1.3.6.1.4.1.140.300.20.2.1.23
tuxTsrvrTimeLeft .1.3.6.1.4.1.140.300.20.2.1.24
tuxTsrvrTranLev .1.3.6.1.4.1.140.300.20.2.1.25
tuxTsrvrStateExt .1.3.6.1.4.1.140.300.20.2.1.26
tuxTsrvrGrpExt .1.3.6.1.4.1.140.300.20.2.1.27
tuxSrvrCurObjsExt (Tuxedo 8.0 or later) .1.3.6.1.4.1.140.300.20.2.1.32

tuxSrvrCurInterfaceExt (Tuxedo 8.0 or later) .1.3.6.1.4.1.140.300.20.2.1.37

tuxTsrvrCurDispatchThreads .1.3.6.1.4.1.140.300.20.2.1.100

tuxTsrvrHwDispatchThreads .1.3.6.1.4.1.140.300.20.2.1.110

tuxTsrvrNumDispatchThreads .1.3.6.1.4.1.140.300.20.2.1.120

tuxTsrvrldExt

Syntax

INTEGER (1..30001)

Access
read-only

Description
Unique (within the server group) server identification number.
tuxTsrvrGrpNoExt

Syntax

INTEGER (1..30000)

Access
read-only
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Description
Group number associated with this server’s group.

tuxTsrvrNumConv

Syntax

INTEGER

Access
read-only

Description
Number of conversations initiated by this server through tpconnect(3).
tuxTsrvrNumDeque

Syntax

INTEGER

Access
read-only

Description
Number of dequeue operations initiated by this server through tpdequeue(3).
tuxTsrvrNumEnque

Syntax

INTEGER

Access
read-only

Description
Number of enqueue operationsinitiated by this server through tpenqueue(3).
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tuxTsrvrThlExt

tuxTsrvrNumPost

Syntax

INTEGER

Access
read-only

Description
Number of postings initiated by this server through tppost(3).

tuxTsrvrNumReq

Syntax

INTEGER

Access
read-only

Description
Number of requests made by this server through tpcal11(3) or tpacall(3).

tuxTsrvrNumSubscribe

Syntax

INTEGER

Access
read-only

Description
Number of subscriptions made by this server through tpsubscribe(3).
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tuxTsrvrNumTran

Syntax

INTEGER

Access
read-only

Description
Number of transactions begun by this server sinceits last (re)start.

tuxTsrvrTranAbt

Syntax

INTEGER

Access
read-only

Description
Number of transactions aborted by this server sinceits last (re)start.
tuxTsrvrTranCmt

Syntax

INTEGER

Access
read-only

Description
Number of transactions committed by this server sinceitslast (re)start.
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tuxTsrvrThlExt

tuxTsrvrTotReqC

Syntax

INTEGER

Access
read-only

Description

Total number of requests completed by this server. For conversational servers (tuxTsrvrConv
== yes (1)), the tuxTsrvrTotReqc value indicates the number of completed incoming
conversations. The tuxTsrvrTotReqc Valueisarun-timevaluethat iskept across server restart
but islost at server shutdown.

tuxTsrvrTotWorkL
Syntax

INTEGER

Access
read-only

Description

Total workload completed by this server. For conversational servers (tuxTsrvrConv ==

yes (1)), the tuxTsrvrTotwWorkL value indicates the workload of completed incoming
conversations. The tuxTsrvrTotWorkL valueisarun-timevaluethat iskept across server restart
but islost at server shutdown.

tuxTsrvrCltLmid
Syntax

DisplayString (SIZE(l .. 30))

Access
read-only
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Description

Logical machinefor theinitiating client or server. Theinitiating client or server isthe processthat
made the service request on which the server is currently working.

tuxTsrvrCItPid

Syntax

INTEGER

Access
read-only

Description
UNIX system process identifier for the initiating client or server.

Note: Thisaobject isa UNIX-system-specific object that cannot be returned if the platform on
which the application isbeing run is not UNIX-based.

tuxTsrvrCItReply

Syntax

INTEGER { vyes(l) | no(2) | null(3) }

Access
read-only

Description

yes (1)
The initiating client or server expects areply.

no(2)
Theinitiating client or server does not expect areply.
tuxTsrvrCmtRet
Syntax
INTEGER { complete(l) | logged(2) }
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Access
read-only

Description
The setting of the TP_COMMIT_CONTROL characteristic for this server. For details on this

characteristic, see the description of the Tuxedo system ATMI function tpscmt (3).

tuxTsrvrCurConv

Syntax

INTEGER

Access
read-only

Description
Number of conversations initiated by this server through tpconnect(3) that are still active.
tuxTsrvrCurReq

Syntax

INTEGER

Access
read-only

Description
Number of requestsinitiated by this server through tpca11(3) or tpacal1(3) that arestill active.

tuxTsrvrCurService

Syntax

DisplayString (SIZE(1..127))
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Access
read-only

Description
Service name, if any, on which the server is currently working.

tuxTsrvrCurTime

Syntax

INTEGER

Access
read-only

Description

Current time, in seconds, since 00:00:00 UTC, January 1, 1970, as on the local host. This object
can be used to compute elapsed time from the tuxTsrvrTimestart and
tuxTsrvrTimeRestart Object values.

tuxTsrvrLastGrp

Syntax

INTEGER (1..30000)

Access
read-only

Description

Server group number (tuxTgroupNo) of the last service request made or conversation initiated
from this server outward.

tuxTsrvrSvcTimeOut

Syntax

INTEGER

2-140 Oracle Tuxedo SNMP Agent MIB Reference



tuxTsrvrThlExt

Access
read-only

Description

Timeleft in seconds, if any, for this server to process the current service request. A value of O for
an active service indicates that no timeout processing is being done. See tuxTsvcTimeout for
more information.

tuxTsrvrTimeLeft

Syntax

INTEGER

Access
read-only

Description

Time left, in seconds, for this server to receive the reply for which it is currently waiting before
it times out. This timeout can be a transactional timeout or a blocking timeout.

tuxTsrvrTranLev

Syntax

INTEGER

Access
read-only

Description

Current transaction level for this server. 0 indicates that the server is not currently involved in a
transaction.
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tuxTsrvrStateExt

Syntax

INTEGER { active(l) | inactive(2) | migrating(3) | cleaning(4) |
restarting(5) | suspended(6) | partitioned(7) | dead(8) }

Access
read-only

Description
Refer to description of tuxTsrvrstate for details.

tuxTsrvrGrpExt
Syntax

DisplayString

Access
read-only

Description

Name of group to which this server belongs. Thisobject isincluded for readability purposesonly.
tuxSrvrCurObjsExt (Tuxedo 8.0 or later)
Syntax

INTEGER

Access
read-only

Description
The number of entriesin use in the bulletin board object table for this server.
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tuxTsrvrThlExt

tuxSrvrCurlnterfaceExt (Tuxedo 8.0 or later)

Syntax

DisplayString (SIZE(1..128))

Access
read-only

Description
The interface name of the interface currently active in this server.

tuxTsrvrCurDispatchThreads

Syntax

INTEGER

Access
read-only

Description
Current number of active service dispatch threads for this server.

tuxTsrvrHwDispatchThreads

Syntax

INTEGER

Access
read-only

Description

Highest number of active service dispatch threads created for thisserver sinceitslast restart. This
number can differ from the number of service calls, because an administrator can specify
parameters that control the caching of idle service threads.
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tuxTsrvrNumDispatchThreads

Syntax

INTEGER

Access
read-only

Description
Total number of active service dispatch threads created for this server since its last restart.

tuxTsvcThl

The tuxTsvcTbl group contains objects that represent configuration characteristics of services
within an application. The object valuesidentify and characterize configured services. A
tuxTsvcTbl object provides activation time configuration objects for services not specifically
configured as part of the tuxTsveGrp group.

Theindex into thistableis tuxTsvcName. Objectsin this group are only accessible through a
Tuxedo SNMP agent installed on the local machine. To create anew row inthetable, itis
necessary to issue a seT request for a non-existing row in the table.

Object Name Object ID

tuxTsvcName .1.3.6.1.4.1.140.300.10.1.1.1
tuxTsvcType .1.3.6.1.4.1.140.300.10.1.1.2
tuxTsvcState .1.3.6.1.4.1.140.300.10.1.1.3
tuxTsvcAutoTran .1.3.6.1.4.1.140.300.10.1.1.4
tuxTsvcLoad .1.3.6.1.4.1.140.300.10.1.1.5
tuxTsvcPrio .1.3.6.1.4.1.140.300.10.1.1.6
tuxTsvcTimeOut .1.3.6.1.4.1.140.300.10.1.1.7
tuxTsvcTranTime .1.3.6.1.4.1.140.300.10.1.1.8
tuxTsvcBufType .1.3.6.1.4.1.140.300.10.1.1.9
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Object Name Object ID

tuxTsvcRoutingName .1.3.6.1.4.1.140.300.10.1.1.10

tuxTsvcEncryptionRequired .1.3.6.1.4.1.140.300.10.1.1.20

tuxTsvcSignatureRequired .1.3.6.1.4.1.140.300.10.1.1.30

tuxTsvcName

Syntax

DisplayString (SIzE(1..127))

Access
read-write

Description
Service name.

Note: Thisobject can be set only during row creation.

tuxTsvcType
Syntax

INTEGER { app(l) | callable(2) | system(3) | unknown(4) }

Access
read-only

Description
Type of service.

app (1)
Indicates an application-defined service name.

callable(2)
Indicates a system-provided callable service.
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system(3)
Indicates a system-provided and system-callable service. system (3) Services are not
available to application clients and serversfor direct access.

tuxTsvcState

Syntax

INTEGER { active(l) | inactive(2) | invalid(3) }

Access

read-write

Description

2-146

Thevaluesfor ceT and seT operations are as follows:

GET: {active(l) |inactive(2)}
A GET operation retrieves configuration information for the selected tuxTsveTbl
instance(s). The following states indicate the meaning of a tuxTsvestate returnedin
response to aceT request. States not listed are not returned.

active(1l)
tuxTsvcTbl instance is defined and at least one tuxTsveGrp object with amatching
tuxTsvcName valueis active.

inactive(2)
tuxTsveTbl instance is defined and no tuxTsveGrp object with a matching
tuxTsvcName valueis active.

SET: invalid(3)
A seT operation updates configuration information for the selected tuxTsveTbl instance.
Thefollowing state indicates the meaning of atuxTsvcstate SetinaseT request. States
not listed cannot be set.

invalid(3)
Delete tuxTsveTbl instance for application. State changeis allowed only when the
serviceisinthe inactive (2) state. Successful return leaves the object in the
invalid(3) state.
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tuxTsveThl

tuxTsvcAutoTran

Syntax

INTEGER { yes(l) | no(2) }

Access
read-write

Description
Automatically begin atransaction.

ves (1)
If the request is not already in transaction mode when a service request message is
received for this service, automatically begin atransaction.

no(2)
Do not automatically begin atransaction

Note: Run-time updates to this object are not reflected in active tuxTsveGrp objects.

tuxTsvcLoad

Syntax

INTEGER (1..32768)

Access
read-write

Description

This tuxTsvcTbl object imposes the indicated load on the system. Service |oads are used for
load balancing purposes, that is, queues with higher enqueued workloads are less likely to be
chosen for a new request. Service loads have meaning only if the tuxTdomainLoadBalance iS
settoyes(1).

Note: Run-time updates to this object are not reflected in active tuxTsveGrp objects.
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tuxTsvcPrio

Syntax

INTEGER (1..100)

Access
read-write

Description

This tuxTsvcTbl object has the indicated dequeuing priority. If multiple service requests are
waiting on a queue for servicing, the higher priority requests are serviced first.

Note: Run-time updates to this object are not reflected in active tuxTsvecrp objects.

tuxTsvcTimeOQut

Syntax

INTEGER

Access
read-write

Description

Timelimit (in seconds) for processing requests for this service name. Servers processing service
requests for this service are abortively terminated (ki11 -9) if they exceed the specified time
limit in processing the request. A value of O for this object indicates that the service should not
be abortively terminated.

Note: Run-time updatesto this object are not reflected in active tuxTsvccrp objects.

tuxTsvcTranTime

Syntax

INTEGER

Access
read-write
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Description
Transaction timeout value (in seconds) for transactions automatically started for this
tuxTsvceTbl object. Transactions are started automatically when arequest not in transaction
mode isreceived and the tuxTsvcautoTran object value for the serviceisyes (1) .

Note: Run-time updatesto this object are not reflected in active tuxTsvccrp objects.

tuxTsvcBufType

Syntax

DisplayString (SIZE(1..256))

Access
read-write

Description
typel[:subtypell[,subtype2 . . . 1][;type2[:subtype3[,. . . 11]

List of types and subtypes of data buffers accepted by this service. A maximum of 32
type/subtype combinations are allowed. Types of data buffers provided with Tuxedo system are
FML (for FML buffers), VIEW, X_C _TYPE, or X_COMMON (for FMLviews), STRING (for
NULL terminated character arrays), and CARRAY or X_OCTET (for acharacter array that is
neither encoded nor decoded during transmission). Of thesetypes, only VIEW, X_C_TYPE, and
X_COMMON have subtypes. A VIEW subtype gives the name of the particular VIEW expected
by the service. Application types and subtypes can also be added (see tuxtypes(5)). For abuffer
typethat has subtypes, “*” can be specified for the subtype to indicate that the service accepts al
subtypes for the associated buffer type.

A single service can only interpret a fixed number of buffer types, namely those found in its
buffer type switch (see tuxtypes(5)). If the tuxTsvcBufType Valueisset to ALL, that service
accepts all buffer types found in its buffer type switch.

A type name can be 8 characters or lessin length and a subtype name can be 16 charactersor less
in length. Note that type and subtype names should not contain semicolon, colon, comma, or
asterisk characters.

Note: The tuxTsvcBufType Value represents the buffer types that must be supported by each
and every instance of an application service with this service name. Since this object
valueisprocessed at service activation time, updatesto this object are allowed only when
there are no active tuxTsveGrp objects with matching service names.
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tuxTsvcRoutingName

Syntax

DisplayString (SIZE(0. .15))

Access
read-write

Description

This tuxTsvcTbl object hastheindicated routing criterianame. Active updatesto thisobject are
reflected in all associated tuxTsvcGrp objects.

tuxTsvcEncryptionRequired

Syntax

INTEGER { yes(l) | no(2) }

Access
read-write

Description
If set to yes, every application servicein this group requires an encrypted input message buffer.

tuxTsvcSignatureRequired

Syntax

INTEGER { yes(1l) | no(2) }

Access
read-write

Description

If settoyes, every application service in this group requires avalid digital signature on itsinput
message buffer.
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tuxTsveGrp

tuxTsveGrp

The tuxTsvcGrp group contains objectsthat represent configuration and run-time characteristics
of services/groups within an application. The object values identify and characterize configured
services/groups as well as provide run-time tracking of statistics and resources associated with
each object.

Both tuxTsveTbl and tuxTsveGrp define activation time object valuesfor service nameswithin
the application. When anew serviceis activated (advertised), either duetoinitial activation of a
server or dueto acal to tpadvertise(3), the following hierarchy exists for determining the
object values to be used at service startup time.

1. If amatching configured tuxTsvecGrp entry exists (matching service nameand server group),
the objects defined in that object are used to initially configure the advertised service.

2. Otherwise, if amatching configured tuxTsveTbl entry exists (matching service name), the
objects defined in that object are used to initialy configure the advertised service.

3. Otherwise, if any configured tuxTsvcGrp entries are found with matching service name
value, the first one found isused to initially configure the advertised service.

4. If none of the preceding casesis used, the system defaults for service objects are used to
initially configure the advertised service.

Objectsin this group are only accessible through a Tuxedo SNMP agent installed on the local
machine.

To create anew row in the table, it is necessary to issue a seT request that specifies at least
tuxTsveGrpName. The combination of values specified for tuxTsveGrpName and
tuxTsveGrpSveName in the sET request should not correspond to an existing row. If the value
of tuxTsvcsrvrId iSzerointhe seT request, the service entry is configured but not activated
(advertised). If tuxTsvesrvrId isnot set to zero, the serviceis activated using the value of
tuxTsvesrvrId to identify the server instance.

Object Name Object ID

tuxTsvcGrpSvcName .1.3.6.1.4.1.140.300.10.2.1.1
tuxTsvcGrpName .1.3.6.1.4.1.140.300.10.2.1.2
tuxTsvcGrpNo .1.3.6.1.4.1.140.300.10.2.1.3
tuxTsvcGrpState .1.3.6.1.4.1.140.300.10.2.1.4
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Object Name Object ID
tuxTsvcGrpAutoTran .1.3.6.1.4.1.140.300.10.2.1.5
tuxTsvcGrpLoad .1.3.6.1.4.1.140.300.10.2.1.6
tuxTsvcGrpPrio .1.3.6.1.4.1.140.300.10.2.1.7
tuxTsvcGrpSvcTimeOut .1.3.6.1.4.1.140.300.10.2.1.8
tuxTsvcGrpTranTime .1.3.6.1.4.1.140.300.10.2.1.9
tuxTsveSrvrLmid .1.3.6.1.4.1.140.300.10.2.1.10
tuxTsvcSrvrRgAddr .1.3.6.1.4.1.140.300.10.2.1.11
tuxTsveSrvrId .1.3.6.1.4.1.140.300.10.2.1.12
tuxTsvcrName .1.3.6.1.4.1.140.300.10.2.1.13
tuxTsvcSrvrNcompleted .1.3.6.1.4.1.140.300.10.2.1.14
tuxTsveSrvrNqueued .1.3.6.1.4.1.140.300.10.2.1.15

tuxTsvcGrpSveName

Syntax

DisplayString (SIZE(I..15))

Access

read-only

Description

Service name.

tuxTsvcGrpName

Syntax
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DisplayString (SIZE(1..30))
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tuxTsveGrp

Access
read-only

Description
Server group name. Server group names cannot contain an asterisk.

tuxTsvcGrpNo

Syntax

INTEGER (1..29999)

Access
read-write

Description
Server group number.

tuxTsvcGrpState
Syntax

INTEGER { active(l) | inactive(2) | invalid(3) }

Access
read-write

Description
Thevaluesfor ceT and seT operations are as follows:

GET: active(l) |inactive(2)
A GET operation retrieves configuration information for the selected tuxTsvcGrpstate

instance(s). Thefollowing statesindicate the meaning of a tuxTsvcGrpstate returnedin
response to aGeT request. States not listed are not returned.

active (1)
At least one instanceis active, suspended, or partitioned.

inactive (2)
tuxTsveGrp instance defined and inactive.
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SET: invalid(3)
A sET operation removes the corresponding tuxTsvcGrp instance. When a tuxTsvcGrp
instanceisdeleted it al so removesthe associated tuxTsvesrvr instancesthat correspond
to server instances that are a part of the group advertising this service. Thistransition is
permissible only in inactive (2) state.

tuxTsvcGrpAutoTran

Syntax

INTEGER { yes(1l) | no(2) }

Access
read-write

Description

Automatically begin atransaction (ves (1)) when a service request message is received for this
serviceif the request is not already in transaction mode.

tuxTsvcGrpLoad

Syntax

INTEGER (1..32767)

Access
read-write

Description

This tuxTsvcGrp instance imposes the indicated load on the system. Service loads are used for
load balancing purposes, that is, queues with higher enqueued workloads are less likely to be
chosen for a new request.

tuxTsvcGrpPrio

Syntax

INTEGER (1..100)

2-154 Oracle Tuxedo SNMP Agent MIB Reference



tuxTsveGrp

Access
read-write

Description

This tuxTsvcGrp object has the indicated dequeuing priority. If multiple service requests are
waiting on a queue for servicing, the higher priority requests are serviced first.

tuxTsvcGrpSveTimeOut

Syntax

INTEGER

Access
read-write

Description

Timelimit (in seconds) for processing requests for this service name. Servers processing service
requests for this service are abortively terminated (ki11 -9) if they exceed the specified time
limit in processing the request. A value of O for this object indicates that the service should not
be abortively terminated.

tuxTsvcGrpTranTime

Syntax

INTEGER

Access
read-write

Description

Transaction timeout value (in seconds) for transactions automatically started for this
tuxTsveGrp instance. Transactions are started automatically when arequest not in transaction
mode isreceived and the tuxTsvcGrpautoTran object value for the serviceisyes (1) .
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tuxTsveSrvrLmid

Syntax

DisplayString (SIZE(1..30))

Access
read-only

Description
Current logical machine on which an active server that offersthis serviceis running.

tuxTsveSrvrRgAddr

Syntax

DisplayString (SIZE(1..30))

Access
read-only

Description

Symbolic address of the request queue for an active server that offers this service. See
tuxTsrvrRgaddr for more information on this object.

tuxTsveSrvrld

Syntax

INTEGER (1..30000)

Access
read-write

Description

Server |D of which the serviceis apart. The user can also set the value of this object to activate
(advertise) one or more tuxTsvcGrp instances. The value provided to set this object is used to
activate another instance of tuxTsvcGrp.
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tuxTsveGrp

tuxTsverName

Syntax

DisplayString (SIZE(1..127))

Access
read-write

Description

Function name within the associated server assigned to process requests for this service. When
this object is specified, the tuxTsvecrp instance is activated (advertised). The user needsto
specify the server | D of the corresponding server instance (tuxTsvesrvrid) inthe SNMPindex.
This object can be updated only during row creation.

tuxTsveSrvrNcompleted

Syntax

INTEGER

Access
read-only

Description
Number of service requests completed with respect to the retrieved active or suspended instance
since it was activated (advertised).

Note: The tuxTsvcSrvrNcompleted valueisreturned only when tuxTdomainLoadBalance
isequal toyes (1).

tuxTsveSrvrNqueued
Syntax

INTEGER (0..32767)
Access

read-only
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Description

Number of requests currently enqueued to this service. The tuxTsveSrvrNqueued valueis
incremented at enqueue time and decremented when the server dequeues the request.

Note: The tuxTsvcSrvrNqueued vaueisreturned only when tuxTdomainModel iSset to
single-machine (1) and tuxTdomainLoadBalance iSSet tOyes (1).

tuxTlistenThl

The tuxTlistenTbl group contains objects that represent run-time characteristics of Tuxedo
listener processes for a distributed application.

Object Name Object ID
tuxTlistenLmid .1.3.6.1.4.1.140.300.21.1.1.1
tuxTlistenState .1.3.6.1.4.1.140.300.21.1.1.2

tuxTlistenLmid

Syntax

DisplayString (SIZE(I..30))

Access
read-only

Description
Logical machineidentifier.
tuxTlistenState

Syntax

INTEGER { inactive(2) | active(l) }

Access
read-only
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tuxTranThl

Description
Thevaluesfor ceT and seT operations are as follows:

GET: {active(l) |inactive(2)}
A GET operation retrieves run-time information for the selected tuxT1istenTbl
instance(s). Thefollowing statesindicate the meaning of atuxTlistenstate returnedin
response to aGeT request. States not listed are not returned.

active (1)
tuxTlistenTbl instance active.

inactive (2)
tuxTlistenTbl instance not active.

tuxTranThl

The tuxTranTbl group contains objects that represent run-time characteristics of active
transactions within the application. The following objects comprise the index for rowsin this
table: tuxTranIndxl, tuxTranIndx2, tuxTranIndx3, tuxTranIndx4, tuxTranIndx5.
Objectsin thistable are accessible only through a Tuxedo SNMP agent running on the local

machine.

Object Name Object ID
tuxTranCoordLmid .1.3.6.1.4.1.140.300.23.1.1.1
tuxTpTranId .1.3.6.1.4.1.140.300.23.1.1.2
tuxTranxid .1.3.6.1.4.1.140.300.23.1.1.3
tuxTranIndxl .1.3.6.1.4.1.140.300.23.1.1.4
tuxTranIndx?2 .1.3.6.1.4.1.140.300.23.1.1.5
tuxTranIndx3 .1.3.6.1.4.1.140.300.23.1.1.6
tuxTranIndx4 .1.3.6.1.4.1.140.300.23.1.1.7
tuxTranIndx5 .1.3.6.1.4.1.140.300.23.1.1.8
tuxTranState .1.3.6.1.4.1.140.300.23.1.1.9
tuxTranTimeOut .1.3.6.1.4.1.140.300.23.1.1.10
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Object Name Object ID

tuxTranGrpCnt 1.3.6.1.4.1.140.300.23.1.1.11
tuxTranGrpIndex .1.3.6.1.4.1.140.300.23.1.1.12
tuxTranGrpNo .1.3.6.1.4.1.140.300.23.1.1.13
tuxTranGstate .1.3.6.1.4.1.140.300.23.1.1.14

tuxTranCoordLmid

Syntax

DisplayString (SIZE(1..30))

Access
read-only

Description
Logical machine identifier of the server group responsible for coordinating the transaction.

tuxTpTranlid

Syntax

DisplayString (SIZE(2 .. 78))

Access
read-only

Description

Transactionidentifier asreturned from tpsuspend(3) mapped to astring representation. Thedata
in this field should not be interpreted directly by the user except for equality comparison.

tuxTranXid
Syntax

DisplayString (SIZE(2. . 78))
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tuxTranThl

Access
read-only

Description

Transaction identifier as returned from tx_info(3) mapped to a string representation. The data
in this field should not be interpreted directly by the user except for equality comparison.

tuxTranindx1

Syntax

INTEGER

Access
read-only

Description
This number is purely for unique indexing of thistable.
tuxTranindx2

Syntax

INTEGER

Access
read-only

Description
This number is purely for unique indexing of thistable.

tuxTranindx3

Syntax

INTEGER
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Access
read-only

Description
This number is purely for unique indexing of thistable.

tuxTranindx4

Syntax

INTEGER

Access
read-only

Description
This number is purely for unique indexing of this table.

tuxTranindx5

Syntax

INTEGER

Access
read-only

Description
This number is purely for unique indexing of thistable.

tuxTranState

Syntax
INTEGER { active(l) | abort-only(2) | aborted(3) | com-called(4) |ready(5)
| decided(6) | suspended(7) }

Access
read-write
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tuxTranThl

Description
Thevaluesfor ceT and seT operations are as follows:

GET: active(l) |abort-only(2) |aborted(3) |com-called(4) |ready (5) |
decided(6) | suspended(7)

A GET operation retrievesrun-timeinformation for the selected tuxTranTb1 instance(s).
Thefollowing statesindicate the meaning of atuxTranstate object. Statesnot listed are
not returned. Note that distinct objects pertaining to the same global transaction
(equivalent transaction identifiers) can indicate differing states. In general, the state
indicated on the coordinator’s site (tuxTranCcoordrmid) indicates the true state of the
transaction. The exception is when a noncoordinator site notices a condition that
transitions the transaction state to abort-only (2). Thistransition is eventually
propagated to the coordinator site and resultsin the rollback of the transaction, but this
change cannot be immediately reflected on the coordinator site.

active (1)
The transaction is active.

abort-only(2)
The transaction has been identified for rollback on the retrieval site.

aborted (3)
The transaction has been identified for rollback and rollback has been initiated on the
retrieval site.

com-called(4)
The initiator of the transaction has called tpcommi t(3) and the first phase of two-phase
commit has begun on the retrieval site.

ready (5)
All of the participating groups on the retrieval site have successfully completed the first
phase of two-phase commit and are ready to be committed.

decided (6)
The second phase of the two-phase commit has begun on the retrieval site.

suspended (7)
Theinitiator of the transaction has suspended processing on the transaction. Notethat this
state is returned from the initiator’ s site only.

SET: aborted(3)
A sET operation updates run-timeinformation for the selected tuxTranTbl instance. The
following state indicates the meaning of a tuxTranstate Set in a SET request. States not
listed cannot be set.
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aborted(3)
Abort the tuxTranTbl instance for the application. State changeisallowed only when the
transactionisinthe active (1), abort-only(2), Of com-called (4) state. Cannot be
accompanied by achangeto tuxTranGstate. Successful return leaves the object in the
aborted (3) State.

tuxTranTimeOut

Syntax

INTEGER

Access
read-only

Description

Time left (in seconds) before the transaction times out on the retrieval site. Note that the
tuxTranTimeout valueis returned only when the transaction stateisactive(1).

tuxTranGrpCnt
Syntax

INTEGER

Access
read-only

Description

Number of groupsidentified as participantsin the transaction by the information returned from
theretrieval site.

tuxTranGrpindex

Syntax

INTEGER
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tuxTranThl

Access
read-only

Description

Index of thefirst group-specific object values (tuxTranGrpNo and tuxTranGstate)
corresponding to this object.

tuxTranGrpNo
Syntax

INTEGER

Access
read-only

Description
Group number of the participating group.

tuxTranGstate

Syntax
INTEGER { active(l) | aborted(2) | rd-only(3) | ready(4) | hcommit(5) |
habort (6) | done(7) | pre-prepare(8) | post-abort(9) | post-commit(10) |

unknown (11) )

Access
read-write

Description
Thevaluesfor ceT and seT operations are as follows:

GET: active(l) |aborted(2) |rd-only(3) |ready(4) |hcommit (5) |habort (6)

| done (7)
A GET operation retrieves run-time information for the selected tuxTranTb1 instance(s)
pertaining to the indicated group. The following states indicate the meaning of a
tuxTranGstate returned in responseto acet request. States not listed are not returned.
Note that distinct objects pertaining to the same global transaction (equivalent transaction
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2-166

identifiers) can indicate differing states for individual groups. In general, the state
indicated on the group’ s site indicates the true state of the group’ s participation in the
transaction. The exception is when the coordinator site determines that the transaction
should abort and sets each participant group state to aborted (2). Thistransitionis
propagated to the group’ s site and results in the rollback of the group’swork in the
transaction, but cannot be reflected immediately

active(1l)

Thetransaction is active in the indicated group.

aborted(2)
The transaction has been identified for rollback and rollback has been initiated for the

indicated group.

rd-only (3)
The group has successfully completed the first phase of two-phase commit and has
performed only read operations on the resource manager, thus making it unnecessary to
perform the second phase of commit for this group.

ready (4)
The group has successfully completed thefirst phase of two-phase commit and isready to
be committed.

hcommit (5)
The group has been heuristically committed. This state might or might not agree with the
final resolution of the transaction.

habort (6)
The group has been heuristically rolled back. This state might or might not agree with the
final resolution of the transaction.

done (7)
This group has completed the second phase of the two-phase commit.

pre-prepare (8)
Indicates that the transaction group contains Tuxedo servers that have called xa_end
(TMSUSPEND) during the course of transactional work and that commit processing is
beginning. This state existsuntil either (1) all serversthat called xa_end (TMSUSPEND)
have caused acall to xa_end (TMSUCCESS), at which point the group state becomes
ready, or (2) one of the target servers doesarollback of the transaction, at which point the
group state becomes either post-abort (9) Or aborted (2).

Note: This state is supported only for Tuxedo 8.0 or later applications.

post-abort (9)
Indicates that a Tuxedo server called xa_end (TPFAIL) and that the TM S has not yet
caled xa_rollback (). Inthiscase, other Tuxedo serversthat called xa_end
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tuxTulogTable

(TMSUSPEND) are being notified by the TMS in order to clean up their associated
CORBA objects.

Note: This state is supported only for Tuxedo 8.0 or later applications.

post-commit (10)

This state is not implemented yet.
Note: Thisstate is supported only for Tuxedo 8.0 or later applications.

SET: hcommit (5) | habort(6)
A sET operation updates run-timeinformation for thefirst group in the originating request
within the selected tuxTranTbl instance. The following states indicate the meaning of a
tuxTranGstate Set in aseT request. States not listed cannot be set. State transitions are
allowed only when performed within the object representing the group’s site.

hcommit (5)
Heuristically commit the group’s work as part of the indicated transaction. State change
is allowed only when tuxTranGstate iSready, tuxTranstate iSready, and the
indicated group is not on the coordinator’ s site. Successful return leaves the object in the
hcommit (5) State.

habort (6)
Heuristically rollback the group’swork as part of the indicated transaction. State change
isalowed only when tuxTranGstate iSactive (1) OF ready (4), tuxTranState iS
ready (4), and the indicated group is not on the coordinator’ s site. Successful return
leaves the object in the habort (6) state.

tuxTulogTable

The tuxTulogTable group contains objects that represent run-time characteristics of userlog
(unog) fileswithin an application. Theindex into thistableis tuxTulogserNo. The values
returned for objects in this table are controlled by the MIB control group tuxTulogCtrl.

Object Name Object ID

tuxTulogSerNo .1.3.6.1.4.1.140.300.9.1.1.1
tuxTulogLmid .1.3.6.1.4.1.140.300.9.1.1.2
tuxTulogPmid .1.3.6.1.4.1.140.300.9.1.1.3
tuxTulogMmDAYy .1.3.6.1.4.1.140.300.9.1.1.4
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Object Name Object ID
tuxTulogTime .1.3.6.1.4.1.140.300.9.1.1.5
tuxTulogLine .1.3.6.1.4.1.140.300.9.1.1.6
tuxTulogMsg .1.3.6.1.4.1.140.300.9.1.1.7
tuxTulogTpTranId .1.3.6.1.4.1.140.300.9.1.1.8
tuxTulogXid .1.3.6.1.4.1.140.300.9.1.1.9
tuxTulogPid .1.3.6.1.4.1.140.300.9.1.1.10
tuxTulogSeverity .1.3.6.1.4.1.140.300.9.1.1.11
tuxTulogCat .1.3.6.1.4.1.140.300.9.1.1.12
tuxTulogMsgNum .1.3.6.1.4.1.140.300.9.1.1.13
tuxTulogProcName .1.3.6.1.4.1.140.300.9.1.1.14
tuxTulogThreadID .1.3.6.1.4.1.140.300.9.1.1.20
tuxTulogContextID .1.3.6.1.4.1.140.300.9.1.1.30
tuxTulogSerNo
Syntax
INTEGER
Access
read-only
Description

A running serial number for the rowsin tuxTulogTable.

tuxTulogLmid

Syntax

DisplayString (SIZE(l .. 30))
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Access
read-only

Description

Retrieval machine logical machine identifier.

tuxTulogPmid
Syntax

DisplayString (SIZE(l .. 30))

Access
read-only

Description

Physical machine identifier.

tuxTulogMmDdYy
Syntax

INTEGER

Access
read-only

Description
Month, day, and year of thelog file.
tuxTulogTime

Syntax

INTEGER

Access
read-only

tuxTulogTable
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Description
Time at which the message was generated.

tuxTulogLine

Syntax

INTEGER

Access
read-only

Description
Line number of the message in the log file.
tuxTulogMsg

Syntax

DisplayString (SIZE(1..256))

Access
read-only

Description
The entire text of the userlog message as it appears in the userlog file.
tuxTulogTpTranid

Syntax

DisplayString (SIZE(l .. 78))

Access
read-only
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tuxTulogTable

Description

Transaction identifier as returned from tpsuspend(3). The datain thisfield should not be
interpreted directly by the user except for equality comparison. Messages not associated with
transactions retrieve a O-length string as the value for this object.

tuxTulogXid

Syntax

DisplayString (SIZE(1..78))

Access
read-only

Description

Transaction identifier as returned from tx_info(3). The datain thisfield should not be
interpreted directly by the user except for equality comparison. Messages not associated with
transactions retrieve a O-length string as the value for this object.

tuxTulogPid
Syntax

INTEGER

Access
read-only

Description
Processidentifier of the client or server that generated the userlog message.

tuxTulogSeverity

Syntax

DisplayString (SIZE(1..30))
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Access
read-only

Description

Severity of message, if any.

tuxTulogCat
Syntax

DisplayString (SIZE(l .. 30))

Access
read-only

Description
Catalog name from which the message was derived, if any.

tuxTulogMsgNum
Syntax

INTEGER

Access
read-only

Description
Catal og message number, if the message was derived from a catal og.
tuxTulogProcName

Syntax

DisplayString (SIZE(l .. 30))

Access
read-only
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tuxTulogCtrl

Description
Process name of the client or server that generated the userlog message.

tuxTulogThreadID
Syntax

INTEGER

Access
read-only

Description
Identifier for the thread that wrote this userlog message.
tuxTulogContextID

Syntax

INTEGER

Access
read-only

Description
Identifier for this particular application association.

tuxTulogCtrl

The tuxTulogCtrl group contains objectsthat control the userlog (ur.oc) messages returned by

the tuxTulogTable.
Object Name Object ID
tuxTulogLmidCtrl .1.3.6.1.4.1.140.300.9.2.1
tuxTulogPmidCtrl .1.3.6.1.4.1.140.300.9.2.2
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Object Name Object ID

tuxTulogMmddyyCtrl .1.3.6.1.4.1.140.300.9.2.3
tuxTulogTimeCtrl .1.3.6.1.4.1.140.300.9.2.4
tuxTulogEndTimeCtrl .1.3.6.1.4.1.140.300.9.2.5
tuxTulogLineCtrl .1.3.6.1.4.1.140.300.9.2.6
tuxTulogMsgCtrl .1.3.6.1.4.1.140.300.9.2.7
tuxTulogTptranIdCtrl .1.3.6.1.4.1.140.300.9.2.8
tuxTulogXidCtrl .1.3.6.1.4.1.140.300.9.2.9
tuxTulogPidCtrl 1.3.6.1.4.1.140.300.9.2.10
tuxTulogSeverityCtrl .1.3.6.1.4.1.140.300.9.2.11
tuxTulogCatCtrl .1.3.6.1.4.1.140.300.9.2.12
tuxTulogMsgNumCtrl .1.3.6.1.4.1.140.300.9.2.13
tuxTulogProcNameCtrl .1.3.6.1.4.1.140.300.9.2.14
tuxTulogLmidCtrl
Syntax
DisplayString (SIZE(1..30))
Access
read-write
Description

Logical machine ID to qualify machine from where the userlog fileisread for tuxTulogTable.
By default, the ur.oc files from the local host are returned, in accordance to the uLocprx. TO
revert to the default setting, set this object to nu11.
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tuxTulogCtrl

tuxTulogPmidCtrl

Syntax

DisplayString (SIZE(1..30))

Access
read-write

Description

Physical machine name to qualify the source machine for userlog messages to belisted in
tuxTulogTable. By default, messages from all hosts within urog files qualified by
tuxTulogLmidctrl arereturned. To revert to the default setting, set this object to nu11.

tuxTulogMmddyyCtrl
Syntax

INTEGER

Access
read-write

Description

Date value to qualify userlog messages listed in tuxTulogTable. Default valueis current date.
To reset the value of the qualifier to its default, set this object to o.

tuxTulogTimeCtrl
Syntax

INTEGER

Access
read-write

Description

Starting time of the time range for which the userlog messagesarelisted in tuxTulogTable. This
number is calculated as under - “hrs* 10000 + mins* 100 + secs’. The default valueis o.
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tuxTulogEndTimeCtrl

Syntax

INTEGER

Access
read-write

Description

Ending time of the time range for which the userlog messages arelisted in tuxTulogTable. This
number is calculated as under - “hrs* 10000 + mins* 100 + secs’. By default, the maximum value
isconsidered. To revert to the default setting, set this object to o.

tuxTulogLineCtrl
Syntax

INTEGER

Access
read-write

Description

Beginning line number from which the userlog messages are listed in tuxTulogTable. By
default, all messages are returned. To revert to the default setting, set this object to o.

tuxTulogMsgCtrl
Syntax

DisplayString (SIZE(1..30))

Access
read-write
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tuxTulogCtrl

Description

Regular expression to qualify userlog messages listed in tuxTulogTable on the basis of the
message body. By default, all messages are listed. To revert to the default setting, set this object
tonull.

tuxTulogTptranldCtrl

Syntax

DisplayString (SIZE(1..78))

Access
read-write

Description

Vaueof tuxTpTranid to qualify messagesto be displayed in thein tuxTulogTable. By
default, all messages are returned. To revert to the default setting, set it to nu11.

tuxTulogXidCtrl
Syntax

DisplayString (SIZE(I..30))

Access
read-write

Description

Vaueof tuxTranxid to qualify messagesto bedisplayedinthein tuxTulogTable. By default,
all messages are returned. To revert to the default setting, set it tonuli.

tuxTulogPidCtrl
Syntax

INTEGER
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Access
read-write

Description

Value of process|d of the source to qualify messagesto be displayed in the tuxTulogTable. By
default, messages with any pid are listed. To revert to the default setting, set this object to o.

tuxTulogSeverityCtrl
Syntax

DisplayString (SIZE(I..30))

Access
read-write

Description

Regular expression to qualify userlog messagesto be listed in tuxTulogTable 0on the basis of
message severity, if any. By default, messageswith any severity arelisted. Torevert tothedefault
setting, set thisobject to nui11.

tuxTulogCatCtrl

Syntax

DisplayString (SIZE(1..30))

Access
read-write

Description

Regular expression to qualify userlog messages to belisted in tuxTulogTable on the basis of
the catalog name, if any. By default, messagesfrom all catalogsarelisted. Torevert to the default
setting, set this object to nul1.
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tuxTnetGrpThl

tuxTulogMsgNumCtrl

Syntax

INTEGER

Access
read-write

Description

Message number in catalog to qualify userlog messagesto belisted in tuxTulogTable. By
default, all message numbers are returned. To revert to the default setting, set this object to o.

tuxTulogProcNameCtrl

Syntax

DisplayString (SIZE(l .. 30))

Access
read-write

Description

Regular expression to qualify userlog messagesto belisted in tuxTulogTable on the basis of
the process name that generated the message, if known. By default, all messages arereturned. To
revert to the default setting, set this object tonul1.

tuxTnetGrpThi

The tuxTnetGrpTbl group contains objectsthat represent application characteristics of network
groups. Network groups are groups of logical machine IDs that can communicate over the
network address defined in the tuxTnetMapNaddr object inthe tuxTnetMapTbl table entry. For
row creation, a seT request with tuxTnetGrpName, tuxTnetGrpNo, and tuxTnetGrpPrio IS
required. tuxTnetGrpNo provides the index into thistable.
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Object Name Object ID

tuxTnetGrpName .1.3.6.1.4.1.140.300.28.1.1
tuxTnetGrpNo 1.3.6.1.4.1.140.300.28.1.2
tuxTnetGrpState .1.3.6.1.4.1.140.300.28.1.3
tuxTnetGrpPrio .1.3.6.1.4.1.140.300.28.1.4
tuxTnetGrpName
Syntax
DisplayString (SIZE(1..30))
Access
read-write
Description

Logical name of the network group. A group name isastring of printable characters and cannot
contain a pound sign (#), comma. (,), colon (:), or newline character. This object can be updated
only during row creation.

tuxTnetGrpNo

Syntax

INTEGER (1..8191)

Access
read-write

Description
Group identifier of the network group. This object can be updated only during row creation.
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tuxTnetMapThl

tuxTnetGrpState

Syntax

INTEGER { valid(l) | invalid(2) }

Access
read-write

Description

A GET request retrieves configuration information for the selected tuxTnetGrpTbl instance (or
instances). The following states indicate the meaning of the value that is returned:

GET: valid(1)
Theinstance is defined. This state isthe only valid state for this object.

SET: invalid(2)
Delete the selected tuxTnetGrpTbl instance from the application.

States not listed are not returned.

tuxTnetGrpPrio
Syntax

INTEGER (1..8191)

Access
read-write

Description

The priority band for this network group. All network groups that have an equivalent band
priority are used in parallel.

tuxTnetMapThl

Theinstances in the tuxTnetMapTbl associate tuxTmachineLmidsto an instancein the
tuxTnetGrpTbl. Therowsin thistableidentify whichlogica machinesbelong to which network
groups. For row creation, aseT request with at least tuxTnetMapNaddr isneeded. Theindex into
thistableis provided by tuxTnetMapGrpNo and tuxTnetMapLmid.
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Object Name Object ID

tuxTnetMapGrpName .1.3.6.1.4.1.140.300.33.1.1
tuxTnetMapGrpNo .1.3.6.1.4.1.140.300.33.1.2
tuxTnetMapLmid .1.3.6.1.4.1.140.300.33.1.3
tuxTnetMapState .1.3.6.1.4.1.140.300.33.1.4
tuxTnetMapNaddr .1.3.6.1.4.1.140.300.33.1.5
tuxTnetMapMinEncryptBit .1.3.6.1.4.1.140.300.33.1.6
tuxTnetMapMaxEncryptBit .1.3.6.1.4.1.140.300.33.1.7
tuxTnetMapGrpName
Syntax
DisplayString (SIZE(1..30))
Access
read-write
Description

Thelogical name of the network group. A group name isastring of printable characters and
cannot contain a pound sign (#), comma (,), colon (:), or anewline character.

tuxTnetMapGrpNo
Syntax

INTEGER (1..8191)

Access
read-write

Description
Identifier for thislogical network group. This object can be updated only during row creation.
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tuxTnetMapThl

tuxTnetMapLmid

Syntax

DisplayString (SIZE(1..30))

Access
read-write

Description

Logical machine name for this network mapping. This abject can be updated only during row
creation.

tuxTnetMapState
Syntax

INTEGER { valid(1l) | invalid(2) }

Access
read-write

Description

A GET reguest retrieves configuration information for the selected tuxTnetMapTbl instance (or
instances). The following states indicate the meaning of the value of tuxTnetMapstate that is
returned:

GET: valid(1l)
The instance is defined. This state isthe only valid state for this object.

SET: invalid(2)
Delete the selected tuxTnetMapTbl instance from the application. If any network links
are active asaresult of the mapping, they are disconnected. This disconnection can cause
astate change in tuxTBridgeTbl instances associated with the network links.

States not listed are not returned.
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tuxTnetMapNaddr

Syntax
DisplayString (SIZE(Z..256)) (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)

Access
read-write

Description

Specifies the complete network addressto be used by the BRIDGE process placed on the logical
machine asitslistening address. The listening address for a BRIDGE isthe means by whichiitis
contacted by other BRIDGE processes participating in a networked application, that is, if the
value of tuxTdomainOptions iSlan(1). If thestringisof theform oxhex-digits or
\\xhex-digits, it must contain an even number of valid hexadecimal digits. These forms are
tranglated internally into acharacter array containing the hexadecimal representation of the string
specified. For TCP/IP addresses, either the / / hostname: port OF #.#.#.#: port formatisused.

tuxTnetMapMinEncryptBit

Syntax

INTEGER { none(l) | 40-bit(2) | 128-bit(3) | unknown(4) }

Access
read-write

Description
Specifies the required level of encryption when establishing a network link to this machine.

none (1)
No encryption

40-bit(2) and 128-bit (3)
These values specify the encryption key length (in bits). If this minimum level of
encryption cannot be met, the attempt to establish the link fails.

The default valueisnone (1) . Modifications to this object do not affect network links that have
already been established.
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tuxTserverCtxtThl

tuxTnetMapMaxEncryptBit

Syntax

INTEGER {none(l) | 40-bit(2) | 128-bit(3) | unknown(4) }

Access
read-write

Description
Encryption can be negotiated up to the specified level when establishing a network link.

none (1)
No encryption

40-bit(2) and 128-bit (3)
These values specify the encryption key length (in bits).

Thedefault valueis128-bit (3). Modificationsto thisobject do not affect network linksthat are
aready established.

tuxTserverCtxtThl

The tuxTserverCtxtTbl group contains objects that represent configuration and run-time

characteristics of individua server dispatch contexts within an application. Thisgroup is defined
for both single-context and multi-context servers. For single-context servers, the object valuesin
thisgroup are repeated as part of the tuxTsrvrTbl group. The objectsinthisgroup areread-only.

These object values provide run-time tracking of statistics and resources associated with each
server dispatch context.

Object Name Object ID

tuxTserverCtxtGrp .1.3.6.1.4.1.140.300.34.1.1.10
tuxTserverCtxtServerID .1.3.6.1.4.1.140.300.34.1.1.20
tuxTserverCtxtContextID .1.3.6.1.4.1.140.300.34.1.1.30
tuxTserverCtxtCltLmId .1.3.6.1.4.1.140.300.34.1.1.40
tuxTserverCtxtCltPid .1.3.6.1.4.1.140.300.34.1.1.50
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Object Name Object ID

tuxTserverCtxtCltReply .1.3.6.1.4.1.140.300.34.1.1.60
tuxTserverCtxtCmtRet .1.3.6.1.4.1.140.300.34.1.1.70
tuxTserverCtxtCurConv .1.3.6.1.4.1.140.300.34.1.1.80
tuxTserverCtxtCurReqg .1.3.6.1.4.1.140.300.34.1.1.90
tuxTserverCtxtCurService .1.3.6.1.4.1.140.300.34.1.1.100
tuxTserverCtxtLastGrp .1.3.6.1.4.1.140.300.34.1.1.110
tuxTserverCtxtSvcTimeOut .1.3.6.1.4.1.140.300.34.1.1.120
tuxTserverCtxtTimeLeft .1.3.6.1.4.1.140.300.34.1.1.130
tuxTserverCtxtTranLev .1.3.6.1.4.1.140.300.34.1.1.140
tuxTserverCtxtGrp
Syntax
DisplayString (SIZE(I..30))
Access
read-only
Description
Logical name of the server group. Server group names cannot contain an asterisk (*), commay(,),
or colon (2).

tuxTserverCtxtServerlID

Syntax

INTEGER (SIZE(1..30000))

Access
read-only
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Description

tuxTserverCtxtThl

Unique (within the server group) server identification number.

tuxTserverCtxtContextID

Syntax

INTEGER (SIZE(-2..29999))

Access
read-only

Description

Identifier of this particular server context.

tuxTserverCtxtCItLmld

Syntax

INTEGER (STZE(ZI..30))

Access
read-only

Description

Logical machinefor theinitiating client or server. Theinitiating client or server isthe processthat
made the service request on which the server is currently working.

tuxTserverCtxtCItPid
Syntax

INTEGER

Access
read-only
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Description
UNIX system process identifier for the initiating client or server.

Limitation: This object isa UNIX-system-specific object that cannot be returned if the platform
on which the application is being run is not UNIX-based.

tuxTserverCtxtCItReply

Syntax

INTEGER { yes(l) | no(2) }

Access
read-only

Description

The initiating client or server is expecting areply (ves (1)) or isnot expecting areply (no (2)).

tuxTserverCtxtCmtRet

Syntax

INTEGER { complete(l) | logged(2) }

Access
read-only

Description
This object valueis the setting of the TP_COMMIT_CONTROL characteristic for this server.

See the description of the Oracle Tuxedo ATMI function tpscmt (3c) for details on this
characteristic.

tuxTserverCtxtCurConv

Syntax

INTEGER
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tuxTserverCtxtThl

Access
read-only

Description
Number of conversationsinitiated by this server through tpconnect () that are till active.

tuxTserverCtxtCurReq

Syntax

INTEGER

Access
read-only

Description
Number of requestsinitiated by this server through tpcall () or tpacall () that arestill active.
tuxTserverCtxtCurService

Syntax

DisplayString (SIZE (1..127))

Access
read-only

Description
Service name, if any, on which the server is currently working.
tuxTserverCtxtLastGrp

Syntax

INTEGER (1..29999)

Access
read-only

Oracle Tuxedo SNMP Agent MIB Reference 2-189



Description

Time left (in seconds), if any, for this server to process the current service request. A value of 0
for an active service indicates that no time out processing is being done.

See tuxTsveTbl: tuxTsvceTimeOut for more information.

tuxTserverCtxtSvcTimeOut

Syntax

INTEGER

Access
read-only

Description

Server group number (tuxTgroupTable: tuxTgroupNo) Of thelast service request made or
conversation initiated from this server outward.

tuxTserverCtxtTimeLeft

Syntax

INTEGER

Access
read-only

Description

Time left (in seconds) for this server to receive the reply for whichiit is currently waiting before
it will time out. This timeout can be atransactional timeout or a blocking timeout.

tuxTserverCtxtTranLev

Syntax

INTEGER
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beaEventFilters

Access
read-only

Description

Current transaction level for this server. 0 indicates that the server is not currently involved in a
transaction.

heaEventFilters

Y ou can use the Tuxedo event filters to define a subset of Tuxedo event natifications to be
generated for each Tuxedo domain being monitored. The beaEventFilters group consists of
the following object and group (table).

Object Name Object ID
beaEvtFilterTblStatus .1.3.6.1.4.1.140.300.14.1
beaEvtFilterTable .1.3.6.1.4.1.140.300.14.2

beaEvtFilterThIStatus

Syntax

INTEGER { sync(l) | dirty(2) }

Access
read-write

Description
When the agent starts, this object valueis adways sync (1) . If any change is done to
beaEvtFilterTable through sET requests, the value of thisobject becomesdirty (2) and the
changes made to beaEvtFilterTable do not take effect. The changes made to the
beaEvtFilterTable take effect only when you set the value of this object to sync (1). When
you set the value to sync (1), all changes since the last synchronization are applied to the
event-processing module.
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heaEvtFilterTahle

ThebeaEvtFilterTable group contains objects that represent all the event filters defined for
the SNMP Agent. The object values are used to determinethe collection of eventsto beforwarded
as SNMP trap notifications.

The columnar objects in the beaEvtFilterTable correspond to fieldsin the
TMEVENT_FILTER entriesin the Oracle SNMP Agent configuration file (beamgr . conf). For
more detail, see “Configuration Files’ in the Oracle SNMP Agent Administration Guide.

Note: Changesto thistable are applied only when beaEvtFilterStatus iSSetto sync(1).

Object Name Object ID
beaEvtFilterId 1.3.6.1.4.1.140.300.14.1.1.1
beaEvtAgentName .1.3.6.1.4.1.140.300.14.1.1.2
beaEvtExpr .1.3.6.1.4.1.140.300.14.1.1.3
beaEvtFilter .1.3.6.1.4.1.140.300.14.1.1.4
beaEvtFilterState .1.3.6.1.4.1.140.300.14.1.1.5
beaEvtFilterld
Syntax
DisplayString (SIZE(1..16))
Access
read-write
Description

A unigue identifier for the event filter within the filter table.

Note: Thisobject can be seT only during row creation.
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beaEventFilters

beaEvtAgentName

Syntax

DisplayString (SIZE (1..32))

Access
read-only

Description

Thislogical agent name of the agent supporting this filter. This object is provided only for user
convenience since the MIB only returns the event filters for the agent that was queried.

heaEvtExpr
Syntax

DisplayString (SIZE (l .. 255))

Access
read-write

Description

An event name expression, which isaregular expression. For the format of regular expressions,
see reference page tpsubscribe (3¢) in Oracle Tuxedo ATMI C Function Reference. For a
Tuxedo system event to be forwarded as an SNMP trap, its name should match this expression.
For alist of Tuxedo event names, seereference page EVENTS (5) in Oracle Tuxedo File Formats,
Data Descriptions, MIBs, and System Processes Reference. The default for this object is al
system events.

Examples
\.Sys.*
matches all system events. (This event name expression is the default.)
\.SysServer. *
matches all system events related to servers.

A value of noNE blocks all events from being forwarded by the selected agent and overrides any
other filter table entries for the same logical agent name.
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heaEvtFilter

Syntax

DisplayString (SIZE(1..255))

Access
read-write

Description

An event filter expression. Each Tuxedo event is accompanied by an FML buffer that contains
pertinent information about the event. The buffer’s contents are evaluated with respect to this
filter, if it is present. The filter must evaluate to TRUE or the event is not forwarded.

The SNMP Agent usesthis object asan argument to tpsubscribe () . For moreinformation, see
reference page tpsubscribe (3c) in Oracle Tuxedo ATMI C Function Reference.

Example
TA_EVENT_SEVERITY=='ERROR’ || TA_EVENT_SEVERITY=='WARN"’
TA_EVENT_SEVERITY!=='INFO’

TA_EVENT_LMID=='SITEl’

Thisfilter selects events with a severity of either ERROR or WARNING.

heaEvtFilterState
Syntax

INTEGER { active(l) | inactive(2) | invalid(3) }

Access
read-write

Description
This object denotes the current state of the event filter instance.

GET {active(l) |inactive(2)}
A GET operation retrieves configuration and run-time information for the selected
beaEvtFilterTbl instance(s). The following states indicate the meaning of a
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beaEvtFilterState returned in response to aceT request. States not listed are not
returned.

active(1l)

Thisfilter is being used.

inactive(2)

Thisfilter is not being used.

SET {active(l) |inactive(2) |invalid(3)}
A sET operation updates configuration and run-time information for the selected
beaEvtFilterTbl instance. The following states indicate the meaning of a
beaEvtFilterState SetinaseT request. States not listed cannot be set.

active (1)
Activate the event filter. Activating the event filter can be accomplished only when the
filter isin theinactive(2) state.

inactive(2)
Inactivate the event filter. Inactivating the event filter can be accomplished only when the
filter isin the active(1) state.

invalid(3)
Inactivate (if active) and remove this event filter.
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Domains MIB

The Domains MIB describes the interaction between Oracle Tuxedo domains. The term access
point defines an object through which you gain access to another object. Therefore, you access a
remote domain through a remote domain access point, and remote domains gain accessto alocal
domain through alocal domain access point.

The Domains MIB consists of the following groups.

Group Name Description

tuxDmAclTable Domains access control list
tuxDmConnectionTable Domain access points connection status
tuxDmExportTable Resources for exporting to remote domains
tuxDmImportTable Resources imported through access points
tuxDmLocalTable Definesalocal domain access point
tuxDmOsitpTable Definesthe local or remote OSI TP protocol
tuxDmPasswordTable Inter-domain authentication
tuxDmPrincipalMapTable For mapping principal names
tuxDmRemoteTable Remote domain configuration information
tuxDmResourcesTable Domains-specific configuration information
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Group Name Description

tuxDmRoutingTable Routing criteriainformation
tuxDmrPrincipalTable Configuration information for remote principal names
tuxDmSnaCRMTable SNA-CRM-specific configuration information
tuxDmSnaLinkTable Snax-specific configuration information
tuxDmSnaStackTable Defines SNA stack used by a specific SNA CRM
tuxDmTdomainTable Defines the TDomain specific configuration
tuxDmTransactionTable Information about transactions that span domains

tuxDmAcITable

The tuxbmaclTable group contains objects that represent access control information for

domains.
Object Name Object ID
tuxDmAclName .1.3.6.1.4.1.140.300. 80.1.1.10
tuxDmrAccessPointList .1.3.6.1.4.1.140.300. 80.1.1.20
tuxDmAclState .1.3.6.1.4.1.140.300. 80.1.1.30

tuxDmAcIName

Syntax

DisplayString (SIZE(l .. 15))

Access
read-only

Description
The access control list name.
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tuxDmAcITable

tuxDmrAccessPointList

Syntax

DisplayString (SIZE(1..1000))

Access
read-write

Description

Thelist of remote domain access points associated with this access control list.
tuxDmrAccessPointlist iSacomma-separated list of remote access point names (that is, the
value of the tuxDMRemoteDmAccessPoint object of avalid tuxpmremote object). Thelist can
contain up to 50 remote access point identifier elements. Setting the value of this object to “*”
means that all the remote domains in the configuration are associated with this entry. blank
string Means no remote access points are associated with thisentry. The default is- (equivalent
of NULL string).

tuxDmAclState

Syntax

INTEGER { valid(l) | invalid(2) }

Access
read-write

Description
This object denotes the current state of the tuxpmac1 instance.

GET requests:
valid(1l): tuxDmacl object is defined and inactive. This state isthe only valid state for
this group. ACL groups are never active.

SET requests:
invalid(2): Delete.
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tuxDmConnectionTable

The tuxDmConnectionTable Qroup contains objects that represent the status of connections
between domain access points.

Object Name Object ID

tuxDmConDmlAccessPoint .1.3.6.1.4.1.140.300.90.1.1.10
tuxDmConDmrAccessPoint .1.3.6.1.4.1.140.300. 90.1.1.20
tuxDmConDmType .1.3.6.1.4.1.140.300.90.1.1.30
tuxDmConState .1.3.6.1.4.1.140.300. 90.1.1.40
tuxDmConDmCurEncryptBits .1.3.6.1.4.1.140.300.90.1.1.50

tuxDmConDmlAccessPoint

Syntax

DisplayString (SIZE(1..24))

Access
read-only

Description
The name of the local domain access point that identifies the connection between the domains.
tuxDmConDmrAccessPoint

Syntax

DisplayString (SIZE(1..24))

Access
read-only

Description
The name of the remote domain access point that identifies the connection between the domains
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tuxDmConnectionTable

tuxDmConDmType

Syntax

INTEGER { tdomain (1)}

Access
read-only

Description
The type of domain, such as tdomain.

tuxDmConState

Syntax

INTEGER { active(l) | suspended(2) | initializing(3) | inactive(4) |
unknown (5) }

Access
read-only

Description

This object denotes the current state of the tuxbmConnection instance.

GET redquests:
active (1) : Theconnection isactive.

suspended (2) : The connection is awaiting retry.
initializing (3): The connectionisinitializing.

inactive (4): Thespecified domain access points are disconnected. (Returned in case of
Tuxedo 7.1 and later only.)

unknown (5) : The state cannot be determined.

SET requests:
active (1) : Connect the specified domain access points. If the current state is
suspended Of inactive, SET:active placesthe connection into the state initializing,
otherwise, thereis no change.
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inactive (4): Disconnect the specified domain access points and destroy the

tuxDmConnection object

tuxDmConDmCurEncryptBits

Syntax

INTEGER { enc-0-bit(l) | enc-40-bits(2)

Access

read-only

Description
This object is available when tuxbmCconDmType=tdomain.

Thelevel of encryption in use on this connection:

enc-0-bit (1)
No encryption

| enc-56-bits(3) | enc-128-bits(4)}

enc-40-bits (2), enc-56-bits(3), and enc-128-bits (4)
These values specify the encryption length (in bits).

tuxDmExportTable

3-6

The tuxbmExportTable group contains objects that represent local

to one or more remote domains through alocal access point.

resources that are exported

Object Name Object ID

tuxDmExpDmResourceName .1.3.6.1.4.1.140.300. 100.1.1.10
tuxDmExpDmlAccessPoint .1.3.6.1.4.1.140.300. 100.1.1.20
tuxDmExpState .1.3.6.1.4.1.140.300. 100.1.1.30
tuxDmExpDmAclName .1.3.6.1.4.1.140.300. 100.1.1.40
tuxDmExpDmConv .1.3.6.1.4.1.140.300. 100.1.1.50
tuxDmExpDmResourceType .1.3.6.1.4.1.140.300. 100.1.1.60
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tuxDmExportTable

Object Name Object ID

tuxDmExpDmRemoteName .1.3.6.1.4.1.140.300. 100.1.1.70
tuxDmExpDmInBufType .1.3.6.1.4.1.140.300. 100.1.1.80
tuxDmExpDmOutBufType .1.3.6.1.4.1.140.300. 100.1.1.90

tuxDmExpDmResourceName

Syntax

DisplayString (SIZE(I..15))

Access
read-only

Description

Thelocal resource name for entries of resource type service (the service name), gspace (the
gueue space name), and gqname (the queue name). For a service entry, the value of this object
corresponds to the value of an active tuxTsrvGrp: tuxTsvcName Object. Thisresourceis
exported to other domains with the same name or with the alias defined in the
tuxDmExpDmRemoteName Objects.

tuxDmExpDmIlAccessPoint

Syntax

DisplayString (SIZE(l .. 30))

Access
read-only

Description

Thelocal access point name. Setting this object to “*” meanstheresourceisavailable at al local
access points.
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tuxDmExpState

Syntax

INTEGER { valid(l) | invalid(2) }

Access
read-write

Description

This object denotes the current state of the tuxbmExport instance.

GET requests:
valid(1): The object exists.

SET requests:
invalid(2): Delete object.

tuxDmExpDmAcIName

Syntax

DisplayString (SIZE(I..15))

Access
read-write

Description

The name of a tuxpmac1 object to use for security on thislocal service. This object is not
permitted if tuxDmExpDmResourceType=gname.

tuxDmExpDmConv

Syntax

INTEGER { yes(l) | no(2) }

Access
read-only
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Description
Specifies whether thislocal serviceis conversational or not.

tuxDmExpDmResourceType

Syntax

INTEGER { service(l) | gspace(2) | gname(3)}

Access
read-only

Description
Specifies whether this entry isfor a service, gspace, or gname. The default isservice.
tuxDmExpDmRemoteName

Syntax

DisplayString (SIZE(1..127))

Access
read-write

Description

For entries of type service Or gspace, this object specifies the name exported through
non-topend remote access points.

tuxDmExpDmInBufType
Syntax

DisplayString (SIZE(1..513))

Access
read-write
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Description
Attributes available from remote access points of tuxDmExpDmResourceType=snax|ositp:
typel:subtype]l -Input buffer type, optionaly followed by subtype.

If this object is present, it defines the buffer type (and subtype) accepted. This object should be
defined for entries of tuxDmExpDmResourceType=service When accessis permitted from
remote access points using ositp With the UDT application context, or when using snax. This
object is not permitted if tuxbDmExpDmResourceType=gspace.

tuxDmExpDmOutBufType
Syntax

DisplayString (SIZE(l .. 513))

Access
read-write

Description
Attributes available from remote access points of tuxDmExpDmResourceType=snax|ositp:
typel:subtype] -Output buffer type, optionaly followed by subtype.

If this object is present, it definesthe buffer type (and subtype) output by the service. This object
should be defined for entries of tuxDmExpDmResourceType=service When accessis permitted
from remote access points using ositp with the UDT application context, or when using snax.
This object is not permitted if tuxbDmExpDmResourceType=gspace and gname.

tuxDmimportTable

The tuxbmImportTable group contains objects that represent remote resources that are
imported through one or more remote domain access points and made available to the local
domain through one or more local domain access points.

Object Name Object ID
tuxDmImpDmResourceName .1.3.6.1.4.1.140.300. 110.1.1.10
tuxDmImpDmrAccessPointList .1.3.6.1.4.1.140.300. 110.1.1.20
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tuxDmImportTable

Object Name Object ID
tuxDmImpDmlAccessPoint .1.3.6.1.4.1.140.300. 110.1.1.30
tuxDmImpState .1.3.6.1.4.1.140.300. 110.1.1.40
tuxDmImpDmAutoTran .1.3.6.1.4.1.140.300. 110.1.1.50
tuxDmImpDmConv .1.3.6.1.4.1.140.300. 110.1.1.60
tuxDmImpDmLoad .1.3.6.1.4.1.140.300. 110.1.1.70
tuxDmImpDmPrio .1.3.6.1.4.1.140.300. 110.1.1.80
tuxDmImpDmResourceType .1.3.6.1.4.1.140.300. 110.1.1.90
tuxDmImpDmRemoteName .1.3.6.1.4.1.140.300. 110.1.1.100
tuxDmImpDmRoutingName .1.3.6.1.4.1.140.300. 110.1.1.110
tuxDmImpDmTranTime .1.3.6.1.4.1.140.300. 110.1.1.120
tuxDmImpDmInBufType .1.3.6.1.4.1.140.300. 110.1.1.130
tuxDmImpDmOutBufType .1.3.6.1.4.1.140.300. 110.1.1.140
tuxDmImpDmteProduct .1.3.6.1.4.1.140.300. 110.1.1.150
tuxDmImpDmteFunction .1.3.6.1.4.1.140.300. 110.1.1.160
tuxDmImpDmteTarget .1.3.6.1.4.1.140.300. 110.1.1.170
tuxDmImpDmteQualifier .1.3.6.1.4.1.140.300. 110.1.1.180
tuxDmImpDmteRtgGroup .1.3.6.1.4.1.140.300. 110.1.1.190
tuxDmImpDmteRtgName .1.3.6.1.4.1.140.300. 110.1.1.200

tuxDmImpDmResourceName

Syntax

DisplayString (SIZE(1..127))

Access
read-only

Oracle Tuxedo SNMP Agent MIB Reference 3-11



Description

The remote resource name used for entries of resource type service (the service name, gspace
(the queue space name), and gname (the queue name). This resource isimported from remote
domains with the same name or with the alias defined in the t uxDmImpDmRemoteName Or
tuxDmImpDmte* Objects.

tuxDmImpDmrAccessPointList

Syntax

DisplayString (SIZE(l .. 15))

Access
read-only

Description

| dentifies the remote domain access point through which this resource should be imported. This
object value is acomma-separated failover domain list; it can contain up to three remote domain
access points. If thisobject is set to “*”, the resource can be imported from all remote access
points.

tuxDmimpDmlAccessPoint

Syntax

DisplayString (SIZE(1..15))

Access
read-only

Description

The name of thelocal domain access point through which thisimported resource should be made
available. If set to the null string, the resource is made available through all local domain access
points.
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tuxDmImpState

Syntax

INTEGER { valid(l) | invalid(2) }

Access
read-write

Description
This object denotes the current state of the tuxDmlImport instance.

GET requests:
valid(1): The object exists.

SET requests:
invalid(2): The object isdeleted. A state changeisalowed in the active or suspended
state and resultsin the invalid state.

tuxDmImpDmAutoTran

Syntax

INTEGER { yes(l) | no(2) }

Access
read-write

Description

When areguest is received for aresource that is not already within atransaction, this object
automatically starts atransaction for the resource. The default isno (2) .

tuxDmImpDmConv

Syntax

INTEGER { yes(l) | no(2) }

Access
read-write
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Description
A boolean value (yes or no) specifies whether the service is conversational.

tuxDmimpDmLoad

Syntax

INTEGER (1..32767)

Access
read-write

Description
The service load.

tuxDmimpDmPrio

Syntax

INTEGER (1..100)

Access
read-write

Description

The dequeuing priority. Service requests with ahigher priority are serviced first.

tuxDmimpDmResourceType

Syntax

INTEGER { service(l) | gspace(2) | gname(3)}

Access
read-write

Description
Specifies whether this entry isfor a service, gspace, or gname. The default isservice.
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tuxDmimpDmRemoteName

Syntax

DisplayString (SIZE(1..127))

Access
read-write

Description

For entries of type service Of gspace, this object specifies the name imported through
non-topend remote access points.

tuxDmImpDmRoutingName

Syntax

DisplayString (SIZE(l .. 15))

Access
read-write

Description
The name of a tuxbmRoutingTable object to use for routing criteriafor thisservice or

gspace.

tuxDmimpDmTranTime

Syntax

INTEGER (1..32767)

Access
read-write

Description

Transaction time value (in seconds) of transactions automatically started for this service or
gspace. Transactions are started automatically when arequest not in transaction modeisreceived
and the tuxDmImpbmAutoTran Object is set to yes.
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Limitation: Run-time updates to this object are not reflected in active requests.

tuxDmImpDminBufType

Syntax

DisplayString (SIZE(1..256))

Access
read-write

Description

Attributes available from remote access points of tuxbmRemoteDmType=snax|ositp:

typel[:subtype] - Input buffer type, optionally followed by subtype. If this object is present, it
defines the buffer type (and subtype) accepted. This object should be defined for entries of
DMRESOURCETYPE=service When accessis permitted to remote access points that use ositp
with the UDT application context, or that use snax. This object is not permitted if

tuxDmImpDmResourceType=gspace.

tuxDmImpDmOutBufType
Syntax

DisplayString (SIZE(1..256))

Access
read-write

Description
Attributes available from remote access points of tuxbDmRemoteDmType=snax|ositp:

tuxDmLocalTable

The tuxDmLocalTable group defines alocal domain access point. A local domain access point
is used to control accessto local services exported to remote domains and to control access to
remote services imported from remote domains.
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Object Name Object ID
tuxDmLclDmAccessPoint .1.3.6.1.4.1.140.300.120.1.1.10
tuxDmLclDmAccessPointID .1.3.6.1.4.1.140.300.120.1.1.20
tuxDmLc1DmSrvGroup .1.3.6.1.4.1.140.300.120.1.1.30
tuxDmLc1DmType .1.3.6.1.4.1.140.300.120.1.1.40
tuxDmLclState .1.3.6.1.4.1.140.300.120.1.1.50
tuxDmLc1DmAuditLog .1.3.6.1.4.1.140.300.120.1.1.60
tuxDmLclDmBlockTime .1.3.6.1.4.1.140.300.120.1.1.70
tuxDmLc1DmMaxRapTran .1.3.6.1.4.1.140.300.120.1.1.80
tuxDmLclDmMaxTran .1.3.6.1.4.1.140.300.120.1.1.90
tuxDmLclDmSecurity .1.3.6.1.4.1.140.300.120.1.1.100
tuxDmLc1lDmTlogDev .1.3.6.1.4.1.140.300.120.1.1.110
tuxDmLc1DmT1logName .1.3.6.1.4.1.140.300.120.1.1.120
tuxDmLclDmTlogSize .1.3.6.1.4.1.140.300.120.1.1.130
tuxDmLclDmConnectionPolicy .1.3.6.1.4.1.140.300.120.1.1.140
tuxDmLclDmRetryInterval .1.3.6.1.4.1.140.300.120.1.1.150
tuxDmLclDmMaxRetry .1.3.6.1.4.1.140.300.120.1.1.160
tuxDmLclDmConnPrincipalName .1.3.6.1.4.1.140.300.120.1.1.170
tuxDmLclDmMachineType .1.3.6.1.4.1.140.300.120.1.1.180
tuxDmLclDmBlobShmSize .1.3.6.1.4.1.140.300.120.1.1.190

tuxDmLcIDmAccessPoint

Syntax

DisplayString (SIZE(l .. 30))
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Access
read-only

Description

Thisobject valueisan identifier unique within the scope of tuxbmLocal and tuxbmRemote entry
names in the domain configuration.

tuxDmLcIDmAccessPoint

Syntax

DisplayString (SIZE(I..30))

Access
read-write

Description

The domain access point identifier. Thisidentifier is unique across all local and remote domain
access points.

tuxDmLcIDmSrvGroup

Syntax

DisplayString (SIZE(1..30))

Access
read-write

Description
The group in which the administrative servers and gateway processes of the local domain reside.

tuxDmLcIDmType

Syntax

INTEGER { tdomain(l) | ositp(2) | snax(3)}
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Access
read-write

Description

Thetypeof domain: tdomain for an Oracle Tuxedo domain, ositp for an OSl domain, and snax
for an SNA domain. The presence or absence of other objects depends on the value of this object.

tuxDmLclState
Syntax

INTEGER { valid(1l) | invalid(2) }

Access
read-write

Description

This object denotes the current state of the tuxDmL ocal instance.

GET requests:
valid(1): The object exists.

SET requests:
invalid(2): The object isdeleted.

tuxDmLcIDmAuditLog

Syntax
DisplayString (SIZE(Z..256)) (upto 78 bytesfor Oracle Tuxedo 8.0 or earlier)

Access
read-write

Description
The name of the audit log file for thislocal domain.
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tuxDmLcIDmBlockTime

Syntax

INTEGER (0..32767)

Access
read-write

Description

Specifies the maximum wait time allowed for ablocking call. The value sets amultiplier of the
SCANUNIT parameters specified in the tuxTdomain group. The value SCANUNIT *
tuxDmLc1DmBlockTime mMust be greater than or equal to scanun1T and less than 32,768
seconds. If this object is not specified, the default is set to the value of the
tuxDmLc1DmBlockTime Object specified in the tuxTdomain object. A timeout awaysimpliesa
failure of the affected request. Notice that the timeout specified for transactionsin the
tuxTdomain is always used when the request isissued within atransaction.

tuxDmLcIDmMaxRapTran

Syntax

INTEGER (0..32767)

Access
read-write

Description

The maximum number of remote domain access points that can be involved in asingle
transaction.

tuxDmLcIDmMaxTran

Syntax

INTEGER (0..32767)

Access
read-write
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Description

The maximum number of simultaneous transactions allowed on this local domain access point.
This number must be greater than or equal to the tuxTdomainMaxGeTT object in the tuxTdomain

group.

tuxDmLcIDmSecurity

Syntax

INTEGER { none(l) | app-pw(2) | dm-pw(3) | dm-user-pw(4) | te-clear(5) |
te-safe(6) | te-private(7)}

Access
read-write

Description
The type of security enabled on this domain. This object must be set to one of the following:

none (1)

No security is enabled.

app-pw (2)
Valid only when tuxbmRemoteDmType=tdomain. Application password-based security
is enabled.

dm-pw (3)
Vaid only when tuxbmRemoteDmType=tdomain. Domain password-based security is
enabled.

dm-user-pw(4)
Valid only when tuxbDmRemoteDmType=snax. Trandation of principal namesis enabled.

tuxDmLcIDmTlogDev
Syntax

DisplayString (SIZE(Z..256)) (upto 78 bytesfor Oracle Tuxedo 8.0 or earlier)

Access
read-write
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Description

The device (raw dlice) or file that contains the domain TLOG for thislocal domain access point.
The TLOG is stored as an Oracle Tuxedo system VTOC table on the device. For reliability, the
use of adevice (raw dlice) is recommended.

tuxDmLcIDmTlogName

Syntax

DisplayString (SIZE(1. .30))

Access
read-write

Description

Thedomain TLOG namefor thislocal domain access point. If morethan one TLOG existson the
same device, each TLOG must have a unigque name.

tuxDmLcIDmTlogSize
Syntax

INTEGER

Access
read-write

Description

The sizein pages of the TLOG for thislocal domain access point. Thissizeis constrained by the
amount of space available on the device identified in tuxbmL.c1TlogDev.

tuxDmLcIDmConnectionPolicy

Syntax

INTEGER { on-demand(l) | on-startup(2) | incoming-only(3)}
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Access
read-write

Description
Attributes available when tuxDmRemoteDmType=tdomain.

Specifies the conditions under which aloca domain gateway tries to establish a connectionto a
remote domain. Supported values are:

on-demand (1)
Means that a connection is attempted only when requested by either a client request to a
remote service or an administrative “connect” command. The default setting for this
object is on-demand. The on-demand policy providesthe equivalent behavior to previous
releases, in which this object was not explicitly available.

on-startup(2)
Means that a domain gateway attempts to establish a connection with its remote domain
access points at gateway server initialization time. Remote services, (that is, services
advertised by the domain gateway for thislocal access point) are advertised only if a
connection is successfully established to that remote domain access point. Therefore, if
there is no active connection to aremote domain access point, the remote services are
suspended. By default, this connection policy retriesfailed connections every 60 seconds,
however, you can specify adifferent valuefor thisinterval using the tuxpml.c1MaxRetry
and tuxDmLclDmRetryInterval Objects.

tuxDmLcIDmRetrylInterval

Syntax

INTEGER

Access
read-write

Description

The number of seconds between automatic attempts to establish a connection to remote domain
access points. The minimum value is 0 and the maximum value is 2147483647. The default
setting is 60. If tuxDmLclDmMaxRetry IS Set to O, setting tuxDmLclDmRetryInterval iSNOt
allowed.

Thisobject isvalid only when the tuxDbmLc1DmConnectionPolicy ObjectiSsetto on-startup.
For other connection policies, automatic retries are disabled.
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tuxDmLcIDmMaxRetry

Syntax

INTEGER

Access

read-write

Description

The number of times that a domain gateway tries to establish connections to remote domain
access points. The minimum value is 0 and the maximum isMax1.oNG . MAXLONG indicates that
retry processing is repeated indefinitely, or until a connection is established. For a connection
policy of on-startup, the default setting for tuxbmLc1MaxRetry iSMAXLONG. Setting this
object to 0 turns off the auto retry mechanism. For other connection policies, auto retries are
disabled.

The tuxbmlLc1MaxRetry Object isvalid only when the connection policy is on-startup.

tuxDmLcIDmConnPrincipalName

Syntax

DisplayString (SIzE(1..511))

Access

read-write

Description

3-24

The connection principal name identifier. This object value is the principa name used for
verifying theidentity of thislocal domain access point when establishing aconnectionto aremote
domain accesspoint. Thisobject only appliesto domains of type rpoma1n that are running Oracle
Tuxedo 7.1 or later software.

This object can contain a maximum of 511 characters (excluding the terminating null character).
If this object is not specified, the connection principal name defaults to the
tuxDmLclDmAccessPointId string for thislocal domain access point.

For default authentication plug-ins, if avalue is assigned to this object for thislocal domain
access point, it must be the same as the value assigned to the tuxbDmL.c1AccessPoint Id object
for thislocal domain accesspoint. If these values do not match, thelocal domain gateway process
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does not boot and the system generates the following userilog (3¢) message: “ERROR: Unable
to acquire credentials’.

tuxDmLcIDmMachineType

Syntax

DisplayString (SIZE(1..15))

Access
read-write

Description

Used for grouping domains so that encoding/decoding of messages between domains can be
bypassed. If no valueis specified, the default isto turn encoding/decoding on. If the value set for
this object is the same in both the pv_r.0car and the pM_rReEMOTE Section of a domain
configuration file, data encoding/decoding is bypassed. The value set for this object can be any
string value up to 15 charactersin length. The value is used only for comparison.

This object isvalid only when tuxbDmRemoteDmType=tdomain.

tuxDmLcIDmBlobShmSize

Syntax

INTEGER

Access
read-write

Description

Thisobject isrelevant only to local domain access point entries. It specifiesthe amount of shared
memory allocated to storing binary large object log information specific to ositp.

tuxDmOsitpTable

The tuxbmositpTable group contains objects that define the OS| TP protocol-related
configuration information for a specific local or remote domain access point.

Oracle Tuxedo SNMP Agent MIB Reference 3-25



Object Name Object ID

tuxDmOsiDmAccessPoint .1.3.6.1.4.1.140.300.130.1.1.10
tuxDmOsiDmState .1.3.6.1.4.1.140.300.130.1.1.20
tuxDmOsiDmApt .1.3.6.1.4.1.140.300.130.1.1.30
tuxDmOs iDmAeq .1.3.6.1.4.1.140.300.130.1.1.40
tuxDmOs iDmNwDevice .1.3.6.1.4.1.140.300.130.1.1.50
tuxDmOs iDmAcn .1.3.6.1.4.1.140.300.130.1.1.60
tuxDmOsiDmApid .1.3.6.1.4.1.140.300.130.1.1.70
tuxDmOsiDmAeid .1.3.6.1.4.1.140.300.130.1.1.80
tuxDmOs iDmUrch .1.3.6.1.4.1.140.300.130.1.1.90
tuxDmOsiDmMaxListeningEp .1.3.6.1.4.1.140.300.130.1.1.100
tuxDmOsiDmXatmiEncoding .1.3.6.1.4.1.140.300.130.1.1.110

tuxDmOsiDmAccessPoint

Syntax

DisplayString (SIZE(l .. 30))

Access
read-only

Description

The domain access point name for which this entry provides the protocol -specific configuration
information. This object matches the domain access point name given in the tuxpml.ocal or
tuxDmRemote entry that defines the protocol-independent configuration of the domain access
point.
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tuxDmOsiDmState

Syntax

INTEGER { valid(l) | invalid(2) }

Access
read-write

Description
This object denotes the current state of the tuxDmOsitp instance.

GET requests:
valid(1): The object exists.

SET requests:
invalid(2): The object is deleted.

tuxDmOsiDmApt
Syntax

DisplayString (SIZE(1..78))

Access
read-write

Description

The application process title of the domain access point in object identifier form.
tuxDmOsiDmAeq
Syntax

DisplayString (SIZE(1..78))

Access
read-write

Description
The application entity qualifier of the domain access point in integer form.
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tuxDmOsiDmNwDevice

Syntax

DisplayString (SIZE(1..78))

Access
read-write

Description

This object, which specifies the network device to be used, is relevant when it defines alocal
domain access point and ignored for a remote domain access point.

tuxDmOsiDmAcn

Syntax

INTEGER { atmi(1l) | udt(2) }

Access
read-write

Description

The application context nameto use with this domain access point. When you establish adialogue
to aremote domain access point, use the application context name from the remote domain access
point, if it is present. If the application context name from the remote domain access point is
absent, use the application context name from the local domain access point. The value xatmi
selects the use of the X\Open-defined xatmi Application Service Element (ASE) and encoding.
The value udt selects the use of the ISO/IEC 10026-5 User Data Transfer encoding.

tuxDmOsiDmApid
Syntax

INTEGER

Access
read-write
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Description

This optional object defines the application process-invocation identifier to be used on this
domain access point.

tuxDmOsiDmAeid

Syntax

INTEGER

Access
read-write

Description

Thisoptional object definesthe application entity-invocation identifier to be used on thisdomain
access point.

tuxDmOsiDmUrch

Syntax

DisplayString (SIZE(1..30))

Access
read-write

Description

This object specifies the user portion of the OSI TP recovery context handle. It can be required
by an OSI TP provider in order to perform recovery of distributed transactions after a
communication line or system failure.

Thisobject isrelevant for defining alocal domain access point and ignored for aremote domain
access point.

tuxDmOsiDmMaxListeningEp
Syntax

INTEGER (1..32767)
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Access
read-write

Description

This object specifies the number of endpoints awaiting incoming OS| TP dialogue. It isrelevant
for defining alocal domain access point and ignored for aremote domain access point.

tuxDmOsiDmXatmiEncoding

Syntax

INTEGER { cae(l) | preliminary(2) | oltp-tm2200(3) }

Access
read-write

Description

This object specifies the version of the XATMI protocol used to communicate with aremote
system. Valid values are; cae, preliminary, and oltp-tm2200.

This object is relevant for remote domain access points and ignored for local domain access
points.

tuxDmPasswordTabhle

The tuxDmPasswordTable group contains objects that represent configuration information for
inter-domain authentication through access points of type tdomain.

Object Name Object ID

tuxDmPasswdDmlAccessPoint .1.3.6.1.4.1.140.300.140.1.1.10
tuxDmPasswdDmrAccessPoint .1.3.6.1.4.1.140.300.140.1.1.20
tuxDmPasswdDmlPWD .1.3.6.1.4.1.140.300.140.1.1.30
tuxDmPas swdDmr PWD .1.3.6.1.4.1.140.300.140.1.1.40
tuxDmPasswdState .1.3.6.1.4.1.140.300.140.1.1.50
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tuxDmPasswordTable

tuxDmPasswdDmlAccessPoint

Syntax

DisplayString (SIZE(I..24))

Access
read-only

Description
The name of the local domain access point to which the password applies.

tuxDmPasswdDmrAccessPoint

Syntax

DisplayString (SIZE(I..24))

Access
read-only

Description
The name of the remote domain access point to which the password applies.

tuxDmPasswdDmIPWD
Syntax

DisplayString (SIZE(l .. 30))

Access
write-only

Description

The local password used to authenticate connections between the local domain access point
identified by tuxbmPasswdbmlAccessPoint and the remote domain access point identified by

tuxDmPasswdDmrAccessPoint.
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tuxDmPasswdDmrPWD

Syntax

DisplayString (SIZE(1..30))

Access
write-only

Description

The remote password used to authenticate connections between the local domain access point
identified by tuxbmPasswdbmlAccessPoint and the remote domain access point identified by

tuxDmPasswdDmrAccessPoint.

tuxDmPasswdState

Syntax

INTEGER { valid(1l) | invalid(2) | recrypt(3) }

Access
read-write

Description

This object denotes the current state of the tuxDmPassword instance.

GET requests:
valid(1): The object exists.

SET requests:
invalid(2): The object is deleted.

recrypt (3): Re-encrypt al passwords using a new encryption key.

tuxDmPrincipalMapTable

The tuxbmPrincipalMapTable group contains objectsthat represent configuration information
for mapping principal names to and from external principal names across access point of type

snax.
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tuxDmPrincipalMapTable

Object Name Object ID

tuxDmPrinMapDmlAccessPoint .1.3.6.1.4.1.140.300.150.1.1.10
tuxDmPrinMapDmrAccessPoint .1.3.6.1.4.1.140.300.150.1.1.20
tuxDmPrinMapDmlPrinName .1.3.6.1.4.1.140.300.150.1.1.30
tuxDmPrinMapDmrPrinName .1.3.6.1.4.1.140.300.150.1.1.40
tuxDmPrinMapDirection .1.3.6.1.4.1.140.300.150.1.1.50
tuxDmPrinMapState .1.3.6.1.4.1.140.300.150.1.1.60

tuxDmPrinMapDmIlAccessPoint

Syntax

DisplayString (SIZE(1..12))

Access
read-only

Description
Thelocal domain access point to which the principal mapping applies.

tuxDmPrinMapDmrAccessPoint

Syntax

DisplayString (SIZE(1..12))

Access
read-only

Description
The remote domain access point to which the principal mapping applies.
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tuxDmPrinMapDmIPrinName

Syntax

DisplayString (SIZE(I..12))

Access
read-only

Description
Thelocal principal name in the principal mapping.

tuxDmPrinMapDmrPrinName

Syntax

DisplayString (SIZE(I..12))

Access
read-only

Description
The remote principal name in the principal mapping.

tuxDmPrinMapDirection

Syntax

INTEGER { in(1l) | out(2) | both(3) }

Access
read-write

Description
The direction to which the principal mapping applies.

in(1)
Isincoming to this Oracle Tuxedo domain through the given remote domain access point
and local domain access point.
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tuxDmRemoteTable

out (2)
Is outgoing from this Oracle Tuxedo domain through the given local domain access point
and remote domain access point.

both(3)
Applies to both incoming to and outgoing from this Oracle Tuxedo domain through the
given local domain access point and remote domain access point.

tuxDmPrinMapState
Syntax

INTEGER { valid(l) | invalid(2) }

Access
read-write

Description
This object denotes the current state of the tuxbmpPrincipalMap instance.

GET requests:
valid(1): The object exists.

SET requests:
invalid(2): The object is deleted.

tuxDmRemoteTable

The tuxbmRemoteTable group contains objects that represent remote domain access point
configuration information. Local resources that can be exported through one or more local
domain access points are made accessible to a remote domain through a remote domain access
point. Similarly, remote resources are imported from aremote domain through a remote domain

access point.
Object Name Object ID
tuxDmRemoteDmAccessPoint .1.3.6.1.4.1.140.300.160.1.1.10
tuxDmRemoteDmAccessPointID .1.3.6.1.4.1.140.300.160.1.1.20
tuxDmRemoteType .1.3.6.1.4.1.140.300.160.1.1.30
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Object Name Object ID

tuxDmRemoteState .1.3.6.1.4.1.140.300.160.1.1.40
tuxDmRemoteDmCodePage .1.3.6.1.4.1.140.300.160.1.1.50
tuxDmRemoteDmMachineType .1.3.6.1.4.1.140.300.160.1.1.90

tuxDmRemoteDmAccessPoint

Syntax

DisplayString (SIZE(I..30))

Access
read-only

Description

The name of this tuxbmremote entry. This object value is an identifier unique within the scope
of tuxDmLocal and tuxDmRemote entry names in the domain configuration.

tuxDmRemoteDmAccessPointID

Syntax

DisplayString (SIZE(1..30))

Access
read-write

Description

The access point identifier. Thisidentifier is unique across al local and remote domain access
points.

tuxDmRemoteType

Syntax

INTEGER { tdomain(l) | ositp(2) | snax(3)}
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tuxDmRemoteTable

Access
read-write

Description
The type of domain:

tdomain (1)
An Oracle Tuxedo domain.

ositp(2)
An OS| domain.

snax (3)

An SNA domain.
The presence or absence of other objects depends on the value of this object.

tuxDmRemoteState

Syntax

INTEGER { valid(1l) | invalid(2)}

Access
read-write

Description
This object denotes the current state of the tuxbmRemote instance.

GET requests:
valid(1): The object exists.

SET requests:
invalid(2): The object isdeleted.

tuxDmRemoteDmCodePage

Syntax

DisplayString (SIZE(1. .20))

Access
read-write
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Description

Attributes available when tuxDmRemoteDmType=snax. The name of the default trandation
tables to use when translating requests and replies that are sent through this access point.

tuxDmRemoteDmMachineType

Syntax

DisplayString (SIZE(1..15))

Access
read-write

Description
Attributes available when tuxDmRemoteDmType=tdomain.

These objects are used for grouping domains so that encoding/decoding of messages between
domains can be bypassed. If it is not specified, the default isto turn encoding/decoding on. If the
valueset for thisobject isthe samein both thepv_r.ocar and the pv_rEmMOTE sectionsof adomain
configuration file, data encoding/decoding is bypassed. The value set for this object can be any
string value up to 15 charactersin length. The object valueis used only for comparison.

tuxDmResourcesTable

The tuxbDmResourcesTable group contains an object that represents Domains-specific
configuration information.

Object Name Object ID

tuxDmResourcesDmVersion .1.3.6.1.4.1.140.300.170.1.1.10

tuxDmResourcesDmVersion

Syntax

DisplayString (SIZE(1..30))

3-38 Oracle Tuxedo SNMP Agent MIB Reference



tuxDmRoutingTable

Access
read-only

Description

A user-supplied identifier for the Domains configuration.

tuxDmRoutingTable

The tuxbDmRout ingTable group contains objects that represent routing criteriainformation for
routing requests to a domain through a remote domain access point.

Object Name Object ID

tuxDmRoutingDmRoutingName .1.3.6.1.4.1.140.300.180.1.1.10
tuxDmRoutingDmBufType .1.3.6.1.4.1.140.300.180.1.1.20
tuxDmRoutingDmField .1.3.6.1.4.1.140.300.180.1.1.30
tuxDmRoutingDmFieldType .1.3.6.1.4.1.140.300.180.1.1.40
tuxDmRoutingDmRanges .1.3.6.1.4.1.140.300.180.1.1.50
tuxDmRoutingState .1.3.6.1.4.1.140.300.180.1.1.60

tuxDmRoutingDmRoutingName

Syntax

DisplayString (SIZE(1..15))

Access
read-only

Description
The name of the routing criteria table entry.
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tuxDmRoutingDmBufType

Syntax

DisplayString (SIZE(1..30))

Access

read-only

Description

List of types and subtypes of data buffers for which this routing entry isvalid.
typel[:subtypell[, subtype2...]][:type2[:subtype3[,subtyped...]]...]

A maximum of 32 type/subtype combinationsis allowed. The types are restricted to the
following: FML, XML, VIEW, X-C-TYPE, or X_COMMON. No subtype can be specified for
FML or XML ; subtypesarerequired for typesVIEW, X_C_TYPE, and X_COMMON (“*” isnot
allowed).

Note that subtype names should not contain semicolon (;), colon (:), comma.(,), or asterisk
(*)characters. Duplicate type/subtype pairs cannot be specified for the same routing criterion
name; more than one routing entry can have the same criterion name as long as the type/subtype
pairsare unique. If multiple buffer types are specified for asingle routing entry, the data types of
the routing field for each buffer type must be the same.

tuxDmRoutingDmField

Syntax

DisplayString (SIZE(1..30))

Access

read-write

Description

3-40

This object value is the routing field name. This field is assumed to be an FML buffer, XML
buffer, or VIEW field name that isidentified in an FML field table (using the FLDTBLDIR and
FIELDTBLS environment variables), or an FML VIEW table (using the VIEWDIR and
VIEWFILES environment variables), respectively. Thisinformation is used to get the associated
field value for data-dependent routing to an access point of a remote domain.
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tuxDmRoutingTable

For an XML buffer type, thisfield contains either a routing element type (or name) or arouting
element object name.

The syntax of this object for an XML buffer typeis asfollows:

root_element[/child_element] [/child_element] [/...][/@object_\
name]

The element is assumed to be an XML document or datagram element type. Indexing is not
supported. Therefore, the Oracle Tuxedo system recognizes only the first occurrence of agiven
element type when it processes an XML buffer for data-dependent routing. Thisinformation is
used to get the associated element content for data-dependent routing while sending a message.
The content must be a string encoded in UTF-8.

The object is assumed to be an XML document or datagram object of the defined element. This
information is used to get the associated object value for data-dependent routing while sending a
message. The value must be a string encoded in UTF-8.

The combination of element name and object hame can contain up to 30 characters.

tuxDmRoutingDmFieldType
Syntax
INTEGER { char(l) | short(2) | long(3) | float(4) | double(5) | string(6)}
Access
read-write
Description

Thetypecanbe char, short, long, float, double, OF string. Only onetypeisalowed. This
object valueis used only for routing XML buffers.

tuxDmRoutingDmRanges

Syntax

DisplayString (SIZE(1..1000))

Access
read-write
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Description

This object includes the ranges and associated server groups for the tuxbmRoutingFieldType
routing field. The format of the string is a comma-separated, ordered list of range/group name
pairs. A range/group pair has the following format:

lower [-upper] : raccesspoint

where 1ower and upper are assigned numeric values or character stringsin single quotes. 1ower
must belessthan or equal to upper. To embed asingle quotein acharacter string value, the quote
must be preceded by two backslashes (for example, *o\\ 'Brien’). Thevalue MIN can be used
to indicate the minimum value for the datatype of the associated field on the machine. The value
MAX can be used to indicate the maximum value for the data type of the associated field on the
machine. Thus, “m1n-5" isall numbersless than or equal to -5, and “ 6-max” isall numbers
greater than or equal to 6.

The meta-character “*” (wild-card) in the position of arangeindicates any values not covered by
the other ranges previously seenin the entry. Only one wild-card range is allowed per entry and
it should be the last range (ranges that follow it are ignored).

The routing field can be of any data type supported in FML. A numeric routing field must have
numeric range values and a string routing field must have string range values.

String range valuesfor string, carray, and character field types must be placed inside apair
of single quotes, and cannot be preceded by asign. The short and 1ong integer valuesare a
string of digits, optionally preceded by a plus or minus sign. Floating point numbers are of the
form accepted by the C compiler or atof (3): an optiond sign, then a string of digits (that
optionally containsadecimal point), then an optional e or & followed by an optional sign or space,
followed by an integer.

The raccesspoint parameter indicates the remote domain access point to which the request is
routed if the field matchesthe range. A raccesspoint of “*” indicates that the request can go
to any remote domain access point that imports the desired service.

tuxDmRoutingState
Syntax
INTEGER { valid(1l) | invalid(2)}
Access
read-write
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tuxDmrPrincipalTable

Description
This object denotes the current state of the tuxbmrRout ing instance.

GET requests:
valid(1): The object exists.

SET requests:
invalid(2): The object is deleted.

tuxDmrPrincipalTable

The tuxDmrPrincipalTable group contains objects that represent password configuration
information for remote principal names.

Object Name Object ID

tuxDmrPrincipalDmrAccessPoint .1.3.6.1.4.1.140.300.190.1.1.10
tuxDmrPrincipalDmrPrinName .1.3.6.1.4.1.140.300.190.1.1.20
tuxDmrPrincipalDmrPrinPasswd .1.3.6.1.4.1.140.300.190.1.1.30
tuxDmrPrincipalState .1.3.6.1.4.1.140.300.190.1.1.40

tuxDmrPrincipalDmrAccessPoint

Syntax

DisplayString (SIZE(I..24))

Access
read-only

Description
The remote domain access point to which the principal is applicable.

tuxDmrPrincipalDmrPrinName

Syntax

DisplayString (SIZE(1..24))

Oracle Tuxedo SNMP Agent MIB Reference 3-43



Access
read-only

Description
The remote principal name.

tuxDmrPrincipalDmrPrinPasswd

Syntax

DisplayString (SIZE(l .. 8))

Access
write-only

Description

The remote password used for the principal name when communicating through the remote
domain access point identified in tuxbmrPrincipalDmrAccessPoint.

tuxDmrPrincipalState

Syntax

INTEGER { valid(l) | invalid(2)}

Access
read-write

Description
This object denotes the current state of the tuxbmrPrincipal instance.

GET requests:
valid(1): The object exists.

SET requests:
invalid(2): The object is deleted.
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tuxDmSnaCRMTable

tuxDmSnaCRMTable

The tuxbDmsnaCRMTable group defines the SNM-CRM-specific configuration information for
the named local domain access point.

Object Name Object ID
tuxDmSnaCRMDmSNACRM .1.3.6.1.4.1.140.300.200.1.1.10
tuxDmSnaCRMDmlAccessPoint .1.3.6.1.4.1.140.300.200.1.1.20
tuxDmSnaCRMState .1.3.6.1.4.1.140.300.200.1.1.30
tuxDmSnaCRMDmNWAJAr .1.3.6.1.4.1.140.300.200.1.1.40
tuxDmSnaCRMDmNWDevice .1.3.6.1.4.1.140.300.200.1.1.50
tuxDMSnaCRMDmSNACRM
Syntax
DisplayString (SIZE(I..30))
Access
read-only
Description

This object is an identifier, unique within the scope of the SNA CRM entries in the domain
configuration, used to identify this SNA CRM entry.

tuxDMSnaCRMDmAccessPoint

Syntax

DisplayString (SIZE(1..30))

Access
write-only
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Description
The name of the local domain access point entry with which this SNA CRM is used.

tuxDMSnaCRMState
Syntax

INTEGER { valid(l) | invalid(2)}

Access
read-write

Description

This object denotes the current state of the tuxbmsnacruM instance.

GET requests:
valid(1): The object exists.

SET requests:
invalid(2): Theobject is deleted.

tuxDMSnaCRMDmNWAddr

Syntax
DisplayString (SIZE(1..256)) (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)

Access
read-write

Description

Specifies the network address for communication between the domain gateway of the local
domain access point and the SNA CRM.

tuxDMSnaCRMDmNWDevice
Syntax

DisplayString (SIZE(I..78))
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Access
read-write

Description

tuxDmSnalLinkTable

Specifies the network device to be used for communication between the domain gateway of the
local domain access point and the SNA CRM.

tuxDmSnaLinkTable

The tuxDmSnaLinkTable group contains objects that represent snax-specific configuration
information for a remote domain access point.

Object Name Object ID
tuxDmSnaLinkDmSNALink .1.3.6.1.4.1.140.300.210.1.1.10
tuxDmSnaLinkDmSNAStack .1.3.6.1.4.1.140.300.210.1.1.20
tuxDmSnaLinkDmrAccessPoint .1.3.6.1.4.1.140.300.210.1.1.30
tuxDmSnaLinkDmlSysID .1.3.6.1.4.1.140.300.210.1.1.40
tuxDmSnaLinkDmrSysID .1.3.6.1.4.1.140.300.210.1.1.50
tuxDmSnaLinkDmlUname .1.3.6.1.4.1.140.300.210.1.1.60
tuxDmSnaLinkDmMinWin .1.3.6.1.4.1.140.300.210.1.1.70
tuxDmSnaLinkDmModeName .1.3.6.1.4.1.140.300.210.1.1.80
tuxDmSnaLinkState .1.3.6.1.4.1.140.300.210.1.1.90
tuxDmSnal.inkDmSecType .1.3.6.1.4.1.140.300.210.1.1.100
tuxDmSnaLinkDmStartType .1.3.6.1.4.1.140.300.210.1.1.110
tuxDmSnaLinkDmMaxSNAsess .1.3.6.1.4.1.140.300.210.1.1.120
tuxDmSnaLinkDmMaxSyncLvl .1.3.6.1.4.1.140.300.210.1.1.130
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tuxDmSnaLinkDmSNALink

Syntax

DisplayString (SIZE(1..30))

Access
read-only

Description

Thisobject isan identifier, unique within the scope of the SNA LINK entries within the domain
configuration, used to identify rowsin this table.

tuxDmSnaLinkDmSNAStack
Syntax

DisplayString (SIZE(l .. 30))

Access
read-write

Description
The name of the snax stack entry to be used to reach this remote domain access point.

tuxDmSnaLinkDmrAccessPoint

Syntax

DisplayString (SIZE(I..30))

Access
read-write

Description

I dentifies the remote domain access point name for which this entry provides the snax
configuration data.
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tuxDmSnalLinkTable

tuxDmSnaLinkDmISysID

Syntax

DisplayString (SIZE(ZI..4))

Access
read-write

Description
Thelocal SY SID used when establishing an SNA link to the remote logical unit (LU).

tuxDmSnaLinkDmrSysID

Syntax

DisplayString (SIZE(I..4))

Access
read-write

Description
The remote SY SID used when establishing an SNA link to the remote logical unit (LU).

tuxDmSnaLinkDmlUname

Syntax

DisplayString (SIZE(l .. 8))

Access
read-write

Description
Specifiesthe logical unit (LU) name associated with the remote domain access point.
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tuxDmSnaLinkDmMinWin

Syntax

INTEGER

Access
read-write

Description
The minimum number of winner sessions to the remote LU.

tuxDmSnaLinkDmModeName

Syntax

DisplayString (SIZE(1..8))

Access
read-write

Description
Specifies the name associated with the session characteristics for sessions to the remote LU.

tuxDmSnalLinkState
Syntax

INTEGER { valid(l) | invalid(2)}

Access
read-write

Description
This object denotes the current state of the tuxbmsnalink instance.

GET requests:
valid(1): The object exists.

SET requests:
invalid(2): Theobject is deleted.

3-50 Oracle Tuxedo SNMP Agent MIB Reference



tuxDmSnalLinkTable

tuxDmSnaLinkDmSecType

Syntax

INTEGER { local(l) | identify(2) | verify(3) | persistent(4) | mixidpe(5) }

Access
read-write

Description

Specifiesthe type of SNA security to be used on sessionsto the remotelogical unit. Valid values
for thisobject are 1ocal, identify, verify, persistent, and mixidpe.

tuxDmSnaLinkDmStartType
Syntax

INTEGER { auto(l) | cold(2)}

Access
read-write

Description
Specifies the type of session start-up for the destination logical unit (LU).

auto (1)
The SNACRM, in conjunction with the domain gateway, chooseswhether to coLDSTART
or WARMSTART the LU.

cold(2)
Forcesa corpsTarT with the LU.

tuxDmSnaLinkDmSNAsess

Syntax

INTEGER (0..32767)

Access
read-write
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Description
Specifies maximum number of sessions to establish with the remote LU.

tuxDmSnaLinkDmMaxSyncLvl
Syntax

INTEGER (0..2)

Access
read-only

Description
The maximum SYNC LEVEL that can be support to this remote LU.

tuxDmSnaStackTable

The tuxbDmSnaStackTable group defines an SNA stack to be used by a specific SNA CRM.

Object Name Object ID

tuxDmSnaStackDmSnaStack .1.3.6.1.4.1.140.300.220.1.1.10
tuxDmSnaStackDmSnaCRM .1.3.6.1.4.1.140.300.220.1.1.20
tuxDmSnaStackDmStackType .1.3.6.1.4.1.140.300.220.1.1.30
tuxDmSnaStackDmlUname .1.3.6.1.4.1.140.300.220.1.1.40
tuxDmSnaStackDmTpName .1.3.6.1.4.1.140.300.220.1.1.50
tuxDmSnaStackDmStackParams .1.3.6.1.4.1.140.300.220.1.1.60
tuxDmSnaStackState .1.3.6.1.4.1.140.300.220.1.1.70

tuxDmSnaStackDmSnaStack
Syntax

DisplayString (SIZE(l .. 30))
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Access
read-only

Description

tuxDmSnaStackTable

The name of this tuxbmsnastack entry. This object is an identifier, unique within the scope of
the tuxbmsnastackTable in the domain configuration.

tuxDmSnaStackDmSnaCRM
Syntax

DisplayString (SIZE(1..30))

Access
read-write

Description

Identifies the tuxpmsnacrM table entry of the SNA CRM in which this SNA protocol stack

definition is used.

tuxDmSnaStackDmStackType
Syntax

DisplayString (SIZE(1..30))

Access
read-write

Description

Identifies the protocol stack to be used.

tuxDmSnaStackDmlUname

Syntax

DisplayString (SIZE(1..8))
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Access
read-write

Description
Specifies the LU name to be used on sessions established using this stack definition.

tuxDmSnaStackDmTpName

Syntax

DisplayString (SIZE(l .. 8))

Access
read-write

Description
Specifiesthe TP name associated with the SNA stack. A value of “*” means accept any TP hame.

tuxDmSnaStackDmStackParams

Syntax

DisplayString (SIZE(1..128))

Access
read-write

Description

Provides protocol stack specific parameters.

tuxDmSnaStackState
Syntax

INTEGER { valid(l) | invalid(2)}

Access
read-write
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Description
This object denotes the current state of the tuxbmsnastack instance.

GET requests:
valid(1): The object exists.

SET requests:
invalid(2): The object is deleted.

tuxDmTdomainTable

The tuxbmTdomainTable group defines the domain-specific configuration for alocal or remote
domain access point.

Object Name Object ID

tuxDmTdomainDmAccessPoint .1.3.6.1.4.1.140.300.240.1.1.10
tuxDmTdomainDmNwAddr .1.3.6.1.4.1.140.300.240.1.1.20
tuxDmTdomainState .1.3.6.1.4.1.140.300.240.1.1.30
tuxDmTdomainDmNwDevice .1.3.6.1.4.1.140.300.240.1.1.40
tuxDmTdomainDmCmpLimit .1.3.6.1.4.1.140.300.240.1.1.50
tuxDmTdomainDmFailOverSeq .1.3.6.1.4.1.140.300.240.1.1.60
tuxDmTdomainDmMinEncriptBits .1.3.6.1.4.1.140.300.240.1.1.70
tuxDmTdomainDmMaxEncriptBits .1.3.6.1.4.1.140.300.240.1.1.80

tuxDmTdomainDmAccessPoint

Syntax

DisplayString (SIZE(1..24))

Access
read-only
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Description

Thelocal or remote domain access point name for which this entry provides the
TDomain-specific configuration data.

When domain-level failover isin use, more than one tuxbmTdomainTable entry can be defined
with the same tuxTDmTdomainDmAccessPoint.

tuxDmTdomainDmNwAddr

Syntax

DisplayString (SIZE(I..24))

Access
read-only

Description
Specifies the network address associated with the access point.

For alocal domain access point, this object supplies the address used to listen for incoming
connections.

For aremote domain access point, this object supplies the destination used when you connect to
aremote domain access point.

The value of this object must be unique across all tuxbmTdomainTable Objects.

tuxDmTdomainState

Syntax

INTEGER { valid(l) | invalid(2) }

Access
read-write

Description
This object denotes the current state of the tuxbmTdomain instance.

GET requests:
valid(1): The object exists.
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SET requests:
invalid(2): Delete the object.

tuxDmTdomainDmNwDevice

Syntax

DisplayString (SIZE(l .. 78))

Access
read-write

Description
Specifies the network device used.
For alocal domain access point, this object specifies the device used for listening.

For aremote domain access point, this object specifies the device used to connect to the remote
domain access point.

tuxDmTdomainDmCmpLimit

Syntax

INTEGER

Access
read-write

Description

This object isrelevant to remote domain access points only. It specifies the threshold over which
compression occurs for traffic on connections to this access point.

tuxDmTdomainDmFailOverSeq

Syntax

INTEGER (0..32767)
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Access
read-write

Description

This object isrelevant to remote domain access points only. It specifies the position of this set of
addressing in the failover sequence for this remote domain access point. If no failover sequence
number is supplied, thefirst entry for thisremote domain access point is alocated the number 10
greater than the highest failover sequence number known for the remote domain access point.
Thus, thefirst entry gets 10, the second, 20, and so on.

tuxDmTdomainDmMinEncriptBits

Syntax

INTEGER { enc-0-bit(l) | enc-40-bits(2) | enc-56-bits(3) | enc-128-bits(4)}

Access
read-write

Description

This object isrelevant to remote domain access points only. When establishing a network link to
this access point, this object specifies the minimum level of encryption required.

enc-0-bit (1)
No encryption

enc-40-bits (2), enc-56-bits(3), and enc-128-bits (4)
These values specify the encryption length (in bits).

If this minimum level of encryption is not met, link establishment fails. The default valueis
enc-0-bit.
tuxDmTdomainDmMaxEncriptBits

Syntax

INTEGER { enc-0-bit(l) | enc-40-bits(2) | enc-56-bits(3) | enc-128-bits(4)}

Access
read-write
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Description

This object isrelevant to remote domain access points only. When establishing a network link to
this access point, this object specifies the maximum level of encryption required.

enc-0-bit (1)
No encryption

enc-40-bits(2), enc-56-bits(3), and enc-128-bits (4)
These values specify the encryption length (in bits).

The default valueis enc-128-bits.

Note: Modificationsto this object do not affect established connections.

tuxDmTransactionTable

The tuxDmTransactionTable group contains objects that represent information about
transactions that span domains. This object can be used to find out what remote domain access
points are involved in the transaction, the parent domain access point, the transaction state, and
other information.

Object Name Object ID
tuxDmTransactionDmlAccessPoint .1.3.6.1.4.1.140.300.260.1.1.10
tuxDmTransactionDmTpTranID .1.3.6.1.4.1.140.300.260.1.1.20
tuxDmTransactionState .1.3.6.1.4.1.140.300.260.1.1.30
tuxDmTransactionDmTxAccessPoint .1.3.6.1.4.1.140.300.260.1.1.40
tuxDmTransactionDmTxNetTranID .1.3.6.1.4.1.140.300.260.1.1.50
tuxDmTransactionDmBranchCount .1.3.6.1.4.1.140.300.260.1.1.60
tuxDmTransactionDmBranchIndex .1.3.6.1.4.1.140.300.260.1.1.70
tuxDmTransactionDmBranchNo .1.3.6.1.4.1.140.300.260.1.1.80
tuxDmTransactionDmrAccessPoint .1.3.6.1.4.1.140.300.260.1.1.90
tuxDmTransactionDmNetTranID .1.3.6.1.4.1.140.300.260.1.1.100
tuxDmTransactionDmBranchState .1.3.6.1.4.1.140.300.260.1.1.110
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tuxDmTransactionDmlAccessPoint

Syntax

DisplayString (SIZE(1..30))

Access
read-only

Description

The name of the local domain access point with which the transaction is associated. This object
isarequired field for ceT operations. For seT operations, this object must be specified.

tuxDmTransactionDmTPTranlD

Syntax

DisplayString (SIZE(1. .24))

Access
read-write

Description

The transaction identifier returned from tpsuspend (3c) mapped to astring representation. The
datain thisfield should not be interpreted directly by the user, except for equality comparison.
For seET operations, this object must be specified.

tuxDmTransactionState

Syntax
INTEGER { aborted(l) | abortonly(2) | active(3) | comcalled(4) | decided(5)
| done(6) | habort(7) | hcommit(8) | heuristic(9) | ready(10) | unknown(11)
| invalid(12) 1}

Access
read-write
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Description
This object denotes the current state of the tuxbmTransaction instance.

GET requests:
aborted(1): Thetransactionis being rolled back.

abortonly (2): The transaction has been identified for rollback.

active (3): Thetransaction is active.

comcalled (4): Thetransaction hasinitiated the first phase of commitment.
decided(5): Thetransaction has initiated the second phase of commitment.

done (6) : The transaction has completed the second phase of commitment.

habort (7): The transaction has been heuristically rolled back.

hcommit (8): The transaction has been heuristically committed.

heuristic (9): Thetransaction commitment or rollback has completed heuristically.

ready (10): Thetransaction has completed thefirst phase of atwo-phase commit. All the
participating groups and remote domains have completed the first phase of commitment
and are ready to be committed.

unknown (11) : It was not possible to determine the state of the transaction.

SET requests:
invalid(12): Forget the specified table entry. This state changeis only valid in states
HCOmmit and HABort.

tuxDmTransactionDmTxAccessPoint

Syntax

DisplayString (SIZE(1..30))

Access
read-only
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Description

If the transaction originated from aremote domain, this object value is the name of the remote
domain access point through which the transaction originated. If thetransaction originated within
this domain, this value is the name of the local domain access point.

tuxDmTransactionDmTxNetTranliD

Syntax

DisplayString (SIZE(1..78))

Access
read-only

Description

If the transaction originated from a remote domain, this object valueis the external transaction
identifier received from the remote domain access point through which the transaction originated.
If the transaction originated within this domain, the object contains the same value as the

tuxDmTransactionDmBranchCount

Syntax

INTEGER

Access
read-only

Description

The number of branchesto remote domain access pointsinvolved in thetransaction. For adomain
gateway that does not make branch information available, thisvalueis zero.

tuxDmTransactionDmBranchindex

Syntax

INTEGER

3-62 Oracle Tuxedo SNMP Agent MIB Reference



tuxDmTransactionTable

Access
read-only

Description
The index of the first branch-specific object values (tuxbmTransactionbmBranchNo,

tuxDmTransactionDmrAccessPoint, tuxDmTransactionDmNetTranID, and
tuxDmTransactionDmBranchState) corresponding to this object.

tuxDmTransactionDmBranchNo

Syntax

INTEGER

Access
read-only

Description
The branch number of the participating branch (numbered from zero).
tuxDmTransactionDmrAccessPoint

Syntax

DisplayString (SIZE(l .. 30))

Access
read-only

Description
The name of the remote domain access point for this branch.

tuxDmTransactionDmNetTraniD

Syntax

DisplayString (SIZE(I..78))
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Access
read-only

Description

The external transaction identifier used with the remote domain access point for this branch.
Some types of domain gateways do not return thisinformation; in this scenario, this object is set
to the empty string. For example, TDomains uses the local transaction identifier in
tuxDmTransactionDmTpTranID for branchesto remote domain access pointsand setsthisvalue
to the empty string.

tuxDmTransactionDmBranchState

Syntax
INTEGER { aborted(l) | abortonly(2) | active(3) | comcalled(4) | decided(5)
| done(6) | habort(7) | hcommit(8) | heuristic-hazard(9) |
heuristic-mixed(10) | ready(1l) | unknown(12) }

Access
read-write

Description

A cET operation retrieves run-timeinformation for the transaction branch (when theinformation
isavailable for a particular domain gateway type).

GET requests:
ABorteD (1) : Thetransaction branch is being rolled back.

ABortonly (2): The transaction branch has been identified for rollback.

ACTive (3): Thetransaction branch is active.

coMcalled (4): Thetransaction branch hasinitiated the first phase of commitment.
DECided (5) : The transaction branch hasinitiated second phase of commitment.
DONe (6) : The transaction branch has completed the second phase of commitment.
HABort (7): Thetransaction has been heuristically rolled back.

HCommit (8) : The transaction has been heuristically committed.
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Heuristic HaZzard(9): Communicationsfor the transaction branch failed and it has not
been determined if rollback completed successfully.

Heuristic MIxed(10): The transaction commitment or rollback for the transaction
branch has completed and the remote domain has reported that the state of some of the
resources used for the commitment or rollback is not consistent with the outcome of the
transaction.

REAdy 11): Thetransaction has completed thefirst phase of atwo-phase commit. All the
participating groups and remote domains have completed the first phase of commitment
and are ready to be committed.

UNKnown (12) : The state of the transaction could not be determined.
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Oracle Domain List MIB

The Oracle Domain List MIB consists of one group name beabomainList. Thisgroup contains
objects that represent the information about the Oracle Tuxedo domain that the Tuxedo SNMP
agent is monitoring, as specified at startup. Note that row creation is not allowed in thisMIB
group, and that aminimal tuxconfig file must exist before you can start the agent.

The beaDomainList MIB group consists of the following objects.

Object Name Object ID

beaDomainKey .1.3.6.1.4.1.140.305.1.1
bealogicalAgentName .1.3.6.1.4.1.140.305.1.2
beaDomainId .1.3.6.1.4.1.140.305.1.3
beaDomainTuxdir .1.3.6.1.4.1.140.305.1.4
beaDomainTuxconfig .1.3.6.1.4.1.140.305.1.5
beaDomainStatus 1.3.6.1.4.1.140.305.1.6

heaDomainKey

Syntax

INTEGER (32769..262143)
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Access
read-only

Description

Numeric key for the well-known addressin a Tuxedo system bulletin board. In asingle-processor
environment, thiskey namesthe bulletin board. In amulti-processor environment, thiskey names
the message queue of the Distinguished Bulletin Board Liaison (DBBL). Thiskey is used asthe
basis for deriving the names of resources other than the well-known address, such as the names
for the bulletin boards throughout the application.

bealogicalAgentName

Syntax

DisplayString (SIZE(I..32))

Access
read-only

Description
Thelogical agent name of the agent as specified in the -1 option when the Tuxedo SNMP agent
was started (UNIX systems). On Windows NT systems, thelogical agent nameisthe name of the
Windows NT service used to start the agent. This nameisthe name of the agent that monitorsthe
domain. If there are multiple SNM P agents running on a managed node, this name needs to be
appended to the community string with an @ sign when sending an SNMP request to the agent.
For example, if there are two logical agents simp_snmpd and bank_snmpd, the default
communities used to query values from these agents would be pub1ic@simp_snmpd and
public@bank_snmpd, respectively. To run multiple agents on the same managed node, they
must be run as subagents (without the -s option) with the Oracle SNMP Agent Integrator.

heaDomainid

Syntax

DisplayString (SIZE(I..30))

Access
read-only
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Description

This object isthe Oracle domain identifier of the domain being managed by this agent. This
object is optional.

heaDomainTuxdir

Syntax
DisplayString (SIZE(Z..256)) (upto 78 bytesfor Oracle Tuxedo 8.0 or earlier)

Access
read-only

Description

The tuxdir valuefor the domain being managed by thisagent. tuxdi r isthe absolute pathname
to the directory where the Tuxedo software is found on the master machine.

heaDomainTuxconfig

Syntax
DisplayString (SIZE(1..256)) (up to 64 bytesfor Oracle Tuxedo 8.0 or earlier)

Access
read-only

Description
Theabsolutelocation, including filename, for the configuration file of the domain being managed

by this agent.
heaDomainStatus

Syntax

INTEGER { active(l), inactive(2) }

Access
read-only
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Description

This object represents the current state of the domain being managed. The states and their
interpretation are the same asfor tuxTdomainstate.
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CORBA Interface MIB

The CORBA Interface MIB definesthe Common Object Request Broker Architecture (CORBA)

interface groups and objects specific to Oracle Tuxedo 8.0 or later applications. The CORBA

Interface MIB consists of the following groups:

Group Name

Description

tuxFactoryTable

This group contains objects that represent
occurrences of factories registered with the
FactoryFinder. The available factories for the
Tuxedo 8.0 or later application are reflected in this
MIB group.

tuxInterfaceTable

This group contains objects that represent the
configuration and run-time characteristics of
CORBA interfaces at both the domain and server
group levels.

tuxLclInterfaceTable

The object instances in this group return local
tuxInterfaceTable objectsfortheloca hoston
which Oracle SNMP Agent is running.
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Group Name Description

tuxIfQueueTable The object instances in this group represent the
run-time characteristics of an interface for a
particular server queue (tuxTqueue).

tuxLclIfQueueTable The object instancesin this group represent thelocal
objects of tuxIfQueueTable instances. These
values are specific to the host on which Oracle
SNMP Agent is running.

In addition to the objects in these groups, the “Core MIB” on page 2-1 contains the following
CORBA interface specific objects:

® tuxMaxObjects

® tuxMaxInterfaces

® tuxCurInterfaces

e tuxHwInterfaces

® tuxMachineMaxObjects

® tuxMachineCurObjects

® tuxMachineHwObjects

® tuxSrvrCurObjsExt

® tuxSrvrCurInterfaceExt
® tuxTranGstate

For more information on these objects, see “Core MIB” on page 2-1.

tuxFactoryTable

The tuxFactoryTable group contains objects that represent occurrences of factories registered
with the FactoryFinder.

Object Name Object ID
tuxFactorySerNo .1.3.6.1.4.1.140.300.48.1.1
tuxFactoryId .1.3.6.1.4.1.140.300.48.1.2
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Object Name

Object ID

tuxFactoryIfName

.1.3.6.1.4.1.140.300.48.1.3

tuxFactoryState

.1.3.6.1.4.1.140.300.48.1.4

tuxFactorySerNo

Syntax

INTEGER

Access
read-only

Description

This object is the running number used as the index to instances in thistable.

tuxFactoryld
Syntax

DisplayString (SIZE(l .. 256))

Access
read-only

Description
The registered 1D for the factory.

tuxFactorylfName

Syntax

DisplayString (SIZE(1..128))

Access
read-only
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Description

Thefully qualified interface name used asthe interface repository ID for the factory. The format
of this name depends on the options specified in the Interface Definition Language (IDL) that
generatestheinterfaceimplementation. For details, consult the CORBA 2.1 specification, section
7.6.

tuxFactoryState

Syntax

INTEGER { active(l) }

Access

read-only

Description

A GET operation retrieves run-time information for the selected tuxFactoryTable instance or
instances. Thereturned valueis 1 (active) if the instance is registered with the FactoryFinder.

tuxInterfaceTable

5-4

The tuxInterfaceTable group contains objects that represent configuration and run-time
characteristics of CORBA interfacesat both the domain and server group levels. Therearecertain
semantic differences in the objects of this group between domain level and server group level
instances, as explained in the following discussions for tuxInterfaceTable.

tuxinterfaceTable

A domainlevel tuxInterfaceTable instanceisnot associated with a Server group. Inthiscase,
its tuxI fsrvGrp object hastheinvalid value *.

A server group level instance has an associated Server group. In this case, its tuxI£srvGrp
object hasavalid server group name for the domain. This server group level representation of an
interface also provides a container for managing the interface state (the tux1fstate object) and
for collecting accumul ated statistics.

Every CORBA interface that is activated in a server must have a server group level
tuxInterfaceTable instance. The activation of interfacesin a server is controlled by the state
of a tuxIfoueue instance for the interface. Activation of a tuxIfoueue instance causes its
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objectsto beinitialized with values specified for the associated server group level
tuxInterfaceTable instance. If such an instance does not already exist, then oneis
dynamically created. Thisdynamically created server group level tuxInterfaceTable instance
isinitialized with the objects of thedomain level tuxInterfaceTable instancefor theinterface,
if one exists. If an associated domain level instance does not exist, system-specified default
configuration values are used. After they are activated, interfaces are always associated with a
server group level tuxInterfaceTable instance.

The specification of configuration objectsfor interfacesat any level isoptional. Interfaces offered
by a server areidentified through the ICF file used for generating skeletons. The interfaces are
advertised automatically by the system when the server is activated.

tuxinterfaceTable Objects

The following table lists the objects within the tuxInterfaceTable.

Object Name Object ID

tuxIfSerNo .1.3.6.1.4.1.140.300.53.1.1.1
tuxIfName .1.3.6.1.4.1.140.300.53.1.1.2
tuxIfSrvGrp .1.3.6.1.4.1.140.300.53.1.1.3
tuxIfState .1.3.6.1.4.1.140.300.53.1.1.4
tuxIfAutoTran .1.3.6.1.4.1.140.300.53.1.1.5
tuxIfLoad .1.3.6.1.4.1.140.300.53.1.1.6
tuxIfPrio .1.3.6.1.4.1.140.300.53.1.1.7
tuxIfTimeout .1.3.6.1.4.1.140.300.53.1.1.8
tuxIfTranTime .1.3.6.1.4.1.140.300.53.1.1.9
tuxIfFbRoutingName .1.3.6.1.4.1.140.300.53.1.1.10
tuxIfLmid .1.3.6.1.4.1.140.300.53.1.1.11
tuxIfNumServers .1.3.6.1.4.1.140.300.53.1.1.12
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Object Name Object ID

tuxIfTpPolicy .1.3.6.1.4.1.140.300.53.1.1.13

tuxIfTxPolicy .1.3.6.1.4.1.140.300.53.1.1.14

tuxIfSerNo

Syntax

INTEGER

Access
read-only

Description

This object value is the running number used as an index to instances in thistable.

tuxIfName

Syntax

DisplayString (SIZE(1..128))

Access
read-only

Description

Thefully qualified interface name used astheinterface ID. The format of thisnameis one of the
options specified in the IDL that generates the interface implementation. For details, consult the
CORBA 2.1 specification, Section 7.6.

tuxIfSrvGrp
Syntax

DisplayString (SIZE(l .. 30))
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Access
read-write

Description

The server group hame. Server group hames cannot contain an asterisk, comma, or colon. An
asterisk (») specified as avalue for this object specifies adomain level instance.

Note: Thisobject can be seT only during creation of a new row.

tuxlifState
Syntax

INTEGER { active(l), inactive(2), suspended(3), partitioned(4), invalid(5),
reactivate(6) }

Access
read-write

Description

The semantics for ceT and seT requests differ between server group and domain level instances
as noted in the following list.

GET:{active(l) |inactive(2) | suspended(3) |partitioned(4)}
A GET request retrieves configuration information for the selected tuxInterfaceTable
instance or instances. The only states that can be returned are: active, inactive,
suspended, partitioned.

active (1)
The tuxInterfaceTable instanceis defined and at least one corresponding
tuxIfQueueTable instanceisin the active state. For a server group level
tuxInterfaceTable instance, corresponding tuxIfQueueTable instances are those
with matching tux1fName and tuxIfsrvGrp objects. For adomain level
tuxInterfaceTable instance, corresponding tuxIfQueueTable instances are those
with matching tux1fName value regardless of their tux1fsrvcerp value.

inactive (2)
The tuxInterfaceTable instance is defined and there are no corresponding
tuxIfQueueTable instancesin any active state.
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suspended (3)
The tuxInterfaceTable instance is defined and among all corresponding
tuxIfQueueTable instances, there are nonein the active state and at least one in the
suspended state.

partitioned(4)
The tuxInterfaceTable instanceis defined and among all the corresponding
tuxIfQueueTable instances, there are none in the active state, none in the suspended
state, and at least one in the partitioned state.

SET: {invalid(5) |active(l) |inactive(2) |reactivate(6) |suspended(3)}
A sET request updates run-time and configuration information for the selected
tuxInterfaceTable instance. Modifications can affect more than one server group
when domain level changes are made, and run-time modifications can affect more than
oneserver if multiple serversare currently offering aninterface. Only thefollowing values
can be used in asET request: invalid, active, reactivate, Of suspended.

invalid(5)
Deletethe tuxInterfaceTable instancefor the application. This state changeisallowed
only when theinstance isin the inactive state.

active (1)
Activate the tuxInterfaceTable instance for the application. Setting this state on a
domain level instance has the effect of activating all corresponding tuxIfQueueTable
instancesthat are currently suspended throughout the domain. Setting this state on aserver
group level instance affects only serverswithin the group offering theinterface. This state
changeis allowed only when the instance is in the suspended state. A successful return
leavesthe abject inthe active (1) state.

reactivate (6)
Resactivates the tuxInterfaceTable instance. Setting this state on a domain level
instance has the effect of activating all corresponding tuxIfQueueTable instances that
are currently suspended throughout the domain. Setting this state on a server group level
instance affects only serverswithin the group offering the interface. This state change is
allowed only when theinstanceisinthe active (1) or suspended (3) state. Successful
return leavesthe instance inthe active (1) state. Setting this state permits global
activation of tuxIfQueueTable instances suspended at the server group level without
having to individually activate each server group level tuxInterfaceTable instance.

suspended (3)
Suspend the tuxInterfaceTable instance. Setting this state on the domain level object
has the effect of suspending all corresponding tuxIfQueueTable instancesthat are
currently active throughout the domain. Setting this state on a server group level instance
affects only serverswithin the group offering the interface. This state changeis permitted
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only intheactive (1) state. Successful return leaves the object in the suspended (3)
state.

Note: Dynamic advertisement of interfaces (that is, state change from inactive (2) or
invalid(5) toactive (1)) isnot supported, nor is removal of advertisement (that is,
state change from active (1) t0 inactive (2)).

tuxIfAutoTran

Syntax

INTEGER { yes(l), no(2) }

Access
read-write

Description
Signifieswhether atransaction isautomatically started for invocati ons made outside atransaction
context.

This object has the following limitations:

e Run-time updates to this object are not reflected in active equivalent tuxInterfaceTable
instances.

e The tuxTfTxPolicy oObject can override the value specified for this object in the
UBBCONFIG file. If tuxIfTxPolicy iSalways (1), atuxIfAutoTran vaueof no(2) has
no effect at run-time. Behavior is as though the setting were yes (1) . If tuxIfTxPolicy iS
never (2), an tuxIfAutoTran vValue of yes (1) hasno effect. The interfaceis never
involved in atransaction. If tuxIfTxPolicy iSignore (4), an tuxIfAutoTran vaue of
yves (1) hasno effect. Theinterface is never involved in atransaction.

tuxlfLoad
Syntax

INTEGER (1..32767)

Access
read-write
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Description

This object imposestheindicated |oad on the system. Interface |oads are used for |oad-balancing.
That is, queues with higher enqueued workloads are less likely to be chosen for a new request.

Note: Run-time updates to this object for domain level instances do not affect corresponding
server group level instances for the same interface.

tuxIfPrio

Syntax

INTEGER (1..100)

Access
read-write

Description

Dequeueing priority. If multipleinterface requestsare waiting on aqueuefor servicing, the higher
priority requests are handled first.

Note: Run-time updates to this object for domain level instances do not affect corresponding
server group level instances for the same interface.

tuxlfTimeout

Syntax

INTEGER

Access
read-write

Description

Thetime limit (in seconds) for processing individual method invocations for thisinterface.
Serversthat process method invocationsfor thisinterface are terminated abortively if they exceed
the specified time limit in processing the request. A value of O for this object indicates that the
server should not be terminated abortively.

Note: Run-time updates to this object for domain level instances do not affect corresponding
server group level instances for the same interface.
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tuxIlfTranTime

Syntax

INTEGER

Access
read-write

Description

Transaction timeout value in seconds for transactions automatically started for this
tuxInterfaceTable instance. Transactions are started automatically when areguest not in
transaction mode is received and the tuxIfautoTran object value for theinterfaceisyes (1) .

Note: Run-time updates to this object for domain level instances do not affect corresponding
server group level instances for the same interface.

tuxIfFbRoutingName

Syntax

DisplayString (SIZE(1..15))

Access
read-write

Description
The factory-based routing criteria associated with this interface.

Note: Thisobject canbeset only foradomainlevel tuxInterfacerable instance, thatis, only
if tuxIfSrvGrp is*.

tuxIfLmid
Syntax

DisplayString (SIZE(l .. 30))

Access
read-only
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Description

Current logical machine with which the active equivalent server group level
tuxInterfaceTable instance, is associated. This object value isnuLL for domain level
instances.

tuxIfNumServers

Syntax

INTEGER

Access
read-only

Description
The number of corresponding servers that offer this interface.

tuxIfTpPolicy
Syntax

INTEGER { method(l), transaction(2), process(3) }

Access
read-only

Description

The TP framework deactivation policy. This object value reflects the policy registered with the
framework at server startup. The first server to register with the interface setsthe valuein
tuxInterfaceTable. Thisvaue cannot be changed.

tuxIfTxPolicy
Syntax

INTEGER { always(l), never(2), optional(3), ignore(4) }

Access
read-only
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Description

tuxLclinterfaceTable

The transaction policy for the interface. This object value affects the tuxIfautoTran object.
This policy is set by the application developer and is registered when the server starts.

tuxLclinterfaceTable

The tuxLclInterfaceTable group returns values for the local host on which Oracle SNMP
Agent isrunning. The following table lists the columnar objects that comprise each row

(instance) in the group.

Object Name Object ID
tuxLclIfSerNo .1.3.6.1.4.1.140.300.53.2.1.1
tuxLclIfName .1.3.6.1.4.1.140.300.53.2.1.2
tuxLclSrvGrp .1.3.6.1.4.1.140.300.53.2.1.3
tuxLclIfNcompleted .1.3.6.1.4.1.140.300.53.2.1.4
tuxLclIfNqueued .1.3.6.1.4.1.140.300.53.2.1.5
tuxLcllfSerNo
Syntax
INTEGER
Access
read-only
Description

This object value is the running number, which is used as an index into the table.

tuxLcllfName

Syntax

DisplayString (SIZE(1..128))
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Access
read-only

Description

Thefully qualifiedinterface name used astheinterfacerepository 1D for theinterface. The format
of this name depends on the options specified in the IDL that generates the interface
implementation. For details, see the CORBA 2.1 Specification Section 7.6 [CORBA].

tuxLcllfSrvGrp
Syntax

DisplayString (SIZE(I..30))

Access
read-only

Description

The server group hame. Server group hames cannot contain an asterisk, comma, or colon. A value
of » for this object indicates adomain level interface.

tuxLcllfNcompleted

Syntax

INTEGER

Access
read-only

Description

The number of method invocations completed for the corresponding tuxI fQueueTable
instances since they were initialy offered. The values returned are for the indicated interface on
the local host where Oracle SNMP Agent is running.

Note: Thisobject valueis returned only when tuxTdomainLoadBalance iSyes (1).
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tuxLcllfNqueued

Syntax

INTEGER

Access
read-only

Description

tuxIfQueueTable

The number of requests currently enqueued for thisinterface. The values returned are for the
indicated interface on the local host where Oracle SNMP Agent is running.

Note: Thisobject valueisreturned only when tuxTdomainLoadBalance iSyes (1).

tuxIfQueueTable

The tuxT fQueueTable group contains objects that represent the run-time characteristics of an
interface for a particular server queue. The objects provide access to the inherited configuration
characteristicsof aninterface aswell as statisticsrelating to theinterface on the queue. Thisgroup
gives administrators finer granularity in suspending and activating interfaces. This group
provides the link between the interface name and the server processes capable of processing
method invocations on the interface. For example, tuxIforgaddr can be used to identify the
corresponding server in the tuxTsrvrTbl and tuxTsrvrTblExt groups.

Object Name Object ID

tuxIfQueueSerNo .1.3.6.1.4.1.140.300.53.3.1.1
tuxIfQueueName .1.3.6.1.4.1.140.300.53.3.1.2
tuxIfQueueSrvGrp .1.3.6.1.4.1.140.300.53.3.1.3
tuxIfQueueRgAddr .1.3.6.1.4.1.140.300.53.3.1.4
tuxIfQueueState .1.3.6.1.4.1.140.300.53.3.1.5
tuxIfQueueAutoTran .1.3.6.1.4.1.140.300.53.3.1.6
tuxIfQueueload .1.3.6.1.4.1.140.300.53.3.1.7
tuxIfQueuePrio .1.3.6.1.4.1.140.300.53.3.1.8
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Object Name Object ID

tuxIfQueueTimeout .1.3.6.1.4.1.140.300.53.3.1.9
tuxIfQueueTranTime .1.3.6.1.4.1.140.300.53.3.1.10
tuxIfQueueFbRoutingName .1.3.6.1.4.1.140.300.53.3.1.11
tuxIfQueuelmid .1.3.6.1.4.1.140.300.53.3.1.12
tuxIfQueueNumServers .1.3.6.1.4.1.140.300.53.3.1.13
tuxIfQueueTpPolicy .1.3.6.1.4.1.140.300.53.3.1.14
tuxIfQueueTxPolicy .1.3.6.1.4.1.140.300.53.3.1.15
tuxlfQueueSerNo
Syntax
INTEGER
Access
read-only
Description

The running number used as an index into this table.

tuxIfQueueName

Syntax

DisplayString (SIZE(l .. 128))

Access
read-only

Description

Thefully quaified interface name used astheinterfacerepository ID for theinterface. Theformat
of this name is dependent on the options specified in the IDL that generates the interface
implementation. See the CORBA 2.1 specification Section 7.6 for details.
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tuxIfQueueTable

tuxIfQueueSrvGrp

Syntax

DisplayString (SIZE(1..30))

Access
read-only

Description
The server group hame. Server group hames cannot contain an asterisk, comma, or colon.

tuxIfQueueRgAddr

Syntax

DisplayString (SIZE(1..30))

Access
read-only

Description

The symbolic address of the request queue for an active server offering thisinterface. See
tuxTsrvrRgaddr for more information about this object.

tuxlfQueueState

Syntax

INTEGER { active(l), suspended(2), partitioned(3), unknown(4) }

Access
read-write

Description

The values for GeT and seT operations are as follows:

GET: {active (1) |suspended(2) |partitioned(3)}
A GET request retrieves configuration information for the selected tuxIfQueueTable
instances. The meaning of the possible return values are as follows:
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active(1l)
Represents an available interface in the running system.

suspended (2)
Represents a currently suspended interface in the running system.

partitioned(3)
Represents a currently partitioned interface in the running system.

SET: {active(l) | suspended (2)}
Thevaluesfor seT are:

active(1l)
Activates the tuxIfoueueTable instance. This state changeis allowed only in the
suspended (2) state. A successful return leavesinstancesin the active (1) state.

suspended (2)
Suspends the tuxIfoueueTable instance. This state change is allowed only in the
active (1) state. A successful return leaves the object in the suspended (2) state.

Note: Dynamic advertisement of interfaces (that is, a state change from inactive or invalid to
active) is not supported, nor is unadvertisement (that is, a state change from active to
inactive).

tuxIfQueueAutoTran

Syntax

INTEGER { yes(l), no(2) }

Access

read-only

Description

5-18

Signifieswhether atransaction isautomatically started for invocati ons made outside atransaction
context.

This object has the following limitations:

e Run-time updates to this object are not reflected in active equivalent tuxInterfaceTable
instances.

e The tuxTfTxPolicy Object can override the value specified for this object in the
UBBCONFIGf“&|ftufoTxPolicyiSalways(l),antufoQueueAutoTraanueCﬁ
no (2) has no effect at run-time. Behavior is as though the setting were yes (1) . If
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tuxIfQueueTable

tuxIfTxPolicy iSnever (2),aN tuxIfQueueAutoTran value of ves (1) has no effect.
Theinterface is never involved in atransaction. If tuxIfTxPolicy iSignore(4), an
tuxIfQueueAutoTran Value of yes (1) has no effect. The interfaceis never involvedin a
transaction.

tuxlfQueueLoad

Syntax

INTEGER (1..32767)

Access
read-only

Description

Load imposed on the system by thisinstance. Interfaceloads are used for |oad-balancing. Queues
with higher enqueued workloads are less likely to be chosen for a new request.

tuxIfQueuePrio

Syntax

INTEGER (1..101)

Access
read-only

Description

Dequeueing priority. If multipleinterface requestsare waiting on aqueuefor servicing, the higher
priority requests are handled first.

tuxIfQueueTimeout

Syntax

INTEGER

Access
read-only
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Description

Thetime limit (in seconds) for processing individual method invocations for thisinterface.
Servers processing method invocationsfor thisinterface are abortively terminated if they exceed
the specified time limit in processing the request. A value of O for this object indicates that the
server should not be abortively terminated.

tuxIfQueueTranTime

Syntax

INTEGER

Access
read-only

Description

The transaction timeout value in seconds for transactions automatically started for thisinstance.
Transactions are started automatically when arequest not in transaction modeisreceived and the
tuxIfautoTran object valuefor theinterfaceisyes (1).

tuxIfQueueFbRoutingName

Syntax

DisplayString (SIZE(l .. 15))

Access
read-only

Description
The factory-based routing criterion associated with this interface.

tuxIfQueueLmid

Syntax

DisplayString (SIZE(I..30))
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tuxIfQueueTable

Access
read-only

Description
The current logical machine on which this queue is offering this interface.

tuxlfQueueNumServers

Syntax

INTEGER

Access
read-only

Description
The number of corresponding servers that offer this interface on this queue.

tuxIfQueueTpPolicy

Syntax

INTEGER { method(l), transaction(2), process(3) }

Access
read-only

Description

The TP framework deactivation policy. This value reflects the policy registered with the
framework at the server startup. Thefirst server to register theinterface setsthe value. Thisvalue
cannot be changed.

tuxIfQueueTxPolicy

Syntax

INTEGER { always(l), never(2), optional(3), ignore(4)}
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Access
read-only

Description

The transaction policy for the interface. This object value affects the effect of the
tuxIfQueueAutoTran Object; see tuxIfQueuerutoTran for further explanation. This object
value is always read-only, and is set by the devel oper when the server is built and registered at
server startup.

tuxLcllfQueueTable

The tuxLclIfQueueTable group contains objectsthat represent the local characteristics of the
tuxIfQueueTable. The object values are specific to the host on which Oracle SNMP Agent is

running.

Object Name Object ID

tuxLclIfQueueSerNo .1.3.6.1.4.1.140.300.53.4.1.1
tuxLclIfQueueName .1.3.6.1.4.1.140.300.53.4.1.2
tuxLclIfQueueSrvGrp .1.3.6.1.4.1.140.300.53.4.1.3
tuxLclIfQueueRgAddr .1.3.6.1.4.1.140.300.53.4.1.4
tuxLclIfQueueNcompleted .1.3.6.1.4.1.140.300.53.4.1.5
tuxLclIfQueueNqueued .1.3.6.1.4.1.140.300.53.4.1.6
tuxLclIfQueueCurObjs .1.3.6.1.4.1.140.300.53.4.1.7
tuxLclIfQueueCurTrans .1.3.6.1.4.1.140.300.53.4.1.8

tuxLcllfQueueSerNo

Syntax

INTEGER

Access
read-only
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tuxLcllfQueueTable

Description
The running number used as an index into this table.

tuxLcllfQueueName

Syntax

DisplayString (SIZE(1..128))

Access
read-only

Description

The fully qualified interface name used as the interface repository ID for thisinterface. The
format of this name is dependent on the options specified in the IDL that generates the interface
implementation. For details, see the CORBA 2.1 specification Section 7.6.

tuxLcllfQueueSrvGrp
Syntax

DisplayString (SIZE(l .. 30))

Access
read-only

Description

The server group hame. Server group hames cannot contain an asterisk, comma, or colon.

tuxLcllfQueueRgAddr
Syntax

DisplayString (SIZE(I..30))

Access
read-only
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Description

The symbolic address of the request queue for an active server that offers this interface. See
tuxTsrvrRgaddr for more information about this object.

tuxLcllfQueueNcompleted

Syntax

INTEGER

Access
read-only

Description
The number of interface method invocations completed since the interface wasiinitially offered.

Note: Thisobject valueis returned only when tuxTdomainLoadBalance iSequal t0yes (1).

tuxLcllfQueueNqueued

Syntax

INTEGER

Access
read-only

Description
The number of requests currently enqueued for thisinterface.

Note: Thisobject value isreturned only when tuxTdomainlLoadBalance isequal toyes (1).

tuxLcllfQueueCurObjs
Syntax

INTEGER

Access
read-only
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tuxLcllfQueueTable

Description

The number of active objects for thisinterface for the associated queue. This number represents
the number of entries in the active object table for this queue on the associated machine. This
number includes objects that are not in memory but were invoked within an active transaction.

tuxLcllfQueueCurTrans

Syntax

INTEGER

Access
read-only

Description
The number of active global transactions associated with this interface for its associated queue.

Oracle Tuxedo SNMP Agent MIB Reference 5-25



5-26 Oracle Tuxedo SNMP Agent MIB Reference



Access Control List MIB

An access control list (ACL) specifies who and what is authorized to access Oracle Tuxedo
system objects. The Access Control List MIB enables a system manager to administer Tuxedo
security by authenticating users, setting permissions, and controlling access. It definesthe objects
controlled by the ACL facility. These MIB objects are grouped into three major categories.

The Access Control List MIB consists of the following groups.

Group Name Description
tuxTAclGrpTable ACL group
tuxTAclPermTable ACL permissions
tuxTAclPrinTbl ACL principal (users or domains)

For Tuxedo security, define application security optionsin the Domain group. Thisgroup letsyou
specify auser identity and security type used by your Tuxedo application. The users and remote
domains in an application that need authentication and authorization are collectively known as
principals. The managed objects for getting or setting the values of principals are defined in the
tuxTAclPrinTbl group. The managed objects for getting or setting the values of ACL groups
are defined in the tuxTaclcrpTable. The Access Control List MIB, asawhole, specifies the
principals and access control lists for Tuxedo applications services, application queues, and
events. Y ou can define these ACL permissions for service, event, and application queue names.
The managed objects that enable you to do define the ACL permissions are defined in the
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tuxTAclPermTable group. All these ACL MIB groups and their objects are described in the
following sections.

tuxTAclGrpTable

The tuxTaclGrpTable group contains objectsthat represent groups of Tuxedo application users
and domains. The following table lists the managed objects that are part of the
tuxTAclGrpTable group. To create anew row inthetable, it is necessary to issue a SET request
for anon-existing row.

Object Name Object ID

tuxTAclGrpName .1.3.6.1.4.1.140.300.11.1.1.1.1
tuxTAclGrpId .1.3.6.1.4.1.140.300.11.1.1.1.2
tuxTAclGrpState .1.3.6.1.4.1.140.300.11.1.1.1.3

tuxTAclGrpName
Syntax

DisplayString (SIZE(1..30))

Access
read-write

Description

Logical name of the group. A group nameisastring of printable characters and cannot contain a
pound sign, comma, colon, or newline.

Note: This object can be set only during row creation.

tuxTAclGrpld
Syntax

INTEGER (0..16384)
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tuxTAclGrpTable

Access
read-write

Description

Group identifier associated with thisuser. A value of O indicates the default group other. If the
group identifier is not specified at creation time, it defaults to the next available (unique)
identifier greater than 0.

tuxTAclGrpState
Syntax

INTEGER { valid(1l), invalid(2) }

Access
read-write

Description
Thevauesfor ceT and seT operations are as follows:

GET: valid(1l)
A GET operation retrieves configuration information for the selected tuxTaclGrpTable
instance(s). Thefollowing state indicatesthe meaning of atuxTaclGrpstate returnedin
response to aceT request. States not listed are not returned.

valid (1)
tuxTAclGrpTable instanceisdefined and inactive. Notethat valid (1) istheonly valid
state for this class. ACL groups are never active.

SET: invalid(2)
A st operation updates configuration information for the selected tuxTac1GrpTable
instance. The following state indicates the meaning of a tuxTAc1GrpsState Setin aser
request. States not listed might not be set.

invalid(2)
Delete tuxTaclGrpTable instance for application. Successful return removes the
instance from the table.
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tuxTAclPermTable

The tuxTAclpermTable group indicates what groups are allowed to access Tuxedo system
entities. These entities are named by a string. The names currently represent service names, event
names, and application queue names. To create anew row in thistable, it is necessary to issue a
SET reguest for a non-existing row that specifies at least the values for tuxTaclPermName and

tuxTAclPermType.
Object Name Object ID
tuxTAclPermName .1.3.6.1.4.1.140.300.11.2.1.1.1
tuxTAclPermType .1.3.6.1.4.1.140.300.11.2.1.1.2
tuxTAclPermGrpIds .1.3.6.1.4.1.140.300.11.2.1.1.3
tuxTAclPermState .1.3.6.1.4.1.140.300.11.2.1.1.4

tuxTAclPermName

Syntax

DisplayString (SIZE(I..30))

Access
read-write

Description

The name of the entity for which permissions are being granted. The name can represent aservice
name, an event name, and/or aqueue name. An ACL nameisastring of printable characters and
cannot contain a colon, pound sign, or newline.

Note: Thisobject can be set only during row creation.

tuxTAclPermType

Syntax

INTEGER { eng(l), deg(2), service(3), postevent(4) }
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tuxTAclPermTable

Access
read-write

Description
The type of the entity for which permissions are being granted.

Note: Thisobject can be set only during row creation.

tuxTAcIPermGrplds
Syntax

DisplayString (SIZE(0. .800))

Access
read-write

Description

A comma-separated list of group identifiers (numbers) that are permitted access to the associated
entity.

tuxTAcIPermState
Syntax

INTEGER { valid(1l), invalid(2) }

Access
read-write

Description

Thevaluesfor ceT and seT operations are as follows:
GET: valid(1l)
A GET operation retrieves configuration information for all selected entities. The

following state indicates the meaning of a tuxTAaclpPermstate returned in responseto a
GET request. States not listed are not returned.
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valid(1)
tuxTAclPermState instanceis defined. Notethat valid (1) isthe only valid state for
this class. ACL permissions are never active.

SET: invalid(2)
A seT operation updates configuration information for the selected tuxTaclpPermstate
instance. The following state indicates the meaning of a tuxTAclPermState SetinaseT
request. States not listed might not be set.

invalid(2)
Delete tuxTaclrermsState instance for application. State change allowed only whenin
thevalid (1) state. Successful return leavesthe object in the invalid(2) state.

Note: The tuxTaclrermTable instance refersto all groupids related to a particular
tuxTAclPermName in thetable.

tuxTAclPrinThl

The tuxTAclPrinTbl group contains objects that represent users or domains that can access a
Tuxedo application and the group with which they are associated. To join the application asa
specific user, it isnecessary to present a user-specific password. To create anew row inthistable,
it is necessary to issue a seT request for a non-existing row (instance).

Object Name Object ID

tuxTAclPrinName .1.3.6.1.4.1.140.300.11.3.1.1.1
tuxTAclCltName .1.3.6.1.4.1.140.300.11.3.1.1.2
tuxTAclPrinId .1.3.6.1.4.1.140.300.11.3.1.1.3
tuxTAclPrinGrp .1.3.6.1.4.1.140.300.11.3.1.1.4
tuxTAclPrinPasswd .1.3.6.1.4.1.140.300.11.3.1.1.5
tuxTAclPrinState .1.3.6.1.4.1.140.300.11.3.1.1.6

tuxTAcIPrinName

Syntax

DisplayString (SIZE(1..30))
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tuxTAcIPrinThl

Access
read-write

Description

Logical name of the user or domain (aprincipal). A principal name is a string of printable
characters and cannot contain a pound sign, colon, or newline.

Note: Thisobject can be set only during row creation.

tuxTAcICItName
Syntax

DisplayString (SIZE(1..30))

Access
read-write

Description

The client name associated with the user. It generally describesthe role of the associated user and
provides afurther qualifier on the user entry. If the client name is not specified at creation time,
the default isthe wildcard asterisk (*). A client nameisastring of printable characters and cannot
contain a colon or newline.

tuxTAclPrinld

Syntax

INTEGER (1..131072)

Access
read-write

Description

Unique user identification number. If not specified at creation time, it defaults to the next
available (unique) identifier greater than 0.

Note: Thisobject can be set only during row creation.
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tuxTAcIPrinGrp

Syntax

INTEGER (0..16384)

Access
read-write

Description

Group identifier associated with this user. A value of 0 indicates the default group other. If the
group identifier is not specified at creation time, the default value 0 is assigned.

tuxTAclIPrinPasswd

Syntax

DisplayString

Access
read-write

Description

The clear-text authentication password for the associated user. Notethat the system automatically
encrypts this information on behalf of the administrator.

tuxTAclPrinState
Syntax

INTEGER { wvalid(1l), invalid(2) }

Access
read-write

Description
Thevaluesfor ceT and seT operations are as follows:
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tuxTAcIPrinThl

GET: valid(1)
A GET operation retrieves configuration information for the selected tuxTAac1PrinTbl
instance(s). The following state indicates the meaning of tuxTAaclPrinState:

valid(1)
tuxTAclPrinTbl instance is defined and inactive. Notethat va1id (1) istheonly valid
state for this class. ACL principals are never active.

SET: invalid(2)
A sET operation updates configuration information for the selected tuxTac1PrinTbl
instance. Thefollowing state indicates the meaning of a tuxTAaclPrinState SetinaseT
request. States not listed might not be set.

invalid(2)
Delete tuxTaclprinTbl instance for application. State change is allowed only whenin
thevalid (1) state. Successful return leavesthe object inthe invalid(2) state.
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Workstation MIB

Oracle Tuxedo systems can require clients to run on aworkstation for purposes of security,
performance, and convenience. A network administrator can define the environment required to
control workstation clients using the Workstation MIB. This MIB is an extension of the Core
MIB and specifies the information required to control access to a Tuxedo application from
multiple workstations.

The Tuxedo Workstation subsystem consists of aworkstation clients (WSC) library, the
workstation listener (WSL) executable, and the workstation handler (WSH) executable. The
Workstation MIB specifies information about workstation listeners and workstation handlers.
The following table lists the two WSL and WSH groups through which you can manage a
workstation listener and its associated workstation handler processes.

The Workstation MIB consists of the following groups.

Group Name Description
tuxTwshTbl Workstation Handler
tuxTws1Tbl Workstation Listener

Y ou can define new workstation listenersin the tuxTws1Tb1 group, and you can obtain
information about active workstation handlers from the tuxTwshTb1 group.

Oracle Tuxedo SNMP Agent MIB Reference 1-1



tuxTwshThl

The tuxTwshTbl table represents run-time characteristics of WSH client processes. These
objects characterize workstation statistics specific to aparticular WSH client process. Objectsin
this table are only accessible through a Tuxedo SNMP agent installed on the local machine.
Objects are only accessible when the corresponding WSH is active.

Object Name Object ID
tuxTwshTaClientId .1.3.6.1.4.1.140.300.1.1.1.1
tuxTwshTaWshClientId 1.3.6.1.4.1.140.300.1.1.1.2
tuxTwshTaSrvGrp .1.3.6.1.4.1.140.300.1.1.1.3
tuxTwshTaSrvId .1.3.6.1.4.1.140.300.1.1.1.4
tuxTwshTaGrpNo .1.3.6.1.4.1.140.300.1.1.1.5
tuxTwshTaState .1.3.6.1.4.1.140.300.1.1.1.6
tuxTwshTalmid .1.3.6.1.4.1.140.300.1.1.1.7
tuxTwshTaPid .1.3.6.1.4.1.140.300.1.1.1.8
tuxTwshTaNaddr .1.3.6.1.4.1.140.300.1.1.1.9
tuxTwshTaHwClients .1.3.6.1.4.1.140.300.1.1.1.10
tuxTwshTaMultiplex .1.3.6.1.4.1.140.300.1.1.1.11
tuxTwshTaCurClients 1.3.6.1.4.1.140.300.1.1.1.12
tuxTwshTaTimeleft .1.3.6.1.4.1.140.300.1.1.1.13
tuxTwshTaActive 1.3.6.1.4.1.140.300.1.1.1.14
tuxTwshTaTotacttime .1.3.6.1.4.1.140.300.1.1.1.15
tuxTwshTaTotidltime .1.3.6.1.4.1.140.300.1.1.1.16
tuxTwshTaCurwork 1.3.6.1.4.1.140.300.1.1.1.17
tuxTwshTaFlowcnt .1.3.6.1.4.1.140.300.1.1.1.18
tuxTwshTaNumblockQ .1.3.6.1.4.1.140.300.1.1.1.19
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tuxTwshThl

Object Name Object ID
tuxTwshTaRcvdByt .1.3.6.1.4.1.140.300.1.1.1.20
tuxTwshTaRcvdNum .1.3.6.1.4.1.140.300.1.1.1.21
tuxTwshTaSentByt .1.3.6.1.4.1.140.300.1.1.1.22
tuxTwshTaSentNum .1.3.6.1.4.1.140.300.1.1.1.23
tuxTwshTaClientld
Syntax
DisplayString ( SIZE (1..78))
Access
read-only
Description

Client identifier for thisWSH. The datain thisfield should not be interpreted directly by the end
user except for equality comparison.

tuxTwshTaWshClientld
Syntax

DisplayString( SIZE (l .. 78) )

Access
read-only

Description

Client identifier for thisWSH. The datain thisfield should not be interpreted directly by the end
user except for equality comparison. Valueis same as tuxTwshTaClientId.
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tuxTwshTaSrvGrp

Syntax

DisplayString ( SIZE (1..30))

Access
read-only

Description
Logical name of the server group for the associated WSL.

tuxTwshTaSrvid

Syntax

INTEGER (1..30001)

Access
read-only

Description

Unique (within the server group) server identification number for the associated WSL.
tuxTwshTaGrpNo
Syntax

INTEGER (1..30000)

Access
read-only

Description
Group number.
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tuxTwshTaState

Syntax

INTEGER { active(l), suspended(2), dead(3) }

Access
read-write

Description

State for the WSH client within the application. Any state defined for the tuxTclientTbl group
can be returned or set. State changes to the suspended (2) state are transitiveto al clients
associated with thisWSH asisthe resetting of a suspended (2) WSH to active(1).
Additionally, suspended (2) WSH clients are not assigned any additional incoming clients by
the WSL.

Note that the state of a WSH client might not be set to dead (3) when accessing the
tuxTclientTbl group. However, the statetransitionto dead (3) isalowed viathe tuxTwshTbl
group and resultsin all connections handled by the targeted WSH being dropped abortively.

tuxTwshTaLmid

Syntax

DisplayString ( SIZE (1..30))

Access
read-only

Description

Current logical machine on which the WSH is running.

tuxTwshTaPid
Syntax

INTEGER

Access
read-only
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Description
Native operating system process identifier for the WSH client.

tuxTwshTaNaddr
Syntax

DisplayString (SIZE (1..78))

Access
read-only

Description

Network address of workstation handler. Hexadecimal addresses are converted to an ASCI|
format with aleading ox.

tuxTwshTaHwClients

Syntax

INTEGER (1..32767)

Access
read-only

Description
High water number of clients accessing application through this WSH.

tuxTwshTaMultiplex
Syntax

INTEGER (1..32767)
Access

read-only
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Description
Maximum number of clients that can access the application through this WSH.

tuxTwshTaCurClients

Syntax

INTEGER (1..32767)

Access
read-only

Description
Current number of clients accessing the application through this WSH.

tuxTwshTaTimeleft

Syntax

INTEGER

Access
read-only

Description

A non-0 value for this object indicates that the WSH has been assigned a newly connecting
workstation client that hasthe indicated amount of time, in seconds, to completetheinitialization
process with the WSH.

tuxTwshTaActive

Syntax

INTEGER { ves(l), no(2), unknown(3) }

Access
read-only
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Description

A value of yes (1) indicates that the WSH is currently performing work on behalf of one of its
associated workstation clients. A value of no (2) indicates that the WSH is currently waiting for
work to perform on behalf of one of its associated workstation clients.

tuxTwshTaTotacttime

Syntax

INTEGER

Access
read-only

Description

Time, in seconds, that the WSH has been active since it started processing.

tuxTwshTaTotidltime
Syntax

INTEGER

Access
read-only

Description
Time, in seconds, that the WSH has been idle since it started processing.
tuxTwshTaCurwork

Syntax

INTEGER

Access
read-only

1-8 Oracle Tuxedo SNMP Agent MIB Reference



tuxTwshThl

Description

Amount of work processed by this WSH since the last WSH assignment by the WSL. Thisvalue
is used by the WSL to load balance new incoming connections among a set of WSH processes.

tuxTwshTaFlowcnt

Syntax

INTEGER

Access
read-only

Description

Number of times flow control has been encountered by this WSH. This object should be
considered only inrelation to recent past val ues because it might wrap around during thelifetime
of the WSH.

tuxTwshTaNumblockQ
Syntax

INTEGER

Access
read-only

Description

Number of times this WSH has been unable to enqueue a message to alocal UNIX system
message queue due to queue blocking conditions. This object should be considered only in
relation to recent past values because it might wrap around during the lifetime of the WSH.

tuxTwshTaRcvdByt

Syntax

INTEGER
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Access
read-only

Description

Number of bytesreceived from the network by thisWSH from all its present and past workstation
clients. This object should be considered only in relation to recent past values because it might
wrap around during the lifetime of the WSH.

tuxTwshTaRcvdNum

Syntax

INTEGER

Access
read-only

Description

Number of Tuxedo system messages received from the network by thisWSH from all its present
and past workstation clients. This object should be considered only in relation to recent past
values because it might wrap around during the lifetime of the WSH.

tuxTwshTaSentByt

Syntax

INTEGER

Access
read-only

Description

Number of bytes sent to the network by this WSH to al its present and past workstation clients.
This object should be considered only in relation to recent past values because it might wrap
around during the lifetime of the WSH.
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tuxTwshTaSentNum

Syntax

INTEGER

Access
read-only

Description

Number of Tuxedo system messages sent to the network by this WSH to all its present and past
workstation clients. This object should be considered only in relation to recent past values
because it might wrap around during the lifetime of the WSH.

tuxTwslIThl

The tuxTws1Tb1 table represents configuration and run-time characteristics of WSL server
processes configured to manage workstation groups. These object values identify and
characterize workstation-specific configuration objects for WSL tuxTsrvrTbl objectswithin
the application. To create anew row in thistable, use a SET request that specifies the values for
at least tuxTws1TaSrvGrp, tuxTwslTaSrvId, and tuxTwslTaNaddr.

Object Name Object ID

tuxTwslTaSrvGrp .1.3.6.1.4.1.140.300.1.2.1.1
tuxTwslTaSrvId .1.3.6.1.4.1.140.300.1.2.1.2
tuxTws1TaGrpNo .1.3.6.1.4.1.140.300.1.2.1.3
tuxTwslTaState .1.3.6.1.4.1.140.300.1.2.1.4
tuxTwslTalmid .1.3.6.1.4.1.140.300.1.2.1.5
tuxTwslTaPid .1.3.6.1.4.1.140.300.1.2.1.6
tuxTwslTaDevice .1.3.6.1.4.1.140.300.1.2.1.7
tuxTwslTaNaddr .1.3.6.1.4.1.140.300.1.2.1.8
tuxTwslTallshName .1.3.6.1.4.1.140.300.1.2.1.9
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Object Name Object ID

tuxTwslTaMinHandlers .1.3.6.1.4.1.140.300.1.2.1.10
tuxTwslTaMaxHandlers 1.3.6.1.4.1.140.300.1.2.1.11
tuxTwslTaMultiplex 1.3.6.1.4.1.140.300.1.2.1.12
tuxTwslTaMaxIdleTime .1.3.6.1.4.1.140.300.1.2.1.13
tuxTwslTaMaxInitTime .1.3.6.1.4.1.140.300.1.2.1.14
tuxTws1lTaClOpt .1.3.6.1.4.1.140.300.1.2.1.15
tuxTwslTaEnvFile .1.3.6.1.4.1.140.300.1.2.1.16
tuxTwslTaGrace .1.3.6.1.4.1.140.300.1.2.1.17
tuxTws1lTaMaxGen .1.3.6.1.4.1.140.300.1.2.1.18
tuxTws1lTaRcmd .1.3.6.1.4.1.140.300.1.2.1.19
tuxTwslTaRestart .1.3.6.1.4.1.140.300.1.2.1.20
tuxTwslTaSequence .1.3.6.1.4.1.140.300.1.2.1.21
tuxTwslTaCurHandlers .1.3.6.1.4.1.140.300.1.2.1.22
tuxTwslTaHwHandlers .1.3.6.1.4.1.140.300.1.2.1.23
tuxTws1lTaWsProto 1.3.6.1.4.1.140.300.1.2.1.24
tuxTwslTaSuspended .1.3.6.1.4.1.140.300.1.2.1.25
tuxTwslTaViewRefresh .1.3.6.1.4.1.140.300.1.2.1.26
tuxTwslTaKeepAlive .1.3.6.1.4.1.140.300.1.2.1.28
tuxTws1lTaNetTimeOut .1.3.6.1.4.1.140.300.1.2.1.29

tuxTwsITaSrvGrp

Syntax

1-12

DisplayString( SIZE(l .. 30) )
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Access
read-write

Description

Logical name of the server group. Server group names cannot contain an asterisk (*), comma, or
colon.

Note: Thisaobject can be updated only during row creation.

tuxTwsITaSrvid
Syntax

INTEGER (1..30001)

Access
read-write

Description
Unique (within the server group) server identification number.

Note: Thisabject can be updated only during row creation.

tuxTwsITaGrpNo

Syntax

INTEGER (1..30001)

Access
read-only

Description
Group number associated with this servers group.
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tuxTwslTaState

Syntax

INTEGER { active(l), inactive(2), migrating(3), cleaning(4), restarting(5),
suspended (6), partitioned(7), dead(8), invalid(9) }

Access
read-write

Description

State for the WSL server within the application. Any state defined for the tuxTsrvrTbl group
can be returned or set asindicated.

tuxTwsITaLmid

Syntax

DisplayString( SIZE (l .. 30) )

Access
read-only

Description
Current logical machine on which the server isrunning.

tuxTwslITaPid
Syntax

INTEGER

Access
read-only

Description
Native operating system process identifier for the WSL server.
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tuxTwsiTaDevice

Syntax

DisplayString ( SIZE (0..78))

Access
read-write

Description

Devicenameto be used by the WSL processto accessthe network. Thisobject valueisarequired
valuefor accessto anetwork through a TLI-based Tuxedo system binary. Thisobject valueisnot
needed for sockets-based Tuxedo system binaries.

tuxTwsITaNaddr
Syntax

DisplayString ( SIZE(1..78))

Access
read-write

Description

Specifies the complete network address to be used by the WSL process as its listening address.
Thelistening address for aWSL is the means by which it is contacted by workstation client
processes participating in the application.

If string has the form 0xhex-digits Or \\xhex-digits, it must contain an even number of
valid hexadecimal digits. These forms are trandated internally into a character array containing
the hexadecimal representations of the string specified.

tuxTwsITaWshName

Syntax

DisplayString( SIZE (l .. 78) )

Access
read-write
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Description

The name of the executable that provides workstation handler services for this workstation
listener. The default value for this object is WSH, which corresponds to the system provided
workstation handler. Workstation handlers can be customized using the command buildwsh.

tuxTwsiTaMinHandlers

Syntax

INTEGER (0..256)

Access
read-write

Description

The minimum number of handlers that should be available in conjunction with thisWSL at any
given time. Upon being activated, the WSL starts this many WSHs immediately and does not
depl ete the supply of WSHs below this number until the administrator issues a shutdown to the
WSL. Modifications to this object for a running WSL might cause additional handlersto be
activated.

tuxTwslTaMaxHandlers

Syntax

INTEGER (0..32767)

Access
read-write

Description

The maximum number of handlersthat should be available in conjunction with thisWSL at any
given time. Handlers are started as necessary to meet the demand of workstation clients
attempting to access the system. This object must be greater than or equal to the setting for the
minimum number of handlers.
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tuxTwsITaMultiplex

Syntax

INTEGER (0..32767)

Access
read-write

Description
Maximum number of clients that are supported by any one handler process concurrently.

tuxTwsITaMaxIdleTime

Syntax

INTEGER

Access
read-write

Description

Maximum amount of time, in minutes, that aworkstation client is permitted to beidle beforeitis
abortively disconnected from the application by the handler. A value of O allowsclientsto beidle
aslong asis necessary without being timed out.

tuxTwsITaMaxInitTime

Syntax

INTEGER

Access
read-write

Description

The minimum number of seconds that should be allowed for aworkstation client to complete
initialization processing through the WSH before being timed out by the WSL.
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tuxTwsITaClOpt

Syntax

DisplayString ( SIZE (0..128))

Access
read-write

Description

Command-line options to be passed to the WSL server when it is activated. For details, see
reference page servopts (5) in Oracle Tuxedo File Formats, Data Descriptions, MIBs, and
System Processes Reference.

Note: Run-timemodificationsto thisobject do not affect arunning WSL server. Server-specific
options (that is, those after a double-dash “--") cannot be set and are not returned.

tuxTwsITaEnvFile

Syntax

DisplayString ( SIZE (0..78))

Access
read-write

Description

WSL server-specific environment file. See tuxTmachineEnvFile for acomplete discussion of
how thisfile is used to modify the environment.

Note: Run-time modifications to this object do not affect arunning WSL server.

tuxTwsITaGrace

Syntax

INTEGER

Access
read-write
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Description

The period of time, in seconds, during which the tuxTws1TaMaxGen limit applies. This object
valueismeaningful only for restartable WSL servers, that is, if the tuxTws1TarRestart objectis
set to yes (1) . When arestarting server would exceed the tuxTws1TaMaxGen limit but the
tuxTwslTaGrace period has expired, the system resets the current generation
(tuxTsrvrGeneration) to 1 and resetstheinitial boot time (tuxTsrvrTimestart) to the
current time. A value of O for this object indicatesthat the WSL server should always be restarted.

tuxTwslTaMaxGen

Syntax

INTEGER (0..256)

Access
read-write

Description

Number of generations allowed for arestartable WSL server (tuxTws1TaRestart == yes (1))
over the specified grace period (tuxTws1TaGrace). Theinitia activation of the WSL server
counts as one generation and each restart also counts as one. Processing after the maximum
number of generationsis exceeded is discussed above with respect to tuxTws1TaGrace.

tuxTwsiTaRcmd

Syntax

DisplayString (SI1ZE(0..78))

Access
read-write

Description

Application specified command to be executed in parallel with the system restart of an
application server. This command must be an executable file in the native operating system.
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tuxTwsITaRestart

Syntax

INTEGER { yes(l), no(2) }

Access
read-write

Description
Restartable (yes (1)) or non-restartable (no (2)) WSL server. If server migration is specified for

this server group (tuxTdomainOptions = migrate(2) and tuxTgroupLMID With aternate
site), then this object must be set to yes (1) .

tuxTwsITaSequence
Syntax

INTEGER (1..10000)
Access

read-write
Description

Specifieswhen this server should be booted (tmboot (1)) or shutdown (tmshutdown(1)) relative
to other servers. If two servers are given the same sequence number, it is possible for tmboot(1)
to boot them in parallel and for tmshutdown(1) to shut them down in parallel. tuxTws1Tbl
instances added without a tuxTws1Tasequence object specified or with aninvalid value have a
value generated for them that is 10,000 or more and is higher than any other automatically
selected default value. Servers are booted by tmboot (1) inincreasing order of sequence number
and shutdown by tmshutdown(1) in decreasing order. Run-time modifications to this object
affect only tmboot(1) and tmshutdown(1) and affect the order in which running servers can be
shutdown by a subsequent invocation of tmshutdown(1).

tuxTwslITaCurHandlers

Syntax

INTEGER
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Access
read-only

Description
Number of currently active handlers associated with this WSL.

tuxTwsiTaHwHandlers

Syntax

INTEGER

Access
read-only

Description
Maximum number of currently active handlers associated with this WSL at any one time.
tuxTwsITaWsProto

Syntax

INTEGER

Access
read-only

Description

The Tuxedo system /WS protocol version number for this/WS group. Note that /WS clients
connecting to this group might themselves have a different protocol version number associated
with them.

tuxTwsITaSuspended

Syntax

INTEGER { new(l), all(2), none(3) }
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Access
read-write

Description

A value of new (1) indicates that new incoming clients cannot connect through this tuxTws1Tbl
instance. A value of a11 (2) indicates that workstation clients already connected to the
application through thisWSL have been suspended (2) (See tuxTclientState) in additionto
new incoming connections being disallowed. A value of none (3) indicates that no suspension
characteristics are in effect.

tuxTwsITaViewRefresh

Syntax

INTEGER { yes(l), no-value-returned(2) }

Access
read-write

Description

Setting avalue of yes (1) causesall active WSHsin the /WS group to refresh their VIEW buffer
type cache. A GET request on this object always returns no-value-returned (2) and does not
mean anything. This object has meaning only for seT requests.

tuxTwsITaKeepAlive

Syntax

INTEGER {client (1), handler(2), both(3), none(4), not-available(5)}

Access
read-write

Description

The network “keep alive” option is configured for the client, the handler, or both the client and
the handler, or not on either side of the connection. Changing this value only affects future
connections.
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tuxTwsITaNetTimeOut

Syntax
INTEGER (0..35204650)

Access
read-write

Description

The minimum number of seconds that should be allowed for aworkstation client to wait for a
response from WSL/WSH. A value of 0 indicates no network time-out. Changing this value
affects only future connections. This object is supported only on Tuxedo 6.4. -1 isreturned if the
object isnot available.
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Application Queue MIB

Oracle Tuxedo systemsincorporate the capability to use application queuesfor time-independent
communication. The Tuxedo Application Queue MIB provides the administrative environment
required for managing and controlling accessto application queues. The Application Queue MIB
defines the structure of the application queues.

In Tuxedo applications, messages are stored on a queue, and queues are defined within a
particular queue space. Queueing and dequeuing is done within a transaction. The Application
Queue MIB consistsof fivedifferent groupsfor defining queue access, queues, messages, queues
spaces, and queue transactions.

The Application Queue MIB consists of the following groups.

Group Name Description

tuxTAppQctrl Access control to application queues
tuxTAppQTbl Application queues within a queue space
tuxTAppQmsgTbl M essages within an application queue
tuxTQspaceTbl Application queue spaces

tuxTQtransTbl Transactions associated with application queues
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tuxTAppQctrl

The tuxTappQctrl group enables controlled access to al Application Queue related MIB

groups.
Object Name Object ID
tuxTAppQctrlLmid .1.3.6.1.4.1.140.300.12.5.1
tuxTAppQctrlQmConfig .1.3.6.1.4.1.140.300.12.5.2
tuxTAppQctrlSpaceName .1.3.6.1.4.1.140.300.12.5.3
tuxTAppQctrlQname .1.3.6.1.4.1.140.300.12.5.4
tuxTAppQctrlMsgLoPrio .1.3.6.1.4.1.140.300.12.5.5
tuxTAppQctrlMsgHiPrio .1.3.6.1.4.1.140.300.12.5.6
tuxTAppQctr1MsgEndTime .1.3.6.1.4.1.140.300.12.5.7
tuxTAppQctrlMsgStartTime .1.3.6.1.4.1.140.300.12.5.8
tuxTAppQctr1MsgExpireEndTime .1.3.6.1.4.1.140.300.12.5.20
tuxTAppQctrlMsgExpireStartTime .1.3.6.1.4.1.140.300.12.5.30
tuxTAppQctriLmid
Syntax
INTEGER { local(l), all(2) }
Access
read-write
Description

This appliesto al Application Queue related MIB groups. This object value controls the
machines for which the values are returned.

If thevalueisiocal (1), only thelocal host where Oracle SNMP Agent isrunning isconsidered;
alternatively, all LMIDs known to the application are considered if thevalueisaii (2).
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The default for thisobject iS1ocal (1).

tuxTAppQctrl@mConfig

Syntax

DisplayString (SIZE(1..78))

Access
read-write

Description

Thisappliesto all Application Queue related MIB groups. This object value controls the device
for which the values are returned.

The default for thisobject is“*”, in which case al known devices (which are a part of some
group) are considered.

tuxTAppQctriSpaceName
Syntax

DisplayString (SIZE(I..15))

Access
read-write

Description

This appliesto all Application Queue related MIB groups. This object value controls the queue
space for which the values are returned.

The default for thisobject is“*”, in which case al queue spaces for the devices (qualified by
tuxTAprctrlQmConfig) are considered.

tuxTAppQctrlQname

Syntax

DisplayString (SIZE(1..127))
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Access
read-write

Description

This object value controls the queue for which the values are returned. This appliesto
tuxTAppQTbl and tuxTAppQmsgTbl.

The default for thisobject is“*”, in which case all queues for the devices (qualified by
tuxTAprctrlQmConfig) and queue spaces (qualified by tuxTAprctrlSpaceName) are
considered.

tuxTAppQctriMsgLoPrio
Syntax

INTEGER

Access
read-write

Description

This object applies only to tuxTappomsgTbl. The lowest priority within which to search for
occurrences of tuxTappomsgTbl instances. This object value isvalid only for PRIO-based
gueues. By default, the minimum value of priority is considered. To revert to the default setting,
set thisobject to o.

tuxTAppQctriMsgHiPrio
Syntax

INTEGER

Access
read-write

Description

This object applies only to tuxTappomsgTbl. The highest priority within which to search for
occurrences of tuxTAppomsgTbl instances. This object valueisvalid only for PRIO-based
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gueues. By default, the maximum value of priority isconsidered. To revert to the default setting,
set this object to o.

tuxTAppQctriMsgEndTime

Syntax

DisplayString (SIZE(1..15))

Access
read-write

Description

This object applies only to tuxTappomsgTbl. The end time within which to search for
occurrences of tuxTAppomsgTbl instances. Therangeisinclusive. Thisobject valueisvalid only
for TIME-based queues. The default value is the maximum number possible on that machine. To
use the default setting, set this object to “*”.

YY [MM[DD [hh[mm([ss]]1]]]
Specifies the year, month, date, hour, minute, and second respectively. Any value which
isnot specified defaults to its minimum value (e.g., 9506 is taken as 950601000000). The
years 00 through 37 are treated as 2000 through 2037, 70 through 99 as 1970 through
1999, and 38 through 69 are invalid.

tuxTAppQctriMsgStartTime
Syntax

DisplayString (SIZE(l .. 15))

Access
read-write

Description

This object applies only to tuxTappomsgTbl. The start time within which to search for
occurrences of tuxTAppomsgTbl instances. Therangeisinclusive. Thisobject valueisvalid only
for TIME-based queues. By default, the minimum time valueis considered to be 0. To use the
default setting, set this object to “*”.
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YY[MM[DD [hh[mm([ss]]]]]
Specifies the year, month, date, hour, minute, and second respectively. Any value which
isnot specified defaults to its minimum value (e.g., 9506 is taken as 950601000000). The
years 00 through 37 are treated as 2000 through 2037, 70 through 99 as 1970 through
1999, and 38 through 69 are invalid.

tuxTAppQctriMsgExpireEndTime

Syntax

DisplayString (SIZE(1..12))

Access
read-write

Description

This object applies only to tuxTappomsgTbl. The expire end time within which to search for
occurrences of tuxTAppomsgTbl instances. Therangeisinclusive. Thisobject valueisvalid only
for TIME-based queues. The default value isthe maximum number possible on that machine. To
use the default setting, set this object to “*”.

YY [MM[DD [hh[mm([ss]]1]]]
Specifies the year, month, date, hour, minute, and second respectively. Any value which
isnot specified defaults to its minimum value (e.g., 9506 is taken as 950601000000). The
years 00 through 37 are treated as 2000 through 2037, 70 through 99 as 1970 through
1999, and 38 through 69 are invalid.

tuxTAppQctriMsgExpireStartTime
Syntax

DisplayString (SIZE(1..12))

Access
read-write

Description

This object applies only to tuxTappomsgTbl. The Expire start time within which to search for
occurrences of tuxTAppOmsgTbl instances. Therangeisinclusive. Thisobject valueisvalid only
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for TIME-based queues. By default, the minimum time value is considered to be 0. To use the
default setting, set this object to “*”.

YY [MM[DD[hh[mm[ss]]1]1]]
Specifies the year, month, date, hour, minute, and second respectively. Any value which
is not specified defaults to its minimum value (e.g., 9506 is taken as 950601000000). The
years 00 through 37 are treated as 2000 through 2037, 70 through 99 as 1970 through
1999, and 38 through 69 are invalid.

tuxTAppQThl

The tuxTAppQTb1 group contains objects that represent application queues. One or more
application queues can exist in a single application queue space. Objectsin thistable are only
accessible through a Tuxedo SNM P agent installed on the local machine.

Creation of aNew Queue — For creating anew queue(row), in this group the seT request should
havethevalueof tuxTapponame, tuxTAppQOspaceName, and tuxTAppOmConfig. Alsothevalue
of tuxTappQgrpNo (Whichisa part of the index) should be the corresponding group number for
that queue space or “40000” (if no such group exists).

Note: For thisand al other Application Queue related MIB groups, there is a control MI1B
which can be used to filter the datareturned as a part of al Application Queue related
MIB groups. Refer to tuxTAppQctrl.

To create anew row in thistable, issue a SET request that specifies at least the values for

tuxTAppQname, tuxTAppQspaceName, and tuxTAppQmConfig.

Object Name Object ID

tuxTAppQname .1.3.6.1.4.1.140.300.12.1.1.1
tuxTAppQspaceName .1.3.6.1.4.1.140.300.12.1.1.2
tuxTAppQmConfig .1.3.6.1.4.1.140.300.12.1.1.3
tuxTAppQlmid .1.3.6.1.4.1.140.300.12.1.1.4
tuxTAppQgrpNo .1.3.6.1.4.1.140.300.12.1.1.5
tuxTAppQstate .1.3.6.1.4.1.140.300.12.1.1.6
tuxTAppQorder .1.3.6.1.4.1.140.300.12.1.1.7
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Object Name Object ID

tuxTAppQcmd 1.3.6.1.4.1.140.300.12.1.1.8
tuxTAppQcmdHw .1.3.6.1.4.1.140.300.12.1.1.9
tuxTAppQcmdLw .1.3.6.1.4.1.140.300.12.1.1.10
tuxTAppQmaxRetries .1.3.6.1.4.1.140.300.12.1.1.11
tuxTAppQoutOfOrder 1.3.6.1.4.1.140.300.12.1.1.12
tuxTAppQretryDelay .1.3.6.1.4.1.140.300.12.1.1.13
tuxTAppQcurBlocks 1.3.6.1.4.1.140.300.12.1.1.14
tuxTAppQcurMsg .1.3.6.1.4.1.140.300.12.1.1.15
tuxTAppQDefExpirationTime .1.3.6.1.4.1.140.300.12.1.1.30
tuxTAppQDefDeliveryPolicy .1.3.6.1.4.1.140.300.12.1.1.40
tuxTAppQCmdNonPersist .1.3.6.1.4.1.140.300.12.1.1.50
tuxTAppQCmdNonPersistHw .1.3.6.1.4.1.140.300.12.1.1.60
tuxTAppQCmdNonPersistLw .1.3.6.1.4.1.140.300.12.1.1.70
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tuxTAppQTbl

Object Name Object ID

tuxTAppQCurNonPersistBytes .1.3.6.1.4.1.140.300.12.1.1.80

tuxTAppQCurNonPersistMsg .1.3.6.1.4.1.140.300.12.1.1.90

tuxTAppQname

Syntax

DisplayString (SIZE(1..127))

Access
read-write

Description
Name of the application queue.

Note: Thisobject can be updated only during row creation.

tuxTAppQspaceName

Syntax

DisplayString (SIZE(1..15))

Access
read-write

Description
Name of the application queue space containing the application queue.

Note: Thisobject can be updated only during row creation.

tuxTApp@mConfig
Syntax

DisplayString (SIZE(l .. 78))
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Access
read-write

Description
Absolute pathname of the file or device where the application queue space is located.

Note: Thisobject can be updated only during row creation.

tuxTAppQImid
Syntax

DisplayString(SIZE(l..30»

Access
read-write

Description
Identifier of the logical machine where the application queue space is located.

Note: Thisobject can be updated only during row creation.

tuxTAppQgrpNo
Syntax

INTEGER (1..29999)

Access
read-write

Description

Group number of any server group for which this queue is a resource manager, in other words
that group’ s openinfo string tuxTgroupOpenInfo contains the device name and queue space
name for this queue.

Note: Thisobject can be updated only during row creation.
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tuxTAppQTbl

tuxTAppQstate

Syntax

INTEGER { wvalid(1l), invalid(2) }

Access
read-write

Description
Thevaluesfor ceT and seT operations are as follows:

GET: valid(1)
A GET operation retrieves information about the selected application queues. The
following list describes the meaning of the tuxTappostate object returned in response
to aGET request. States not listed are not returned.

valid(1)
The specified queue exists.

SET: invalid(2)
A sET operation changes characteristics of the sel ected application queue or createsanew
gueue. The following list describes the meaning of the tuxTappgstate object returned
by a sET request. States not listed cannot be set.

invalid(2)
Delete the specified queue. If the queue space has processes attached to it, the queueis not
deleted. In addition, if the queue has messagesinit, it is not deleted. Successful return
leavesthe object inthe invalid(2) State.

tuxTAppQorder
Syntax

DisplayString (SIZE(l .. 30))

Access
read-write

Description

The order in which messages in the queue are to be processed. Legal values are PRIO Of TIVME,
followed by acomma, optionally followed by another occurrence of pr10 or T1ME, followed by
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oneof thevaluesr.zro or rIFo. If neither F1ro nor L1ro isspecified, FIro isassumed. If nothing
is specified when a queue is created, the default isF1ro. For example, these are some legal
settings:

PRIO

PRIO, TIME, LIFO
TIME, PRIO,FIFO
TIME, FIFO

tuxTAppQcmd

Syntax
DisplayString (s1zE(0..127)) (up to 78 bytesfor Oracle Tuxedo 8.0 or earlier)

Access
read-write

Description

The command to be automatically executed when the high water mark, tuxTappQcmdtw, IS
reached. The command is re-executed when the high water mark is reached again after the low
water mark, tuxTAppQcmdLw, has been reached.

tuxTAppQecmdHw
Syntax

DisplayString

Access
read-write

Description
The high water mark. Refer to tuxTappoemdrw for further information.
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tuxTAppQTbl

tuxTAppQcmdLw

Syntax

DisplayString

Access
read-write

Description

The low water marks that control the automatic execution of the command specified in the
tuxTAppQcmd object. Each isan integer greater than or equal to zero optionally followed by one
of the following keyletters. The keyletters must be consistent for tuxTappQcmdsw and

tuxTAppQcmdLiw.

b
The high and low water marks pertain to the number of bytes used by messagesin the
queue.

B
The high and low water marks pertain to the number of blocks used by messagesin the
queue.

m

The high and low water marks pertain to the number of messages in the queue.

oe

The high and low water marks are expressed in terms of a percentage of queue capacity.

For example, if tuxTappocmdiw iS50m and tuxTappQcmdtw is 100m, then the command
specifiedin tuxTappocemd isexecuted when 100 messages are on the queue, and it isnot executed
again until the queue is drained below 50 messages and is filled again to 100 messages.

tuxTApp@maxRetries
Syntax

INTEGER

Access
read-write
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Description

The maximum number of retries for afailed queue message. When the number of retriesis
exhausted, the message is placed on the error queue of the associated application queue space. If
there isno error queue, the message is dropped. The default is zero.

tuxTAppQout0fOrder

Syntax

INTEGER { none(l), top(2), msgid(3) }

Access
read-write

Description
The way in which out-of-order message processing isto be handled. The default iSnone (1) .

tuxTAppQretryDelay
Syntax

INTEGER

Access
read-write

Description

The delay, in seconds, between retries for a failed queue message. The default is zero.
tuxTAppQcurBlocks
Syntax

INTEGER

Access
read-only
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Description

The number of disk pages currently consumed by the queue.

tuxTAppQcurMsg
Syntax

INTEGER

Access
read-only

Description
The number of messages currently in the queue.

tuxTAppQDefExpirationTime
Syntax

DisplayString

Access
read-write

Description

This object specifies an expiration time for messages enqueued with no explicit expiration time.
The expiration time can be either arelative expiration time or none. The relative expiration time
is determined by associating afixed amount of time with a message after the message arrives at
the queue manager process. When amessage’ s expiration time is reached and the message has
not been dequeued or administratively deleted, all resources associated with the message are
reclaimed by the system and statistics are updated. If amessages expires during atransaction, the
expiration does not cause the transaction to fail. Messages that expire while being enqueued or
dequeued within atransaction are removed from the queue when the transaction ends. Thereis
no notification that the message has expired. If no default expiration timeis specified for aqueue,
the message without an explicit expiration time does not expire. When the queue’ s expiration
timeismodified, the expiration times of messages that were in the queue before the modification
are not changed.
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Theformat is +seconds, where seconds isthe number of seconds allowed to |apse between the
time that the queue manager successfully completes the operation and the time that the message
isto expire. If seconds isset to zero (0), the message expiresimmediately.

The value of this object may also be set to the string “none.” Thenone string indicates that
messages enqueued to the queue with no explicit expiration time do not expire. Y ou can change
the expiration time for messages already in a queue with the tuxTAppOmsgExpireTime object
of the tuxTappomsgTb1 group.

tuxTAppQDefDeliveryPolicy

Syntax

INTEGER { persist(l), non-persist(2) }

Access

read-write

Description

8-16

This object specifiesthe default delivery policy for the queue when no delivery modeis specified
for amessage enqueued to the queue. When thevalueis“persist,” messages enqueued to the
gueue without an explicitly specified delivery mode are delivered using the persistent
(disk-based) delivery method. When the value is non-persist, messages engqueued to the queue
without an explicitly specified delivery method are delivered using the non-persistent (in
memory) delivery method. When a queue’ s default delivery policy is modified, the delivery
quality of service of messagesthat are in the queue before the modification are not changed. If
the queue being modified isthereply queue named for any messages currently in the queue space,
the reply quality of service is not changed for those messages as aresult of changing the default
delivery policy of the queue.

For non-persistent delivery, if the memory areais exhausted or fragmented so that a message
cannot be enqueued, the enqueuing operation fails, even if there is sufficient persistent storage
for the message. Similarly, if the persistent storage area is exhausted or fragmented so that a
message cannot be enqueued, the enqueuing operation fails, even if there is sufficient
non-persistent storage for the message. If the tuxTQspaceMemNonPersist object of the
tuxTQspaceTbl group is zero (0) for a queue space, no space is reserved for non -persistent
messages. In such a case, any attempt to enqueue a non-persistent message fails. This type of
failureresults, for example, when no delivery quality of service has been specified for amessage
and the tuxTappoDefDeliveryPolicy object for thetarget queue has been set to “non-persist.”
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tuxTAppQTbl

tuxTAppQCmdNonPersist

Syntax
DisplayString (SIZE(Z..127)) (upto 78 bytesfor Oracle Tuxedo 8.0 or earlier)

Access
read-write

Description

This object specifies the command to be executed automatically when the high-water mark for
non -persistent (memory-based delivery) messages, tuxTAppOCmdNonPersistHw, iSreached.
The command isre-executed when the high-water mark isreached again after the low-water mark
for non-persistent (memory-based delivery) messages, tuxTAappQCmdNonPersistLw, has been
reached.

tuxTAppQCmdNonPersistHw
Syntax

DisplayString

Access
read-write

Description

These objects specify the high- and low-water marks that control the automatic execution of the
command specified inthe tuxTappocmdNonPersist object. Eachisan integer greater than or
equal to zero, followed by one of the following keyletters. The keyletters must be consistent for
tuxTAppQCmdNonPersistHw and tuxTAppQCmdNonPersistLw.

b
The high- and low-water marks are expressed as the number of bytes used by
non-persistent (in-memory) messages in the queue.

The high- and low-water marks are expressed as the number of blocks used by
non-persistent (in-memory) messages in the queue.
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The high- and low-water marks are expressed as a percentage of the shared memory
capacity reserved for non-persistent messages in the queue space used by the queue.

The messagesthreshold type specified through the t uxTAppQCmdHw and tuxTAppQcmdLw Objects
(when followed by an m) appliesto all messagesin a queue, including both persistent and
non-persistent messages, and therefore is not available as a threshold type for
tuxTAppQCmdNonPersistHw and tuxTAppQCmdNonPersistlw.

tuxTAppQCmdNonPersistLw

Syntax

DisplayString

Access

read-write

Description

8-18

These objects specify the high- and low-water marks that control the automatic execution of the
command specified in the tuxTappocmdNonPersist object. Eachisan integer greater than or
equal to zero, followed by one of the following keyletters. The keyletters must be consistent for
tuxTAppQCmdNonPersistHw and tuxTAppQCmdNonPersistLw.

b
The high- and low-water marks are expressed as the number of bytes used by
non-persistent (in-memory) messages in the queue.

The high- and low-water marks are expressed as the number of blocks used by
non-persistent (in-memory) messages in the queue.

The high- and low-water marks are expressed as a percentage of the shared memory
capacity reserved for non-persistent messages in the queue space used by the queue.

The messagesthreshol d type specified through the tuxTappoCmdiw and t uxTAppQcmdLw Objects
(when followed by an m) appliesto al messagesin a queue, including both persistent and
non-persistent messages, and therefore is not available as a threshold type for
tuxTAppQCmdNonPersistHw and tuxTAppQCmdNonPersistLw.
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tuxTAppQmsgThbl

tuxTAppQCurNonPersistBytes

Syntax

INTEGER

Access
read-write

Description

This object specifies the number of shared memory bytes currently consumed by the
non-persistent messages on the queue.

tuxTAppQCurNonPersistMsg
Syntax

INTEGER

Access
read-write

Description

This object specifiesthe number of non-persistent messages currently in the queue. To determine
the total number of messages in the queue, add the value of tuxTappocurMsg to thisvalue.

tuxTAppQmsgThl

The tuxTAppomsgTbl group contains objects that represent messages stored in application
gueues. A message is not created by an administrator; instead, it comes into existence as a result
of acall to tpenqueue(3). A message can be destroyed either by acall to tpdequeue(3) or by an
administrator. In addition, certain objects of a message can be modified by an administrator. For
example, an administrator can move a message from one queue to another queue within the same
gueue space or change its priority.

Objectsin this table are only accessible through a Tuxedo SNMP agent installed on the local
machine.
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tuxTAppQmsgld
Syntax
DisplayString (SIZE(I..32))
Access
read-only
8-20 Oracle Tuxedo SNMP Agent MIB Reference

Object Name Object ID

tuxTAppQmsgId 1.3.6.1.4.1.140.300.12.2.1.1
tuxTAppOmsgSerNo .1.3.6.1.4.1.140.300.12.2.1.2
tuxTAppQmsgGrpNo .1.3.6.1.4.1.140.300.12.2.1.3
tuxTAppQmsgQname .1.3.6.1.4.1.140.300.12.2.1.4
tuxTAppQmsgQmConfig .1.3.6.1.4.1.140.300.12.2.1.5
tuxTAppQmsgQspaceName .1.3.6.1.4.1.140.300.12.2.1.6
tuxTAppQmsgLmid .1.3.6.1.4.1.140.300.12.2.1.7
tuxTAppQmsgState .1.3.6.1.4.1.140.300.12.2.1.8
tuxTAppQmsgNewQname .1.3.6.1.4.1.140.300.12.2.1.9
tuxTAppQmsgPrior .1.3.6.1.4.1.140.300.12.2.1.10
tuxTAppQmsgTime .1.3.6.1.4.1.140.300.12.2.1.11
tuxTAppQmsgCorId .1.3.6.1.4.1.140.300.12.2.1.12
tuxTAppQmsgCurRetries .1.3.6.1.4.1.140.300.12.2.1.13
tuxTAppQmsgSize .1.3.6.1.4.1.140.300.12.2.1.14
tuxTAppQmsgExpireTime .1.3.6.1.4.1.140.300.12.2.1.20
tuxTAppQmsgPersistent .1.3.6.1.4.1.140.300.12.2.1.30
tuxTAppQmsgReplyPersistent .1.3.6.1.4.1.140.300.12.2.1.40




tuxTAppQmsgThbl

Description

A uniqueidentifier for the queue message, which can be used to select the message for ceT or
SeT operations. No significance should be placed on this value beyond using it for equality
comparisons.

tuxTAppQmsgSerNo

Syntax

INTEGER

Access
read-only

Description

A running number corresponding to tuxTappomsgId for the queue message, which is a part of
the composite index of thistable.

tuxTApp@msgGrpNo
Syntax

INTEGER

Access
read-only

Description

Group number of any server group for which this queue is a resource manager, in other words
that group’ s openinfo string tuxTgroupopenInfo contains the device name and queue space
name for this queue.

tuxTApp@msgQname

Syntax

DisplayString (SIZE(1..127))
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Access
read-only

Description
Name of the application queue in which the message is stored.

tuxTApp@msgQmConfig
Syntax

DisplayString (SIZE(l .. 78))

Access
read-only

Description

Absolute pathname of the file or device where the application queue space for the queue
containing this message is located.

tuxTApp@msgQspaceName
Syntax

DisplayString (SIZE(I..15))

Access
read-only

Description

Name of the application queue space containing the application queue in which this message is
located.

tuxTAppQmsgLmid

Syntax

DisplayString (SIZE(1..30))
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tuxTAppQmsgThbl

Access
read-only

Description
Logical machineid for the machine on which the queue containing this message is located.

tuxTAppQmsgState
Syntax

INTEGER { valid(l), invalid(2) }

Access
read-write

Description
Thevaluesfor GeT and seT operations are as follows:

GET: valid(1)
A GET operation retrieves information about the selected messages. The following list
describes the meaning of the tuxTappomsgstate object returned in responseto aGer
request. States not listed are not returned.

valid(1l)
The message exists.

SET: invalid(2)
A sET operation changes characteristics of the selected message. The following list
describesthe meaning of the tuxTappomsgstate object returned by aset request. States
not listed cannot be set.

invalid(2)
The message is deleted from its queue space. The message must be in state va1id (1)
before attempting this operation. Successful return leaves the object in the invalid(2)
state.

tuxTApp@msgNewQname
Syntax

DisplayString (SIZE(1..15))
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Access
read-write

Description

Name of the queue into which to move the sel ected message. This queue must be an existing
gueue in the same queue space. The message must bein state va1id (1) for this operation to
succeed. This abject value is not returned by aGeT operation.

tuxTAppQmsgPrior
Syntax

INTEGER

Access
read-write

Description

The priority of the message. Thisobject valueisvalid only for PRIO-based queues. Thevalue-1
isreturned by aGeT operation if the queue is not PRIO-based.

tuxTAppQmsgTime

Syntax

DisplayString (SIZE(1..15))

Access
read-write

Description

The time when the message is processed. This object valueisvalid only for TIME-based queues.
The empty string is returned by acer operation if the queue is not TIME-based. The format is
one of the following:

+seconds
Specifies that the message is processed seconds in the future. The value zero specifies
that the message should be processed immediately.
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tuxTAppQmsgThbl

YY[MM[DD[hh[mm[ss]]]]]
Specifies the year, month, day, hour, minute, and second when the message should be
processed. Omitted units default to their minimum possible values. For example, 9506 is
equivalent to 950601000000. The years 00 through 37 are treated as 2000 through 20037,
70 through 99 are treated as 1970 through 1999, and 38 through 69 are invalid.

tuxTAppQmsgCorld

Syntax

DisplayString (SIZE(O .. 32))

Access
read-only

Description

The correlation identifier for this message provided by the application in the tpenqueue(3)
request. The empty string indicates that a correlation identifier is not present.

tuxTApp@msgCurRetries
Syntax

INTEGER

Access
read-only

Description

The number of retries that have been attempted so far on this message.
tuxTAppQmsgSize
Syntax

INTEGER

Access
read-only
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Description

The size of the message, in bytes.

tuxTAppQmsgExpireTime

Syntax

DisplayString (SIZE(Z..15))

Access

read-write

Description

8-26

This object specifies the time at which a message expires (that is, the time at which the message
should be removed from the queue if it has not already been dequeued or administratively
deleted). When amessage expires, all resourcesit uses are reclaimed by the system and statistics
are updated. If a message expires during a transaction, the expiration does not cause the
transaction to fail. Messages that expire while being enqueued or dequeued within atransaction
are removed from the queue when the transaction ends. There is no notification that the message
has expired. Expiration times cannot be added to messages enqueued by versions of the Oracle
Tuxedo system that do not support message expiration, even when the queue manager responsible
for changing this value supports message expiration. Attempts to add an expiration time fail.

The empty string isreturned by aceT operation if the expiration time is not set. The expiration
time format is one of the following:

+seconds
Specifies that the message will be removed after the specified number of seconds. If the
value of secondsis set to zero (0), the message is removed immediately from the queue.
Relative expiration timeis calculated on the basis of the time at which the MIB request
arrives and has been processed by the corresponding queue manager.

YY[MM[DD[hh]MM([SS]]1]]
Specifies the year, month, day, hour, minute, and second when the message will be
removed if it has not already been dequeued or administratively deleted. Omitted units
default to their minimum possible values. For example, 9506 is equivalent to
950601000000. The years 00 through 37 are treated as 2000 through 2037, 70 through 99
are treated as 1970 through 1999, and 38 through 69 are invalid. An absolute expiration
timeisdetermined by the clock on the machine where the queue manager process resides.

Oracle Tuxedo SNMP Agent MIB Reference



tuxTQspaceThbl

none

Specifies that the message will never expire.

tuxTApp@msgPersistent
Syntax

INTEGER { vyes(l), no(2) }
Access

read-only
Description

Thisread-only stateisset to“no” for non-persistent messagesand “yes” for persistent messages.
It isthe delivery quality of service for the message.

tuxTAppQmsgReplyPersistent

Syntax

INTEGER { yes(1l), no(2) }

Access
read-only

Description

Thisread-only stateisset to“no” for non-persistent messagesand “yes” for persistent messages.
It isthe delivery quality that replies to the message

tuxT@spaceThl

The tuxTgspaceTbl group contains objects that represent application queue spaces. Objectsin
this table are only accessible through a Tuxedo SNMP agent installed on the local machine.

Note: The values returned by thisMIB are controlled by tuxTappoctril. For details, see the
description of the above group.

To create anew row in thistable, a seT request should be issued with an index
(tuxTospaceGrpNo) of 40000, which is areserved value for row creation in the table. The seT
request also needs to specify values for at least tuxTQspacegmConfig, tuxTQspaceName,
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tuxTQspacelmid, tuxTQspacelpckey, tuxTQspaceMaxMsg, tuxTQspaceMaxPages,
tuxTQspaceMaxProc, tuxTQspaceMaxQueues, and tuxTQspaceMaxTrans. Thenewly created
instance (row) is not visible until it is attached to some server group.

Object Name Object ID

tuxTQspaceName .1.3.6.1.4.1.140.300.12.3.1.1
tuxTQspaceQmConfig .1.3.6.1.4.1.140.300.12.3.1.2
tuxTQspacelLmid .1.3.6.1.4.1.140.300.12.3.1.3
tuxTQspaceGrpNo .1.3.6.1.4.1.140.300.12.3.1.4
tuxTQspaceState .1.3.6.1.4.1.140.300.12.3.1.5
tuxTQspaceBlocking .1.3.6.1.4.1.140.300.12.3.1.6
tuxTQspaceErrQname .1.3.6.1.4.1.140.300.12.3.1.7
tuxTQspaceForcelInit .1.3.6.1.4.1.140.300.12.3.1.8
tuxTQspaceIpckey .1.3.6.1.4.1.140.300.12.3.1.9
tuxTQspaceMaxMsg .1.3.6.1.4.1.140.300.12.3.1.10
tuxTQspaceMaxPages .1.3.6.1.4.1.140.300.12.3.1.11
tuxTQspaceMaxProc .1.3.6.1.4.1.140.300.12.3.1.12
tuxTQspaceMaxQueues .1.3.6.1.4.1.140.300.12.3.1.13
tuxTQspaceMaxTrans .1.3.6.1.4.1.140.300.12.3.1.14
tuxTQspaceCurExtent .1.3.6.1.4.1.140.300.12.3.1.15
tuxTQspaceCurMsg .1.3.6.1.4.1.140.300.12.3.1.16
tuxTQspaceCurProc .1.3.6.1.4.1.140.300.12.3.1.17
tuxTQspaceCurQueues .1.3.6.1.4.1.140.300.12.3.1.18
tuxTQspaceCurTrans .1.3.6.1.4.1.140.300.12.3.1.19
tuxTQspaceHwMsg .1.3.6.1.4.1.140.300.12.3.1.20
tuxTQspaceHwProc .1.3.6.1.4.1.140.300.12.3.1.21
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Object Name Object ID
tuxTQspaceHwQueues .1.3.6.1.4.1.140.300.12.3.1.22
tuxTQspaceHwTrans .1.3.6.1.4.1.140.300.12.3.1.23
tuxTQspacePercentInit .1.3.6.1.4.1.140.300.12.3.1.24
tuxTQspaceMaxActions .1.3.6.1.4.1.140.300.12.3.1.40
tuxTQspaceMaxHandles .1.3.6.1.4.1.140.300.12.3.1.50
tuxTQspaceMaxOwners .1.3.6.1.4.1.140.300.12.3.1.60
tuxTQspaceMaxTmpQueues .1.3.6.1.4.1.140.300.12.3.1.70
tuxTQspaceMaxCursors .1.3.6.1.4.1.140.300.12.3.1.80
tuxTQspaceMemNonPersist .1.3.6.1.4.1.140.300.12.3.1.90
tuxTQspaceMemFilters .1.3.6.1.4.1.140.300.12.3.1.100
tuxTQspaceMemOverFlow .1.3.6.1.4.1.140.300.12.3.1.110
tuxTQspaceMemSystemReserved .1.3.6.1.4.1.140.300.12.3.1.120
tuxTQspaceMemTotalAllocated .1.3.6.1.4.1.140.300.12.3.1.130
tuxTQspaceCurActions .1.3.6.1.4.1.140.300.12.3.1.140
tuxTQspaceCurHandles .1.3.6.1.4.1.140.300.12.3.1.150
tuxTQspaceCurOwners .1.3.6.1.4.1.140.300.12.3.1.160
tuxTQspaceCurTmpQueues .1.3.6.1.4.1.140.300.12.3.1.170
tuxTQspaceCurCursors .1.3.6.1.4.1.140.300.12.3.1.180
tuxTQspaceCurMemNonPersist .1.3.6.1.4.1.140.300.12.3.1.190
tuxTQspaceCurMemFilters .1.3.6.1.4.1.140.300.12.3.1.200
tuxTQspaceCurMemOverFlow .1.3.6.1.4.1.140.300.12.3.1.210
tuxTQspaceHwActions .1.3.6.1.4.1.140.300.12.3.1.220
tuxTQspaceHwHandles .1.3.6.1.4.1.140.300.12.3.1.230
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Object Name Object ID

tuxTQspaceHwOwners .1.3.6.1.4.1.140.300.12.3.1.240
tuxTQspaceHwTmpQueues .1.3.6.1.4.1.140.300.12.3.1.250
tuxTQspaceHwCursors .1.3.6.1.4.1.140.300.12.3.1.260
tuxTQspaceHwMemNonPersist .1.3.6.1.4.1.140.300.12.3.1.270
tuxTQspaceHwMemFilters .1.3.6.1.4.1.140.300.12.3.1.280
tuxTQspaceHwMemOverFlow .1.3.6.1.4.1.140.300.12.3.1.290
tuxTQspaceName
Syntax
DisplayString (SIZE(1..15))
Access
read-write
Description

Name of the application queue space.

Note: Thisobject can be updated only during row creation.

tuxTQspaceQmConfig

Syntax

DisplayString (SIZE(l .. 78))

Access
read-write

Description
Absolute pathname of the file or device where the application queue space is located.

Note: Thisobject can be updated only during row creation.
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tuxTQspaceLmid

Syntax

DisplayString (SIZE(1..30))

Access
read-write

Description
Identifier of the logical machine where the application queue space is located.

Note: Thisabject can be updated only during row creation.

tuxTQspaceGrpNo

Syntax

INTEGER (1..29999)

Access
read-write

Description

Group number of any server group for which this queue space is a resource manager, in other
words that group’s openinfo string tuxTgroupopenInfo contains the device name and queue
space hame for this queue space.

Note: Thisobject can be updated only during row creation.

tuxTQspaceState
Syntax

INTEGER { inactive(l), initializing(2), open(3), active(4), cleaning(5),
invalid(6) }

Access
read-write
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Description

8-32

Thevaluesfor ceT and seT operations are as follows:

GET: inactive(l) |initializing(2) |open(3) |active (4)
A GET operation retrieves information about the selected application queue space. The
following list describesthe meaning of the tuxTQspacestate object returned in response
to aceT request. States not listed are not returned.

inactive (1)
The queue space exists; i.e., disk space for it has been reserved in adevice and the space
has been initialized (if requested or if necessary).

initializing(2)
Disk space for the queue space is currently being initialized.

open(3)
Shared memory and other 1PC resources for the queue space have been allocated and
initialized, but no processes are currently attached to the shared memory.

active(4)
Shared memory and other |PC resources for the queue space have been allocated and
initialized, and at |east one processis currently attached to the shared memory. These
processes can be the queue servers (TMS_oM, TMQUEUE, and perhaps TMQFORWARD)
associated with the queue space, or they can be administrative processes such as
amadmin(1), or they can be processes associated with another application.

SET: open(3) |cleaning(5) |invalid(6)
A sET operation changes the selected application queue space or creates anew one. The
following list describes the meaning of the tuxTQspacestate object returned by a seT
request. States not listed cannot be set.

open(3)
Allocate and initialize shared memory and other | PC resourcesfor the queue space, which
isalowed only if the queue spaceisinthe inactive (1) state.

cleaning(5)
Removethe shared memory and other | PC resourcesfor the queue space, which isallowed
only whenthequeue spaceisintheactive (4) Or open (3) state. Successful returnleaves
the object inthe inactive (1) state.

invalid(6)
Delete the queue space. An error isreported if the stateisactive (4) or if messagesexist
on any queues in the queue space. Successful return leavesthe object inthe invalid(6)
State.
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tuxTQspaceBlocking

Syntax

INTEGER

Access
read-write

Description

The blocking factor used for disk space management of the queue space. The default when anew
gueue spaceis created is 16.

tuxTQspaceErrQname

Syntax

DisplayString (SIZE(0..127))

Access
read-write

Description

Name of the error queue associated with the queue space. If there is no error queue, an empty
string isreturned by aceT request.

tuxTQspaceForcelnit

Syntax

INTEGER { yes(l), no(2) }

Access
read-write

Description

This object value determines whether or not to initialize disk pages on new extents for the queue
space. Thedefaultisnot toinitialize. Depending on the devicetype (e.g., regular file or raw dlice),
initialization can occur even if not requested.
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tuxTQspacelpckey

Syntax

INTEGER (32769..262143)

Access
read-write

Description
The IPC key used to access queue space shared memory.

tuxTQspaceMaxMsg
Syntax

INTEGER

Access
read-write

Description
The maximum number of messages that the queue space can contain.

tuxTQspaceMaxPages

Syntax

INTEGER

Access
read-write

Description

The maximum number of disk pagesfor all queuesin the queue space. Each time the
tuxTQspaceMaxPages Object isincreased, anew extent is allocated (see
tuxTQspaceCurExtent). Itisnot possibleto decrease the number of pages by setting this object
to alower number; an error is reported in this case.
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tuxTQspaceMaxProc

Syntax

INTEGER

Access
read-write

Description
The maximum number of processes that can attach to the queue space.

tuxTQspaceMaxQueues

Syntax

INTEGER

Access
read-write

Description
The maximum number of queues that the queue space can contain.

tuxTQspaceMaxTrans

Syntax

INTEGER

Access
read-write

Description
The maximum number of simultaneously active transactions allowed by the queue space.
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tuxTQspaceCurExtent

Syntax

INTEGER

Access
read-only

Description

The current number of extents used by the queue space. Thelargest number allowed is100. Each
time the tuxTgspaceMaxPages Object isincreased, a new extent is allocated.

tuxTQspaceCurMsg
Syntax

INTEGER

Access
read-only

Description

The current number of messages in the queue space. This number can be determined only if the
gueue space isopen (3) Or active (4), or if the queue space is newly created. If none of the
conditions apply, the value -1 is returned.

tuxTQspaceCurProc

Syntax

INTEGER

Access
read-only

Description
The current number of processes accessing the queue space.
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tuxTQspaceCurQueues

Syntax

INTEGER

Access
read-only

Description

The current number of queues existing in the queue space. This number can be determined only
if the queue spaceisopen (3) Or active (4), or if the queue space is newly created. If none of
these conditions apply, the value -1 is returned.

tuxTQspaceCurTrans

Syntax

INTEGER

Access
read-only

Description
The current number of outstanding transactions involving the queue space.

tuxTQspaceHwMsg
Syntax

INTEGER

Access
read-only

Description

The highest number of messages in the queue space since the queue space was last opened. The
number is reset to 0 when the queue space state is set to cleaning (5).
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tuxTQspaceHwProc

Syntax

INTEGER

Access
read-only

Description

The highest number of processes simultaneoudly attached to the queue space since the queue
space was last opened. The number is reset to 0 when the queue space state is set to
cleaning(5).

tuxTQspaceHwQueues

Syntax

INTEGER

Access
read-only

Description

The highest number of queues existing in the queue space since the queue space was last opened.
The number isreset to 0 when the queue space state is set to cleaning (5).

tuxTQspaceHwTrans

Syntax

INTEGER

Access
read-only

Description

The highest number of outstanding transactions involving the queue space since the queue space
waslast opened. If the queue spaceis accessed by more than one application, thisnumber reflects
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all applications — not just the application represented by the TUXCONFIG environment
variable. The number is reset to 0 when the queue space state is set to cleaning (5) .

tuxTQspacePercentlnit

Syntax

INTEGER (0..100)

Access
read-only

Description

The percentage (as an integer between 0 and 100 inclusive) of disk space that has been initialized
for the queue space.

tuxTQspaceMaxActions

Syntax

INTEGER

Access
read-write

Description

This object specifies the number of additional actions that the Queuing Services component of
the Oracle Engine can handle concurrently. When a blocking operation is encountered and
additional actions are available, the blocking operation is set aside until it can be satisfied. After
setting aside the blocking operation, another operation request can be handled. When the
blocking operation is completed, the action associated with the operation is made available for a
subsequent operation. The system reserve actions are equival ent to the number of processes that
can attach to a queue space, so that each queue manager process can have at |east one blocking
action. Beyond the system-reserved number of blocking actions, the administrator can configure
the system to enable it to accommodate additional blocking actions beyond the reserve. An
operation failsif ablocking operation isrequested and cannot be immediately satisfied and there
are no actions available.
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tuxTQspaceMaxHandles

Syntax

INTEGER

Access

read-write

Description

This object specifiesthe number of handlesthat users of the Queueing Services component of the
Oracle Engine can use concurrently. Objects manipulated by the queuing services API require
handles to access the objects. When an object is opened by acall to the Queuing Services API, a
new handle is created and returned to the user. When an object handle is closed, the handle is
made available for subsequent open object operations. When the Queuing Services API is used
by an application, the administrator must configure the system to accommodate the maximum
number of handles that are opened concurrently. An operation failsif a user attemptsto open a
gueuing services object and there are no handles available. Adjusting this value has no effect on
Tuxedo applications other than unnecessarily consuming shared memory resources.

tuxTQspaceMax0wners

Syntax

INTEGER

Access

read-write

Description

8-40

This object specifies the number of additional Oracle Engine authenticated users that can
concurrently use Queuing Services resources. There is one owner record per user, regardless of
the number of open handles for the user. When there are no open handles for a user, the owner
record ismade avail able to subsequent users. The system reserves anumber of owners equivalent
to the number of actions, so that each action can be initiated by a different owner. Beyond the
system-reserved number of owners that can concurrently use queuing services resources, the
administrator can configure the system to accommodate additional owners beyond the reserved
number. An operation failsif auser attempts to open a handle when there currently are no open
handles, and there are no owners available. Adjusting this value has no effect on Oracle Tuxedo
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applications other than unnecessarily consuming shared memory resources. Adjusting thisvalue
has no effect on Tuxedo applications other than unnecessarily consuming shared memory
resources.

tuxTQspaceMaxTmpQueues

Syntax

INTEGER

Access
read-write

Description

This object specifies the number of temporary queues that can be opened concurrently in the
Queuing Services component of the Oracle Engine. Temporary queues are used by dynamic,
self-configuring applications and reduce the need for administratorsto configure each queue used
by an application. Messages enqueued to temporary queues are not persistent. When all handles
to atemporary queue are closed, the temporary queue resources are made available for
subsequent temporary queue creation. When the temporary queues are used by an application, the
administrator must configure the system to accommodate the maximum number of temporary
gueuesthat are active concurrently. An open operation failsif auser attemptsto open atemporary
gueue and there are no temporary queue resources available. This object specifies the number of
additional Oracle Engine authenticated users that can concurrently use Queuing Services

tuxTQspaceMaxCursors

Syntax

INTEGER

Access
read-write

Description

This object specifies the number of cursors that user of the Queuing Services component of the
Oracle Engine can use concurrently. CUrsors are used to navigate a queue. When a cursor is
destroyed, the cursor resources are made available for subsequent cursor creation operations.
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When the cursors are used by an application, the administrator must configure the system to
accommodate the maximum number of cursorsthat are allocated concurrently. An operation fails
if auser attemptsto create a cursor and there are no cursor resources available. This object
specifies the number of additional Oracle Engine authenticated users that can concurrently use
Queuing Services.

tuxTQspaceMemNonPersist

Syntax

DisplayString

Access

read-write

Description

8-42

This object specifies the size of the area reserved in shared memory to hold non-persistent
messages for al queues in the queue space. The memory size can be specified in bytes (o) or
blocks (B). (The size of ablock in this context is equivalent to the size of a disk block.)

The [bB]suffix isoptional and, if not specified, the default is blocks. Note that the number of
bytes requested can be rounded up to the next internal data size. When read, the value is dways
the actual amount of memory allocated in bytes (b).

All non-persistent messages in the specified queue space are permanently lost when thisvariable
is successfully changed.

If the variable for a queue space is zero (0), no queue space is reserved. for non-persistent
messages. In this case, any attempt to enqueue anon-persistent message fails. Thistype of failure
results, for example, when no delivery quality of service has been specified for amessage and the
tuxTAppQDefDeliverPolicy oObject of the tuxTappTbl group for thetarget queue has been set
to NOoNPERSIST. FOr non-persistent delivery, if the memory areais exhausted or fragmented so
that a message cannot be enqueued, the enqueuing operation fails, even if there is sufficient
persistent storage for the message. Similarly, if the persistent storage area is exhausted or
fragmented so that a message cannot be enqueued, the enqueuing operation fails, eveniif thereis
sufficient non-persistent storage for the message.
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tuxTQspaceMemFilters

Syntax

INTEGER

Access
read-write

Description

This object specifies the size of the memory areato reserve in shared memory to hold the
compiled representation of user-defined filters. The memory sizeis specified in bytes. Filtersare
used by the Queuing Services component of the Oracle Engine for message selection in
dequeuing and cursor operations. Filters can be specified using various grammars, but are
compiled into an engine normal form and stored in shared memory. Filters are referenced by a
handle that is returned when they are compiled. When afilter is destroyed, the memory used by
the filter is made available for subsequent compiled filters. When the filters are defined by an
application, the administrator must configure the system to accommodate the maximum number
of filtersthat will be concurrently compiled. An operation failsif a user attempts to create a new
filter and there is not enough memory allocated for the compiled version of thefilter. Adjusting
this value has no effect on Tuxedo applications other than unnecessarily consuming shared
Memory resources.

tuxTQspaceMemOverFlow

Syntax

INTEGER

Access
read-write

Description

This object specifies the size of the memory areato reserve in shared memory to accommodate
peak load situations where some or all of the allocated shared memory resources are exhausted.
The memory size is specified in bytes. Additional objects are allocated from this additional

memory on afirst-come, first-served basis. When an object created in the additional memory is
closed or destroyed, the memory is released for subsequent overflow situations. This additional
memory space can yield more objects than the configured number, but there is no guarantee that
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additional memory is available for any particular object at any given point in time. Currently,
only actions, handles, cursors, owners, temporary queues, timers, and filters use the overflow.

tuxTQspaceMemSystemReserved

Syntax

INTEGER

Access
read-only

Description

This object specifies the total amount of memory (in bytes) reserved from shared memory for
gueuing services system use.

tuxTQspaceMemTotalAllocated

Syntax

INTEGER

Access
read-only

Description
This object specifiesthetotal amount of memory (in bytes) allocated from shared memory for all

gueuing services objects.
tuxTQspaceCurActions

Syntax

INTEGER

Access
read-only
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Description

This object specifiesthe current number of actionsin usein the queue space. This number can be
determined if the queue spaceis OPEn or ACTive, or if the queue space is newly created. If none
of the conditions apply, the value -1 is returned.

tuxTQspaceCurHandles

Syntax

INTEGER

Access
read-only

Description

This object specifiesthe current number of cursorsin usein the queue space. This number can be
determined if the queue spaceis OPEn or ACTive, or if the queue space is newly created. If none
of the conditions apply, the value -1 is returned.

tuxTQspaceCurOwners

Syntax

INTEGER

Access
read-only

Description

This object specifiesthe current number of ownersin usein the queue space. This number can be
determined if the queue spaceis OPEn or ACTive, or if the queue spaceisnewly created. If none
of the conditions apply, the value -1 is returned.

tuxTQspaceCurTmpQueues

Syntax

INTEGER
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Access
read-only

Description

This object specifies the current number of temporary queues in use in the queue space. This
number can be determined if the queue space is OPEn or ACTive, or if the queue spaceis newly
created. If none of the conditions apply, the value -1 isreturned.

tuxTQspaceCurCursors

Syntax

INTEGER

Access
read-only

Description

This object specifiesthe current number of cursorsin usein the queue space. This number can be
determined if the queue spaceis OPEn or ACTive, or if the queue spaceis newly created. If none
of the conditions apply, the value -1 isreturned.

tuxTQspaceCurMemNonPersist

Syntax

INTEGER

Access
read-only

Description

This object specifies the current amount of memory, in bytes, consumed by non-persistent
messages in the queue space. This number can be determined if the queue space is OPEN or
ACTive, or if the queue space is newly created. If none of the conditions apply, the value -1 is
returned.
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tuxTQspaceCurMemFilters

Syntax

INTEGER

Access
read-only

Description

Thisobject specifiesthe current number of bytesin usefor filtersin the queue space. Thisnumber
can be determined if the queue spaceis OPEn or ACTive, or if the queue space is newly created.
If none of the conditions apply, the value -1 isreturned.

tuxTQspaceCurMemOverFlow

Syntax

INTEGER

Access
read-only

Description

This object specifies the current number of bytes of overflow memory in use in the queue space.
This number can be determined if the queue spaceis OPENn or ACTive, or if the queue spaceis
newly created. If none of the conditions apply, the value -1 is returned.

tuxTQspaceHwActions

Syntax

INTEGER (0..100)

Access
read-only
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Description

This object specifies the highest number of concurrent actions reached in the queue space since
the queue space was last opened. The number is reset to 0 when the queue spaceis set to
CLEaning.

tuxTQspaceHwHandles

Syntax

INTEGER (0..100)

Access
read-only

Description

This object specifies the highest number of concurrent handles opened in the queue space since
the queue space was last opened. The number is reset to 0 when the queue spaceis set to
CLEaning.

tuxTQspaceHwOwners

Syntax

INTEGER

Access
read-only

Description

This object specifies the highest number of concurrent owners reached in the queue space since
the queue space was last opened. The number isreset to 0 when the queue space is set to
CLEaning.

tuxTQspaceHwTmpQueues

Syntax

INTEGER
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Access
read-only

Description

This object specifies the highest number of concurrent temporary queues opened in the queue
space since the queue space was last opened. The number is reset to 0 when the queue spaceis
set to CLEaning.

tuxTQspaceHwCursors

Syntax

INTEGER

Access
read-only

Description

This object specifies the highest number of concurrent cursors created in the queue space since
the queue space was last opened. The number isreset to 0 when the queue space is set to
CLEaning.

tuxTQspaceHwMemNonPersist

Syntax

INTEGER

Access
read-only

Description

This object specifies the largest amount of memory in bytes consumed by non-persistent
messages since the queue space was last opened. The number is reset to 0 when the queue space
isset to CLEaning.

Oracle Tuxedo SNMP Agent MIB Reference 8-49



tuxTQspaceHwMemFilters

Syntax

INTEGER

Access
read-only

Description

This object specifies the highest number of bytes used for filters in the queue space since the
gueue space was last opened. The number is reset to 0 when the queue space is set to CLEaning.

tuxTQspaceHwMemOverflow

Syntax

INTEGER

Access
read-only

Description

Thisobject specifiesthe highest number of bytes used in the overflow memory in the queue space
since the queue space was last opened. The number isreset to 0 when the queue spaceis set to
CLEaning.

tuxTQtransThl

The tuxTQtransTbl group contains objects that represent run-time characteristics of
transactions associated with application queue spaces. Objects in thistable are only accessible
through a Tuxedo SNMP agent installed on the local machine.

Object Name Object ID
tuxTQtransXid .1.3.6.1.4.1.140.300.12.4.1.1
tuxTQtransIndxl .1.3.6.1.4.1.140.300.12.4.1.2
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Object Name Object ID
tuxTQtransIndx?2 .1.3.6.1.4.1.140.300.12.4.1.3
tuxTQtransIndx3 .1.3.6.1.4.1.140.300.12.4.1.4
tuxTQtransIndx4 .1.3.6.1.4.1.140.300.12.4.1.5
tuxTQtransIndx5 .1.3.6.1.4.1.140.300.12.4.1.6
tuxTQtransGrpNo .1.3.6.1.4.1.140.300.12.4.1.7
tuxTQtranSpaceName .1.3.6.1.4.1.140.300.12.4.1.8
tuxTQtransQmConfig .1.3.6.1.4.1.140.300.12.4.1.9
tuxTQtransLmid .1.3.6.1.4.1.140.300.12.4.1.10
tuxTQtransState .1.3.6.1.4.1.140.300.12.4.1.11
tuxTQtransXid
Syntax
DisplayString (SIZE(1..78))
Access
read-only
Description

Transaction identifier asreturned by tx_info(3) and mapped to astring representation. The data
in thisfield should not be interpreted directly by the user except for equality comparison.

tuxTQtransindx1

Syntax

INTEGER

Access
read-only
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Description

Aninteger index for tuxTQtransTbl. Thisshould not be interpreted by the user. It is used only
for uniquely identifying aparticular row in thistable by the combination of Indx1 through Indx5.

tuxTQtransindx2

Syntax

INTEGER

Access
read-only

Description

Aninteger index for tuxTQtransTbl. Thisshould not be interpreted by the user. It isused only
for uniquely identifying aparticular row in thistable by the combination of Indx1 through Indx5.

tuxTQtransindx3
Syntax

INTEGER

Access
read-only

Description

Aninteger index for tuxTQtransTbl. Thisshould not be interpreted by the user. It isused only
for uniquely identifying a particular row in thistable by the combination of Indx1 through Indx5.

tuxTQtransindx4
Syntax

INTEGER

Access
read-only
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Description

Aninteger index for tuxTQtransTbl. Thisshould not be interpreted by the user. It isused only
for uniquely identifying a particular row in thistable by the combination of Indx1 through Indx5.

tuxTQtransindx5

Syntax

INTEGER

Access
read-only

Description

Aninteger index for tuxTQtransTbl. Thisshould not be interpreted by the user. It isused only
for uniquely identifying a particular row in thistable by the combination of Indx1 through Indx5.

tuxTQtransGrpNo
Syntax

INTEGER

Access
read-only

Description

Group number of any server group for which the queue space concerning this transaction isa
resource manager, in other wordsthat group’ s openinfo string tuxTgroupOpenInfo containsthe
device name and queue space name for the queue space concerning this transaction.

tuxTQtranSpaceName

Syntax

DisplayString (SIZE(1..15))
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Access
read-only

Description

Name of the application queue space associated with the transaction.
tuxTQtrans@mConfig
Syntax

DisplayString(SIZE(l..78»

Access
read-only

Description
Absolute pathname of the file or device where the application queue space is located.
tuxTQtransLmid

Syntax

DisplayString (SIZE(1..30))

Access
read-only

Description
Identifier of the logical machine where the application queue space is located.

tuxTQtransState
Syntax

INTEGER { active(l), abort-only(2), aborted(3), com-called(4), ready(5),

decided(6), suspended(7), habort(8), hcommit(9) }

Access
read-write
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tuxTQtransThl

Description
Thevaluesfor ceT and seT operations are as follows:

GET: {actdive(l) |abort-only(2) |aborted(3) |com-called(4) |ready(5) |
decided(6) | suspended(7)}
A GET operation retrieves run-time information about the selected transactions. The
following list describesthe meaning of the tuxTotransstate object returned inresponse
to acET request. States not listed are not returned.

active (1)
The transaction is active.

abort-only(2)

The transaction has been identified for rollback.

aborted (3)
The transaction has been identified for rollback and rollback has been initiated.

com-called(4)
The initiator of the transaction has called tpcommi t(3) and the first phase of two-phase
commit has begun.

ready (5)
All of the participating groups on the retrieval site have successfully completed the first
phase of the two-phase commit and are ready to be committed.

decided (6)
The second phase of the two-phase commit has begun.

suspended (7)

Theinitiator of the transaction has suspended processing on the transaction.

SET: {habort(8) |hcommit (9)}
A seT operation updatesthe state of the selected transactions. Thefollowing list describes
the meaning of the tuxTQtransstate oObject returned by a seT request. States not listed
cannot be set.

habort (8)
Heuristically abort the transaction. Successful return leaves the object in the habort (8)
state.

hcommit (9)
Heuristically commit the transaction. Successful return leaves the object in the
hommit (9) State.
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EventBroker MIB

There aretwo types of Oracle Tuxedo events: application events and system events. Application
events are usually controlled or trapped by the application code. System events are generated by
the Tuxedo run-time system when important changes in that system are detected. Application
programs (clients or services) can subscribe to these system events.

The EventBroker MIB defines the characteristics of an event subscription. Y ou can use the
EventBroker MIB to obtain the characteristics of current event subscriptions, define new
subscriptions, or invalidate subscriptions. To enable both system event and application event
notification, you need to define the system event broker and the application event broker in the
Core MIB.

Event subscriptions can be temporary or persistent. Persistent subscriptions survive across
application activations and can be removed through the EventBroker MIB. The Tuxedo
EventBroker MIB contains five groups of event subscriptions through which the EventBroker
can be managed.

The EventBroker MIB consists of the following subscription groups.

Group Name Description

tuxEventClientTbl Subscriptions that trigger unsolicited notification
tuxEventCmdTbl Subscriptions that trigger system commands
tuxEventQueTbl Subscriptions for queue-based notification
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Group Name Description

tuxEventSvcTbl Subscriptions for server-based notification

tuxEventUlogTbl Subscriptions for writing userlog messages

Each object in these groups represents a single subscription regquest. Client Notifications
(tuxEventClientTbl group) indicate which eventstrigger an unsolicited messageto aclient.
Service Notifications (tuxEventsvcTbl group) indicate which events trigger arequest to an
application service. Application Queue Notifications (tuxEventQueTbl group) indicate which
events send a message to an application queue. System Command Notifications
(tuxEventcmdTbl group) indicate which eventstrigger an operating system command. Log File
Notifications (tuxEventUlogTbl group) indicate which events generate arecord in the central
event log (ulog). The EventBroker automatically removes temporary subscriptions when it
detects that the corresponding target is no longer active.

Event subscriptions and the ability to change the Tuxedo MIB enables system administrators and
application designers to write event-adaptive applications. When afailure is detected through a
system event notification, a management framework program can perform the corrective
measures. For example, a management framework task can be triggered to activate serverson a
backup machine when it receives an event notification about afailure on a primary machine.

tuxEventClientThl

9-2

This group contains objects that represent subscriptions registered with the EventBroker for
client-based notification.

When an event is detected, it is compared to each tuxEventCclientTbl instance. If the event
name matches the value in the event expression and the optional filter ruleistrue, then the event
buffer is sent to the specified client’ s unsolicited message handling routine. To create a new row
inthistable, it is necessary to issue a ST request that at least specifies the values for
tuxEventClientExpr and tuxEventClientId.

Object Name Object ID
tuxEventClientIndx .1.3.6.1.4.1.140.300.2.1.1.1.1
tuxEventClientExpr .1.3.6.1.4.1.140.300.2.1.1.1.2
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tuxEventClientThl

Object Name Object ID

tuxEventClientFilter .1.3.6.1.4.1.140.300.2.1.1.1.3
tuxEventClientState .1.3.6.1.4.1.140.300.2.1.1.1.4
tuxEventClientId .1.3.6.1.4.1.140.300.2.1.1.1.5

tuxEventClientIndx

Syntax

INTEGER

Access
read-only

Description

A running number as the unique identifier for arow in the table.

tuxEventClientExpr

Syntax

DisplayString (SIZE(1..255))

Access
read-only

Description

Event pattern expression. This expression, which isaregular expression, controls which event
names match this subscription. For the format of regular expressions, see reference page
tpsubscribe (3¢) in Oracle Tuxedo ATMI C Function Reference.

Note: Thisobject can be updated only during row creation.
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tuxEventClientFilter

Syntax

DisplayString (SIZE(1..255))

Access

read-only

Description

Event filter expression. Thisexpression, if present, iseval uated with respect to the posted buffer’s
contents. It must evaluate to TRUE or this subscription is not matched. If the value of thisis*-",
it means that the filter expression isin binary format.

Note: Thisobject can be updated only during row creation.

tuxEventClientState

Syntax

INTEGER { active(l), invalid(2) }

Access

read-write

Description

9-4

The values for GeT and seT operations are as follows:

GET: active(l)
A GET operation retrieves configuration information for the matching
tuxEventClientTbl row(s).

SET: invalid(2)
A sET operation updates configuration information for therow in tuxEventclientTbl.
The following state indicates the meaning of a tuxEventClientState SetinaseT
request. States not listed cannot be set.

invalid(2)
Delete row. Successful return leavestherow inthe invalid(2) state.
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tuxEventCmdThl

tuxEventClientld

Syntax

DisplayString (SIZE(1..78))

Access
read-only

Description
Send an unsolicited notification message to this client when a matching event is detected.

Note: Thisabject can be updated only during row creation.

tuxEventCmdThl

This group contains objects that represent subscriptions registered with the EventBroker that
trigger execution of system commands.

When an event isdetected, it is compared to each row in thistable. If the event name matchesthe
valueinthe event expression and the optional filter ruleistrue, then the event buffer isformatted
and passed to the system’s command interpreter.

Create anew Row: To create a new instance of tuxEventCmdTbl the user must specify at least
tuxEventCmdExpr and tuxEventCmd. All objects except tuxEventCmdstate can be updated
only during creation of a new instance.

Object Name Object ID

tuxEventCmdIndx .1.3.6.1.4.1.140.300.2.2.1.1.1
tuxEventCmdExpr .1.3.6.1.4.1.140.300.2.2.1.1.2
tuxEventCmdFilter .1.3.6.1.4.1.140.300.2.2.1.1.3
tuxEventCmdState .1.3.6.1.4.1.140.300.2.2.1.1.4
tuxEventCmd .1.3.6.1.4.1.140.300.2.2.1.1.5
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tuxEventCmdIndx

Syntax

INTEGER

Access
read-only

Description
A running number as the unique identifier for arow in the table.

tuxEventCmdExpr

Syntax

DisplayString (SIZE(1..255))

Access
read-write

Description

Event pattern expression. This expression, which isaregular expression, controls which event
names match this subscription. For the format of regular expressions, see reference page
tpsubscribe (3¢) in Oracle Tuxedo ATMI C Function Reference.

Note: Thisobject can be updated only during row creation.

tuxEventCmdFilter

Syntax

DisplayString (SIZE(l .. 255))

Access
read-write
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tuxEventCmdThl

Description

Event filter expression. Thisexpression, if present, iseval uated with respect to the posted buffer’'s
contents. It must evaluate to TRUE or this subscription is not matched. If the value of thefilter is
“-" it means that the filter isin a binary format.

Note: Thisaobject can be updated only during row creation.

tuxEventCmdState

Syntax

INTEGER { active(l), invalid(2) }

Access
read-write

Description
The valuesfor geT and seT operations are as follows:

GET: active(1l)
A GET operation retrieves configuration information for the tuxEventcmdTb1 instance(s).

SET: invalid(2)
A seT operation updates configuration information for the tuxEventcmdrbl instance.
The following state indicates the meaning of a tuxEventCcmdState Setin aSeT request.
States not listed cannot be set.

invalid(2)
Delete tuxEventcmdTbl instance. Successful return leavestheobjectinthe invalid (2)
State.

tuxEventCmd

Syntax

DisplayString (SIZE(1..255))

Access
read-write
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Description
Execute this system command when an event matching this object is detected. For UNIX system
platforms, the command is executed in the background using system(3).

Note: Thisabject can be updated only during row creation.

tuxEventQueThl

This group contains objects that represent subscriptions registered with the EventBroker for
gueue-based notification.

When an event is detected, it is compared to each tuxEventQueTbl instance. If the event name
matches the valuein the event expression and the optional filter ruleistrue, then the event buffer
isstored in the specified reliable queue. To create anew row in thistable, it is necessary to issue
aseT request that at least specifies tuxEventQueExpr, tuxEventQspace, and tuxEventQname.

Object Name Object ID
tuxEventQueIndx 1.3.6.1.4.1.140.300.2.3.1.1.1
tuxEventQueExpr .1.3.6.1.4.1.140.300.2.3.1.1.2
tuxEventQueFilter .1.3.6.1.4.1.140.300.2.3.1.1.3
tuxEventQueState .1.3.6.1.4.1.140.300.2.3.1.1.4
tuxEventQspace .1.3.6.1.4.1.140.300.2.3.1.1.5
tuxEventQname .1.3.6.1.4.1.140.300.2.3.1.1.6
tuxEventQctlQtop .1.3.6.1.4.1.140.300.2.3.1.1.7
tuxEventQctlBeforeMsgid .1.3.6.1.4.1.140.300.2.3.1.1.8
tuxEventQctlQtimeAbs .1.3.6.1.4.1.140.300.2.3.1.1.9
tuxEventQctlQtimeRel .1.3.6.1.4.1.140.300.2.3.1.1.10
tuxEventQctlDegTime .1.3.6.1.4.1.140.300.2.3.1.1.11
tuxEventQctlPrior .1.3.6.1.4.1.140.300.2.3.1.1.12
tuxEventQctlMsgId .1.3.6.1.4.1.140.300.2.3.1.1.13
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tuxEventQueThl

Object Name Object ID
tuxEventQctlCorrId .1.3.6.1.4.1.140.300.2.3.1.1.14
tuxEventQct1ReplyQ .1.3.6.1.4.1.140.300.2.3.1.1.15
tuxEventQctlFailQ .1.3.6.1.4.1.140.300.2.3.1.1.16
tuxEventPersist .1.3.6.1.4.1.140.300.2.3.1.1.17
tuxEventTran .1.3.6.1.4.1.140.300.2.3.1.1.18
tuxEventQuelndx
Syntax
INTEGER
Access
read-only
Description

Running number which is the unique identifier for an event in this table.

tuxEventQueExpr

Syntax

DisplayString (SIZE(l .. 255))

Access
read-write

Description

Event pattern expression. This expression, which is aregular expression, controls which event
names match this subscription. For the format of regular expressions, see reference page

tpsubscribe (3c) in Oracle Tuxedo ATMI C Function Reference.

Note: This object can be updated only during row creation.
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tuxEventQuefFilter

Syntax

DisplayString (SIZE(1..255))

Access
read-write

Description

Event filter expression. Thisexpression, if present, iseval uated with respect to the posted buffer’s
contents. It must evaluate to TRUE or this subscription is not matched. If the value of this object
is“-", it meansthe filter isin binary format.

Note: Thisobject can be updated only during row creation.

tuxEventQueState

Syntax

INTEGER { active(l), invalid(2) }

Access
read-write

Description
The values for GeT and seT operations are as follows:

GET: active(l)
A GET operation retrieves configuration information for the matching tuxEventQueTbl
row(s).

SET: invalid(2)
A sET operation updates configuration information for the tuxEventQueTbl instance.
The following state indicates the meaning of a tuxEventQueState Setin a sET request.
States not listed cannot be set.

invalid(2)
Delete tuxEventQueTbl row. Successful return leaves the object inthe invalid (2)
state.
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tuxEventQueThl

tuxEventQspace

Syntax

DisplayString (SIZE(1..127))

Access
read-write

Description

Enqueue a notification message to areliable queue in this queue space when amatching event is
detected.

Note: Thisobject can be updated only during row creation.

tuxEvent@name

Syntax

DisplayString (SIZE(1..127))

Access
read-write

Description
Engueue a notification message to this reliable queue when a matching event is detected.

Note: Thisobject can be updated only during row creation.

tuxEventQctlQtop
Syntax

INTEGER

Access
read-write
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Description

Thisvalue, if present, is passed in to tpenqueue(3)’'s TPQCTL control structure to request
notification viathe /Q subsystem with the message to be placed at the top of the queue.

Note: Thisabject can be updated only during row creation.

tuxEventQctiBeforeMsgid

Syntax

INTEGER

Access
read-write

Description

Thisvalue, if present, is passed in to tpenqueue(3)’'s TPQCTL control structure to request
notification via the /Q subsystem with the message to be placed on the queue ahead of the

specified message.
Note: Thisaobject can be updated only during row creation.

tuxEventQctliQtimeAbs

Syntax

INTEGER

Access
read-write

Description

Thisvalue, if present, ispassed in to tpenqueue(3)’'s TPQCTL control structure to request
notification via the /Q subsystem with the message to be processed at the specified time.

Note: Thisobject can be updated only during row creation.
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tuxEventQueThl

tuxEventQctlQtimeRel

Syntax

INTEGER

Access
read-write

Description

Thisvalue, if present, ispassed in to tpenqueue(3)’'s TPQCTL control structure to request
notification viathe /Q subsystem with the message to be processed relative to the dequeue time.

Note: Thisobject can be updated only during row creation.

tuxEventQctiDeqTime
Syntax

INTEGER

Access
read-write

Description
Thisvalue, if present, is passed in to tpenqueue(3)’s TPQCTL control structure.

Note: Thisabject can be updated only during row creation.

tuxEventQctIPrior

Syntax

INTEGER

Access
read-write

Description
Thisvalue, if present, is passed in to tpenqueue(3)’s TPQCTL control structure.
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Note: This object can be updated only during row creation.

tuxEventQctiMsgld
Syntax

DisplayString (SIZE(1..31))

Access
read-write

Description
Thisvalue, if present, is passed in to tpenqueue(3)'s TPQCTL control structure.

Note: Thisabject can be updated only during row creation.

tuxEventQctiCorrld

Syntax

DisplayString (SIZE(I..31))

Access
read-write

Description
Thisvalue, if present, is passed in to tpenqueue(3)'s TPQCTL control structure.

Note: Thisobject can be updated only during row creation.

tuxEventQctiReplyQ

Syntax

DisplayString (SIZE(1..127))

Access
read-write
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tuxEventQueThl

Description
Thisvalue, if present, is passed in to tpenqueue(3)’'s TPQCTL control structure.

Note: This object can be updated only during row creation.

tuxEventQctliFailQ
Syntax

DisplayString (SIZE(1..127))

Access
read-write

Description
Thisvalue, if present, is passed in to tpenqueue(3)’'s TPQCTL control structure.

Note: Thisabject can be updated only during row creation.

tuxEventPersist

Syntax

INTEGER

Access
read-write

Description
If non-zero, do not cancel this subscription if the designated queue is no longer available.

Note: Thisobject can be updated only during row creation.

tuxEventTran

Syntax

INTEGER
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Access
read-write

Description

If non-zero and the client’s t ppost(3) cal istransactional, include the tpenqueue(3) cal inthe
client’ s transaction.

Note: Thisobject can be updated only during row creation.

tuxEventSveThl

This group contains objects that represent subscriptions registered with the EventBroker for
service-based notification.

When an event is detected, it is compared to each tuxEventsvcTbl instance. If the event name
matches the value in the event expression and the optional filter ruleistrue, then the event buffer
is sent to the specified Tuxedo service routine.

To create anew row in thistable, a SET request must be issued that specifies valuesfor at least

tuxEventSvcExpr and tuxEventSvcName.

Object Name Object ID
tuxEventSvcIndx .1.3.6.1.4.1.140.300.2.4.1.1.1
tuxEvent SvcExpr .1.3.6.1.4.1.140.300.2.4.1.1.2
tuxEventSvcFilter .1.3.6.1.4.1.140.300.2.4.1.1.3
tuxEventSvcState .1.3.6.1.4.1.140.300.2.4.1.1.4
tuxEventSvcName .1.3.6.1.4.1.140.300.2.4.1.1.5
tuxEventSvcPersist .1.3.6.1.4.1.140.300.2.4.1.1.6
tuxEventSvcTran .1.3.6.1.4.1.140.300.2.4.1.1.7
tuxEventSvcindx
Syntax
INTEGER

9-16 Oracle Tuxedo SNMP Agent MIB Reference



tuxEventSvcThl

Access
read-only

Description
A running number which is aunique key for arow in thistable.

tuxEventSvcExpr

Syntax

DisplayString (SIZE(l .. 255))

Access
read-only

Description

Event pattern expression. This expression, which is aregular expression, controls which event
names match this subscription. For the format of regular expressions, see reference page
tpsubscribe (3¢) in Oracle Tuxedo ATMI C Function Reference.

Note: This object can be updated only during row creation.

tuxEventSvcFilter

Syntax

DisplayString (SIZE(1..255))

Access
read-only

Description

Event filter expression. Thisexpression, if present, isevaluated with respect to the posted buffer’s
contents. It must evaluate to TRUE or this subscription is not matched. If thisis“-", it meansthe
filter isin binary format.

Note: Thisobject can be updated only during row creation.
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tuxEventSvcState

Syntax

INTEGER { active(l), invalid(2) }

Access
read-write

Description
Thevaluesfor ceT and seT operations are as follows:

GET: active(1l)
A GET operation retrieves configuration information for the matching tuxEventSvcTbl
instance(s).

SET: invalid(2)
A sET operation updates configuration information for the tuxEventsvcTbl instance.
The following state indicates the meaning of a tuxEventsvcsState Setin aset request.
States not listed cannot be set.

invalid(2)
Delete tuxEventSveTbl row. Successful return leaves the object in the invalid(2)
state.

tuxEventSvcName

Syntax

DisplayString (SIZE(1..127))

Access
read-only

Description
Call this Tuxedo service when a matching event is detected.

Note: Thisabject can be updated only during row creation.
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tuxEventUlogThl

tuxEventSvcPersist

Syntax

INTEGER

Access
read-write

Description

If non-zero, do not cancel this subscription if the tuxEvent svcName Serviceis no longer
available.

Note: Thisobject can be updated only during row creation.

tuxEventSvcTran

Syntax

INTEGER

Access
read-write

Description

If non-zero and the client’s tppost(3) cal istransactional, include the tuxEventsvceName
service call in the client’ s transaction.

Note: This object can be updated only during row creation.

tuxEventUlogThl

This group contains objects that represent subscriptions registered with the EventBroker for
writing system userlog(3) messages.

When an event isdetected, it iscompared to each tuxEventUlogTbl instance. If the event name
matches the valuein the event expression and the optional filter ruleistrue, then the event buffer
is formatted and passed to the Tuxedo useriog(3) function.
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Create anew Row: To create anew instance of tuxEventUlogTbl the user must at least specify
valuesfor tuxEventUlogExpr and tuxEventUserlog. All objects except
tuxEventUlogState can be updated only during creation of a new instance.

Object Name Object ID
tuxBventUlogIndx .1.3.6.1.4.1.140.300.2.5.1.1.1
tuxEventUlogExpr .1.3.6.1.4.1.140.300.2.5.1.1.2
tuxBventUlogFilter .1.3.6.1.4.1.140.300.2.5.1.1.3
tuxEventUlogState .1.3.6.1.4.1.140.300.2.5.1.1.4
tuxEventUserlog .1.3.6.1.4.1.140.300.2.5.1.1.5
tuxEventUlogindx
Syntax
INTEGER
Access
read-only
Description

A running number which is aunique key in thistable.

tuxEventUlogExpr
Syntax

DisplayString (SIZE(l .. 255))

Access
read-write
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tuxEventUlogThl

Description

Event pattern expression. This expression, which is aregular expression, controls which event
names match this subscription. For the format of regular expressions, see reference page
tpsubscribe (3¢) in Oracle Tuxedo ATMI C Function Reference.

Note: Thisaobject can be updated only during row creation.

tuxEventUlogFilter

Syntax

DisplayString (SIZE(1..255))

Access
read-write

Description

Event filter expression. Thisexpression, if present, iseval uated with respect to the posted buffer’s
contents. It must evaluate to TRUE or this subscription is not matched. If thisis“-", it meansthe
filter isin binary form.

Note: Thisobject can be updated only during row creation.

tuxEventUlogState
Syntax

INTEGER { active(l), invalid(2) }

Access
read-write

Description
Thevaluesfor ceT and seT operations are as follows:

GET: active(l)
A GET operation retrieves configuration information for the matching tuxEventulogTbl
instance(s).
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SET: invalid(2)
A sET operation updates configuration information for the tuxEventUlogTbl instance.
Thefollowing state indicates the meaning of a tuxEventUlogState SetinaSET request.
States not listed cannot be set.

invalid(2)
Delete tuxEventUlogTbl row. Successful return leaves the object in the inva1id(2)
state.

tuxEventUserlog

Syntax

DisplayString (SIZE(1..255))

Access
read-write

Description
Write auserlog(3) message when a matching event is detected.

Note: This object can be updated only during row creation.
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Traps MIB

The event monitor feature of Oracle Tuxedo systems detects and reports certain predefined
events—primarily failures of which a system operator should be aware. Oracle SNMP Agent on
the master node subscribes to all system events and generates a corresponding SNMP trap
notification whenever any of these events occur. The enterprise ID used for these trapsis
.1.3.6.1.4.1.140.tuxedo, Where tuxedo is300. For Oracle SNMP Agent to receive Tuxedo
system events, the Tuxedo system EventBroker (TMsysevT) must be running because that isthe
entity that generates the system events.

The Event Traps MIB definesall the traps that are generated and the objects that are passed inthe
variable bindings for these traps. The following sections describe the cause and recommended
action for each event:

e Specific Trap Number
e Variable Bindings

e Trap Definitions

Specific Trap Number

Each enterprise-specific trap notification generated by Oracle SNMP Agent hasavaluein the
specific trap ID field of the SNMP trap packet that identifies the Tuxedo event. For each trap
listed in this chapter, “Trap ID” is the specific trap number that is sent in the trap packet.
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Variable Bindings

SNMP trap notifications generated by Oracle SNMP Agent contain 12 variables (variable/value
pairs) in the variable bindings of the trap packet:

beaEventsDomainId

The ID of the domain that generated the Tuxedo event notification.

beaEventsIpcKey
The IPC key of the Tuxedo domain.

bealLogicalAgentName
Thelogica agent name of the SNMP agent for Oracle SNMP Agent generating the trap.
The executable name is the default logical agent name.

The tuxEventTrapvars group containsall objectsthat are sent asapart of the variable bindings
of the traps generated in relation to Tuxedo system events, asdefined in EVENTS.

tuxEventsName

Syntax

DisplayString

Access
not-accessible

Description
A string that uniquely identifies this event. All system-generated events begin with . sys.

tuxEventsSeverity

Syntax

INTEGER { Error(l), Warn(2), Infor(3) 1}

Access
not-accessible

Description
Indicates the severity of the system event.
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Variable Bindings

tuxEventsLmid

Syntax

DisplayString ( STIZE(I..30))

Access
not-accessible

Description
A string that identifies the machine where the event was detected.

tuxEventsTime

Syntax

INTEGER

Access
not-accessible

Description

A long integer containing the event detection time, in seconds, according to the clock on the
machine where detection took place.

tuxEventsUsec

Syntax

INTEGER

Access
not-accessible

Description

A long integer containing the event detection time, in microseconds, according to the clock on
the machine where detection took place. While the units of this value are always microseconds,
the actual resolution depends on the underlying operating system and hardware.
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tuxEventsDescription

Syntax

DisplayString

Access
not-accessible

Description
A one-line string summarizing the event.

tuxEventsClass

Syntax

DisplayString

Access
not-accessible

Description

The class of the object associated with the event. Depending on TA_CLASS, the event
notification buffer can contain additional fields specific to an object of this class.

tuxEventsUlogCat
Syntax

DisplayString

Access
not-accessible

Description
Catal og name from which the message was derived, if any.
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tuxEventsUlogMsgNum

Syntax

INTEGER

Access
not-accessible

Description
Catal og message number, if the message was derived from a catal og.

tuxTdomainlD

Syntax

DisplayString (SIZE (0. .30))

Access
not-accessible

Description
Domain identification string. Refer to Chapter 2, “Core MIB.”

tuxTdomainKey

Syntax

INTEGER (32769..262143)

Access
not-accessible

Description

Numeric key for the well-known addressin a Tuxedo system bulletin board. In asingle processor
environment, this key “names’ the bulletin board. In a multiple processor or LAN environment,
this key names the message queue of the DBBL. In addition, this key is used as a basis for
deriving the names of resources other than the well-known address, such asthe namesfor bulletin
boards throughout the application. Refer to Chapter 2, “Core MIB.”
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bealogicalAgentName

Syntax

DisplayString

Access
not-accessible

Description

Thelogical name of the agent as provided in the -1 option (service namein case of Windows
NT) when the agent was started. This object value is the agent that is monitoring this domain. If
there are multiple SNM P agents running on a managed node, this name needs to be appended to
the community with an @ sign to get the MIB values from the appropriate agent. For example, if
there are two logical agents, simp_snmpd and bank_snmpd, the communities used to query
valuesfrom these agentswould bepublice@simp_snmpd andpublic@bank_snmpd respectively.
The component after the e sign is used to identify the agent to which the MIB query isto be sent.

This object is passed in the variable binding of all SNMP traps generated on behalf of Tuxedo
system events.

Note: To run multiple SNMP agents on the same managed node, they must be started as
subagents (without -s option) and run after starting the Oracle SNMP Agent Integrator.

Trap Definitions

Thefollowing sections define all thetraps generated by Oracle SNM P Agent when system events
occur:

e DOMAIN Traps
o MACHINE Traps

BRIDGE Traps

SERVER Event Traps

CLIENT Traps
e TRANSACTION Traps
e EVENT Traps
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DOMAIN Traps

The Domain Traps group defines the Tuxedo domain specific event traps.

resourceConfigTrap

Enterprise
tuxedo

Variables

{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, beal.ogicalAgentName }

Description

Thistrap is generated when . sysResourceConfig occurs. It denotes a system configuration
change.

Action
This message isinformational .

Trap ID
1

MACHINE Traps

The Machine Traps group defines the Tuxedo machine specific event traps.

machineBroadcastTrap

Enterprise
tuxedo

Variables

{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, bealLogicalAgentName}
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Description

Thistrap is generated when . sysMachineBroadcast Occurs. It denotes broadcast delivery
failure. Thismessageindicatesthat tpbroadcast () failed for at least one accesser onthe LMID
of the application.

Action

Since the broadcast messages are sent in no-blocking mode, it is possible that the process doing
the broadcasting encountered a blocking condition and dropped a message. Configure larger
message queues or load-balance clients and servers such that excessive load is not put on some
machines.

Trap ID
2

machineConfigTrap

Enterprise
tuxedo

Variables

{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, beal.ogicalAgentName }

Description

Thistrap isgenerated when . sysMachineConfig Occurs. It denotes a change in a particular
machine configuration.

Action
This message isinformational .

Trap ID
3
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machineFullMaxAccessersTrap

Enterprise
tuxedo

Variables

{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, bealLogicalAgentName }

Description

Thistrap is generated when . sysMachineFullMaxaccessers OCCUrS. This message indicates
that the given LMID reached the capacity limit on the number of accessers.

Action

Increase the MAXACCESSERS value for the particular machine. Or, if the hardware/software
limits have been reached for the maximum number of users on the machine, move additional
users to other machines.

Trap ID
4

machineFullMaxConvTrap

Enterprise
tuxedo

Variables

{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, beal.ogicalAgentName }

Description

Thistrap isgenerated when . sysMachineFul1Maxconv OCCUrs. Thismessage indicatesthat the
given LMID reached the capacity limit on the number of concurrent conversations.

Oracle Tuxedo SNMP Agent MIB Reference 10-9



Action

Increase the value of MAXCONYV for the particular machine to the point that this event is not
generated.

Trap ID
5

machineFullMaxGttTrap

Enterprise
tuxedo

Variables
{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, beal.ogicalAgentName }
Description

Thistrap isgenerated when . sysMachineFullMaxgtt israised. Thismessageindicatesthat the
given machine reached the capacity limit on the number of concurrent transactions.

Action

Increase the value of MAXGTT for the particular machine to the point that this event is not
generated.

Trap ID
6

machineFullMaxWsClientsTrap

Enterprise
tuxedo

Variables

{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, beal.ogicalAgentName }
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Description

Thistrap isgenerated when . sysMachineFullMaxwsclients israised. Thismessageindicates
that the given machine reached the capacity limit on the number of workstation clients.

Action

Increase the value of MAXWSCLIENTS for the particular machine to the point that thisevent is
not generated.

Trap ID
7

machineMsgQTrap

Enterprise
tuxedo

Variables
{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, bealLogicalAgentName }
Description

Thistrap is generated when . sysMachineMsgg occurs. This message indicates that the server
posting a message encountered a blocking condition while putting a message on the message
queue.

Action
Configure larger message queues and/or distribute the load equally on all the machines.

Trap ID
8

machinePartitionedTrap

Enterprise
tuxedo
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Variables

{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, bealogicalAgentName}

Description

Thistrap is generated when . sysMachinePartitioned occurs. This message indicates that
DBBL partitioned the stated machine either because the BBL on the machine is slow or the
network link between the master and the machine is broken.

Action
This can occur due to several reasons:
e The entire network might be bogged down due to heavy traffic.
e The BBL or BRIDGE on the non-master is either dead or slow.
e The BRIDGE process on the non-master is extremely busy.

The software is capable of unpartitioning the machine if things stabilize.

Trap ID
9

machineSlowTrap

Enterprise
tuxedo

Variables

{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, bealLogicalAgentName}

Description

Thistrap is generated when . sysMachineSlow occurs. This message indicates that BBL on the
non-master machine is slow in generating IAMOK messages. These messages are sent
periodically from BBLsto the DBBL that helps the DBBL maintain the pulse of the system.
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Action
This can occur due to several reasons:

e The entire network might be bogged down due to heavy traffic.
e The BBL on the non-master might be either dead or slow.

e The BRIDGE process on the non-master is extremely busy.
This problem can be intermittent.

Trap ID
10

machineStateTrap

Enterprise
tuxedo

Variables

{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, beal.ogicalAgentName }

Description

Thistrap is generated when . sysMachineState occurs. This denotes that a particular machine
changed its state.

Action
This message isinformational .

Trap ID
11

BRIDGE Traps

The Bridge Traps group defines the Tuxedo bridge specific traps.
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networkConfigTrap

Enterprise
tuxedo

Variables

{tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, bealogicalAgentName }

Description

Thistrap is generated when . sysNetworkcConfig occurs. This message indicates the network
link between the two machines specified changed to a new state.

Action
This message isinformational.

Trap ID
12

networkDroppedTrap

Enterprise
tuxedo

Variables

{tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, bealLogicalAgentName }

Description

Thistrap is generated when . sysNetworkDropped occurs. This message indicates the network
link between the two machines specified was dropped abnormally.

Action

This can happen either because the BRIDGE on either machine died or one of the machines
crashed.
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Trap ID
13

networkFailureTrap

Enterprise
tuxedo

Variables
{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, beal.ogicalAgentName }
Description
Thistrap isgenerated when . sysNetworkFailure occurs. Thisindicates anetwork connection

failure between BRIDGE processes.

Action

Thiscan happen either because the BRIDGE on remote machine died or the remote machineitself
crashed.

Trap ID
14

networkFlowTrap

Enterprise
tuxedo

Variables

{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, bealogicalAgentName }

Description

Thistrapisgenerated when . sysNetworkF1ow occurs. Thismessage statesthat thevirtual circuit
between machines changed to a new state.
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Action
This message isinformational .

Trap ID
15

networkStateTrap

Enterprise
tuxedo

Variables

{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, bealLogicalAgentName}

Description

Thistrap is generated when . sysNetworksState occurs. This message indicates that the server
died abnormally and BBL cleaned up the slot allocated by the server.

Action
Debug the server and fix the problem before the server is restarted.

Trap ID
16

SERVER Event Traps

The Server Traps group defines the Tuxedo server specific traps.

serverCleaningTrap

Enterprise
tuxedo
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Variables

{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, bealLogicalAgentName }

Description

Thistrapisgenerated when . sysservercleaning occurs. Thismessageindicatesthat the server
died abnormally and BBL cleaned up the slot allocated by the server.

Action
Debug the server and fix the problem before the server is restarted.

Trap ID
17

serverConfigTrap

Enterprise
tuxedo

Variables

{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, bealogicalAgentName}

Description

Thistrap is generated when . sysserverconfig occurs. This message indicates that the
configuration parameters for the server have been updated.

Action
This message isinformational .

Trap ID
18
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serverDiedTrap

Enterprise
tuxedo

Variables
{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, bealogicalAgentName }
Description

Thistrapisgenerated when . sysserverpied occurs. Thismessageindicatesthat the server died
abnormally and the BBL detected this condition in its periodic scan of the BB.

Action
Debug the server and fix the problem before the server is restarted.

Trap ID
19

serverlnitTrap

Enterprise
tuxedo

Variables

{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, bealogicalAgentName}

Description

Thistrap is generated when . sysserverInit occurs. This message indicates that the server
specified abovefailed in tpsvrinit () and therefore could not be booted.

Action

Fix the problem and then reboot the server. This problem might be dueto a Tuxedo resource limit
or an application-specific problem.
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Trap ID
20

serverMaxgenTrap

Enterprise
tuxedo

Variables
{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, beal.ogicalAgentName }
Description

Thistrap is generated when . sysserverMaxgen occurs. This message indicates that the server
died abnormally. Since the server has been marked asrestartable, it has been restarted MAXGEN-1
timesin the specified GRACE period.

Action

Tuxedo application servers should not die abnormally. If this happens, itismost likely dueto an
application-specific problem. Debug the server and resolve the problem before restarting the
server.

Trap ID
21

serverRestartingTrap

Enterprise
tuxedo

Variables

{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, beal.ogicalAgentName }
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Description

Thistrap is generated when . sysserverRestarting occurs.. This message indicates that the
server died abnormally. Since this has been marked as a restartable server, it has been restarted.

Action

Tuxedo application servers should not die abnormally. If this happens, itismost likely dueto an
application-specific problem. Debug the server and resolve the problem before restarting the
server.

Trap ID
22

serverStateTrap

Enterprise
tuxedo

Variables

{tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, beal.ogicalAgentName }

Description

Thistrap isgenerated when . sysserversState occurs. This message indicates that the server
changed state.

Action
This message isinformational .

Trap ID
23

serverTpExitTrap

Enterprise
tuxedo
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Variables

{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, bealLogicalAgentName }

Description

Thistrap is generated when . sysserverTpexit occurs. This message indicates that the server
received areguest and the service routine code did a tpreturn (TPEXIT) While the server was
executing application-specific code.

Action
This message isinformational .

Trap ID
24

CLIENT Traps

The Client Traps group defines the Tuxedo client-specific traps.

clientConfigTrap

Enterprise
tuxedo

Variables
{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, beal.ogicalAgentName }
Description

Thistrap isgenerated when . sysCclientConfig israised. Thisdenotesthat a particular user on
amachine changed its configuration.

Action
This message isinformational .
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Trap ID
25

clientDiedTrap

Enterprise
tuxedo

Variables

{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, beal.ogicalAgentName }

Description

Thistrap is generated when . sysclientbied occurs. This message indicates that the client
exited the application without doingatpterm (). Normally, clientsshould doatpterm() before
exiting the application.

Action
This message isinformational.

Trap ID
26

clientSecurityTrap

Enterprise
tuxedo

Variables

{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass,
tuxEventsUlogCat, tuxEventsUlogMsgNum, beaDomainId, beaDomainKey,
beal.ogicalAgentName }
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Description

Thistrapisgenerated when . sysclientsecurity occurs. Thismessageindicatesthat the client
failed security validation when trying to join the application.

Action

Check to make sure that thisis not an unauthorized user trying to gain accessto your application
data.

Trap ID
27

clientStateTrap

Enterprise
tuxedo

Variables

{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,

tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, bealLogicalAgentName}

Description

Thistrap isgenerated when . sysclientState occurs. This message indicates that a particular
client on a machine changed state.

Action
This message isinformational .

Trap ID
28

TRANSACTION Traps

The Transaction Traps group defines the Tuxedo transaction-specific traps.
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transHeuristicAbortTrap

Enterprise
tuxedo

Variables

{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, bealogicalAgentName }

Description

Thistrapisgenerated when . sysTransactionHeuristicAbort Occurs. Thismessageindicates
that the database in a particular group performed an heuristic abort on atransaction.

Action
Check to make sure that the coordinator of the transaction is still running.

Trap ID
29

transHeuristicCommitTrap

Enterprise
tuxedo

Variables

{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, bealLogicalAgentName }

Description

Thistrap is generated when . sysTransactionHeuristicCommit Occurs. This message
indicates that the database in a particular group performed an heuristic commit on atransaction.

Action
Check to make sure that the coordinator of the transaction is still running.
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Trap ID
30

EVENT Traps

The Event Traps group defines the Tuxedo event specific traps.

eventDeliveryTrap

Enterprise
tuxedo

Variables

{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, beal.ogicalAgentName }

Description

Thistrap is generated when . sysEventDelivery occurs. This message indicates that the event
server failed to perform at least one notification for a posted event.

Action

Check to make sure that the notifications specified in the subscriptions that match the posted
event are doable.

Trap ID
31

eventFailureTrap

Enterprise
tuxedo

Variables

{ tuxEventsName, tuxEventsSeverity, tuxEventsLmid, tuxEventsTime,
tuxEventsUsec, tuxEventsDescription, tuxEventsClass, tuxEventsUlogCat,
tuxEventsUlogMsgNum, beaDomainId, beaDomainKey, bealLogicalAgentName }
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Description

Thistrap is generated when . sysEventFailure occurs. The system event server periodically
sends a message to itself to detect blocking conditions on the message queues. Thisevent is
generated if the server cannot put a message on the queue in no-block mode. It can aso be
generated if the received message does not match what was sent out earlier. The second possible
caseisvery unlikely. Thisdenotes asystem event monitor subsystem failure on aparticular host.

Action

Configure larger message queues or distribute the load in the application equally among al the
machines.

Trap ID
32
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