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About This Document

This document guides you through assembling your organization’s BEA WebLogic
Portal ™ Web application and enterprise application, deploying the applications, and
synchronizing data between the E-Business Control Center and the applications.

In addition, this document describes setting up databases for the WebL ogic Portal data
repository. It includes the following topics:

m Chapter 1, “Deployment Overview,” which provides an overview of the process
of deploying application servers and applications.

m  Chapter 2, “Files for the Application Server,” which describes reviewing default
settings used to deploy WebLogic Portal.

m  Chapter 3, “Deploying Domains and Server Configurations,” which describes
reviewing default settings for the WebLogic Portal domain and enterprise
application.

m  Chapter 4, “Assembling Your Web Application,” which describes requirements
for assembling your e-business Web application.

m  Chapter 5, “Assembling and Deploying Enterprise Applications,” which
describes packaging your Web application, EJBs, and other supporting Web
applications as an enterprise application.

m  Chapter 6, “Deploying Clusters,” which guides you through creating and
deploying a cluster. A WebLogic Server cluster is a group of WebLogic Server
instances that work together to provide a powerful and reliable Web application
platform. A cluster appears to its clients as a single server but it is, in fact, a
group of servers acting as one. It provides two key benefits that are not provided
by a single server: scalability and availability.

m  Chapter 7, “Synchronizing Application Data,” which describes how to deploy
application data, such as definitions for campaigns and customer segments, to
your enterprise application.
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m Chapter 8, “Starting and Shutting Down a Server,” which describes
configuration and startup files for WebL ogic Portal.

m Chapter 9, “Configuring WebLogic Portal for Oracle Databases,” which
describes creating the WebL ogic Portal database schemas for Oracle databases.

m Chapter 10, “Configuring WebL ogic Portal for Microsoft SQL Server
Databases,” which describes creating the WebLogic Portal database schemas for
Microsoft SQL Server databases.

What You Need to Know

This document is intended mainly for Application Assemblers/Deployers, System
Administrators, and Database Administrators. It assumes a familiarity with WebLogic
Portal, the WebLogic Server platform, J2EE specifications, as well as the database
management system that your organization uses.

e-docs Web Site

BEA product documentation is available on the BEA corporate Web site. From the
BEA Home page, click on Product Documentation or go directly to the “e-docs”
Product Documentation page at http://e-docs.bea.com.
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How to Print the Document

You can print a copy of this document from a Web browser, one file at a time, by using
the File—>Print option on your Web browser.

A PDF version of this document is available on the WebLogic Portal documentation
Home page on the e-docs Web site. A PDF version of this document is also available
in the documentation kit on the product CD. Or you can download the documentation
kit from the WebL ogic Portal portion of the BEA Download site. You can open the
PDF in Adobe Acrobat Reader and print the entire document (or a portion of it) in book
format. To access the PDFs, open the WebL ogic Portal documentation Home page,
click the PDF files button and select the document you want to print.

If you do not have the Adobe Acrobat Reader, you can get it for free from the Adobe
Web site at http://www.adobe.com/.

Related Information

The following documents provide background and additional information that you
may need to deploy WebLogic Server and WebL ogic Portal:

m Java™ 2 Platform Enterprise Edition Specification, v1.3
m BEA WebLogic Server Administration Guide
m Developing WebLogic Server Applications

m Performance Tuning Guide
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Contact Us!

Your feedback on the BEA WebLogic Portal documentation is important to us. Send
us e-mail at docsupport@bea.com if you have questions or comments. Your
comments will be reviewed directly by the BEA professionals who create and update
the WebL ogic Portal documentation.

In your e-mail message, please indicate that you are using the documentation for the
BEA WebLogic Portal Product Version: 4.0 release.

If you have any questions about this version of BEA WebLogic Portal, or if you have
problems installing and running BEA WebL ogic Portal, contact BEA Customer
Support through BEA WebSUPPORT at www.bea.com. You can also contact
Customer Support by using the contact information provided on the Customer Support
Card, which is included in the product package.

When contacting Customer Support, be prepared to provide the following information:
m Your name, e-mail address, phone number, and fax number

m Your company name and company address

®m Your machine type and authorization codes

m  The name and version of the product you are using

m A description of the problem and the content of pertinent error messages

Documentation Conventions

Xiv

The following documentation conventions are used throughout this document.

Convention  Item

boldface text  Indicates terms defined in the glossary.

Ctrl+Tab Indicates that you must press two or more keys simultaneously.
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Convention

Item

italics Indicates emphasis or book titles.
nonospace Indicates code samples, commands and their options, data structures and
t ext their members, data types, directories, and filenames and their extensions.
Monospace text also indicates text that you must enter from the keyboard.
Examples:
#include <iostreamh> void main ( ) the pointer psz
chnod u+w *
\ 't ux\ dat a\ ap
. doc
t ux. doc
Bl TMAP
f1 oat
nonospace Identifies significant words in code.
bol df ace Example:
t ext ) .
void commt ()
nonospace Identifies variables in code.
italic Example:
t ext )
String expr
UPPERCASE Indicates device names, environment variables, and logical operators.
TEXT Examples:
LPT1
SIGNON
OR
{} Indicates a set of choices in a syntax line. The braces themselves should

never be typed.

Indicates optional items in a syntax line. The brackets themselves should
never be typed.

Example:

buil dobjclient [-v] [-0 name ] [-f file-list]...
[-1 file-list]...

Deployment Guide
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Convention

ltem

Separates mutually exclusive choices in a syntax line. The symbol itself
should never be typed.

Indicates one of the following in a command line:

m  That an argument can be repeated several times in a command line

m  That the statement omits additional optional arguments

m  That you can enter additional parameters, values, or other information
The ellipsis itself should never be typed.

Example:

buildobjclient [-v] [-0 name ] [-f file-list]...
[-1 file-list]...

Indicates the omission of items from a code example or from a syntax line.
The vertical ellipsis itself should never be typed.
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CHAPTER

1 Deployment Overview

You can deploy your e-business Web site into a variety of environments with unique
network topographies. For example, you can combine WebLogic Portal with proxy
servers, load balancers and firewalls to meet your security and performance
requirements.

This document describes how to deploy WebL ogic Portal servers, enterprise
applications, and application data. Table 1-1 describes the components of a WebL ogic
Portal Web site and indicates the data structures in which the components are
deployed.

Table 1-1 Deployment Components

This Component

Provides

Is Deployed As

Application Server

JDBC, JNDI, JMS, JTA, security, HTTP,
and other essential services. It is the layer
between the Java Virtual Machine
platform and the enterprise application.

A set of Java classes, license files, and
other filesunder bea/ W server 6. 1 and
bea/ wl portal 4. 0.

For more information, refer to Chapter 2,
“Files for the Application Server.”

Domain and Servers

Configurations for the application server.
You can create multiple configurations
and use each one to start a separate server
instance.

A domain also defines clusters, which
group servers for the purposes of load
balancing and failover.

Usually, you configure your domain to
contain an Administration Server and one
or more Managed Servers.

A directory that containsa confi g. xm
file, optional security certificates, and one
or more applications.

For more information, refer to Chapter 3,
“Deploying Domains and Server
Configurations.”
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1 Deployment Overview

Table 1-1 Deployment Components (Continued)

This Component

Provides

Is Deployed As

Enterprise
Application and
Web Application

Management of your customer’s
experience on your Web site. For example,
applications provide portals and portlets,
present content and product information,
engage customers in promotional
campaigns, and process purchases.

A directory tree, either expanded or
archived into a single file. For more
information, refer to Chapter 4,
“Assembling Your Web Application,” and
Chapter 5, “Assembling and Deploying
Enterprise Applications.”

Application Data

Expresses your business model. It
specifies how an application behaves to
support your business goals. For example,
portlet properties, entitlement segments,
rules, Webflows, Pipelines, and campaigns
are all expressed as application data.

XML files within a domain. You use the
E-Business Control Center to make this
data available to an application.

For more information, refer to Chapter 7,
“Synchronizing Application Data.”

Business Data

Representations of customers, products,
and orders. The Customer Registration,
Payment, and other services generate this
data. For example, User profiles, product
catalog, orders and order histories are
business data.

Data in the RDBMS repository. You use
the WebLogic Portal Administration
Tools, database-vendor tools, third-party
management tools, and other scripts that
the server supplies to manage the data in
the RDBMS repository.

For more information, refer to Part 11
“Deploying Your Business Data.”

Content

The information that you present to your
customers. You can add content, such as
HTML fragments, directly to your JSPs or
use the JSPs to retrieve documents from a
content-management system.

Files or data stored in a content
management system. WebLogic Portal
includes a simple content management
system along with integrations with
third-party systems.

The default content management system
stores data in the RDBMS repository.

For information about deploying
third-party content management systems,
refer to the documentation from the
third-party vendor.

Security Realm

Authentication of your developers and
customers.

Data in the RDBMS repository, if you use
the default wicsRealm or some other
RDBMS Realm. You can use other realms,
such as LDAP realm, which have other
deployment requirements.
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Figure 1-1 illustrates a fully deployed Web site.

Figure 1-1 Overview of a Deployed Site
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CHAPTER

2

Files for the
Application Server

When you install WebLogic Server and WebL ogic Portal, the installation programs set
up a fully configured application server, sample applications and supporting EJBs, and
other files that you use as a reference point for developing your enterprise application.

These reference resources are appropriate for installing in a development environment.
In a production environment, if you do not want to use all of the files as they are
organized by the installation programs, refer to the sections of this topic:

m Required Files and Directories
m Recommended Files and Directories

m Support for Developing Applications
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Required Files and Directories

You must make the files and directories listed in Listing 2-1 available to any
environment in which you want to run a WebLogic Portal application server.

Table 2-1 Required Files and Directories

Required Component

Description

The BEA_HOVE directory

Named bea by default. For information about the files in the
BEA_HOVE directory, refer to “Preparing to Install WebLogic
Server” in the WebLogic Server Installation guide.

You must specify the name and location of BEA_HOVE when
you start the application server. For more information, refer
to Chapter 8, “Starting and Shutting Down a Server.”

The JDK

By default, the WebLogic Server installer includes the required
JDK version. For information on the required version, refer to
“Supported Platforms” in the Installation Guide.

The BEA_HOVE/W ser ver 6. 1
directory

Contains files and directories for running the application server.
The WebLogic Server installer includes an option for
installing only required files.

PORTAL_HOME/l i b

Provides JARs that extend WebLogic Server with WebLogic Portal
features.

Some of the JARs in this directory must be named in the
CLASSPATH environment variable. (For more information,
refer to “Add Directories to CLASSPATH” on page 8-5.)

Do not modify any of these files and directories.

PORTAL_HOVE/
webl ogi ccomer ce. properti
es

A file that configures domains and servers (in addition to standard
J2EE deployment descriptors). It is deprecated along with the
sections of Java code that it configures.
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Recommended Files and Directories

Listing 2-2 lists files and directories that are not required. However we recommend
that you include them in an environment to facilitate installing service packs,
upgrading, and starting and stopping a server instance.

Table 2-2 Recommended Files and Directories

Recommended Component

Description

BEA HOMVE/ r egi stry. xm

Contains a persistent record of all BEA products installed on the
target system. This registry contains product-related information,
such as version level, Service Pack level, and installation directory.
It facilitates the installation of Service Packs and upgrades.

BEA HOME/ uti | s/ *

Contains utilities that are used to support the installation of all
BEA WebLogic Server products. The uti | s. j ar file
contains code that supports the Updat eLi cense utility. It
facilitates the installation of Service Packs and upgrades.

PORTAL_HOVE/
StartPortal and St opPort al ,
or their equivalents

Scripts that start and stop WebLogic Portal domains. For more
information, refer to Chapter 8, “Starting and Shutting Down
a Server.”

PORTAL_HOVE/ bi n/
set - envi ronment . bat (or. sh)

A script that sets all environment variables required for the run-time
environment. For more information, see “Setting Environment
Variables” on page 8-4.

PORTAL_HOVE/
uni nstal l er

A directory that contains files for uninstalling WebLogic Portal.
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Support for Developing Applications

WebLogic Portal installs the files and directories in Listing 2-3 to support your
development efforts. You do not need to deploy them in a production environment.

Table 2-3 Files and Directories that Support Development

Development Component Description

PORTAL_HQOVE/ confi g The domain repository (parent directory) for the sample WebLogic
Portal domains.

The config directory that the installer creates is for development
purposes. Your production environment must include a config
directory, but it does not need to contain the sample domains, and it
does not need to be located below PORTAL _HOVE.

For more information, see Chapter 3, “Deploying Domains and
Server Configurations.”

PORTAL_HOVE/ appl i cati ons A directory that contains sample enterprise applications.

You can deploy your enterprise applications in this or other
directories.

For more information, refer to Chapter 5, “Assembling and
Deploying Enterprise Applications.”

PORTAL_HQOVE/ bi n A directory that contains platform-specific scripts for setting up
your environment.

PORTAL_HOVE/ db A directory that contains the Cloudscape database.Use this database
for demonstration purposes only. To see a list of databases that we
support for development and production, refer to Supported
Platforms in the Installation Guide.

This directory also contains scripts for creating and migrating
schemas for development and production databases, and for loading
those databases with sample data. You might need to modify some
of these scripts, depending on your environment. We recommend
that you make a backup copy of the entire directory tree or place it
under source control before you modify it.

PORTAL_HOVE/ dnsBase Directories that contain content to support the sample enterprise
applications.
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CHAPTER

Deploying Domains
and Server
Configurations

A WebLogic Server domain is the administrative unit that you use to manage servers
and enterprise applications. A server configuration is a set of properties that
determines operating parameters for an active instance of an application server.

Each domain contains one or more active servers. For any given development project,
you might create several different domain and server combinations, each configured to
support the following types of environments:

m  Development environments. You might create multiple development domains
for supporting different aspects of your site’s development. For example, most
developers would work in a single-server environment, but your System
Administrator might create a separate domain for developing and configuring a
cluster.

m Testing environments. You might configure several testing domains to test
different load balancing scenarios.

m  Production environments.

WebL ogic Portal includes sample (reference) domains, which are configured to
support a single-server development environment.
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The following sections in this topic describe creating and deploying domains:
m  How WebLogic Portal Domains Are Organized
m Creating Domains and Configuring Servers

m Place the New Directory Tree Under Source Control

How WebLogic Portal Domains Are
Organized

WebLogic Portal domains conform to all requirements that WebL ogic Server imposes
for administrative domains. While they do not extend domain functionality or
introduce additional requirements, they do represent one of many possible
implementations. The files and directories in Table 3-1 are required for all WebLogic
Portal domains.

Note: WebLogic Portal installs its reference domains in PORTAL_HOVE/ conf i g.

Table 3-1 Files and Directories in a WebLogic Portal Domain

Component Description

confi g/ domain/ conf i g. xmi The persistent storage for the domain's configuration information.
Among other things, conf i g. xni stores the list of EJBs, web
applications, and enterprise applications that are in the domain. The
WebLogic Server Administration Console creates and maintains this
file. Do not use any other tool to modify the confi g. xm file for an
active domain.

confi g/ Describes ACLs and an encrypted version of the password needed to
domain/ fi | eReal m properties start the Administration Server for the domain. Even if you use some
other security realm to authenticate users, WebLogic Portal uses
fil eReal m properti es to describe the administrator ACL and
password. The Seri al i zedSyst em ni . dat file must accompany
fil eReal m properti es inany domain.
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Table 3-1 Files and Directories in a WebL ogic Portal Domain (Continued)

Component

Description

confi g/ domain/ | ogs A directory that contains WebLogic Server log files.

For more information, refer to “Using Log Messages to Manage

WebLogic Servers” in the BEA WebLogic Server Administration Guide.

confi g/ domain/ *. pem

deploy the application must contain its own certificates.

Security certificates for mutual authentication. If your enterprise
application uses mutual authentication, each domain in which you

For information on how WebLogic Server organizes domains and servers in general,

refer to “Overview of WebLogic Server Management” in the WebLogic Server

Administration Guide. For additional background information, refer to the
“Application Assembly and Deployment” chapter of the Java™ 2 Platform Enterprise
Edition Specification, v1.3.

Creating Domains and Configuring Servers

We recommend that you use one of the reference domains and servers as a starting
point for your development.

This section contains the following subsections:

Review the Reference Domains

Create Your Domains

Configure Servers

Add Extensions to the WebLogic Server Administration Console
Make weblogiccommerce.properties Available to the Domain
Specify a Default Web Application

Relocate the Domain (Optional)
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Deploying Domains and Server Configurations

Review the Reference Domains

Review the following domains that WebLogic Portal provides and choose the one that
most closely resembles your business needs:

m petflowDomain
m pl3nDomain
m  wicsDomain

m portalDomain

petflowDomain

pl3nDomain

3-4

petflowDomain contains the petflowApp application, which features a demonstration
of the Webflow service. To activate the domain and server, do the following:

1. Change to the PORTAL_HOVE/ conf i g/ pet f | owDonai n directory.
2. RunstartPetflow bat (startPetflow shonUNIX).

Then, to view petflowApp, in a Web browser enter the following URL:
http://1ocal host: 7501/ pet f| ow

pl3nDomain contains the p13nApp application, which demonstrates personalization
services. To activate the domain and server, do the following:

1. Change to the PORTAL_HOVE/ conf i g/ p13nDomai n directory.
2. RunstartP13N. bat (startP13N. sh on UNIX).

Then, to view p13nApp from the p13nDomain, in a Web browser enter the following
URL:
http://1ocal host: 7501/

Note that this URL only specifies the server name and port number because the p13n
Web application within p13nApp has been configured as the default Web application
of the p13nDomain.
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wlcsDomain

Any domain can specify a default Web application, which responds to HTTP requests
that cannot be resolved to another deployed Web application. For information on how
to specify a default Web application, refer to “Configuring WebLogic Server Web
Components” in the WebLogic Server Administration Guide.

wlcsDomain contains both the p13nApp and wlcsApp applications. The p13nApp is
the same application that you can access from p13nDomain. WebLogic Portal includes
it in wicsDomain to demonstrate that you can deploy multiple applications in a
domain, and as a convenience to you: if you know that you want to use personalization
and commerce services on your site, you can start wicsDomain to access both
p13nApp and wicsApp.

wlcsApp features a demonstration of personalization, commerce, and campaign
services.

To activate the domain and server, do the following:
1. Change to the PORTAL_HOVE/ confi g/ wl csDomai n directory.
2. RunstartW.CS. bat (startW.CS. sh on UNIX).

To view wlcsApp, in a Web browser enter the following URL.:
http://1ocal host: 7501/ w cs

Then, to view p13nApp, in a Web browser enter the following URL.:
http://1ocal host: 7501/ p13n

Note that the p13n Web application is not the default Web application for wicsDomain
and therefore the URL must specify the context root of the p13n Web application. To
view the default application for wlcsDomain, enter the following URL.:
http://1ocal host: 7501/

portalDomain

portalDomain includes p13nApp, wlcsApp, and portal. The portal application
demonstrates the portal service.

Because portalDomain includes three applications, it provides the best demonstration
of the scope of WebLogic Portal features. This document assumes that in your
development environment, you use portalDomain as your reference, though you can
use any domain that best reflects your business needs.
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Each application that you add to a domain increases the amount of time to start the
server.

To activate the portalDomain and server, do any of the following:

m  From PORTAL_HOVE/ confi g/ portal Domai n, runstartPortal . bat
(startPortal .shon UNIX).

m  From PORTAL_HOVE, run St art Port al . bat (StartPortal.sh on UNIX).

StartPortal.bat callsconfig/startPortal.bat.We provide this script as
a convenience to you.

m  On Windows, click Start — Programs — BEA WebLogic E-Business Platform
— BEA WebLogic Portal 4.0 — Start BEA WebLogic Portal

Then, to view p13nApp, in a Web browser enter the following URL.:
http://1ocal host: 7501/ p13n

To view wicsApp, in a Web browser enter the following URL.:
http://1ocal host: 7501/ w cs

To view the portal application, in a Web browser enter the following URL:
http://1ocal host: 7501/ st ockport al

Create Your Domains

To create a domain, do the following:

1. Install WebLogic Portal on a computer. Be sure to install the sample enterprise
applications (which is the default installation configuration).

2. Usethe StartPortal.bat script (StartPortal.shonUNIX) to activate the
portalDomain reference domain. On Windows, you can also activate this domain
from the Start menu. For more information, refer to Chapter 8, “Starting and
Shutting Down a Server.”
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3. Access the WebLogic Server Administration Console for portalDomain by doing
one of the following:

From the computer on which you installed and started the server, enter the
following URL in a Web browser:

http://1ocal host: 7501/ consol e
From a remote computer, enter the following URL in a Web browser:

http://host-nanme or | P-address: 7501/ consol e

Enter the system user 1D and password as entered when you installed WebL ogic

Portal.

4. In the left pane of the WebLogic Server Administration Console, right click

portalDomain. From the shortcut menu, click Create or Edit Other Domains. (See

Figure 3-1.)

Figure 3-1 Create a Domain
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5.

In the All Domain Configurations window, in the Name box, enter a name for
your domain. Use a name that indicates the purpose of the domain. For example,
in an environment for developing applications for an online bank use
bank_devel opment . WebLogic Server creates a directory of the same name, so
your domain name must satisfy naming requirements for the host file system.

Click Create.

Under the conf i g directory that contains the currently active domain
(port al Domai n), the WebLogic Server Administration Console does the
following:

a. Creates a directory for your domain. By default, the pathname for the directory
is as follows:

PORTAL_HOVE/ confi g/ name- of - your - domai n

For example, if you named your domain bank_devel oprent , the WebLogic
Server Administration Console creates the following directory:

PORTAL_HOVE/ confi g/ bank_devel opnent

b. Under the new domain directory, the WebL ogic Server Administration Console
creates a confi g. xm file.

Configure Servers

This section guides you through setting up a server instance that supports WebLogic
Portal enterprise applications:

Create a Server

Configure Listen Ports

Configure the Message Output

Set Up a Security Realm

Configure an XML Registry

Set Up JDBC Connection Pools and Data Sources
Viewing the JNDI Tree
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Create a Server

To create a server instance, do the following:

1. Inthe WebLogic Server Administration Console, make sure you are editing your
new domain by verifying that in the left pane, the top node of the tree states the
name of your new domain. For example, in Figure 3-2, the console is editing the
bank_devel opment domain.

Figure 3-2 Editing the bank_development Domain

@ Console .
2 @ hank_development Welcome to BEA WebLOglC Server

@Ser\rers %
Elciusters Connected to localhost 7501 Active Domain: portalDomain
ﬁjr\dachines
=] r—r‘Deponments
QApplications
&Eem
Wieb Applications

If the top pane does not state the name of your new domain, do the following:
a. Inthe left pane, right click the name of the current domain.
b. From the short cut menu, click Create or Edit Other Domains. (See Figure 3-1.)

c. Onthe All Domain Configurations page, click the name of your domain.

Note that at this point, while you are editing your new domain, the
port al Domai n is still the active domain.

2. Inthe left pane, right click the Servers folder. From the shortcut menu, click
Configure a new Server.

3. Inthe Create a New Server window, in the Name box, enter a name for the
server. Use a name that indicates the purpose of the server instance. For example,
for your development team, you can create a server named bankSer ver.

4. Click Create.

Deployment Guide 3-9



3 Deploying Domains and Server Configurations

Configure Listen Ports

To change the default listen ports, do the following:

1. Inthe Create a New Server window, in the Listen Port box, change the value. Then
click Apply. This is the listen port that you use to access the WebLogic Server
Administration Console for your new domain. For example, if you change the port
number to 7501, then you use the following URL to access the WebLogic Server
Administration Console for your new domain:

http://1 ocal host: 7501/ consol e
2. Click the SSL tab.
3. Click the Enabled check box.

4. In the Listen Port box, change the value. (See Figure 3-3.)

Figure 3-3 The SSL Listen Port to Support Sample Applications

bank development> Servers> bankServer

Active Domain: portalDomain

Connected to localhost 7501

Deployments
Protocols

Configuration Monitoring

A2 & Enabled

A% Listen Port; |7502

#2 Server Key File Name:

A% Server Certificate File Name;

Server Certificate

5. Onthe SSL tab, enter the names of your security certificate files.

You need a private key and digital certificate for each deployment of WebLogic
Server that will use the SSL protocol. To acquire a digital certificate from a
certificate authority, you must submit your request in a particular format called a
Certificate Signature Request (CSR). For more information, refer to “Managing
Security” in the WebLogic Server Administration Guide.
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Each WebLogic Portal reference domain provides sample security files, which
you can use for demonstration purposes in your domain. To use these files, copy
all *. pemfiles from PORTAL_HQOVE/ confi g/ port al Dormai n to

PORTAL_HOVE/ conf i g/ your Domai n. Then change the values on the SSL tab to
specify the files that you copied.

6. Click Apply.

Note: You can create multiple servers in each domain. For example, you might
create one server to support the enterprise applications and another server with
different listen ports to support other applications.

Configure the Message Output

You can use the WebLogic Server Administration Console to change the level of
messages that the server generates and where the server locates log files.

To change the message output, do the following:
1. On the server properties page, click the Logging tab.

2. On the General subtab, select a value from the Stdout severity threshold list (see
Figure 3-4). For more information about message and log options, refer to the
WebLogic Server Administration Console Online Help.

Figure 3-4 Stdout Severity Threshold List
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3. To change the location in which the server locates its log files, modify the path
and file name in the File Name box. Then click Apply.

4. To change the location in which the domain locates its log files, do the following:

a. Inthe left pane of the WebLogic Server Administration Console, click your
domain.

b. In the right pane, click the Logging tab.

c. Inthe File Name box, provide a new path and file name for the domain logs.
Then click Apply.

Set Up a Security Realm

A security realm determines how a user is authenticated and retrieves access control
lists for given names. The reference domain provides a custom security realm,

w csReal m that stores user IDs and passwords in the RDBMS repository. You can set
up other types of security realms, as described in “Managing Security” in the
WebLogic Server Administration Guide.

The reference domain also provides a caching realm, wl csCachi ngReal m which
improves the performance of WebLogic Server by caching lookups, thereby reducing
the number of calls into other security realms.

To set up wi csReal mand wi csCachi ngReal m do the following:
1. Inthe left pane, expand the Security folder.
2. Right click the Realms folder, and click Configure a new RDBMSRealm.

3. On the Configure a new RDBMSRealm page, click the Configuration tab and
enter the following values:

In this box... Enter this value...
Name w csReal m
Realm Class Name com bea. p13n. security.real m RDBVSReal m

4. Click Create.
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5. To use the sample Cloudscape database as the RDBMSRealm host, click the
Database tab and enter the following values

In this box... Enter this value...

Driver COM cl oudscape. core. JDBCDr i ver

URL j dbc: cl oudscape: denp; cr eat e=t r ue; aut oconmi t =f a
| se

User Name empty

For information on using other database types as the RDBMSRealm host, refer
to Part 11, “Deploying Your Business Data.”

6. Click Apply.

7. Inthe left pane, right click the Caching Realms folder and click Configure a new
Caching Realm.

8. On the Configure a new Caching Realm page, click the Configuration tab and
enter the following values:

In this box... Enter this value...
Name w csCachi ngReal m
Basic Realm W csReal m

Case Sensitive Cache  selected

9. Click Create.

Start Your Server

The remaining configuration tasks require that you deploy the WebLogic Server
Administration Console to your new domain and then start your server:

1. To stop the portalDomain, change to the PORTAL_HOME directory and run
stopPortal . bat (stopPortal.sh on UNIX).
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2. Copy the following files and directories from
PORTAL_HOVE/ confi g/ port al Donai n/ to PORTAL_HOVE/ confi g/ nyDonai n/ :

e fileReal mproperties
e SerializedSystem ni.dat

e denpcert. pemand denokey. pem
3. To start your new domain and server, do the following:

a. Copy PORTAL_HOVE/ confi g/ port al Domai n/ start Portal . bat to
PORTAL_HOVE/ confi g/ nyDonai n/ st art MyDomai n. bat .

b. Openstart My/Donai n. bat in a text editor.

¢. Change the value for the DOMVAI N_NAME to the hame of your new domain. For
example, SET DOVAI N_NAME=bank_devel opment

d. Change the value for the SERVER_NAME variable to the name of your new
server. For example, SET SERVER_NAME=bankSer ver

e. RunstartMyDomai n. bat .
The shell in which you run the script displays WebLogic Server messages. The
following is an example of the messages that indicate a successful startup:

<Cct 15, 2001 9:20:13 AM MDT> <Noti ce> <Managenent >
<Application Poller not started for production server.>

<Cct 15, 2001 9:21:49 AM MDT> <Noti ce> <WebLogi cServer >
<Li stenThread |istening on port 7501>

<Cct 15, 2001 9:21:49 AM MDT> <Noti ce> <WebLogi cServer >
<SSLLi stenThread |istening on port 7502>

<Cct 15, 2001 9:21:51 AM MDT> <Noti ce> <WebLogi cServer >
<Started WebLogi c Admin Server "bankServer" for donain
"bank_devel opment” running in Production Mde>
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4. To access the WebLogic Server Administration Console for your new domain, do
the following

a. Inthe shell that is running the server that you started in step 3, note the port

number in the following statement:
<Cct 3, 2001 5:11:41 PM EDT> <Notice> <WebLogi cServer >
<Li stenThread |istening on port 7501>

b. Ina Web browser, enter the following URL:
http://1ocal host: port-nunber/consol e

Configure an XML Registry

The XML registry configures XML parsers and XSLT transformers for your
applications. For more information about the XML registry, refer to the “WebLogic
Server Programming WebLogic XML” guide.

To configure an XML registry for your applications, do the following:
1. In WebLogic Server Administration Console, in the left pane, click Services.
2. Right click the XML folder. Then select Configure a New XML Registry.

3. On the Configure a new XML Registry page click the Configuration tab and
enter the following values:

In this box... Enter this value...

Name portal XM registry

DocumentBuilderFact webl ogi c. apache. xer ces. j axp. Docunent Bui | der Fac

ory toryl mpl

SAXParserFactory webl ogi c. apache. xer ces. j axp. SAXPar ser Fact oryl m
pl

Transformer Factory ~ webl ogi c. apache. xal an. processor . Tr ansf or mer Fac
toryl npl

When To Cache cache-on-reference

4. Click Create.
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5. On the portal XML registry page, click Configure XML Parser Select Registry
Entries.

6. Onthe XML Parser Select Registry Entries page, click Configure a new XML
Parser Select Registry Entry.

7. On the Create a new XMLParserSelectRegistryEntry page, in the SAXParser
Factory box, enter the following value:
webl ogi c. apache. xer ces. j axp. SAXPar ser Fact or yl npl

8. Click Create.
9. To deploy the XML registry, in the left pane, click portal XML registry.

10. On the portal XML registry page, click the Targets tab. Then move your server
from the Available to the Chosen list. (See Figure 3-5).

Figure 3-5 Deploy the XML Registry
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Set Up JDBC Connection Pools and Data Sources

Connection pools provide ready-to-use pools of connections to your RDBMS. The
application server creates the pools during server startup, thus eliminating the
overhead of your enterprise application having to establish database connections for
each transaction. For more information about connection pools, refer to “Overview of
Connection Pools” in the WebLogic Server Programming WebLogic JDBC guide.

A DataSource is an interface between your enterprise application and a connection
pool. For more information, refer to “Overview of DataSources” in the WebLogic
Server Programming WebLogic JDBC guide.

This section contains the following subsections:

m  Configure commercePool for Cloudscape Databases

m Tip: Cloning Resources

m Configure dataSyncPool for Cloudscape Databases

m  Configure JDBC Data Sources

For information on setting up JDBC connection pools and data sources for your

production RDBMS, refer to Part 11, “Deploying Your Business Data.”
Configure commercePool for Cloudscape Databases

Create a JDBC connection pool named comrer cePool for Cloudscape by doing the
following:

1. Inthe left pane of the WebL ogic Server Administration Console, click Services —
JDBC - Connection Pools.

2. Click the Connection Pools folder and click Configure a new JDBC Connection
Pool. On the Configure a new JDBC Connection Pool page click the General tab.
In the Name box, enter conmer cePool .
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3. To configure commercePool, do the following:

a. On the General tab, enter the following values:

In this box...

Enter this value...

URL

jdbc: cl oudscape: Commer ce; cr eat e=t r ue; upgr ade=t
rue

Driver Classname

COM cl oudscape. core. JDBCDri ver

Properties

user =none
passwor d=none
webl ogi c. t 3. wai t For Connect i on=true

webl ogi c. t 3. wai t SecondsFor Connecti 0n=999999999
999, webl ogi c. j ts. wai t SecondsFor Connect i onSecs=
999999999999, ver bose=f al se

server =none

b. Click Create.

c. Click the Connections tab and enter the following values:

In this box... Enter this value...
Initial Capacity 20

Maximum Capacity 20

Capacity Increment 0

Login Delay Seconds 0

Refresh Period 0

Allow Shrinking

non-selected

d. Click Apply.

3-18 Deployment Guide



Creating Domains and Configuring Servers

e. Click the Testing tab and enter the following values:

In this box... Enter this value...
Test Table Name WEBLOG C_I S_ALI VE
Test Reserved non- sel ect ed

Connections

Test Released non- sel ect ed
Connections

f. Click Apply.

4. To deploy the commercePool, click the Targets tab. Then move your server from
the Available to the Chosen list. (See Figure 3-6.)

Figure 3-6 Deploy commercePool
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Tip: Cloning Resources

3-20

If you are creating a new server, you can clone the commercePool properties to
simplify the creation of dataSyncPool.

After you create commercePool, do the following:

1. Inthe WebLogic Server Administration Console, in the left pane, right click
commercePool and select Clone commercePool. (See Figure 3-7.)

The WebLogic Server Administration Console creates a new connection pool
with properties identical to commercePool.

Figure 3-7 Clone CommercePool
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2. On the Clone page, change the value in the Name box to dataSyncPool.

3. Click Clone.
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Configure dataSyncPool for Cloudscape Databases

Create a JDBC connection pool named dat aSyncPool for Cloudscape by doing the
following:

1.

In the left pane of the WebL ogic Server Administration Console, click Services —

JDBC - Connection Pools.

Right click the Connection Pools folder and click Configure a new JDBC

Connection Pool. On the Configure a new JDBC Connection Pool page click the
General tab. In the Name box, enter dat aSyncPool .

To configure dataSyncPool, do the following:

a. On the General tab, enter the following values:

In this box...

Enter this value...

URL

j dbc: cl oudscape: Conmer ce; cr eat e=t r ue; upgr ade=t
rue

Driver Classname

COM cl oudscape. core. JDBCDri ver

Properties

user =none
passwor d=none
webl ogi c. t 3. wai t For Connect i on=t rue

webl ogi c. t 3. wai t SecondsFor Connecti 0n=999999999
999, webl ogi c. j ts. wai t SecondsFor Connect i onSecs=
999999999999, ver bose=f al se

server =none

b. Click Create.
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c. Click the Connections tab and enter the following values:

In this box... Enter this value...

Initial Capacity 1

Maximum Capacity 5

Capacity Increment 1

Login Delay Seconds 0

Refresh Period 0
Allow Shrinking non-selected
d. Click Apply.

e. Click the Testing tab and enter the following values:

In this box... Enter this value...
Test Table Name WEBLOG C_ | S _ALI VE
Test Reserved non- sel ect ed

Connections

Test Released non- sel ect ed
Connections

f. Click Apply.

4. To deploy the dataSyncPool, click the Targets tab. Then move your server from
the Available to the Chosen list.
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Configure JDBC Data Sources

The reference servers already configure the JDBC data sources that you need to access
any database type. If you are modifying a reference server to meet your specific
business needs, you do not need to change the configuration for the JDBC data sources.

If you are creating a new server, you must set up JDBC data sources by doing the
following:

1. Inthe left pane of the WebLogic Server Administration Console, open the JDBC
folder.

2. Create a non-transactional commercePool data source by doing the following:

a. Right click the Data Sources folder and click Configure a new JDBC Data
Source.

b. On the Configure a new JDBC Data Source page click the Configuration tab
and enter the following values:

In this box... Enter this value...

Name conmer cePool

JNDI Name webl ogi c. j dbc. pool . commer cePool
Pool Name commer cePool

Row Prefetch Enabled non- sel ect ed

Stream Chunk Size 256

c. Click Create.

3. To deploy the data source, click the Targets tab. Then move your server from the
Available to the Chosen list. Then click Apply.
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4. Create a transactional commercePool data source by doing the following:

a. Right click the Tx Data Sources folder and click Configure a new JDBC Tx
Data Source.

b. Onthe Configure anew JDBC Tx Data Source page click the Configuration tab
and enter the following values:

In this box... Enter this value...

Name comrer cePool

JNDI Name webl ogi c. j dbc. jts. conmer cePool
Pool Name conmmer cePool

Enable Two-Phase non- sel ect ed

Commit

Row Prefetch Enabled non-selected

Stream Chunk Size 256

c. Click Create.

5. To deploy the data source, click the Targets tab. Then move your server from the
Available to the Chosen list. Then click Apply.

6. Create a transactional dataSyncPool data source by doing the following:

a. Right click the Tx Data Sources folder and click Configure a new JDBC Tx
Data Source.
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b. Onthe Configure a new JDBC Tx Data Source page click the Configuration tab
and enter the following values:

In this box... Enter this value...

Name dat aSyncPool

JNDI Name webl ogi c. j dbc. j t s. dat aSyncPool
Pool Name dat aSyncPool

Enable Two-Phase non- sel ect ed

Commit

Row Prefetch Enabled non-selected

Stream Chunk Size 256

c. Click Create.

7. To deploy the data source, click the Targets tab. Then move your server from the
Available to the Chosen list. Then click Apply.

Viewing the JNDI Tree

From time to time you may find it useful to view the objects in the WebLogic Portal
JNDI tree. To view the INDI tree for a server:

1. Right-click the server node in the left pane. This displays a pop-up menu.

2. Select View JNDI Tree. The JNDI tree for this server displays in the right pane.
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Add Extensions to the WebLogic Server Administration

Console

3-26

WebLogic Portal includes extensions to the WebLogic Server Administration
Console. You use these extensions to configure WebLogic Portal services.

To add the extensions to the WebLogic Server Administration Console, do the

following:

1. Make sure that the application p13nConsoleApp is on the computer that hosts the

application server. By default, WebL ogic Portal installs this application as
PORTAL_HOWVE/ appl i cati ons/ pl13nConsol eApp.

2. Launch the WebLogic Server Administration Console.

3. Inthe left pane, open the Deployments folder.

4. Right click the Applications folder and click Configure a New Application. (See

Figure 3-8.)

Figure 3-8
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5. On the Configure a New Application page, do the following:

a. Inthe Name box, enter p13nConsoleApp. WebLogic Server uses this name
only within the WebL ogic Server Administration Console. The name does not
affect the URIs of resources within the enterprise application.

b. Inthe Path box, enter the pathname of the application’s root directory. By
default, WebLogic Portal installs this application as
PORTAL_HQVE/ appl i cati ons/ p13nConsol eApp. To use the default
configuration, enter ./ appl i cat i ons/ p13nConsol eApp

c. Select the Deploy check box.
d. Click Create.

6. Inthe left pane, open the Servers folder and click the server on which you want
to deploy the extensions.

7. On the Server Page, click the Deployments tab. Then click the Web Applications
subtab.

8. On the Web Applications subtab, move the p13nConsole Web application from
the Available to the Selected list. Then click Apply.

When you deploy a WebL ogic Portal application that uses MBeans to configure
its services, the application will now include a Service Configuration folder.
This folder contains the WebL ogic Portal extensions to the WebL ogic Server
Administration Console. (See Figure 3-9.)

Note: Ifyour enterprise application does not contain the WLS-specific configuration
file, WEB- | NF/ appl i cati on-confi g. xnl, then you must create one by
stopping your server and taking the following additional steps.
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9. Create an appl i cation-config.xm file under:
<port al 40honme>/ appl i cati ons/ <Your Ent er pri seApp>/ META- | NF/

You can use the existing Portal enterprise applications as models by copying one
of those files. Make sure the services that you want to be able to configure are
present. For example, for the JDBC Helper Service:

<Appl i cati onConfi guration>
<JdbcHel per
JdbcHel per Del egat e=""
MaxRetries="-1"
MaxWai t Ti me="-1"
Name="JdbcHel per"
/>
</ Appl i cati onConfi guration>

10. To register your appl i cati on- confi g. xml file with your enterprise
application, edit confi g. xm for your domain by adding the
<Appl i cati onConfi gurati on> tag to the body of the <Appl i cat i on> tag for
your enterprise application:

<Application Depl oyed="true" Nanme="petfl owApp"
Pat h=".\appl i cati ons\ pet f | owApp" >
<WebAppConponent | ndexDi r ect or yEnabl ed="f al se"
Name="pet f| ow
Tar get s="pet fl owServer" URI ="petfl ow'/>
<Appl i cati onConfi gurati on
Nanme="pet f | owApp"
Tar get s="pet f | onSer ver"
URI =" META- | NF/ appl i cati on-config.xm " />
<EJBConponent Nane="pi peline" Targets="petfl owServer"
URlI ="pi peline.jar"/>
<EJBConmponent Nane="petfl ow' Targets="petfl owServer"
URlI ="petflow jar"/>
<EJBConponent Nane="pet Store_EJB" Target s="petfl owServer"
URl ="pet Store_EJB.jar"/>
<WebAppConponent | ndexDi r ect or yEnabl ed="f al se"
Name="dat async"
Tar get s="pet f| owServer" URI ="datasync"/>
</ Appl i cati on>

11. Restart your server.

Deployment Guide



Creating Domains and Configuring Servers

Figure 3-9 Extensions to the WebLogic Server Administration Console
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configures WebLogic Portal services. It is deprecated along with the sections of Java
code that it configures.
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Specify a Default Web Application

Every server and virtual host in your domain can declare a default Web Application.
The default Web application responds to any HTTP request that cannot be resolved to
another deployed Web application. In contrast to all other Web applications, the
default Web application does not use the Web application name as part of the URI.
Any Web application targeted to a server or virtual host can be declared as the default
Web application.

For information on how to specify a default Web application, refer to “Configuring
WebLogic Server Web Components” in the WebLogic Server Administration Guide.

Relocate the Domain (Optional)

3-30

If you want to relocate the domain into a different directory tree, perhaps on a different
disk partition or in a directory tree that is separate from por t al Domai n, do the
following:

1. Create a new domain repository by creating a directory named confi g.
2. Copy your domain directory into the new conf i g directory.

For example, on a partition named usr 2, you create the following tree:

[ usr 2/ confi g/ bank_devel opnent
[ usr 2/ confi g/ bank_devel opnent/confi g. xmni
[ usr 2/ confi g/ bank_devel opnent/ Seri al i zedSyst enl ni . dat

If you locate your conf i g directory and your domain’s startup script in different
directories, add the following argument to the Java command that is near the end of the
script:

-Dwebl ogi c. Root Di r ect or y=pat h-t o-t he- parent - di r ect or y- of - your - conf
ig-directory
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For example, you want to locate the startup scriptin/ usr/ | ocal / bi nand the confi g
directory in / usr 2. Modify the startup script by adding the bold text in the following
example:

REM - - - - - Start WeblLogic with the above paraneters ------

%I DK_HOVE% bi n\ j ava %AVA VM4 - Xns128m - Xmx128m - cl asspat h
YCLASSPATHY% - Dcl oudscape. syst em home=%ORTAL_HOVEY db/ dat a

- Dnebl ogi c. Dormai n=%O0VAI N_NAVE% - Dwebl ogi c¢. Nane=%SERVER_NAVMVE%

- Dbea. hone=%BEA HOVE%

-Dj ava. security. policy==9%\EBLOG C_ HOVE% | i b/ webl ogi c. policy

- Dconmer ce. properti es=%ORTAL_HOVEY webl ogi cconmer ce. properties
- Dpi pel i ne. properti es=%PORTAL_HOVEY pi pel i ne. properti es

- Dwebf | ow. properti es=%ORTAL_HOVEY webf | ow. properti es

- Dwnebl ogi c. Root Di r ect ory=/ usr 2

webl ogi c. Server

Add the -Dwebl ogi c. Root Di r ect or y argument in front of webl ogi c. Ser ver.

Place the New Directory Tree Under Source
Control

To safeguard your work, keep a history of changes, and provide the ability to distribute
a known version of source files to your development team, place your new domain and
server configuration under source control. Do not place the generated directories, such
as/confi g/ applications/.w notdel et e, under source control.

For information on changing other properties in the WebLogic Server Administration
Console, refer to the following documents:

m Performance Tuning Guide
m BEA WebLogic Server Administration Guide

m Administration Console Online Help
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CHAPTER

4 Assembling Your Web
Application

On your e-business Web site, you use a Web application to implement your business
model. It is one part (module) of an overall enterprise application that you assemble
and deploy. (See Figure 4-1.)

With this modular approach, your development efforts focus on implementing your
business model, and BEA provides the remaining infrastructure and tools for
deploying and managing your Web application.
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Figure 4-1 Your Web Application in Context
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This topic describes how to assemble a Web application on a WebLogic Portal

application server. It assumes that, at the very least, you have designed a prototype of
your Web application and created skeletal JSPs. For more information about designing
a prototype, refer to “Milestone 1” under “Workflow for Developing an E-Business
Web Site” in the Strategies for Developing E-Business Web Sites.

This topic includes the following sections:

m Create and Populate a Directory Tree

m Create Deployment Descriptors

The next topic, “Assembling and Deploying Enterprise Applications” on page 5-1,
describes how to deploy your Web application within an enterprise application.
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Create and Populate a Directory Tree

You develop your Web application within a specified directory structure so that it can
be archived and deployed on the application server. All servlets, classes, static files,
and other resources belonging to a Web application are organized under a directory
hierarchy. The root of this hierarchy defines the document root of your Web
application. All files under this root directory can be served to the client, except for
files under the special directory WEB- | NF, located under the root directory. The name
of the root directory is used to resolve requests for components of the Web application.

For more information about the directory structure of Web applications, refer to
WebLogic Server Assembling and Configuring Web Applications guide.

For information specific to developing a WebLogic Portal Web application, refer to the
following sections:

m Using a Reference Web Application as a Template

m  Add JSP Tag Libraries to WEB-INF

Using a Reference Web Application as a Template

WebLogic Portal installs Web applications within the reference enterprise
applications. If one of the samples approximates your business needs, you can
duplicate and modify the sample. If you modify a sample Web application, make sure
that you do the following before you deploy the Web application:

m Rename the root directory of your copy to reflect the purpose of your Web
application.

m In the VEB- | NF directory of your copy, remove any directories with names that
start with _t np. These directories contained compiled versions of JSPs that you
have visited.
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m In the root directory, i ndex. j sp redirects requests to a Webflow for your Web
application. The Webflow then determines which JSP (or portal) to display
based on the Webflow properties that you create. The redirect statement follows
this syntax:
<jsp:forward page="/applicati on?nanmespace=nanespace_nane” >
where namespace_nane is the initial namespace for your Web application’s
Webflow.

Change the namespace_name component of this statement to refer to the initial
Webflow namespace of your Web application. For more information, refer to
“Overview of Webflow” in the Guide to Managing Presentation and Business
Logic: Using Webflow and Pipeline.

Add JSP Tag Libraries to WEB-INF

4-4

WebLogic Portal includes several JSP tag libraries which support the JSPs tags in your
Web application. The tag libraries reside in JAR files that you must copy to your Web
application. Each JAR file is named with the following convention:
service_taglib.jar.

Copy each tag-library JAR file that your Web application uses to the WEB- | NF/ | i b
directory in your Web application. The reference copies are located in the following
directories:

m PORTAL_HOVE/ |'i b/ p13n/ web
m PORTAL_HOVE/ | i b/ commer ce/ web
®m PORTAL_HOWE |i b/ portal / web

m BEA HOMVE/ W server 6. 1/ ext . The WebLogic Server tag libraries do not use
the same naming convention as WebL ogic Portal. In most cases, you need to
copy only the webl ogi c-t ags. j ar file into your Web application.

For each tag library that you copy, you must also declare it in the Web application’s
web. xm file. For more information, refer to “Taglib Declarations” on page 4-17.
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Create Deployment Descriptors

Each Web application uses two deployment descriptors: web. xm , which contains
standard J2EE properties and webl ogi c. xm , which contains properties that are
specific to WebLogic Portal.

To create deployment descriptors for your Web application, do the following:
m  Copy Reference Files

m  Review and Modify web.xml

m  Modify weblogic.xml

The web. xmi and webl ogi c. xm files contain properties that are scoped to a single
Web application; they do not configure the parent enterprise application or any other
modules in the enterprise application.

Figure 4-2 Scope of web.xml and weblogic.xml
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Copy Reference Files

The reference deployment descriptors declare servlets, security roles and secured
resources, JSP deployment options and other properties for a Web application.

To copy these files to your Web applications, do the following:

1. Inthe root directory of your Web application, create a directory named WEB- | NF.
For example:

nyVebAppl i cati on/ EEB- | NF

2. Find a reference Web application that approximates your business needs. Then
copy its web. xm and webl ogi c. xm files to your VEB- | NF directory. For
example, to copy files from the wilcs Web application, copy the following files
into your VEB- | NF directory:

PORTAL_HOVE/ appl i cati ons/w csApp/ W cs/ VEEB- | NF/ web. xm
PORTAL_HOVE/ appl i cati ons/w csApp/ W cs/ WEB- | NF/ webl ogi c. xm

Review and Modify web.xml

Open your web. xm file in a text editor to review its properties. You might need to
modify some properties to support your environment.

Note: This document describes using a text editor to create and modify deployment
descriptors. If you have deployed your Web application onto an active server,
you can also use the WebLogic Server Administration Console to edit the
deployment descriptors.
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The elements in your web. xm file must appear in the following order:
m Display Name and Description

m  Webflow Default Namespace

m  URLSs for the Webflow Service

m  Listen Ports for Webflow-Generated URLs
m Declarations of Secure Links

m  Filter Objects

m Listener Objects

m Servlet Registration and Mappings

m  Session Configuration

m  Welcome and Error Pages

m Taglib Declarations

m  Name for commercePool Data Source

m  Declarations of Secure JSPs

m Login Configuration

m Declaration of Security Roles

m  EJB References

For a general description of propertiesinweb. xni files, refer to “web.xml Deployment
Descriptor Elements” in the WebLogic Server Assembling and Configuring Web
Applications guide.

Display Name and Description

The <di spl ay- name> element determines the name that the WebLogic Server
Administration Console uses for your Web application. Customers do not see this
name.

The <descri pti on> element is optional. WebLogic Server Administration Console
does not display the value of this element.

Deployment Guide 4-7



4 Assembling Your Web Application

For more information, refer to “web.xml Deployment Descriptor Elements” in the
WebLogic Server Assembling and Configuring Web Applications guide.

Webflow Default Namespace

4-8

Although you will generally have only one Webflow per Web application,
namespaces can be used to separate a Webflow into a number of smaller, more
manageable modules. Namespaces allow multiple developers to work with separate
portions of a Webflow (and thus with separate configuration files and Pipeline Session
properties) that feed into the larger Webflow for a Web application, without having to
worry about naming collisions.

The following property declares the default namespace for the Web application:

<cont ext - par an»
<par am nane>P13N_DEFAULT_ NAMESPACE</ par am nane>
<par am val ue>nanespace</ par am val ue>

</ cont ext - par anp

Make sure that the <par am val ue> matches the name of the Web application’s default
namespace. You use the E-Business Control Center to create Webflow namespaces.
For more information, refer to “Webflow Components” in the Guide to Managing
Presentation and Business Logic: Using Webflow and Pipeline.
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URLSs for the Webflow Service

Several elements in web. xm configure the URLSs that Webflow generates:

m  The following element determines the URL that Webflow uses to request the
WebLogic Portal Administration Tools:

<cont ext - par an»

<par am name>W.CS_ADM N_URL</ par am nane>

<par am val ue>/ t ool s/ appl i cati on/ adm n</ par am val ue>
</ cont ext - par anm»

The wlcs sample application uses this element because it provides a link to the
WebLogic Portal Administration Tools in the heading of its sample JSPs. In
most environments, you do not need to include this element.

m The following element inserts / webl ogi ¢ as a prefix for URLSs that Webflow
generates:

<cont ext - par an>
<par am nane>P13N_URL_PREFI X</ par am nane>
<par am val ue>/ webl ogi c</ par am val ue>

</ cont ext - par an>

Include this element if you use a third party Web server (such as Apache) or
other service in front of WebLogic Server and WebLogic Portal.

m  The following element specifies a context for URLS that point to static resources
that exist on a proxy server:

<cont ext - par an»
<par am nane>P13N_STATI C_ROOT</ par am nane>
<par am val ue></ par am val ue>

</ cont ext - par an>

Use this element in conjunction with the cr eat eSt at i cResour ceURL()
method to create links to static resources.
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Listen Ports for Webflow-Generated URLs

4-10

The elements in this section enable Webflow to encode port numbers in URLS that are
different from the port numbers that the WebLogic Server uses. For example, use these
elements if you want Webflow-generated URLS to specify the port numbers of a proxy
server.

<cont ext - par an>
<par am nanme>HTTP_PORT</ par am nane>
<par am val ue>port - nunber </ par am val ue>
</ cont ext - par anp

<cont ext - par an»
<par am nane>HTTPS_PORT</ par am nane>
<par am val ue>port - nunber </ par am val ue>
</ cont ext - par anp

<cont ext - par an>
<par am nane>P13N_URL_DOVAI N</ par am nane>
<par am val ue>host - nane</ par am val ue>

</ cont ext - par anp

If you want the URLSs in your Web application to use the same port numbers as the
WebLogic Server instance, either deactivate these elements by surrounding them in
comment tags,

<I-- -->, or change the values to match the listen port properties for the server.
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Declarations of Secure Links

The following element syntax declares a set of files, pipelines, and input processors
that need to be accessed via HTTPS. When the cr eat eWebf | owURL() method
encounters one of the resources you declare in the <par am val ue> subelement, it
generates a URL that uses the HTTPS protocol.

<cont ext - par an>

<par am nane>HTTPS_URL_PATTERNS</ par am namne>

<par am val ue>URLs- and- URL patterns</paramval ue>
</ cont ext - par an>

You can add specific resource names or name patterns to the <par am val ue>element.
All URLs- and- URL patt er ns must start with the name of a Webflow namespace. For
example, the following line specifies that secur eMai n. j sp is a secured resource
when called from the sanpl eapp_mai n Webflow namespace:

/ sanpl eapp_nai n/ secur eMai n. j sp

If you add any target names or patterns to the <par am val ue> element, you must also
add them to the <securi t y- const rai nt > element, which is described in
“Declarations of Secure JSPs” on page 4-18.

Filter Objects

If you use the Event and Behavior Tracking services, include the following filter
elements to forward ad clickthrough requests from Webflow to the Events Service:

<filter>
<filter-name>dickThroughEventFilter </filter-name>

<filter-class>
com bea. pl3n. tracking. clickt hrough. i ckThroughEventFil ter
</filter-cl ass>

</filter>

<filter-mappi ng>
<filter-name>dickThroughEventFilter </filter-name>
<servl et - nane>webf | ow</ ser vl et - name>
</filter-mppi ng>
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Listener Objects

If your application uses personalization or commerce services, you must register the
AnonynousPr of i | eLi st ener, which listens for the creation of user sessions. When
the server creates a user session, AnonynousPr of i | eLi st ener initializes the
Anonymous user profile. Your application stores data in the Anonymous user profile
until the customer logs in. If you want to maintain session information for anonymous
customers, include the following elements in web.xml:

<li stener>
<l i stener-cl ass>
com bea. pl3n. servl ets. AnonynousProfi | eLi st ener
</listener-cl ass>

</li st ener>

If you use the Event and Behavior Tracking services, include the following elements
to notify the services of when the server begins and ends sessions:

<listener>
<l istener-class>
com bea. pl3n. tracki ng.listeners. Sessi onEvent Li st ener
</listener-class>

</listener>

Servlet Registration and Mappings

4-12

The reference Web applications register the following servlets and define mappings
between the servlet and a URL pattern;

m  Servlets for Webflow Services
m  Servlets for Personalization Services
m Servlets for Commerce Services

You can remove a declaration and mapping if your Web application does not use the
servlet. If you create your own servlet to be used by this Web application, you must
register it in the web. xni file. For information about the <ser vI et > and

<ser vl et - mappi ng> elements, refer to “web.xml Deployment Descriptor Elements”
in the WebLogic Server Assembling and Configuring Web Applications guide.
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Place all servlet declarations in one group and all servlet mappings into a separate
group. Place the declarations group immediately before the mappings group. (See
Figure 4-3.)

Figure 4-3 Group Declarations and Mappings

wel . xml

<gservletrA</serviliet>
<gservlet>B</serviliet>
<gervlet>C</servliet>

<gervlet-mapping>A</servlet-mapping>
<gervlet-mapping>B</servlet-mapping>
<gervlet-mapping>C</servlet-mapping>
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Servlets for Webflow Services

Include the XML element from Table 4-1 to declare servlets and map URL patterns for
Webflow services. Note that all <ser vl et > elements must be grouped together and all
<ser vl et - mappi ng> must be grouped together. (See Figure 4-3.)

Table 4-1 Servlet Declarations for Webflow Services

Servlet Declaration and Mapping
Vebf | ow <servl et>
for Web <servl et - nane>webf | ow</ ser vl et - nane>

applications that
do not use portal
services

<servl et-cl ass>
com bea. p13n. appf | ow. webf | ow. servl ets. i nternal . Webf | owSer vl et
</ servl et-cl ass>
</servl et>

<ser vl et - mappi ng>
<servl et - name>webf | ow</ servl et - nane>
<url-pattern>/application/*</url-pattern>
</ servl et - mappi ng>

Veebf | ow <servl et >
for Web <servl et - name>webf | ow</ servl et - nane>
applications that <servlet-class> _
use portal com bea. portal . appfl ow. servl ets.internal.Portal Wbfl owSer vl et
services </ servl et-cl ass>
</servlet>
<ser vl et - mappi ng>
<ser vl et - name>webf | ow</ ser vl et - nane>
<url -pattern>/application/*</url-pattern>
</ servl et - mappi ng>
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Servlets for Personalization Services

Include the XML elements from Table 4-2 to declare servlets and map URL patterns
for personalization services. Note that all <ser vI et > elements must be grouped
together and all <ser vl et - mappi ng> must be grouped together. (See Figure 4-3.)

Table 4-2 Servlet Declarations for Personalization Services

Servlet

Declaration and Mapping

ShowDocServlet

Outputs the contents of a
Docunent object. This
servlet is useful when
streaming the contents of
an image that resides in a
content management
system.

For more information,
refer to “Creating and
Managing Content” in the
Guide to Building
Personalized
Applications.

<servl| et >
<servl et-cl ass>
com bea. p13n. cont ent. servl et s. ShowDocSer vl et
</servlet-class>
<I-- Make showdoc al ways use the | ocal
ej b-ref Docunent Manager -->
<init-paranp
<par am nane>cont ent Hone</ par am nane>
<par am val ue>
j ava: conp/ env/ ej b/ Docunent Manager
</ par am val ue>
</init-paranpr
</servl et>

<servl et - mappi ng>
<ser vl et - nane>ShowbDocSer vl et </ ser vl et - nane>
<url - pattern>/ Showboc/ *</url - pattern>
</ servl et - mappi ng>

cl i ckThr ough

Redirects a user to an
external site and fires a
click event.

<servl et>
<servl et - nanme>cl i ckThr oughSer vl et </ ser vl et - nane>
<servl et-cl ass>
com bea. p13n. tracki ng. cli ckt hrough. G i ckThr oughSer vl et
</ servl et-cl ass>

</servlet>

<servl et - mappi ng>
<servl et - nane>cl i ckThr oughSer vl et </ ser vl et - nane>
<url -pattern>/clickThroughServlet/*</url-pattern>
</ servl et - mappi ng>
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Table 4-2 Servlet Declarations for Personalization Services (Continued)

Servlet

Declaration and Mapping

add i ckThru

Supports ad placeholders
by recording click events
and redirecting the
browser to the ad's
click-thru location.

For more information,
refer to “Working with Ad
Placeholders” in the Guide
to Building Personalized
Applications.

<servl et>
<servl et - nane>add i ckThr u</ ser vl et - nane>
<servl et-cl ass>
com bea. pl3n. ad. servl ets. AdCl i ckThruSer vl et
</ servl et-cl ass>
</servlet>

<servl et - mappi ng>
<servl et - nane>add i ckThr u</ ser vl et - name>
<url-pattern>/ Add i ckThru/ *</ url - pattern>
</ servl et - mappi ng>

Servlets for Commerce Services

Include the XML elements from Table 4-3 to declare servlets for commerce services.
You do not need to map these servlets to support WebLogic Portal services.

Table 4-3 Servlet Declarations for Commerce Services

Servlet Declaration

<servl et >
<servl et - name>Securi ty</servl et - nane>
<servl et-cl ass>

com beasys. commer ce. ebusi ness. security. EncryptionServl et
</servlet-cl ass>

</servlet>

Security

Used only by site
administrators to specify
encryption values for
securing credit card

transactions.
<servl et >

<servl et - name>KeyGener at or </ ser vl et - nane>
<servl et-cl ass>

com beasys. conmrer ce. ebusi ness. security. KeyGener at or Ser vl et
</ servlet-cl ass>

</servl et>
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Session Configuration

The <sessi on- conf i g> element defines the session parameters for this Web
Application. The WebLogic Portal sample applications use the <sessi on-t i meout >
parameter to determine how many minutes of inactivity the server will tolerate before
ending the session. Configure this to a suitable interval for your environment.

For more information, refer to “web.xml Deployment Descriptor Elements” in the
WebLogic Server Assembling and Configuring Web Applications guide.

Welcome and Error Pages

The <wel cone-fil e-1i st > element specifies a main page for your web application.

The <err or - page> elements map error codes that the HTTP server returns to HTML
files or JSPs.

For more information, refer to “web.xml Deployment Descriptor Elements” in the
WebLogic Server Assembling and Configuring Web Applications guide.

Taglib Declarations

WebLogic Portal provides several libraries of JSP tags. You use the tags to implement
WebLogic Portal features such as Webflow, Pipelines, and placeholders.

You declare each tag library that you use in your Web application. Use the following
syntax to declare a tag library:

<taglib>

<taglib-uri>ibrary.tld </taglib-uri>

<taglib-1ocati on>pnane-to-JAR-fil e</taglib-Iocati on>
</taglib>

The pathname for the JAR file that contains the library is relative to the root of the Web
application. For example,

<taglib>
<taglib-uri> weblogic.tld </taglib-uri>
<taglib-1ocation>/ WEB-1 NF/|i b/ webl ogi c-tags.jar
</taglib-location>

</taglib>
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Name for commercePool Data Source

The following element declares a name for the commer cePool data source:

<resource-ref>
<r es-ref - name>j dbc/ commer cePool </r es-ref - nane>
<res-type>j avax. sql . Dat aSour ce</res-type>
<r es- aut h>CONTAI NER</ r es- aut h>
</resource-ref>

The webl ogi c. xm file maps the commer cePool data source to a JNDI name, and the
domain configures the data source. For information on the data source declaration in
webl ogi c. xm , refer to “Mapping of commercePool Data Source” on page 4-22. For
information on defining a data source for the domain, refer to “Set Up JDBC
Connection Pools and Data Sources” on page 3-17.

Declarations of Secure JSPs

4-18

The <securi ty-constrai nt > element declares a collection of resources (JSPs) that
only specific roles can access. For more information, refer to “web.xml Deployment
Descriptor Elements” in the WebLogic Server Assembling and Configuring Web
Applications guide.

The example in Listing 4-1 is from the wlcs Web application. It secures all JSPs that
are under the wi cs/ user and w cs/ or der directories and specifies that only users
who are authenticated for Cust omer Rol e can access those JSPs.

To give another role access to the resource collection in Listing 4-1, add a

<r ol e- nanme> element to the <aut h- const r ai nt > element. If you add a role name,
you must add a declaration for the role name as described in “Declaration of Security
Roles” on page 4-20.

To secure additional directories or specific files, add <ur | - pat t er n> elements. Note
that a pattern or filename must start with a/ character (forward slash). If you add any
<ur | - pat t er n>elements, you must also add those patterns to the patterns defined for
<par am name>HTTPS_URL_PATTERNS</ par am name>. For more information, see
“Declarations of Secure Links” on page 4-11.
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Listing 4-1 Security Constraints

<security-constraint>
<!-- Define a resource collection -->
<web- r esour ce-col | ecti on>
<web-resour ce- nane>Cust omrer Profile - Self Administration Pages
</ web- r esour ce- nane>
<description>Custoner Profile - Self Adm nistration Pages</description>

<l-- URL pattern for the resource collection -->
<url - pattern>/conmerce/ user/*</url -pattern>
<url -pattern>/conmerce/ order/*</url -pattern>

<ht t p- met hod>CET</ ht t p- met hod>
<ht t p- met hod>POST</ ht t p- net hod>

</ web- resource-col | ecti on>
<l-- This constraint applies to users with role "CustonerRole" -->

<aut h-constrai nt >
<description>Users with rol e "CustomnerRol e"</description>
<r ol e- nane>Cust oner Rol e</ r ol e- nane>

</ aut h-constrai nt >

<l-- For enabling SSL, specify CONFIDENTI AL or |NTEGRAL. -->

<user - dat a- constrai nt >
<transport - guar ant ee>CONFI DENTI AL</t r ansport - guar ant ee>
</ user -dat a-constrai nt>

</ security-constraint>

Login Configuration

The <l ogi n- conf i g> element determines how users are authenticated. All of the
WebLogic Portal sample applications use an HTML form

(<aut h- met hod>FORMK/ aut h- met hod>) to authenticate users. If you use the FORM
method, you can also use the P13NAut hFi | t er to initialize customer profiles when a
customer logs on. For more information, refer to “Customer Profile Initialization” on
page 4-26.
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Declaration of Security Roles

You must include a <securi t y-r ol e> element to declare all of the roles that you use
inthe <securi ty- constrai nt > (described in “Declarations of Secure JSPs” on page
4-18).

For example, the wics sample application gives Cust omer Rol e access to secured JSPs
(see Listing 4-1 above). Therefore, the wics web. xni file includes the following
element:
<security-rol e>

<description>Regi stered custonmers with rol e CustonerRol e

</ descri ption>

<r ol e- name>Cust oner Rol e</r ol e- nane>
</security-rol e>

In addition, the wlcs webl ogi c. xmi file includes a <securi ty-rol e- assi gnnent >
element, which maps the Cust oner Rol e to a group name (principal) from the
wlcsRealm. For more information about mapping security roles to principles, refer to
“Security-Role Mappings” on page 4-22.

EJB References

4-20

The web. xm file must specify the home and remote interfaces for each EJB that the
Web application uses. For example, the following XML element specifies interfaces
for the AdSer vi ce EJB:

<ej b-ref>
<description> The AdService for this webapp</description>
<ej b-r ef - name>ej b/ AdSer vi ce</ ej b-r ef - nane>
<ej b-ref-type>Sessi on</ej b-ref-type>
<hone>com bea. p13n. ad. AdSer vi ceHone</ hone>
<r enot e>com bea. p13n. ad. AdSer vi ce</ r enpt e>
</ ejb-ref>

For information on including these XML elements in your web. xm file, refer to “Add
JAR Files” on page 5-27.
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Modify weblogic.xml

In addition to the web. xn deployment descriptor, each WebLogic Portal Web
application uses webl ogi c. xni to declare deployment properties that are specific to
WebLogic Server.

After you copy a reference webl ogi c. xm to your Web application, review or modify
the following properties:

m  Security-Role Mappings

m  Mapping of commercePool Data Source
m  Check Authentication on JSP Forwarding
m JNDI Names for EJBs

m  Cookies

m  Support for Clusters

m JSP Deployment Options

m  Customer Profile Initialization

For general information about webl ogi c. xni , refer to “weblogic.xml Deployment
Descriptor Elements” in WebLogic Server Assembling and Configuring Web
Applications.
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Security-Role Mappings

Each Web application uses the following element syntax to map a J2EE security role
to a user or group that a security realm uses to define ACLs:

<security-rol e-assi gnnent >
<rol e- name>J2EE- r ol e</rol e- nane>
<princi pal -name>security-real muser or group</principal - name>

</ security-rol e-assi gnnent >

For example, WebLogic Portal uses the following element to map settings that its
security realm defines forwl cs_cust omer to settings that appl i cat i on. xmi defines
for the Cust omrer Rol e J2EE security role:

<security-rol e-assi gnnent >

<r ol e- name>Cust oner Rol e</ r ol e- name>

<princi pal - name>w cs_cust oner </ pri nci pal - name>
</ security-rol e-assi gnnent >

If you add groups to your security realm, you must add mappings to this section of
webl ogi c. xm .

Mapping of commercePool Data Source

4-22

The following element maps the comrer cePool data source to a JNDI name:

<resour ce-descri pti on>

<res-ref - name>j dbc/ conmer cePool </res-ref - nane>

<j ndi - name>webl ogi c. j dbc. jts. commer cePool </ j ndi - name>
</resource-descripti on>

The web. xm file declares a name for the commercePool data source, and the domain
configures the data source. For information about the declaration in the web. xni file,
refer to “Name for commercePool Data Source” on page 4-18. For information on
defining a data source for the domain, refer to “Set Up JDBC Connection Pools and
Data Sources” on page 3-17.
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Check Authentication on JSP Forwarding

The following element requires authentication of any forwarded requests from a
servlet or JSP:

<cont ai ner-descri ptor>
<check- aut h- on-f or war d/ >
</ cont ai ner-descri ptor>

The Webflow service requires this element. For more information, refer to
“weblogic.xml Deployment Descriptor Elements” in the WebLogic Server Assembling
and Configuring Web Applications guide.

JNDI Names for EJBs

The webl ogi c. xm file must specify the JNDI names for each EJB that the Web
application uses. Each declaration must be within the <r ef er ence- descri pt or >
element.

For example, the following XML subelement specifies the JNDI name for the
AdSer vi ce EJB:

<ref erence-descri ptor>

<ej b-ref erence-descripti on>
<ej b-ref - name>ej b/ AdSer vi ce</ ej b-r ef - nane>
<j ndi - name>
${ APPNAME} . BEA per sonal i zati on. AdSer vi ce
</ j ndi - name>
</ ej b-reference-description>

... additional <ej b-r ef er ence- descri pti on> elements ...

</reference-descriptor>

For information on including these XML elements in your webl ogi c. xm file, refer
to “Add JAR Files” on page 5-27.
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Support for Clusters

Cookies

If you deploy your Web application in a cluster, add the following elements to enable
replication of HTTP Sessions across the cluster nodes:

<sessi on- par an
<par am nane>Per si st ent St or eType</ par am nanme>
<par am val ue>repl i cat ed</ par am val ue>

</ sessi on- par anp

For information on other values for this element, refer to “weblogic.xml Deployment
Descriptor Elements” in the WebLogic Server Assembling and Configuring Web
Applications guide.

For more information about clustering, refer to the following:
m Chapter 6, “Deploying Clusters.”

m  Using WebLogic Server Clusters, which is part of the BEA WebL ogic Server
documentation set.

WebLogic Server uses cookies for session management when supported by the client
browser. The cookies that WebL ogic Server uses to track sessions are set as transient
by default and do not outlive the life of the browser.

By default, WebLogic Server assigns the same cookie name (JSESSI ONI D) to all Web
applications on the current server instance. When you use any type of authentication,
all Web applications that use the same cookie name use a single sign-on for
authentication. Once a user is authenticated, that authentication is valid for requests to
any Web application that uses the same cookie name. The user is not prompted again
for authentication.
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If you want to require separate authentication for a Web application, you can use the
following element to specify a unique cookie name:

<sessi on-descri pt or >
<sessi on- par an
<par am nane>Cooki eNane</ par am nane>
<par am val ue>
uni que- cooki e- nane
</ par am val ue>
</ sessi on- par an
</ sessi on-descri ptor>

If your Web site supports Netscape 4.5 and higher, include the following element to
set the cookie domain for the application.

<sessi on- par an
<par am nane>Cooki eDonai n</ par am nane>
<par am val ue>. nyconpany. conx/ par am val ue>
</ sessi on- par anm>

where . myconpany. comis your domain.

Note that all of the sample WebL ogic Portal Web applications specify unique cookie
names because they are not designed to be used in conjunction with other Web
applications. You can design your WebL ogic Portal Web application to be used with
other Web applications and to support the WebLogic Server single sign-on feature.

For more information, refer to “Programming Tasks” in the WebLogic Server
Programming WebLogic HTTP Servlets guide.

JSP Deployment Options

Each Web application includes a <j sp- descri pt or > element to specify options for
deploying JSPs.

For information about the <j sp- descri pt or > element and its subelements, refer to
“weblogic.xml Deployment Descriptor Elements” in the WebLogic Server Assembling
and Configuring Web Applications guide.for more info go to WLS doc for this.

For recommended settings for some of the <j sp- descri pt or > subelements, refer to
the Performance Tuning Guide
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Customer Profile Initialization

4-26

All WebLogic Portal Web applications must initialize customer profiles, especially if
you want them to use campaigns, Behavior Tracking, and JSP tags that provide
personalized content based on data in the customer’s profile.

The P13NAut hFi | t er initializes customer profiles when a customer logs in using a
form. If you want to use P13NAut hFi | t er, you must use the FORMauthentication
method. For information on configuring your application to use the FORM
authentication method, refer to “Welcome and Error Pages” on page 4-17.

To use the P13NAut hFi | t er, add the following element to webl ogi c. xm :

<aut h-filter>com bea. pl3n.servlets. P13NAuthFilter</auth-filter>

If you do not want to use P13NAut hFi | t er, you can initialize the customer profile
with Webflow components or other methods. For more information, refer to “Setting
Up JSP Tags and Scriptlets for Campaigns” in the Guide to Developing Campaign
Infrastructure.
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CHAPTER

5 Assembling and
Deploying Enterprise
Applications

WebLogic Portal requires that you deploy all of your e-business resources within
enterprise applications. Each enterprise application contains the following types of
components (see Figure 5-1):

m  Web applications that deploy data and administer your Web application
m EJBs that provide e-business functions
m  Deployment descriptors

m Your Web application
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5-2

Figure 5-1 Your Enterprise Application

This topic describes how to assemble and deploy an enterprise application on a

Enterprise Application

[ ] [ ] 1
Administration Data Sync Your Web
Tools Web Application) Application

Web Application)

Additional

Applications

Supporting Web

EJBs H

application.xml

application-
configuration.xml

WebLogic Portal application server:

m Create Deployment Descriptors

m Create a Root Directory

m  Add Your Web Application

m Add Supporting Web Applications

m AddJAR Files

m Create an EAR File (Optional)

m Deploy the Application
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Create a Root Directory

Create a directory that serves as the root of your application. Choose a directory name
that indicates the purpose and scope of the application. The name of the directory is
not visible to customers who visit your site.

To support multiple developers in a development environment, you might deploy
multiple instances of this enterprise application under different names on a single
server. To do so, you must create multiple copies of the application’s directory tree and
rename the root directories for each instance. For example, you want to deploy
multiple instances of an enterprise application whose root directory is name BankApp.
You create two copies of the BankApp directory tree and change the root name of one
tree to BankAppl and the other to BankApp2. For more information, refer to “Deploy
Multiple Instances of an Application” on page 5-38.

Create Deployment Descriptors

Each enterprise application uses two deployment descriptors: appl i cati on. xm ,
which contains standard J2EE properties and appl i cat i on- confi g. xm , which
contains properties that declare and configure JMX MBeans. WebLogic Portal uses
MBeans to dynamically configure application services.

To create deployment descriptors for your enterprise application, do the following:
m  Copy Reference Files
m  Modify application.xml

m  Modify application-config.xml
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Copy Reference Files

The reference enterprise applications include deployment descriptors that declare the
modules, security roles, and MBeans that are required to support WebLogic Portal.

To copy these files to your enterprise applications, do the following:

1. Inthe root directory of your application, create a directory named META- | NF. For
example:

nyAppl i cati on/ META- | NF

2. Copy the following files to your META- | NF directory:

PORTAL_HOWVE/ appl i cati ons/w csApp/ META- | NF/ appl i cati on. xmi
PORTAL_HOVE/ appl i cati ons/w csApp/ META- | NF/ appl i cati on-confi g. xm
I

Modify application.xml

Open your appl i cati on. xm in a text editor to make the following modifications:
m  Application Name

m Declarations for Web Applications

m Declarations for EJBs

m Declarations of Security Roles

For a general introduction to the elements in appl i cati on. xm , refer to
“application.xml Deployment Descriptor Elements” in the WebLogic Server
Developing Applications guide.
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Application Name

At the top of the appl i cati on. xnm file is a declaration of the name of the enterprise
application. WebLogic Server displays this name in the WebLogic Server
Administration Console. Your customers do not see this name.

To provide a unique name for your application, change the values in the following
elements:

<application>
<di spl ay- name>nane- of - your - appl i cat i on</ di spl ay- nanme>
<descri ption>optional -t ext-description</description>

Declarations for Web Applications

Inapplication. xm you must declare each Web application that you copy into your
enterprise application’s directory tree. For information about copying Web
applications and declaring them in appl i cat i on. xm , refer to the following sections:

m  “Add Your Web Application” on page 5-20
m  “Add Supporting Web Applications” on page 5-20

Remove any <web> modules declaring Web applications that you are not including.
Below is an example of a declaration for the cat al ogws Web application:

<nodul e>
<web>
<web- uri >cat al ogws- webservi ce. war </ web-uri >
<cont ext - r oot >Wl csAppCat al ogTool </ cont ext - r oot >
</ web>
</ nodul e>
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Declarations for EJBs

Inapplication. xm you must declare each EJB that your application uses. For
information on adding EJBs and declaring them in appl i cati on. xm (and other
deployment descriptors), refer to “Add JAR Files” on page 5-27.

Remove any <ej b> modules declaring EJBs that you are not including in your
enterprise application.

Declarations of Security Roles

5-6

The appl i cation. xm file must declare all J2EE security roles that constituent Web
applications use.

A WebLogic Portal appl i cati on. xm file must declare all of the following security
roles. Do not modify them: the EJBs and other components that support your
applications expect these role names to be present in the application:

<security-role>
<description>Regi stered custonmers with rol e CustonerRol e
</ descri ption>
<r ol e- nane>Cust oner Rol e</ r ol e- nane>

</security-rol e>

<security-rol e>
<description>Portal Adm nistrators</description>
<r ol e- nane>Adni nRol e</ r ol e- nanme>
</security-rol e>

<security-rol e>
<descri pti on>Anonynous access</description>
<r ol e- nane>AnonynousRol e</r ol e- nane>
</security-rol e>

<security-rol e>
<description>Adm ni strative role for ebusiness</description>
<r ol e- nane>Adni ni strati veRol e</rol e- nane>

</security-rol e>

You can declare additional security roles to support your security scheme.

Thewebl ogi c. xm file for each Web application maps principals in the security realm
to these J2EE security roles. For more information, refer to “Security-Role Mappings”
on page 4-22.
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The web. xni file for each Web application declares which role can access a set of
secured resources. For more information, refer to “Declarations of Secure JSPs” on
page 4-18.

Modify application-config.xml

The appl i cati on-confi g. xm deployment descriptor declares MBeans and
provides a persistent storage for their configuration data. Before you deploy your
enterprise application, use a text editor to remove declarations for MBeans that
configure services you do not use.

After you deploy your application, do not use a text editor to modify this file. Instead,
use the WebLogic Server Administration Console to modify the MBean
configurations. For more information, refer to “Use the WebLogic Server
Administration Console to Configure MBeans” on page 5-18.

Similar to the JAR files and supporting Web applications, WebLogic Portal uses
specific MBeans to support services. You can remove declarations for MBeans that
configure services you do not use.

In all of the following XML elements, you can change the value of the name attribute
to match your enterprise application, but it is not required.
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The file contains declarations and configurations for the following MBeans:
m  Event Service

m Behavior Tracking Service

m  Campaign Service

m The Scenario Service

m  Ad Service

m  Mail Service

m  Cache Service

m  Document Manager and Document Connection Pool
m Entitlements Service

m JDBC Helper Service

m Tax and Payment Service Clients
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Event Service

The following elements set parameters for the Event service:

<Event Servi ce
Li st ener s="com bea. canpai gn. i nt er nal . Canpai gnEvent Li st ener"
Narme="w csApp"

>

</ Event Servi ce>

You can include any of the following values in the Listeners attribute (separate
multiple values with a comma):

B com bea. pl13n. events. | isteners. DebugEvent Li st ener, which prints all
dispatched events to the command window for debug purposes.

m com bea. p13n. tracking. | i st eners. Behavi or Tr acki ngLi st ener, which
activates the Behavior Tracking service.

®m com bea. campai gn. i nt er nal . Canpai gnEvent Li st ener, which activates
campaign-event listening. If you include this value, your application must deploy
canpai gn. j ar. For more information, refer to “JARs for Campaign Services”
on page 5-32.

m A custom Java class that implements com bea. p13n. event s. Event Li st ener.

For more information about these properties, refer to "Persisting Tracking Behavior
Data" in the Guide to Events and Behavior Tracking.
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Behavior Tracking Service

The following elements set parameters for the Behavior Tracking service:

<Behavi or Tr acki ng
Name="w csApp"
MaxBuf f er Si ze="100"
Sweepl nt erval =" 10"
SweepMaxTi ne="120"
Dat aSour ceJndi Name="webl ogi c. j dbc.jts. comer cePool "

Per si st edEvent Types="AddToCar t Event, BuyEvent, Canpai gnUser Acti vi t yEvent,
C i ckCont enEvent, i ckProduct Event, i ckCanpai gnEvent, Di spl ayCont ent Event,
Di spl ayPr oduct Pr oduct Event , Di spl ayCanpai gnEvent, Pur chaseCart Event,
RenoveFrontCart Event, Rul eEvent, Sessi onBegi nEvent, Sessi onEndEvent,
Sessi onLogi nEvent , User Regi st arti onEvent"

>

</ Behavi or Tr acki ng>
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Campaign Service

The following element and its subelements configure the Campaign Service for all
Web applications in the current enterprise application.

Note: If you include this element and subelements, your CLASSPATH variable must
specify canmpai gn_syst em j ar . For more information, refer to “Add
Directories to CLASSPATH” on page 8-5.

<Canpai gnServi ce
Name="w csApp"
Goal CheckTi me="300000"
Emai | BrowseBaseDi r =" canpai gns/ emai | s"
Emai | URI Ext ensi ons="j sp, htm , ht m t xt"

<Canpai gnEvent Li st ener
Name="w csApp"
Canpai gnSer vi ceJNDI Nanme=" ${ APPNANE} .
BEA_canpai gn. Canpai gnSer vi ce"
>
</ Canpai gnEvent Li st ener >

<Mai | Acti on
Name="w csApp"
Def aul t Fr omAddr ess="acne@cne. cont'
Emai | PropertySet =" Cust oner Properti es"
Emai | PropertyNanme="Enai | "
Opt | nPr opert ySet =" Denogr aphi cs”
Opt | nPr oper t yName="Emai | _Opt _I n"
>
</ Mai | Acti on>

</ Canpai gnServi ce>

For more information about configuring campaigns to send email, refer to “Setting Up
and Sending Email for Campaigns” in the Guide to Developing Campaign
Infrastructure.

For information on configuring basic Mail Service features, refer to “Mail Service” on
page 5-13.
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The Scenario Service

The following element configures MBeans for the Scenario Service.

Note: If you include this element and subelements, your CLASSPATH variable must
specify canpai gn_syst em j ar . For more information, refer to “Add
Directories to CLASSPATH” on page 8-5.

<Scenari oServi ce

Name="w csApp"

Rul esSessi onAtt r Nanes="Rul esRequest At t r Nanes"
>

</ Scenari oServi ce>

If you use Commerce services with your campaigns, include the following element:

<AttributelLoader
Request Loader s="com bea. conmmer ce. ebusi ness. canpai gn. Shoppi ngCart Attri bute

/>

Ad Service

In addition to including the <At t ri but eLoader > element your application must
deploy commer ce_canpai gn_bri dge_uti | . jar. For more information, refer to
“JARs for Campaign and Commerce Interaction” on page 5-33.

The attributes and subelements in the AdSer vi ce element support ad placeholders and
the <ad: adTar get > JSP tag. The AdCont ent Pr ovi der element register Java classes
that render the HTML necessary to display specific types of content (based on MIME
type). If you create Java classes to display additional types of content, you must add a
<AdCont ent Pr ovi der > element as described in “Supporting Additional MIME
Types” under “Setting Up Ads for Campaigns” in the Guide to Developing Campaign
Infrastructure.

The AdSer vi ce element includes an Event Tr acker attribute. You can place any of
the following values in the Event Tr acker attribute (separate multiple entries with a
comma):

B com bea. p13n. ad. AdEvent Tr acker Base (the default).

®m com bea. canpai gn. AdTr acki ng. This attribute enables campaigns to use ad
placeholders. If you use this attribute, you must deploy canpai gn. j ar.

m A custom written class that implements com bea. p13n. ad. AdEvent Tr acker.
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Mail Service

Below is an example of the <AdSer vi ce> element:

<AdServi ce
Name="w csApp"
Di spl ayFl ushSi ze=" 10"
Render i ng="com bea. p13n. ad. AdCont ent Pr ovi der Base"
Event Tracker =" <AdEvent Tr acker cl ass nanme>"
Add i ckThruURI =" Add i ckThru"
ShowDoc URI =" ShowDoc"

<AdCont ent Pr ovi der
Nane="t ext "
Provi der =" com bea. p13n. ad. render. Text Cont ent Provi der"
Properties=""
>

</ AdCont ent Pr ovi der >

<AdCont ent Pr ovi der
Name="i mage"
Provi der =" com bea. p13n. ad. render . | mageCont ent Provi der "
Properti es="AdCd i ckThr uURlI =AdCl i ckThr u; Showboc URI =ShowDoc"
>

</ AdCont ent Pr ovi der >

<AdCont ent Pr ovi der
Name="appl i cat i on/ x- shockwave-fl ash"
Provi der =" com bea. p13n. ad. r ender . ShockwaveCont ent Pr ovi der "
Properti es=" Showboc URl =ShowDoc"

>

</ AdCont ent Pr ovi der >

</ AdServi ce>

The Mai | Ser vi ce element configures the basic features of the Mail Service:

<Mai | Servi ce
Name="w csApp"
SMrPHost =" boul der "
>

</ Mai | Servi ce>

Note: The Campaign Service uses the Mail Service to send email. The
<Canpai gnSer vi ce> element includes a subelement for configuring how
campaigns use the Mail Service. For more information, refer to “Campaign
Service” on page 5-11.
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In addition to using campaigns to access the Mail Service, you can access and use the
Mail Service from the com bea. p13n. mai | . Mai | Manager command. For more
information, refer to “Sending Bulk Mail” in the Guide to Developing Campaign
Infrastructure.

Cache Service

The CacheManager element and its subelements declare named configurations for
caches. When you create a cache, you can specify one of these configurations. The
CacheFact ory APl spawns an MBean which, in turn, configures the cache on all
nodes of a cluster.

For more information about configuring caches, refer to “Using Caches” in the
Performance Tuning Guide.

Document Manager and Document Connection Pool

Use the Docunent Manager element to configure the Docunent Manager EJB, which
does the following:

m  Gets an enumeration of content objects (documents stored in a content
management system) that match the search parameters of a query.

m Retrieves the content objects for the object that initiated the query.

In the following example from a reference web. xm file, the Web application
configures Docunent Manager with all default values:

<Docunent Manager
Nanme="def aul t"
Docunent Connect i onPool Nanme="def aul t"
Pr opertyCase="none"
Met adat aCachi ng="true"
Met adat aCacheNane="docunent Met adat aCache"
User | dl nCacheKey="f al se"
Cont ent Cachi ng="t rue"
Cont ent CacheNanme="docunent Cont ent Cache"
MaxCachedCont ent Si ze="32768"
>
</ Docunent Manager >
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Use the Document Connect i onPool element to configure a connection pool for the
Document Manager EJB. The Docunent Manager uses this pool to maintain
connections to the content management system, and thus reduce overhead for each
time it accesses the system.

In the following example from a reference web. xm file, the Web application
configures Docunent Connect i onPool :

<Docunent Connect i onPool

/>

Name="def aul t"
Driver Name="com bea. p13n. cont ent . docunent . j dbc. Dri ver"
URL="j dbc: beasys: docngnt : com bea. p13n. cont ent . docunent .
ref . Ref Docunent Provi der "
Properties="jdbc. dat aSour ce=webl ogi c. j dbc. pool . comrer cePool ;

schemaXM.=C: / bea/ Por t al 4. 0/ dnsBase/ doc- schenas;
docBase=C: / bea/ Port al 4. 0/ dnsBase"

Initial Capacity="20"
MaxCapaci t y="20"
Capaci tyl ncrement =" 0"

For more information, refer to "Creating and Managing Content" in the Guide to
Building Personalized Applications.

Entitlements Service

An entitlement segment is a visitor group based on common characteristics that allows
a member of the group to view certain aspects of a portal. For example, if you create a
portal that provides information about city council meeting in Los Angeles, you might
want to define an entitlement group for that portlet that consists of visitors who live in
Los Angeles county and are of voting age.

The Entitlements Service MBean specifies the JNDI name for the Rules Service, which
it uses to evaluate whether a visitor belongs to a given entitlement group and to
determine which resources the visitor can access.

<Entitlenents

Narme="w csApp"

Rul esSer vi ceJNDI Nane="BEA personal i zati on. Rul esiManager"
>

</Entitl ement s>
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Commerce Pipeline

The following element declares an MBean for configuring a JDBC Pool. Commerce
Pipeline Components use this JDBC pool to get sequence numbers for new orders (in
Conmi t Or der PC) and when generating a transactionID for a payment transaction.

<Commer cePi pel i neConponent Suppor t
JdbcPool Name="webl ogi c.j dbc.jts. conmercePool "
/>

You must deploy this MBean if you use any Order-related Pipeline Components.

If you include this element, your CLASSPATH variable must specify
comer ce_syst em j ar. For more information, refer to “Add Directories to
CLASSPATH” on page 8-5.

JDBC Helper Service

The JDBC Helper Service is the only means for services to explicitly establish a
database connection. The process for getting a connection includes wait and retry
functionality.

The service also provides Java classes (delegates) to coordinate the processing of
CLOB data. Use the WebLogic Server Administration Console to specify the delegate
class for your specific database type. For information on setting up the JDBC Helper
for Oracle and SQL Server database types, refer to Part 11, “Deploying Your Business
Data.” For information on setting up the service for other database types that are
supported for the current release, refer to PORTAL_HOVE/ db/ r eadne. htm .

<JdbcHel per Name="JdbcHel per"
JdbcHel per Del egat e=" @XATABASE _JDBC_HEL PER@
MaxRetri es="-1"
MaxWai t Ti me="-1"

>

</ JdbcHel per >

Tax and Payment Service Clients
The Tax Service client enables your WebL ogic Portal application to contact a Web

service that will calculate taxes for the orders on your site. WebLogic Portal provides
a sample Web service application (taxWSApp). You must find a third party Web
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service to fulfill this function of your site. The following element in
appl i cati on-config. xm configures an MBean, which, in turn, you use to
configure the Tax Service client.

You do not need to change this element in appl i cat i on-confi g. xm . Instead, use
the WebL ogic Server Administration Console to configure the Tax Service client.
(Refer to “Use the WebL ogic Server Administration Console to Configure MBeans”
on page 5-18.)

<TaxServi ceCd i ent
Name="w csApp"
TaxCal cul at or JNDI Nane="BEA_commer ce. TaxCal cul at or"
TaxCal cul at or WsDL=
“http://1ocal host: 7501/t axws/ BEA_conmer ce. TaxWebSer vi ce/ wsdl . j sp
Cur rency="USD"
Shi pFr onPr ovi nce=" CO'
Shi pFronCi t y="Boul der"
Shi pFr onPost al Code="80302"
Shi pFronLocat i onCode=" 00"
Shi pFr onCount r yCode=" USA"
O der Ori gi nProvi nce="CO'
O derOriginCity="Boul der"
O der Ori gi nPost al Code="80302"
O der Ori gi nLocat i onCode="00"
O der Ori gi nCount r yCode=" USA"
Conpanyl D="Conpany | D goes here"
Busi nessLocat i onCode="Busi ness Location code"
AVSRet ur nLi st OnZi pFai | ure="f al se"
>

</ TaxServi ced i ent >

The <TaxSer vi ced i ent > element specifies the INDI name of the tax service (the
Order and Payment service use this JNDI name to contact the Tax Service client), the
location of your tax Web service application, and default values that WebLogic Portal
provides as part of the tax calculation process. For more information on the Tax
Service client, refer to “Taxation Services” in the Guide to Managing Purchases and
Processing Orders.

The Payment Service client enables your WebL ogic Portal application to contact a
Web service that will confirm and complete credit card transactions for the orders on
your site. WebLogic Portal provides a sample Web service application
(paymentWSApp). You must find a third party Web service to fulfill this function of
your site. The following element in appl i cati on- confi g. xm configures an
MBean, which, in turn, you use to configure the Payment Service client.
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You do not need to change this element in appl i cat i on- confi g. xm . Instead, use
the WebLogic Server Administration Console to configure the Payment Service client.
(Refer to “Use the WebLogic Server Administration Console to Configure MBeans”
on page 5-18.)

<Paynent Servi ced i ent

Name="bankApp"

Payment WebSer vi ceWsDL=
"http://1ocal host: 7501/ paynent ws/ BEA_commer ce. Cr edi t Car dWebSer vi ¢
e/ wsdl . jsp"

Def er Aut hori zati on="t rue"

Paynent Mbdel =" AUTO MARK_AUTO SETTLE"
>

</ Payment Servi ceC i ent >

The <Paynent Ser vi ced i ent > element specifies the JNDI name of the payment
service (the Order and Payment service use this JNDI name to contact the payment
service) and an option to collect all credit card requests as a batch

(Def er Aut hor i zat i on="t r ue"). For more information on the Payment Service,
refer to “Payment Services” in the Guide to Managing Purchases and Processing
Orders.

Use the WebLogic Server Administration Console to Configure MBeans

5-18

After you deploy your application, use only the WebLogic Server Administration
Console to configure MBeans.

To configure MBeans, do the following:

1. Start the WebLogic Server Administration Console by entering the following URL
in a Web browser:

http://host nanme: port - nunber/ consol e

For example, you started a server on a host named bonnie and it uses port 7001
as a listen-on port. Enter the following URL:

http://bonni e: 7001/ consol e

2. The WebLogic Server Administration Console prompts you to log in with a user
account that has administrator privileges.
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3. After you log in to the WebLogic Server Administration Console, in the left
pane, click Deployments — Applications — MyApplication — Service

Configuration.

4. Click the MBean that you want to configure. (See Figure 5-2 for an example of

configuring cache MBeans.)

Figure 5-2 Configuring a Cache MBean
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Add Your Web Application

Copy your Web application into the root directory of the enterprise application. In a
development environment, we recommend that you deploy the Web application as an
exploded directory tree. In this format, you can dynamically deploy additional or
modified JSPs and other resources.

In a production environment, deploy the Web application as an archive file (WAR
file).

In the appl i cati on. xm deployment descriptor, use the following syntax to declare
your Web application:

<nodul e>
<web>
<web-uri >WAR-file or
root directory of a non-archived Wb application
</ web-uri>
<cont ext - r oot >
name by which you want to access the Web application
</ cont ext - r oot >
</ web>
</ nodul e>

Add Supporting Web Applications

5-20

Each WebLogic Portal uses supporting Web applications to manage the deployment
and administration of application and business data. This section includes the
following subsections:

m  Adding DataSync
m Adding the WebLogic Portal Administration Tools and ToolSupport

m  Adding Support for the E-Business Control Center
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Adding DataSync

The DataSync Web application makes data that the E-Business Control Center creates
available to one or more enterprise applications. For more information, refer to “How
Application Data is Organized and Distributed” on page 7-2.

To add the DataSync Web application, do the following:

1. Copy the PORTAL_HOVE/ appl i cati ons/ w csApp/ dat async directory and its
contents to the root directory of your enterprise application. After the copy, your
enterprise application contains the following directory: MyApp/ dat async.

2. Look in the MyApp/ dat async/ V\EB- | NF directory and remove any directories
with names that start with _t np_war. These directories contain compiled
versions of the application, which the server generated when you accessed the
Web application on the reference site.

3. Modify the URI of the DataSync Web application so that its address reflects the
parent enterprise application:

a. Open MyApp/ META- | NF/ appl i cati on. xnl in a text editor.

b. Find the XML element that declares the DataSync Web application:

<modul e>
<web>
<web- uri >dat async</ web-uri >
<cont ext - r oot >Wl csAppDat aSync</ cont ext - r oot >
</ web>
</ modul e>

c. Modify the value of the <cont ext - r oot > element to provide a unique value.
We recommend that you encode the name of the parent enterprise application
in the DataSync URI.

For example, for the Bank enterprise application, you specify

<cont ext - r oot >BankAppDat aSync</ cont ext - r oot >. Then the following
URL accesses the DataSync Web application within the Bank enterprise
application: htt p: // host - name: | i st en- por t / BankAppDat aSync

BAs use this address in the E-Business Control Center to synchronize their
modifications with the Bank App application.
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Adding DataSync in a Cluster

5-22

If you are assembling an enterprise application that you will use in a cluster, you must
add two instances of the DataSync Web application to your enterprise application. One
instance will be used by Managed Servers for configuring their own Master Data
Repositories; the other instance will be used to synchronize data across the cluster.

Note: To reduce the risk associated with synchronizing application data and business
policies across a live cluster, you can do the following to synchronize data:

a. Take the cluster offline.

b. Add the DataSync Web applications to your enterprise application.
¢. Synchronize the data across the offline cluster.

d. Verify the synchronization.

e. Remove the DataSync Web applications for security purposes.

f. Place the cluster online.

To add two instances of the DataSync Web application, repeat the steps in the previous
section, and provide a unique name for each DataSync Web application. For example,
use the following names for the DataSync Web applications that you deploy in an
enterprise application named Bank:

m BankAppDat aConf i g for the instance that the Managed Servers use to configure
their Master Data Repositories.

m BankAppDat aSync for the instance that synchronizes data across the cluster.
Deploy this second Data Sync Web application (the one that synchronizes data)
as an exploded directory. Do not archive this Web application until you have
configured Proxy Data Repositories as described in “Configuring a Proxy Data
Repository” on page 7-14.

For information on configuring and deploying these applications in a cluster, refer to
“Deploy and Configure DataSync Web Applications for the Cluster” on page 6-14.
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Removing DataSync for Security

To prevent additions or modifications to the data that you have synchronized to your
application, you can remove the DataSync Web application after you synchronize. For
example:

1.

You deploy your enterprise application to your production environment. The
application includes the DataSync Web application.

You synchronize E-Business Control Center data with the application in your
production environment. Note that the application must include DataSync for the
synchronization process to succeed.

To prevent developers from deploying data to the production environment, you
remove the DataSync Web application. If you want to archive your enterprise
application, you can do so now.

If you want to add or modify data in the application, for example, if you want to
modify a discount, you must redeploy the DataSync Web application as described
in the previous section. If you archived the enterprise application, you must
expand it before you redeploy the DataSync Web application.

For information about undeploying the DataSync Web application in a cluster, refer to
“Preventing Synchronization by Undeploying DataSync Web Applications” on page
6-17.

Adding the WebLogic Portal Administration Tools and
ToolSupport

Each enterprise application that you deploy must include the WebLogic Portal
Administration Tools Web application, which maintains data in the RDBMS repository. For
example, you use it to do the following:

Create and maintain user and group profiles
Add or remove users from the database security realm
Maintain catalog items and categories

Review and manage your customers’ payment and order histories
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In addition to the WebLogic Portal Administration Tools, you must also add the
ToolSupport Web application.

To add the Web applications, do the following:

1

6.

Copy the PORTAL_HOVE/ appl i cati ons/ portal / t ool s directory and its
contents to the root directory of your enterprise application. After the copy, your
enterprise application contains the following directory: MyApp/ t ool s.

Copy the PORTAL_HOVE/ appl i cat i ons/ portal / t ool Support directory and
its contents to the root directory of your enterprise application.

Look in the MyApp/ t ool s/ VEEB- | NF directory and remove any directories with
names that start with _t np_war. These directories contain compiled versions of
the applications, which the server generated when you accessed the Web
applications on the reference site.

Look in the MyApp/ t ool suppor t / VEB- | NF directory and remove any
directories with names that start with _t np_war.

If you deploy multiple enterprise applications onto the same server instance, you
must modify the URI of the WebLogic Portal Administration Tools Web
application so that each one uses a unique address.

To modify the URI, do the following
a. Open MyApp/ META- | NF/ appl i cati on. xnl in a text editor.

b. Findthe XML element that declares the WebLogic Portal Administration Tools
Web application;

<nodul e>
<web>
<web- uri >t ool s</ web-uri >
<cont ext - r oot >t ool s</ cont ext - r oot >
</ web>
</ modul e>

Modify the value of the <cont ext - r oot > element. We recommend that you
encode the name of the parent enterprise application in the WebLogic Portal
Administration Tools Web application.

For example, for the Bank enterprise application, you specify

<cont ext - r oot >t ool s_BankApp</ cont ext - r oot >. Then you use the

following URL to access the Administration Tools Web application within
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the Bank enterprise application:
http://host-nane: |isten-port/tools_BankApp

7. In W App/ META- | NF/ appl i cati on. xni , add the following elements to declare
t ool Support:

<nmodul e>
<web>
<web- uri >t ool Support </ web-uri >
<cont ext - r oot >Wl csAppTool </ cont ext - r oot >
</ web>
</ modul e>

Adding Support for the E-Business Control Center

You can use the E-Business Control Center to browse some types of data that has been
deployed to an application. To support this feature, you must deploy a set of helper
Web applications:

1. Copy the WAR from the location described in Table 5-1 to the root directory of
your enterprise application.

2. Openyour App/ META- | NF/ appl i cati on. xm and use the following element
syntax to declare the Web application:
<nodul e>
<web>
<web-uri >
WAR-file
</ web-uri >
<cont ext - r oot >Cont ext Root </ cont ext - r oot >
</ web>
</ nodul e>

Table 5-1 specifies the WAR-f i | e and for each Web application.
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For example, the following elements declare the cat al ogws- webser vi ce. war :

<nodul e>
<web>
<web- uri >cat al ogws- webser vi ce. war </ web- uri >
<cont ext - r oot >Wl csAppcCat al ogTool </ cont ext - r oot >
</ web>
</ nodul e>

Table 5-1 Web Applications That Support the E-Business Control Center

Add This Web Application... By Copying It From...

propertyset ws-webservi ce. war PORTAL_HOWE/ | i b/ p13n/

Enables the E-Business Control Center to /' web/ proper tyset ws- webser vi ce. w
retrieve property sets from the application. &'

If you deploy this Web application, you

must also deploy pr opertysetws. j ar

as described in “JARs for

Personalization Services” on page 5-27.

campai gnws- webser vi ce. war PORTAL_HOVE/ | i b/ canpai gn/

] web/ canpai gnws- webser vi ce. war
Enables the E-Business Control Center

to populate ad query and email picklists.

If you deploy this Web application, you
must also deploy canpai gnws. j ar as
described in “JARs for Campaign
Services” on page 5-32.

cat al ogws- webservi ce. war PORTAL_HOVE/ | i b/ commer ce/

) web/ cat al ogws- webser vi ce. war
Enables the E-Business Control Center

browsing the Product Catalog.

If you deploy this Web application, you
must also deploy cat al ogws. j ar as
described in “JARs for Commerce
Services” on page 5-32.
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Add JAR Files

The following sections describe the JARs that WebLogic Portal provides to support
your Web application;

m JARs for Personalization Services

m JARs for Campaign Services

m JARs for Commerce Services

m JARs for Campaign and Commerce Interaction
m JARs for Portal Services

Determine which of these JARs you need based on the product you use. Then copy
them to the root directory of your enterprise application.

If you created EJBs to extend functionality, copy the JAR that contains them to the root
directory of your enterprise application as well.

JARSs for Personalization Services

If you use personalization services, do the following:

1. Copy PORTAL_HOVE/ | i b/ p13n/ej b/ p13n_util.jar to the root directory of
your enterprise application. This JAR provides miscellaneous utilities for
personalization services that you must make available to your application.
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2. For each of the JARs that you want to use from Table 5-2, do the following:

a. Copy the JAR from PORTAL_HOME/ | i b/ p13n/ ej b to the root directory of your

enterprise application.

. Open your App/ META- | NF/ appl i cati on. xm and use the following element

syntax to declare the EJBs that are in the JAR:
<nmodul e>

<ej b>j ar - nane</ ej b>

</ modul e>

Open your App/ your WebApp/ WEB- | NF/ web. xnmi and use the following
element syntax to specify the EJB interfaces that servlets and JSP tags need to
access directly:
<ej b-ref>
<ej b-ref - name>ej b/ Ser vi ceNane</ ej b-r ef - name>
<ej b-ref-type>Sessi on</ ej b-ref-type>
<hone>home-i nt er f ace</ hone>
<r enot e>renot e-i nt erface</renot e>
</ ejb-ref>
Table 5-2 indicates Ser vi ceNane, hone- i nt er f ace, and
r enot e-i nt er f ace for each EJB.

. Openyour App/ your WebApp/ VEB- | NF/ webl ogi c. xm and use the following

element syntax to specify the EJB JNDI names that servlets and JSP tags need
to access directly:

<ej b-ref erence-descri pti on>

<ej b-r ef - name>ej b/ Ser vi ceNane</ ej b-r ef - nane>

<j ndi - nanme>${ APPNAME} . BEA per sonal i zati on. Servi ceName

</j ndi - nane>

</ ej b-reference-descripti on>

Table 5-2 indicates Ser vi ceNane for each EJB.
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Table 5-2 Personalization JARs with EJBs That Must Declare References for Web Applications

JAR

Service Name

Interfaces

docunent.j ar

Supports document
management services
(searching, retrieval, and
schemas).

Docunent Manager

Home:
com bea. pl3n. cont ent . docunent .
Docunent Manager Hone

Remote:
com bea. pl3n. cont ent. docunent.
Docunent Manager

Cont ent Manager

Home:
com bea. p13n. content.
Cont ent Manager Horre

Remote:
com bea. p13n. content.
Cont ent Manager

ej badvi sor . jar

Supports Personalization
Advisor and advislet
framework.

Ej bAdvi sor

Home:
com.bea.p13n.advisor.EjbAdvisorHome

Remote:
com.bea.p13n.advisor.EjbAdvisor

events.jar

Supports the Events and
Behavior Tracking service.

Event Servi ce

Home:
com bea. pl3n. events.
Event Servi ceHone

Remote:
com bea. pl3n. events. Event Servi ce

| dapprofile.jar

Provides your application
access to user and group

profile information that is
stored in an LDAP server.

LdapPr opert yManager

Home:
com bea. pl3n. userngnt. profile.
| dap. LdapPr opert yManager Hone

Remote:
com bea. p1l3n. userngnt. profile.
| dap. LdapPr opert yManager
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Table 5-2 Personalization JARs with EJBs That Must Declare References for Web Applications

JAR

Service Name

Interfaces

mail.jar

Gives your application access
to the outbound Mail Service,
which uses the JavaMail API
to send email to customers in
batches.

Mai | Servi ce

The sample applications do
not declare this service
because they do not call the
Mail Service directly from
any JSPs (instead, the
Campaign Service calls the
Mail Service). However, if
you want to use the Mail
Service to generate e-mail
from JSPs, you must declare
itinweb. xnm and

webl ogi c. xmi .

Home:
com bea. p13n. nai l .
Mai | Ser vi ceHorre

Remote:
com bea. p13n. nai |l . Mai | Servi ce

pi peline.jar
Support for the Pipeline
service.

Pi pel i neExecut or

Home:
com bea. p13n. appf | ow. pi pel i ne.
Pi pel i neExecut or Hone

Remote:
com bea. p13n. appf| ow. pi pel i ne.
Pi pel i neExecut or

pl acehol der . j ar

The placeholder, ads, and ad
bucket services.
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AdBucket Servi ce

Home:
com bea. p13n. ad.
AdBucket Ser vi ceHone

Remote:
com bea. p13n. ad. AdBucket Ser vi ce

AdServi ce

Home:
com bea. p13n. ad. AdSer vi ceHone

Remote:
com bea. p13n. ad. AdSer vi ce

Pl acehol der Servi ce

Home:
com bea. p13n. pl acehol der.
Pl acehol der Ser vi ceHone

Remote:
com bea. p13n. pl acehol der.
Pl acehol der Servi ce
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Table 5-2 Personalization JARs with EJBs That Must Declare References for Web Applications

JAR

Service Name Interfaces

property.jar

Provides properties for
com beasys. comer ce. f
oundat i on. Confi gur abl
eEntity. The

Conf i gurabl eEntity
provides the interface to an
Entity that can be configured
at runtime by associating
properties via name-value
pairs. The values are
permanently associated with
the entity by use of the

Enti t yPropertyManager

The EJBs in this JAR do not need to be declared in web. xm and
webl ogi c. xml to support default WebLogic Portal services.

propertysetws.jar
Provides a web service that
the E- Busi ness Cont r ol
Cent er uses to retrieve
property set information from
an active server.

The EJBs in this JAR do not need to be declared in web. xm and
webl ogi c. xml to support default WebLogic Portal services.

rules.jar

Provides the Rules
Manager, which is the
public interface to the rules
engine.

The EJBs in this JAR do not need to be declared in web. xm and
webl ogi c. xnml to support default WebLogic Portal services.

userngnt.j ar

Provides user and group
management and Unified
User Profile (UUP)
services.

The EJBs in this JAR do not need to be declared in web. xm and
webl ogi c. xnml to support default WebLogic Portal services.

Deployment Guide  5-31



5 Assembling and Deploying Enterprise Applications

JARs for Campaign Services

If you use campaign services, do the following:

1. Copy the following files from PORTAL_HOVE/ | i b/ canpai gn/ ej b to the root
directory of your enterprise application:

e campai gnws. j ar. This JAR supports a web service that the E-Business Control
Center uses to populate ad query and email picklists.p13n_uti | . j ar. This JAR
provides miscellaneous utilities for personalization services that you must
make available to your application.

e canpai gn. j ar. This JAR includes EJBs that provide campaign and scenario
services and repositories.

2. Open your App/ META- | NF/ appl i cati on. xni and add the following elements
to declare the campaign EJBS:
<nmodul e>
<ej b>canpai gnws. j ar </ ej b>
</ modul e>
<nodul e>
<ej b>canpai gn. j ar </ ej b>
</ modul e>

JARs for Commerce Services

5-32

If you use commerce services, do the following:

1. Copy the following file from PORTAL_HOVE/ | i b/ conmrer ce/ ej b to the root
directory of your enterprise application:

commer ce_util.jar. This JAR provides miscellaneous utilities for commerce
services.
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2. For each of the JARs that you want to use from Table 5-3, do the following:

a. Copy the JAR from PORTAL_HOME/ | i b/ conmrer ce/ ej b to the root directory
of your enterprise application.

b. Openyour App/ META- | NF/ appl i cati on. xmd and use the following element
syntax to declare the EJBs that are in the JAR:
<nodul e>
<ej b>j ar - name</ ej b>
</ modul e>

Table 5-3 Commerce JARs with EJBs
JAR Description

catal ogws. j ar Provides a web service that the E-Business Control Center
uses to browsing the product catalog. This JAR
includes EJBs that provide campaign and scenario
services and repositories.

customer.jar Supports
com beasys. comer ce. ebusi ness. cust oner.
Cust oner entity.

Cust onrer stores the information required to do business
with a customer. It inherits most attributes from the

Per son object and adds the ability to authenticate and to
bill for product via a credit card.

ebusi ness. j ar Supports commerce services, including product catalog,
order, tax calculation, shipping, payment, and supporting
EJB Pipeline components.

JARs for Campaign and Commerce Interaction

If you use campaigns and commerce services together, copy
PORTAL_HOWE/ | i b/ commer ce_canpai gn_bri dge/ ej b/
comer ce_canpai gn_bridge_util.jar

to the root directory of your enterprise application.

This JAR provides the campaign service with access to discounts and the shopping
cart.
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JARs for Portal Services

If you use portal services, do the following:

1. Copy the following files from PORTAL_HOVE/ | i b/ por t al / ej b to the root
directory of your enterprise application:

e portal _util.jar.ThisJAR provides miscellaneous utilities for portal services.

e portal.jar. This JAR includes EJBs that provide portal services.

2. Open your App/ META- | NF/ appl i cati on. xn and add the following element to

declare the campaign EJBs:
<nmodul e>

<ej b>portal .jar</ejb>
</ modul e>

Create an EAR File (Optional)

In a production environment, we recommend that you archive your enterprise
application into an Enterprise Archive (EAR) file and deploy the EAR file.

Before you create an EAR file, do the following:

m  Undeploy the DataSync Web applications if you want to prevent additions or
modifications to the data that you have synchronized to your application. For
more information, refer to “Preventing Synchronization by Undeploying
DataSync Web Applications” on page 6-17.

m  Archive all constituent Web applications as WAR files.

Use the Java j ar command to archive your enterprise application. For more
information, open a command shell and enter the j ar command with no arguments.
With this syntax, the JDK displays help for the command.
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Deploy the Application

Use the WebLogic Server Administration Console to complete the following
deployment tasks:

m  Deploy an Application in the Exploded Directory Format
m Deploy an Application in the EAR File Format
m  Deploy Multiple Instances of an Application

Installing an application via the WebL ogic Server Administration Console also creates
entries for that application in the domain’s configuration file

(/ confi g/ domai n_name/ confi g. xm ). The domain’s Administration Server also
generates JIMX Management Beans (MBeans) that enable configuration and
monitoring of the application and application components.

Deploy an Application in the Exploded Directory Format

In a development environment, we recommend that you deploy your enterprise
application and Web application in the exploded directory format. To do so, complete
these steps:

1. Copy your application onto the computer that hosts the application server.
2. Launch the WebLogic Server Administration Console for the server.

3. Inthe left pane, open the Deployments folder.
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4. Right click the Applications folder and click Configure a New Application. (See
Figure 5-3.)

Figure 5-3 Configure a New Application

@ Console . 0
8 @ bank_development bank_development> Applicati
@Ser\rers
Clusters
ﬁjr\dachines
= IjDeponments . .
@ &l applicatinns ’Install a new Application...
EEJB Open new Application...
El\év;:r Cper in Mes Windom
B ctar e this view...
g Hgenices Configure a new .. k
Eypec  Instal a new Application. ..

5. On the Configure a New Application page, do the following:

a. Inthe Name box, enter the name of the application. WebL ogic Server uses this
name only within the WebL ogic Server Administration Console. The name
does not affect the URIs of resources within the enterprise application.

b. Inthe Path box, enter the relative path of the application’s root directory.
c. Select the Deploy check box.
d. Click Create.

6. In the left pane, open the Servers folder and click the server on which you want
to deploy the application.

7. On the Server Page, click the Deployments tab. Then click the Web Applications
subtab.

8. On the Web Applications subtab, move the Web applications that are in your
enterprise application from the Available to the Selected list. Then click Apply.

9. Click the EJB subtab. Move EJBs from the Available to the Selected list. For
information on which EJBs to move, refer to “Add JAR Files” on page 5-27.
Then click Apply.

10. Click the Startup/Shutdown subtab. Move any classes from the Available to the
Selected list. Then click Apply.
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Deploy an Application in the EAR File Format

To facilitate management of your resources in a production environment, we
recommend that you deploy your enterprise application as an enterprise application
archive (EAR). You cannot add or modify JSPs that are within an archived application.
You can, however, use the E-Business Control Center to synchronize application data,
use the WebLogic Portal Administration Tools to modify business data, and use the
WebLogic Server Administration Console to modify MBean configurations for
archived applications.

To archive and deploy an enterprise application, complete the following steps:

1. For each Web application that is in your enterprise application, you must do the
following:

a. Compress the Web application into a Web application Archive (WAR). Use the
Javaj ar command to create a WAR file. Make sure that WAR file does not
include the name of the Web application’s root directory. For example, the
pathname for the Web application’s deployment descriptor must be
VEEB- | NF/ web. xm as opposed to MyWebApp/ VEB- | NF/ web. xm

b. In the deployment descriptor for the enterprise application
(META- | NF/ appl i cati on. xm ), change the value of the <web- uri > element
to refer to a WAR file. For example, you use the following element to declare
an exploded Web application: <web- uri >M/WebApp</ web- uri >. When you
archive the Web application, you change the value of the element as follows:
<web- uri >MyWebApp. war </ web- uri >

c. Remove the exploded Web applications from the enterprise application. After
you archive them, you do not need to include the exploded directories in the
enterprise application.

For troubleshooting purposes, after your archive your Web applications, you can
deploy your enterprise application as an exploded directory that contains only
JAR and WAR files. If you can access your WAR files, then you can move on
to the following step.

2. To archive your enterprise application, use the Java j ar command to create an
EAR file. Make sure that EAR file does not include the name of the application’s
root directory. For example, the pathname for the application’s deployment
descriptor must be META- | NF/ appl i cati on. xm as opposed to
MyApp/ META- | NF/ appl i cati on. xmi
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Copy your application onto the computer that hosts the application server.
Launch the WebL ogic Server Administration Console for the server.
In the left pane, open the Deployments folder.

Right click the Applications folder and click Configure a New Application.

A L

On the Configure a New Application page, do the following:

a. Inthe Name box, enter the name of the application. WebLogic Server uses this
name only within the WebLogic Server Administration Console. The name
does not affect the URIs of resources within the enterprise application.

b. Inthe Path box, enter the pathname of the EAR file.
c. Select the Deploy check box.
d. Click Create.

8. Inthe left pane, open the Servers folder and click the server on which you want
to deploy the application.

9. On the Server Page, click the Deployments tab. Then click the Web Applications
subtab.

10. On the Web Applications subtab, move the Web applications that are in your
enterprise application from the Available to the Selected list. Then click Apply.

11. Click the EJB subtab. Move EJBs from the Available to the Selected list. For
information on which EJBs to move, refer to “Add JAR Files” on page 5-27.
Then click Apply.

12. Click the Startup/Shutdown subtab. Move classes from the Available to the
Selected list. Then click Apply.

Deploy Multiple Instances of an Application

In a development environment, we recommend that you deploy one instance of your
enterprise application for each installation of the E-Business Control Center. Providing
multiple application instances prevents Business Engineers who are using the
E-Business Control Center from overwriting each other’s work.
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To deploy multiple copies of an application on a single server, do the following:

1. Copy the enterprise application. You place the copy in a different directory or in
the same directory as the original but under a different name. If it is archived in an
EAR file, expand the archive into an exploded directory.

2. Inatext editor, open the META- | NF/ appl i cati on. xmi file.

3. Inapplication. xnl, provide a unique context root for each Web application by
doing the following:

a. Find the <web> subelement that declares the Web application. For example, the
following set of elements declare the dataSync Web application:

<nmodul e>
<web>
<web- uri >dat async</ web-uri >
<cont ext - r oot >dat async</ cont ext - r oot >
</ web>
</ nodul e>

b. Change the value for the <cont ext - r oot > element. For example,
<cont ext - r oot >pat Dat aSync</ cont ext - r oot >.

C. Save application.xn.

4. Deploy the enterprise application as described in “Deploy the Application” on
page 5-35.

5. To access Web applications within the enterprise application, use the value of the
<cont ext - r oot > that you specified in step 3. For example, to access a DataSync
Web that you deployed with a context root of dat async- pat , enter the following
URL: http:// host nane: | i st en- port/ pat Dat aSync

Note: The WebLogic Server Administration Console lists each instance of the Web
applications and EJBs with the same name. The server successfully deploys
the modules under different INDI names. If you want to determine the
enterprise application within which a particular module resides, click the
module in the left pane of the WebL ogic Server Administration Console. The
right pane displays the pathname to the module.
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Configure the JDBC Helper Service

The JDBC Helper Service is the only means for services to explicitly establish a
database connection. The JDBC Helper Service enables services to explicitly establish
a database connection and to coordinate the processing of CLOB data. To configure
the JDBC Helper service for a Cloudscape RDBMS, do the following:

1. Start the WebLogic Server Administration Console for your domain.

2. In the left pane of the WebLogic Server Administration Console, click
Deployments — Applications — yourApplication — Service Configuration —
JDBC Helper Service.

3. Inthe right pane, on the Configuration tab, enter the following values:

In this box... Enter this value...

Maximum Number of ~ The maximum number of times the service attempts to connect to
Retries the database.

A value of - 1 instructs the service to retry an unlimited number of
times.

Maximum Wait Time  The number of milliseconds to wait for a database connection. When
the time limit expires, the service attempts another connection, up to
the maximum number of retries.

A value of - 1 instructs the service to wait infinitely.

Delegate Class Name  Leave empty

4. Click Apply.

Note: For information on configuring a JDBC Helper Service for other database
types, refer to Part I1, “Deploying Your Business Data.” For Sybase, DB2, and
SQL Server 7, the details for setting the JDBC Helper Service are documented
in step 2.4 of the section “Update Settings for the JDBC Helper Service” in
the <PORTAL_HOME>/db/readme.html file. No Delegate Class Name is
required for Cloudscape databases.
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CHAPTER

6 Deploying Clusters

Clustering provides several advantages that are optimal for Production-type designs
including, but not limited to, load-balancing, failover, performance, administration and
security. A cluster comprises one Administration Server and one or more Managed
Servers. The Administration Server provides most of the configuration for application
deployment and network communication, while the Managed Servers handle most of
the business logic and client requests.

This topic contains the following sections:

How Clusters Are Organized and Maintained

Before You Start

Setting Up a Cluster

Configure Your Web Application to Support Clusters
Starting a Cluster

Test Cluster and Application for Failover
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How Clusters Are Organized and Maintained

6-2

In any WebL ogic Server cluster, the host for the Administration Server is the only
computer that contains the physical files that describe the cluster, enterprise
application, and other supporting services. If you want to modify the cluster or
application’s configuration, you do so from the Administration Server host. WebLogic
Server distributes any configuration changes from the Administration Server to the
logical processes and data structures on the Managed Servers.

While WebLogic Server supports a variety of cluster configurations, this topic guides
you through deploying a cluster that is in the following recommended configuration
(See Figure 6-1):

m  The Web server uses a proxy server to direct HTTP requests to the Managed
Servers only. You can use a load balancer with your proxy server for a more
detailed level of control over HTTP requests.

m  The Administration Server is behind a firewall. The proxy server does not
forward requests to this server, thus preventing outside access to the server.

m  The RDBMS repository, optional content management system, and other back
end resources are also behind the firewall, but each node in the cluster maintains
its own connection to the resources. The database and content-management
systems are outside the purview of WebLogic Server clustering. For information
on failover and load balancing these systems, refer to the system vendor.

m  The E-Business Control Center deploys data to an additional synchronization
server; this server hosts a set of Proxy Data Repositories which forward
synchronization request to each Managed Server in the cluster. Consider using a
separate computer to host this synchronization server.

Note: If changes in your production environment are infrequent and highly
controlled, or if you want to prevent madifications to the application data
in your production environment, you do not need to set up a separate
computer to host a synchronization server. For more information, refer to
“Preventing Synchronization by Undeploying DataSync Web
Applications” on page 6-17.
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Figure 6-1 Components of a Cluster
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Consider creating at least one mirror site for your cluster. When you need to perform
maintenance or deploy additional application data onto a cluster, you can route all
customers to a mirror site. Then, when you finish your updates, you can route
customers to the original site while you update the mirror.
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Before You Start

6-4

Before you start to set up a cluster, do the following:

Install WebL ogic Server and WebL ogic Portal on each computer in the cluster.
For failover purposes, the safest configuration devotes a separate piece of
hardware for each Managed Server. At the least, we recommend three separate
computers: one for the Administration Server, and two for your Managed
Servers. Consider using additional computers as a proxy server and a
synchronization server.

Set up a proxy server. For WebL ogic Portal clusters, we recommend that you
use third-party Web servers such as Apache as a proxy-server. For these
third-party servers, you must set up the WebLogic Server plug-in. For
information on the other supported systems, refer to the WebLogic Server
Administration Guide.

Set up a database server that hosts your application’s RDBMS data repository.
All Managed Servers use the same RDBMS server. You cannot use the example
Cloudscape RDBMS for a cluster because the trial license allows only one
connection at a time. For information on the RDBMS that WebLogic Portal
supports, refer to “Supported Platforms” in the Installation Guide.

m  Set up WebLogic Portal to use your application’s RDBMS data repository.
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Setting Up a Cluster

To set up a cluster, complete the following tasks on the computer that you want to host
the Administration Server:

m Activate the Domain and Start the WebL ogic Server Administration Console
m Create Machines

m Create Server Configurations

m Set Up SSL

m Configure a Cluster

Activate the Domain and Start the WebLogic Server
Administration Console

Logically, a cluster resides in a single WebLogic Server administrative domain: one
domain defines and administers the cluster.

You can create a domain specifically for your cluster or copy an existing domain onto
the computer that you want to host the Administration Server. To activate the domain,
start an instance of WebLogic Portal on the computer that you want to be the cluster’s
Administration Server.

Note: Later in the process of setting up a cluster, you will install your enterprise
application onto this server. Then WebLogic Server deploys this enterprise
application onto the Managed Servers; it will also deploy any subsequent
modifications that you make to the enterprise application on the
Administration Server.

Then access the WebL ogic Server Administration Console for the domain by entering
the following URL in a Web browser:

http://adm n- host - nane: port - nunber/ consol e

For example, ht t p: / /1 ocal host : 7501/ consol e
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Create Machines

A machine is intended to be the logical representation of a single, physical, piece of
hardware. WebLogic Server uses machines to establish a preferred order for
replicating objects. (Its first preference is to replicate objects on separate machines for
failover purposes.)

Create machines for each node by doing the following:

1

In the WebLogic Server Administration Console, in the left pane, right click the
Machines folder. Then click Configure a New Machine. (See Figure 6-2.)

In the Name box, enter a name for the machine. Use a name that correlates to the
name of the server that you intend to deploy onto this piece of hardware. For
example, for Server A, enter the name Machine A.

Click Create.

Repeat until you have created machines for the Administration Server and all

Managed Servers in the cluster.

Figure 6-2 Creating a Machine

Create Server Configurations

@ console
= @ponalDomain
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Clusters
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@ machir
@ machir
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Configure a new L

ew Cluster...
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A cluster contains configurations for one Administration Server and multiple Managed
Servers. This section contains the following subsections:

m Creating an Administration Server

m Creating a Synchronization Server
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Creating Managed Servers

Creating an Administration Server

By default, when you start a server instance, it is an Administration Server. You can
use the currently active server as the Administration Server for your cluster, or, if you
want to create a server configuration specifically for administering your domain, do the
following:

1.

In the left pane of the WebLogic Server Administration Console, right click
Servers.

Click Configure a new Server.

On the Create a New Server page, in the Name box, enter a name for the server.
Use a name that indicates the purpose of the server. For example, Admi nSer ver.

From the Machine list, select a machine for the server.

In the Listen Port box, enter a port number that you will use to connect to the
Administration Server. For example, in Figure 6-1 the Administration Server
listens on port 35111.

In the Listen Address box, enter either the server host’s name or IP address. You
can use the host name only if you have configured a host file. Entering a host
name gives the flexibility of using the hosts file to maintain mappings of host
names to IP addresses.

Click Create.

Creating a Synchronization Server

To create a server for synchronizing application data across the cluster, do the
following:

1.

In the left pane of the WebLogic Server Administration Console, right click
Servers.

Click Configure a new Server.

On the Create a New Server page, in the Name box, enter a name for the server.
For example, SynchSer ver.
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From the Machine list, select a machine for the server.

In the Listen Port box, enter a port number that the E-Business Control Center
will use to connect to the Synchronization Server.

In the Listen Address box, enter either the server host’s name or IP address. You
can use the host name only if you have configured a host file. Entering a host
name gives the flexibility of using the hosts file to maintain mappings of host
names to IP addresses.

Click Create.

Creating Managed Servers

6-8

To create Managed Servers, do the following:

1.

In the left pane of the WebLogic Server Administration Console, right click
Servers.

Click Configure a new Server.

On the Create a New Server page, in the Name box, enter a name for the server.
Use a name that correlates to the function of the server. For example, for a
Managed Server, create a server named Server A.

From the Machine list, select a machine for the server.

In the Listen Port box, enter a port number on which the server listens for
requests from the proxy server. Each server in the cluster should use the same
listen address port. For example, in Figure 6-1 the Managed Servers listen on
port 35121.

In the Listen Address box, enter either the server host’s name or IP address. You
can use the host name only if you have configured a host file. Entering a host
name gives the flexibility of using the hosts file to maintain mappings of host
names to IP addresses.

Click Create.

Click the Logging tab. From the Stdout severity threshold list, select | nf 0. Then
click Apply. Informational messages display information about the server joining
the cluster, which is useful for diagnosing any problems with the cluster.

Repeat these steps for each Managed Server.
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Set Up SSL

To set up SSL, do the following for each Managed Server:

1.

> wDn

5.
6.

In the left pane, open the Servers folder.
Click a Managed Server.
On the Server page, click the SSL tab.

On the SSL tab, check the Enabled box. Then provide values for the following
fields:

e SSL Listen Port. Provide the port number that the proxy server uses for
secured communication.

e Server Key File Name, Server Certificate File Name, Server Certificate
Chain File. Enter the pathnames to your certificate files.

For example, the reference server specifies the following values:
Server Key File Name: conf i g/ por t al Domai n/ denokey. pem
Server Certificate File Name: confi g/ por t al Domai n/ denocert . pem
Certificate Chain File Name: confi g/ port al Domai n/ ca. pem

Click Apply.

Repeat for the remaining Managed Server configurations.

Configure a Cluster

Configure a cluster by doing the following:

1.

> wDn

In the left pane, right click the Cluster folder.
Click Configure a new Cluster.
On the Create a New Cluster page, in the Name box, enter a name for the cluster.

In the Cluster Address box, enter the IP addresses (or host names) of all the
Managed Servers in the cluster. Separate addresses by commas. Do not add the
IP address for the Administration Server.

Click Create. (See Figure 6-3.)
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Figure 6-3 Configure a Cluster
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Set up the Multicast address by doing the following:
a. On the Cluster page, click the Multicast tab.

b. Inthe Multicast Address box, enter an IP address that the nodes in the cluster
use to communicate with each other. Multicast addresses must range between
224.0.0. 1 and 239. 255. 255. 255. If you set up multiple clusters on your
network, make sure that each cluster uses a unique multicast address.

We recommend that you conduct a multicast test. For information on using
the WebL ogic Server Mul ti cast Test utility, refer to “Using the WebLogic
Java Utilities” in the WebLogic Server Administration Guide.

c. Click Apply.
On the Cluster page, click the Servers tab.

Move the Managed Servers from the Available list to the Chosen list. Do not
place the Administration Server or the Synchronization Server in the Chosen list.

Click Apply.

Configure Your Web Application to Support

Clusters

Before you deploy your application, configure your Web applications to support
clusters by completing the following steps:

1.

From the computer that hosts the Administration Server, start a text editor and open
your Web application’sweb. xm file. Inthe wlcsApp reference application, the file
is in the following location:

PORTAL_HOVE/ appl i cati ons/wW csApp/ W cs/ VEB- | NF/ web. xmi .
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2. The following elements determine which port numbers the

creat eVebf | owURL() method encodes in the URLS that it generates. Change
the value of the <par am val ue> subelements to match the HTTP and HTTPS
listen ports of the proxy server:

<cont ext - par an»

<par am nane>HTTP_PORT</ par am nane>
<par am val ue>35101</ par am val ue>
</ cont ext - par anp

<cont ext - par an»

<par am name>HTTPS_PCRT</ par am nane>
<par am val ue>35102</ par am val ue>

</ cont ext - par anp

This excerpt uses the port numbers from Figure 6-1.

Open your Web application’s webl ogi c. xmi file. In the wilcsApp reference
application, the file is in the following location:
PORTAL_HOVE/ appl i cati ons/w csApp/ W cs/ VEEB- | NF/ webl ogi c. xm .

. Add the following elements to enable replication of HTTP Sessions across the

cluster nodes:

<sessi on- par anp
<par am name>Per si st ent St or eType</ par am nane>
<par am val ue>repl i cat ed</ param val ue>

</ sessi on- par anp

Note: The name of the cookie on a proxy server must match the cookie name
specified in the webl ogi c. xm of the deployed Web application. For
Netscape Enterprise Server, no change is needed. For Apache, you declare
the cookie name inthe ht t pd. conf file. If WebLogic Server is being used
asaWeb proxy server, you make the change in the WebL ogic Server proxy
server’s webl ogi c. xm file. For example, the unedited webl ogi c. xni
might contain:

<sessi on- par anp
<par am name>Cooki eNane</ par am nane>
<par am val ue>
JSESSI ONI D
</ par am val ue>
</ sessi on- par anp

The wlcsApp, for example, uses JSESSI ONI D W.CS_COMVERCE in its
webl ogi c. xm . On the proxy server’s webl ogi c. xni , change the
Cooki eNane parameter’s value to JSESSI ONI D_W.CS_COMMERCE.
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For more information on modifying deployment descriptors, refer to the following
sections:

“Listen Ports for Webflow-Generated URLs” on page 4-10 for information on
setting up your Web application to listen on the proxy server’s port number

“Support for Clusters” on page 4-24 for information on supporting the
replication of HTTP Sessions across the cluster nodes.

Deploying Applications to a Cluster

To deploy applications and supporting services to a cluster, complete the following
tasks:

m Configure a New Application

m Deploy and Configure DataSync Web Applications for the Cluster

m  Deploy Your Web Application and Other Modules to the Cluster

Configure a New Application

> v Dn

Copy your application onto the computer that hosts the Administration Server.
Launch the WebLogic Server Administration Console for the server.
In the left pane, open the Deployments folder.

Right click the Applications folder and click Configure a New Application. (See
Figure 6-4.)
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Figure 6-4 Configure a New Application
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5. On the Configure a New Application page, do the following:

a. Inthe Name box, enter the name of the application. WebLogic Server uses this
name only within the WebLogic Server Administration Console. The name
does not affect the URIs of resources within the enterprise application.

b. In the Path box, enter the pathname of the application’s root directory.
c. Clear the Deploy check box.
d. Click Create.

Deploy and Configure DataSync Web Applications for
the Cluster

The DataSync Web application receives synchronization requests from the E-Business
Control Center and channels them to Data Repositories, which are runtime
representations of application data.

Clusters with Shared Access to Disk Containing DataSync Database Pool

If your cluster environment provides shared access to the disk containing the DataSync
Database Pool, do the following to deploy the DataSync Web application that the
cluster uses for configuration purposes:
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1. Inthe left pane, click Deployments — Web Applications and then click the
DataSync Web application that the cluster uses for configuration purposes. For
example, if you named this Web application BankAppDat aConf i g, click
BankAppDat aConf i g in the left pane.

2. Onthe Web application page, click the Targets tab. Then click the Servers sub
tab.

3. Move the Synchronization Server from the Available column to the Chosen
column. Then click Apply.

4. Click the Clusters sub tab.

5. Move your cluster from the Available column to the Chosen column. Then click
Apply.

6. Deploy the DataSync Connection Pool to these servers (the synchronization
server and the managed servers).

7. Sync to the URL of the Synchronization Server.
8. Refresh the data for each of the Managed Servers:

a. From a Web browser, enter the following URL.:
http://host name: port - nunber/ dat async/ i ndex. ht m
Where dat async is the name of your DataSync Web application. For more
information, refer to “Adding DataSync in a Cluster” on page 5-22.

b. On the index page, click the Data Repository Browser link.

c. Inthe Master Data Repository table, click the Refresh and Notify icon.

Clusters without Shared Access to Disk Containing DataSync Database Pool

If your cluster environment does not provide shared access to the disk containing the
DataSync Database Pool, we require that you configure two DataSync Web
applications for each cluster. You will need:

m A DataSync Web application that synchronizes data for the cluster. The Master
Data Repository in this application declares one Proxy Data Repository for each
Managed Server in the cluster. A Proxy Data Repository forwards
synchronization notifications from a Master Data Repository to a DataSync Web
application that is located on another physical machine in the cluster.
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You deploy this Web application to the Synchronization Server only. If you do
not use a Synchronization Server, you can deploy this Web application on any
server in the cluster.

A DataSync Web application that Managed Servers use for configuration
information. The Master Data Repository in this application does not declare
Proxy Data Repositories.

You deploy this Web application to the cluster. When you start a Managed
Server, it instantiates its own DataSync Web application based on the
configuration of this Web application. Then it synchronizes its data repositories
with the Master Data Repository that is deployed on the Synchronization Server
(or Administration Server).

This section contains the following subsections:

m Deploying the Configuration DataSync Web Application

m Deploying the Synchronization DataSync Web Application

For more information about Data Repositories, refer to “Synchronized Data” on page
7-7.

Deploying the Configuration DataSync Web Application

Do the following to deploy the DataSync Web application that the cluster uses for
configuration purposes:

1

In the left pane, click Deployments — Web Applications and then click the
DataSync Web application that the cluster uses for configuration purposes. For
example, if you named this Web application Bank AppDat aConf i g, click
BankAppDat aConf i g in the left pane.

On the Web application page, click the Targets tab. Then click the Clusters sub
tab.

Move your cluster from the Available column to the Chosen column. Then click
Apply.

Deploying the Synchronization DataSync Web Application

Do the following to deploy the DataSync Web application that you use to synchronize
data:
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1. Inthe left pane, click Deployments — Web Applications and then click the
DataSync Web application that you use to synchronize data across the cluster. For
example, if you named this Web application BankAppDat aSync, click
BankAppDat aSync in the left pane.

2. Onthe Web application page, click the Targets tab. Then click the Servers sub
tab.

3. Move the Synchronization Server from the Available column to the Chosen
column. Make sure that the Synchronization Server is the only server in the
Chosen column. Then click Apply.

4. Configure Proxy Data Repositories for this Web application. For more
information, refer to “Configuring a Proxy Data Repository” on page 7-14.

When you want to synchronize data for the cluster, you specify the URL of this
DataSync Web application. It sends the synchronization information to its
proxies, which, in turn, notify the repositories on each Managed Server.

Preventing Synchronization by Undeploying DataSync Web Applications

If changes in your production environment are infrequent and highly controlled, we
recommend that after you start a Managed Server (which causes the server to
synchronize its Data Repositories with the Master on the Synchronization Server or
Administration Server) after you force a refresh-and-notify operation for your
Managed Servers, do the following:

1. Shut down the Managed Servers and the Administration Server.

2. Onthe Administration Server, if the application is archived, expand the archive.

In a text editor, open the appl i cati on. xni file for your application and
remove the declaration for the DataSync Web application. For example, in the
sample wicsApp, open
PORTAL_HQOVE/ appl i cati ons/ W csApp/ META- | NF/ appl i cati on. xm and
remove the following element:
<modul e>
<web>
<web- uri >dat async</ web-uri >
<cont ext - r oot >wl csAppDat aSync</ cont ext - r oot >
</ web>
</ modul e>
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3.

Re-archive the enterprise application and restart the cluster’s Administration
Server. Then restart the Managed Servers.

For information on forcing a refresh-and-notify operation, refer to “Refreshing the
Contents of Data Repositories” on page 7-40.

Configuring Read-Write Persistence

When the DataSync Web application is deployed on the WebLogic Server
Synchronization Server for a cluster (or on a single WebLogic Server instance in a
single-server environment), the Master Data Repository uses a read-write JDBC
Persistence Manager to read and write application data via the dataSync Data Source.
The DataSync Web application that you deploy to a Managed Server reads data from
the database when the server starts (or when you use the Data Repository Browser to
explicitly refresh the contents). Then it stores the data in memory for use by the
Managed Server. It assumes that the DataSync Web application on the
Synchronization Server has already written to the database. You can modify this
behavior by using the following j ava. | ang. Syst emproperties:

dat a. sync. j bdc. master.dr = true, if you want to use read-write JDBC
persistence for the Master Data Repository on a server instance.

dat a. sync.j dbc. read. only. master.dr = true, if you wantto use
read-only JDBC persistence for a server instance.

Deploy Your Web Application and Other Modules to the

Cluster
1.
2.
3.
6-18

To deploy the remaining modules of your enterprise application, do the following:

In the WebLogic Server Administration Console, in the left pane, open the
Applications folder.

Open the folder for the application that you configured in “Configure a New
Application” on page 6-13.

With the exception of the two DataSync Web applications that you deployed in
the previous section, do the following for each remaining module in the
enterprise application:
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a. Inthe left pane, select a module.
b. In the right pane, click the Targets tab.
c. Click the Clusters subtab.

d. Move your cluster from the Available to the Chosen list and click Apply. (See
Figure 6-5.)

Figure 6-5 Deploy Application Modules to the Cluster
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4. In the left pane, under the Deployments folder, open the Startup & Shutdown
folder. Do the following for each module in the Startup & Shutdown folder:

a. Inthe left pane, select a module.
b. In the right pane, click the Targets tab.
c. Click the Clusters subtab.

d. Move your cluster from the Available to the Chosen list and click Apply.
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5. Inthe left pane, click Services — JDBC. For each data pool, data source, and
transactional (Tx) data source, do the following:

a. From the left pane, select a data pool, data source or Tx data source.
b. Inthe right pane, click the Targets tab. Then click the Clusters subtab.

¢. Move your cluster from the Available list to the Chosen list and click Apply.
(See Figure 6-6.)

Figure 6-6 Deploy Connection Pools to the Cluster
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Starting a Cluster

To start a cluster, complete the following tasks:

m Start the WebLogic Server Administration Console
m Start the Synchronization Server

m Start the Managed Servers

m Refresh Data Repositories on Managed Servers

In addition, you must start the proxy server. For information on starting the proxy
server, refer to the documentation for the server type that hosts the WebLogic Server
plug-in.

Start the WebLogic Server Administration Console

Because the commands for setting environment variables and starting a server are long
and prone to typographical errors, we recommend that you use scripts to start servers.

To create a startup script for an Administration Server, copy

PORTAL_HOVE/ confi g/ port al Domai n/ start Portal . bat (startPortal.shon
UNIX) onto the computer that hosts the Administration Server. On the target machine
you can rename the file, if desired, to a more appropriate name like

Adni nSyncSer ver . bat (or. sh). You should shut down the server before creating a
copy of StartPortal.bat and running the new script.

Make the following modifications:

m Change the value for the SERVER_NAME variable to match the name of your
Administration Server. You specified the name of your Administration Server
while “Creating an Administration Server” on page 6-7.

m Change the value for the DOVAI N_NAME variable to match the name of the
domain on which you created the cluster. It is the domain that “Activate the
Domain and Start the WebL ogic Server Administration Console” on page 6-5
describes.
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Then run the startup script. You must start the Administration Server before the
Managed Servers.

Start the Synchronization Server

Because the commands for setting environment variables and starting a server are long
and prone to typographical errors, we recommend that you use scripts to start servers.

To create a startup script for a Synchronization Server, copy

PORTAL_HOVE/ confi g/ port al Domai n/ start Portal . bat (startPortal.shon
UNIX) onto the computer that hosts the Synchronization Server. On the target machine
you can rename the file, if desired, to a more appropriate name like

St art SyncSer ver . bat (or . sh). Then make the following modifications:

m Change the value for the SERVER_NAME variable to match the name of your
Synchronization Server. You specified the name of your Synchronization Server
while “Creating a Synchronization Server” on page 6-7.

m Change the value for the DOVAI N_NAME variable to match the name of the
domain on which you created the cluster. It is the domain that “Activate the
Domain and Start the WebL ogic Server Administration Console” on page 6-5
describes.

Then run the startup script. You must start the Synchronization Server before the
Managed Servers.

Start the Managed Servers

6-22

To create a startup script for a Managed Server, copy

PORTAL_HOVE/ confi g/ port al Domai n/ start Portal . bat (startPortal.shon
UNIX) onto the computer that hosts the Managed Server. On the target machine you
can rename the file, if desired, to a more appropriate name like

St ar t ManagedSer ver . bat (or . sh). Then make the following modifications on
each computer:

m Change the value for the SERVER_NAME variable to match the name of the
Managed Server. You specified the name of a Managed Server while “Creating
Managed Servers” on page 6-8.

Deployment Guide



Starting a Cluster

m Change the value for the DOVAI N_NAME variable to match the name of the
domain on which you created the cluster. It is the domain that “Activate the
Domain and Start the WebL ogic Server Administration Console” on page 6-5
describes.

m Inthe j ava command that starts the JVM, add the following argument:
e -Dwebl ogi c. managenent . server=http://host: port

Where host is the name or IP address of the machine where the
Administration Server is running and port is the Administration Server's
listen port. If you are using Secure Socket Layer (SSL) for communication
with the Administration Server, the Administration Server must be specified
as:

- Dnebl ogi c. managenent . server=https://host: port

e -Dwebl ogi c. managenent . user nane=syst em user -1 D
- Dwebl ogi c. managenent . passwor d=syst em passwor d

These username and password arguments are optional. If you do not add
them to the startup file, then WebLogic server assumes that the username is
syst em and it prompts you to enter the password on each Managed Server
during the server startup process.

For example, add the following variables to the startup script for each Managed Server:

SET DOMAI N_NAME=port al Domai n

SET SERVER_NAME=C ust er Nodel

SET ADM N_SERVER=192. 168. 33. 137: 7501
SET ADM N_SERVER USERNAME=syst em
SET ADM N_SERVER PASSWORD=webl ogi ¢

And then use these variables in the startup command:

%I DK_HOVEY bi n/ j ava %WAVA VM4 - Xn8128m - Xmx128m - cl asspat h UCLASSPATHY
- Dcl oudscape. syst em hone=%N._PORTAL_HOVE% db/ dat a

- Dnebl ogi c. Dormai n=%O0VAI N_NAVE% - Dwebl ogi c. Nane=%SERVER_NAVMVE%

- Dbea. home=%BEA_HOVE% - Daebl ogi ¢. managenent . ser ver =%ADM N_SERVER%

- Dwebl ogi c. managenent . user nane=%ADM N_SERVER_USERNAME%

- Dnebl ogi c. managenent . passwor d=%ADM N_SERVER_PASSWORDY%

-Dj ava. security. poli cy==9%\EBLOG C_ HOVE% | i b/ webl ogi c. policy

- Dcomer ce. properti es=%PORTAL_HOVEY webl ogi cconmer ce. properties

- Dpi pel i ne. properti es=%ORTAL_HOVEY pi pel i ne. properties

- Dwebf | ow. properti es=%4PORTAL_HOVE% webf | ow. properti es webl ogi c. Server

Then run the startup script.
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For more information about starting Managed Servers, refer to “Starting a WebLogic
Managed Server” under “Starting and Stopping WebLogic Servers” in the WebLogic
Server Administration Guide.

Refresh Data Repositories on Managed Servers

If you want to refresh the contents of the Data Repositories on the Managed Servers
and cause subordinate repositories to refresh their contents, do the following on the
Synchronization Server:

1. From a Web browser, enter the following URL:
http://host nanme:port - nunber/ dat async/ i ndex. ht m

Where dat async is the name of your DataSync Web application. For more
information, refer to “Adding DataSync in a Cluster” on page 5-22.

2. On the index page, click the Data Repository Browser link.

3. Inthe Master Data Repository table, click the Refresh and Notify icon.

Figure 6-7 Refresh and Notify
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Test Cluster and Application for Failover

To verify that the cluster supports the replication of session data, deploy one of the
reference applications onto your cluster. Then access the reference application using
the listen port of your proxy server and log in as a sample user. Kill the Managed
Server that contains your current session and verify that the session data is available
from another Managed Server.

To verify that your application’s data is safe in a failover situation, we recommend the
following testing methods as a supplement to testing with a multi-node cluster:

m Start a server that is not clustered but that uses JDBC session persistence. Then
test for session serialization/deserialization and session management. For
example, determine whether the application replaces session objects after you
change the values of their member variables. Session objects are serialized each
time they are acted upon by a get /set method and throw exceptions if the
serialization fails.

m  Set up a single-node cluster (one Administration Server and one Managed
Server) and use file persistence instead of in-memory persistence. This
configuration serializes sessions without using two nodes and might be useful if
your resources are limited.
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CHAPTER

-

Synchronizing
Application Data

Application data expresses your business model and specifies how your enterprise
application behaves to support your business goals. For example, a campaign is a
collection of application data that specifies how your enterprise application helps you
reach sales or advertising goals.

A Business Engineer (BE) uses the E-Business Control Center to create, modify, and
save application data to a local file system. Then a developer uses either the E-Business
Control Center or a Java command to synchronize the modified data with an active
enterprise application.

A System Administrator can configure the enterprise application to synchronize the
data amongst a collection or cluster of active servers and applications.

This topic includes the following sections:

m  How Application Data is Organized and Distributed
m Configuring a Proxy Data Repository

m Creating and Modifying Application Data

m Synchronizing Application Data

m  Monitoring and Managing Data Repositories
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How Application Data is Organized and
Distributed

During the development cycle, a Business Engineer (BE) creates application data on a
workstation and then synchronizes it with an active enterprise application. Each
environment stores the data in different formats:

m  On the BE’s workstation, the E-Business Control Center stores application data
on the local file system as XML files. We recommend that you place these files
in your content management system or source control system.

m  On the application server, the enterprise application stores the data in the
RDBMS database and in data repositories, which provide runtime
representations of the data.

This section includes the following subsections:
m E-Business Control Center Data
m Synchronized Data

For recommendations on setting up a development environment to support concurrent
development, refer to “Milestone 5: Set Up a Development Site” under “Workflow for
Developing an E-Business Web Site” in Strategies for Developing E-Business Web
Sites.
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E-Business Control Center Data

The E-Business Control Center creates a separate directory tree of XML files for each
application that it modifies. For example, a BE named Pat installs the E-Business
Control Center on her workstation and uses it to develop campaigns, customer
segments, and portlets for two different enterprise applications, Bank and Invest. (See
Figure 7-1.)

Figure 7-1 One Directory Tree for Each Enterprise Application
Pat's Workstation
EBCC

T

Bank Invest

900 000

The directory tree of XML files for each application conforms to the following
structure (see Figure 7-2):

m  The root directory contains two subdirectories: appl i cat i on- sync, which
contains application data and I i br ary.

m Thelibrary directory stores data that the E-Business Control Center uses but
does not create or synchronize. For example, | i br ary contains skin preview
images and layout definitions for portals.
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m Under appl i cati on- sync, the data for each product feature is in a separate
directory. For example, campaigns and customer segments are saved in separate
directories (named canpai gn and segnent s).

e Within each directory, each discrete business policy is saved in a separate
file, which uses a specific file extension. For example, each campaign is
saved to a separate file with the . camfile extension. For a complete list of
directories and filename extensions, see Table 7-1.

e Each Web application within the enterprise application uses a separate folder
to save its webflow data. For more information, refer to “Scope of
Application Data” on page 7-7.

Figure 7-2 Directory Structure of Client-Side Application Data

r;l Application-name
:--I:I application-sync
e 'I:I feature

. - [ data-file.extension

- -CI:I webapps
- - -9 Web-application name

1
+--[] data-file.extension
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For example, for the Bank enterprise application Pat defines two campaigns and two
customer segments. (See Figure 7-3.)

Figure 7-3 Example of Application Data on the Client

(1 Bank
{C:I application-sync
> ----- | campaigns
; [ ] CheckingCampaign.cam
----- O CDCampaign.cam

£ segments
-~ LongTimeCustomers.seg

-~ HighlncomeEarmers seg
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Table 7-1 describes directory and filename extensions for all application data types.

All of the directories and files are located under r oot - di r / appl i cat i on- sync. Note
thatsegnent s, cont ent sel ect or s, di scounts,andenti t| ement s store all files in
a subdirectory.

Table 7-1 Directories and Filename Extensions for Application Data

Feature Directory Name Filename Extension
Campaigns canpai gns cam
Catalog property sets cat al og clg
Content selectors content sel ect ors/ d obal Content Sel ectors  sel
Discounts di scount s/ Def aul t Di scount Set dis
Entitlements entitlenments/d obal Entitlenents ent
Event and Behavior events evt
Tracking

Pipelines pi pel i nes pln

Ad placeholders pl acehol ders pla
Portlets portlets portl et
Request property sets request req
Scenarios scenari os sce
Customer segments segnent s/ G obal O assi fications seg
Sessi on property sets  sessi on ses
User profiles userprofiles usr
Webflow webapps/ web- appl i cati on wf
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Scope of Application Data

With the exception of Webflow data, all application data is scoped for an enterprise
application. For example, when you synchronize campaign and placeholder data, all
Web applications within the enterprise application can use it.

Webflow data, however, is scoped for a single Web application to prevent ambiguities
with the Web applications’ namespaces. For example, a typical Web application
contains a file named i ndex. j sp. By scoping Webflow for a single Web application,
the filename i ndex. j sp is unambiguous: it refers to i ndex. j sp in the current Web
application.

Synchronized Data

When developers are ready to synchronize data, they can use either the E-Business
Control Center or a Java command to synchronize the local files with a deployed
application.

This section contains the following subsections:

m The DataSync Web Application and Master Data Repository

m Proxy Data Repositories

m Synchronization Process

m Data Synchronization is Non-Transactional

m Synchronizing Applications That Are Deployed on the Same Server

For instructions on starting a synchronize operation, refer to “Synchronizing
Application Data” on page 7-23.

For information on setting up data synchronization in a clustered environment, refer to
“Deploy and Configure DataSync Web Applications for the Cluster” on page 6-14.
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The DataSync Web Application and Master Data Repository

Each enterprise application includes a DataSync Web application, which receives
synchronization requests from the E-Business Control Center. After it receives a
request, the DataSync Web application channels the application data from the
E-Business Control Center to the following locations:

m The Master Data Repository, which is a runtime representation of the application
data.

m  The RDBMS repository, which is a persistent storage location for the application
data.

The services in your enterprise application create their own Data Repositories, which
contain subsets of the data that is in the Master Data Repository. (See Figure 7-4.)
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Figure 7-4 The Master Data Repository
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The services use the data in the Data Repositories to carry out business tasks. For
example, the Rules service uses the Data Repositories to evaluate whether customers
fit into a particular customer segment.

This architecture enables each service to parse a small, specific set of information. For
example, the Placeholder Data Repository copies placeholder-related information
from the master. When the Placeholder Service requests data about placeholders, it
only needs to parse the subset of information in the Placeholder Data Repository.
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Each time the Master Data Repository is synchronized, it notifies the Data
Repositories. These Data Repositories then synchronize their data subsets with the data

in the master.

Proxy Data Repositories

If you want to synchronize the same application data to multiple enterprise
applications, you can set up a Proxy Data Repository. A Proxy Data Repository
represents a notification link to a DataSync Web application that is located in another
enterprise application. Usually, you use Proxy Data Repositories to synchronize
multiple instances of the same enterprise applications that are deployed on different
servers. (See Figure 7-5.)

Figure 7-5 Proxy Data Repository
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In a cluster, you can use a Proxy Data Repository to synchronize the Managed Servers.
To enhance performance, the Data Repositories on Managed Servers always refer to
the Master Data Repository on the proxy source; they never access the persisted data,
which is located in the database. Only the Master Data Repasitory on the proxy source
refers to the database when it needs to retrieve data from persistent storage. For more
information on setting up Data Repositories for a cluster, refer to “Deploy and
Configure DataSync Web Applications for the Cluster” on page 6-14 and “Refresh
Data Repositories on Managed Servers” on page 6-24.

In a non-clustered environment, one practical application of a Proxy Server might be
to keep an application in a test environment synchronized with an application in the
development environment.

Synchronization Process

When a developer synchronizes data, the following process occurs (see Figure 7-6):

1. A developer uses the E-Business Control Center or a Java command to send data
files from the local directory tree to a DataSync Web application. The developer
determines whether the synchronization operation sends all files from the local
directory tree or only the files and directories that have changed.

To send the XML files to the DataSync Web application, the synchronization
operation uses the HTTP protocol.

2. The DataSync Web application updates the Master Data Repository and the
RDBMS repository.

3. The Master Data Repository notifies its Data Repositories and any Proxy Data
Repositories of the new or modified data.

The notified Data Repositories synchronize themselves with the data that is in
the Master Data Repository.

4. The Proxy Data Repositories notify their remote DataSync Web applications.

5. The remote DataSync Web applications synchronize their Master Data
Repositories. Then the remote Data Repositories synchronize themselves with the
data in their Master Data Repositories.

The Proxy Data Repositories use XML over HTTP to forward any notification to
their remote DataSync Web applications.
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Figure 7-6 Synchronizing Data
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Data Synchronization is Non-Transactional

The overall process of synchronizing data is non-transactional, though it includes
safeguards to prevent data corruption and keeps track of its progress for you to
monitor. For more information about monitoring the process of data synchronization,
refer to “Monitoring and Managing Data Repositories” on page 7-31.

With the exception of updating the database, if a communications failure (or some
other type of problem) prevents the E-Business Control Center or Java command from
properly synchronizing one of its files, it does not abandon the synchronization
process. Instead, after the process, it reports which files were successfully
synchronized and which were not. To prevent data corruption, the synchronization
process does not partially synchronize a file. If it cannot synchronize an entire file, it
skips the file and moves to the next one in the queue.

Even after the E-Business Control Center transfers data to the DataSync Web
application, other communications within and beyond the current application can fail.
For example, a Proxy Data Repository might be unable to reach its remote application.
If an error occurs during a given transmission, the synchronization continues for other
services or machines.

With this process it is possible that one service or machine fails to be synchronized
while the others are successfully synchronized. If you use a clustered environment, we
recommend that you maintain at least one mirror cluster. When you want to
synchronize application data to your production cluster, you can disable one mirror site
and synchronize the data onto the disabled site. Before bringing the disabled site back
online, you can monitor the data repositories to verify that all subordinate Data
Repositories have synchronized. Then repeat the process for the other mirror.

Synchronizing Applications That Are Deployed on the
Same Server

Each enterprise application that you deploy must contain its own DataSync Web
application. If you deploy multiple enterprise applications onto the same server
instance, you must modify the URIs of the DataSync Web applications so that each
DataSync uses a unique address. The appl i cati on. xm file includes XML elements
that declare the URI for the DataSync Web application. For information on using
appl i cation. xm to declare the DataSync Web application, refer to “Adding
DataSync” on page 5-21.
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Configuring a Proxy Data Repository

If you want to synchronize the same application data with multiple enterprise
applications, you can set up Proxy Data Repositories. This document uses proxy
source to identify the Master Data Repository that notifies a proxy of synchronization
requests; it uses proxy destination to identify the remote Master Data Repository to
which the proxy forwards the notification. (See Figure 7-5.)

While a typical use for Proxy Data Repositories is to synchronize applications on
Managed Servers in a cluster, you can use them to synchronize independent servers
that are not participating in a WebLogic Server cluster.

Note: Before you configure Proxy Data Repositories for a cluster, you must deploy
two instances of the DataSync Web application. One instance will be used by
Managed Servers for configuring their own Master Data Repositories; this
instance contains no proxies. The other instance of the DataSync Web
application is used to synchronize data across the cluster; this second instance
is the Web application in which you configure proxies. For more information,
refer to “Deploy and Configure DataSync Web Applications for the Cluster”
on page 6-14.

Configuring Proxies

To create a Proxy Data Repository, do the following:

1. Start the WebLogic Server Administration Console by entering the following URL
in a Web browser:

http://host nanme: port - nunber/ consol e

2. The WebLogic Server Administration Console prompts you to log in with a user
account that has administrator privileges.

3. After you log in, in the left pane, click Deployments — Applications —
MyApplication - datasyncWebApp

where datasyncWebApp is the DataSync Web application that you deployed for
the purpose of synchronizing data. The name of the DataSync Web application
depends on how you configured your enterprise application. For information on
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configuring the DataSync Web applications, refer to “Adding DataSync” on
page 5-21.

In the example in “Deploy and Configure DataSync Web Applications for the
Cluster” on page 6-14, this server is named dat asyncBankSync.

On the datasyncWebApp page click Edit Web Application Descriptor. (See
Figure 7-7.)

The WebLogic Server Administration Console opens the Web Application
Descriptor in an additional browser window.

Figure 7-7 Edit Web Application Descriptor
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? ~ Deployed

Apply |

In the Data Synchronization Web Application window, in the left pane, click
Web App Descriptor — Servlets — DataSyncServlet.
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6. Complete the following steps for each Managed Server in the cluster:

a. Right click the Parameters folder and click Configure a New Parameter. (See
Figure 7-8.)

Figure 7-8 Configure a New Parameter
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b. On the Configure a New Parameter page, enter the following information:

Name Value

Description The parameter name that you want the WebLogic Server
Administration Console to display. We recommend that
you adopt a naming convention that includes the
following information:

m  Name of the target enterprise application

m  Anindication that this parameter configures a Proxy
Data Repository

m  The type of parameter.
For example:
Bank2Pr oxyDRnot i f i edName

Param Name noti fi edNane

Param Value A name for the Proxy Data Repository.

c. Click Create.

d. Repeat steps a through ¢ for each of the following parameters:
e notifiedURL

Name Value

Description The parameter name that you want the WebLogic Server
Administration Console to display. We recommend that
you adopt a naming convention that includes the
following information:

m  Name of the target enterprise application

m  Anindication that this parameter configures a Proxy
Data Repository

m  The type of parameter.
For example:
Bank2Pr oxyDRnot i fi edURL

Param Name notifi edURL
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Name

Value

Param Value

The URL for the Dat aSyncSer vl et in the target
enterprise application. Use the following syntax:

http://renote-host:listen-port/datasyncA
pp/ Dat aSyncSer vl et

Where dat asyncApp is the URI for the DataSync Web
application. For more information, refer to “Adding
DataSync” on page 5-21.

For example, you want to synchronize the Bank?2
enterprise application with the Master Data Repository of
the current application. The Bank2 application is
deployed on a host named br ead, which listens on port
7201. The DataSync Web application is named

dat async. Enter the following URL.:

http://bread: 7201/ Bank2Dat aSync/ Dat aSyn
cServl et

e notifiedLogin

Name

Value

Description

The parameter name that you want the WebLogic Server
Administration Console to display. We recommend that
you adopt a naming convention that includes the
following information:

m  Name of the target enterprise application

m  An indication that this parameter configures a Proxy
Data Repository

m  The type of parameter.
For example:
Bank2Pr oxyDRnot i fi edLogi n

Param Name

noti fiedLogin

Param Value

A user ID that has permission to deploy data.
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e notifiedPassword

Name

Value

Description

The parameter name that you want the WebLogic Server
Administration Console to display. We recommend that
you adopt a naming convention that includes the
following information:

m  Name of the target enterprise application

m  Anindication that this parameter configures a Proxy
Data Repository

m  The type of parameter.
For example:
Bank2Pr oxyDRnot i f i edPasswor d

Param Name

noti fi edPassword

Param Value

The password for the user ID.

e notifiedRealm

Name Value

Description The parameter name that you want the WebLogic Server
Administration Console to display. We recommend that
you adopt a naming convention that includes the
following information:
m  Name of the target enterprise application
m  Anindication that this parameter configures a Proxy

Data Repository

m  The type of parameter.
For example:
Bank2Pr oxyDRnot i fi edReal m

Param Name noti fi edReal m

Param Value The security realm that defines the user ID for deploying

data.
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7. Inthe left pane, click Data Synchronization Web Application (the top node in the
left pane). (See Figure 7-9.)

8. In the right pane, click Persist to save your changes.

Figure 7-9 Persist Your Changes
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When you synchronize data with the Master Data Repository, it notifies the Proxy Data
Repository that you created.
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Creating and Modifying Application Data

Before you use the E-Business Control Center to create and modify application data,
you must create a directory tree that organizes the data on your computer.

This section contains the following subsections:
m Create an Application Data Directory Tree
m Opening Data for an Existing Application

For information about the directory tree for application data, refer to “E-Business
Control Center Data” on page 7-3.

Create an Application Data Directory Tree

For a new application, you can create the directory tree either through the E-Business
Control Center or by using standard commands from your operating system. After you
create the directory tree, place it under source control.

If you want to create or modify application data for an existing application, use your
source control system to copy the directory tree to your computer. Then open the data
in the E-Business Control Center.

Using the E-Business Control Center to Create a Directory Tree

To use the E-Business Control Center to create a directory tree for saving application
data, do the following:

1. Start the E-Business Control Center. For more information, refer to “Introduction
to the BEA E-Business Control Center” in Guide to Using the E-Business Control
Center.
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2. In the E-Business Control Center, select File — New Application. (See
Figure 7-10.)

Figure 7-10 Select New Application
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3. Inthe Browse Filesystem box, choose a parent directory for your application
data. Then in the New Directory box, enter a name for your application-data
directory. We recommend that you use the same name as the application.

The E-Business Control Center creates an empty directory tree that conforms to the
schema as described in “E-Business Control Center Data” on page 7-3.

Place this directory tree under source control.

Using the Operating System to Create a Directory Tree

You can use standard operating-system commands to create an empty directory tree
that conforms to the schema as described in “E-Business Control Center Data” on page
7-3.

Place this directory tree under source control.
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Opening Data for an Existing Application

If another developer has already created and checked in an application-data directory
tree, do the following to open it on your computer:

1.

Use your source control system to copy or update the application directory tree on
your computer.

If you plan to update existing files, use your source control system to check out
the files.

Start the E-Business Control Center. For more information, refer to “Introduction
to the BEA E-Business Control Center” in Guide to Using the E-Business
Control Center.

In the E-Business Control Center, click File — Open Application.

In the Browse Filesystem box, select the root directory of your application-data
directory tree. Then click Select.

Do not select subdirectories within the directory tree.

Synchronizing Application Data

You can use either the E-Business Control Center or a Java command to synchronize
application data. This section describes the following tasks:

m  Setting Up the E-Business Control Center to Synchronize Data

m Using the E-Business Control Center to Validate Data

m Using the DirectoryDataSync Command to Synchronize Data
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Setting Up the E-Business Control Center to Synchronize
Data

To connect to applications, the E-Business Control Center maintains connection
settings. These settings provide such information as the URI of the application with
which it exchanges data. Because the URIs differ for each application, create one
connection setting for each application instance that you deploy.

This section describes how to modify a connection setting to specify the URI of your
DataSync Web application.

1. Inthe E-Business Control Center, click Tools — Connection Settings.
2. Inthe Connection Settings box, click. the Connections tab.
3. From the Connections list, select a connection and click Edit. (See Figure 7-11.)

If the Connections list is empty, click New.

Figure 7-11 Select an Existing Connection
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4. Inthe Connection Details box, click Advanced.
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5. Inthe Data Synchronization box, enter the following (see Figure 7-12):
/ dat asyncApp/ Dat aSyncSer vl et

Where dat asyncApp is the URI for the DataSync Web application. For more
information, refer to “Adding DataSync” on page 5-21.

Figure 7-12 Enter URI for DataSync
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6. Click OK.

For information on the other settings in the Connection Details and Connection
Settings boxes, refer to the E-Business Control Center online help or to “Using the
BEA E-Business Control Center” under “Introduction to the BEA E-Business Control
Center” in the Guide to Using the E-Business Control Center.
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Using the E-Business Control Center to Validate Data

Before you synchronize data to an active application, you can use the E-Business
Control Center to scan (validate) the directory tree of data for the current application
and report the files that have incomplete data items. For example, you might have
saved a discount without defining the conditions under which the discount is available.

To validate an application, do the following:

1. Use your source control system to copy or update the application directory tree on
your computer.

2. Start the E-Business Control Center and open the application that you want to
validate. For more information, refer to “Introduction to the BEA E-Business
Control Center” in Guide to Using the E-Business Control Center and “Opening
Data for an Existing Application” on page 7-23.

3. When you are ready to start the validation process, click Tools — Validate.

The E-Business Control Center scans the directory tree and reports any incomplete
files in the box. You can synchronize data that includes incomplete data items, but you
might encounter errors because of the incomplete data. (See Figure 7-13.)

Figure 7-13 Report of Validation Results

ﬁhi Checking for Incomplete Files % il

wyebappswlcswebflow-extensions swefx

Incomplete Documernts

pipelines\sampleapp_main pin
pipelinesisampleapp_order pln
pipelinesisamplespp_search pin
pipelinesisampleapp_user pin
pipelinestracking pin
wyebappstoolstadmin_catalog wi
wyebappstoolsiadmin_content wi
B
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Using the E-Business Control Center to Synchronize Data

When you are ready to synchronize data with an application on an active server, do the
following:

1. Start the E-Business Control Center and open the application that you want to
synchronize. For more information, refer to “Introduction to the BEA E-Business
Control Center” in Guide to Using the E-Business Control Center and “Opening
Data for an Existing Application” on page 7-23.

2. Click Tools - Synchronize.
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3. Inthe Synchronization Setup box, click the Synchronization tab and enter the
following information:

In this box...

Enter...

Realm

The name of the security realm that contains User 1Ds for granting
permissions to synchronize data.

To use the default RDBMS Realm, enter webl ogi c.
To use the file realm, enter f i | eReal m

Scope

Select one of the following:
m  Update only modified files in the application. This option

determines which files have been removed, updated or created

on the local file system and sends only the changes to the
DataSync Web application. Using this option can minimize

the amount of data that is transmitted over HTTP between the

E-Business Control Center host and the server.

m Update all files in the application. This option removes all the
data from the Data Repositories and then sends all of the data from

the local file system to the DataSync Web application. Use this option

if there is no data currently synchronized to your enterprise
application, if you suspect that the in-memory data is

un-synchronized with the persistent data in the database, or to recover
from a synchronization error. Before you use this option, make sure
that your local file system contains the latest set of source files. (You

might need to use your source control system to copy any files that
other team members have checked in from their computers.)

Validation

Select any of the following:

m  Check that all files are complete. Scans the directory tree of data for
the current application and reports the files that have incomplete data

items.

This option activates the same validation check as selecting
Tools — Validate. You can synchronize data that includes
incomplete data items, but you might encounter errors
because of the incomplete data.

m  Show reset options for active campaigns. Prompts you to reset such

campaign data as the number of times ads have displayed in a
particular placeholder or the number of times discounts have been
offered.
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4. Click the Connections tab and do the following:

a. From the Connections list, choose the connection that you created or modified
in “Setting Up the E-Business Control Center to Synchronize Data” on page
7-24.

b. Inthe Username and Password boxes, enter the ID and password of a user who
has permission to synchronize data. All users in the Admi ni st r at or s group of
w csReal mcan synchronize data.

To add users or other groups to the Adni ni st r at or s group, use the WebLogic
Portal Administration Tools. For more information, refer to “Using the User
Management Tool” under “Creating and Managing Users” in the Guide to Building
Personalized Applications.

5. Before you click Connect to start the synchronization process, note the following:

e Iffiles are open in the E-Business Control Center Editor window with
unsaved changes when you synchronize, those unsaved changes are not
synchronized. Changes must be saved to be synchronized.

e If you selected any of the validation options, you can stop the process during
the validation phase. However, once you start the synchronization process,
you cannot cancel or stop it.

6. Click Connect.
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Using the DirectoryDataSync Command to Synchronize
Data

Before you synchronize data, consider using the E-Business Control Center to validate
it. For more information, refer to “Using the E-Business Control Center to Validate
Data” on page 7-26.

To synchronize application data to an active server from a command line, enter the
following j ava command from an E-Business Control Center host:

java com bea. p13n. nanagenent . dat a. Di r ect or yDat aSync

{ -root pathnane-to-directory-where-EBCC- stores-data }

{ -url http://hostnane-or-1P:|isten-port/datasyncApp/ DataSyncServlet }
{ -user user-1D -password user-password }

{ -mode one-way-fromclient | refresh-fromclient }

where dat asyncApp is the URI for the DataSync Web application. For more information, refer to “Adding
DataSync” on page 5-21.

Synchronization Modes

You use the -node argument to determine whether the Di r ect or yDat aSync
command synchronizes all of the files in the E-Business Control Center directory tree
or only the files that have changed. To do so, supply one of the following parameters
for - node:

m refresh-fromclient. Thisvalue removes all the data from the Data
Repositories and then sends all of the data from the local file system to the
DataSync Web application. Use this mode if there is no data currently
synchronized to your enterprise application, if you suspect that the in-memory
data is un-synchronized with the persistent data in the database, or to recover
from a synchronization error. Before you use this command, make sure that your
local file system contains the latest set of source files. (You might need to use
your source control system to copy any files that other team members have
checked in from their computers.)

m one-way-fromclient. This value determines which files have been removed,
updated or created on the local file system and sends only the changes to the
DataSync Web application. This synchronization mode can minimize the amount
of data that is transmitted over HTTP between the E-Business Control Center
host and the server.
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For example, the following command synchronizes only the data that you have
modified for the Bank application:

java com bea. p13n. managenent . dat a. Di r ect or yDat aSync
-root d:\application-data\bank

-url http://255.251. 255. 01: 7501/ bankDat aSync/ Dat aSyncSer vl et
-user system -password webl ogi ¢ -npde one-way-fromclient

Cancelling the Command

If you cancel the command (by entering Ctrl-C, closing the command shell, or using
some other method to force the command to stop), the data that has been synchronized
to the application on the server might be in an inconsistent state. The next time you
synchronize data, you should use the - mode refresh-fromclient option.

Monitoring and Managing Data
Repositories

The DataSync Web application includes a set of JSPs that report the following
information:

m The contents of the Master Data Repository

m The Data Repositories that synchronize themselves with the Master Data
Repository

m The contents of each Data Repository
m  The Proxy Data Repositories that you associate with the Master Data Repository

In addition, you can use the JSPs to clear and refresh the contents of each repository.
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This section contains the following subsections:

Viewing the Contents of Data Repositories
Viewing a Notification Chain
Clearing the Contents of Data Repositories

Refreshing the Contents of Data Repositories

Viewing the Contents of Data Repositories

To view the contents of Data Repositories, complete any of the following tasks:

View the Contents of the Master Data Repository

View the Contents of a Notified Data Repository

View the Contents of the Master Data Repository

7-32

The Master Data Repository contains all of the data that was under the root of an
application-data directory tree at the time of the last data synchronization operation.
To verify that the Master Data Repository contains the same information as the
RDBMS repository, refresh the contents. For more information, refer to “Refreshing
the Contents of Data Repaositories” on page 7-40.

To view the contents of a data repository, a DataSync Web application must be
deployed on an active server. After activating the server, do the following:

1

2.

From a Web browser, enter the following URL.:
http://host nane:port - nunber/ dat asyncApp/ i ndex. ht m

where dat asyncApp is the URI for the DataSync Web application. For more
information, refer to “Adding DataSync” on page 5-21.

On the index page, click the Data Repository Browser link.
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3. To view the contents of the Master Data Repository, in the Master Data
Repository table, click the View icon. (See Figure 7-14.)

Figure 7-14 View Contents of the Master Data Repository

Data Repository Browser

o
' o

Z,hea

General Information

Host Name mars

Host IP 255.255.123.45
Application p13nApp
User system

, Master Data Repository
ingleton Master Data Repository backed by a JDBC persistent store
Author BEA Systems
Version 4.0

% Version Note WLPS 4.0
Schema URI Filter (llo filter)
URI Filter (Mo filter)

Registered Data Repositories

+ Property Set Data Repository
+ Aggregating Rule Data Repository

Systems, Inc. All rights reserved,

The DataSync Web application displays a list of all data items that are in the
Master Data Repository.
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4. To view the contents of a data item, click it. For example, to see the contents of a
property set named nusi c_f an, click it. (See Figure 7-15.)

The Data Repository Browser displays the contents, which is formatted in XML.

Figure 7-15 View the Contents of a Data Item
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+ /segments/GlobalClassifications /MobileRocker.seg

- fuserprofiles fmusic_fan.usr

Schema URI http:/fwww . bea.com/servers/plan/ssd/propertyset/1.0

Creation Date 2001-10-22 05:23:00,017

Modification Date 2001-10-22 05:23:00.017
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Description E:vdevinbuildymaintapplicationsiyp13naApp-project\application-synchuserpro
Author monkey CAWINNTAProfilessmonkey en US America/Denver

Yersion 0.0 (Build: 1)

Yersion Note

Data =7xml version="1.0"?x>
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View the Contents of a Notified Data Repository

Each notified Data Repository contains its own copy of a subset of the information in
the Master Data Repository. To verify that a notified Data Repository contains the
same information as the Master Data Repository, refresh the contents. For more
information, refer to “Refreshing the Contents of Data Repositories” on page 7-40.

To view the contents of the Data Repositories that the Master Data Repository notifies,
do the following:

1. From a Web browser, enter the following URL.:
htt p://host name:port - nunber/ dat asyncApp/ i ndex. ht m

where dat asyncApp is the URI for the DataSync Web application. For more
information, refer to “Adding DataSync” on page 5-21.

2. Onthe index page, click the Data Repository Browser link.

3. Onthe Data Repository page, under Registered Data Repositories, click a
repository.
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4. To see the contents of the repository, click the view icon under the repository
name. (See Figure 7-16.)

Figure 7-16 View the Contents of a Registered Data Repository
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Viewing a Notification Chain

In some cases, the Master Data Repository does not directly notify a Data Repository.
Instead, some Data Repositories are part of a notification chain: the Master Data
Repository notifies one Data Repository, which then notifies another Data Repository.

(See Figure 7-17.)

Figure 7-17 Notification Chain

[ ]

Enterprise Application

—
DataSync
Web Applicatio—| | Master Data
Repository

Data Data Data

Repository Repository Repository
Data

Repository

Notification Chain

For example, the Master Data Repository notifies the Aggregating Rule Data
Repository, which in turn notifies the RuleSet Data Repository. The RuleSet Data
Repository then synchronizes its contents with the data in the Aggregating Rule Data

Repository.

To view this relationship in the Data Repository Browser, do the following:

1. From a Web browser, enter the following URL.:

htt p://host name:port - nunber/ dat asyncApp/ i ndex. ht m

where dat asyncApp is the URI for the DataSync Web application. For more

information, refer to “Adding DataSync” on page 5-21.
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2. On the index page, click the Data Repository Browser link.

3. Onthe Data Repository page, under Registered Data Repositories, click
Aggregating Rule Data Repository.

4. Under Aggregating Rule Data Repository, click RuleSet Data Repository. (See
Figure 7-18.)

Figure 7-18 Viewing a Notification Chain
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Clearing the Contents of Data Repositories

You can use the DataSync Web application to clear the contents of one or more Data
Repositories and the corresponding data in the RDBMS repository.

To clear the contents a Data Repository, do the following:

1. From a Web browser, enter the following URL.:
htt p://host name:port - nunber/ dat asyncApp/ i ndex. ht m

where dat asyncApp is the URI for the DataSync Web application. For more
information, refer to “Adding DataSync” on page 5-21.

2. Onthe index page, click the Data Repository Browser link.

3. To clear the contents of the Master Data Repository, in the Master Data
Repository table, click the Clear icon. (See Figure 7-19.)

Figure 7-19 Clear Contents

View &
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Refresh and Motify 25

After you clear the contents, you must synchronize application data to repopulate the
Data Repository.
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Refreshing the Contents of Data Repositories

To refresh the contents a Data Repository, do the following:

1. From a Web browser, enter the following URL:
http://host nanme:port - nunber/ dat asyncApp/ i ndex. ht m

where dat asyncApp is the URI for the DataSync Web application. For more
information, refer to “Adding DataSync” on page 5-21.

2. On the index page, click the Data Repository Browser link.

3. To refresh the contents of the Master Data Repository, do one of the following:

e If you do not want notified repositories to refresh their contents, in the
Master Data Repository table, click the Refresh icon. (See Figure 7-20.)

e If you want the notified repositories to synchronize their contents from the
Master, click the Refresh and Notify icon that is on the Master Data
Repository.

Figure 7-20 Refresh Contents
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CHAPTER

8 Starting and Shutting
Down a Server

WebL ogic Portal provides startup scripts for each of its reference domains. We
recommend that you create scripts similar to these to activate and shut down servers in
your own domain.

This topic includes the following sections:

Starting portalDomain on UNIX
Starting portalDomain on Windows
Startup Confirmation

Setting Environment Variables

Java Command for Starting a Server

Shutting Down a Server

This topic describes starting and stopping portalDomain because this domain provides
the most detailed example of WebL ogic Portal features. For information on starting the
other reference domains, refer to “Review the Reference Domains” on page 3-4.
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Starting portalDomain on UNIX

From a WebL ogic Portal host, enter the following command where PORTAL_HOVE is
the directory into which you installed WebLogic Portal:
PORTAL_HOVE/ Start Portal . sh

The StartPortal . shcalls

PORTAL_HOVE/ confi g/ port al Domai n/ st art Portal . sh, which calls

set - envi ronment . sh to set environment variables. Then it passes to the JVM the
class name and parameters that start WebLogic Server, WebLogic Portal, and activate
the portalDomain and its servers.

For information on starting a server without using St art Por t al . sh (for example, if
you want to create a script for your own environment), refer to the following sections:

m  Setting Environment Variables

m Java Command for Starting a Server

Starting portalDomain on Windows

8-2

From a Windows WebL ogic Portal host, do one of the following:

m Click Start - Programs - BEA WebLogic E-Business Platform — BEA
WebLogic Portal 4.0 - Start BEA WebLogic Portal

m  From a command prompt, enter the following command:
PORTAL_HOVE\ St art Port al . bat

The Start WebLogic Portal Server command on the Start menu is a shortcut to
StartPortal.bat.The StartPortal . bat calls

PORTAL_HOVE/ confi g/ port al Domai n/ st art Portal . bat, which calls

set - envi ronment . bat to set environment variables. Then it passes to the JVM the
class name and parameters that start WebLogic Server, WebLogic Portal, and activate
portalDomain and its servers.
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For information on starting a server without using St art Por t al . bat or the Start
WebLogic Portal Server command (for example, if you want to create a script for your
own environment), refer to the following sections:

m Setting Environment Variables

m Java Command for Starting a Server

Startup Confirmation

When you issue a startup command, WebL ogic Portal displays messages in the shell
that contains the server process. The following three messages indicate that the server
started successfully:

< DATE > <Notice> <WebLogi cServer> <ListenThread |istening on port NUVBER>
< DATE > <Notice> <WebLogi cServer> <SSLLi stenThread |istening on port NUVBER>

< DATE > <Notice> <WebLogi cServer> <Started WebLogi ¢ Adm n Server "server-nane"
for domai n "domai n- nane" >

For information about changing the number and type of messages that WebL ogic
Portal displays in the shell and saves to log files, refer to “Configure the Message
Output” on page 3-11.
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Setting Environment Variables

Before starting the server, you must set environment variables and add directories to
the system path. Although the set - envi ronnment file does this for you, you can set
the variables in any other way that your operating system supports.

This section describes the following tasks:
m  Create New Environment Variables

m  Add Directories to CLASSPATH

m Add Directories to the System PATH

Create New Environment Variables

Create the following new environment variables:

Note: The examples in the following list are from a Windows
set - envi ronment . bat file.

m PORTAL_HOVE={ Directory into which you installed WebL ogic Portal. }

m JDK_HOVE={ Directory into which you installed the JDK that WebLogic Portal
requires. }

m BEA HOMVE={ Directory that contains BEA license files. }
m WEBLOG C_HOve={ Directory into which you installed WebLogic Server. }

m W.CS ORACLE_HOVE={ If you are using Oracle, set this variable to the directory
in which you installed the Oracle client software. }
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Add Directories to CLASSPATH

Add the following directories to the CLASSPATH variable:

Note: For ease of maintenance, the set - envi ronment file groups these directories
into several variables. Then it adds the variables to the CLASSPATH.

m If you use the Cloudscape sample database, the location of the Cloudscape JAR
files. For example,
INEBLOG C_HOVE% sanpl es\ eval \ cl oudscape\li b\ cl oudscape. j ar; Y0EB
LOG C_HOVE% sanpl es\ eval \ cl oudscape\lib\tools.jar; WEBLOG C_HOM
E% sanpl es\ eval \ cl oudscape\lib\client.jar

m  The pathname of the t ool s. j ar file in the JDK that WebL ogic Portal requires.
For example, JDK_TOOLS=%IDK_HOVE% | i b\ t ool s. j ar

m The classes that boot WebLogic Server.
For example,
%I DK_TOOLS% 9WMEBLOG C_HOVE% | i b\ webl ogi c_sp. j ar; YWEBLOG C_HOVE%
\l'i b\webl ogi c.jar; YWEBLOGE C_HOVE% | i b\ xmi x. j ar

m The classes required for the WebLogic Portal run-time environment.
For example,
YPORTAL_HOVE% | i b\j dom j ar ; %°ORTAL_HOVE% | i b\HTTPO i ent . j ar

m  The system-scoped classes for the WebLogic Portal services that you use (if you
are unsure which services you use, add all of the following classes to
CLASSPATH)

e PORTAL_HOVE/lib/pl3n_systemjar

e PORTAL_HOVE/ | i b/ canpai gn_system j ar
e PORTAL_HOVE/ | i b/ conmerce_systemj ar
e PORTAL_HOVE/Ilib/portal _systemjar
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Add Directories to the System PATH

Add the following directories to the system PATH variable:

m The directory that contains the WebL ogic Server binary files.
For example, Y9WEBLOG C_HOVE% bi n

m If you are using the Oracle jDriver, the directory that contains the driver and the
directory that contains the Oracle client binary files.
For example, 9MEBLOG C_HOVE% bi n\ oci 817_8; %\LCS_ORACLE_HOVE% bi n

Java Command for Starting a Server

WebLogic Server is a Java class file, and like any Java application, you can start it with
the j ava command. The arguments needed to start WebLogic Server with WebL ogic
Portal classes from the command line can be quite lengthy and typing it out whenever
you need to start the server can be tedious.

You must include the following arguments to start an instance of a WebLogic
Administration Server that includes WebLogic Server with WebLogic Portal classes:

For Windows:

® - hot spot
or

m -client

Invokes the HotSpot Client VM. For more information, see “Use the HotSpot
Virtual Machine” in the Performance Tuning Guide.

Note: For the default Cloudscape database, Windows uses - cl assi ¢ as a
default.

For Linux or Solaris:

® - hot spot

or
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-client
or
-server

Invokes the HotSpot Client VM or Server VM.

For HP-UX or AIX:

- hot spot
or
-client

Invokes the HotSpot Client VM.

Note: WebLogic Portal does not specify this setting, so it defaults to the Client
VM.

- Xnms128m - Xnx128m

Specifies the initial and maximum values for Java heap memory. The values
assigned to these parameters can dramatically affect the performance of
WebLogic Server and are provided here only as general defaults. In a production
environment you should carefully consider the correct memory heap size to use
for your applications and environment.

- cl asspat h UCLASSPATHY%(Windows)
-cl asspath $CLASSPATH (UNIX)

Sets the j ava - cl asspat h option. The minimum content for this option is
described in “Add Directories to CLASSPATH” on page 8-5.

If you use the Cloudscape database, include the following argument to provide
the database location:
- Dcl oudscape. syst em hone=%ORTAL_HOVE% db/ dat a

- Dnebl ogi c. Dormai n=DOVAI N_NAVME

Where DOVAI N_NANE is the name of the domain that contains your Web
applications. The domain name must match the name of a directory whose
parent directory is named conf i g. In addition, the domain directory must
contain a confi g. xn file that conforms to the WebLogic domain-configuration
DTD.
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For example, if your domain is located in / usr/ conf i g/ myPor t al Domai n, then
use the following argument:
- Dwebl ogi c. Dorai n=nyPor t al Domai n

m - Dwebl ogi c. Name=SERVER_NAME

Where SERVER_NAME is a logical name of the server instance. When a WebLogic
Managed Server requests its configuration information from the Administration
Server, it identifies itself to the Administration Server by server name.

m |f you are starting a Managed Server, include the following argument:
- Dwebl ogi c. managenent . server =host : port or
- Dwebl ogi c. managenent . server=http://host: port

Where host is the name or IP address of the machine where the Administration
Server is running and port is the Administration Server's listen port. By default
the listen port for WebL ogic Portal Administration Servers is 7501. For more
information about starting Managed Servers, refer to “Starting a WebL ogic
Managed Server” under “Starting and Stopping WebL ogic Servers” in the
WebLogic Server Administration Guide.

m - Dbea. hone=BEA HOVE

Where BEA_HOME is the directory that contains BEA license files.
m -0 ava.security. policy==WEBLOG C_HOVE/ | i b/ webl ogi c. pol i cy

Where VEBLOG C_HOME is the directory into which you installed WebLogic
Server. This argument specifies the Java security policy for the server.

® - Dcommer ce. properti es=PORTAL_HOVE/ webl ogi cconmrer ce. properties

® webl ogi c. Server

Where PORTAL_HOME is the directory into which you installed WebLogic Portal.
These arguments load WebL ogic Portal classes.

For example, the StartPortal script for an Administration Server on Windows issues
the following command:

%IDK_HOVE% bi n\ j ava - hotspot - Xms128m - Xmx128m - cl asspat h UCLASSPATHY%

- Dcl oudscape. syst em home=PORTAL_HOVE/ db/ dat a - Dwnebl ogi c. Domai n=%O0VAI N_NAVEY%
- Dwebl ogi c. Name=%SERVER _NAME% - Dbea. hone=%8BEA_HOVE%

-Dj ava. security. poli cy==9\EBLOG C HOVE% | i b/ webl ogi c. pol i cy

- Dconmmrer ce. properti es=PORTAL_HOVE/ webl ogi cconmer ce. properties

webl ogi c. Server
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Shutting Down a Server

To shut down the portalServer and portalDomain, use the St opPor t al script, which
is located in the WebLogic Portal installation directory.

To use the St opPort al script on UNIX, open a shell and enter the following
command:

PORTAL_HQOVE/St opPort al . sh

To use the St opPor t al script on Windows, enter the following command froma DOS
prompt or equivalent command prompt:

PORTAL_HQVE/St opPor t al . bat
where PORTAL_HOVE is the directory in which you installed WebLogic Portal.

Although it is possible to shut down the server by closing the shell that contains the
process or by typing CTRL+C in the shell, such an abrupt action can cause transactions
to be rolled back and any uncommitted session data to be lost. In addition, you can use
the WebLogic Server Administration Console to shut down a WebLogic Portal
instance.
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CHAPTER

O Configuring WebLogic
Portal for Oracle
Databases

WebLogic Portal includes a set of scripts that create Oracle tables and other data
objects for use in any WebLogic Portal environment. Depending on the database
environment that you are defining, you can choose to load sample data that supports
the reference applications.

Usually, a development environment loads the sample data and a staging or production
environment does not. In some cases, you may need to modify the default scripts so
that they load non-operational sample data (such as data for the product catalog).

This section covers two types of Oracle configurations:
m  Configuring for jDriver

m  Configuring for Thin Driver (Available with Service Pack 2 Installation)
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Configuring for jDriver

Step 1: Install the Oracle Client Software

Install the Oracle Client software on the same host as WebL ogic Portal. Configure the
Oracle Net Service Name to specify the target Oracle database. Then test the
connection with the database user name and password that your database administrator
assigned to you.

For information on the Oracle releases that WebL ogic Portal supports for your
platform type, refer to Supported Platforms in the Installation Guide.

Step 2: Create WebLogic Portal Tablespaces and a
Schema-Owner User Account

9-2

To separate its data from the Oracle data dictionary and from data that other
applications use, WebLogic Portal uses the following tablespaces:

m WLCS_DATA, which contains tables for WebLogic Portal
m WLCS_INDEX, which contains indexes for WebLogic Portal

m WLCS_EVENT_DATA, which contains tables for Behavior Tracking
(WebLogic Portal needs this tablespace only if you use the Behavior Tracking
feature. For information on setting up this tablespace, refer to Guide to Events
and Behavior Tracking.)

Ascriptnamed cr eat e_t abl espaces. sql creates the W.CS_DATAand W.CS_| NDEX
tablespaces. It locates both table data and indexes in the W.CS_DATA tablespace. If
possible, each tablespace should be placed on a separate physical disk drive. In Step 6:
Rebuild Indexes, you move the indexes to the W.CS_I NDEX tablespace.

By default, the schema-owner user account for WebLogic Portal is named WEBLOG C
and the tablespace is W.CS_DATA with a temporary tablespace named TEMP. The
sample script named cr eat e_users. sqgl creates the WEBLOG C user with default
tablespaces and grants the WEBLOG C user appropriate database permissions.
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If you need to locate multiple instances of the WebLogic Portal schema on a single
database, you must use a different schema-owner user account for each instance. For
example, if you need to locate development and test database schemas on the same
database instance, you could create two schema owner user accounts named W._DEV
and W._TEST.

Creating WLCS_DATA and WLCS_INDEX

Note: In this document, PORTAL_HOME refers to the directory into which you

installed WebLogic Portal.

To create the W.CS_DATA and W.CS_| NDEX tablespaces, do the following (usually, a
Database Administrator must complete these tasks):

1.

From the host on which you installed the Oracle client and WebL ogic Portal, open
a UNIX shell or MS-DOS command prompt window and change directories to
PORTAL_HOVE/ db/ or acl e/ 817/ admi n.

Make a backup copy of creat e_t abl espaces. sql .

In a text editor, open cr eat e_t abl espaces. sql and modify the pathnames for
the DATA_PATHNANE and | NDEX_PATHNAME variables to match your own local
directory path structures. For example, on a UNIX system, if two disks are
mounted as / usr 1 and / usr 2 and the Oracle SID is PROD, use the following

pathnames:
DEFI NE DATA PATHNAME=/ usr 1/ or adat a/ PROD
DEFI NE | NDEX_PATHNAME=/ usr 2/ or adat a/ PROD

If you want to use a schema-owner user account other than the default WEBLOG C,
do the following:

a. Make a backup copy of creat e_users. sql .

b. Inatexteditor,opencreate_users. sql and change WEBLOG Cto the schema
owner user account of your choice.

Enter the following command to start a SQL*Plus session:
sql pl us user nane/ passwor d@et _servi ce_nane

where user nane is syst emor a user with privileges to create tablespaces,
passwor d is the system (or other users) password, and

net _servi ce_name is the Net Service name that you defined for the Oracle
database.
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6.

8.

Enter the following to create tablespaces:
@r eat e_t abl espaces. sql

Output from executing cr eat e_t abl espaces. sqgl will be written to a file
named CREATE_TABLESPACES. LOG Verify the results of running
create_t abl espaces. sql before you continue.

Enter the following to create a schema-owner user account:
@r eat e_users. sql

Output from executing cr eat e_user s. sql will be written to a file named
CREATE_USERS. LOG Verify the results of running cr eat e_users. sql before
you continue.

Exit SQL*Plus.

Determining the Size of the WebLogic Portal Tablespaces

9-4

Monitoring the growth and usage of database resources and data files is a critical task
that a Database Administrator must do on a regular basis. By default, the W.CS_DATA
and WLCS_| NDEX tablespaces are 100 Megabytes each. Any of the following factors
might require you to adjust these default sizes:

Whether you are working in a development, testing, staging, or production
environment.

The WebLogic Portal components (services) that your site uses. For example, a
site that uses commerce, personalization, and portal services will probably
require more disk space than a comparable site that uses only the personalization
service.

The number of users and groups for your application and the amount of data
personalization data that the application generates and stores.

Sizing for rollback segments, redo log files, archive log files and system
tablespaces.

To determine the amount of disk space that you need in your production environment,
a Database Administrator can analyze the usage of the database tables in the
development environment. Based on the number of users, groups, personalization data
and data from other services, the Database Administrator can project estimates for disk
space requirements.
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Step 3: Configure Properties and Environment Variables
for Oracle

When you install WebLogic Portal, it is configured to support a Cloudscape
demonstration database. This section describes how to modify the default Cloudscape
properties to support an Oracle database.

To configure properties files and environment variables for Oracle, complete the
following tasks in the order indicated below:

1. Start the WebLogic Server Administration Console
Configure JDBC Connection Pools for Oracle
Update Settings for the RDBMS Security Realm
Configure the JDBC Helper Service

Stop the Server

o 0 ~ w N

Update Environment Variables for the Server

Start the WebLogic Server Administration Console

To configure a WebLogic Portal server to support Oracle, start the server and access
the WebLogic Server Administration Console for the server’s domain.

For example, you want to configure mySer ver (which listens on port 7501). Start
mySer ver on your local host and then enter the following URL in a browser:
http://[host]:[port]/console

For more information on starting the WebLogic Server Administration Console, refer
to “WebLogic Server Administration Console” in the WebLogic Portal Architectural
Overview.
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Configure JDBC Connection Pools for Oracle

Connection pools provide ready-to-use pools of connections to your RDBMS. The
application server creates the pools during server startup, thus eliminating the
overhead of your enterprise application having to establish database connections for
each transaction. For more information about connection pools, refer to “Overview of
Connection Pools” in the WebLogic Server Programming WebLogic JDBC guide.

This section contains the following subsections:
m  Configure commercePool for Oracle Databases

m Configure dataSyncPool for Oracle Databases

Configure commercePool for Oracle Databases
To configure commer cePool for Oracle, do the following:

1. Inthe left pane of the WebL ogic Server Administration Console, click Services —
JDBC - Connection Pools.

2. Under the Connection Pools folder, click commercePool.

3. On the General tab, enter the following values:

In this box... | Enter this value for WebLogic jDriver

URL j dbc: webl ogi c: oracl e
Driver webl ogi c. j dbc. oci . Dri ver
Classname

webl ogi c. t 3. wai t For Connect i on=t r ue<Ret ur n>

webl ogi c. t 3. wai t SecondsFor Connect i o0n=999999999999, web
| ogic.jts.waitSecondsFor Connecti onSecs=999999999999, v
er bose=f al se<Ret ur n>

server =@RACLE_NET_SERVI CE_NAME@

Where <Return> denotes that you should hit the Return key after this
line of text while entering properties in the "Properties" box.
ORACLE_USERIs the name of the Oracle user account (WEBLOGIC by
default) and ORACLE_NET_SERVI CE_NAME is the name of the Oracle
net service or database SID.
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5. Next to Password, click change.

6. On the Change Password page, enter and confirm the password of the user
account. Then click Apply.

The WebLogic Server Administration Console keeps this password in an
encrypted format.

7. To save your updated password, on the commercePool page, click Apply.

Configure dataSyncPool for Oracle Databases

Configure a JDBC connection pool named dat aSyncPool by doing the following:

1. Inthe left pane of the WebLogic Server Administration Console, click Services —
JDBC - Connection Pools.

2. Under the Connection Pools folder, click dataSyncPool.

3. On the General tab, enter the following values:

In this box...

Enter this value for WebLogic jDriver

URL

j dbc: webl ogi c: oracl e

Driver
Classname

webl ogi c. jdbc. oci. Driver

Properties

user =@RACLE_USER@xRet ur n>

webl ogi c. t 3. wai t For Connect i on=t r ue<Ret ur n>

webl ogi c. t 3. wai t SecondsFor Connect i 0n=999999999999, web
logic.jts.waitSecondsFor Connecti onSecs=999999999999, v
er bose=f al se<Ret ur n>

server =@RACLE_NET_SERVI CE_NAMVE@

Where <Return> denotes that you should hit the Return key after this
line of text while entering properties in the "Properties” box.
ORACLE_USERIs the name of the Oracle user account (WEBLOGIC by
default) and ORACLE_NET_SERVI CE_NAME is the name of the Oracle
net service or database SID.

4. To save your entries, click Apply.

5. Next to Password, click change.
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6. On the Change Password page, enter and confirm the password of the user
account. Then click Apply.

The WebLogic Server Administration Console keeps this password in an
encrypted format.

7. To save your updated password, on the dataSyncPool page, click Apply.

Update Settings for the RDBMS Security Realm

If you are using the RDBMS security realm, you must change the RDBMSReal msettings
to match the database type that stores the user information. If you are using LDAP or
some other security realm, you can ignore these settings.

To change these settings, do the following:

1. Inthe left pane of the WebL ogic Server Administration Console, click Security —
Realms — wilcsRealm.

Note: If you named your RDBMS realm something other than wicsRealm, click
the realm that you created.

2. Inthe right pane, click the Database tab and enter the following values:

In this box... | Enter this value for WebLogic jDriver

URL j dbc: webl ogi c: oracl e
Driver webl ogi c. j dbc. oci . Dri ver
Classname

User Name | The name of the Oracle user account (WEBLOGIC by default).

3. To save your entries, click Apply.

4. Next to Password, click change. (See Figure 9-1.)
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Figure 9-1 Modify Values on the Database Tab (jDriver Example)
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5. On the Change Password page, enter and confirm the password of the user

portalDomain> Realms> wicsRealm

Conng to localhost 7501 Active Domain: portalDomain
Configuration Notes
General Database Schema
&2 Driver: Iwethgic.jdhc.uci.Driver
&2 URL: dehc:wehlugic:uracle

A2 Password:

A2 User Name: WEBLOGIC

change...

account. Then click Apply.

The WebLogic Portal Administration Tools keeps this password in an encrypted

format.

6. To save your password, on the wicsRealm page, click Apply.

7. Click the Schema tab and enter the following properties:

user =@RACLE_USER@<Enter>
webl ogi c. t 3. wai t For Connect i on=t r ue<Enter>
webl ogi c. t 3. wai t SecondsFor Connecti on=999999999999, webl ogi c.jts.
wai t SecondsFor Connect i onSecs=999999999999, ver bose=f al se<Enter>

server =@RACLE_NET_SERVI CE_NAMVE@
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where <Enter> denotes that you must press the Enter key after you type the line

of text,

@RACLE_USER@is the name of the Oracle user account (WEBLOGIC by

default) and

@DRACLE_NET_SERVI CE_NAME@is the name of the Oracle net service..

8. Click Apply.

Configure the JDBC Helper Service

9-10

The JDBC Helper Service enables services to explicitly establish a database
connection and to coordinate the processing of CLOB data. To configure the JDBC
Helper service for Oracle, do the following for each deployed application that uses

JDBC services:

Note: Since the data synchronization framework uses the Personalization enterprise
application, you will need to use the following procedure for the
Personalization application as well as all other deployed applications.

1. Inthe left pane of the WebLogic Server Administration Console, click Deployment
— Applications » MyApplication — Service Configuration — JDBC Helper

Services.

2. Inthe right pane, on the Configuration tab, enter the following values:

In this box...

Enter this value...

Maximum Number of
Retries

The maximum number of times the service attempts to connect to
the database.

A value of - 1 instructs the service to retry an unlimited number of
times.

Maximum Wait Time

The number of milliseconds to wait for a database connection. When
the time limit expires, the service attempts another connection, up to
the maximum number of retries.

A value of - 1 instructs the service to wait infinitely.

Delegate Class Name

com bea. p13n.util.jdbc.internal.COacl eJDriverJ
dbcHel per Del egat e

3. To save your entries, click Apply.
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4. Repeat these steps for each application that uses JDBC services and that you have
deployed on this server instance.

Note: For information on setting the JDBC Helper Service for Sybase, DB2, and
SQL Server 7, see step 2.4 of the section “Update Settings for the JDBC
Helper Service” in the <PORTAL_HOME>/db/readme.html file. No Delegate
Class Name is required for Cloudscape databases.

Configure the JDBC Helper Service when Migrating an Application

When migrating an application, including Petflow or the Avitek demonstration, the
Service Configuration folder is not automatically created and therefore cannot be used
to set up the Helper Service. To set up the Helper Service when migrating an
application, do the following:

Note: This procedure configures the JDBC Helper Service for the jDriver for Oracle,
it will not create a Service Configuration folder in the console.

1. In WLP_HOME/config/config.xml, enter the following within the
<appl i cati on>tag:

<Appl i cati onConfi gurati on Name="<Your AppName>"
Tar get s="<your appSer ver nanme>"

URl =" META- | NF/ appl i cati on-config. xm "/ >

2. Create an appl i cation-config.xm file under
WLP_HOME/applications/<YourAppName>/META-INF
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3. Inthe Application-config.xml file input the following:

<Appl i cati onConfi gurati on>
<JdbcHel per

JdbcHel per Del egat e="com bea. p13n. util.jdbc.internal.Oracl eJDriver
JdbcHel per Del egat e"

MaxRet ri es="-1"

MaxWai t Ti me="-1"

Narme="JdbcHel per"

/>
</ Appl i cati onConfi guration>

Stop the Server

Stop the server to complete the remainder of Step 3: Configure Properties and
Environment Variables for Oracle.

For information on stopping the server, refer to “Shutting Down a Server” on page 8-9.

Update Environment Variables for the Server

To update environment variables, do the following:

1. Make a backup copy of PORTAL_HOVE\ bi n\ wi n32\ set - envi r onment . bat
(Windows) or
PORTAL_HOVE/ bi n/ uni x/ set - envi ronment . sh (UNIX).

2. Open the file in a text editor and find the line
W.CS_ORACLE_HOVE=@RACLE_HOMVE@
The W.CS_ORACLE_HOME variable adds Oracle-client Java classes and libraries to
the Java classpath and to the system path.

3. Substitute @RACLE_HOVE@with the absolute pathnames of the directory in which
you installed the Oracle client software. For example, Listing 9-1 shows a
Windows environment in which the Oracle client software is installed in
C:\oracl e\ ora81.

9-12 Deployment Guide



Configuring for jDriver

Listing 9-1 Set @ORACLE_HOME@

SET PORTAL_HOVE=c:\ bea\ Portal 4.0
SET JDK_HOME=c: \ bea\j dk1. 3

SET WLCS_ORACLE_HOVE=C: \ or acl e\ or a81

SET BEA HOVE=c: \ bea
SET WEBLOG C_HOME=c: \ bea\ W server6. 1

To specify the database driver, under the section titled
-------- Speci fy which database to use --------,doone of the following:

m On UNIX, replace # DATABASE=ORACLE_OCI with SET
DATABASE=ORACLE_COCI . Then deactivate the Cloudscape driver by placing # at
the beginning of the Cloudscape line.

m  On Windows, replace REM DATABASE=ORACLE_OCI with SET
DATABASE=0RACLE_CCI . Then deactivate the Cloudscape driver by placing REM
at the beginning of the Cloudscape line. (See Listing 9-2.)

Listing 9-2 Specify WebLogic jDriver

REM - ----nononnn Speci fy which Database Driver to use -----------
REM SET DATABASE=CLOUDSCAPE

SET DATABASE=CRACLE_CCI

Step 4: Create the Database Schema for Oracle

WebLogic Portal includes a script, create_al | . bat (create_al | . sh for UNIX),
that calls a series of other scripts to create the WebLogic Portal schema and install
sample data. You can modify the script to create the database without loading sample
data.
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This step includes the following tasks:

m Set Variables in create_all and databaseload.properties

m  Run create_all

Note: If you use the Event and Behavior Tracking Service, you must use a separate

set of scripts to create the Event and Behavior Tracking schema objects. For
more information, refer to “Scripts” under “Persisting Behavior Tracking
Data” in the Guide to Events and Behavior Tracking.

Set Variables in create_all and databaseload.properties

9-14

To set variables in creat e_al |, do the following:

1

Create a backup copy of PORTAL_HOVE/ db/ create_al | . bat (create_al | . sh
on UNIX).

Open the file in a text editor.

Find the following statements, which are near the beginning of the file:

REM To be set by user
set SAMPLEDATA=Y
set USER | D=nyUser
set PASSWORD=nyPasswor d
set SERVER=nyServer
REM End of set by user

Supply the following values for each statement:

Note: USER | Dand PASSWORD are case sensitive. You must use the same case in
dat abasel oad. properti es as you used when you created the database
user (for example, VEBLOG C, not webl ogi c).

For this statement...  Enter this value...

SAMPLEDATA Y if you want to load sample catalog, customer, and user data. The

reference applications use this data to demonstrate WebLogic Portal
features.

N if you do not want to load sample data. The reference
applications do not function properly without this sample
data. Do not enter N if you are setting up an environment in
which you want to run the sample applications.
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For this statement...  Enter this value...

USER I D The name of the Oracle user account (WEBLOGIC by
default). This value is case sensitive and must be in the same
case as the database user name.

PASSWORD The password for the Oracle user account. This value is case
sensitive and must be in the same case as the database user
name.

SERVER The net service name for the Oracle database.

5

. Savecreate_all.

To set up dat abasel oad. properti es, do the following:

1.
2.

Create a backup copy of PORTAL_HOVE/ db/ dat abasel oad. properti es.
Open dat abasel oad. properti es in a text editor.

Disable the Cloudscape statements by placing a pound character (#) at the
beginning of each line:

R Cloudscape-----------------“-------~------- #
#j dbcdri ver =COM cl oudscape. core. JDBCDri ver
#connect i on=j dbc: cl oudscape: Conmer ce

#dbl ogi n=none

#dbpasswor d=none

Enable the statements for the Oracle driver by removing the pound character (#)
from the beginning of each line. For example, the following lines specify the
WebLogic jDriver for Oracle:

#o-m--- Oacle OCl jDriver--------------moommmmo-- #

j dbcdri ver =webl ogi c. j dbc. oci . Dri ver

connecti on=j dbc: webl ogi c: or acl e: @RACLE_NET_SERVI CE_NAMVE@
dbl ogi n=@RACLE_USER@

dbpasswor d=@RACLE_PASSWORD@

In the Oracle statements, replace @GDRACLE_USER@with the name of the Oracle
user account. Replace @RACLE_PASSWORD@with the password for the user
account and replace @RACLE_NET_SERVI CE_NAMVE@with the name of the net
service that hosts the WebLogic Portal database.

Deployment Guide ~ 9-15



9 Configuring WebLogic Portal for Oracle Databases

6. Save dat abasel oad. properti es.

Note:

Run create_all

You cannot use the Oracle driver when loading sample dataviacreate_al | .
Instead, use jDriver for this step and in set - envi r onment use SET
DATABASE=ORACLE_0OCI while running cr eat e_al | . Refer to the Release
Notes for more information.

Caution: Before it creates tables, creat e_al | . bat runs SQL statements that drop

any existing WebLogic Portal tables. If you run create_al | . bat fora
database that already contains WebLogic Portal data, you will lose any
WebLogic Portal data that is in the database.

To create the WebLogic Portal schema, do the following:

1. Opena UNIX shell or MS-DOS command prompt window and change directories
to the PORTAL_HOVE/ db directory.

2. Enter the following command:
PORTAL_HOVE/ db/ create_al | . bat (create_all.sh on UNIX)

The script logs its actions in several log files, which it locates in the
PORTAL_HOVE/ db directory.

3. View the following log files to verify that there are no errors:

drop_al | .l og. Ifyouruncreate_all.bat for adatabase that contains
tables that are not part of the WebLogic Portal schema, the log file contains
messages that state Cannot drop the table.... You can ignore these messages.

create_all.log
insert_all.log
statistics.log

install _report.|og

For a description of the tables, indexes, and constraints, see the following topics:

m  “The Personalization Server Schema” in the Guide to Building Personalized
Applications

9-16 Deployment Guide



Configuring for jDriver

m  “The Portal Management Database Schema” in the Getting Started with Portals
and Portlets

m  “Product Catalog Database Schema” in the Guide to Building a Product Catalog

m  “Order Processing Database Schema” in the Guide to Managing Purchases and
Processing Orders

m  “Persisting Behavior Tracking Data” in the Guide to Events and Behavior
Tracking

m “The Campaign Manager Database Schema” in the Guide to Developing
Campaign Infrastructure

Step 5: Load Sample Data

You can load additional sample data that demonstrates ad placeholders and other
Campaign services.

Note:

You must load sample data in order to run the WebL ogic Portal sample
applications with Oracle. If you did not want to run the sample applications,
then you can skip this step.

If you do not load the sample data and then try to bring up the portal tools
(http://host: 7501/ portal Tool s/ i ndex. j sp) after starting the server,
the following error message appears in the console:

<Error> <Webfl ow> <Error while parsing uri

/ portal Tool s/application, path null, query string
nanmespace=adm n_mai n - Webfl ow XM. does not exist, is not

| oaded properly, or you do not have a
configuration-error-page

defi ned. Excepti on[ com bea. p13n. appf| ow. excepti on. Confi gur at
i onException: The configuration-error-page node was not found
in the webflow xml file. for webapp [tools], nanespace
[admin_main]. While trying to display CONFI GURATI ON ERROR:

[ Exception[ com bea. p13n. appf| ow. excepti on. Confi gurati onExce
ption: Bad Namespace - nanmespace [adnmin_nain] is not

avail abl e for webfl ow execution. Mike sure the
[admin_main.wf] file is deployed in webapp [tools].]],]

To load sample data, do the following:
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1

2.

3.

Start the server that you want to use the sample data. For information on starting
servers, refer to Chapter 8, “Starting and Shutting Down a Server.”.

Open a command shell and enter the following command:
PORTAL_HOWVE\ bi n\ pl at f or m t ype\ | oadSanpl eDat a. bat

Shut down WebL ogic Portal. For information on stopping the server, refer to
“Shutting Down a Server” on page 8-9.

The | oadSanpl eDat a script does the following:

Synchronizes sample data with the reference applications.

Calls | oaddocs. bat, which loads documents that the p13nApp application
displays.

Calls | oadads. bat , which loads ads to demonstrate ad placeholders in the
wlcsApp reference application.

Step 6: Rebuild Indexes

9-18

The creat e_al | script places the WebLogic Portal indexes in the default tablespace
(W.CS_DATA). To locate and rebuild the indexes in the W.CS_I NDEX tablespace, do the
following:

1.

From the host on which you installed the Oracle client and WebLogic Portal, open
a UNIX shell or MS-DOS command prompt window and change directories to
PORTAL_HOWVE/ db/ or acl e/ 817/ adm n.

Enter the following command to start a SQL*Plus session:
sql pl us user nane/ passwor d@et _servi ce_nane

where user nane is the name of the Oracle user account (WEBLOGIC by
default),

passwor d is the password for the Oracle user account, and

net _servi ce_name is the Net Service name that you defined for the Oracle
database.

Enter the following command to rebuild indexes:
@ ebui | d_i ndexes. sql
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Configuring for Thin Driver

Thin Driver is certified with the Service Pack 2 Installation.

Step 1: Install the Oracle Client Software

Install the Oracle Client software on the same host as WebL ogic Portal. Configure the
Oracle Net Service Name to specify the target Oracle database. Then test the
connection with the database username and password that your database administrator
assigned to you.

For information on the Oracle releases that WebL ogic Portal supports for your
platform type, refer to Supported Platforms in the Installation Guide.

Step 2: Create WebLogic Portal Tablespaces and a
Schema-Owner User Account

To separate its data from the Oracle data dictionary and from data that other
applications use, WebLogic Portal uses the following tablespaces:

m WLCS_DATA, which contains tables for WebL ogic Portal
m WLCS_INDEX, which contains indexes for WebLogic Portal

m WLCS_EVENT_DATA, which contains tables for Behavior Tracking
(WebLogic Portal needs this tablespace only if you use the Behavior Tracking
feature. For information on setting up this tablespace, refer to Guide to Events
and Behavior Tracking.)

A script named cr eat e_t abl espaces. sql createsthe W.CS_DATAand W.CS_I NDEX
tablespaces. It locates both table data and indexes in the W.CS_DATA tablespace. If
possible, each tablespace should be placed on a separate physical disk drive. In Step 6:
Rebuild Indexes, you move the indexes to the W.CS_| NDEX tablespace.
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By default, the schema-owner user account for WebLogic Portal is named WEBLOG C
and the tablespace is W.CS_DATA with a temporary tablespace named TEMP. The
sample script named cr eat e_users. sqgl creates the WEBLOG C user with default
tablespaces and grants the WEBLOG C user appropriate database permissions.

If you need to locate multiple instances of the WebLogic Portal schema on a single
database, you must use a different schema-owner user account for each instance. For
example, if you need to locate development and test database schemas on the same
database instance, you could create two schema owner user accounts named W._DEV
and W._TEST.

Creating WLCS_DATA and WLCS_INDEX

9-20

Note: In this document, PORTAL_HOVE refers to the directory into which you
installed WebLogic Portal.

To create the W.CS_DATA and W.CS_| NDEX tablespaces, do the following (usually, a
Database Administrator must complete these tasks):

1. From the host on which you installed the Oracle client and WebLogic Portal, open
a UNIX shell or MS-DOS command prompt window and change directories to
PORTAL_HOWVE/ db/ or acl e/ 817/ admi n.

2. Make a backup copy of cr eat e_t abl espaces. sql .

3. Inatext editor, open cr eat e_t abl espaces. sql and modify the pathnames for
the DATA_PATHNANME and | NDEX_PATHNANE variables to match your own local
directory path structures. For example, on a UNIX system, if two disks are
mounted as / usr 1 and / usr 2 and the Oracle SID is PROD, use the following

pathnames:
DEFI NE DATA PATHNAME=/ usr 1/ or adat a/ PROD
DEFI NE | NDEX_PATHNAME=/ usr 2/ or adat a/ PRCD

4. 1f you want to use a schema-owner user account other than the default WEBLOG C,
do the following:

a. Make a backup copy of creat e_users. sql .

b. Inatexteditor, opencreate_users. sql and change WEBLOG Cto the schema
owner user account of your choice.

5. Enter the following command to start a SQL*Plus session:
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sql pl us user nane/ passwor d@et _servi ce_nane

where user nane is syst emor a user with privileges to create tablespaces,
passwor d is the system (or other users) password, and

net _servi ce_name is the Net Service name that you defined for the Oracle
database.

6. Enter the following to create tablespaces:
@r eat e_t abl espaces. sql

Output from executing cr eat e_t abl espaces. sql will be written to a file
named CREATE_TABLESPACES. LOG Verify the results of running
create_t abl espaces. sql before you continue.

7. Enter the following to create a schema-owner user account:
@reat e_users. sql

Output from executing cr eat e_user s. sql will be written to a file named
CREATE_USERS. LOG Verify the results of running cr eat e_users. sql before
you continue.

8. Exit SQL*Plus.

Determining the Size of the WebLogic Portal Tablespaces

Monitoring the growth and usage of database resources and data files is a critical task
that a Database Administrator must do on a regular basis. By default, the W.CS_DATA
and WLCS_I NDEX tablespaces are 100 Megabytes each. Any of the following factors
might require you to adjust these default sizes:

m  Whether you are working in a development, testing, staging, or production
environment.

m  The WebLogic Portal components (services) that your site uses. For example, a
site that uses commerce, personalization, and portal services will probably
require more disk space than a comparable site that uses only the personalization
service.

m  The number of users and groups for your application and the amount of data
personalization data that the application generates and stores.

m Sizing for rollback segments, redo log files, archive log files and system
tablespaces.
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To determine the amount of disk space that you need in your production environment,
a Database Administrator can analyze the usage of the database tables in the
development environment. Based on the number of users, groups, personalization data
and data from other services, the Database Administrator can project estimates for disk
space requirements.

Step 3: Configure Properties and Environment Variables
for Oracle

When you install WebLogic Portal, it is configured to support a Cloudscape
demonstration database. This section describes how to modify the default Cloudscape
properties to support an Oracle database.

To configure properties files and environment variables for Oracle, complete the
following tasks in the order indicated below:

Start the WebLogic Server Administration Console
Configure JDBC Connection Pools for Oracle
Update Settings for the RDBMS Security Realm
Configure the JDBC Helper Service

Stop the Server

© o c w D =

Update Environment Variables for the Server

Start the WebLogic Server Administration Console
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To configure a WebLogic Portal server to support Oracle, start the server and access
the WebLogic Server Administration Console for the server’s domain.

For example, you want to configure nmySer ver (which listens on port 7501). Start
mySer ver on your local host and then enter the following URL in a browser:
http://[host]:[port]/console

For more information on starting the WebLogic Server Administration Console, refer
to “WebLogic Server Administration Console” in the WebLogic Portal Architectural
Overview.
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Configure JDBC Connection Pools for Oracle

Connection pools provide ready-to-use pools of connections to your RDBMS. The
application server creates the pools during server startup, thus eliminating the
overhead of your enterprise application having to establish database connections for
each transaction. For more information about connection pools, refer to “Overview of
Connection Pools” in the WebLogic Server Programming WebLogic JDBC guide.

This section contains the following subsections:
m  Configure commercePool for Oracle Databases

m  Configure dataSyncPool for Oracle Databases

Configure commercePool for Oracle Databases
To configure commer cePool for Oracle, do the following:

1. Inthe left pane of the WebLogic Server Administration Console, click Services —
JDBC - Connection Pools.

2. Under the Connection Pools folder, click commercePool.

3. On the General tab, enter the following values:

In this box... | Enter this value for WebLogic jDriver

URL jdbc: oracl e: thi n: @GDRACLE_SERVER@ @RACLE_PORT: @RACL
E Sl D@

Driver oracle.jdbc.driver.Oracl eDriver

Classname
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In this box... | Enter this value for WebLogic jDriver

Properties user =@RACLE_USER@xRet ur n>

webl ogi c. t 3. wai t For Connect i on=t r ue<Ret ur n>

webl ogi c. t 3. wai t SecondsFor Connecti o0n=999999999999, web
l ogi c.jts.waitSecondsFor Connecti onSecs=999999999999, v
er bose=f al se<Ret ur n>

Where <Return> denotes that you should hit the Return key after this
line of text while entering properties in the "Properties" box.
ORACLE_USERIs the name of the Oracle user account (WEBLOGIC by
default) and ORACLE_NET_SERVI CE_NAME is the name of the Oracle
net service or database SID.

Note: If you are changing the connection pool from the default
Cloudscape to Oracle Thin, delete the last line in the
Cloudscape setup: "server=none".

To save your entries, click Apply.
Next to Password, click change.

On the Change Password page, enter and confirm the password of the user
account. Then click Apply.

The WebLogic Server Administration Console keeps this password in an
encrypted format.

To save your updated password, on the commercePool page, click Apply.

Configure dataSyncPool for Oracle Databases
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Configure a JDBC connection pool named dat aSyncPool by doing the following:

1

In the left pane of the WebL ogic Server Administration Console, click Services —
JDBC - Connection Pools.

Under the Connection Pools folder, click dataSyncPool.

On the General tab, enter the following values:
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In this box...

Enter this value for WebLogic jDriver

URL

jdbc: oracl e:thi n: @RACLE_SERVER@ @RACLE_PORT: @RACL
E_SI D@

Driver
Classname

oracle.jdbc.driver. O acl eDriver

Properties

user =@RACLE_USER@xRet ur n>

webl ogi c. t 3. wai t For Connect i on=t r ue<Ret ur n>

webl ogi c. t 3. wai t SecondsFor Connect i 0n=999999999999, web
| ogic.jts.waitSecondsFor Connecti onSecs=999999999999, v
er bose=f al se<Ret ur n>

Where <Return> denotes that you should hit the Return key after this
line of text while entering properties in the "Properties” box.
ORACLE_USERIs the name of the Oracle user account (WEBLOGIC by
default) and ORACLE_NET_SERVI CE_NAME is the name of the Oracle
net service or database SID.

Note: If you are changing the connection pool from the default
Cloudscape to Oracle Thin, delete the last line in the
Cloudscape setup: "server=none".

4. To save your entries, click Apply.

5. Next to Password, click change.

6. On the Change Password page, enter and confirm the password of the user
account. Then click Apply.

The WebLogic Server Administration Console keeps this password in an
encrypted format.

7. To save your updated password, on the dataSyncPool page, click Apply.

Update Settings for the RDBMS Security Realm

If you are using the RDBMS security realm, you must change the RDBVSReal msettings
to match the database type that stores the user information. If you are using LDAP or
some other security realm, you can ignore these settings.

To change these settings, do the following:
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1. Inthe left pane of the WebL ogic Server Administration Console, click Security —
Realms — wilcsRealm.

Note: If you named your RDBMS realm something other than wicsRealm, click
the realm that you created.

2. Inthe right pane, click the Database tab and enter the following values:

In this box... | Enter this value for WebLogic jDriver

URL jdbc: oracl e:thi n: @IDRACLE_SERVER@ @RACLE_PORT: @RACL
E Sl D@

Driver oracle.jdbc.driver.Oacl eDriver

Classname

User Name | The name of the Oracle Thin user account (WEBLOGIC by default).

3. To save your entries, click Apply.

4. Next to Password, click change. (See Figure 9-1.)

5. On the Change Password page, enter and confirm the password of the user
account. Then click Apply.

The WebLogic Portal Administration Tools keeps this password in an encrypted

format.

6. To save your password, on the wicsRealm page, click Apply.

7. Click the Schema tab and enter the following properties:

user =@RACLE_USER@<Enter>

webl ogi c. t 3. wai t For Connect i on=t r ue<Enter>

webl ogi c. t 3. wai t SecondsFor Connect i 0n=999999999999, webl ogi c.j ts.
wai t SecondsFor Connect i onSecs=999999999999, ver bose=f al se<Enter>

where <Enter> denotes that you must press the Enter key after you type the line
of text, @RACLE_USER@is the name of the Oracle user account (WEBLOGIC

by default)

8. Click Apply.
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Configure the JDBC Helper Service

The JDBC Helper Service enables services to explicitly establish a database
connection and to coordinate the processing of CLOB data. To configure the JDBC
Helper service for Oracle, do the following for each deployed application that uses

JDBC services:

Note: Since the data synchronization framework uses the Personalization enterprise
application, you will need to use the following procedure for the
Personalization application as well as all other deployed applications.

1. Inthe left pane of the WebL ogic Server Administration Console, click Deployment
— Applications — MyApplication — Service Configuration — JDBC Helper

Services.

2. Inthe right pane, on the Configuration tab, enter the following values:

In this box...

Enter this value...

Maximum Number of
Retries

The maximum number of times the service attempts to connect to
the database.

A value of - 1 instructs the service to retry an unlimited number of
times.

Maximum Wait Time

The number of milliseconds to wait for a database connection. When
the time limit expires, the service attempts another connection, up to
the maximum number of retries.

A value of - 1 instructs the service to wait infinitely.

Delegate Class Name

com bea. pl3n.util.jdbc.internal.O acl eThi nJdbc
Hel per Del egat e

3. To save your entries, click Apply.

4. Repeat these steps for each application that uses JDBC services and that you have
deployed on this server instance.

Note: For information on setting the JDBC Helper Service for Sybase, DB2, and
SQL Server 7, see step 2.4 of the section “Update Settings for the JDBC
Helper Service” in the <PORTAL_HOME>/db/readme.html file. No Delegate
Class Name is required for Cloudscape databases.
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Configure the JDBC Helper Service when Migrating an Application
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When migrating an application, including Petflow or the Avitek demonstration, the
Service Configuration folder is not automatically created and therefore cannot be used
to set up the Helper Service. To set up the Helper Service when migrating an
application, do the following:

Note: This procedure configures the JDBC Helper Service for the jDriver for Oracle,
it will not create a Service Configuration folder in the console.

1. In WLP_HOME/config/config.xml, enter the following within the
<appl i cati on>tag:

<Appl i cationConfi gurati on Nanme="<Your AppNanme>"
Tar get s=" <your appSer ver name>"

URI =" META- | NF/ appl i cati on-config.xm"/>

2. Create an appl i cati on-config. xm file under
WLP_HOME/applications/<YourAppName>/META-INF
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3. Inthe Application-config.xml file input the following:

<Appl i cati onConfi guration>
<JdbcHel per

JdbcHel per Del egat e="com bea. p13n. util.jdbc.internal. O acl eThi nJdb
cHel per Del egat e"

MaxRetri es="-1"

MaxVai t Ti me="-1"

Name="JdbcHel per"

/>
</ Appl i cati onConfi guration>

Stop the Server

Stop the server to complete the remainder of Step 3: Configure Properties and
Environment Variables for Oracle.

For information on stopping the server, refer to “Shutting Down a Server” on page 8-9.

Update Environment Variables for the Server

To update environment variables, do the following:

1. Make a backup copy of PORTAL_HOVE\ bi n\ wi n32\ set - envi r onnent . bat
(Windows) or
PORTAL_HOVE/ bi n/ uni x/ set - envi ronnent . sh (UNIX).

2. Open the file in a text editor and find the line
W.CS_ORACLE HOVE=@RACLE_HOVE@
The W.CS_ORACLE_HOME variable adds Oracle-client Java classes and libraries to
the Java classpath and to the system path.

3. Substitute @RACLE_HOVE@with the absolute pathnames of the directory in which
you installed the Oracle client software. For example, Listing 9-1 shows a
Windows environment in which the Oracle client software is installed in
C:\oracl e\ ora81.
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Listing 9-3 Set @QORACLE_HOME@

SET PORTAL_HOMVE=c:\bea\ Portal 4.0
SET JDK_HOME=c: \ bea\j dk1. 3

SET WL.CS_ORACLE_HOVE=C: \ or acl e\ or a81

SET BEA HOVE=c: \ bea
SET WEBLOG C_HOME=c: \ bea\W server6. 1

To specify the database driver, under the section titled
-------- Speci fy which database to use --------,doone of the following:

m On UNIX, replace # DATABASE=ORACLE_OCI with SET
DATABASE=ORACLE_OCI . Then deactivate the Cloudscape driver by placing # at
the beginning of the Cloudscape line.

m  On Windows, replace REM DATABASE=ORACLE_OCI with SET
DATABASE=ORACLE_OCI . Then deactivate the Cloudscape driver by placing REM
at the beginning of the Cloudscape line. (See Listing 9-2.)

Listing 9-4 Specify WebLogic Thin Driver

REM - ------n--- Speci fy which Database Driver to use -----------
REM SET DATABASE=CLOUDSCAPE

SET DATABASE=ORACLE_THI N

Step 4: Create the Database Schema for Oracle

9-30

WebLogic Portal includes a script, create_al | . bat (create_al | . sh for UNIX),
that calls a series of other scripts to create the WebLogic Portal schema and install
sample data. You can modify the script to create the database without loading sample
data.
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This step includes the following tasks:

m  Set Variables in create_all and databaseload.properties

m  Run create_all

Note: If you use the Event and Behavior Tracking Service, you must use a separate

set of scripts to create the Event and Behavior Tracking schema objects. For
more information, refer to “Scripts” under “Persisting Behavior Tracking
Data” in the Guide to Events and Behavior Tracking.

Set Variables in create_all and databaseload.properties

To set variables in creat e_al | , do the following:

1. Create a backup copy of PORTAL_HOVE/ db/ creat e_al | . bat (create_all.sh
on UNIX).
2. Open the file in a text editor.
3. Find the following statements, which are near the beginning of the file:
REM To be set by user
set SAMPLEDATA=Y
set USER | D=nyUser
set PASSWORD=nyPasswor d
set SERVER=nyServer
REM End of set by user
4. Supply the following values for each statement:
Note: USER_| Dand PASSWORD are case sensitive. You must use the same case in
dat abasel oad. properti es as you used when you created the database
user (for example, WEBLOG C, not webl ogi c).
For this statement...  Enter this value...
SAMPLEDATA Y if you want to load sample catalog, customer, and user data. The

reference applications use this data to demonstrate WebLogic Portal
features.

N if you do not want to load sample data. The reference
applications do not function properly without this sample
data. Do not enter Nif you are setting up an environment in
which you want to run the sample applications.
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For this statement...  Enter this value...

USER_I D The name of the Oracle user account (WEBLOGIC by

default). This value is case sensitive and must be in the same
case as the database user name.

PASSWORD The password for the Oracle user account. This value is case
sensitive and must be in the same case as the database user
name.

SERVER The net service name for the Oracle database.

5.

Save create_al | .

To set up dat abasel oad. properti es, do the following:

1
2.

Create a backup copy of PORTAL_HOVE/ db/ dat abasel oad. pr operti es.
Open dat abasel oad. properti es in a text editor.

Disable the Cloudscape statements by placing a pound character (#) at the
beginning of each line:

e Cloudscape-----------------------“--------- #
#j dbcdri ver =COM cl oudscape. core. JDBCDri ver

#connect i on=j dbc: cl oudscape: Cormer ce

#dbl ogi n=none

#dbpasswor d=none

Enable the statements for the Oracle driver by removing the pound character (#)
from the beginning of each line. For example, the following lines specify the
WebLogic jDriver for Oracle:

Note: You must use jDrivertoruncreate_al | and| oadSanpl edata and
switch back the Thin Driver. (See the Release Notes document for more
information. )

e Oacle OCl jDriver-----------ummommmonoonn #
jdbcdriver=oracle.jdbc.driver. O acl eDriver

connecti on=j dbc: oracl e: t hi n: @ADRACLE_SERVER@ @RACLE_PORT @RACL
E Sl D@

dbl ogi n=@RACLE_USER@

dbpasswor d=@RACLE_PASSWORD@
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5. In the Oracle statements, replace @RACLE_USER@with the name of the Oracle
user account. Replace @RACLE_PASSWORD@with the password for the user
account and replace @RACLE_NET_SERVI CE_NAMVE@with the name of the net
service that hosts the WebLogic Portal database.

6. Save dat abasel oad. properti es.

Note:

Run create_all

You cannot use the Oracle Thin driver when loading sample data via
create_al | . Instead, use jDriver for thisstep and inset - envi r onnent use
SET DATABASE=CRACLE_OCI while running creat e_al | . Refer to the
Release Notes for more information.

Caution: Before it creates tables, creat e_al | . bat runs SQL statements that drop

any existing WebLogic Portal tables. If you run create_al | . bat fora
database that already contains WebL ogic Portal data, you will lose any
WebL ogic Portal data that is in the database.

To create the WebLogic Portal schema, do the following:

1. Opena UNIX shell or MS-DOS command prompt window and change directories
to the PORTAL_HOVE/ db directory.

2. Enter the following command:
PORTAL_HOVE/ db/ create_al | . bat (create_all.sh on UNIX)

The script logs its actions in several log files, which it locates in the
PORTAL_HOVE/ db directory.

3. View the following log files to verify that there are no errors:

drop_all.log. Ifyouruncreate_all.bat fora database that contains
tables that are not part of the WebL ogic Portal schema, the log file contains
messages that state Cannot drop the table.... You can ignore these messages.

create_all.log
insert_all.log
statistics.log

install _report.|og

For a description of the tables, indexes, and constraints, see the following topics:
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“The Personalization Server Schema” in the Guide to Building Personalized
Applications

“The Portal Management Database Schema” in the Getting Started with Portals
and Portlets

“Product Catalog Database Schema” in the Guide to Building a Product Catalog

“Order Processing Database Schema” in the Guide to Managing Purchases and
Processing Orders

“Persisting Behavior Tracking Data” in the Guide to Events and Behavior
Tracking

“The Campaign Manager Database Schema” in the Guide to Developing
Campaign Infrastructure

Step 5: Load Sample Data

9-34

You can load additional sample data that demonstrates ad placeholders and other
Campaign services.

Note: You must load sample data in order to run the WebL ogic Portal sample

applications with Oracle. If you did not want to run the sample applications,
then you can skip this step.

If you do not load the sample data and then try to bring up the portal tools
(http://host: 7501/ portal Tool s/ i ndex. j sp) after starting the server,
the following error message appears in the console:

<Error> <Webfl ow> <Error while parsing uri

/ portal Tool s/application, path null, query string
namespace=adm n_nmai n - Webfl ow XML does not exist, is not

| oaded properly, or you do not have a
configuration-error-page

def i ned. Excepti on[ com bea. p13n. appf| ow. excepti on. Confi gur at
i onExcepti on: The configuration-error-page node was not found
in the webflow xml file. for webapp [tools], nanespace
[admin_main]. Wiile trying to display CONFI GURATI ON ERROR:

[ Excepti on[ com bea. p13n. appf | ow. excepti on. Confi gurati onExce
ption: Bad Nanmespace - nanmespace [admi n_nmain] is not

avail abl e for webfl ow execution. Make sure the
[admin_main.wf] file is deployed in webapp [tools].]],]
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To load sample data, do the following:

1. Start the server that you want to use the sample data. For information on starting
servers, refer to Chapter 8, “Starting and Shutting Down a Server.”.

2. Open a command shell and enter the following command:
PORTAL_HOVE\ bi n\ pl at f orm t ype\ | oadSanpl eDat a. bat

3. Shut down WebL ogic Portal. For information on stopping the server, refer to
“Shutting Down a Server” on page 8-9.

The | oadSanpl eDat a script does the following:
m Synchronizes sample data with the reference applications.

m Calls| oaddocs. bat, which loads documents that the p13nApp application
displays.

m Calls| oadads. bat, which loads ads to demonstrate ad placeholders in the
wlcsApp reference application.

Step 6: Rebuild Indexes

The creat e_al | script places the WebLogic Portal indexes in the default tablespace
(W.CS_DATA). To locate and rebuild the indexes in the W.CS_I NDEX tablespace, do the
following:

1. From the host on which you installed the Oracle client and WebL ogic Portal, open
a UNIX shell or MS-DOS command prompt window and change directories to
PORTAL_HOWVE/ db/ or acl e/ 817/ admi n.

2. Enter the following command to start a SQL*Plus session:
sql pl us user nane/ passwor d@et _ser vi ce_nane

where user nane is the name of the Oracle user account (WEBLOGIC by
default),

passwor d is the password for the Oracle user account, and

net _servi ce_name is the Net Service name that you defined for the Oracle
database.

3. Enter the following command to rebuild indexes:
@ ebui | d_i ndexes. sql
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CHAPTER

10 Configuring WebLogic

Portal for Microsoft
SQL Server Databases

WebLogic Portal includes a set of scripts that create Microsoft SQL Server tables and
other data objects for use in any WebLogic Portal environment. The scripts run only
in a Windows environment. If you use WebLogic Portal on a UNIX host with a
Microsoft SQL Server database located on a Windows host, you must install the
contents of the PORTAL_HOME\ db\ sql _ser ver \ 2000 directory and the
PORTAL_HOVE\ db\ creat e_al | . bat script on a Windows machine with SQL Server
database connectivity.

Depending on the database environment that you are defining, you can choose to load
sample data that supports the reference applications. Usually, a development
environment loads the sample data and a staging or production environment does not.
In some cases, you may need to modify the default scripts so that they load
non-operational sample data (such as data for the product catalog).

Touse a Microsoft SQL Server database with a WebLogic Portal installation, complete
the following tasks:

Step 1: Install the Client Software

Step 2: Create a User Database and Database Owner

Step 3: Configure Properties and Environment Variables for SQL Server
Step 4: Create the Schema Objects for MS SQL Server

Step 5: Load Additional Sample Data
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Before you continue, follow the procedures in “Installing and Using WebLogic jDriver
for Microsoft SQL Server” on the BEA WebLogic Server documentation site.

Step 1: Install the Client Software

On the WebLogic Portal host, use the SQL Server installation program to install the
SQL Server client software and configure it to access your SQL Server Database.

For information on the SQL Server release that WebLogic Portal supports, refer to
Supported Platforms in the Installation Guide.

After you install the client software, complete the following tasks:
m Configure Security Authentication

m Create and Test the ODBC Data Source

Configure Security Authentication

Verify that the security authentication settings for your SQL Server are set to “SQL
Server and Windows.” You cannot create the WebLogic Portal database if your SQL
Server is configured for “Windows Only” authentication. To configure authentication
settings, do the following:

1. From the SQL Server Enterprise Manager, right click your SQL Server.
2. From the shortcut menu, select Properties.

3. Inthe Properties window, on the Security Tab, select SQL Server and Windows.
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Step 2: Create a User Database and Database Owner

Create and Test the ODBC Data Source

Before you can run cr eat e_dat abase. sql , verify that an ODBC Data Source for
Microsoft SQL Server is installed on the WebLogic Portal host.

Then use the osql utility to make sure that you can connect to the SQL Server database
from the WebL ogic Portal host.

Step 2: Create a User Database and Database
Owner

You must create a user database and database owner exclusively for the WebLogic
Portal schema. If you need to locate multiple WebLogic Portal databases on same
database server, you must create a separate database and database owner combination
for each database.

Note: We recommend that you locate the SQL Server database on a host other than
the WebL ogic Portal host.

WebLogic Portal includes a sample script, cr eat e_dat abase. sql , for creating a user
database named WLCS with an owner named WEBLOGIC.

To create a user database and database owner, complete the following tasks:
m  Modify create_database.sql
m  Run create_database.sql

m  Change the Password
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Modify create_database.sq|

You must modify cr eat e_dat abase. sql to substitute pathnames that match your
environment. We recommend that you place the database data file and the log file on
separate physical disks and away from any system database (i.e. master, msdb,
tempdb) data or log files. The script provides initial sizes for these files, and you can
adjust the values depending on your disk-space requirements and system usage.

To modify the script, do the following:

Note: If you use WebLogic Portal from a Unix host with a Microsoft SQL Server
database located on a Windows host, editthe cr eat e_dat abase. sql thatyou
copied to the Windows machine.

1. Create a backup copy of
PORTAL_HOVE\ db\ sqgl _server\ 2000\ admi n\ cr eat e_dat abase. sql

Note: In this document, PORTAL_HOVE refers to the directory into which you
installed WebLogic Portal.

2. Opencreate_dat abase. sqgl in a text editor.

3. To specify a pathname for the data file, under the NAVE=W.CS_DATA statement,
change FI LENAME=' D: \ DATAFI LE\ W.CS_DATA. ndf ' to
FI LENAME = ' ny- pat hnane\ ny-data-fil e. ndf’
where ny- pat hname\ ny- dat a-fi | e. ndf is the path and filename you want to
use.

If you create more than one WebLogic Portal database on the same SQL Server
host, each data file must have a unique name.

4. To specify a pathname for the log file, under the NAVE=W.CS_LOG statement,
change FI LENAME = ' E:\ LOGFI LE\W.CS_LOG | df ' to
FI LENAME = ' ny- pat hnanme\ ny-1og-file. ndf’
where ny- pat hname\ ny- | og-fi | e. ndf is the path and filename you want to
use.

If you create more than one WebLogic Portal database on the same SQL Server
host, each log file must have a unique name.

5. (optional) To change the name of the database-owner user ID, substitute all
instances of WEBLOG C with your database-owner user ID. For example,

go
exec sp_addl ogi n ' ny- dat abase-owner', ' PASSWORD , 'W.CS ,
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"us_english’

go
use W.CS

go

sp_changedbowner mny-dat abase- owner
go

where ny- dat abase- owner is the user ID of your database owner.

(optional) To change the name of the database, substitute all instances of W.CS
with the name of your database. In addition, you can update W.CS_DATA and
W.CS_LOGto reflect the new name of your database. For example,

use master

go
creat e dat abase ny-dat abase-nane

ON

(NAME = ny- dat abase- nane_DATA,

FI LENAVE = ' D: \ DATAFI LE\ W.CS_DATA. ndf ',
S| ZE = 60)

LOG ON

(NAME = ny-dat abase- nane_LOG
FI LENAMVE = ' E:\ LOGFI LEE\WLCS LOG | df ",

SI ZE = 20)
go
checkpoi nt
go

-- *** Create a WEBLOA C | ogi n and user in the W.CS dat abase
use master

go

exec sp_addlogin 'WEBLOG C, 'PASSWORD , 'ny-dat abase-nane',
"us_english’

go
use ny-dat abase- nane

go

sp_changedbowner WEBLOG C
go

where ny- dat abase- nane is the new name of your database.
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7. Save your modifications to cr eat e_dat abase. sql .

Note: If you change the names of the database owner (WEBLOG C by default) or
the database (W.CS by default), you must review each script for the default
names and modify them to match your new names.

Run create_database.sql

To run the cr eat e_dat abase. sql script, do the following:
1. Opena MS-DOS Command Prompt window and cd to the following directory:
PORTAL_HOVE\ db\ sql _server\ 2000\ admi n

2. Enter the following command:

osql -U sa -S SERVER -e -icreate_dat abase. sql
- ocreat e_dat abase. | og

where SERVER is the name of your SQL Server database server host.
3. When prompted, enter the password for the System Administrator (sa).

The command logs on to the database server host as System Administrator, runs
the cr eat e_dat abase. sql script, and directs the output to a file named
.\create_database. | og.

4. View creat e_dat abase. | og to verify that there are no errors.
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Change the Password

The cr eat e_dat abase. sql script creates a generic password named passwor d.

We recommend that you change the database-owner password to a new password of
your choice.

To change the password, do the following from a DOS prompt:
1. Enter the following command:

osql -U WEBLOG C -P PASSWORD - S server - nanme

where WEBLOG C is the user name for the database owner and
server - name is the name of your SQL Server database server host.

2. Enter the following command:
1> sp_password PASSWORD, newpasswor d
where newpasswor d iS your new password.
3. Enter the following command:
2> go
osql sets the new password and returns the following message:

Password correctly set.
(return status = 0)
1>
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Step 3: Configure Properties and
Environment Variables for SQL Server

When you install WebLogic Portal, it is configured to support a Cloudscape
demonstration database. This section describes how to modify the default Cloudscape
properties to support a SQL Server database.

To configure properties and environment variables for SQL Server, complete the
following tasks in the order indicated below:

1.

o g~ w DN

Start the Administration Console

Set Up JDBC Connection Pools and Data Sources
Update Settings for the RDBMS Security Realm
Configure the JDBC Helper Service

Stop the Server

Update Environment Variables for the Server

Start the Administration Console

10-8

To configure a server to support SQL Server, start the server that you want to configure
and access the Administration Console for the server’s domain.

For example, you want to configure nmySer ver (which listens on port 7501). Start
mySer ver on your local host and then enter the following URL in a browser:
http://1ocal host: 7501/ consol e
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Set Up JDBC Connection Pools and Data Sources

Connection pools provide ready-to-use pools of connections to your RDBMS. The
application server creates the pools during server startup, thus eliminating the
overhead of your enterprise application having to establish database connections for
each transaction. For more information about connection pools, refer to “Overview of
Connection Pools” in the WebLogic Server Programming WebLogic JDBC guide.

A DataSource is an interface between your enterprise application and a connection
pool. For more information, refer to “Overview of DataSources” in the WebLogic
Server Programming WebLogic JDBC guide.

m  Configure commercePool for SQL Server Databases

m  Configure dataSyncPool for SQL Server Databases

Configure commercePool for SQL Server Databases

To configure commrer cePool for SQL Server, do the following:

1. In the left pane of the Administration Console, click Services - JDBC —
Connection Pools.

2. Under the Connection Pools folder, click commercePool.

3. On the General tab, enter the following values (See Figure 10-1):

In this box... Enter this value...
URL j dbc: webl ogi c: mesql server 4: your Server Name:port -
nunber

Where your Ser ver Nane is the name of the SQL Server database
server that hosts the WebLogic Portal database and por t - nunber
is port that the database server is configured to listen on.

Driver Classname webl ogi c. j dbc. nesql server4. Dri ver
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10-10

In this box...

Enter this value...

Properties

user =@QL_SERVER USER@

server =@Q._SERVER_NAVE@

webl ogi c. t 3. wai t For Connect i on=true

webl ogi c. t 3. wai t SecondsFor Connecti 0n=999999999
999

webl ogic.jts.waitSecondsFor Connecti onSecs=9999
99999999

ver bose=f al se

where @QL_SERVER _USER@is the name of the database
owner and

@QL_SERVER_NANME@is the name of the SQL Server
database server that hosts the WebLogic Portal database.

ACLName

no value

Figure 10-1 The General Tab for JDBC Connection Pools

Configuration

Targets Monitoring Notes

General Connections Testing

&2 Name: IcummercePqu
&2 URL: dehc:wehlugic:mssqlserver4:my
&2 Driver Classhame: }wehIugic.jdhc.mssqlserver4.Dri\
) user=WEBLOGIC ﬂ
D F'rol:"art"?’S server=boulder
: (key=value): weblogic.t3 . waltForConnection=
true hd|
A% ACLName: |
A2 Password: change...
Apply

4. Click Apply.

5. Next to Password, click change.
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6. On the Change Password page, enter and confirm the password of the user
account. Then click Apply.

The WebLogic Server Administration Console keeps this password in an

encrypted format.

7. To save your updated password, on the commercePool page, click Apply.

Configure dataSyncPool for SQL Server Databases

To configure dat aSyncPool for SQL Server, do the following:

1.

In the left pane of the Administration Console, click Services - JDBC —
Connection Pools.

Under the Connection Pools folder, click dataSyncPool.

On the General tab, enter the following values:

In this box...

Enter this value...

URL

j dbc: webl ogi c: mesql server 4: your Ser ver Name:port -
nunber

Where your Ser ver Nane is the name of the SQL Server database
server that hosts the WebLogic Portal database and por t - nunber
is port that the database server is configured to listen on.

Driver Classname

webl ogi c. j dbc. nesql server4. Dri ver

Properties

user =@Q._SERVER_USER@

server =@QL_SERVER NAME@

webl ogi c. t 3. wai t For Connect i on=true

webl ogi c. t 3. wai t SecondsFor Connect i on=999999999
999

webl ogi c. j ts. wait SecondsFor Connecti onSecs=9999
99999999

ver bose=f al se

where @QL_SERVER USER@is the name of the database
owner and

@QL_SERVER_NAME@is the name of the SQL Server
database server that hosts the WebLogic Portal database.

ACLName

no value
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4. Click Apply.
5. Next to Password, click change.

6. On the Change Password page, enter and confirm the password of the user
account. Then click Apply.

The WebLogic Server Administration Console keeps this password in an
encrypted format.

7. To save your updated password, on the dataSyncPool page, click Apply.

Update Settings for the RDBMS Security Realm

If you are using the RDBMS security realm, you must change the RDBMSReal msettings
to match the database type that stores the user information. If you are using LDAP or
some other security realm, you can ignore these settings.

To change these settings, do the following:

1. Inthe left pane of the WebL ogic Server Administration Console, click Security —
Realms — wilcsRealm.

Note: If you named your RDBMS realm something other than wicsRealm, click
the realm that you created.

2. Inthe right pane, click the Database tab and enter the following values:

In this box... Enter this value...

Driver webl ogi c. j dbc. nesql server4. Driver

URL j dbc: webl ogi c: mssql server 4: your Ser ver Nane:port -
nunber

Where your Ser ver Nane is the name of the SQL Server database
server that hosts the WebLogic Portal database and por t - nunber
is port that the database server is configured to listen on.

User Name The name of the database owner.

3. To save your entries, click Apply.
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4. Next to Password, click change.

5. On the Change Password page, enter and confirm the password of the user
account. Then click Apply.

The WebLogic Portal Administration Tools keeps this password in an encrypted
format.

6. To save your password, on the wicsRealm page, click Apply.
7. Click the Schema tab and enter the following properties:

webl ogi c. al | ow. reserve. webl ogi c. j dbc. connecti onPool . conmrer cePool =wl cs
webl ogi c. al | ow. reset . webl ogi c. j dbc. connecti onPool . cormer cePool =W cs
webl ogi c. al | ow. shri nk. webl ogi c. j dbc. connect i onPool . commer cePool =wl cs
server =@Q._SERVER_NAVE@

where @QL_SERVER NAME@is the name of the SQL Server database server that
hosts the WebL ogic Portal database.

8. Click Apply.

Configure the JDBC Helper Service

The JDBC Helper Service enables services to explicitly establish a database
connection and to coordinate the processing of CLOB data. To configure the JDBC
Helper service for SQL Server, do the following for each application that you have
deployed:

Note: Since the data synchronization framework uses the Personalization enterprise
application, you will need to use the following procedure for the
Personalization application as well as all other deployed applications.

1. In the left pane of the WebLogic Server Administration Console, click
Deployments — myApplication — Service Configuration — JDBC Helper
Service.
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2. Inthe right pane, on the Configuration tab, enter the following values:

In this box... Enter this value...

Maximum Number of  The maximum number of times the service attempts to connect to
Retries the database.
A value of - 1 instructs the service to retry an unlimited number of
times.

Maximum Wait Time  The number of milliseconds to wait for a database connection. When
the time limit expires, the service attempts another connection, up to
the maximum number of retries.

A value of - 1 instructs the service to wait infinitely.

Delegate Class Name com bea. p13n. util.jdbc.internal.GenericJdbcHel
per Del egat e

3. To save your entries, click Apply.

4. Repeat these steps for each application that you have deployed in this server
instance.

Stop the Server

Stop the server to complete the remainder of Step 3: Configure Properties and
Environment Variables for SQL Server.

For information on stopping the server, refer to “Shutting Down a Server” on page 8-9.

Update Environment Variables for the Server

To update environment variables, do the following on your WebL ogic Portal host:

1. Inatext editor, open
PORTAL_HOVE\ bi n\ pl at f orm t ype\ set - envi ronnent . bat
(set - envi ronnment . sh on UNIX)
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2. Under the section titled
-------- Speci fy which database to use --------
activate the line that sets the DATABASE variable to SQL Server and deactivate
any other line. For example, Listing 10-1 shows a Windows environment that
uses SQL Server.

Listing 10-1 Specify the Database (Example for a Windows Environment)

REM - ----nononnn Speci fy which database to use -----------

REM SET DATABASE=CLOUDSCAPE
REM SET DATABASE=ORACLE
REM SET DATABASE=ORACLE_OC! _815

SET DATABASE=MSSQL

Step 4. Create the Schema Objects for MS
SQL Server

WebL ogic Portal includes ascript, creat e_al | . bat , that calls a series of other scripts
to create the WebL ogic Portal schema and loads sample data. You can modify the
script to create the database without loading sample data.

This step includes the following tasks:
m  Set Variables in databaseload.properties
m  Set Variables in create_all.bat

m  Run create_all.bat
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Set Variables in databaseload.properties

To set up dat abasel oad. properti es, do the following on your WebL ogic Portal
host:

Note: If you use WebLogic Portal from a Unix host, edit the
dat abasel oad. properti es that is located on the UNIX host.

1. Create a backup copy of PORTAL_HOVE\ db\ dat abasel oad. properti es.
2. Open dat abasel oad. properti es in a text editor.

3. Disable the Cloudscape statements by placing a pound character (#) at the
beginning of each line:

Heomm-- Cloudscape-------------------"------------- #
#j dbcdri ver =COM cl oudscape. core. JDBCDri ver

#connect i on=j dbc: cl oudscape: Cormer ce

#dbl ogi n=none

#dbpasswor d=none
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4. Enable the statements for SQL Server by removing the pound character (#) from
the beginning of each line:

j dbcdri ver =webl ogi c. j dbc. mssql server4. Dri ver

connecti on=j dbc: webl ogi c: mssql server 4: @/BSQL_SERVER@ @/BSQL_PORT@
dbl ogi n=@/BSQ._USER@

dbpasswor d=@/BSQL_PASSWORD@

5. Replace @/8SQ._SERVER@ @BSQL_PORT@with the name and listen port for
your SQL Server.

Replace @/BsQ._USER@with the name of the database owner and
@BSQL_PASSWORD@with the database owner’s password.

The user name and password must match the user name and password you used
in “Set Up JDBC Connection Pools and Data Sources” on page 10-9 and
“Update Settings for the RDBMS Security Realm” on page 10-12.

6. Save dat abasel oad. properti es.

Set Variables in create all.bat

To set variables in creat e_al | . bat, do the following:

Note: If you use WebL ogic Portal from a Unix host with a Microsoft SQL Server
database located on a Windows host, edit the creat e_al | . bat that you
copied to the Windows machine.

1. Create a backup copy of PORTAL_HOVE\ db\ create_al | . bat .
2. Opencreate_all.bat ina texteditor.

3. Find the following statements, which are near the beginning of the file:

REM To be set by user
set SAMPLEDATA=Y
set USER_| D=nmyUser
set PASSWORD=nyPassord
set SERVER=nyServer
REM End of set by user
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4. Supply the following values for each statement:

For this statement...  Enter this value...

SAMPLEDATA Y if you want to load sample catalog, customer, and user data. The
reference applications use this data to demonstrate WebLogic Portal
features.

N if you do not want to load sample data. The reference
applications do not function properly without this sample
data. Do not enter N if you are setting up an environment in
which you want to run the sample applications.

USER | D The name of the SQL Server database owner.
PASSWORD The database owner’s password.
SERVER The name of the SQL Server database server that hosts the

WebLogic Portal database.

5. Increate_all. bat, find the section that is illustrated below. Replace the
@\__PORTAL_HOVE@variable with the absolute pathname of the directory in
which you installed WebLogic Portal. Remove the echo statements and EXI T
command from the code.

echo
IR SRR SRS S SRS SRR RS E SR RS E R R SR EREREEEREEEEREEEEEEEEEEEEEEREEEEREES

echo Pl ease replace the reference of @\ _PORTAL_HOVE@
echo with the actual WebLogic Portal path
( e.g., C\BEA W.PORTAL4.0 )

echo Once changed, be sure and renpve these echo statenents
and t he
echo EXIT command fromthe batch file.

echo
IR SRR SRS S SRS SRR ESE SRR EEE R R SR ERREEEEREEEEREEEEEEEEEEEEEEREEEEEEES

EXIT
CALL @N._PORTAL_HOVE@ bi n\ wi n32\ set - envi ronment . bat
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6.

7.

If you use WebLogic Portal from a Unix host, increat e_al | . bat, set the
MBSQL_UNI X switch to Y (it is set to N by default). For example:

REM To be set by user for Mcrosoft SQ Server
REM set MSSQL_VERSI ON=7
set MSSQL_VERSI ON=2000

REM set MSSQ._UNI X=N
set MSSQL_UNI X=Y

Save create_al | . bat.

Run create_all.bat

Caution: Before it creates tables, creat e_al | . bat runs SQL statements that drop

any existing WebLogic Portal tables. If you run create_al | . bat fora
database that already contains WebLogic Portal data, you will lose any
WebLogic Portal data that is in the database.

To run this script, do the following:

1.

Open a MS-DOS Command Prompt window and cd to the following directory:
PORTAL_HOVE\ db\

Enter the following command:

create_all . bat

The script creates log files under PORTAL_HOVE\ db.

The script logs its actions in several log files, which it locates in the
PORTAL_HOVE\ db directory.
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3.

View the following log files to verify that there are no errors:

e drop_all.log.Ifyouruncreate_all.bat foradatabase that contains
tables that are not part of the WebLogic Portal schema, the log file contains
messages that state Cannot drop the table.... You can ignore these messages.

e create_all.log
e insert_all.log
e statistics.log

e install_report.log

If you use WebLogic Portal from a Unix host, run the following scripts from a
Unix shell to insert both required and sample database bootstrap into the database
tables:

e PORTAL_HOWE/ db/ | oadboot strap. sh
e PORTAL_HOWE/ db/ | oadsanpl e. sh

For a description of the tables, indexes, and constraints, see the following topics:

“The Personalization Server Schema” in the Guide to Building Personalized
Applications

“The Portal Management Database Schema” in the Guide to Developing and
Managing Portals

“Product Catalog Database Schema” in the Guide to Building a Product Catalog

“Order Processing Database Schema” in the Guide to Managing Purchases and
Processing Orders

“Persisting Behavior Tracking Data” in the Guide to Events and Behavior
Tracking

“The Campaign Manager Database Schema” in the Guide to Developing
Campaign Infrastructure
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Step 5: Load Additional Sample Data

You can load additional sample data that demonstrates ad placeholders and other
Campaign services. To load additional sample data, do the following from the
WebLogic Portal host:

1.

Start the server that you want to use the sample data. For information on starting
servers, refer to Chapter 8, “Starting and Shutting Down a Server.”.

Open a command shell and enter the following command:
PORTAL_HOVE\ bi n\ pl at f orm t ype\ | oadSanpl eDat a. bat
(I cadSanpl eDat a. sh on UNIX)

Shut down WebLogic Portal. For information on stopping the server, refer to
“Shutting Down a Server” on page 8-9.

The | oadSanpl eDat a script does the following:

Synchronizes sample data with the p13nApp application and the wicsApp
application.

Calls | oaddocs. bat, which loads documents that the p13nApp application
displays.

Calls | oadads. bat , which loads ads to demonstrate ad placeholders in the
wlcsApp reference application.

Deployment Guide  10-21



10 Configuring WebLogic Portal for Microsoft SQL Server Databases

10-22  Deployment Guide



Index

Symbols
_tmp directories 4-3, 5-24

A

ACLs (access control lists) 3-2, 4-22
Ad Service 5-12
adClickThru servlet 4-16
Administration Console. See WebLogic
Server Administration Console
Administration Server
creating 6-7
function in a cluster 6-1
password 3-2
starting 6-21, 8-6
Administration Tool. See WebL ogic Portal
Administration Tool
AdministrativeRole 5-6
AdminRole 5-6
ads
browsing from E-Business Control
Center 5-26, 5-32
loading for Oracle 9-18, 9-35
loading for SQL Server 10-21
resetting display count 7-28
Advisor 5-29
anonymous customers, maintaining session
data 4-12
AnonymousProfileListener 4-12
AnonymousRole 5-6
application data

creating 7-21

defined 1-2

format of data 7-2—7-3
application server 1-1
application.xml 5-4-5-7
application-config.xml 5-7-5-19
applications directory 2-4
application-sync directory 7-3
authentication

cookies 4-24
determining method 4-19
EJBs 5-33

B

BEA_HOME 2-2

Behavior Tracking
EJBs 5-29

generating events 4-11
location of data 7-6
session notification 4-12, 5-9
setting parameters 5-10
bin directory 2-4
Browser, Data Repository 7-31
browsing data from the E-Business Control
Center 5-25
business data 1-2

C

ca.pem file 6-9
caches

Deployment Guide 1-1



configuring cache MBeans 5-19

configuring cache service 5-14
caching realm 3-12
campaign samples

loading for Oracle 9-18, 9-35

loading for SQL Server 10-21
Campaign Service

activating event listeners 5-9

EJBs for interacting with commerce

5-33

location of data 7-6

setting parameters 5-11
campaign.jar 5-32
campaign_system.jar 5-11
campaignws.jar 5-32
campaignws-webservice.war 5-26
cancelling a synchronization operation 7-29,

7-31

catalog. See product catalog
catalogws.jar 5-33
catalogws-webservice.war 5-26
certificate files 6-9
classes, Java

declaring custom 5-12

in the startup command 8-6
classpath

adding Oracle classes 9-12, 9-29

in the startup command 6-23

setting 8-4
clickthrough requests, forwarding 4-11
clickThrough servlet 4-15
client software

installing for Oracle 8-4

installing for SQL Server 10-2
CLOB settings 5-16, 5-40, 9-10, 9-27, 10-13
cloning in the WebLogic Server

Administration Console 3-20

Cloudscape database

configuring for wicsRealm 3-13

in a cluster 6-4

JAR files 8-5

1-2 Deployment Guide

clusters
adding DataSync Web applications 5-22
creating 6-9
database configuration 6-2
deploying 6-19
deploying applications 6-13
enabling session replication 4-24
IP addresses 6-9
proxy data repository 7-11
recommended configuration 6-2
starting 6-21
synchronizing data 7-13
testing for failover 6-25
commerce services, EJBs for interacting with
campaigns 5-33
commerce_campaign_bridge_util.jar 5-33
commercePool
configuring for Oracle 9-6, 9-23
configuring for SQL Server 10-9
creating 3-17
used by Pipelines 5-16
commercePool data source
creating 3-23
declaring a name 4-18
mapping to a JNDI name 4-22
config directory
defined 2-4
relocating 3-30
config.xml 3-2
ConfigurableEntity 5-31
connection pools
deploying in a cluster 6-15, 6-20
See also commercePool, dataSyncPool,
and document connection pools
Console for WebLogic Server
administration. See WebLogic
Server Administration Console
content management system
cluster configuration 6-2
configuring document connection pools
5-14



servlets for retrieving content 4-15
content selectors, location of data 7-6
context root for Web applications 5-25, 5-39
cookies

in clusters 6-12

specifying cookie names 4-24
corrupt data, preventing 7-13
createStaticResourceURL () 4-9
createWebflowURL() 6-12
credit card transactions 4-16
customer profiles 7-6

EJBs for Unified User Profile 5-31

initializing 4-12, 4-26

location of data 7-6
customer sample data

for Oracle 9-14, 9-31

for SQL Server 10-18
customer segments, location of data 7-6
customer support contact information 1-xiv
customer.jar 5-33
CustomerRole 5-6

D

data corruption 7-13
Data Repositories
clearing 7-39
configuring 7-19
initializing 6-18
monitoring 7-31
notification chains 7-37
refreshing 7-40
refreshing in a cluster 6-24
See also Master Data Repository,
Notified Data Repository, and
Proxy Data Repository
synchronizing 7-11
Data Repository Browser 7-31
data sources
creating 3-17
deploying in a cluster 6-20

read-write persistence 6-18
database drivers
Oracle 9-13, 9-30
SQL Server 10-16
database owner for SQL Server 10-3, 10-4
database user account for Oracle 9-2, 9-19
databaseload.properties
Oracle 9-14, 9-31
SQL Server 10-16
DataSync Web application
adding to an enterprise application 5-21
defined 7-8
deploying in a cluster 6-14
deployment requirements 7-14
removing for security 5-23, 6-17
datasyncPool connection pool
configuring for a cluster 6-14
configuring for Oracle 9-7, 9-24
configuring for SQL Server 10-11
creating 3-21
datasyncPool data source 3-24
db directory 2-4
debugging 5-9
default Web application 3-5, 3-30
democert.pem 3-14, 6-9
demokey.pem 3-14, 6-9
demonstration applications 3-5
deploying multiple instances of an
application 5-3, 5-39
deployment descriptors
configuring for clusters 6-13
for enterprise applications 5-3
for Web applications 4-5
digital certificate 3-10
directory tree of XML files 7-3
discounts
in campaigns 5-33
location of data 7-6
disk space 9-4, 9-21
dmsBase directory 2-4
document connection pools 5-14

Deployment Guide 1-3



document.jar 5-29
documentation, where to find it 1-xii
DocumentManager EJB 5-15
documents, loading sample

Oracle 9-18, 9-35

SQL Server 10-21
domain repository 2-4
domains

cluster configurations 6-5

creating 3-1, 3-6

defined 3-1

deployment overview 1-1

editing 3-9

naming 3-8

relocating 3-30

specifying in the startup command 8-7
drivers, database. See database drivers
dropping tables 9-16, 9-33

E

EAR (Enterprise application ARchive) files
creating 5-34, 5-37
E-Business Control Center
connecting to applications 7-24
creating data 7-21
helper applications 5-25
opening data 7-23
See also application data
ebusiness.jar 5-33
ejbadvisor.jar 5-29
EJBs
adding to enterprise applications 5-27
campaign and scenario services 5-32
commerce services 5-33
declaring for an enterprise application
5-6
declaring interfaces 4-20, 5-28
declaring JNDI names 4-23, 5-28
deploying 5-36
names in WebL ogic Server
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Administration Console 5-39
product catalog 5-33
e-mail
browsing from E-Business Control
Center 5-26, 5-32
configuring basic services 5-13
configuring for campaigns 5-11
EJBs 5-30
enterprise applications
archiving 5-37
components 5-1
components in a cluster 6-2, 6-5
defined 1-2
deploying 5-37
name 5-5, 5-36
root directory 5-3
Entitlements Service 5-15
location of data 7-6
environment variables
clusters 6-21
Oracle 9-5, 9-22
SQL Server 10-14
starting the server 8-4
error codes 4-17
Events Service
declaring persisted event types 5-10
EJBs 5-29
generating events 4-11
location of data 7-6
notification of events 4-12
servlets 4-15
setting parameters 5-9
events.jar 5-29

F

failover
establishing a preferred order 6-6
recommended cluster configuration 6-4
testing clusters and applications 6-25
fileRealm.properties 3-2, 3-14



filter objects 4-11
firewalls 6-2

form authentication 4-19
forwarding requests 4-23

G
group profiles, EJBs 5-29

H

hardware recommendations for a cluster 6-4

helper applications for E-Business Control
Center 5-25

home page for a Web application 4-17

host file 6-7

HotSpot Virtual Machine 8-6, 8-7

HTML error codes 4-17

HTTP protocol 7-11

HTTP requests. See requests

HTTP sessions. See sessions

httpd.conf 6-12

HTTPS, configuring Webflow 4-10

I
image files
configuring AdContentProvider 5-13
servlets for displaying 4-15
indexes, Oracle 9-2, 9-18, 9-19, 9-35
Input Processors, declaring secured resources
4-11
installation requirements 2-1
IP addresses
Administration Servers 6-7
clusters 6-9
Managed Servers 6-8
Synchronization Servers 6-8

J
JAR (Java ARchive) files

campaign, commerce, portal services
5-32-5-34
JSP tag libraries 4-4, 4-17
personalization services 5-27
Java classes
declaring custom 5-12
in the startup command 8-2
JDBC connection pools. See commercePool,
dataSyncPool, and document
connection pools
JDBC data sources. See data sources
JDK_HOME 8-4
jDriver
installing for Oracle 9-2, 9-19
installing for SQL Server 10-2
location of files for Oracle 8-6
JNDI
Data Sources 4-18, 4-22
declaring EJB names 4-23, 5-28
multiple instances of EJBs 5-39
Payment Service 5-18
Rules Service 5-15
Tax Service 5-17
JNDI tree 3-25
JSESSIONID 4-24, 6-12
JSP tag libraries
adding to Web applications 4-4
declaring 4-17
JSPs, deployment options 4-25

K
key file name 6-9

L

layout definitions for portals 7-3
LDAP 5-29

library directory 7-3

license files 1-1, 8-4

links, generating secure URLs 4-11
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listen ports
Administration Servers 6-7
configuring 3-10
Managed Servers 6-8
proxy servers 6-12
specifying during server startup 6-23
SSL 6-9
Synchronization Servers 6-8
Webflow URLs 4-10
listeners
for anonymous customer sessions 4-12
setting parameters 5-9
load balancer 6-2
log files
Oracle configuration scripts 9-4, 9-16,
9-21, 9-33
See also messages
SQL Server configuration scripts 10-4,
10-20

M

machine, defined 6-6
Mail Service. See e-mail
mail.jar 5-30
Managed Servers
creating 6-8
Data Repositories 7-11
function in a cluster 6-1, 6-2
instantiating data repositories 6-16
starting 6-22, 8-8
Master Data Repository
defined 7-8
synchronization process 7-11
MBeans 5-7, 5-18
memory, specifying startup parameters 8-7
messages
configuring output 3-11
during startup 3-14
Managed Servers 6-8
mirror site 6-3, 7-13
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multicast address 6-11

N

name of enterprise application 5-5, 6-14
namespaces, Webflow
defined 4-8
initial namespace for a Web application
4-4
notification chains 7-37
Notified Data Repository 7-35

0]

ODBC Data Source 10-3

one-way-from-client synchronization mode
7-30

orders, configuring Pipelines for 5-16

output, messages 3-11, 6-8, 8-3

owner for SQL Server database 10-3, 10-4

P
p1l3nApp 3-4
P13NAuthFilter 4-26
pl3nDomain 3-4
parsers, XML 3-15
passwords
Oracle 9-2, 9-7-9-8, 9-15, 9-19, 9-24—
9-26, 9-33
Proxy Data Repositories 7-19
SQL Server 10-6-10-13, 10-17
starting a server 3-2, 6-23
storage location 3-12
synchronizing data 7-29
path, system 8-6
pathnames
applications 3-27, 3-30, 5-37
JAR files 4-17
Oracle databases 9-3, 9-12, 9-20, 9-29
SQL Server databases 10-4, 10-18



Payment Service 5-17
paymentWSApp 5-17
persistence
data repositories 6-18
event types 5-10
testing in a cluster 6-25
PersistentStoreType 6-12
petflowApp 3-4
petflowDomain 3-4
pipeline.jar 5-30
Pipelines
application data 7-6
configuration files 4-8
configuring for commerce services 5-16
configuring for orders 5-16
declaring secured resources 4-11
EJBs 5-30, 5-33
placeholder.jar 5-30
placeholders
EJBs 5-30
location of data 7-6
parameters for the Ad Service 5-12
resetting display count 7-28
servlets 4-16
port numbers. See listen ports
portal application 3-5
portal.jar 5-34
PORTAL_HOME 8-4
portal_util.jar 5-34
portalDomain 3-5
starting 8-2
portals
entitlements parameters 5-15
JARs 5-34
Webflow 4-4, 4-14
portlets, location of data 7-6
printing product documentation 1-xiii
product catalog
browsing categories in the E-Business
Control Center 5-26
EJBs 5-33

location of data 7-6
samples for Oracle 9-14, 9-31
samples for SQL Server 10-18
property sets, retrieving from E-Business
Control Center 5-26, 5-31
property.jar 5-31
propertysetws.jar 5-31
propertysetws-webservice.war 5-26
Proxy Data Repositories
configuring 7-14
configuring for clusters 6-16
defined 7-10
function in a cluster 6-2
proxy servers
cookie requirements 6-12
function in a cluster 6-2
SSL listen ports 6-9
Webflow-generated URLSs 4-9

Q

queries, configuring results 5-14

R

RDBMS security realm
configuring for Oracle 9-8, 9-25
configuring for SQL Server 10-12
read-write persistence 6-18
realms, security 4-22
rebuild_indexes.sql 9-18, 9-35
redirecting requests 4-4
refresh-from-client synchronization mode
7-30
registry.xml 2-3
related information 1-xiii
replication
establishing a preferred order 6-6
sessions 6-12, 6-25
requests
controlling in a cluster 6-2
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forwarding 4-23

property sets 7-6

unresolved 3-5
roles, security. See security roles
root directory of an application 5-3
Rules Service EJBs 5-31
rules.jar 5-31

S
sample applications 3-5, 4-3
sample data
loading for Oracle 9-14, 9-17, 9-31, 9-34
loading for SQL Server 10-15, 10-18
storage location 2-4
Scenario Service
configuring 5-12
location of data 7-6
schema for content management systems
5-15
schema for WebLogic Portal
creating for Oracle 9-13, 9-30
creating for SQL Server 10-3
security
ACLs 3-2, 4-22
certificate files 3-10, 6-9
credit card servlets 4-16
declaring secure JSPs 4-18
mapping security roles to principals 4-22
preventing synchronization 5-22, 6-17
session timeouts 4-17
specifying policy in the startup
command 8-8
Webflow URLs 4-11
security realms 3-2
configuring for Oracle 9-8, 9-25
configuring for SQL Server 10-12
configuring Proxy Data Repositories
7-19
creating 3-12
specifying in the E-Business Control
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Center 7-28
security roles 4-18-4-22
declaring for an enterprise application
5-6
serialization testing 6-25
SerializedSystemlIni.dat 3-2, 3-14
server configurations
creating 3-9
creating for a cluster 6-6
defined 3-1
Service Configuration folder, setting up 3-26
service packs, facilitating installation 2-3
servlets 4-12-4-16
sessions
anonymous customers 4-12
configuring parameters 4-17
cookies for managing 4-24
listener objects 4-12
location of property set data 7-6
replication in clusters 6-12
set-environment.bat and set-environment.sh
2-3, 8-5, 9-12, 9-29, 10-14
Shockwave files 5-13
shopping cart 5-33
ShowDocServlet 4-15
shut down the server 8-9
skin preview images 7-3
source control system 7-21, 7-23
recommended files 3-31
SSL
clusters 6-9
configuring listen ports 3-10
in the startup command 6-23
start the server 8-1, 8-6
StartCommerce.bat and StartCommerce.sh
2-3, 8-8
StartPortal.bat and StartPortal.sh 8-2
startup and shutdown classes 6-19
startup messages 3-14
startup script
creating 3-14, 8-1



relocating 3-31
StopPortal shutdown script 2-3, 8-9
support, technical 1-xiv
synchronization
cancelling 7-29
communications failure 7-13
modes (scope) 7-28, 7-30
preventing for a Managed Server 6-17
process overview 7-11
read-write persistence 6-18
starting from the command line 7-30
starting from the E-Business Control
Center 7-27-7-29
validating data 7-28
Synchronization Server
creating 6-7
defined 6-2
starting 6-22
system path 8-4

T

tablespaces, Oracle 9-2, 9-18, 9-19, 9-35
determining size 9-4, 9-21
Tax Service 5-16
taxWSApp 5-16
templates for Web applications 4-3
ToolSupport Web application 5-24
toolSupport Web application 5-25
transactions
credit card 4-16
payment 5-16

U

Unified User Profile (UUP) EJBs 5-31
uninstaller 2-3
UpdateLicense 2-3
URIs
DataSync Web application 5-21, 7-13
specifying in the E-Business Control

Center 7-24
WAR files 5-37
URLs
configuring Web applications to support
proxy servers 6-12
Data Repository Browser 7-32
DataSync Web application 5-21, 7-18
document connection pools 5-15
mapping patterns to servlets 4-12
Webflow 4-9
user account for Oracle 9-2, 9-19
user database for SQL Server 10-3
user IDs
location of data 3-12
Proxy Data Repositories 7-18
specifying in the E-Business Control
Center 7-28
starting a server 6-23
user profiles. See customer profiles
usermgmt.jar 5-31
utils.jar 2-3

V
validating application data 7-26—7-28

w

WAR (Web application ARchive) files,
creating 5-34
Web applications
accessing 5-37
adding to an enterprise application 5-20
assembling 4-1
cluster support 6-11
declaring in an enterprise application 5-5
default 3-5
deploying 5-36
directory structure 4-3
name 4-7
Web services 5-17
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web.xml 4-6-4-20
Webflow
forwarding requests 4-11, 4-23
generating URLSs 4-9
location of data 7-4
namespaces 4-8
scope of data 7-7
servlets 4-14
WEB-INF directory 4-3
WebLogic Portal Administration Tools,
adding to an enterprise application
5-23
WebLogic Server Administration Console
accessing 3-7, 3-15
deploying to a domain 3-13
extensions 3-26
Service Configuration folder 3-27
weblogic.xml 4-21-4-26
WEBLOGIC_HOME 8-4
weblogiccommerce.properties
defined 2-2, 3-29
specifying in the startup command 8-8
WLCS_DATA
Oracle tablespace 9-2, 9-19
SQL Server device name 10-5
WLCS_ORACLE_HOME 8-4, 9-12, 9-29
wlcsApp 3-5
wlcsCachingRealm 3-12
wlcsDomain 3-5
wlcsRealm 3-12

X

XML
parsers and style-sheet transformers 3-15
XML files for application data
structure of directory tree 7-3
synchronization process 7-11
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