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About This Document

This document describes how to configure and manage WebLogic Collaborate™, the
Business-to-Business (B2B) component of WebLogic Integration.

Specifically, it discusses following topics:

m  Chapter 1, “Starting, Stopping, and Customizing WebLogic Collaborate,”
provides the basic information you need to get started with WebLogic
Collaborate.

m  Chapter 2, “Configuration Requirements,” presents sample configurations that
summarize the requirements for typical collaboration participants.

m  Chapter 3, “Basic Configuration Tasks,” provides an overview of the tasks and
procedures required to configure WebLogic Collaborate for trading exchange,
supply chain management, and collaborative commerce applications.

m  Chapter 4, “Advanced Configuration Tasks,” serves as an introduction to the
more advanced features of WebLogic Collaborate and provides a roadmap to
where more detailed information can be found.

m  Chapter 5, “Importing and Exporting Business Collaborations,” describes how
you can export and import the necessary components of a business collaboration.

m  Chapter 6, “Monitoring WebLogic Collaborate,” provides an overview of how
you can use the WebLogic Collaborate Administration Console to monitor and
control WebLogic Collaborate, trading partner sessions, delivery channels,
conversations, and collaboration agreements.

m  Chapter 7, “Working with the Repository,” describes how WebLogic Collaborate
configuration elements are stored in the database repository.

m  Chapter 8, “Working with the Bulk Loader,” provides the information you need
to use the bulkloader to load data into the repository.
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m  Chapter 9, “Configuring Persistence and Recovery,” describes how persistence
and recovery work in WebLogic Collaborate.

m  Chapter A, “WebLogic Collaborate Sample Configuration Files,” provides
system administrators with samples of the files that configure WebLogic Server
and deploy the applications required for WebLogic Collaborate.

m  Chapter B, “Update Considerations,”summarizes the constraints and
considerations related to modifying WebLogic Collaborate configuration
elements.

What You Need to Know

This document is intended mainly for developers and system administrators
responsible for the creation, setup, and administration of trading exchange, supply
chain management, and collaborative commerce applications deployed on BEA
WebLogic Collaborate.

Before reading this document, we recommend that you read the /ntroducing BEA
WebLogic Collaborate document.

e-docs Web Site

BEA product documentation is available on the BEA corporate Web site. From the
BEA Home page, click on Product Documentation or go directly to the “e-docs”
Product Documentation page at http://e-docs.bea.com.
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How to Print the Document

You can print a copy of this document from a Web browser, one file at a time, by using
the File—>Print option on your Web browser.

A PDF version of this document is available from the BEA WebLogic Collaborate
documentation Home page, which is available on the documentation CD and on the
e-docs Web site at http://e-docs.bea.com. You can open the PDF in Adobe Acrobat

Reader and print the entire document, or a portion of it, in book format. To access the
PDFs, open the BEA WebLogic Collaborate documentation Home page, click the PDF
Files button, and select the document you want to print.

If you do not have the Adobe Acrobat Reader installed, you can download it for free
from the Adobe Web site at http://www.adobe.com/.

Related Information

The WebLogic Collaborate document set includes the following:

BEA WebLogic Collaborate Release Notes

Introducing BEA WebLogic Collaborate

Administering BEA WebLogic Collaborate

Creating Workflows for BEA WebLogic Collaborate
Using BEA WebLogic Collaborate Security

Using BEA WebLogic Collaborate Samples

Writing Messages to the BEA WebLogic Collaborate Log
Implementing cXML for BEA WebLogic Collaborate
Implementing RosettaNet for BEA WebLogic Collaborate
Migrating BEA WebLogic Collaborate to Release 2.0
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m  Programming BEA WebLogic Collaborate Messaging Applications

m  Programming BEA WebLogic Collaborate Logic Plug-Ins

m  Programming BEA WebLogic Collaborate Management Applications
m  BEA WebLogic Collaborate Administration Console Online Help

m  BEA WebLogic Collaborate Glossary

Contact Us!

Your feedback on the BEA WebLogic Collaborate documentation is important to us.
Send us e-mail at docsupport@bea.com if you have questions or comments. Your
comments will be reviewed directly by the BEA professionals who create and update
the WebLogic Collaborate documentation.

In your e-mail message, please indicate that you are using the documentation for the
BEA WebLogic Collaborate 2.0 release.

If you have any questions about this version of BEA WebLogic Collaborate, or if you
have problems installing and running BEA WebLogic Collaborate, contact BEA
Customer Support through BEA WebSupport at www.bea.com. You can also contact
Customer Support by using the contact information provided on the Customer Support
Card, which is included in the product package.

When contacting Customer Support, be prepared to provide the following information:
®  Your name, e-mail address, phone number, and fax number

®  Your company name and company address

®  Your machine type and authorization codes

m  The name and version of the product you are using

m A description of the problem and the content of pertinent error messages
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Documentation Conventions

The following documentation conventions are used throughout this document.

Convention Item
boldface text  Indicates terms defined in the glossary.
Ctrl+Tab Indicates that you must press two or more keys simultaneously.
italics Indicates emphasis or book titles.
nonospace Indicates code samples, commands and their options, data structures and
t ext their members, data types, directories, and file names and their extensions.
Monospace text also indicates text that you must enter from the keyboard.
Examples:
#i nclude <iostreamh> void main ( ) the pointer psz
chrmod u+w *
\'tux\ dat a\ ap
.doc
t ux. doc
Bl TMAP
f1 oat
nonospace Identifies significant words in code.
bol df ace Example:
t ext . .
void commit ()
nonospace Identifies variables in code.
italic Example:
t ext .
String expr
UPPERCASE Indicates device names, environment variables, and logical operators.
TEXT Examples:
LPT1
SIGNON
OR
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Convention

Item

{1}

Indicates a set of choices in a syntax line. The braces themselves should
never be typed.

[]

Indicates optional items in a syntax line. The brackets themselves should
never be typed.

Example:

bui | dobjclient [-v] [-0 name | [-f file-list]...
[-1 file-list]...

Separates mutually exclusive choices in a syntax line. The symbol itself
should never be typed.

Indicates one of the following in a command line:

m  That an argument can be repeated several times in a command line

m  That the statement omits additional optional arguments

m  That you can enter additional parameters, values, or other information
The ellipsis itself should never be typed.

Example:

buil dobjclient [-v] [-0 name | [-f file-list]...
[-1 file-list]...

Indicates the omission of items from a code example or from a syntax line.
The vertical ellipsis itself should never be typed.
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CHAPTER

1

Starting, Stopping, and
Customizing WebLogic
Collaborate

This section provides the information you need to start, stop, and customize WebLogic
Collaborate. It includes the following topics:

Understanding the Preconfigured Domains

Understanding WebLogic Collaborate Users and Passwords
Starting WebLogic Collaborate

Starting the WebLogic Collaborate Administration Console
Stopping WebLogic Collaborate

Starting the WebLogic Server Administration Console
Starting WebLogic Process Integrator Studio

Customizing WebLogic Collaborate

Verifying Configuration

Administering BEA WebLogic Collaborate
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1

Starting, Stopping, and Customizing WebLogic Collaborate

Understanding the Preconfigured Domains

1-2

A WebLogic Server domain is a collection of WebLogic Server resources and
applications that occupy a single namespace. The configuration of a domain and the
applications deployed are dependent on the domain start and configuration files.
Components of WebLogic Integration (such as WebLogic Collaborate) are
applications that are deployed in a WebLogic Server domain.

When you install WebLogic Collaborate, the following WebLogic Collaborate sample
and custom domains are created and configured:

m  WebLogic Collaborate Sample Domain
This domain is located in the / conf i g/ sanpl es directory under the WebLogic
Collaborate installation directory. For example, if you installed the product in the
default location, the sample domain would be located in the
<BEA_Hone>/w i nt egrati on2. 0/ col | abor at e/ confi g/ sanpl es directory.

m  WebLogic Collaborate Custom Domain
This domain is located in the / conf i g/ nydonai n directory under the WebLogic
Collaborate installation directory. For example, if you installed the product in the
default location, the custom domain would be located in
<BEA_Hone>/w i nt egrati on2. 0/ col | abor at e/ confi g/ nydonai n directory.

The sample domain is configured with a JDBC connection pool that provides the
access information required to connect to a Cloudscape database. (Cloudscape is a
pure-Java relational database management system that BEA ships with the WebLogic
distribution to allow you to run code examples.) The installation program creates a
Cloudscape database for this domain, and populates the database with the tables
WebLogic Collaborate requires. No further configuration of this domain is required to
run the sample applications included with the WebLogic Collaborate distribution or
obtained from the WebLogic Developer Center.

The custom domain is configured with a JDBC connection pool that provides the
access information required to connect to the database selected during installation. If
you selected a database other than Cloudscape for the custom domain, you must
execute the appropriate scripts as described in Installing BEA WebLogic Collaborate
to create the database tables WebLogic Collaborate requires. This custom domain can
then be used to run sample applications or to develop and deploy your own
applications.
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Understanding the Preconfigured Domains

A copy of each of the following files is located in the sample and custom domain
directories. These files control the WebLogic Server resource configuration and the
initial deployment of the applications in each domain:

m  Start command—each domain contains a st ar t Wbl ogi ¢. cnd (Windows) or
st art Wbl ogi ¢. sh (UNIX) file.

m  Environment command—the WebLogic Collaborate environment is set by the
set Env. cnd (Windows) or set Env. sh (UNIX) file. The start command calls
this file.

m config.xm file—an XML document that describes the configuration of an
entire WebLogic Server domain.

m Thefil eReal mproperti es file—the default security realm in WebLogic
Server is the File realm. The User, Group, and ACL objects that are created
when WebLogic Server is started are stored in the f i | eReal m properti es file.

An example of each file is provided in Appendix A, “WebLogic Collaborate Sample
Configuration Files.”

As part of the WebLogic Collaborate installation, each set Env file is updated with the
information required to start WebLogic Collaborate. For information about the
required environment settings, see “Updating the WebLogic Collaborate
Environment” on page 1-30.

When you start WebLogic Collaborate by executing the st ar t WebLogi ¢ command
for one of the preconfigured domains (as described in “Starting WebLogic
Collaborate” on page 1-5), WebLogic Collaborate, WebLogic Process Integrator, and
the associated WebLogic Collaborate plug-in, are deployed on WebLogic Server.

As you become more familiar with WebLogic Collaborate and the other WebLogic
Integration components, you can use the custom or samples domain as the starting
point for development and testing, or you can create your own domain by modeling it
after one of the preconfigured domains.

Administering BEA WebLogic Collaborate 1-3



1 Starting, Stopping, and Customizing WebLogic Collaborate

Understanding WebLogic Collaborate Users
and Passwords

The WebLogic Collaborate installation configures a default fileRealm security realm
for each of the domains described in the previous section. The following default users
and passwords are configured.

Table 1-1 Default User Names and Passwords

User Name  Default Description Update
Password
system security This login is used to: Update this password from the
®  Boot the WebLogic Server. WebLogic Server Administration
C le.
m Access the WebLogic Server onsole
Administration Console.
m  Access the WebLogic
Collaborate Administration
Console.
wlcsystem wlcsystem This login is used by the WebLogic =~ Update this password from the
Collaborate run-time environment. WebLogic Collaborate Administration
Console.
Warning: Do not update this password
using the WebLogic Server
Administration Console.
admin security These default logons are used to Update users (add or delete) from the
log on and connect to WebLogic WebLogic Process Integrator Studio.
mary password Process Integrator from the Studio Update an existing user password from

or Worklist client. the WebLogic Server Administration

joe assword
! P Console.

To ensure system security, you can change the default passwords as described in
“Updating the Default Passwords” on page 1-31.
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Starting WebLogic Collaborate

Starting WebLogic Collaborate

As described in “Understanding the Preconfigured Domains” on page 1-2, when you
execute the st art Wbl ogi ¢. cnd (Windows) or st art Wbl ogi c¢. sh (UNIX)
command for a domain, WebLogic Server is started and deploys WebLogic
Collaborate, WebLogic Process Integrator, and the WebLogic Collaborate plug-in for
WebLogic Process Integrator.

The following sections provide instructions for executing the start command on a
Windows or UNIX system.

Note: If you have shut down the WebLogic Collaborate application from the
WebLogic Collaborate Administration Console, this procedure does not
apply. See “Restarting from the WebLogic Collaborate Administration
Console” on page 1-15.

Starting WebLogic Collaborate on Windows

On a Windows system, you can start WebLogic Collaborate with the program icons or
from the command line.

Note: If WebLogic Server is already running, you must stop it before executing the
start command.

Starting WebLogic Collaborate with Program Icons

To start WebLogic Collaborate using program icons, do one of the following:

m  To start from the WebLogic Collaborate custom domain, choose
Start — Programs — BEA WebLogic E-Business Platform — WebLogic Integration
2.0 - Collaborate — Start Collaborate.

m  To start from the WebLogic Collaborate samples domain, choose
Start — Programs — BEA WebLogic E-Business Platform — WebLogic Integration
2.0 — Collaborate — Samples — Start Collaborate.

Administering BEA WebLogic Collaborate 1-5



1

Starting, Stopping, and Customizing WebLogic Collaborate

A command window is launched, and startup messages are displayed. When the
following message is displayed, startup has completed successfully:

<Month DD, YYYY hh:mm ss neri di anAbbrevi ati on Ti mezone> <Noti ce>
<WeblLogi cServer> <Li stenThread |istening on port 7001>

Starting WebLogic Collaborate from the Command Line

1-6

To start WebLogic Collaborate from the command line:

1.

2.

Choose Start — Run.

Enter cnd in the Open text box then click OK.

. Go to the appropriate domain subdirectory.

For example, if you installed the product in the default location, and you want to
start the WebLogic Collaborate custom domain, enter the following:

cd \bea\W i ntegration2.0\col | aborat e\ confi g\ mydomai n

For the default location for each preconfigured domain see “Understanding the
Preconfigured Domains” on page 1-2.

Execute the st art Webl ogi ¢ command by entering:
startWebl ogi c

When the following message is displayed, startup has completed successfully:

<Month DD, YYYY hh: mm ss meridi anAbbrevi ati on Ti mezone> <Noti ce>
<WeblLogi cServer> <Li stenThread |istening on port 7001>
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Starting WebLogic Collaborate on UNIX

Note: If WebLogic Server is already running, you must stop it before executing the

start command.

To start WebLogic Collaborate on a UNIX system:

1.

Go the appropriate domain subdirectory.

For example, if you installed the product in the default location, and you want to
start the WebLogic Collaborate custom domain, enter the following:

cd <BEA Home>/w i ntegration2.0/coll aborate/config/mydonain

For the default location for each preconfigured domain see “Understanding the
Preconfigured Domains” on page 1-2.

Execute the st ar t Webl ogi c. sh command by entering:
./ startWebl ogi c. sh

When the following message is displayed, startup has completed successfully:

<Month DD, YYYY hh: mm ss neridi anAbbreviation Ti mnezone> <Noti ce>
<WebLogi cServer > <Li stenThread |istening on port 7001>

Starting the WebLogic Collaborate
Administration Console

You can use the WebLogic Collaborate Administration Console to:

Configure WebLogic Collaborate preferences, trading partners, conversation
definitions, collaboration agreements, business protocol definitions, and logic
plug-ins

Export and import configured elements

Monitor and control WebLogic Collaborate, trading partner sessions,
conversations, and collaboration agreements
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1-8

Note:

The WebLogic Collaborate Administration Console requires Netscape
Navigator 4.7 (or above) or Microsoft Internet Explorer 5.x (or above). The
browser you use must be configured to accept cookies. In Netscape Navigator
select File — Preferences to display the Preferences dialog box. The accept
cookies option is set in the Advanced category. In Microsoft Internet Explorer,
select Tools — Internet Options to display the Internet Options dialog box.
Cookies are enabled by customizing the security level settings for the
applicable Web content zone.

To start the WebLogic Collaborate Administration Console:

1.

Start WebLogic Collaborate as described in “Starting WebLogic Collaborate” on
page 1-5.

Do one of the following:

On a Windows or UNIX system, open the following URL in your Web
browser:

http://host: 7001/ W cconsol e

In this URL, host is the computer name or IP address of the system that is
running WebLogic Collaborate, and 7001 is the WebLogic Server listen port
configured for the domain. Specify | ocal host or 127. 0. 0. 1 if the server is
running on the local computer.

On a Windows system, choose Start — Programs — BEA WebLogic
E-Business Platform — WebLogic Integration 2.0 — Collaborate — Start Admin
Console.

When prompted, enter syst emin the user name field, then enter the syst em
password.

Note: If you have not yet changed the password, see “Understanding WebLogic

Collaborate Users and Passwords” on page 1-4 for the default password.

The WebLogic Collaborate Administration Console is displayed in your Web
browser as shown in the following figure.
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Figure 1-1 WebLogic Collaborate Administration Console

* BEA WeblLogic Collaborate - Netscape — |EI |£|
File Edit ‘iew Go Communicator  Help
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: Back Forward Reload Home Search Metscape Frint Security Shop Stop
| w$ Bookmarks & Location: [hit:127.0.0.1:7001 wlcconsalefindexjsp ~ | @& What's Related
: g Instant Message ‘Webbdail Radio People Yellow Pages Download Calendar (£ Channels
= %%C Welcome to BEA WebLogic “? o0
= Trading Partners F I]
'EﬁAEIC International Collaborate ‘e ea
& cann 1 to wWed Jun 27 5 EDT 2001

'Eﬁ}{‘r'z Systems
i TUY Corportation
=] @Conversations
2 Query-Price 1.0
= @Collaboration Agreemer

Queny-Price-ABC-AB WLC Server = Trading Partner
B query-Price-apcord L Trading Partners

E;]Logic Flug-Ins
=] @Business Frotocols

ZXOCP-Hub o Conversation o Collaboration Agreement
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i RosettaMet2
ZRM2-Hub
i RosettaMet
BhRN-Hub o Logic Plug-In = Business Protocol
B Logic Plug-Ins Eusiness Protocols

Copyright () BEA Systems, Inc. All rights reserved.

<
& == [Document: Dore
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Note: Bookmark the WebLogic Collaborate Administration Console for quick
access.

Overviews of the tasks performed from the WebLogic Collaborate Administration
Console are provided in Chapter 3, “Basic Configuration Tasks,” Chapter 4,
“Advanced Configuration Tasks,” and Chapter 6, “Monitoring WebLogic
Collaborate.”

Detailed information about using the interface and setting the required attributes is
provided in the WebLogic Collaborate Administration Console online help. For help
at any time, click the question mark in the upper right-hand corner of the page.
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Note: The information in the online help is also available as a document entitled BEA
WebLogic Collaborate Administration Console Online Help.

Stopping WebLogic Collaborate

There are two options for stopping WebLogic Collaborate:

m  Shut down WebLogic Server and all deployed applications by executing the
st opWebl ogi c. cnd (Windows) or st opWebLogi c. sh (UNIX) command.

m  Shut down only the WebLogic Collaborate application from the WebLogic
Administration Console.

The required procedures are provided in the following sections:
m  Stopping WebLogic Server and All Deployed Applications
m  Stopping from the WebLogic Collaborate Administration Console

m  Restarting from the WebLogic Collaborate Administration Console

Stopping WebLogic Server and All Deployed
Applications

You can stop WebLogic Server and all applications deployed in a WebLogic
Collaborate domain by executing the st opWebl ogi ¢. cnd (Windows) or

st opWebl ogi c. sh (UNIX) command located in the domain directory. The following
sections provide instructions for executing the stop command on a Windows or UNIX
system.

Stopping WebLogic Server and All Deployed Applications on Windows

The following sections provide instructions for stopping WebLogic Server and all
deployed applications by using the program icons or by executing the
st opWebl ogi c¢. cnd from the command line.
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Stopping WebLogic Server and All Deployed Applications with Program Icons

To stop WebLogic Server and all deployed applications using program icons, do one
of the following:

m  To stop the custom domain, choose Start — Programs — BEA WebLogic
E-Business Platform — WebLogic Integration 2.0 — Collaborate — Stop
Collaborate.

m  To stop the samples domain, choose Start — Programs — BEA WebLogic
E-Business Platform — WebLogic Integration 2.0 — Collaborate — Samples — Stop
Collaborate.

Shutdown messages are displayed as shown in the following figure. When you are
returned to the command prompt, shut down is complete.

Figure 1-2 Shut down Sequence Messages

<fAlert> {WebLogicServer?> <The disabling of server logins has been reqguested hy

<Alert> {WehLogicServer> {Server logins have heen disabled.>

<fAlert> {WebLogicServer> <{Server shutdown has been reguested by system>

<{Alert> {WebLogicServer> {The shutdoun sequence has been initiated.
{Kernel> <Execute Thread: 'ExecuteThread: ’'B’ for gqueue: ‘default’’ stopped.’|
{Kernel> <Execute Thread: ’ExecuteThread: ‘1’ for guew *default’’ stopped.>
<Kernel> <{Execute Thread: ’ExecuteThrea *2* for gueue: ‘default’’ stopped.>|
{Kernel> <Execute Thread: ’‘ExecuteThreas *3" for gueue: ‘default”’
{Kernel» {Execute Thread: ’‘Executelhrea ‘4" for gueuwe: ‘default”’
{Kernel> <Execute Thread: ’‘ExecuteThrea ‘5" for gueuwe: ‘default”’
{Kernel> <Execute Thread: ’ExecuteThread: ’'6’ for quene: ’‘default’’
{Kernel> <Execute Thread: 'ExecuteThrea ' for guew *default’’
{Kernel> <Execute Thread: ’ExecuteThread: '8’ for queune: ’‘default’’
<Kernel> <{Execute Thread: ’ExecuteThrea *11* for queue: *default’”
{Kernel> <Execute Thread: *14* for gqueue
{Kernel>» <{Execute Thread for *
{Kernel> <Execute Thread for o
{Kernel> <{Execute Thread: ‘ExecuteThreal for *
<K 1> <{Execute Thread: ’ExecuteThrea for Y __weblogic_admin
<H {Execute Thread: ‘ExecuteThrear for *JM8 _TimerClientPoo]]
<K <Execute Thread: ’ExecuteThrea 1 for i i
<K <Execute Thread: '2* for
<K {Execute Thread: '3 for
<K {Execute Thread: ‘@' for
<K {Execute Thread: ’ExecuteThread: ‘8" for * JMSSto
<K {Execute Thread: ‘ExecuteThrear 1t fopr *JMEStore<null>. ioTh
<K <Execute Thread: ’ExecuteThread: ’'?’ for gueue: ’default’’ stopped.>|
{Kernel> <Execute Thread: ’'ExecuteThread: '18' for gqueue: ’default’’ stopped.

Once WebLogic Server and all applications have been terminated, you can restart
WebLogic Collaborate, as described in “Starting WebLogic Collaborate on Windows”
on page 1-5.
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Stopping WebLogic Server and All Deployed Applications from the Command Line

To start WebLogic Collaborate from the command line:

1.

Choose Start —» Run

2. Enter cnd in the Open text box then click OK.

3. Go to the appropriate domain subdirectory.

For example, if you installed the product in the default location, and you want to
start the WebLogic Collaborate custom domain, enter the following:

cd \bea\W i ntegration2.0\col | aborat e\ confi g\ mydomai n

For the default location for each preconfigured domain see “Understanding the
Preconfigured Domains” on page 1-2.

Execute the st op\Webl ogi ¢ command by entering:
st opWebl ogi c

Shutdown messages are displayed as shown in Figure 1-2.

Once WebLogic Server and all applications have been terminated, you can restart

WebLogic Collaborate, as described in “Starting WebLogic Collaborate on Windows’

B

on page 1-5

Stopping WebLogic Server and All Deployed Applications on UNIX

1-12

To stop WebLogic Server and all deployed applications on a UNIX system:

1.

Go the appropriate domain subdirectory.

For example, if you installed the product in the default location, and you want to
stop the WebLogic Collaborate custom domain, enter the following:

cd <BEA Hone>/w i ntegration2. 0/ col | aborat e/ confi g/ nydomai n

For the default location for each preconfigured domain see “Understanding the
Preconfigured Domains” on page 1-2.

Execute the st op\Webl ogi c. sh command by entering:
./ st opWebl ogi c. sh

Shutdown messages are displayed as shown in Figure 1-2.
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Stopping from the WebLogic Collaborate Administration
Console

You can shut down the WebLogic Collaborate application, but leave WebLogic Server
and other deployed applications running, from the WebLogic Collaborate
Administration Console.

To shut down the WebLogic Collaborate application:

1. Select WebLogic Collaborate (WLC) from the navigation tree to display the WLC
page.

2. Select the Monitoring tab, then select the General tab to display the Monitoring
General tab as shown in the following figure.

Figure 1-3 WebLogic Collaborate Monitoring General Tab

.‘c":

2
WLC> WLC w7 Zhea

Connected to 127.0.0.1:7001 Thu Jun 21 14:27:11 EOT 2001

Configuration Monitoring

General

S Shut down this server

Status: Running
Activation Time: Thu Jun 21 14:19:15 EDT 2001

3. Select Shut down this server.

The shut down confirmation page is displayed. This page allows you to select
shut down mode as shown in the following figure.
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Figure 1-4 Shut down Options

& ‘.ci..f

Connected to 127.0.0.1:7001 Thu Jun 21 14:29:05 EDT 2001

WLC> Shut down server ) ? rd
&

Are you sure that you want to shut down WLC server?

Shutdown Modes

C IMMEDIATE
& TERMINATE

4. Select the appropriate shut down mode.

o TJerminate
This mode shuts down active delivery channels which triggers the
termination of the associated trading partner sessions. The termination of the
trading partner sessions triggers termination of the associated conversations
and removal of queues.

e [mmediate
This mode stops all activity immediately.

5. Click Yes to shut down WebLogic Collaborate.

The WebLogic Collaborate application is shut down. WebLogic Server and any
other applications remain active. When WebLogic Collaborate has shut down,
you can restart it as described in the following procedure.
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Restarting from the WebLogic Collaborate
Administration Console

To restart WebLogic Collaborate after shutting down from the WebLogic Collaborate
Administration Console:

1. Select WebLogic Collaborate (WLC) from the navigation tree.

2. Select the Monitoring tab, then select the General tab to display the Monitoring
General tab as shown in the following figure.

Figure 1-5 WebLogic Collaborate Monitoring General Tab

2" %,

2 U
WLC> WLC w7 Zhea

27.0.0.1:7001 Thu Jun 21 14:31:47 EDT 2001

| Connected to 1

Motes

Configuration Monitoring

General

¢ Start this server

Status: Inactive

Activation Time:

3. Select Start this server.

The start up confirmation page is displayed. This page allows you to turn
persistence on or off as shown in the following figure.
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Figure 1-6 Start Up Confirmation

o® "%,

a
> [ 4
WLC> Shut down server ﬂ s Z hea

Connected to 127.0.0.1:7001 Thu Jun 21 15:40:45 EDT 2001

Are you sure that you want to start WLC server?

¥ Persistence On

4. Do one of the following:
e Click Yes to start with persistence on.
e Deselect Persistence On, then Click Yes to start with persistence off.

For information about WebLogic Collaborate persistence, see Chapter 9,
“Configuring Persistence and Recovery.”

The restart process may take a couple minutes. You will be returned to the Monitoring
General tab when the process is complete.
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Starting the WebLogic Server
Administration Console

Some tasks require access to the WebLogic Server Administration Console for the
active domain. The following procedure describes how to start the WebLogic Server
Administration Console.

To start the WebLogic Server Administration Console:

1. Start WebLogic Collaborate as described in “Starting WebLogic Collaborate” on
page 1-5.

2. Do one of the following:

e On a Windows or UNIX system, open the following URL in your Web
browser:

http://host: 7001/ consol e

In this URL, host is the computer name or IP address of the system that is
running WebLogic Collaborate and 7001 is the listen port configured.
Specify | ocal host or 127. 0. 0. 1 if WebLogic Collaborate is running on
the local computer.

e On a Windows system, choose Start — Programs — BEA WebLogic
E-Business Platform — WebLogic Server 6.0 — Start Default Console

3. When prompted, enter syst emin the user name field; then enter the syst em
password.

Note: The password you enter is the WebLogic Server syst empassword specific
to the active domain. It is usually not the same as the default password
specified when you install WebLogic Server. If you have not yet changed
the password, see “Understanding WebLogic Collaborate Users and
Passwords” on page 1-4 for the default password.

4. The WebLogic Server Administration Console is displayed in your Web browser
as shown in the following figure.
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Figure 1-7 WebLogic Server Administration Console
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Note:

Bookmark the WebLogic Server Administration Console for quick access.

For instructions on using and navigating the WebLogic Server Administration
Console, see the WebLogic Server 6.0 documentation set.
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Starting WebLogic Process Integrator Studio

WebLogic Process Integrator Studio, with the WebLogic Collaborate plug-in, is used
to create the collaborative workflows that implement the trading partner roles assigned
in WebLogic Collaborate.

Both the custom and sample WebLogic Collaborate domains contain a st udi o. cnu
(Windows) or st udi 0. sh (UNIX) command file. This command can be used to start
WebLogic Process Integrator Studio with the WebLogic Collaborate plug-in if you
have installed the Studio client in the same BEA Home directory as the WebLogic
Collaborate installation.

If you have installed the Studio client on another system, or will be deploying
WebLogic Collaborate in another domain, you need to be aware of certain
requirements.

The following sections provide the information you need to start the WebLogic
Process Integrator Studio:

m  Starting Studio for the Custom or Samples Domain
m  Starting Studio on a System Remote to WebLogic Collaborate
m Logging In and Connecting to the WebLogic Process Integrator Server

m  Studio Configuration Requirements

Starting Studio for the Custom or Samples Domain

The following sections provide instructions for starting a locally installed Studio client
for the custom or sample domain on a Windows or UNIX system. If you have installed
Studio on a system that is remote to the WebLogic Collaborate installation, see
“Starting Studio on a System Remote to WebLogic Collaborate” on page 1-21.
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Starting on Windows

To start the local installation of the WebLogic Process Integrator Studio on Windows:

1. Do one of the following:

e For the WebLogic Collaborate custom domain, choose
Start — Programs — BEA WebLogic E-Business Platform — WebLogic
Integration 2.0 — Collaborate — Start Studio

e For the WebLogic Collaborate samples domain, choose
Start — Programs — BEA WebLogic E-Business Platform — WebLogic
Integration 2.0 — Collaborate — Samples — Start Studio

The st udi 0. cnd executes in a command window, then, within a few moments,
the Studio application window is displayed.

2. Log in as described in “Logging In and Connecting to the WebLogic Process
Integrator Server” on page 1-22.

Starting on UNIX

To start the local installation of the WebLogic Process Integrator Studio on UNIX:

1. Do one of the following:

e For the WebLogic Collaborate custom domain, go to the
col | abor at e/ confi g/ nydomai n/ short cut s directory, then run the
st udi 0. sh command. For example, if you installed the product in the
default location you would enter the following:

cd <BEA Home>/w i nt egration2.0/col | aborat e/ confi g/ nydomai n/ shortcuts

. /studio. sh

e For the WebLogic Collaborate samples domain, go to the
col | abor at e/ confi g/ sanpl es/ short cut s directory, then run the
st udi 0. sh command. For example, if you installed the product in the
default location you would enter the following:

cd <BEA Hone>/w integration2.0/collaborate/config/sanples/shortcuts
. [ studio.sh

The st udi o. sh file executes, then, within a few moments, the Studio
application window is displayed.

2. Log in as described in “Logging In and Connecting to the WebLogic Process
Integrator Server” on page 1-22.
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Starting Studio on a System Remote to WebLogic
Collaborate

Before starting Studio on a system remote to WebLogic Collaborate, make sure you
have met the requirements described in “Studio Configuration Requirements” on page
1-23.

Starting on Windows

To start WebLogic Process Integrator Studio on Windows:

1. Choose Start — Programs — BEA WebLogic E-Business Platform — WebLogic
Integration 2.0 — Process Integrator — Start Studio

Note: The Studio installation, and the st udi o. cnd file that is invoked by the
shortcut, must be modified as described in “Studio Configuration
Requirements” on page 1-23.

The st udi o. cnd executes in a command window, then, within a few moments,
the Studio application window is displayed.

2. Log in as described in “Logging In and Connecting to the WebLogic Process
Integrator Server” on page 1-22.

Starting on UNIX

To start WebLogic Process Integrator Studio on UNIX:

1. Gotothe processi nt egr at or/ bi n directory, then run the st udi 0. sh command.
For example, if you installed Studio in the default location you would enter the
following:

cd <BEA Home>/w i ntegration2. 0/ processintegrator/bin
. I'studio.sh

The studi 0. ch command executes in a command window, then, within a few
moments, the Studio application window is displayed.

2. Log in as described in “Logging In and Connecting to the WebLogic Process
Integrator Server” on page 1-22.
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Logging In and Connecting to the WebLogic Process
Integrator Server

After you have executed the Studio command as described in the previous section, the
logon dialog box is displayed in front of the WebLogic Process Integrator Studio
application window as shown in the following figure.

Figure 1-8 Logon to WebLogic Process Integrator Dialog Box

EWehLogic Process Integrator Studio:

File “iew Configuration Tools Window Help

Qrganization

BEA WebLogic

Process Integrator ™

User Mame
02%%, -

A Ca—
o hea Password
Iy |

Semer[por]

ﬁS:IIIDcthUst:?DD‘I
Ok I Cancel |

() Copyright 2001 BEA Systems, Inc.
All rights resenrad.

To log on and connect to the WebLogic Process Integrator Server instance deployed
in the active WebLogic Collaborate domain:

1. Enter the user name and password in the appropriate fields. If you have not yet been
assigned a user name and password for WebLogic Process Integrator, enter a
default user name and password. See “Understanding WebLogic Collaborate Users
and Passwords” on page 1-4.
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2. Inthe Server [:port] field, specify the system that is running the WebLogic
Process Integrator Server application as follows:

t3://host: 7001

Here, host is the computer name or IP address of the system that is running the
WebLogic Process Integrator Server. Specify | ocal host if the server is running
on the same computer as the Studio application.

Studio Configuration Requirements

If you have installed the Studio client on another system, or will be deploying
WebLogic Collaborate in another domain, you need to be aware of the following
requirements.

m Thefil eReal m properti es file for a domain that deploys WebLogic
Collaborate, WebLogic Process Integrator, and the plug-in must have the access
control entries required for the WebLogic Process Integrator users.

Note: The col | abor at e/ confi g/ mydomai n/ fil eReal m properties and
col | abor at e/ confi g/ sanpl es/fil eReal m properti es file include
the required entries for the default users.

m Thew c.jar file must be added to the WebLogic Process Integrator Studio
installation, and the st udi o. cnd (Windows) or st udi 0. sh (UNIX) file must
include the wl c. j ar file in the CLASSPATH.

Note: The CLASSPATH in the col | abor at e/ confi g/ sanpl es/ st udi 0. cnd
(or.sh)andcol | abor at e/ confi g/ nydonai n/ st udi 0. cnd (or. sh) file
include the wl c. j ar file.

Adding the Required Users to the fileRealm.properties File

The fi | eReal m properti es file is located in the root of the domain. The required
entries for each user are:

acl . access. webl ogi c. adm n. mbean. MBeanHone=user
acl . | ookup. webl ogi c. adni n. nbean. MBeanHonme=user
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To edit the fi | eReal m properti es file:

1. Do one of the following:

e On Windows NT, Choose Start — Programs — Windows Explorer, then
navigate to the root of the domain.

e On UNIX, go to the root of the domain. For example, if you have set up a
development domain, devdonsi n, in parallel with the custom and samples
domain you would enter the following:

cd <BEA HOVE>/ bea/W i nt egration2. 0/ col | aborat e/ confi g/ devdomai n
2. Openthefil eReal m properti es file in your preferred text editor.
3. Add the required entries.

4. Save your changes and close the file.

Adding wic.jar to the CLASSPATH in the Start Studio Command

To add the wi c. j ar file to the CLASSPATH in the st udi o. cnd (Windows) or
st udi 0. sh (UNIX) file:

1. Copy thew c. j ar file from the WebLogic Collaborate installation to the
WebLogic Process Integrator Studio installation.

The w c. j ar file is located in the

<BEA_Home>/wl i nt egrat i on2. 0/ col | abor at e/ | i b directory and should be
copied to the <BEA_Hone>/wl i nt egr ati on2. 0/ processi ntegrator/lib
directory for the Studio installation.

2. Do one of the following:

e On Windows NT, Choose Start — Programs — Windows Explorer, then
navigate to the bi n subdirectory of the WebLogic Process Integrator Studio
installation.

e On UNIX, go to the bi n subdirectory of the WebLogic Process Integrator
Studio installation. For example, if you installed Studio in the default
location, you would enter the following:

cd <BEA HOME>/ bea/wW i ntegration2. 0/ processintegrator/bin
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3. Openthefile.properties file in your preferred text editor.

4. Add the complete path to the wl c. j ar file to the CLASSPATH. For example, if
you installed Studio on a Windows system in the default location, you would add
the following to the CLASSPATH, using a semi-colon to separate this entry from
others in the CLASSPATH:

c:/bea/wintegration2.0/processintegrator/lib/wc.jar

5. Save your changes and close the file.

Customizing WebLogic Collaborate

The following sections describe how to modify the default installation.
m  About Updating the JDBC Configuration

m  Updating the JDBC Connection Pool

m  Updating the WebLogic Collaborate Environment

m  Updating the Default Passwords

About Updating the JDBC Configuration

As discussed in “Understanding the Preconfigured Domains” on page 1-2, when you
installed WebLogic Collaborate, the JDBC connection pool for the samples domain is
configured to use the default Cloudscape database. Depending on the information
provided during installation, the JDBC connection pool for the custom domain was
configured to use either:

m  The same Cloudscape database as the samples domain
m  An Oracle or Microsoft SQL Server database of your choice

In a standard installation, each WebLogic Integration component follows this model,
with a samples domain configured to use the default Cloudscape domain, and a custom
domain configured to use either the Cloudscape or the alternate database. Therefore,

the components share the database resources.
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Although this arrangement typically provides an environment that meets your
evaluation, development, and testing needs, there are circumstances that may require
you to customize the JDBC configuration. For example, you may wish to:

m  Run the samples in the alternate database you have already configured for the
custom domain.

m  Create and connect to a new database.

The first case is fairly straightforward. As described in Using BEA WebLogic
Collaborate Samples, commands have been provided to assist you in reconfiguring the
the samples domain to use the alternate database you selected during installation.

The second case, where it becomes necessary to change the database used (for
example, from Microsoft SQL to Oracle) you can do one of the following:

m Install WebLogic Server and the WebLogic Integration components in a new
location, and specify the required database during installation. (Recommended.)

m  Update the JDBC connection pool for one or more domains using the WebLogic
Server Administration Console as described “Updating the JDBC Connection
Pool” on page 1-27.

Installing the WebLogic Integration components in a new location is the recommended
method. When this methods is used, the JDBC connection pool is automatically
configured as part of the installation process. Because you are not overwriting the
existing installation, the information remains available and can be exported as needed
for import to the new installation.

If you choose the second method, keep the following in mind:

m  The WebLogic Integration components share the database resources. You must
be sure that the tables required for each installed component are recreated in the
new database. Each component distribution includes the script(s) required to
create the tables it needs. Be sure to execute each script as instructed in the
appropriate installation guide.

m  The WebLogic Process Integrator RDBMS security realm uses the same
database. In addition to updating the JDBC connection pool for WebLogic
Collaborate, you must update the RDBMS realm properties for WebLogic
Process Integrator. See “Updating the RDBMS Realm Properties” on page 1-29.
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m  Export any information you may need to transfer to the new installation before

making the change. To understand what is stored in the WebLogic Collaborate
repository, see Chapter 7, “Working with the Repository.” For instructions on
exporting the WebLogic Process Integrator workflows and WebLogic
Collaborate elements required for business collaborations, see Chapter 5,
“Importing and Exporting Business Collaborations.” Store the exported files in a
secure location for later import to the new database.

Updating the JDBC Connection Pool

To update the WebLogic Integration JDBC connection pool:

1.

Start the WebLogic Server Administration Console as described in “Starting the
WebLogic Server Administration Console” on page 1-17.

Using the navigation tree, choose Services — JDBC — Connection
Pools — wlipool.

Select the Configuration tab. Then, if it is not already displayed, select the
General tab.

Edit the URL, Driver Classname, and Properties as required to customize the
settings for your JDBC connection pool. For additional information see “JDBC
Connection Pool Parameters” in the following section.

Click Apply to save your changes.
Close the WebLogic Server Administration Console.

Shut down and restart WebLogic Collaborate to initiate the new settings.
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JDBC Connection Pool Parameters

The following table summarizes the information required to configure the JDBC
connection pool.

Table 1-2 JDBC Connection Pool Parameters

Parameter Description

JDBC JDBC driver to be used to connect to the database.

Connection Pool g £ you are using the Oracle thin driver, enter:

Driver oracl e.jdbc.driver. O acl eDriver
m  [fyou are using the Sybase jConnect driver, enter:
com sybase. j dbc. SybDri ver
m  Ifyou are using the Cloudscape driver, enter:
COM cl oudscape. core. JDBCDxi ver

m  Ifyou are using the WebLogic jDriver for SQL Server, enter:
webl ogi c. j dbc. nesql server4. Driver

JDBC Account login name required for connecting to the database server.
Connection Pool

User

JDBC Password required for connecting to the database server.

Connection Pool

Password

JDBC URL for the database, as specified in the JDBC driver documentation.
Connection Pool  The format for the JDBC connection pool URL is discussed in the
URL following section.

JDBC Connection Pool URL Format
The JDBC connection pool URL includes the following:
m  host specifies the name of the database server host.

m dat abase specifies the database containing the WebLogic Process Integrator
tables on the database server.

m port specifies the port to be used to connect to the database server.

The following list provides a sample URL for each supported database.
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For the Oracle thin driver, the URL is:

j dbc: oracl e: t hin: @ost: port: dat abase

For example: j dbc: or acl e: t hi n: @ dbnshost : 1521: wl i db

For the Cloudscape driver, the URL is:

j dbc: cl oudscape: dat abase

For example: j dbc: cl oudscape: wl i db

For the WebLogic jDriver for Microft SQL Server, the URL is:

j dbc: webl ogi c: mssql server 4: dat abase@ost : port ?sql 7=tr ue

For example:
j dbc: webl ogi c: mesql server4: w i db@ dbnshost : 1433?sql 7=t r ue

Updating the RDBMS Realm Properties

To update the WebLogic Process Integrator RDBMS realm properties:

1.

Start the WebLogic Server Administration Console as described in “Starting the
WebLogic Server Administration Console” on page 1-17.

Using the navigation tree, choose Security — Realms — wlpiRDBMSRealm.
Select the Configuration tab.
Select the Database tab.

Edit the Driver, URL, Username, and Password as required to customize the
settings for your database. For additional information see “JDBC Connection
Pool Parameters” in the preceding section.

Click Apply to save your changes.
Close the WebLogic Server Administration Console.

Shut down and restart WebLogic Collaborate to initiate the new settings.
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Updating the WebLogic Collaborate Environment
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The WebLogic Collaborate environment is set by the set Env. cnd (Windows) or
set Env. sh (UNIX) file. This file is located in the conf i g\ domai n_nane
subdirectory, as described in “Understanding the Preconfigured Domains” on page
1-2. An example of this file is provided in Appendix A, “WebLogic Collaborate
Sample Configuration Files.”

The variables in this file are set when you install WebLogic Collaborate and normally
do not require update. If you must update the environment, however, you can do so by
completing the following procedure.

To update the WebLogic Collaborate environment:

1. Do one of the following:
e On a Windows system:

Navigate to the appropriate domain directory and right click set Env. cnd.
Then select Edit from the shortcut menu to open the file in Notepad.

e On a UNIX system.

Go to the appropriate domain directory, and open set Env. sh in your
preferred text editor.

2. Set the following variables to values appropriate for your environment:
e JAVA HOVE

BEA_HOMVE

W._HOVE

W.C_HOVE

WPl _HOVE

For information about the required values, see Appendix A, “WebLogic
Collaborate Sample Configuration Files.”

3. Save your changes and close the file.

The set Env. cnd file will run to set these environment variables for WebLogic
Collaborate when you execute the start command as described in “Starting WebLogic
Collaborate” on page 1-5.
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Updating the Default Passwords

After you have installed WebLogic Collaborate, you can update the default passwords
to ensure system security.

Warning: The w csyst emuser name and password are used by the WebLogic

Collaborate run-time environment and are stored in the WebLogic
Collaborate repository. This password must be updated using the
WebLogic Collaborate Administration Console. Do not use the
WebLogic Server Administration Console to update this password.

Updating the system Password

The password for the syst emlogin can be changed through the WebLogic Server
Administration Console as described in the following procedure.

To update the password for the syst emuser for the active domain:

1.

Start the WebLogic Server Administration Console as described in “Starting the
WebLogic Server Administration Console” on page 1-17.

Select Users from the navigation tree to open the Users page.

In the Change a User’s Password section, enter the user name in the Name field.
For example, to change the system password, enter syst em

Enter the existing password in the a Old Password field.

Enter the new password in the New Password field.

Retype the new password in the Confirm Password field.

Click Change to update the password.

Update the st art WebLogi c. cmd (Windows) or st art WebLogi ¢. sh (UNIX) for
the domain.

The st art Wbl ogi c. cnd (Windows) or st art Wbl ogi c. sh (UNIX)
commands used to start WebLogic Collaborate are configured for automatic
login. If you change the password for syst em you will need to update these
files. See Appendix A, “WebLogic Collaborate Sample Configuration Files.”
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Updating the default WebLogic Process Integrator Passwords

The default passwords for adni n, j oe, and mar y, which are used to log on to
WebLogic Process Integrator Studio and Worklist, can also be changed through the
WebLogic Server Administration Console as described in the previous section.

Updating the wlcsystem Password

1-32

The password for the wl csyst emuser can only be changed through the WebLogic
Collaborate Administration Console as described in the following procedure.

1. Start the WebLogic Collaborate Administration Console as described in “Starting
the WebLogic Collaborate Administration Console” on page 1-7.

2. Select WebLogic Collaborate (WLC) from the navigation tree.

3. Ifitis not already selected, select the Configuration tab, then select the Security
tab.

The Security tab is displayed as shown in the following figure. The content of
the System Password field is the password for the Wl csyst emuser.

Figure 1-9 WebLogic Collaborate Configuration Security Tab

o®*%,

2
WLC> WLC 7 Zhea

Connected to 127.0.0.1:7001 Thu Jun 21 18:55:44 EDT 2001

Maonitoring

Configuration Motes

Security

System Password: |nnnn

Audit Log Class: f

Certificate Verification Class: |

Secure Timestamp Class: |

Certificate Authority Directory: |

Apply | Resetl
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4. To update the Wl csyst empassword, highlight the current content of the System
Password field, then carefully overtype with the new password.

5. Click Apply to update the Wl csyst empassword.
Verifying Configuration

If you make changes to the WebLogic Collaborate installation, or configure your own
domain, you can verify the WebLogic Collaborate configuration by starting WebLogic
Collaborate for the domain, then starting the WebLogic Collaborate Administration
Console for the domain as described in this section.

We also recommend that you verify the configuration of the samples domain by
running the Hello Partner sample as described in Using BEA WebLogic Collaborate
Samples. In order to run the Hello Partner sample, you will need to load the sample
data and workflows into the WebLogic Collaborate repository as described in “Hello
Partner Sample” in Using BEA WebLogic Collaborate Samples.

Administering BEA WebLogic Collaborate 1-33



1 Starting, Stopping, and Customizing WebLogic Collaborate

1-34  Administering BEA WebLogic Collaborate



2 CONFIGURATION REQUIREMENTS

2 Configuration
Requirements

This section presents selected WebLogic Collaborate configurations and provides
examples that summarize the configuration requirements for typical participants.
It includes the following topics:

m  Configuration Overview
m  XOCP Applications

m  RosettaNet Applications
m cXML Applications

m  Browser Clients

m  File-Sharing Clients

The material in this section applies to configurations that use WebLogic Process

Integrator workflows to manage conversations between trading partners. If you are
using the WebLogic Collaborate API to develop applications to exchange business
messages, see Programming BEA WebLogic Collaborate Messaging Applications.

If you are using logic plug-ins to add functionality to a collaboration, see
Programming BEA WebLogic Collaborate Logic Plug-Ins.
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The sections that follow describe what you need to know to set up some of the basic
configurations supported by WebLogic Collaborate. These basic configurations
illustrate the concepts required for more complex scenarios. In addition to basic
WebLogic Collaborate parameter settings (for example, server name, description, and
preferences), the following must be configured:

m  Trading partners
Basic identifying information, party identifiers, and delivery channel information
must be defined for each collaboration participant.

m  Conversation definitions
Each conversation definition must have a name, a version, an assigned business
protocol, and two or more roles, each associated with a WebLogic Process
Integrator workflow template.

m  Collaboration agreements
A collaboration agreement references a specific conversation definition and
identifies specific parties to the agreement. The configuration for each party
includes a trading partner party identifier, delivery channel, and role.

The following figure provides an overview of the configuration and the relationships
between the entities. The view presented illustrates how the information is organized
in the WebLogic Collaborate Administration Console. For a summary of how the
information is stored in the repository, see Chapter 7, “Working with the Repository.”
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Figure 2-1 WebLogic Collaborate Configuration Overview

Collaboration Agreement 1 .
Conversation Definition T
General General
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Parties Defautt Timeout must match the
rTrading Parner Mame / Rales . Mame and
/’Pamr D |, Role rl-lalme /_ Organization
//‘Delivenr Channel / / Descripion _,_..—-"/ ooperics
Converstion Definition ’ WLPI Tenml.ate .Name ¥ assigned in
Name [read only) L1 ( WLP! Organization WebLogic Process
i p— i
\fersion (read only) d Imtegrator Studio.
Role '._____.-‘”
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Type (Local, Remate) - Party 1Ds “"""‘"--.___‘_‘ -
Address ™ Farty 1D Name ~Delivery Channel Name
Emnail Business ID /JVT"a"SPU"t
Phone Business 1D Type H1 )'DL'ICL-II'HEM Exchange
Fax Routing Proxy [Yes/Mo)
WLS User Name b
State (Active, Inactive)

Transport

Tranzport Name="

Transport Protocal (HTTP, HTTPS)
Security Protocel (35130 far HTTPS)
Endpoirts

Doc Exchange

[ Document Exchange Mame

Buziness Protocal Binding (XOCP 1.1, eXML,
Rosettalet 1.1, Roseta et 2 0)

Certificate Location

Centficate Type (Signature, Encryption,

Private Key Location (applies to Local Trading Partmer only)

URI E.ndpoint. . Protocol Specific Setfings
Endpoint Chain [Ordered List)
. A Client (remote trading parmer) or Server
Cerfficates Nlocal trading parner) cetficate is required
Certificate MName forthe HTTPS Transport Protocol. Signature

Cliert, Server)

cettificates can be associated with any
Documert Exchange. Encryption cerficates
can be associated with RosettaMet 2.0
Docurment Exchanges. See Figure 2-2 for
Document Exchange protocol specific setings.
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As shown in the preceding figure, each delivery channel is associated with a document
exchange, which defines the business protocol binding for the delivery channel. The
settings available are dependent on the selected protocol. The following figure
summarizes each type.

Figure 2-2 Document Exchange Business Protocol Bindings

Documert Exchange Mame
Business Protocol Binding: XOCP-1.1
Business Protocol Definition
Enid Pairt Type (Hub, Spoke)
Confirmed Delivery (Hub_Receipt, Hub_Routed, Destination)
Message History (Mumber of messages to be stored)
Retries
Mumber of Retries
Interval (Miliseconds)
Timeout (Millizecands)
Digital Signature
Signature Cerficate (selected from Signature
Certficates defined for trading parner]
Maon-Repudiation Protocol | Document Exchange Mame

Hash Function Business Protocol Binding: RosettaMet-1.1
Signature Algorithm Business Protocol Definition
Digital Signature

Signature Ceficate (selected from Signature
Certificates defined for trading parner]
Mon-Repudiation Protocol

Document Exchange MName

H_ash Functiuh. Business Protocol Binding: RosettaNet-2 0
Signiature Algortthm Business Protocal Defintion
Encryption

Encryption Cerificate [selected from Encryption
Cerficates defined for trading partner)

Encyption Level

Cipher Strength

Cipher Algorthm

Digital Signature (Monrepudiation)

Signature Cerificate (selected from Signature
Cerficates defined for trading partner)

MonRepudiation Protocol

Hazsh Function

Signature Algorithm

Document Exchange Mame

Business Protocol Binding: ¢XML

Business Protocol Definition

Shared Secret

Signature Certificate (selected from Signature
Certificates defined for trading parner)

In the sections that follow, the configuration requirements for participants in selected
example applications are presented. These examples do not take into account how the
required elements were added to the WebLogic Collaborate configuration. Keep in
mind that the required trading partners, conversation definitions, collaboration
agreements, and workflows created on one system can be exported and then imported
to another system, as described in Chapter 5, “Importing and Exporting Business
Collaborations.”
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XOCP Applications

The following sections provide background information about the configuration of
XOCP delivery channels and present examples that illustrate how to configure
WebLogic Collaborate to use XOCP in peer-to-peer and mediated messaging
applications:

m  XOCP Hub and Spoke Delivery Channels
m  XOCP Peer-to-Peer Messaging

m  XOCP Mediated Messaging

XOCP Hub and Spoke Delivery Channels

A delivery channel in the XOCP protocol must be configured as either a:
® A routing proxy, or hub, delivery channel.
m A standard, or spoke, delivery channel.

A hub delivery channel is unique in that it acts as a proxy for either role in a
conversation definition. The role assumed by the hub delivery channel depends on the
configuration of the collaboration agreements for the conversation definition. For
example, if the hub delivery channel for a trading partner is assigned to the role of
supplier in one collaboration agreement, and is assigned to the role of buyer in another
collaboration agreement for the same conversation definition, messages will be
handled as follows:

m  The hub delivery channel for a trading partner receives a message to the role
supplier. Any collaboration agreements for the same conversation definition
where the hub delivery channel for that trading partner is assigned the role buyer
are identified. The message is forwarded to the trading partner delivery channel
assigned to the role supplier in each collaboration agreement identified.
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m  The hub delivery channel for a trading partner receives a message to the role
buyer. Any collaboration agreements for the same conversation definition where
the hub delivery channel for that trading partner is assigned the role supplier are
identified. The message is forwarded to the trading partner delivery channel
assigned to the role buyer in each collaboration agreement identified.

As can be seen, if multiple trading partners associated with the same role in a
conversation definition enter into a collaboration agreement with a hub delivery
channel, that delivery channel can be used to broadcast messages to those trading
partners. If it is necessary to limit the broadcast to a subset of trading partners, XPath
filter expressions can be used as described in “XPath Expressions in Routing and
Filtering” on page 4-3.

Although XOCP applications always adhere to a hub-and-spoke configuration with
regard to the configuration of delivery channels and collaboration agreements, trading
partners using the XOCP protocol can participate in either a peer-to-peer or mediated
exchange of messages.

m  Peer-to-peer
In this case, each participating trading partner has a role in the collaboration.
The messages are exchanged between the trading partner peers. To accomplish
this, at least one of the trading partner peers must configure two delivery
channels. One channel is configured as a hub delivery channel; the other, as a
spoke delivery channel.

u  Mediated
In this case, a trading partner mediator does not directly participate in any role,
but rather serves to route messages to the trading partner spokes. The trading
partner acting as the mediator configures a hub delivery channel and each
trading partner spoke defines a spoke delivery channel. On the mediator, a
collaboration agreement is defined between the trading partner hub delivery
channel and each trading partner spoke delivery channel. The collaboration
agreements assign the hub and spoke delivery channels to roles as required to
properly route the messages.

Detailed examples illustrating these two basic XOCP arrangements are described in
the following sections. The principles illustrated in the examples can be employed to
create more complex hybrid deployments
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XOCP Peer-to-Peer Messaging

Suppose two trading partners, ABC International, a computer manufacturer, and XYZ
Systems, a chip supplier, plan to use WebLogic Collaborate to participate in Query
Price and Availability (QPA) transactions. ABC International will be the buyer and the
initiator of each transaction, and the XOCP protocol will be used to exchange
messages. Both trading partners have WebLogic Collaborate installed.

The sections that follow provide an example of how to:
m  Configure the trading partners and their associated delivery channels
m  Configure a conversation definition to implement the required roles

m  Associate the required trading partner delivery channels with the roles in
collaboration agreements

It is assumed that the required private and collaborative (public) workflows have been
created. For the purposes of this example, the collaborative workflows are named
QPA_Publ i c_Suppl i er and QPA_Publ i c_Buyer . For information about using the
WebLogic Collaborate plug-in with WebLogic Process Integrator to create
collaborative workflows, see Creating Workflows for BEA WebLogic Collaborate.

Trading Partners

Trading partner definitions for both ABC International and XYZ Systems must be
configured.

Note: For simplicity, SSL or signature certificates are not used in the examples
presented in this section. For information about the security configuration
requirements, see Using BEA WebLogic Collaborate Security.

The requirements for the ABC International trading partner in the ABC WebLogic
Collaborate configuration are summarized in the following figure.

Note that the trading partner type is Local and the configuration includes hub and
spoke delivery channels (XOCP- hub- dc and XOCP- spoke- dc), document exchanges
(XOCP- hub- de and XOCP- spoke- de), and transports (XOCP- hub- t r anspor t and
XOCP- spoke- t r anspor t ). Each transport has an associated URI which serves as the
delivery channel endpoint (htt p: / / abc. com xocp- hub-transport and
http://abc. com xocp- spoke-transport).
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Figure 2-3 ABC International Trading Partner Definition in the ABC

Configuration

ABC Intermational WebLogic Collaborate Configuration
Trading Partner: ABC International

General

Type:

Email

WLS
State

Mame: ABC International
Description: Computer Manufacturer

Address: 123 ABC Street, Anytown, USA

Phone: +1 123 456 T80
Faoe: +1 123 456 8910

Local

: admin@abe_com

User Mame: abe
[Betve, Inactive): Active

Party 1Ds

Party ID: ABC D-U-N-S
Business |D: 121123-1234
Buginezs |D Type: D-U-NS

Doc Exchange

Col

Document Exchange Mame: XOGP-hub-de
Business Protocol Binding: XOCP-1.1
Business Protocol Defintion: XOCP-HUB
End Paint Type: HUB

nfirmed Delivery : edefaults

Delivery Channels

Delivery Channel Mame: XOCP-hub-dc
Transport: XOCP-hub4ransport
Document Exchange: XOGCP-hub-de
Routing Proxcy [Yes/No): Yes

Delivery Channel Mame: XOCP-spohe-dc
Tranzport: XOCP-spohe-transport
Document Exchange: XOCP-spohe-de
Routing Prosey [Yes/Mo): No

M
R

Document Exchange Mame: XOCP-spohe-de
Business Protocol Binding: XOCP-11
Buziness Protocol Defintion: XOCP-SPOKE
End Poirt Type: SPOKE
Corfirmed Delivery : edefault>
Mezsage History: edefaults
Retries
Mumber of Retries: edefaults
Interval (Millizeconds): edefaults
Timeout: edefaults

| Digital Signature (Monrepudiation)

Signature Certificate: <none>
Mon Repudiation Protocal:
Hash Function:

Signature Algorthm:

Transport
Tranzport Mame: XOCP-hub-transport
Transport Protocol: HTTP
Securty Protocol: enone>
Endpoirts
LRI Endpoint: http-Habe.combxocp-hub-transport

Transport Mame: XOCP-spohke-transport
Transport Protocol: HTTP
Secunty Protocol: enones
Endpaints
LIRI Endpoint; http-Nabc_comboocp-spohke-transport

Certificates

Certicate MName: <nones
Cerificate Type: enones
Cerficate Location: enone>
Private Key Location: enones
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The requirements for the ABC International trading partner in the XYZ WebLogic
Collaborate configuration are summarized in the following figure.

Figure 2-4 ABC International Trading Partner Definition in the XYZ
Configuration

XYZ Systems WebLogic Collaborate Configuration
Trading Partner: ABC International

General Party ID=
Mame: ABC Intermational Party ID: ABC DU-NS
Descrption: Computer Manufacturer Business |D: 12-123-1234
Type: Remote Business 1D Type: DU-N-S
Addrezs: 123 ABC Street, Anytown, USA

Email: adminigabc.com

Phone: +1 123 456 T8%0 Delivery Channels

Faxc: +1 123 436 8910 Delivery Channel Mame: XOCP-hub-de

WLS USE_" Mame: :"h“ . Transport; XOCP-hub-ransport

State [Active, Inactive): Active Document Exchange: XOCP-hub-de
Routing Proxcy [Yes/MNo): Yes

Doc Exchange

Document Exchange Mame: XOCP-hub-de

Business Protocol Binding: XOCP-1.1 Transport

Business Protocol Definiton: XOGP-HUB Transport Mame: XOCP-hub-ransport

End Pairt Type: HUB Transport Protocal: HTTP

Corfirmed Delivery: edefaults Securty Protocol: <none>

Message History : edefault> Endpairts

Retries LIRI Endpoint: http:Nabc_combxocp-hub-transport
MNumber of Retres: edefault>

Interval (Milliseconds): edefaults

Timeout: edefault=

Digtal Signature [Nonrepudiation) Certficates
Signature Certficate: <mone> Cerfficate Mame; enone>
MNonRepudiation Protocol: Certficate Type: enone>
Hash Function: Certficate Location: <none>
Signature Algorthm:

In this case the trading partner type is Renot e and the configuration includes only
hub delivery channel (XOCP- hub- dc), document exchange (XOCP- hub- de), and

a

transport (XOCP- hub- t r anspor t ). The transport has an associated URI which serves

as the delivery channel endpoint (ht t p: / / abc. conf xocp- hub-transport).
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The requirements for the XYZ Systems trading partner in the ABC WebLogic
Collaborate configuration are summarized in the following figure.

Figure 2-5 XYZ Systems Trading Partner Definition in the ABC International
Configuration

ABC International WebLogic Collaborate Configuration

Trading Partmer: XYZ Systems
General Farty 1Ds
Mame: XYZ Systems Party |D: XYZ DU-HS
Descrption: Chip Supplier Business ID: 34-567-8910
Type: Remote Buziness ID Type: D-U-N-S
Address: 456 XY Street, Anytown, USA

Email: adminiZyz.com

Phone: +1 456 789 1020 Delivery Channels

Fax: +1 436 T29 1021 Delivery Channel Mame: XOCP-spohe-de

WLS USE_" Name: w Transpart: XOCP-spohke-transport

State [Active, Inactive]: Active Document Exchange: XOCP-spohe-de
Routing Proxy [Yes/Mo): No

Doc Exchange

Document Exchange Mame: XOCP-spohe-de

Business Protocol Binding: XOCP-1.1 Transport

Busiress Protocol Definition: XOCP-SPOKE Transpart Mame: XOCP-spohe-dransport

End Poirt Type: SPOKE Transport Protocol: HTTP

Corfirmed Delivery: edefaults Securty Protocol: <none>

Message History: edefault> Endpairts

Refries LRI Endpoint: http:Nxyz.combxocp-spoke-transport
Mumber of Retries: edefaults

Interval (Milliseconds): edefaults

Timeout: edefaultt=

Digital Signature [Monrepudiation] Cerfficates
Signature Certiicate: <none> Certficate Mame; enones
Mon Repudiation Protocol: Certificate Type: enone>
Hash Function: Cetficate Location: <none>
Signature Algorthm:
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In this case the trading partner type is Renot e and the configuration includes only a
spoke delivery channel (XOCP- spoke- dc), document exchange (XOCP- spoke- de),
and transport (XOCP- spoke- t r anspor t ). The transport has an associated URI which
serves as the delivery channel endpoint

(http://xyz. com xocp-spoke-transport).

The requirements for the XYZ Systems trading partner in the XYZ WebLogic
Collaborate configuration are exactly the same as those just listed, with the exception
of trading partner type. Trading partner type is set to Local in the XYZ WebLogic
Collaborate configuration.

Conversation Definitions

The requirements for the Query Price and Availability (QPA) conversation definition
in the ABC WebLogic Collaborate configuration are summarized in the following
figure.

Figure 2-6 Conversation Definition for QPA

Conversation Definition
General
Mame: QueryPrice
Wersion: 1.0
Descnption: Cluery Price and Availability
Business Protocol: XOCP 1.1
Default Timeout: edefault>
Ruoles
Role Mame: Buyer
Description: QPA Buyer
WLPI Template Name: GPA_Public_Buyer
WLPI Organization: ABC_Org
Role Mame: Supplier
Descaption: QPA Supplier
WLP| Ternplate Name: QPA_Public_Supplier
WLP! Organization: ABC_Org

The conversation definition in the XYZ WebLogic Collaborate configuration is the
same, with the exception of the WebLogic Process Integrator (WLPI) organization,
which reflects the structure used at XYZ Systems.
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Collaboration Agreements

The collaboration agreement shown in the following figure is required only in the ABC
WebLogic Collaborate configuration. The agreement makes it possible for the hub
delivery channel to act as a proxy for the buyer role, as described in “XOCP Hub and
Spoke Delivery Channels” on page 2-5.

Figure 2-7 Collaboration Agreement ABC-ABC

Collaboration Agreement

General
Collaboration Agreemert Mame :Query-Price-ABC-ABC
Wersion: 1.0
Deschption: Query Price and Availability ABC Hub to ABC Spokhe
Conversation Defintion: QueryPrice

Parties

Trading Partner Mame: ABC Intermational
Party |D: ABC DU-HS
Delivery Channel: XOCP-hub-dc
Converstion Defintion
Mame (read only): QueryPrice
‘Wersion fread only): 1.0
Role: Supplier

Trading Partner Mame: ABC Intermational
Party 1D: ABC D-U-N-S
Delivery Channel: XOCP-spohe-dc
Converstion Definition
MName [read only): QueryPrice
Wersion [read only): 1.0
Role: Buyer
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The collaboration agreement shown in the following figure is required in both the ABC
and XYZ WebLogic Collaborate configurations.

Figure 2-8 Collaboration Agreement ABC-XYZ

Collaboration Agreement

General
Collaboration Agreement Mame :Query-Price-ABC-XYZ
Wersion: 1.0
Dezcrption: Query Price and Availability ABC Hub to XY7 Spohe
Conversation Definiion: QueryPrice

Partes

Trading Partner Mame: ABC International
Party |D: ABC DU-HS
Delivery Channel: XOCGP-hub-dc
Converstion Defintion

Mame (read only): QueryPrice

Version fread only): 1.0 Trading Parner Mame: XYZ Systems
Role: Buyer

Party |D: X¥YZ DU-N-S
Delivery Channel: XOCP-spohe-dc
Converstion Defintion
Mame [read only): Query-Price
\erzion [read only): 1.0
Ruole: Supplier

How It Works

The following figure summarizes how WebLogic Collaborate supports the exchange

of Query Price and Availability (QPA) messages between ABC International and XYZ
Systems.
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Figure 2-9 QPA Collaboration Overview: XOCP Peer-to-Peer
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Note 1

The ABC International hub delivery channel (XOCP- hub- dc) receives the message to
the supplier role. As described in “XOCP Hub and Spoke Delivery Channels” on page
2-5, any collaboration agreements in which XOCP- hub- dc is assigned the role buyer
are identified. One collaboration agreement, Quer y- Pri ce ABC- XYZ, meets the
criteria. Based on that agreement, the message is delivered to the XYZ Systems
delivery channel assigned to the role of supplier (XYZ Systems XOCP- spoke- dc at
http://xyz. conl xocp-spoke-transport).

Note 2

The ABC International hub delivery channel (XOCP- hub- dc) receives the message to
the buyer role. Any collaboration agreements in which XOCP- hub- dc is assigned the
role of supplier are identified. One collaboration agreement, Quer y- Pri ce ABC- ABC
meets the criteria. Based on that agreement, the message is delivered to the XYZ
Systems delivery channel assigned to the role of buyer (ABC International

XOCP- spoke-dc at htt p: // abc. coml xocp- spoke-transport).

XOCP Mediated Messaging

In this example, ABC International, a computer manufacturer, plans to contract with
IntCo, a company that acts as an intermediary for order management transactions. Two
chip suppliers, TUV Corporation and XYZ Systems are among those contracted with
IntCo.

IntCo will act as the intermediary in the Query Price and Availability (QPA)
transactions between ABC International and the two chip suppliers. IntCo does not
directly participate in any role in the conversation, but rather acts as a mediator in the
transactions between ABC International and the suppliers.

ABC International will be the buyer and the initiator of each transaction and the XOCP
protocol will be used to exchange messages. All participants have WebLogic
Collaborate installed.

The sections that follow provide an example of how to:
m  Configure the trading partners and their associated delivery channels.
m  Configure a conversation definition to implement the required roles.

m  Associate the required trading partner delivery channels with the roles in
collaboration agreements.
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It is assumed that the required private and collaborative (public) workflows have been
created. For the purposes of this example, the collaborative workflows are named
QPA_Publ i c_Suppl i er and QPA_Publ i c_Buyer . For information on using the
WebLogic Collaborate plug-in with WebLogic Process Integrator to create
collaborative workflows, see Creating Workflows for BEA WebLogic Collaborate.

Trading Partners

2-16

Trading partners must be configured as follows:

m  ABC International and IntCo must be defined in the ABC WebLogic Collaborate
configuration.

m TUV Corporation and IntCo must be defined in the TUV WebLogic Collaborate
configuration.

m  XYZ Systems and IntCo must be defined in the XYZ Systems Configuration.

m  ABC International, TUV Corporation, XYZ Systems, and IntCo must be defined
in the IntCo WebLogic Collaborate configuration.

Note: For simplicity, SSL or signature certificates are not used in the examples
presented in this section. For information about the security configuration
requirements, see Using BEA WebLogic Collaborate Security.

The IntCo trading partner definition required in the ABC, TUV, and XYZ WebLogic
Collaborate configurations is summarized in the following figure.
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Figure 2-10 IntCo Trading Partner Definition in the ABC, TUV, and XYZ
Configurations

ABC, TUV, and XYZ WebLogic Collaborate Configurations
Trading Partner: IntCo

General Party IDs
Mame: IntCo Party 1D: Intoc D-U-N-S
Description: Order Management Business 1D: 10-234-5678
Type: Remote Buziness 1D Type: DAU-NS
Address: 1Intco Plaza, Anytown, USA

Email: admin@intco_com

Phone: +1 678 910 1112 Delivery Channels

Fax: +1 678 910 '!'3 Delivery Channel Mame: XOCP-hub-de

WLs Use.r Marme: _'“t“': . Transport: XOCP-hub-transport

State (Active, Inactive): Active Document Exchange: XOCP-hub-de
Routing Proxy [Yes/MNo): Yes

Doc Exchange

Document Exchange Mame: XOCP-hub-de

Business Protocol Binding: XOCP-1.1 Tranzpott

Business Protocol Defintion: XOCP-HUB Transport Name: XOCP-hub-transport

End Point Type: HUB Transport Protocol: HTTP

Corfirmed Delivery: edefault> Secunty Profocol: enones

Message History: edefault> Endpoirits

Retries R Endpoint: hitp:Mintco_combwocp-hub-transpol
Mumber of Retries: edefaults
Interval (Milliseconds): <defaults

Timeout: edefault>

Digtal Signature (Monrepudiation] Certficates
Signature Certiicatz: <nones Cefficate Mame: <nones
MaonRepudiation Protocol: Certificate Type: cnone>
Hash Function: Centficate Location: enones
Signature Algorthm:

Note that the trading partner type is Renot e and the configuration includes a hub
delivery channel (XOCP- hub- dc), document exchange (XOCP- hub- de), and transport
(XOCP- hub- t r anspor t ). The transport has an associated URI which serves as the
delivery channel endpoint (htt p: / /i nt co. coml xocp- hub-transport).

The requirements for the IntCo trading partner definition in the IntCo WebLogic
Collaborate configuration are exactly the same as those just listed, with the exception
of trading partner type. Trading partner type is set to Local in the IntCo WebLogic
Collaborate configuration.
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ABC International, TUV Corporation, and XYZ Systems must each configure a
trading partner definition for themselves.

The TUV Corporation trading partner definition required in the TUV Corporation

configuration is summarized in the following figure.

Figure 2-11 TUYV Corporation Trading Partner Definition in the TUV

Configuration

TUV Corporation WebLogic Collaborate Configuration
Trading Partner: TUV Corporation

General

Type: Local
Address: T89 TUV Street, Anytown, USA

WLS User Mame: tuw

Mame: TUV Corporation
Description: Chip Supplier

Email: admin@tuv_com
Phone: +1 567 890 1234
Fax: #1 567 890 2345

State (Active, Inactive): Active

Party 1Dz

Party 1D: TUV DU-NS
Business |D: 456789012
Business 1D Type: D-U-N-S

Doc Exchange

Delivery Channels

Delivery Channel Mame: XOCP-spohe-dc
Transport: XOCP-spohedransport
Document Exchange: XOCP-spohe-de
Routing Proxy [Yes/Mo): No

Documert Exchange Mame: XOCP-spoke-de
Business Protocol Binding: XOCP-1.1
Buziness Protocol Defintion: XOCP-SPOKE
End Poirt Type: SPOKE
Corfirmed Delivery: edefault>
Message History : edefaults
Retries
Mumber of Retres: edefault>
Interval (Milliseconds): <defaults
Timeout: edefaults
Digital Signature (Monrepudiation)
Signature Cerficate: =nones
MonRepudiation Protocol:
Hash Function:
Signature Algorthm:

Transport

Transport Name: XOCP-spohe 4ransport
Transport Protocol: HTTP
Secunty Protocol: enones
Endpoints
LIRI Endpoirt: http:Muv_combcocp-spoke-transport

Cerfificates

Cerficate Mame: enones
Certificate Type: snones
Certicate Locaton: <none>
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Note that the trading partner type is Local and the configuration includes a spoke
delivery channel (XOCP- spoke- dc), document exchange (XOCP- spoke- de), and
transport (XOCP- spoke-t r anspor t ). The transport has an associated URI which
serves as the delivery channel endpoint
(http://tuv. com xocp-spoke-transport).

The XYZ Systems trading partner definition required in the XYZ configuration is
summarized in the following figure.

Figure 2-12 XYZ Systems Trading Partner Definition in the XYZ Configuration

XYZ Systems WebLogic Collaborate Configuration
Trading Partner: XY7 Systems

General

Mame: XYZ Systems

Descrption: Chip Supplier

Type: Local

Address: 456 XYZ Street, Anytown, USA
Email: admin@hyz.com

Phone: +1 456 789 1020

Fax: +1 456 T89 1021

WLS User Mame: xyz

State [Active, Inactive): Active

Party Ds

Party [D: XYZ DU-HS
Businezs 1D: 34-567-8910
Business 1D Type: DAU-N-S

Delivery Channels

Delivery Channel Name: XOCP-spohe-dc
Transport: XOCP-spohe-transport
Document Exchange: XOCP-spoke-de
Routing Proxy [Yes/Ma): Ho

Doc Exchange

Document Exchange Mame: XOCP-spohe-de
Buziness Protocol Binding: XOGP-1.1
Business Protocol Definion: XOCP-SPOKE
End Point Type: SPOKE
Corfirmed Delivery: edefault>
Message History: edefaults
Retries
Mumber of Retries: edefaults
Interval (Miliseconds): edefaults
Timeout; edefaults
Digital Signature (Monrepudiation]
Signature Certficate; <none>
MNonRepudiation Protocol:
Hash Function:
Signature Algorithm:

Transport

Transport Mame: XOCP-spoke-transport
Transport Protocol: HTTP
Securty Protocol: enones
Endpoirts
URI Endpoint; http:lixyz_comixocp-spoke-transport

Cenficates

Certiicate Mame: <none=
Ceficate Type: enones
Ceficate Location: emones
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Note that the trading partner type is Local and the configuration includes a spoke
delivery channel (XOCP- spoke- dc), document exchange (XOCP- spoke- de), and
transport (XOCP- spoke-t r ansport ). The transport has an associated URI which

serves as the delivery channel endpoint
(http://xyz. com xocp- spoke-transport).

The ABC International trading partner definition required in the ABC configuration is
summarized in the following figure.

Figure 2-13 ABC International Trading Partner Definition in the ABC

Configuration

ABC International WebLogic Collaborate Configuration
Trading Partner- ABC International

General

Mame: ABC International

Descrption: Computer Mamfacturer
Type: Local

Address: 123 ABC Street, Anytown, USA
Email: admin@abc.com

Phone: +1 123 456 T890

Fax: +1 123 456 3910

WLS User Mame: abe

State (Active, Inactive): Active

Party IDs

Party ID: ABC D-U-N-S
Business |D: 121231234
Business |D Type: DU-N-S

Doc Exchange

Delivery Channels

Delivery Channel Mame: XOCP-spohe-de
Transport: XOGP-spohe-transport
Document Exchange: XOCP-spoke-de
Routing Proxy [Yes/Mao): No

Document Exchange Name: XOCP-spohe-de
Business Protocol Binding: XOCP-1.1
Businezs Protocol Definion: XOCP-SPOKE
End Point Type: SPOKE
Corfirmed Delivery: edefault>
Message History: edefaults
Retries
Mumber of Retries: edefaults
Interval (Miliseconds): edefaults
Timeout, edefault>
Digrtal Signature (Monrepudiation)
Signature Cerificate: <none>
MonRepudiation Protocal:
Hash Function:
Signature Algorithm:

Transport

Transport Mame: XOGP-spoke-transport
Transport Protocol: HTTP
Security Protocol: enones>
Endpoints
LRI Endpoint: ittp:Nabe_combxocp-spohe-transport

Ceificates

Certificate Mame: <none=
Certficate Type: snones
Certificate Location: enones
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Note that the trading partner type is Local and the configuration includes a spoke
delivery channel (XOCP- spoke- dc), document exchange (XOCP- spoke- de), and

transport (XOCP- spoke-t r anspor t ). The transport has an associated URI which

serves as the delivery channel endpoint

(http://abc. com xocp- spoke-transport).

The requirements for the XYZ, TUV, and ABC trading partner definitions in the IntCo
WebLogic Collaborate configuration are exactly the same as those listed above, with
the exception of trading partner type. Trading partner type is set to Renot e for XYZ,
TUYV, and ABC in the IntCo WebLogic Collaborate configuration.

Conversation Definitions

The requirements for the Query Price and Availability (QPA) conversation definition
in the IntCo WebLogic Collaborate configuration are summarized in the following
figure.

Figure 2-14 Conversation Definition for QPA

Conversation Definition
General
Marme: Query-Price
Version: 1.0
Descnption: Query Price and Availability
Buziness Protocol: XOGP 1.1
Default Timeout: edefaults
Ruoles
Fole Mame: Buyer
Deszcription: QPA Buyer
WLPI Template Mame: QPA_Public_Buyer
WLP| Organization: IntCo_Org
Role Mame: Supplier
Description: QPA Supplier
WLPI Template Mame: QPA_Public_Supplier
WLPI Organization: IntCo_Org

The conversation definition in the ABC, TUV, and XYZ WebLogic Collaborate
configurations is the same, with the exception of the WebLogic Process Integrator
(WLPI) organization, which reflects the structure used at each respective company.
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Collaboration Agreements

The collaboration agreement shown in the following figure is required in the IntCo
WebLogic Collaborate configuration to allow the IntCo hub delivery channel to act as
a proxy for the buyer role, as described in “XOCP Hub and Spoke Delivery Channels”
on page 2-5.

Figure 2-15 Collaboration Agreement IntCo-to-Supplier

Collaboration Agreement

General
Collaboration Agreement Mame:Query-PriceIntCo-to-Supplier
ersion: 1.0
Description: Query Price and Availability IntCo to Supplier
Conversation Definition: Query-Price

Parties

Trading Parner Mame: IntCo
Party 1D: IntCo D-U-N-S
Delivery Channel: XOCP-hub-de
Converstion Definition
Mame [read only): QueryPrice
‘Wersion (read only): 1.0
Role: Buyer

Trading Partner Name: TUV Corporation
Party 1D: TUV DU-N-S
Delivery Channel: XOCP-spoke-dc
Converstion Definition
Mame (read only): Query-Price
Version (read only): 1.0
Role:Supplier | Trading Pariner Mame: XYZ Systems
Party ID: XY7 DAL-N-S
Delivery Channel: XOCP-spoke-dc
Converstion Defintion
Mame [read only): QueryPrice
Wersion [read only): 1.0
Ruole:Supplier

Note: IntCo has the option of configuring one agreement (as shown in the preceding
figure) or two separate agreements (one with each supplier). If separate
agreements are configured, each can be exported for use by the appropriate
trading partner.
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Corresponding agreements are required in the TUV and XYZ configurations. For
example, the collaboration agreement required in the TUV configuration is shown in
the following figure.

Figure 2-16 Collaboration Agreement TUV-IntCo

Collaboration Agreement

General
Collaboration Agreement MName Query-Price-TUVIntCo
Wersion: 1.0
Descrption: Query Price and Availability TUV to IntCo
Conversation Defintion: Query-Price

Paries

Trading Parner Mame: IntCo
Party |D: IntCo D-U-H-S
Delivery Channel: XOCP-hub-dc
Converstion Defintion
Mame [read only): Query-Price
‘Version (read only): 1.0
Role: Buyer

Trading Parner Mame: TUV Corporation
Party ID: TUV DU-N-S
Delivery Channel: XOCP-spohe-dc
Converstion Definition
Mame [read only): QueryPrice
ersion (read only): 1.0
Fole Supplier
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The agreement required in the XYZ configuration is shown in the following figure.

Figure 2-17 Collaboration Agreement XYZ-IntCo

Collaboration Agreement

General
Collaboration Agreement Mame CQuery-Price-XYZ dntCo
Wersion: 1.0
Descrption: Query Price and Awvailability XYZ to IntCo
Conversation Defintion: Query-Price

Parties

Trading Parner Mame: IntCo
Party 1D IntCo DU-H-S
Delivery Channel: XOCP-hub-dc
Converstion Defintion
Mame [read only): Query-Price
\ersion (read only): 1.0
Raole: Buyer

Trading Parner Name: XYZ Systems
Party |D: XYZ D-U-H-S
Delivery Channel: XOCP-spohe-dc
Converstion Definition
Mame [read only): Query-Price
ersion [read only): 1.0
Role :Supplier
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The collaboration agreement shown in the following figure is required in the IntCo
WebLogic Collaborate configuration to allow the IntCo hub delivery channel to act as

a proxy for the supplier role as described in “XOCP Hub and Spoke Delivery
Channels” on page 2-5.

Figure 2-18 Collaboration Agreement IntCo-to-Buyer

Collaboration Agreement

General
Collaboration Agreement Mame Query-Price-dmtCo-to-Buyer
Wersion: 1.0
Descrption: Query Price and Availability IntCo to Buyer
Conversation Defintion: Query-Price

Parties

Trading Parner Mame: IntCo
Party |D: IntCo D-U-N-S
Delivery Channel: XOCP-hub-dc
Converstion Defintion
Mame (read only): Query-Price
‘Version (read only): 1.0
Role: Supplier

Trading Parner Mame: ABG Intermational
Party 1D: ABC DAU-HS
Delivery Channel: XOCP-spohe-dc
Converstion Defintion
Mame [read only): GueryPrice
\ersion [read only): 1.0
Fole Buyer

The agreement shown in the preceding figure is also required in the ABC
configuration.

How It Works

The following figure summarizes how the exchange of Query Price and Availability
messages between ABC International and the two suppliers, TUV Corporation and
XYZ Systems are mediated by IntCo.
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Figure 2-19 QPA Collaboration Overview: XOCP Mediated
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The message sent to the supplier role by the Send QPA action of the ABC
QPA_Publ i c_Buyer workflow is sent to the IntCo hub delivery channel based on the
collaboration agreement defined in the ABC configuration.
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Upon receipt of the message to the supplier role on the IntCo hub delivery channel
(XOCP- hub- dc), any collaboration agreement for the Quer y- Pri ce conversation
definition in which XOCP- hub- dc is assigned the role buyer are identified. One
collaboration agreement, Query- Pri ce | nt Co-to- Suppl i er, meets the criteria.
Based on that agreement, the message is delivered to the TUV Corporation delivery
channel (XOCP- spoke-dc athttp://tuv. com xocp- spoke-transport) and the
XYZ Systems delivery channel (XOCP- spoke- dc at

http://xyz. com xocp- spoke-transport)

Messages sent to the buyer role by the Send Repl y action of the TUV or XYZ
QPA_Publ i c_Suppl i er workflow are sent to the IntCo hub delivery channel based on
the collaboration agreement defined in the respective configurations.

Upon receipt of a message to the buyer role on the IntCo hub delivery channel
(XOCP- hub- dc), any collaboration agreement for the Quer y- Pri ce conversation
definition in which XOCP- hub- dc is assigned the role supplier are identified. One
collaboration agreement, Query- Pri ce | nt Co-t o- Buyer, meets the criteria. Based
on that agreement, the messages are delivered to the ABC International delivery
channel (XOCP- spoke-dc athtt p://abc. con xocp- spoke-transport).

RosettaNet Applications

In this example, the situation is the same as described in “XOCP Peer-to-Peer
Messaging” on page 2-7, where two trading partners, ABC International, a computer
manufacturer, and XYZ Systems, a chip supplier, plan to use WebLogic Collaborate
to participate in Query Price and Availability (QPA) transactions. In this case, the
trading partners will be using the RosettaNet protocol and employing PIP 3A2 to carry
out the public processes.

Trading partners participating in PIPs need to implement the public process defined by
their role in the PIP, and they need to connect their internal systems as well as their
private processes and workflows to the public process.

It is assumed that the PIP 3A2 template provided in the WebLogic Collaborate
distribution has been customized and connected to private processes that interact with
internal systems as required. For the purposes of this example, the collaborative
workflows are named Pl P3A2_Suppl i er and Pl P3A2__Buyer .
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For general information on using the WebLogic Collaborate plug-in with WebLogic
Process Integrator to create collaborative workflows, see Creating Workflows for BEA
WebLogic Collaborate. For information specific customizing the PIP templates
provided with WebLogic Collaborate and configuring RosettaNet security, see
Implementing RosettaNet for BEA WebLogic Collaborate.

The sections that follow provide an example of how to:
m  Configure the environment to support RosettaNet messaging.

m  Configure the trading partners and their associated delivery channels for
RosettaNet 2.0.

m  Configure a conversation definition to implement the required roles

m  Associate the required trading partner delivery channels with the roles in
collaboration agreements

The Environment

2-28

Before you can support RosettaNet messaging in a domain, you must do the following:

m  Copy the Document Type Definitions (DTDs) from the
col | abor at e/ roset t anet / dt ds directory into the WebLogic Server runtime
directory.

The WebLogic Server runtime directory is the parent directory of the

conf g/ donmai n_nane domain directory. For example, for the custom domain,
<BEA Home>/w i nt egration2. 0/ col | abor at e/ confi g/ nydomai n, the
WebLogic Server runtime directory is

<BEA_Home>/ wl i nt egr ati on2. 0/ col | abor at e. Therefore, to support
RosettaNet messaging in the custom domain, copy the DTDs from

<BEA Hone>/w i ntegration2.0/col | aborate/rosettanet/dtds

to <BEA Hore>/wl i nt egrati on2. 0/ col | abor at e.
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m  Copy the col | abor at e/ rosett anet / schenmas directory, and its contents,
under the WebLogic Server runtime directory.

For example, for the custom domain,

<BEA_Hone>/w i nt egrati on2. 0/ col | abor at e/ confi g/ nydomai n, the
WebLogic Server runtime directory is

<BEA_Hone>/W i nt egrati on2. 0/ col | abor at e. Therefore, to support

RosettaNet messaging in the custom domain, copy the
<BEA Hore>/w i nt egrati on2. 0/ col | abor at e/ rosettanet/schenas
directory to <BEA Home>/ wl i nt egr ati on2. 0/ col | abor at e.

When you have made the required changes, the DTDs should be in the
webl ogi c_server _runti me directory, and the structure for the domain should
appear as shown in the following figure.

Figure 2-20 RosettaNet Directories
=1 wellogic_server_runtime
=1 config

-~ domain_name
1 schemas

Trading Partners

Trading partner definitions for both ABC International and XYZ Systems must be
configured.

Note: For simplicity, SSL or signature certificates are not used in the examples
presented in this section. For information about the security configuration
requirements, see Using BEA WebLogic Collaborate Security.

The requirements for the ABC International trading partner in the ABC configuration
are summarized in the following figure.
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Figure 2-21 ABC International Trading Partner Definition in the ABC
Configuration

ABC International WebLogic Collaborate Configuration
Trading Partmer: ABC Intermational

General Party IDs
Mame: ABC International Party ID: ABC DUN-S
Descrption: Computer Manufacturer Businesz |D: 12-123-174
Type: Local Businezs D Type: D-U-N-S
Addresz: 123 ABC Street, Anytown, USA

Email: admini@abe_com

Phone: +1 123 456 7890 Delivery Channels

Fanc: +1 123 436 3910 Delivery Channel Mame: RosettaMet-de

WLs Use.r Narme: .alu: . Transport: Rosettalet4ransport

State [Active, Inactive]: Active Documnent Exchange: Rosetaletde
Routing Proxcy [Yez/Mo): No

Doc Exchange

Document Exchange Mame: RosettaMet-de

Buzinezz Protocol Binding: RosettaNet-2.0 Transport
Business Protocol Definiion: Rosetalet-2.0 Transport Mame: RosettaNet-4ransport
Encryptian Tranzport Protocol: HTTP
Encryption Cerfficate: enone> Secunty Protocol: enones
Encyption Level Endpoints
Cipher Strength LRI Endpoirt: http-Nabe.comiresettanetfransport
Cipher Algorthm

Digital Signature (MNonrepudiation)
Signature Certificate: enone>

MonRepudiation Protacal Certficates

Hash Function Cetificate Mame: enone>

Signature Algorthm Cetificate Type: enone>
Cerficate Location: <nones

Note that the trading partner type is Local and the configuration includes a single
RosettaNet delivery channel (Roset t aNet - dc), document exchange

(Roset t aNet - de), and transport (Roset t aNet - t r anspor t ). The transport has an
associated URI which serves as the delivery channel endpoint

(http://abc. confrosettanet-transport).
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The requirements for the ABC International trading partner in the XYZ WebLogic
Collaborate configuration are exactly the same as those just listed, with the exception
of trading partner type. Trading partner type is set to Renot e in the XYZ WebLogic

Collaborate configuration.

The requirements for the XYZ Systems trading partner in the XYZ WebLogic

Collaborate configuration are summarized in the following figure.

Figure 2-22 XYZ Systems Trading Partner Definition in the XYZ Configuration

XYZ Systems WebLogic Collaborate Configuration
Trading Partner: XYZ Systems

General
Mame: XYZ Systems

Description: Chip Supplier

Type: Local

Address: 456 XY7 Street, Anytown, USA
Email: admini@xyz_com

Phore: +1 456 789 1020

Fax: +1 456 T89 1021

WLS User Name: xyz

State [Active, Inactve): Active

Party |Ds

Party ID: X¥Z DAUN-S
Business |D: 34-567-8910
Business |D Type: D-U-N-S

Doc Exchange

Delivery Channels

Delivery Channel Mame: RosettaNet-de
Transport: RosettaNettransport
Docurment Exchange: RosettaMet-de
Routing Proxy [Yes/Mo): No

Document Exchange Mame: RosettaNet-de
Buzinezz Protocol Binding: RosettaMet-2.0
Business Protocol Definiion: RosettaMet-2.0
Encryption

Encryption Ceriicate: <none

Encyption Level

Cipher Strength

Cipher Algorthm
Digital Signature (MNonrepudiation)

Signature Cerfficate: <none>

Man Repudiation Protocol

Hash Function

Signature Algarithm

Transport

Transport Name: RosettaNet-transport
Transport Protocol: HTTP
Security Protocol: enones
Endpoirts
URI Endpaint; http:Nxyz.comirosettanet-4ransport

Certificates

Cerficate Mame: <none>
Cerfficate Type: enone>
Certificate Location: enone>
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Note that the trading partner type is Local and the configuration includes a single
RosettaNet delivery channel (Roset t aNet - dc), document exchange

(Roset t aNet - de), and transport (Roset t aNet - t r anspor t ). The transport has an
associated URI which serves as the delivery channel endpoint

(http://xyz.conf rosettanet-transport).

The requirements for the XYZ Systems trading partner in the ABC WebLogic
Collaborate configuration are exactly the same as those just listed, with the exception
of trading partner type. Trading partner type is set to Local in the ABC WebLogic
Collaborate configuration.

Conversation Definitions

The requirements for the Query Price and Availability (QPA) conversation definition
in the ABC WebLogic Collaborate configuration are summarized in the following
figure.

Figure 2-23 Conversation Definition for PIP 3A2

Conversation Definition
General
Mame: Query-Price PIP3A2
Wersion: 1.0
Descnption: Query Price and Availability
Buzinezz Protocol: RosettaNet 2.0
Default Timeout: edefault
Foles
Role Mame: Buyer
Descnption: QPA Buyer
WLP| Ternplate Mame: PIP3A2_Buyer
WLP| Organization: ABC_Org
Fole Name: Supplier
Descrption: APA Supplier
WLPI Template Mame: PIP3A2_Supplier
WLPI Qrganizaton: ABC_Org
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The conversation definition in the XYZ WebLogic Collaborate configuration is the
same, with the exception of the WebLogic Process Integrator (WLPI) organization,
which reflects the structure used at XYZ Systems.

Collaboration Agreements

The collaboration agreement shown in the following figure is required in both the ABC
and XYZ WebLogic Collaborate configurations.

Figure 2-24 Collaboration Agreement Query-Price-PIP3A2-ABC-XYZ

Collaboration Agreement

General

Collaboration Agreement Mame :Query-Price-PIP3A2-ABC-XYZ
Wersion: 1.0

Descnption: Query Price and Availability ABC to XY7
Conversation Definition: Query-Price PIP3A2

Parties

Trading Parner Mame: ABC Interational
Party 1D: ABC DAU-H-S
Delivery Channel: Rosettalet-dc
Converstion Defintion
Mame (read only): Query-PricePIP3A2
\fersion (read only): 1.0
Raole: Buyer

Trading Parner Name: XYZ Systems
Party |D: XYZ DU-H-S
Delivery Channel: RosettaNet-dc
Converstion Defintion
Mame [read only): Query-PricePIP3A2
‘Wersion (read only): 1.0
Role: Supplier

Administering BEA WebLogic Collaborate ~ 2-33



2 Configuration Requirements

How It Works

The following figure summarizes how WebLogic Collaborate supports the exchange
of Query Price and Availability messages between ABC International and XYZ

Systems using RosettaNet 2.0.

Figure 2-25 QPA Collaboration Overview: RosettaNet

Trading Partner: ABC International

Private Wordiow

Collaborate Wordlow

PIP3AZ_Private_Buyer PIP3IAZ_Buyer
a || [ ||
Create Message
QPA Compose

Start Public

Worldom Send QPA
Watt for
Response

End Message
Eutract

Send
Event
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cXML Applications

c¢XML Applications

This section provides a summary of the cXML-specific requirements for configuring
trading partners, conversation definitions, and collaboration agreements. For
information about the architecture used to implement c XML on WebLogic
Collaborate, c XML security, and using the c XML API, see Implementing cXML for
BEA WebLogic Collaborate.

The documents exchanged in cXML are divided into three basic types: Request,
Response, and Message. Within each basic type are a set of subtypes. For example, a
Request might be an OrderRequest, PunchOutSetupRequest, SupplierDataRequest,
SupplierListRequest, or GetPendingRequest. Each Request-Response pair constitutes
a cXML transaction. For example, PunchOutSetupRequest and
PunchOutSetupResponse, constitute the PunchOutSetup transaction.

The structure of each document adheres to the c XML DTD for the specific document
type and version of cXML.

Examples summarizing the basic structure of the three major document types are
shown in the following figure.
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Figure 2-26 ¢XML Document Types

Request Document

<c XML version="1.1.009" payloadlD="1234567.4567.5678 @test.ariba.com"
timestamp="2001-03-31T18:39:09-08:00">
<Header=
<From=
<Credential domain="AribaNetworkUserld">
<ldentity >aribaadmin @cisco.com
</ldentity =
</Credential>
</From=
<To>
<Credential domain="DUNS">
<|dentity=012345678
</ldentity>
</Credential=
</To>
=Sender=
<Credential domain="AribaNetworkUserld">
<ldentity >aribaadmin @cisco.com
</ldentity >
<SharedSecret>welcome
</SharedSecret=
«/Credential>
<UserAgent=Ariba ORMS 6.0
</UserAgent>
</Sender=
</Header>
<Request>
Request elements...
</Request>
<fc XML>

Response Document
<c XML version="1.1.009" payload|D="1237567.4867.5478 @test.ariba.com"
timestamp="2001-03-31718:39:09-08:00">
<Responses
Response elements ...
«/Response>
<fc XML>

Message Document
<c XML version="1.1.009" payload|D="1234537.4527.5978 @test.ariba.com"
timestamp="2001-03-31T18:39:09-08:00">
<Header>
Header elements ...
</Header>
<Message>
Message elements...
</Message=
</e XML=
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When you define the trading partners and conversation definitions for c XML
transactions, the values assigned to certain parameters must match specific element
and attribute values that appear in the c XML root and Header elements. In addition,
conversation definition names must match the cXML transaction, and the roles
assigned must be Buyer and Suppl i er.

The following table summarizes the requirements.

Table 2-1 ¢XML Requirements

Fora...

This parameter ...

Must Match...

Trading Partner

Business ID Type

The value of the Credential domain attribute.
For example if <Cr edent i al donmai n=" DUNS" >,
then the business ID type must be set to DUNS.

Business ID

The content of the Credential Identity element.
For example, if

<Credential domai n=" DUNS>
<l dentity>012345678</1dentity>,

then the business ID must be set to 012345678

Conversation
Definition

Name

The ¢cXML transaction name. The name of the transaction
corresponds to the name of the first child of the Request or Response
element.

For example, if

<Request >
<Order Request> . . .</ O derRequest >,

then the conversation definition name must be set to Or der .

Version

The value of the cXML version attribute. For example, if
<cXM. version="1.1.009". . . .>,

then, the conversation definition version must be set to 1. 1. 009.

Roles

The roles defined must be Buyer and Suppl i er.
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Browser Clients

2-38

In some cases, a trading partner may require little or no integration with backend
systems in order to participate in a conversation. In such cases, the trading partner need
not have WebLogic Integration installed. A trading partner that has WebLogic
Integration can act as a host, allowing these smaller trading partners to subscribe to,
and participate in, an authorized set of conversations through either a Web browser or
file sharing client.

When a trading partner has no requirements for integration with backend systems,
hosting the components required to allow that partner to participate as a browser client
is the appropriate solution. File-sharing clients often have some requirement for
backend systems integration, and usually process a higher volume of messages than
browser clients.

This section discusses the requirements for supporting browser clients. The following
section discusses the requirements for supporting file sharing clients.

Before conversation messages can be presented to a browser client, processing must
occur that transforms the message into a format meaningful to the browser end point.
This processing must be hosted on behalf of the trading partner.

The following figure summarizes the elements required on the hosting trading partner.
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Figure 2-27 Browser Client Host

WebLogic
Collaborate

WebLogic Server

Web Application
Inbox —- w—
Wek
JSP J3P
Tay Application Bmyser
Library Server Cliert
Quthox — -

A Web application, which includes the required Java Server Pages (JSPs), servlets,
style sheets, static HTML pages, JSP tag library, scripts, and applets, provides the
interface to the browser client.

Incoming and outgoing mailboxes, which provide reliable, secure, storage for browser
client messages, are created via the Web application using tags from the JSP tag
library. The JSP tag library is included in the WebLogic Collaborate distribution. It
provides the interface to mailboxes, supports the creation and removal of mailboxes,
and the allows Browser clients to adminster stored messages.

The Cr eat enboxTag is used to create mailboxes. The mailboxes must be named as
follows:

m  For the incoming mailbox use: t r adi ng_par t ner _name_I nbox
m  For outgoing mailbox use: t r adi ng_part ner _nane_Qut box

WebLogic Process Integrator workflows provide the interface between the mailboxes
and WebLogic Collaborate. Although the workflow that interacts with the mailboxes
can be the collaborative workflow that implements the trading partner role, for the
purposes of this discussion it is assumed to be a private workflow that starts, or is
started by, the collaborative workflow.
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Appropriately formatted XML messages are exchanged between
m  The Web application and the mailboxes

m  The private workflow and the mailboxes

The messages are exchanged as follows:

m  Messages from the Web application to the outgoing mailbox
XML messages from the Web application are sent to the outgoing mailbox for
the browser client using the JSP tag library SendMsgTag. If this message is a
response to a message that was sent by the private workflow, the workflow
instance ID is embedded in the message.

m  Messages from the outgoing mailbox to the private workflow
Upon the arrival of a message in the outgoing mailbox, the mailbox listen
method is invoked automatically and posts an XML event to the internal event
JMS topic for the mailbox. The private workflow event subscribed to the topic
for that mailbox is triggered, and processes or forwards the message as required.

m  Messages from the private workflow to the incoming mailbox
A private workflow business operation posts the XML messages to the incoming
mail box. The workflow instance ID is embedded in the message.

m  Message from the incoming mailbox to the Web application
The browser client can use the JSP tag library ChecknewrsgTag or
Checkal | nsgTag to retrieve messages from the incoming mailbox.

The WebLogic Collaborate distribution includes a browser client sample. Core
components of the sample Web application and workflows provided can be
customized, or reused without change, to implement support for your browser clients.
For information about customizing components of the sample Web application, see
“Trading Partner Lightweight Client Sample” in Using BEA WebLogic Collaborate
Samples.

Once you have developed the JSP pages required, and modified the other components
as described, the components can packaged in a Web Application aRchive (WAR) file
and deployed as required on WebLogic Server.

The following example summarizes the configuration required to support a browser
client.
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Hosting a Browser Client

In this example, the situation is the same as described in “RosettaNet Applications” on
page 2-27, where two trading partners, ABC International, a computer manufacturer,
and XYZ Systems, a chip supplier, plan to participate in Query Price and Availability
(QPA) transactions. In this case, ABC International has agreed to host the components
required to allow XYZ Systems to participate as a browser client.

The collaborative and private buyer workflows, PI P3A2_Buyer and

Pl P3A2_Pri vat e_Buyer, are the same as in the RosettaNet example. The
collaborative and private workflows, Pl P3A2_Suppl i er and

Pl P3A2_Pri vat e_WebSuppl i er, for the supplier role are assumed to have been
customized as required to support the XYZ Systems as a browser client.

All workflows are hosted on the ABC International system.
The following elements are configured on the host system, ABC International:

m  Trading Partners
The trading partner definition for ABC International is the same as the definition
shown in Figure 2-21

The trading partner definition for XYZ Systems is the same as the definition
shown in Figure 2-22, with the following exceptions:

e The definition resides in the ABC configuration

e The transport URI endpoint is changed to
http://abc. conlrosettanet-client-transport

e The trading partner name is changed to XYZ_Syst ens
(The space is replaced by an underscore because spaces are not used in
mailbox names, and the trading partner name is part of the mailbox name)

m  Conversation Definition
The conversation definition is the same as the definition shown in Figure 2-23

m  Collaboration Agreements
The collaboration agreement is the same as the agreement shown in Figure 2-24,
except that the trading partner name for XYZ Systems is modified (space
replaced by underscore)
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The exchange of messages between the Pl P3A2__Buyer and Pl P3A2__Suppl i er
workflows is essentially the same as the exchange shown in Figure 2-25. The only
difference is that in this example, the exchange takes place within the same WebLogic
Collaborate instance.

The processing required to support XYZ Systems as a browser client occurs in the Web
application and in the Pl P3A2_Pri vat e_WebSuppl i er workflow. This workflow
now:

m  Transforms the message received from the Send Event task node of
Pl P3A2_Publ i c_Suppl i er into an XML message appropriately formatted for
delivery to the Web application

m  Posts the XML message to XYZ_Syst ens_| nbox
m  Waits for a response to be posted to XYZ_Syst ens_Qut box

m  Transforms the response into an message appropriately formatted for receipt by
the Wait for Response event node of the Pl P3A2_Publ i ¢c_Suppl i er

The following figure provides a summary of the actions between the receipt of a
message on the Start node and the Send Reply task of the
Pl P3A2_Pri vat e_WebSuppl i er workflow.
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Figure 2-28 QPA Collaboration Overview: Browser Client
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File-Sharing Clients

As described in the preceding section, a trading partner that has WebLogic Integration,
can act as a host for other trading partners that require little or not integration with
backend systems.

When a trading partner has minimal requirements for integration with backend
systems, hosting the components required to allow that partner to participate as a
file-sharing client is usually the appropriate solution. File-sharing clients often process
a higher volume of messages than browser clients.

In the preceding section, the requirements for supporting browser clients were
discussed. This section discusses the requirements for supporting file-sharing clients.

Before conversation messages can be presented to a file-sharing client, processing
must occur that transforms the message into a format meaningful to the file-sharing
end point. This processing must be hosted on behalf of the trading partner.

The following figure summarizes the elements required on the hosting trading partner.

Figure 2-29 File-Sharing Host

FTP FTP File

Client Server System

ABC International
=} ()
; !
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WebLogic B Inkox. e = Dirctory ™= - -
O File
Collahorate .
$ $ Sharing
4 | \ Daemon -
= ‘" \h Ot |- L Directary
()
()
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Like the browser client case, workflows provide the interface to incoming and
outgoing mailboxes which are created using the JSP tag library Cr eat enboxTag. In
the file-sharing client case, the host system administrator usually creates these
mailboxes on behalf of the file-sharing client. The mailboxes must be named as
follows:

m  For the incoming mailbox use: t r adi ng_par t ner _name_I| nbox
m  For outgoing mailbox use: t r adi ng_part ner _name_Qut box

WebLogic Collaborate provides the file sharing daemon. The file-sharing daemon
synchronizes files between the incoming and outgoing directories on the local file
system with the incoming and outgoing mailboxes as follows:

m  The daemon polls the incoming mailbox at specified intervals. Newly arrived
files are copied into the corresponding incoming directory.

m  The daemon polls the outgoing directory on the file system at specified intervals.
Newly arrived files are copied into the corresponding outgoing mailbox.

A customer or third party supplied FTP client serves as the interface to the incoming
and outgoing directories on the file system. The mechanism for transferring the
message files from the incoming and outgoing directories to the file system at the
file-sharing client location, and the processing required to send or reply to the
messages, is implemented by the file-sharing client.

The following example summarizes the configuration required to support a
file-sharing client.

Hosting a File-Sharing Client

In this example, the situation is the same as described in “Browser Clients” on page
2-38, where two trading partners, ABC International, a computer manufacturer, and
XYZ Systems, a chip supplier, plan to participate in Query Price and Availability
(QPA) transactions. In this case, ABC International has agreed to host the components
required to allow XYZ Systems to participate as a file-sharing client.
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The collaborative and private buyer workflows, Pl P3A2__Buyer and

Pl P3A2__Privat e_Buyer, are the same as in the browser client example. The
collaborative and private workflows, Pl P3A2_Suppl i er and

Pl P3A2_Pri vat e_FTPSuppl i er, for the supplier role are assumed to have been
customized as required to support the XYZ Systems as a file-sharing client.

All workflows are hosted on the ABC International system.

ABC International must modify the confi g. xm file for the domain and edit the
configuration file for the file-sharing daemon. For the required modifications, see
“Configuring a File-Sharing Client” in “Trading Partner Lightweight Client Sample
of Using BEA WebLogic Collaborate Samples.

2

The following elements are configured on the host system, ABC International:

m  Trading Partners
The trading partner definition for ABC International is the same as the definition
shown in Figure 2-21

Trading partner definition for XYZ Systems is the same as the definition shown
in Figure 2-22, with the following exceptions:

e The definition resides in the ABC configuration

e The transport URI endpoint is changed to
http://abc. conm rosettanet-client-transport

e The trading partner name is changed to XYZ_Syst ens
(The space is replaced by an underscore because spaces are not used in
mailbox names, and the trading partner name is part of the mailbox name)

m  Conversation Definition
The conversation definition is the same as the definition shown in Figure 2-23

m  Collaboration Agreements
The collaboration agreement is the same as the agreement shown in Figure 2-24,
except that the trading partner name for XYZ Systems is modified (space
replaced by underscore).

The exchange of messages between the Pl P3A2__Buyer and Pl P3A2__Suppl i er
workflows is essentially the same as the exchange shown in Figure 2-25. The only
difference is that now, this exchange takes place within the same WebLogic
Collaborate instance.
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The processing required to support XYZ Systems as a file-sharing client occurs at the
file-sharing location and in the Pl P3A2_Pri vat e_WebSuppl i er workflow. This
workflow now:

m  Transforms the message received from Send Event task node of
Pl P3A2_Publ i c_Suppl i er into a message appropriately formatted for delivery
to the file-sharing client

m  Posts the message to XYZ_Syst ens_| nbox
m  Waits for a response to be posted to XYZ_Syst ens_Qut box

m  Transforms the response into an message appropriately formatted for receipt by
the Wait for Response event node of the Pl P3A2_Publ i ¢c_Suppl i er
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CHAPTER

3

Basic Configuration
Tasks

This section provides an overview of the tasks and procedures required to configure
BEA WebLogic Collaborate for trading exchange, supply chain management, and
collaborative commerce applications. This section includes the following topics:

m  WebLogic Collaborate Administration Console Overview
m  Configuring WebLogic Collaborate

m  Configuring Trading Partners

m  Configuring Conversation Definitions

m  Configuring Collaboration Agreements

The detailed information required to perform the tasks outlined in this section is
provided in the WebLogic Collaborate Administration Console online help.

Note: The information in the online help is also available as a document entitled BEA
WebLogic Collaborate Administration Console Online Help.

For examples and discussion of the configuration requirements for selected scenarios,
see Chapter 2, “Configuration Requirements.”

Advanced features, such as configuring extended properties for a trading partner,
configuring logic plug-ins, and using XPath expressions to control the flow of XOCP
business messages, are discussed in Chapter 4, “Advanced Configuration Tasks.”
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WebLogic Collaborate Administration
Console Overview

The WebLogic Collaborate Administration Console is used to:

m  Configure WebLogic Collaborate preferences, security, proxy, trading partners,
conversation definitions, collaboration agreements, business protocol definitions,
and logic plug-ins

m  Export and import the entire repository or a selected subset of the elements

m  Monitor WebLogic Collaborate, trading partner sessions, conversations, and
collaboration agreements

When you start the WebLogic Collaborate Administration Console, as described in
“Starting the WebLogic Collaborate Administration Console” on page 1-7, the
following page is displayed.
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Figure 3-1 WebLogic Collaborate Administration Console
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Like the WebLogic Server Administration Console, the navigation tree is used to
navigate to the appropriate page. If the Display entities on the navigation tree option is
checked on the WebLogic Collaborate Preferences tab, the trading partners,
conversation definitions, and collaboration agreements defined for your application
are also available for selection from the navigation tree, as shown in the following
figure.

Note: For information about the Display entities on the navigation tree option, see

“Displaying Items in the Navigation Tree” in BEA WebLogic Collaborate
Administration Console Online Help.
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Figure 3-2 Navigation Tree
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The navigation methods for the WebLogic Collaborate Administration Console are
summarized in the following figures.

Note: The controls for the logic plug-ins and business protocols are not shown in the
figures. If the Hide Advanced Controls option is checked on the WebLogic
Collaborate Preferences tab, the Logic Plug-Ins tab is not displayed and the
Business Protocols tab cannot be selected (that is, you cannot create or
configure logic plug-ins, or view or modify the default business protocol
definitions). These advanced features are discussed in Chapter 4, “Advanced
Configuration Tasks.”
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Figure 3-3 WebLogic Collaborate Administration Console Navigation
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Figure 3-4 WebLogic Collaborate Administration Console Navigation
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Configuring WebLogic Collaborate

When you select WebLogic Collaborate (WLC) from the navigation tree, the
WebLogic Collaborate page is displayed. This is a tabbed page from which you can:

View or modify the WebLogic Collaborate configuration
Monitor the WebLogic Collaborate instance
Add notes to the configuration

Import or Export configured trading partners, conversation definitions, or
collaboration agreements

When you first access the WebLogic Collaborate page, the Configuration tab is
displayed with the Configuration General tab selected, as shown in the following
figure.

Figure 3-5 Configuring WebLogic Collaborate
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Configuring the WebLogic Collaborate server involves configuring the following
items:

m  WebLogic Collaborate parameters
m  Security

m  Proxy

m  Preferences

Tasks related to configuration that are performed from the WebLogic Collaborate page
include:

m  Exporting repository data
m  Importing repository data

The detailed information required to perform these tasks is provided in the WebLogic
Collaborate Administration Console online help.

Note: The information in the online help is also available as a document entitled BEA
WebLogic Collaborate Administration Console Online Help.
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Configuring Trading Partners

When you select Trading Partners from the navigation tree, a list of the currently
defined trading partners is displayed. As shown in the following figure, you can select
or search for an existing trading partner, create a new trading partner, or remove an
existing trading partner. Clicking on a trading partner in this list is equivalent to
selecting the trading partner from the navigation tree.

Figure 3-6 Trading Partners Page
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When you select Create a New Trading Partner on the Trading Partners page, or select
an existing trading partner from the navigation tree, the trading partner page is
displayed. This is a tabbed page from which you can:

m  View or modify the trading partner configuration

m  Monitor the trading partner sessions and delivery channels
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m  Add notes to the trading partner configuration

m  Associate XPath expressions with the trading partner to control the flow of
business messages

m  Define extended properties required by your application or used in XPath
expressions

When you first access the trading partner page, the Configuration tab is displayed with
the Configuration General tab selected, as shown in the following figure.

Figure 3-7 Trading Partner Page
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Configuring a trading partner involves configuring the following items:
m Basic identifying information

m  Trading partner party IDs

m  Trading partner security certificates

m  Trading partner document exchanges

m  Trading partner transports

m Trading partner delivery channels

The detailed information required to perform these tasks is provided in the WebLogic
Collaborate Administration Console online help.

Note: The information in the online help is also available as a document entitled BEA
WebLogic Collaborate Administration Console Online Help.

In addition to the preceding tasks, you can also configure extended properties for a
trading partner, and XPath router and filter expressions. For a discussion of these
advanced features, refer to Chapter 4, “Advanced Configuration Tasks.”

Configuring Conversation Definitions

When you select Conversations from the navigation tree, a list of conversation
definitions is displayed. As shown in the following figure, you can select or search for
an existing conversation definition, create a new conversation definition, or remove an
existing one. Clicking on a conversation definition in this list is equivalent to selecting
the conversation definition from the navigation tree.
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Figure 3-8 Conversations Page
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When you select Create a New Conversation Definition on the Conversations page, or
select an existing conversation definition from the navigation tree, the conversation
definition page is displayed. This is a tabbed page from which you can:

m  View or modify the conversation definition configuration
®  Monitor conversations
®  Add notes to the conversation definition configuration

When you first access the conversation definition page, the Configuration tab is
displayed with the Configuration General tab selected as shown in the following
figure.
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Figure 3-9 Conversation Definition Page
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Configuring a conversation definition involves the following tasks:
m  Configuring basic identifying information
m  Defining the conversation roles

m  Associating roles with a WebLogic Process Integrator workflow template and
organization

The detailed information required to perform these tasks is provided in the WebLogic
Collaborate Administration Console online help.
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Note: The information in the online help is also available as a document entitled BEA
WebLogic Collaborate Administration Console Online Help.

Configuring Collaboration Agreements

When you select Collaboration Agreements from the navigation tree, a list of the
currently defined collaboration agreements is displayed. As shown in the following
figure, you can select or search for an existing collaboration agreement, create a new
collaboration agreement, or remove an existing one. Clicking on a collaboration

agreement in this list is equivalent to selecting the collaboration agreement from the
navigation tree.

Figure 3-10 Collaboration Agreement Page
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When you select Create a New Collaboration Agreement on the Collaboration
Agreements page, or select an existing collaboration agreement from the navigation

tree, the collaboration agreement page is displayed. This is a tabbed page from which
you can:
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m  View or modify the collaboration agreement configuration
®m  Add notes to the collaboration agreement configuration
When you first access the collaboration agreement page, the Configuration tab is

displayed with the Configuration General tab selected, as shown in the following
figure.

Figure 3-11 Collaboration Agreement Page
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Configuring a collaboration agreement involves defining the following:
m  Basic identifying information

m  Collaboration agreement parties

The detailed information required to perform these tasks is provided in the WebLogic
Collaborate Administration Console online help.

Note: The information in the online help is also available as a document entitled BEA
WebLogic Collaborate Administration Console Online Help.
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CHAPTER

4

Advanced
Configuration Tasks

This section serves as an introduction to the more advanced features of WebLogic
Collaborate and provides a roadmap to where more detailed information can be found.
It includes the following topics:

Overview of Advanced Features
XPath Expressions in Routing and Filtering
Custom Logic Plug-Ins

Trading Partner Extended Properties
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Overview of Advanced Features

4-2

Logic plug-ins are Java classes that are invoked when WebLogic Collaborate is started.
At run time, logic plug-ins intercept, process, and output business messages. The
advanced features associated with logic plug-ins include:

®m  Routing and filtering business messages
The built-in XOCP router and XOCP filter logic plug-ins support
customer-defined XPATH router and filter expressions. Based on the XPath
router and filter expression defined, you can control the flow of XOCP business
messages exchanged among trading partners as follows:

e The XPath router logic plug-in can modify the list of recipients for an XOCP
business message.

e The XPath filter logic plug-in can determine whether an XOCP business
message is sent to a trading partner.

Note: The use of XPATH router and filter expressions for routing messages to
trading partners is a special feature of the XOCP business protocol.

m  Custom logic plug-ins
A default chain of built-in, business-protocol specific, logic plug-ins are
associated with each business protocol routing and filtering functions. Custom
logic plug-ins can be defined and inserted where required in either the routing or
filtering chain. These custom plug-ins can perform a wide range of services (the
services are not limited to routing and filtering).

In addition, WebLogic Collaborate supports the specification of trading partner
extended properties. These extended properties can be used by:

m  XPath routing and filtering expressions
m  Custom logic plug-ins

m  External applications
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XPath Expressions in Routing and Filtering

The XPath expressions used by the XOCP router and XOCP filter logic plug-ins to
control the flow of business messages fall into three categories.

m  XPath Expressions added when the business message is assembled
Message XPath router expressions can be associated directly with a message.
When an XOCP message is assembled, the trading partner recipient can be left
blank, identified by name, or identified by XPATH expression. For example, if
you are using the WebLogic Collaborate plug-in to create a collaborative
workflow in WebLogic Process Integrator Studio, you can specify either a
trading partner name or an XPath expression when you configure the routing
expression for a send business message action. (For details, see “Sending and
Receiving Business Messages” in Creating Workflows for BEA WebLogic
Collaborate.)

m  XPath expressions associated with a trading partner
Trading partner XPath router expressions and trading partner XPath filter
expressions can be associated with a trading partner through the WebLogic
Collaborate Administration Console.

m  XPath expressions associated with a business protocol definition
Business protocol XPath router expressions and business protocol XPath filter
expressions can be associated with the XOCP business protocol definition
through the WebLogic Collaborate Administration Console.

Note: The use of XPATH expressions for routing messages to trading partners is
a special feature of the XOCP business protocol. When an application
sends a message using RosettaNet or c XML the target recipient is
explicitly encoded.
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As described in “XOCP Hub and Spoke Delivery Channels” on page 2-5, XOCP
delivery channels are configured as hub delivery channels or spoke delivery channels.
When a business message is transmitted to a hub delivery channel, the XOCP router
logic plug-in generates an XML message-context document. The message-context
document captures properties associated with trading partner sender and recipient(s)
as identified by the conversation definition and collaboration protocol agreements
configured. Any XPath router expressions defined use the XPath syntax to select a set
of trading partners from the trading partners and associated properties captured in the
message-context document. The selected trading partners are the intended recipients
of the XOCP business message.

The following figure provides a high-level overview of the message processing and
routing on an XOCP hub delivery channel.

Figure 4-1 XOCP Hub Delivery Channel Message Processing
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As noted, when an incoming message is received by a hub delivery channel, the
conversation definition and associated collaboration agreements configured are used
to identify the recipient trading partners to be included in the message-context
document.

For example, suppose you have a Query Price and Availability conversation definition
(QPA) which defines the roles buyer and supplier. Trading partner 1 (TP1) has a
delivery channel (t p1- hub- dc) defined, while trading partners 2, 3, 4, and 5 (TP2,
TP3, TP4, TP5) each have a spoke delivery channel defined (t p2- spoke- dc,

t p3- spoke- dc, t p4- spoke- dc, and t p5- spoke- dc). The following collaboration
agreements are defined on TP1:

m TP1 (t p1- hub-dc) assigned to QPA role supplier
TP2 (t p2- spoke- dc) assigned to QPA role buyer

m TPI (t p1- hub- dc) assigned to QPA role buyer
TP3 (t p3- spoke- dc) assigned to QPA role supplier
TP4 (t p4- spoke- dc) assigned to QPA role supplier
TP5 (t p5- spoke- dc) assigned to QPA role supplier

When a business message from TP2 is sent to the role supplier and is received on

t p1- hub- dc, the collaboration agreement in which t p1- hub- dc is assigned the role
buyer is identified and used to identify the trading partner recipients for the business
message.

In this case, the XML message-context document generated by the XOCP router logic
plug-in would contain the identifying information and properties for the sender, TP1,
and the recipients, TP3, TP4, and TP5.

Any XPath router expressions defined would be used by the XOCP router logic plug-in
to select trading partners from this list. The trading partners selected by the XPath
expression(s) are then included in the message routing header. Each XPath expression
is configured to replace or to append to the results of the previous expression. For
additional information about how the XPath router expressions are processed, see
“XPath Router Expression Processing” on page 4-6.

Note: Although the cont ext attribute of the w ¢ element in the message-context
document is updated in the course of processing by the XPath router logic
plug-in (from message- r out er to t r adi ng- part ner - r out er, then to
hub- r out er ), nothing else about the document is changed. In other words, all
XPath router expressions are used to select from the set of trading partners
originally included.
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Once the XOCP router logic plug-in has completed processing and messages are
routed to the trading partners identified, the XPath filter logic plug-in generates an
XML message-context document for each outgoing business message. If XPath filter
expressions have been defined, these are evaluated against the message-context
document generated by the XOCP filter to determine whether to send the business
message to a trading partner or not. XPath filter expressions must evaluate to a boolean
true or false. If any expression evaluates to false, then the message is not sent and no
further expressions are evaluated. If all expressions evaluate to true, the message is
processed normally. The order in which these XPath filter expressions are evaluated is
described in “XPath Filter Expression Processing” on page 4-7.

As noted in “Overview of Advanced Features” on page 4-2, the XPath router and filter
expressions can reference user-defined extended properties. (For a discussion of
trading partner extended properties, see “Trading Partner Extended Properties” on
page 4-14.)

XPath Router Expression Processing

4-6

As described in the preceding section, XPath router expressions fall into three
categories. The expressions are processed in the following order. Each expression is
configured to replace or append to the results of the previous XPath expression.

1. Message XPath router expressions
Message XPath router expressions are included in the business message and so
always apply to the routing of that business message.

2. Trading Partner XPath router expressions
Trading partner XPath router expressions are associated with the sending trading
partner and apply to all messages sent by that trading partner.

3. Business Protocol XPath router expressions
Business protocol XPath router expressions apply to all incoming business
messages using that protocol.

If you define more than one trading partner XPath router expression or business
protocol XPath router expression, all the trading partner XPath router expressions are
evaluated before the business protocol XPath router expressions. Within the same
type, expressions are processed in the order listed in the WebLogic Collaborate
Administration Console.
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XPath Filter Expression Processing

As described in the preceding section, XPath filter expressions fall into two categories.
The expressions are evaluated in the following order.

1. Trading Partner XPath filter expressions
Trading partner XPath filter expressions are associated with the recipient trading
partner and apply to all messages destined for that trading partner.

2. Business Protocol XPath filter expressions
Business protocol message filter expressions apply to all outgoing business
messages using that protocol.

If you define more than one trading partner XPath filter expression or business
protocol XPath filter expression, the trading partner XPath filter expressions are
evaluated before the business protocol XPath filter expressions. Processing continues
until an expression evaluates to false or all expressions have been processed. Within
the same type, expressions are processed in the order listed in the WebLogic
Collaborate Administration Console.

Administering BEA WebLogic Collaborate 4-7



4  Advanced Configuration Tasks

Configuring Trading Partner and Business
Protocol Router and Filter Expressions

When you select the Advanced tab in the trading partner page, then select the Filters
& Routers tab, the following is displayed.

Figure 4-2 Trading Partner Filters & Routers
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When you select the Configuration tab in the XOCP business protocol definition page,
you are presented with an identical Filters & Routers tab (only the context is different).

From the XPath Filters & Routers tab you can configure and order the XPath
expressions required. The detailed information required to perform these tasks is
provided in the WebLogic Collaborate Administration Console online help.

Note: The information in the online help is also available as a document entitled BEA
WebLogic Collaborate Administration Console Online Help.

Additional Information

Additional information about routing and filtering business messages,
message-context document structure, and creating XPath expressions can be found in
“Routing and Filtering Business Messages” in Programming BEA WebLogic
Collaborate Logic Plug-Ins.
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Custom Logic Plug-Ins

As described in “Overview of Advanced Features” on page 4-2, logic plug-ins are Java
classes that can intercept and process business messages at run time. Each business
protocol is associated with three standard logic plug-ins:

m  Router logic plug-in
This logic plug-in processes incoming business messages and generates the
message-context document which is used in the processing. By default, this is
the first logic plug-in in the router chain. The XOCP router logic plug-in for a
hub delivery channel can modify the list of trading partner recipients based on
XPath router expressions as described in “XPath Expressions in Routing and
Filtering” on page 4-3.

m  Router enqueue logic plug-in
This logic plug-in adds business messages to the router message queue. By
default, this is the last logic plug-in in the router chain.

m  Filter logic plug-in
This logic plug-in processes outgoing business messages and generates the
message-context document which is used in processing outgoing messages. By
default, this is the only logic plug-in in the filter chain. The XOCP filter logic
plug-in for a hub delivery channel can use any XPath filter expressions defined
to determine whether or not to send a message as described in “XPath
Expressions in Routing and Filtering” on page 4-3.
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The built-in logic plug-ins are summarized in the following table.

Table 4-1 Business Protocol Logic-Plug-Ins

Protocol Processing Chain  Logic Plug-In

XOCP Router XOCP router

XOCP router enqueue

Filter XOCP filter

RosettaNet Router RosettaNet router

RosettaNet router enqueue

Filter RosettaNet filter

cXML Router c¢XML router

cXML router enqueue

Filter cXML filter

Custom logic plug-ins can be developed and added to either the router or filter
processing chain for a business protocol. Although custom logic plug-ins are
associated with a router or filter processing chain, they need not perform routing or
filtering services. For example, a custom logic plug-in might be developed to examine
message content and capture information for billing purposes.
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Configuring Logic Plug-Ins

After you have developed a custom logic plug-in, the logic plug-in definition must be
added to a business protocol definition router or filter chain. You can add the logic
plug-in from the WebLogic Collaborate Administration Console as follows:

1. Create the logic plug-in definition and specify the following logic plug-in
properties:
e Name of the logic plug-in.
e Plug-in type (router chain or filter chain).
e Java class that implements the logic plug-in interface.

e Parameter name/value pairs to use when initializing the Java class.

To create a new logic plug-in definition, select Logic Plug-Ins from the
navigation tree, then select Create a New Logic Plug-In. The logic plug-in page
is displayed. Fields are provided which allow you to specify the properties
specified in the preceding list.

2. Add the logic plug-in to the business protocol definition and specify the position
of the logic plug-in in the router or filter chain.

This step is performed from the business protocol page as described in the
following section.

Adding a Custom Logic Plug-In to a Business Protocol Router or Filter Chain

4-12

To add the logic plug-in to a business protocol router or filter processing chain, select
the business protocol from the navigation tree, then select the Filters & Routers tab to
display the following.
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Figure 4-3 Business Protocol Filters & Routers tab
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From the Filters & Routers tab you can select and order the available logic plug-ins as
required. The detailed information required to perform this task is provided in the
WebLogic Collaborate Administration Console online help.

Note: The information in the online help is also available as a document entitled BEA
WebLogic Collaborate Administration Console Online Help.

Additional Information

Information about the logic plug-in API and guidelines for developing and deploying
custom logic plug-ins can be found in Programming BEA WebLogic Collaborate
Logic Plug-Ins.
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Trading Partner Extended Properties

The default properties associated with a trading partner can be augmented to support
application-specific requirements through the use of trading partner extended
properties. You can add extended properties from the WebLogic Collaborate
Administration Console. Once added, these properties are included in the
message-context documents generated by the business protocol router and filter logic

plug-ins as uniquely named extended propertys ets.

The extended property sets are modeled in the repository so that they can be retrieved
as sub-trees within an XML document. These XML sub-trees appear in the generated
message-context XML document generated by the built in router and filter
logic-plug-ins. The XPath expressions can reference these extended properties. The
root elements of each extended property set associated with a given trading partner are
be inserted as the last children of the <trading-partner> element node. The following
example shows an XML document generated from the repository with an extended

property set:
<wl ¢ context ="nmessage-router">

<tradi ng- partner name="ABC | nternational"
emai | ="adm n@bc. cont'
phone="+1 123 456 7890">
<address>123 ABC Street., Anytown, CA 95131</address>
<ext ended- property-set name="ABC Cont act">
<busi ness-cont act >Joe Sm t h</ busi ness-cont act >
<phone type="work">+1 123 456 7654</ phone>
<phone type="cel|">+1 321 654 4567</ phone>
<ci t y>Anyt own</ci ty>
<state>Cal i f orni a</ st at e>
</ ext ended- property-set >
</tradi ng- partner>

</ wi c>
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Configuring Trading Partner Extended Properties

To add extended properties to a trading partner, select the trading partner from the
navigation tree, select the Advanced tab, then select the Extended Properties tab to
display the following.

Figure 4-4 Trading Partner Extended Properties

Configuration MNotes Advanced

Extended Properties

Property Name: |

Property Yalue: |

Attributes

Name: |

Value: |

@ Attributes

Set Remaove

|G Extended Properties

[~

[ -]

Addifpnly | Remaove | Reset |

From the Extended Properties tab you can set the extended properties required. The
detailed information required to perform this task is provided in the WebLogic
Collaborate Administration Console online help.

Note: The information in the online help is also available as a document entitled BEA
WebLogic Collaborate Administration Console Online Help.
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Additional Information

Additional information about message-context document structure and creating XPath
expressions to reference extended properties can be found in Programming BEA
WebLogic Collaborate Logic Plug-Ins.
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S

Importing and
Exporting Business
Collaborations

You can facilitate setup for trading partners by creating what they require, then
transferring it to them. This section describes how you can export and import the

necessary components of a business collaboration. It includes the following topics:

m  Business Collaboration Components

m  Export and Import Overview

m  Exporting from WebLogic Collaborate
m Importing to WebLogic Collaborate

m  Exporting a Workflow Package

m  Importing a Workflow Package
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Importing and Exporting Business Collaborations

Business Collaboration Components

5-2

The components of a business collaboration include:
®m  Trading partner definitions

m  Collaboration agreements

m  Conversation definitions

m  Collaborative workflows
A collaborative workflow includes the template definition and any associated:
e Business operations
e Business calendars
e Plug-ins
e Event key tables

e XML entities (for example, XML documents, schema files, or XSLT
templates)

Many of the same components of a business collaboration are used by multiple trading
partners. For example, all parties who are assigned the same role in a collaboration
agreement for a given conversation definition will require the same conversation
definition and public workflow template. To support peer-to-peer exchange between
trading partners, both trading partners must have trading partner definitions for
themselves and the other party.

To facilitate trading partner setup, the components of a business collaboration can be
defined by one partner, then exported for import by other trading partners. Trading
partner definitions, collaboration agreements, and conversation definitions can be
exported and imported from the WebLogic Collaborate Administration Console.
Collaborate workflows can be exported and imported from the WebLogic Process
Integrator Studio.
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Although many components of a business collaboration are identical between trading
partners, there are some that require minor modification after import. For example, if
a trading partner definition for a remote trading partner is exported then imported by
the remote trading partner, that trading partner will need to change the trading partner
type property from remote to local before the imported definition can be used.
Workflow templates and conversations too often require modification of the specified
organization because different trading partners often have a different organization
structure in the WebLogic Process Integrator Studio.

Export and Import Overview

To export the required components for a WebLogic Collaborate exchange:

1. Export the required trading partner definitions, conversation definitions, and
collaboration agreements from the WebLogic Collaborate Administration Console.

Typically, you can simply export the required collaboration agreement with the
Export all referenced entities option set. This will export the collaboration
agreement, associated conversation definition, and trading partners.

Note: When you use the Export all referenced entities option, only the referenced
objects are exported. For example, even though a trading partner definition
may have many delivery channels associated with it, when you export a
collaboration agreement with the Export all referenced entities option set,
only those parts of the trading partner definition required for the
collaboration agreement are exported (only the required party identifiers,
delivery channels, document exchanges, transports, and certificates).

The export procedure is described in “Exporting from WebLogic Collaborate” on
page 5-4.

2. Export the collaborative workflow package required by the other trading partner
to implement their role in the conversation.

The workflow export procedure is described in “Exporting a Workflow Package”
on page 5-9.
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To import and modify the exported components for use:

1.

Import the trading partner definitions, conversation definitions, and collaboration
agreements provided.

One or more XML files may be provided. The import procedure is described in
“Importing to WebLogic Collaborate” on page 5-8.

Verify the imported components by viewing in the WebLogic Collaborate
Administration Console. Make adjustments as required for use. For example:

e Reset the trading partner type property for each imported trading partner
(from local to remote or vice versa). Typically, the trading partner type in an
imported trading partner definition does not reflect the type required on your
system.

e Update the certificates and security configuration as required.

e Reset the organization specified for the workflow template in the
conversation definition. Typically, the organizations defined in WebLogic
Process Integrator Studio on your system will not be the same as those
defined for other trading partners. The organization specified should reflect
the organization you will designate for the workflow.

Import the collaborative workflow package required to implement your role in
the conversation.

The workflow import procedure is described in “Importing a Workflow
Package” on page 5-11.

Exporting from WebLogic Collaborate

5-4

To export entities from the WebLogic Collaborate Administration Console:

1.

Click WebLogic Collaborate (WLC) in the navigation tree to display the WLC
page.

If it is not already selected, click the Configuration tab.

Click the Export tab. The export options are displayed as shown in the following
figure.
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Figure 5-1 WebLogic Collaborate (WLC) Export Tab

Configuration

-

[ o] ][] ]
I | S | |

Scope of Export

All

" WLC

Trading Partners Browse. ..
Conversation Definitions Browse. ..
Collaboration Agreements Browse...

Business Protocol Definitions  Browse..

Logic Plug-lns

Format
@ Standard

" Extensive

¥ Export all referenced entities

Browse...

Export Reset

4. Do one or more of the following to select the entities to export:

Click the All checkbox to export all repository data.

Click the checkbox to the left of the entity label to export all entities of that

type.

Click the Browse button to the right of the entity label to display the entity
selection page as shown following figure. Click the checkboxes as desired to
select specific entities, then click the OK button to return to the Export tab.
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Figure 5-2 Entity Selection

%%,
WLC> Conversations M ? b
p— *_Zhea
| Connected to 127.0.0.1:7001 ton Jun 25 02:45:558 EDT 2001

Previous 5 | Next 5 | First| Last | Refresh | Search |

# CPA Version

I HelloPartnerConversation| 1. 1[EequestorPartner[HelloPartnerHub 1.1

" HelloPartnerConversation|1. 1|ReplierPartner[HelloPartnerHub 1.1

Previous 5 | Next 5 | First | Last | Refresh ak Cancel

5. Select the Format.

The default is standard. The extensive format includes system info such as
update-count and timestamps.

6. Click the Export all referenced entities to include all entities referenced by the
selected entities.

7. Click the Export button to export to an XML file.

When the export is complete a message is displayed as a link at the bottom of
the page, as shown in the following figure.
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Figure 5-3 Export Succeeded

Configuration

T N

Scope of Export

Al

I WLC
[l ™ Trading Partners Browse. .
El ¥ Conversation Definitions Browse...
[ I Collaboration Agreements Browse. ..
[l ™ Business Protocol Definitions  Browse...
[l © Logic Plug-Ins Browse. .

Format
@ Standard

" Extensive

¥ Export all referenced entities

Export succeeded, please right mouse click to save the exported file.

Export Reset

8. Right-click the link, then select Save Link As from the shortcut menu.

The Save As dialog box is displayed to allow you to select the location or
rename the file (the default filename is export Confi g. xm ).

9. When you have selected target directory, click Save.
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Importing to WebLogic Collaborate

5-8

Before importing data, you must shutdown WebLogic Collaborate as described in
“Stopping from the WebLogic Collaborate Administration Console” on page 1-13.

To import from the WebLogic Collaborate Administration Console:

1. Click WebLogic Collaborate (WLC) in the navigation tree to display the WLC
page.

2. Click the Monitoring tab, then click the General tab.

3. Verify that the Status is Inactive.

4. Click the Configuration tab, then click the Import tab. The import options are
displayed as shown in the following figure.

Figure 5-4 WebLogic Collaborate (WLC) Import Tab

Configuration

General Security oxy ¥ Preferences

File Name: | Browse... |

Initialize .
Database Transaction Level
o
- Yes Default
~
% No All

Import | Resetl

5. Click Browse to display the Upload File dialog box.

6. Select the XML file that contains the data to be imported, then click the Open
button.

7. Unless it is your intention to delete all existing data, verify that Initialize
Database is set to No.
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8. Select the Transaction level.

e Default
A transaction is initiated for each entity type. Entities of the same type are
imported in a single transaction. If invalid data is detected during any one of
the transactions, that transaction is rolled back and processing continues for
the next entity type.

o All
The data contained in the selected file is imported as a single transaction. If
invalid data is detected the entire transaction is rolled back.

9. Click Import to import the data.

Note: Ifany entities have the same name as entities in the repository, they will be
overwritten.

10. Restart WebLogic Collaborate as described in “Restarting from the WebLogic
Collaborate Administration Console” on page 1-15.

Exporting a Workflow Package

WebLogic Process Integrator Studio allows you to select and export template
definitions and related workflow components. The components you select are
packaged into a Java Archive (JAR) file known as a workflow package.

When you export a workflow package, you can:
m Password protect the package to prevent unauthorized access to the contents.

m  Publish the package to make the components read only. When you publish a
package, trading partners can employ the workflow components, but are unable
to modify them.

The Studio client supports the export of template definitions, business operations,
business calendars, plug-ins, event key tables, and XML repository items. The only
elements that cannot be exported are the organizations, users, and roles, defined in
Studio. When you export a template definition, it is disassociated from the current
organization. When imported to a target system, a new organization must be selected
for the template.
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5-10

To export a workflow package from Studio:

1. Start the Studio client as described in “Starting WebLogic Process Integrator

Studio” on page 1-19.

2. Choose Tools — Export Package from the Menu bar.

The Export: Select File dialog box is displayed.

3. Enter the location and filename of the JAR file to be created.

Note:

4. Click Next to display the Export: Select Components to Export dialog box as

shown in the following figure.

Figure 5-5

The dialog lists all items currently defined. When you select an item, items

Export : Select Components to Export

Select components:

= AlYorkflow Objects
EIV Templates
-"I— BuyerPrivate
@[] BuyerGPAPulic
@[ JePSimulatar
[+ ReplietPrivate
[T ReplierPuhlic
[T RequestorPrivate
- [T ReguestorPublic
-7 SupplieroneQPAPivate
-[7] SupplierGPAPUblic
-7 SupplierTwoQPAPHivate
-~ |v Business Operations
v GettppBizOpinstance
W CreateReply
[+ GetLwcBizOplnstance
L[ PutMsgintoMailbos
=7 %ML Repositary

e Folder: WLC_root_folder

..

=Back | Export I Cancel | Help |

If you use Browse to select a JAR file, the export will overwrite the file.

Export: Select Components to Export

Export File:

|c:1temp1te stjar

[ Puhblished Package

[ Passward Protect

FPassword:

Confirm:

referenced by the selection are automatically selected.

Note:
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Importing a Workflow Package

Select the items to export.

Click Export.

When complete, the Export: Review Export Summary dialog box displays the
following message:
Conmponents were exported to JAR file: path/filenane.jar

Click Close to dismiss the dialog box.

Importing a Workflow Package

To import a workflow package from Studio:

1.

Start the Studio client as described in “Starting WebLogic Process Integrator
Studio” on page 1-19.

Choose Tools — Import Package from the Menu bar.
The Import: Select File dialog box is displayed.
Click Browse, locate the file to import, then click Open.

Click Next to display the Import: Select Components to Import dialog box as
shown in the following figure.
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Figure 5-6 Import: Select Components to Import

Import : Select Components to Import [ %]

Select components:

= Al Workflaw Objects LoreEnRineE
E|I7 Templates IC:Itesmest.jar
---|7 ReplierPrivate

5-[7 ReplietPublic

-[¥ ReguestorPrivate

- @ RequestarPulilic [ore1 =l

= Business Operations

- v GetdppBizOplnstance

[V CreateReply

¥ GetlwcBizOpinstance

------ [¥ PutMsglntomailbos

Target Organization:

v Activate workflows after impor

=Back | Impart I Cancel | Help |

The dialog lists all items contained in the JAR file.

5. Deselect any items you choose not to import.
6. Select the target organization from the drop-down list.

7. To avoid having to activate the workflows after import, check the Activate
workflows after import checkbox.

8. Click Import.

If any items have the same name as a an existing item, the Import Confirmation
dialog is displayed as shown in the following figure.

Import Confirmation [ %]

Tewplate 'ReplierPrivate' already exists.
Do you want to overwrite it?

fes | fes to All | Mo | Mo to All Cancel
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9. When complete, the Import: Review Import Summary dialog box is displayed as
shown in the following figure.

Figure 5-7 Import: Review Import Summary

Import : Review Import Summary [ %]

Impart Summary:

Tenplate
Tenplate
Tenplate
Tenplate

Tenplate
Tenplate
Tenplate
Tenplate

Finished import from file "C:\test)test.jar"”

The following components were imported:

Definition :
Definition :
Definition :
Definition :

The following tewmplate definintions cannot be activated because an
active template definition with the same effective date already exi

Definition :
Definition :
Definition :
Definition :

5-10-01-11:12-PM (ReplierPriwvate)
5-23-01-9:24-FM (ReplierPublic)

6-5-01-4:35-FPM (RequestorPrivate)
5-23-01-9:24-PM (RequestorPublic)

5-10-01-11:12-PM (ReplierPriwvate)
5-23-01-9:24-FM (ReplierPublic)

6-5-01-4:35-FPM (RequestorPrivate)
5-23-01-9:24-PM (RequestorPublic)

| »

Close | Help |

10. Click Close to dismiss the dialog box.
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CHAPTER

6

Monitoring WebLogic

Collaborate

This section provides an overview of the how you can use the WebLogic Collaborate
Administration Console to monitor and control WebLogic Collaborate, trading partner
sessions, delivery channels, conversations, and collaboration agreements. It includes

the following topics:

Overview of Monitoring

A Note About Conversation Monitoring

WebLogic Administration Console Monitoring Pages
Monitoring the Server

Monitoring Trading Partner Sessions

Monitoring Delivery Channels

Monitoring Conversations

Monitoring Collaboration Agreements

Monitoring Messages
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Overview of Monitoring

The entities that can be controlled and monitored through the WebLogic Collaborate
Administration Console are:

m  WebLogic Collaborate
The WebLogic Server instance on which WebLogic Collaborate is deployed.

m  Trading partner sessions
A trading partner session is a connection between trading partner delivery
channels. One or more conversations are associated with this connection.

m  Delivery channels
The connection endpoints in a trading partner session.

m  Conversations
The exchange of messages associated with the trading partner delivery channels
and roles defined in a collaboration agreement.

m  Collaboration agreements
The collaboration agreements defined.

A Note About Conversation Monitoring

6-2

Although every exchange of messages between trading partners constitutes a
conversation, c XML and RosettaNet conversations are not monitored in WebLogic
Collaborate.

The XOCP protocol supports a conversation termination protocol that is not supported
by cXML or RosettaNet. In XOCP, the initiator of a conversation can terminate the
conversation. Other participants have the ability to exit, or leave, the conversation.

The ability to monitor conversations in WebLogic Collaborate is primarily to allow
you to take advantage of this feature. The ability to view the number of conversations,
view a list of conversations, and individually select a conversation for termination
(from the initiating WebLogic Collaborate instance) or exit (from a participant
WebLogic Collaborate instance) is limited to the XOCP protocol.
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In RosettaNet and c XML, control is at the level of the delivery channel and the trading
partner session. Throughout this section, any reference to the display of conversations
applies to XOCP delivery channels and trading partner sessions only.

WebLogic Administration Console
Monitoring Pages

As described in “WebLogic Collaborate Administration Console Overview” on page
3-2, monitoring functions are available from the Monitoring tab on each of the
following WebLogic Collaborate Administration Console pages:

WebLogic Collaborate (WLC) page
The WLC page is displayed when you select WLC from the navigation tree.

Trading partner page
The trading partner page is displayed when you select a trading partner from the
navigation tree, or select a trading partner from the Trading Partners page.

Conversation page

The conversation page is displayed when you select a conversation definition
from the navigation tree, or select a conversation definition from the
Conversations page.

Collaboration agreement page

The collaboration agreement page is displayed when you select a collaboration
agreement from the navigation tree, or select a collaboration agreement from the
Collaborations Agreements page.

The following table summarizes the functions available from each page.
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Table 6-1 Monitoring WebLogic Collaborate

Select the
Monitoring

tab on the...

Then select
this tab ...

To access these functions ...

WebLogic
Collaborate
(WLC) page

General

Status (running or inactive).

Shutdown options (immediate or terminate).

Statistics

Summary statistics (number of trading partner sessions, active
collaborate agreements, active conversations, active delivery channels,
number of messages sent and received, time of last message sent and
received).

Log

View the WebLogic Collaborate log.

Set view options for the log (level of logging, number of lines per page).

Trading partner
page

Sessions

View a list of the runtime trading partner sessions for the selected
trading partner (session identifier and start time are listed).

View the details of a selected session (status, start time, number of
conversations, number of messages sent, number of messages
outstanding, time of last sent and received message, time of first and last
failed message).

From the detail of a selected session, link to a list of the conversations
or a list of the outstanding messages.

Delivery
Channels

View a list of the delivery channels associated with the selected trading
partner.

View the details of a selected delivery channel (status, trading partner
sessions, conversations, collaboration agreements, messages sent).

From the detail of a selected delivery channel, modify the status (enable
or disable) or link to a list of the trading partner sessions, collaboration
agreements, conversations, or messages sent. From each list, additional
detail is available.
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Table 6-1 Monitoring WebLogic Collaborate (Continued)

Select the
Monitoring

tab on the...

Then select To access these functions ...
this tab ...

Conversation
page

General m  View a list of the active conversations for the selected conversation
definition (conversation identifier and start time are listed).

m  View details of a selected conversation (start time, self-initiated
indicator, time of last message, identity of last sender).

m  End/Leave a conversation.

These features are only available for XOCP. See “A Note About
Conversation Monitoring” on page 6-2.

Collaboration
agreement page

General m  View identifying information (name, version, business protocol,
associated conversation definition, number of parties)

m  View the status (enabled/disabled, registered/unregistered)

m  Modify the status (enable/disable, register/unregister)

The following sections provide additional information about each type of entity you
can monitor from the WebLogic Collaborate Administration Console. The detailed
information required to navigate theWebLogic Collaborate Administration Console to
view the monitoring options available is provided in the WebLogic Collaborate
Administration Console online help.

Note: The information in the online help is also available as a document entitled BEA
WebLogic Collaborate Administration Console Online Help.

Monitoring the Server

When you select WebLogic Collaborate (WLC) from the navigation tree, and then
select the Monitoring tab, the Monitoring General tab is displayed as shown in the
following figure:
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6-6

Figure 6-1 Monitoring the Server

*®%%,

2
WLC> WLC M7 “hea

Tue Jun 19 11:30:13 PDT 2001

General

W Shut down this server

Status: Running
Activation Time: Tue Jun 19 10:10:43 PDT 2001

The status and server start time are displayed.

To shut down the server, select Shut down t hi s server. The two shut-down options
are displayed.

m  Jerminate
This option shuts down active delivery channels which triggers the termination
of the associated trading partner sessions. The termination of the trading partner
sessions triggers termination of the associated conversations and removal of
queues.

m  /mmediate
This option stops all activity.

Note: For information about shutting down the WebLogic Collaborate Application,
see “Stopping WebLogic Collaborate” on page 1-10.

Select the Statistics tab to display summary statistics as shown in the following figure.
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Figure 6-2 Server Statistics

Statistics
WLC Server Active Since: Mon Jun 25 08:39:00 PDT 2001
Trading Partner Sessions: 3
Active Collaboration Agreements: 3
Active Conversations: 0
Active Delivery Channels: 1
Messages Sent: 24
Messages Received: 0
Last Message Sent: Mon Jun 25 10:19:28 PDT 2001
Last Message Received:

Monitoring Trading Partner Sessions

A trading partner session is a connection between trading partner delivery channels.
There are two options for listing active trading partner sessions:

W List the trading partner sessions for a selected trading partner
To list the trading partner sessions for a selected trading partner, select a trading
partner from the navigation tree or Trading Partners page, then select the
Monitoring tab to view the list of active trading partner sessions for that trading
partner.
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6-8

m  List the trading partner sessions for a selected delivery channel
To list the trading partner sessions for a selected delivery channel, select a
trading partner from the navigation tree or Trading Partners page, select the
Monitoring tab, then select the Delivery Channels tab to display a list of the
active delivery channels for that trading partner.

As described in “Monitoring Delivery Channels” on page 6-9, the number of
trading partner sessions for that delivery channel is displayed as part of the
summary statistics for the delivery channel. You can view a list of the trading
partner sessions for that delivery channel by clicking the number.

When you select a trading partner session from a trading partner session list, the
following is displayed.

Figure 6-3 Monitoring a Trading Partner Session

WLC> Trading Partners> Trading Partner> a? ,27"
Trading Partner Session

Connected to 17216, 7all Mon Jun 28

Ll

vl
=
2=}
-

' Shut Down this Trading Parner Session

Trading Partner Session: cBaazar

Status: Active

Start Time:

Conversations : 1

Messages Sent: 1

Messages Outstanding: 0

Last Message Sent: MWon Jun 25 08:40:26 PDT 2001

Last Message Received: Mon Jun 25 08:40:23 PDT 2001
First Failed Message:
Last Failed Message:

Summary statistics for the trading partner session are displayed. From the summary,
you can link to a list of the active conversations for the session or a list of the
outstanding messages.

Note: For successful deployment, the delivery channel endpoints for the session
must be bound to the same business protocol. (Protocol binding is assigned in
the document exchange assigned to the delivery channel.)
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To shut down the trading partner session, select Shut down t hi s Tradi ng Part ner
sessi on. Shut down of the trading partner session triggers termination of the
associated conversations and removal of queues.

Monitoring Delivery Channels

A delivery channel is a connection endpoint in a trading partner session. You can
display a list of the active delivery channels for a trading partner as follows:

1. Select a trading partner from the Trading Partners page or the navigation tree.
2. Select the Monitoring tab, and then select the Delivery Channels tab.

When you select a delivery channel from a delivery channel list, the delivery channel
status is displayed as shown in the following figure.

Figure 6-4 Monitoring a Delivery Channel

%%,

WLC> Trading Partners> PartnerVerifier1 > ﬂ 2 5
PartnerVerifier1-Channel1 &, I]Ba

Mon Jun 25 11:00:86 PDT 2001

Connected to 172, a01

¢ Disable this Delivery Channel

Delivery Channel: Fartnerverifier1-Channel1
Status: Enabled

Trading Parther Sessions: 2

Conversations : 1

Collaboration Agreements: 1

Messages Sent: 0

Status and summary statistics for the delivery channel are displayed. From the
summary, you can link to a list of the trading partner sessions, collaboration
agreements, conversations, and messages sent.
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You can disable a delivery channel by selecting Di sabl e thi s Delivery Channel .
Disabling a delivery channel will trigger termination of all active trading partner
sessions associated with the delivery channel. Termination of the trading partner
sessions in turn triggers termination of the associated conversations and removal of
queues.

Monitoring Conversations

6-10

As discussed in “A Note About Conversation Monitoring” on page 6-2, support for
monitoring conversations is only available for XOCP trading partner sessions.

There are three options for listing active XOCP conversations:

m  List the conversations for a selected conversation definition
To list the conversations for a selected conversation definition, select a
conversation definition from the navigation tree or Conversations page, then
select the Monitoring tab to view the list of active conversations for that
conversation definition.

m  List the conversations for a selected delivery channel
To list the conversations for a selected delivery channel, list delivery channels as
described in “Monitoring Delivery Channels” on page 6-9. When you select a
delivery channel from the list, the number of conversations for that delivery
channel is displayed as part of the summary statistics for the delivery channel.
You can view a list of the conversations for that delivery channel by clicking the
number.

m  List the conversations for a trading partner session
To list the conversations for a selected trading partner session, list trading
partner sessions as described in “Monitoring Trading Partner Sessions” on page
6-7. When you select a trading partner session from the list, the number of
conversations for that trading partner session is displayed as part of the summary
statistics for the trading partner session. You can view a list of the conversations
for that trading partner session by clicking the number.

When you select a conversation from a conversation list, the following is displayed.
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Figure 6-5 Monitoring a Conversation

WLC> Conversations> verifierConversation >

verifierConversation:1.1:requestor_PartnerVerifier1_993491715922_ 699349

Connected to 172.16.12.6:7501

' Endthis Conversation

Conversation: verifierConversation: 1.1.requestor_PartnerVerifier!_993491715922_ 6993491715
Start Time: han Jun 25 10:55:16 PDT 2001
Participants: 0

Last
Message:

Last Sender: PartnerVerifier1-Channel1:Partnererifier1

Mon Jun 25 10:55:17 PDT 2001

Identifying information, start time, self-initiated indicator, time of last message, and
identity of last sender are displayed.

If the local trading partner initiated the conversation, that trading partner can end the
conversation by selecting End t hi s Conver sati on.

If the local trading partner did not initiate the conversation, the trading partner can
leave the conversation by selecting Leave this Conversati on.

Monitoring Collaboration Agreements

A collaboration agreement specifies the trading partners, delivery channels, and roles
that define a specific interaction. You can view collaboration agreement status by
selecting the collaboration agreement from the navigation tree or the Collaboration
Agreements page, then selecting the monitoring tab.

The collaboration agreement status is displayed as shown in the following figure.
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Figure 6-6 Monitoring a Collaboration Agreement

Monitoring

General

' Disable this Collaboration Agreement
% Unregister this Collaboration Agreement
Collaboration Agreement: verifierConversation|1.1[xocp|101

Version: 1.0

Status: Enabled/Registered
Business Protocol: HOCP-11
Conversation Definition: wverifierConversation-1.1
Parties: 2

Identifying information, status, business protocol, conversation definition, and number
of parties are displayed.

For successful deployment, the collaboration agreement must have two parties, and the
delivery channel endpoints assigned in the collaboration agreement must be bound to
the same business protocol. (Protocol binding is assigned in the document exchange
assigned to the delivery channel.).

If the local trading partner has a spoke delivery channel associated with the
collaboration agreement, the agreement cannot be successfully deployed until the hub
delivery channel is up and running.

You can disable an enabled collaboration agreement by selecting Di sabl e t hi s

Col | abor ati on Agreenent (displayed for a enabled collaboration agreement) or
enable a disabled collaboration agreement by selecting Enabl e thi s

Col | abor ati on Agreenent (displayed for a disabled collaboration agreement).
Disabling a collaboration agreement will trigger termination of all active conversations
associated with the collaboration agreement.

When you disable a collaborationi agreement, existing conversation complete,
however, no new conversations for that agreement are started, and no new participants
are added to existing converstions.
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Similarly, you can register an unregistered collaboration agreement or unregister a
registered collaboration agreement by selecting Regi ster this Col | aborati on
Agreenent or Unregi ster this Coll aboration Agreenent Unregistering a
collaboration agreement will trigger termination of all active conversations associated
with the collaboration agreement.

You can also view the status of collaboration agreements for a delivery channel as
follows:

1. List delivery channels as described in “Monitoring Delivery Channels” on page
6-9.

2. Select a delivery channel from the list.

The number of collaboration agreements for that delivery channel is displayed as
part of the summary statistics for the delivery channel.

3. View a list of the collaboration agreements for that delivery channel by clicking
the number of collaboration agreements.

4. Select a collaboration agreement from the list to display the status as shown in
the following figure:

Figure 6-7 Monitoring a Collaboration Agreement

WLC> Trading Partners> PartnerVerifier1 > Loor,
PartnerVerifier1-Channel1 > "2 ;’hea
verifierConversation|1.1|xocp|101 - 1.0 ‘

Connected to 172.16.12 6: 7501

Mon Jun 25 10:12:28 POT 2001

Collaboration Agreement: wverifierConversation|1.1xocp|101

Version: 1.0

Start Time:

Business Protocol: HOCF 1.1
Conversation Definition:  wverifierConwvarsation 1.1
Parties: 2

In this case, you are unable to disable or unregister the collaboration agreement.
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Monitoring Messages

You can list the outstanding messages for a trading partner session as follows:

1. Listtrading partner sessions as described in “Monitoring Trading Partner Sessions”
on page 6-7.

2. Select a trading partner session from the list.

When you select a trading partner session from the list, the number of
outstanding messages for that trading partner session is displayed as part of the
summary statistics for the trading partner session.

3. View a list of the outstanding messages for that trading partner session by
clicking the number.

When you select a message from a message list, identifying information, date and time
sent, and size are displayed.
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CHAPTER

7 Working with the
Repository

The repository is a database that stores configuration information for WebLogic
Collaborate. The following two figures show the relationships among the elements in
the repository. For information about configuring the repository data elements, see
Chapter 2, “Configuration Requirements.”
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Figure 7-1 Elements in the Repository (Part 1)
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continued in next figure
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The following figure is a continuation of the previous figure.

Figure 7-2 Elements in the Repository (Part 2)

continued from previous figure
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In the figures, solid lines represent inclusion and dashed lines represent reference.
When you remove an element from the repository, the following events occur:

m  Ifthe removed element includes other elements, the included elements are
removed from the repository.

m Ifthe removed element refers to other elements, the referenced elements remain
in the repository.

For example, if you remove a transport, the transport’s end point is also removed but
the referenced client certificate remains.

The following table provides an overview of the elements in the repository.

Table 7-1 Elements in the Repository

Element Description

WebLogic Collaborate The WebLogic Collaborate element is

the root element in the repository. This
element represents a WebLogic
Collaborate instance. All major
elements stem from this root element.

Business protocol definition A business protocol definition specifies

how WebLogic Collaborate processes
business messages, including how it
reads the messages and how it routes the
messages to recipients. A business
protocol definition also specifies
persistence, retries, and quality of
service.

Logic plug-in chain A logic plug-in chain is a set of logic

7-4

plug-ins that changes the way in which
WebLogic Collaborate routes or filters a
message.
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Table 7-1 Elements in the Repository (Continued)

Element

Description

XPath expression

An XPath expression is a string written
in XPath syntax that, when evaluated,
results in one of the following types of
objects:

m  Node-set (an unordered collection
of nodes without duplicates)

= Boolean
m  Floating-point number
m  String

For information about XPath
expressions, see “Expressions” at the
following URL:

http://ww. w3. org/ TR/ xpat h.
ht m #sect i on- Expr essi ons

Collaboration agreement

A collaboration agreement is a
definition of the interactions that trading
partners agree to carry out, along with a
specification for the methods through
which these interactions are conducted.
This specification includes details about
transport, messaging, security
constraints, and bindings to a process
specification.

Party

A party is an entity that binds arole in a
conversation definition to a trading
partner in a collaboration agreement.

Conversation definition

A conversation definition is a collection
of values that defines a conversation.
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Table 7-1 Elements in the Repository (Continued)

Element

Description

Role

A role is a definition of activities, such
as buying and selling, that can be
performed by a trading partner during a
conversation. A role is defined in terms
of the documents that can be sent or
received by a trading partner in the
conversation. Each conversation has
two or more roles, and each role is
defined by a collaborative workflow.

Process implementation

Extended property set

An extended property set is a set of
user-defined elements, attributes, or text
components that can be associated with
entities in the repository.

Logic plug-in

A logic plug-in is value-added software
that is installed on WebLogic
Collaborate to provide additional
processing of the information that
passes through WebLogic Collaborate,
and that is subject to guidelines and
interfaces imposed by WebLogic
Collaborate. WebLogic Collaborate
provides router logic plug-ins and filter
logic plug-ins for each business protocol
that it supports.

WebLogic Collaborate customers can
provide additional functionality by
creating custom logic plug-ins that
conform to the standards for the
business protocol that is being used.
Customer-provided logic plug-ins can
provide functionality other than routing
and filtering, such as billing.

For information about logic plug-ins,
see Introducing BEA WebLogic
Collaborate and Programming BEA
WebLogic Collaborate Logic Plug-Ins.
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Table 7-1 Elements in the Repository (Continued)

Element Description

Trading partner A trading partner is a business entity that
is authorized to send and receive
business messages in a conversation.

Certificates A certificate is a digital certificate.

WebLogic Collaborate supports the
following types of certificates:

m  Client certificates
m  Encryption certificates
m  Server certificates

m  Signature certificates

Delivery channel

A delivery channel is a specification for
delivering business messages to one
trading partner. There is one delivery
channel per trading partner per
collaboration agreement.

Document exchange

A document exchange is a definition of
the method through which a document is
exchanged. A document exchange
defines a business protocol and some
run-time parameters.

Bindings for business
protocols

To participate in a business process, a
trading partner needs to define a binding
for the business protocol that the
business process uses.

Party identifier A party identifier is a value that
specifies a party.

Transport A transport specifies the properties for a
delivery channel’s transport level.

End point An end point is the URL for a trading

partner.
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CHAPTER

3

Working with the Bulk
Loader

The following sections describe how to work with the Bulk Loader:

Understanding the Terminology

Importing Data into the Repository

Exporting Data from the Repository

Deleting Data from the Repository

Working with the Bulk Loader Configuration File
Working with the Repository Data File

Checking Data

In addition to using the Bulk Loader, you can use the WebLogic Collaborate
Administration Console to transfer data to and from the repository, as described in the
WebLogic Collaborate Administration Console Online Help. For information about
the repository, see Chapter 7, “Working with the Repository.”
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Understanding the Terminology

The following table describes some of the terms used in this chapter.

Table 8-1 Terms Used in This Chapter

This term... Refersto...

data element An element in the repository

XML element An element in an XML file

attribute An attribute for an XML element

value The value of an attribute or the value of a data element

For example, consider the following lines of code from a repository data file:
<nessage-definition name="request.dtd">
<message-part content-type="text/xm">
<t ext - docunent >r equest . dt d</ t ext - docunent >
</ message- part >
</ message-definition>
In these lines, the following examples of the definitions are used:

m nessage-defini tionis an XML element that specifies a
message- defi ni ti on data element.

m content -t ype is an attribute.
m text/xmn isthe value for the cont ent - t ype attribute.

m request. dtd is the value for the t ext - docunent data element.
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Importing Data into the Repository

The following sections provide information about importing repository data:
m  How the Bulk Loader Imports Data

m  Procedure for Importing Data into the Repository

How the Bulk Loader Imports Data

As the following figure shows, the Bulk Loader parses a Bulk Loader configuration
file to get instructions about transferring data from a repository data file into the
repository. Both files are XML files. If the Bulk Loader detects any errors during this
procedure, it creates an error log.

Figure 8-1 Using the Bulk Loader to Import Repository Data

Bulk Loader
Bulk Loader Configuration
Configuration Data
File

Repository

Repository
Data

Bulk Loader

Repository Data Repository
File Data Efvai
Data
¥
Error Log
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The Bulk Loader uses the following logic to import data from a repository data file into
the repository:

1. Ifthe WebLogic Collaborate root element specified in the repository data file does
not exist in the repository, the Bulk Loader creates the WebLogic Collaborate root
element.

2. If the WebLogic Collaborate root element specified in the repository data file
already exists in the repository, the Bulk Loader uses the following logic to
process each data element in the repository data file:

a. If the data element exists in the repository and has the same data element
values, the same attributes, and the same attribute values as the corresponding
XML element in the repository data file, the Bulk Loader does not do anything.

b. If the data element does not exist in the repository, the Bulk Loader creates it
using the logic described in the following table for each data element value and
each attribute.

c. Ifthe data element exists in the repository but includes one or more data
element values, attributes, or attribute values that do not match the values of the
corresponding XML element in the repository data file, the Bulk Loader
recreates the data element using the logic described in the following table for
each data element value and each attribute.

Table 8-2 Logic for Processing an Attribute

Does the Value or Attribute Logic

Attribute Exist in the  Type

Repository Data File?

Yes Does not The Bulk Loader sets the data element value or attribute to the
matter value specified in the repository data file.

No | MPLI ED The Bulk Loader sets the data element value or attribute to null

unless it is one of the attributes that has a special default value, as
described in the following table.

No REQUI RED The Bulk Loader considers the data to be invalid. For more
information, see “Checking Data” on page 8-17.
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The following table lists the default values for special | MPLI ED attributes.

Table 8-3 Default Values for Special IMPLIED Attributes

XML Element Attribute Default Value
w ¢ | ar ge- msg- support-on OFF

W c show hi dden OFF

tradi ng- partner st at us ENABLED

Procedure for Importing Data into the Repository

Note: In addition to using the Bulk Loader, you can use the WebLogic Collaborate
Administration Console to transfer data to and from the repository, as
described in the WebLogic Collaborate Administration Console Online Help.

Note: You cannot run the Bulk Loader when WebLogic Collaborate is running.

To import data from a repository data file into the repository:

1. Create a Bulk Loader configuration file.

In it, include | oad- pr ocessi ng- par anet er s, which is the XML element that
instructs the Bulk Loader to import data from the repository data file into the
repository. For information about creating a Bulk Loader configuration file, see
“Working with the Bulk Loader Configuration File” on page 8-13.

2. Create a repository data file.

For information about creating a repository data file, see “Working with the
Repository Data File” on page 8-15.

3. To import data from the repository data file into the repository, enter one of the
following commands:

e UNIX: bul kl oader.sh cfg file

e Windows: bul kl oader cfg_file
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In both commands, cf g_fi | e is the pathname of the Bulk Loader configuration
file that you created in step 1. The Bulk Loader configuration file, in turn,
specifies the pathname of the repository data file that you created in step 2.

Use the same command for importing, exporting, and deleting data. The Bulk
Loader configuration file indicates which action the Bulk Loader should take.

While importing data, the Bulk Loader checks for errors as described in
“Checking Data” on page 8-17.

Exporting Data from the Repository

The following sections provide information about exporting repository data:

How the Bulk Loader Exports Data
Full and Partial Repository Exports
Short and Long Repository Exports

Procedure for Exporting Repository Data

How the Bulk Loader Exports Data

8-6

As the following figure shows, the Bulk Loader parses a Bulk Loader configuration
file to get instructions about transferring data from the repository to a repository data
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file. Both files are XML files. If the Bulk Loader detects any errors during this
procedure, it creates an error log.

Figure 8-2 Using the Bulk Loader to Export Repository Data

Bulk Loader
Bulk Loader Configuration
Configuration Data
File

Repository
Data Repository Data

File

Bulk Loader

Repository

Repository
Data Error
Data

Error Log

Full and Partial Repository Exports

When you export data from the repository, you can specify a full export or a partial
export, as described in the following table.

Table 8-4 Full and Partial Repository Exports

Type of Export Description

Full The Bulk Loader exports all the data.

Partial The Bulk Loader exports a subset of the data.

By default, the Bulk Loader performs a full repository export.
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8-8

To perform a partial repository export, use the ent i ti es XML element in the Bulk
Loader configuration file. The ent i t i es XML element specifies the data elements to
be exported. The Bulk Loader uses the ent i ti es values to traverse the repository to
the specified data elements.

For a complete description of theent i t i es XML element, see W.CConf i g. dt d in the
dt d subdirectory of your WebLogic Collaborate installation directory.

You can identify a specific data element instance in the Bulk Loader configuration file.
For example, to export a specific message definition, specify the name of the
WebLogic Collaborate element and the name of the message definition, as shown in
the following listing. This strategy applies to all types of data elements.

Listing 8-1 Example of a Bulk Loader Configuration File for Exporting a
Specific Message Definition

<?xm version="1.0"7?>
<! DOCTYPE W c-config SYSTEM "W.CConfi g.dtd">
<w c-confi g>
<unl oad- processi ng- par anet er s>
<dat abase-ur| >j dbc: webl ogi c: or acl e: REPO</ dat abase- ur| >
<dat abase-dri ver>webl ogi c. j dbc. oci . Dri ver </ dat abase-dri ver>
<dat abase-user-i d>scott </ dat abase-user-i d>
<dat abase- passwor d>t i ger </ dat abase- passwor d>
<xm -fil e-name>Export RepoDat a. xm </ xm -fi | e- nane>
<entities>
<wl ¢ name="of fice_supplies">
<message- definition nane="request.dtd">
</ nessage-definition>
</W c>
</entities>
</ unl oad- pr ocessi ng- par anet er s>
</wW c-config>
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Short and Long Repository Exports

Table 8-5 Short

When you export data from the repository, you can specify a short export or a long
export, as described in the following table.

and Long Repository Exports

Type of Export

Description

Short (standard)

The Bulk Loader organizes the output data to represent the user’s view of the repository.

Long (extensive)

The Bulk Loader organizes the output data as a snapshot of the repository, which can be
useful when you migrate repository data from one database to another.

By default, the Bulk Loader exports repository data in the short format.

To perform a long repository export, set the f or mat attribute for the
unl oad- processi ng- par anmet er s XML element in the Bulk Loader configuration
file to | ong.

Because the long format includes internal repository data, in addition to values for
various objects, we recommend that you use the long format only for the following
reasons:

m  To save a backup of the entire repository. For example, before you delete data
from the repository, it is a good idea to back up the repository.

m  To migrate repository data from one environment to another. For example, if you
change from one database vendor to another, or if you upgrade your database to
a new machine, then you need to use the long format to migrate the entire
repository database.

For an example of a Bulk Loader configuration file that specifies a f or mat value, see
Listing 8-3. For a complete description of the f or mat attribute, see W.CConf i g. dt d
in the dt d subdirectory of your WebLogic Collaborate installation directory.
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Procedure for Exporting Repository Data

8-10

Note: In addition to using the Bulk Loader, you can use the WebLogic Collaborate

Administration Console to transfer data to and from the repository, as
described in the WebLogic Collaborate Administration Console Online Help.

Note: You cannot run the Bulk Loader when WebLogic Collaborate is running.

To export data from the repository to a repository data file:

1.

Create a Bulk Loader configuration file.

In it, include unl oad- pr ocessi ng- par anet er s, which is the XML element
that instructs the Bulk Loader to export data from the repository to a repository
data file. For information about creating a Bulk Loader configuration file, see
“Working with the Bulk Loader Configuration File” on page 8-13.

To export data from the repository to a repository data file, enter one of the
following commands:

e UNIX: bul kl oader.sh cfg file
e Windows: bul kl oader cfg file

In both commands, cf g_fi | e is the pathname of the Bulk Loader configuration
file that you created in step 1. The Bulk Loader configuration file, in turn,
specifies the pathname of the repository data file into which the Bulk Loader
exports the data.

Use the same command for importing, exporting, and deleting data. The Bulk
Loader configuration file indicates which action the Bulk Loader should take.

While exporting data, the Bulk Loader checks for errors as described in
“Checking Data” on page 8-17.
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Deleting Data from the Repository

The following sections provide information about deleting repository data:
m  How the Bulk Loader Deletes Data

m  Procedure for Deleting Repository Data

How the Bulk Loader Deletes Data

As the following figure shows, the Bulk Loader parses a Bulk Loader configuration
file, which is an XML file, to get instructions about deleting data from the repository.
The dotted line in the figure indicates that the Bulk Loader affects the repository
without sending any data to it. If the Bulk Loader detects any errors during this
procedure, it creates an error log.

Figure 8-3 Using the Bulk Loader to Delete Repository Data
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Procedure for Deleting Repository Data

8-12

Note: In addition to using the Bulk Loader, you can use the WebLogic Collaborate

Administration Console to transfer data to and from the repository, as
described in the WebLogic Collaborate Administration Console Online Help.

Note: You cannot run the Bulk Loader when WebLogic Collaborate is running.

To delete repository data:

1.

We strongly recommend that you back up the repository before deleting any data
from it. To back up the repository, perform a full, long (extensive) export as
described in “Exporting Data from the Repository” on page 8-6.

Create a Bulk Loader configuration file.

In it, include del et e- pr ocessi ng- par anet er s, which is the XML element
that instructs the Bulk Loader to delete data from the repository. For information
about creating a Bulk Loader configuration file, see “Working with the Bulk
Loader Configuration File” on page 8-13.

To delete data from the repository, enter one of the following commands:
e UNIX: bul kl oader.sh cfg file
e Windows: bul kl oader cfg file

In both commands, cf g_fi | e is the pathname of the Bulk Loader configuration
file that you created in step 2.

Use the same command for importing, exporting, and deleting data. The Bulk
Loader configuration file indicates which action the Bulk Loader should take.

While deleting data, the Bulk Loader checks for errors as described in
“Checking Data” on page 8-17.
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Working with the Bulk Loader Configuration
File

The Bulk Loader configuration file contains the database login information and
processing instructions for the Bulk Loader. The Bulk Loader configuration file is an
XML file that uses the W.CConf i g. dt d file, which is in the dt d subdirectory of your
WebLogic Collaborate installation directory.

To create a Bulk Loader configuration file:
1. Create an XML file that specifies W.CConf i g. dt d as the DTD file.

2. If you are importing or exporting data, set the xm - fi | e- name XML element in
the XML file to specify the pathname of the repository data file. If you specify
only a filename, the Bulk Loader looks for the repository data file in the current
working directory.

The following sections provide example Bulk Loader configuration files for each type
of Bulk Loader task:

m  Bulk Loader Configuration File for Importing Data

m  Bulk Loader Configuration File for Exporting Data

Bulk Loader Configuration File for Importing Data

The following listing is an example Bulk Loader configuration file for importing data
into the repository.

Listing 8-2 Example of a Bulk Loader Configuration File for Importing Data
into the Repository

<?xm version="1.0"?>
<! DOCTYPE W c-confi g SYSTEM "W.CConfi g. dtd">
<w c-confi g>
<l oad- processi ng- paranet ers dat abase-initialization="no"\
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transaction-1level ="all">
<dat abase-ur| >j dbc: webl ogi c: or acl e: REPO</ dat abase- ur| >
<dat abase-dri ver>webl ogi c. j dbc. oci . Dri ver </ dat abase-dri ver>
<dat abase- user-i d>scott </ dat abase- user-i d>
<dat abase- passwor d>t i ger </ dat abase- passwor d>
<xm -fil e-name>l nport RepoDat a. xm </ xm -fil e- name>
</ | oad- pr ocessi ng- par anet er s>
</wW c-config>

In addition to specifying values that are required in any Bulk Loader configuration file
(DTD, database URL, database driver, database user ID, and database password), this
example defines the following:

m | oad- processi ng- par anmet er s—This XML element tells the Bulk Loader to
import data from the repository data file into the repository.

m dat abase-initializati on—The value for this attribute specifies whether the
Bulk Loader deletes all data from the repository before performing the
repository import. The possible values are yes and no.

m transaction-| evel —The value for this attribute specifies the actions for the
Bulk Loader to take if it detects an error. The possible values are al | and
def aul t . For more information, see “Checking Data Integrity” on page 8-18.

m xnl-fil e-name—The value for this element specifies the pathname of the
repository data file from which the Bulk Loader imports the data. If you specify
only a filename, the Bulk Loader looks for the repository data file in the current
working directory.

Bulk Loader Configuration File for Exporting Data

8-14

The following listing is an example Bulk Loader configuration file for exporting data
from the repository.

Listing 8-3 Example of a Bulk Loader Configuration File for Performing a Full
Export from the Repository

<?xm version="1.0"7?>
<! DOCTYPE W c-config SYSTEM "W.CConfi g. dtd">
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<wl c- confi g>
<unl oad- processi ng- paraneters fornmat="1ong">
<dat abase-ur| >j dbc: webl ogi c: or acl e: REPO</ dat abase-url >
<dat abase-dri ver >webl ogi c. j dbc. oci . Dri ver </ dat abase-dri ver>
<dat abase- user-i d>scott </ dat abase- user-i d>
<dat abase- passwor d>t i ger </ dat abase- passwor d>
<xm -fil e- name>Export RepoDat a. xm </ xm -fi | e- name>
</ unl oad- pr ocessi ng- par anet er s>
</wW c-config>

In addition to specifying values that are required in any Bulk Loader configuration file
(DTD, database URL, database driver, database user ID, and database password), this
example defines the following:

m unl oad- pr ocessi ng- par anet er s—This XML element tells the Bulk Loader
to export data from the repository to the repository data file.

m f or mat —The value for this attribute specifies whether the Bulk Loader exports
data in the long (extensive) format or in the short (standard) format. The possible
values are shor t and | ong. For more information, see “Short and Long
Repository Exports” on page 8-9.

m xnl-fil e-name—The value for this element specifies the pathname of the
repository data file to which the Bulk Loader exports the data. If you specify
only a filename, the Bulk Loader looks for the repository data file in the current
working directory.

Working with the Repository Data File

The repository data file is an XML file that uses the W.C. dt d file, which is in the dt d
subdirectory of your WebLogic Collaborate installation directory. To create a
repository data file, create an XML file that specifies W.C. dt d as the DTD file.
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The following listing shows a repository data file that creates an extended property set.

Listing 8-4 Example of a Repository Data File for a New Extended Property Set

<?xm version="1.0"7?>
<! DOCTYPE W ¢ SYSTEM "W.C. dt d" >
<w c
name="W.C'
| ar ge- nsg- support -on="ON
| ar ge- n8g- m n- si ze="10000"
| arge- nsg-1 ocati on="c: \tenp"
pr oxy- host =" andr ew"
pr oxy- port="7502"
descri pti on="The W.C Hub" >

<ext ended- property-set name="EPS 1">
<xm - el enent name="Cl1" >
<xm -attribute name="Cl_A1" val ue="Cl_Al Val ue"/>
<xm - el ement nane="ClGl" >
<xm - el enent name="ClGL_T1" text="ClGl_T1 Val ue"></xnl - el enent >
<xm - el ement name="ClGL_T2" text="ClGl_T2 Val ue"></xn - el enent >
<xm - el ement name="ClGL_T3" text="CLGL_T3 Val ue"></xnl - el enent >
</ xm - el emrent >
<xm - el enent nane="Cl&" text="Cl& Val ue"></xmn -el ement >
<xm - el enent nane="ClG3" text="ClG3 Val ue"></xmn -el ement >
</ xm - el emrent >
<xnl - el enent nane="C2">
<xm -attribute name="C2_A1" val ue="C2_Al Val ue"/>
<xm -attribute nane="C2_A2" val ue="C2_A2 Val ue"/>
<xm -attribute name="C2_A3" val ue="C2_A3 Val ue"/ >
<xm - el enent nane="C2Gl" text="C2Gl Val ue"></xmn - el ement >
<xnl - el enent nanme="C2&x2" >
<xm - el ement name="C2G2_T1" text="C2G&2_T1 Val ue"></xn - el enent >
<xm - el ement name="C2G2_T2" text="C2@&2_T2 Val ue"></xn - el enent >
<xml - el erent name="C2QRGCGL" >
<xm -attribute name="C2&GCGL_Al" val ue="C2&GCGL_Al Val ue"/>
<xm - el enent nane="CQ&GCGL_T1" text="C2&RGCGL_T1
Val ue" ></ xn - el enent >
</ xm - el ement >
</ xm - el emrent >
<xml - el enent name="C2@&3" text="C2G3 Val ue"></xnl - el enent >
</ xm - el emrent >
</ ext ended- property-set>

</wW c>
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Checking Data

The following sections describe how the Bulk Loader checks data:
m  Creating an Error Log
m  Validating XML Files

m  Checking Data Integrity

Creating an Error Log

To keep track of errors, the Bulk Loader creates a file named wl c. | og in the current
working directory. If awl c. | og file already exists, the Bulk Loader renames the
existing file by appending a timestamp to the name in the following format:

W c. | og. yyyy. rm dd. hh. nm . ss. Then the Bulk Loader creates anew w c. | og file.
The following table describes the fields in the timestamp.

Table 8-6 Timestamp Appended to Name of Existing Log File

This string ... Indicates the...

yyyy Year

mm Month in numeric format (between 01 - 12)
dd Day in numeric format

hh Hour (between 00 - 23)

m Minute

Ss Second

Administering BEA WebLogic Collaborate ~ 8-17



8  Working with the Bulk Loader

Validating XML Files

Before it processes any data, the Bulk Loader validates the XML files. The following
table lists the files that the Bulk Loader validates for each type of Bulk Loader task.

Table 8-7 Files Validated by the Bulk Loader

Task Validated Files

Importing data Bulk Loader configuration file
Repository data file

Exporting data Bulk Loader configuration file

Deleting data Bulk Loader configuration file

To validate one of these types of XML files, the Bulk Loader checks it against the
corresponding . dt d file. If the Bulk Loader detects an error in the XML file, it stops
without processing the data.

Checking Data Integrity

After validating the XML files, the Bulk Loader checks the data integrity while it is
processing the data. To check data integrity, the Bulk Loader verifies that the
information in the XML files does not conflict with the information in the repository.

For example, if the Bulk Loader is adding a new data element to the repository and if
the new data element references another data element, the Bulk Loader makes sure that
the referenced data element exists in the repository or in the repository data file.

Checking Data Integrity While Importing or Deleting

To have data integrity checked while data is being imported or deleted, set the
transaction-| evel attribute in the Bulk Loader configuration file as shown in
Listing 8-2. If youdonotsett r ansact i on- | evel , the Bulk Loader uses the def aul t
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value. The Bulk Loader performs one of the following sets of actions depending on the
value of t ransacti on-| evel :

m  al | —The Bulk Loader performs a single transaction for all the data. If the Bulk
Loader detects invalid data during the transaction, it rolls back the entire
transaction and stops. The repository is left in exactly the same condition it was
in before the Bulk Loader started importing or deleting data.

m def aul t —The Bulk Loader performs a separate transaction for each of the
following types of data elements:

e Extended property set

e Text document

e Message definition

e Logic plug-in

e Business process

e Role

e Business protocol definition
e Trading partner profile

e Document exchange

e Transport

e Delivery channel

e XPath expression

e Collaboration protocol agreement
e Party

If the Bulk Loader detects invalid data during a transaction for one of these
types of data elements, it rolls back the current transaction and then performs the
next transaction.

If the Bulk Loader detects invalid data for a WebLogic Collaborate data element
at the WebLogic Collaborate level (such as a WebLogic Collaborate attribute), it
rolls back all transactions that have been performed for that WebLogic
Collaborate element and stops.
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Checking Data Integrity During an Export

If the Bulk Loader detects invalid data in the Bulk Loader configuration file, it does
not perform the export.
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CHAPTER

9 Configuring

Persistence and
Recovery

The following sections describe persistence and recovery:
m  Understanding Persistent Mode

m  Understanding Nonpersistent Mode

m  Understanding Recovery

m  Configuring Persistence and Recovery

Understanding Persistent Mode

In persistent mode, all state records are read from and written to persistent storage and
are not cached in memory. In persistent mode, WebLogic Collaborate stores the states
of the following types of run-time objects in persistent storage:

m  System
m  Delivery channels
m  Trading partners

m  Conversations
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9-2

m  Messages
m  Message queues
m  Tables related to the preceding objects

Persistent storage consists of a database that WebLogic Collaborate accesses by means
of a connection pool. The same database is used by both persistent storage and the
repository. WebLogic Collaborate creates a state record for each run-time component
that it creates during processing. A state record is a row in a database table; the row
represents an object state.

Multiple objects can change state during the time that a message passes through
WebLogic Collaborate. WebLogic Collaborate updates the persistent storage for these
objects as a group. If a message passes through WebLogic Collaborate successfully,
then the recorded changes are retained. If the message processing fails in any part of
WebLogic Collaborate, then WebLogic Collaborate can retry some operations. When
an operation fails, WebLogic Collaborate discards the changes that the operation
caused. To maintain and update a set of objects states as a group, WebLogic
Collaborate uses transactions.

WebLogic Collaborate performs special processing for messages. WebLogic
Collaborate uses the message size and the large message support configuration to
determine how to save the message, as follows:

m [fthe message size exceeds the large message size threshold and if large
message support is enabled, WebLogic Collaborate does the following:

e Saves the message in persistent storage on the file system rather than in the
database

e Saves the message location in persistent storage in the database
m  Otherwise, WebLogic Collaborate saves the entire message in persistent storage.

For information about the large message threshold and large message support, see
“Configuring WebLogic Collaborate” in BEA WebLogic Collaborate Administration
Console Online Help.
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Understanding Nonpersistent Mode

In nonpersistent mode, all state records other than the repository are maintained in
memory and recovery is disabled. In nonpersistent mode, WebLogic Collaborate
stores the states of run-time objects to in-memory tables. The only difference between
persistent mode and nonpersistent mode is that in nonpersistent mode WebLogic
Collaborate does not save states in persistent storage. This means that states cannot be
retrieved when the system is shut down and therefore state information does not
survive system restarts.

Note: Itis recommended that you use this option only when you are developing your
WebLogic Collaborate system, not during run time.

Note: If you migrated a Java messaging application that was written using the
WebLogic Collaborate C-Enabler API to WebLogic Collaborate Release 2.0,
the migrated application must be run in a separate JVM in nonpersistent mode.

Understanding Recovery

The following list describes the WebLogic Collaborate phases that affect recovery:

1. Startup

WebLogic Collaborate starts in either persistent mode or nonpersistent mode.
You cannot change the persistence mode while WebLogic Collaborate is
running. For information about configuring the persistence mode, see
“Configuring Persistence and Recovery” on page 9-5.

2. Shutdown
WebLogic Collaborate shuts down in one of the following modes:

o Terminate—WebLogic Collaborate shuts down delivery channels and trading
partner sessions, terminates conversations, and exits.

o Immediate—WebLogic Collaborate exits immediately. This behavior is
similar to a crash.
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Note: When a crash occurs, you must resolve the cause of the crash and restart
WebLogic Collaborate to recover and reinstantiate the persistent data in
the run-time environment.

3. Restart

When WebLogic Collaborate restarts after a shutdown, its behavior depends on
whether it is running in persistent mode or nonpersistent mode:

e If WebLogic Collaborate starts in nonpersistent mode, it does not undertake
any particular recovery activities.

e [f WebLogic Collaborate is in persistent mode, it tries to read state records
from persistent storage to determine whether or not to perform the recovery
procedure. If WebLogic Collaborate shuts down in terminate mode, no state
records are found. Otherwise, WebLogic Collaborate performs the following
recovery procedure:

a. Reinstantiates active run-time objects, such as delivery channels and
trading partner sessions.

b. Terminates conversations that expired while WebLogic Collaborate was
down.

c. Restarts message queues for active trading partners.
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Configuring Persistence and Recovery

The following table describes how to set the persistence mode when you start
WebLogic Collaborate.

Table 9-1 Setting the Persistence Mode

When you start WebLogic
Collaborate with the
following method . . .

Do the following to start
WebLogic Collaborate in
persistent mode . . .

Or do the following to start
WebLogic Collaborate in
nonpersistent mode . ..

WebLogic Collaborate
Administration Console

For information about starting
WebLogic Collaborate from the
WebLogic Collaborate
Administration Console, see
Chapter 1, “Starting, Stopping,
and Customizing WebLogic
Collaborate.”

1. Go to the Monitoring — General
tab in the WebLogic Collaborate
Administration Console.

2. ClickStart this server.

3. The resulting dialog box presents
a checkbox labeled Persistence
On. Select the checkbox if it is
not already selected.

4. Click Yes.

1. Go to the Monitoring — General
tab in the WebLogic Collaborate
Administration Console.

2. ClickStart this server.

3. The resulting dialog box presents
a checkbox labeled Persistence
On. De-select the checkbox ifit is
not already de-selected.

4. Click Yes.

Note: It is recommended that you
run in nonpersistent mode
only when you are
developing your WebLogic
Collaborate system, not
during run time.
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Table 9-1 Setting the Persistence Mode (Continued)

When you start WebLogic
Collaborate with the
following method . . .

Do the following to start
WebLogic Collaborate in
persistent mode . . .

Or do the following to start
WebLogic Collaborate in
nonpersistent mode . . .

Start menu

In the Start menu, select the Start
Server command for WebLogic
Collaborate. For details about how to
do this, see Chapter 1, “Starting,
Stopping, and Customizing
WebLogic Collaborate.”
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1. Add the PERSI STENCE value to
the confi g. xm file.
PERSI STENCE is one of the
possible values for the
StartupC ass’s Argunment s
attribute. For example:

<StartupCl ass
Cl assNanme=
"com bea. b2b.
server. Startup"
Nane=
"WLCSt art up"
Ar gunment s=
" PERSI STENCE=CFF"
Tar get s=
"nmyserver"
/>

2. In the Start menu, choose the

Start Server command for
WebLogic Collaborate. For
details about how to do this, see
Chapter 1, “Starting, Stopping,
and Customizing WebLogic
Collaborate.”
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Table 9-1 Setting the Persistence Mode (Continued)

When you start WebLogic Do the following to start Or do the following to start
Collaborate with the WebLogic Collaborate in WebLogic Collaborate in
following method . . . persistent mode . . . nonpersistent mode . ..
Command line Issue the command to start WebLogic 1. Add the PERSI STENCE value to
Collaborate. For instructions, see the confi g. xm file.
Chapter 1, “Starting, Stopping, and PERSI STENCE is one of the
Customizing WebLogic possible values for the
Collaborate.” Startupd ass’s Argument s

attribute. For example:

<Startupd ass
Cl assNane=
"com bea. b2b.
server. Startup"
Nanme=
"WLCSt ar t up”
Ar gunent s=
" PERS| STENCE=OFF"
Tar get s=
"nyserver"
/>

2. Issue the command to start
WebLogic Collaborate. For
instructions, see Chapter 1,
“Starting, Stopping, and
Customizing WebLogic
Collaborate.”
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APPENDIX

A WebLogic Collaborate

Sample Configuration
Files

This topic provides system administrators with sample configuration files for BEA
WebLogic Collaborate. During installation, these files are automatically customized,
so they will work on any supported computer system and network. They are provided
here, along with descriptions of the information required in each.

The sample configuration files are provided in teh following sections:

config.xml
setEnv.cmd/setEnv.sh
startWebLogic.cmd/startWeblogic.sh

fileRealm.properties

Each file includes sample values for parameters that are updated by the installation
program. These sample values are highlighted in bold.
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config.xml

A-2

By default, the BEA WebLogic Collaborate installation sets up the

col | abor at e/ confi g/ sanpl es and col | abor at e/ conf i g/ nydomai n domains.
The configuration for each domain is defined in eXtensible Markup Language (XML).
Persistent storage for a domain configuration is provided by the confi g. xm file
located ini nst al | _di r/ col | abor at e/ confi g/ domai n_nane, where

i nstal | _dir is the directory under which WebLogic Integration has been installed
(typically <BEA_Home>/M i nt egr ati on2. 0).

This section presents and describes the contents of the
col | abor at e/ conf i g/ mydomai n/confi g. xnl file

This sample is provided for informational purposes only. The conf i g. xm file should
not be edited directly. Any changes made to the file while the domain is active will not
have any effect on the domain configuration and will be overwritten by the boot
version of the file.

You can view and modify the settings that are captured in the conf i g. xm through the
WebLogic Server Administration Console. When you start the WebLogic Server
Administration Console as described in “Starting the WebLogic Server Administration
Console” on page 1-17, the server home page is displayed. Items in the navigation tree
in the left-pane correspond to the elements and attributes defined in the confi g. xm
file.

The root element of the confi g. xnl file is Domain. The first entry in the domain is
the server configuration, as shown in the following figure.
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Figure A-1 The config.xml File: Part 1

<Dbomain Mame="mydomain">

<server
ListenPort="7001"
Mame="myserver"
Threadroolsize="15"
TransactionLogrileprefix=". fconfig/mydomain"
MatiweIoEnabled="true">
<LDE FileName="myserver. log" Mame="myserver' />
<webhserver Defaultwebapp="Cefaultwebapp_myserwver"”
Httpskeepalivesacs="120" kKeapalivesacs="4&0"
LogFilename=". /config/mydomain/access. Tog"
LoggingeEnabled="true" Mame="myserver"/>
<Log FileMinsize="1024" Name="config/mydomainmyserver"/ s
<Kernelbebug Name="myserver" />
<sarverbebug Name="myservar" />
<S5L Mame="myserver' /=

<!—— Include following in Server to see log info on screen
StdoutDebugEnahled="true"
stdoutenabTled="trus"
stdoutseverityLevel="64"
-
</servers

The Domain and Server elements and attributes define the basic configuration. The

settings here are reflected in the WebLogic Server Administration Console. For

example, if you select myserver from the navigation tree, the server page is displayed

as shown in the following figure.
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Figure A-2 WebLogic Server Administration Console Server Page

7\?‘— Weblogic Server Console - Netscape b : ) [ il
Fle Edit View ©Go Communicator Help
8 . 3 N <+ & B8 &
Back Forward  Reload Horme Search  MNetscape Print Security Shop Stop
| wf Bookmarks #  Location:[htp:127.0.0.1:7001 /console/domainfindexjsp ~ | &7 What's Felated
ﬁlnstamMessage ‘e ail Fadio Feople Yellow Pages Diownload Calendar ©§ Channels
=] @mydnmain = i o%
B & ganers mydomain> Servers> myserver M= ? ;'Il ¢
L Ba
mmysener
Elcusters | Connected to 127.0.0.1:7001 Active Domain: mydomain Jun 2 2 W EDT
Machines

= UDepluyrmanls

B &l applications Configuration

B BWLPI Application Tuning Protocals Compilers
EByphean jar
EBrenository-ejbjar
EEyylc-wipi-plugin.jar & Name: mysener
EElpi-ejb.jar
Ewlpi-master-ejb.ial_ & Machine: (none) j‘
Eyipi-mdb-ejb jar
= &l & Listen Port: 7001

EBpobean jar

EBrepository-ejio jar & Administration Port: |0

BB yylc-wipi-pluginjar

B wipi-ajo jar A Listen Address: [

BB ywipi-master-gjb jar
B yipi-mdb-gjb jar
= &Ehwen Applications Reset | Apply
EEconszole
EEpefaultiebApp_myse
@ yicconsole
BEyw_management_inte
BB y|_management_inte
B &lstartup & Shutgown -

| [Decument: Done

e R

By clicking the appropriate tab on this page, you can update the listen port, log file
name, log level and output, and other server configuration parameters. For help with
any settings, click the question mark in the upper right to view the online help, or see
the WebLogic Server documentation set at the following URL:

http://e-docs.bea.com/wls/docs60

As shown in the following figure, the server element is followed by the specification
of the log file, and settings for the JMS JDBC Store, Java Transaction API (JTA), Java
Messaging Server (JMS) server, and security.
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Figure A-3 The config.xml File: Part 2

<Log
Filename="config/mydomainmydomain. Tog"
Mames="myserver" />

<IMSIDECStore
ConnectionPool="wliPool"
Mame="JIMswLCStare"
prefixMame="spoke" />

For optimum performance, a fully qualiied

<IMSServer
Mame="wLCIMSServer "
Targets="myserver"
Store="IMSwWLCSTore" /=

[[catalog|schema.|prefx

<ITA
Mame="mydomain"
Timeoutseconds="3600" />

<applicationManager
Mame="mydomain" >

<Security
Guesthisabled="false"
Mame="mydomain"
Passwordrolicy="mypasswordpolicy"
realm="myrealm"

<PasswordPolicy
MinimumPasswordlength="4"
Mame="mypasswordpolicy" />

<Realm
Cachingrealm=""
Filerealm="myFilerealm" Wame="myRealm"/ >

<FileRealm
Mame="myFi1lerealm" />

PrefixMame should be specifed as follows:

To optimize performance, the setting for the JMS JDBC store prefix name should be

customized for your database. The syntax for prefix name is

[[catal og.]schenma. ]prefix].

To update the JMS store prefix name, select

Services — JMS — Stores - IMSWLCStore. The IMSWLCStore page is displayed as

shown in the following figure.
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Figure A-4 JMS JDBC Store Page
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B Hlgenices "
Configuration
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As shown in the following figure, the next section of the conf i g. xml file deploys the
web applications required for the WebLogic Collaborate Administration Console, and

the WebLogic Collaborate startup and shut down classes.
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Figure A-5 The config.xml File: Part 3

<application
peployed="trus"
Mame="Defaultwebaipp_myserver'
path=". /config/mydomainsapplications ">
<webApplomponent
Name=”DeFau1twebApp_myserver”
Targets="myserver"
URI="Defaultwebipp_myserver”
wahsarvers="mysarver"”
IndexbirectoryEnabled="trus"
< application>

<application
Mame="wLCConsole"
path=". /config/mydomainsapplications ">
<webAppComponent
Mame="wlcconsole"
servi]etrReloadchecksecs="1"
Targets="myserver"
URI="wlcconsole.war" >
< application>

<startupclass
ClassnWame="com. bea.b2b. server. startup”
Mame="wLCStartup"
Arguments="PERSISTEMCE=0N"
Targets="myserver" />

<shutdownClass

Classmame="com. hea.bzb. server. shutdown”

Arguments="mode=TERMINATE"
Mame="wLCShutdown"
Targets="myservar" />

As shown in the following figure, the next section of the confi g. xni file includes
JMS connection information for WebLogic Process Integration, and the JDBC
connection pool information. The bold text indicates settings that are updated based on
the information you provide during installation. The arrow indicates the continuation

of text that appears on a single line in the file.

For information about updating the JDBC configuration, see “Updating the JDBC

Connection Pool” on page 1-27.
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A-8

Figure A-6 The config.xml File: Part 4

<IMSIDBCStore
ConnectionPool="wliPool"
Mame="IMSWLCSTore" /=

<IMSSErver
Mame="wLCIMSServer"
Targets="myserver"
Store="JIMSWLCStore"

<IDBCTxDAaTasource
JINDIMame="wLCHub. DS"
Mame="wLCHub. DS"
PoolMame="w1iPool"
EnableTworhaseCommit="trus"
Targets="myserver" />

<JDBCConnectionPoo]
Capacitylncrement="1"
privarname="weblogic. jdbc.mssqlserverd. priver”
InitialCapacity="10"
Loginbelayseconds="1
MaxCapacity="100"
Mame="wlipPool"
Properties="user=myusarname; pas sword=-mypassword"
refreshMinutes="0"
shrinkPeriodMinutes="15"
shrinkingEnabled="true"
Targets="mysarvear"
UrL="jdbcrweblogicimssglserverd i wWwLIDBErdbmshost 11433 />

Bold indicates values
updlated hased on

information providec
during installation.

<StartupClass
Classname="com. bea.wlpi.server.wlpiinit.wLPIInit"
Mame="wLPIInit"
Arguments="poolName=wliPool, user=wipisystem, pwd=wlpisystem,
expireInterval=30000,deliverinterval=86400000, checkInterval=600000"
Targets="myserver" >

<IMsConnectionFactaory
AllowZ]loseInonMessage="trus"
INDIMame=""com. bea.wlpi.ueueConnectionFactory”
Mame="wlpiqueueFactory"
Targets="myserver"
UserTransactionsenabled="true" />

<IMsConnectionFactory
AlTowZloseInonMessage="trus"
INDIMame="com. bea.wlpi.TopicConnectionFactaory”
Name="wlpiFactory’
Targets="myserver"
UserTransactionsenabled="true" >

The next section deploys the EJBs required for WebLogic Process Integrator. The
deployment order is controlled by the Depl oynent Or der setting. You can use this
setting as required to control deployment order for custom applications and EJBs.
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Figure A-7 The config.xml File: Part 5

<Application Mame="WLPI Application”
path="c:\bea\wlintegration2. 0\processintegrator®1ib">

<EJBCOMponent
Name=“w1pi—ejb.jar”
Targetss='myserver”
URI="wlpi-2jh. ]ar
Deploymentorder="1

<EJBCOMponent
Name=“w1pi—master—ejb.jar“
Targets="myserwver"
LURI="wlpi-master-ejb.jar"
Deploymantorder="2",>

<EJBCOMponent
Name=“w1pi—mdb—ejb.jar”
Targets="myserwver"
URI="wlpi-mdb-ejb.jar
Deploymentorder="3",>

<EJECAMpOnent
Mame="regositary-ajb. jar”
Targets="myserver
URI="repository- E]b jar"
Deploymentorder="0",>

<EJBCOMpOnent
Name=“w1c—w1pi—p1ugin.jar“
Targets="myserver
URI="wlc-wlpi- p1ug1n jar"
Deploymentorder="4",=

<EJBCOMpOonent
Mame="pobean. jar"
Targets="myserwver"
URI="pobean.jar"
Deploymentorder="5",=

</ Aapplications

Contrals
deployment
order

You can view and update parameters for the applications, Web applications, and EJBs
deployed by selecting Deployments from the WebLogic Server Administration
Console navigation tree, then selecting the appropriate deployment type. The EJB
deployments are shown in the following figure.
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Figure A-8 Deployments
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As shown in the following figure, the next section of the conf i g. xml  file sets up the
JMS Topics required by WebLogic Process Integrator.
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config.xml

Figure A-9 The config.xml File: Part 6

<IMSServer
Mame="WLCIMSServer"
Targets="mysarver"
TemporaryTemplate="TemporaryTemplate >
<JMsTemplate Mame="TemporaryTemplate" />
<IMSTopic
INDIMame=""com. bea.wlpi.TimerTopic"
Mame="wlpiTimer "/ =
<IMSQUEUE
INDIMame=""com. bea.wlpi. Eventqueus"
Mame="eventqueus" />
<IMSCueue

INpIMame=""com. bea.wlpi.validatingEventouaue"

Mame="wlpivalidatingEvent " =
<IMSTopic
INDIMame="com. bea.wlpi.ErrorTopic"
Mame="wlpiError"/ =
<IMsTopic
INDIMame="com. bea.wlpi. Timer"
mame="Timer" storecnabled="default" >
<IMSTopic
INDIMame=""com. bea.wlpi.AuditTopic"
Mame="wlpiaudit"/ =
<IMSQUEUE
INDIMame="com. bea.wlpi. Initqueus"
Mame="initqueus" >
<IMSTopic
INDIMame="com. bea.wlpi.
EventTopic” Name="wlpiEvent" />
<IMSTopic
INDIMame="com. bea.wlpi. MotifyTopic"
Mame="wlpiNotify" >
<FIMSServers

<IDBCTxDatasaurce
EnableTwoPhaseCommit="trua"
JINDIMame="com. bea.wlpi.TxDatasource"”
Mame="TxDatasource"
PoolMame="wliPool"
Targets="myserver" />

As shown in the following figure, the next section includes the startup class for the
WebLogic Process Integrator time processor, and settings for the WebLogic Process
Integrator RDBMS Realm security configuration. The values in bold are updated
during installation based on the information you provide. The arrows indicate the

continuation of text that appears on a single line in the file.
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Figure A-10 The config.xml File: Part 7

<startupclass

Classhame="com.bea.wlpi.server.timeprocessor. TimeProcessor"

Mame="TimeProcessar"

Arguments="poolname=w]ipoo], user=wipisystem, pwd=wlpisystam,
connectionFactary=com. hea. wlpi. TopicConnectionFactory,
topic= o, bea. WWP1 TimerTopic”

Targets="myserver' />

Bold indicates values
updated based on

information provided
during installation.

<RDEMSReaalm
RealmClassname="com. bea.wlpi.rdbmsrealm. RDEMSRealm"
Name="wlpiRDEMSRealm”
batabasebriver="weblogic.jdbc.mssqlserverd. priver”
ratabasePassword="mypassword"
patabaseUrRL="jdbc:weblogicimssglserverd :wLIDBErdbmshost :1433"
Databaselsername="myusername"
SchemaProperties="getGrouphewstatement=False; removelserFromsroup=DELETE )
FROM USERMEMEER WHERE USERID = 7 AND GROUPID = 7;QetAcC]s=SELECT MAME, )
PRIMCIPAL, PERMISSION FROM aclentries ORDER BY NAME, #}
PRINCIPAL; addUserToGroup=INSERT INTO USERMEMEER (USERID, GROUPID) WVALUES (#y
7, 7 J;getGroupMembersuUsers=SELECT USERMEMEBER.USERID, PASSWORD FROM#Y
USERMEMEER, WLSUSER WHERE GROUPID = 7 AND USERMEMBER.USERID =)
WLSUSER. USERID; Newcroup=INSERT INTO WLSGROUP (GROUPID) VALUES [ 773
3 adderoupToGroup=INSERT INTO GROUPMEMEER (GROUPMEMEERID, GROUPID) VALUES'}
[ 7, 7 Jiynewlser=INSERT IMTOQ WLSUSER (USERID, PASSWORD) WALUES 7 7
J; removeGr oupFromaroup=DELETE FROM GROUPMEMEBER WHERE GROUPMEMBERID = 7 AND#Y
GROUPID = 7;deletecGroupd =DELETE FROM WLSGROUP WHERE GROUPID = My
7;deleteUser3=DELETE FROM WLSUSER WHERE USERID = 7;deleteGroup3=DELETE"}
FROM USERMEMBER WHERE GROUPID = 7;getPermissions=SELECT DISTINCT#y
PERMISSION FROM ACLEWMTRIES;deletelser2=0ELETE FROM LSERMEMBER WHERE USERID®Y
= 7;getPermission=SELECT DISTINCT PERMISSION FROM ACLEWTRIES WHERE®Y
PERMISSION = ?;getUser=SELECT USERID, PASSWORD FROM WLSUSER WHERE USERID =%
7;deleteGroup2=DELETE FROM ACLEMTRIES WHERE PRINCIFAL =73
7;deleteGroupl=0ELETE FROM GROUPMEMEER WHERE GROUPID =“3
7;deleteluserl=DELETE FROM ACLEMTRIES WHERE FRINCIPAL = ‘3
7, 0etACTENTries=SELECT MAME, PRIMCIPAL, PERMISSION FROM ACLEMTRIES WHERE®Y
MAME = 7 ORDER BY PRIMCIPAL; getGroupMembersGraups SELECT GROUPMEMEERID, %
GROUPID FROM GROUPMEMEBER WHERE GROUPID = 7;QetGroups=SELECT GROUPID FROM T3
WLSGEROUP ORDER BY GROUPID;gEtGFDup=SELECT GROUPID FROM WLSGROUP WHERE“R
GROUPID = 7;QetUsers=SELECT USERID, PASSWORD FROM WLSUSER ORDER BY 3
USERID" >

A-12

The last section of the file deploys the WebLogic internal management Web

applications, and sets up the WebLogic Logic Process Integrator caching realm for the

RDBMS security realm.
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Figure A-11 The config.xml File: Part 8

<Log
Mame="config/mydomainmydomain" >

<Aapplication
Mames="wl_management_internal2"
path=". /config,tmp">
<webappComponent
Mame="wl_management_internal2"
Targets="myserver"
URI="wl_management_internal2.war"/ >
</Applications

<Aapplication
Mames="wl_management_internall"”
path=". /config,tmp">
<webappComponent
Mame="w]_management_internall”
Targets="myserver"
URI="wl_management_internall.war" /=
< applications

<Cachingreaalm
BasicRealm="wlpiRDEMSREaTm"
CacheCasesensitive="trues"
Mame="wlpicachingrealm" >
</ Domadine

setEnv.cmd/setEnv.sh

This executable file is used to set the environment variables for WebLogic Collaborate.
A version of this file resides in the bi n directory under the WebLogic Collaborate
installation directory, and in each domain directory. This file is called by the

st art Wbl ogi ¢ command file and other command files provided with the WebLogic
Collaborate distribution.

The set Env. cnd (Windows) or set Env. sh (UNIX) file for the
col | abor at e/ conf i g/ nydomai n domain is shown in the following figure. The
values in bold are set during installation based on your installation location.
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Figure A-12 The setEnv Command

@REM Set home directory location wariahles.
R M = = e +

set JAva_HOME=C :\bea“jdk130

set BEA_HOME=C z“bea

set wWL_HOME=C:“beaswlservera. O

set wLC_HOME=C z\bea‘\wlintegration2.0\collaborate

set WLPI_HOME=C :\bea‘\wlintegration2. 0\processintegrator

set WLINT_HOME=C :\bea'wlintegration2.0

set WLC_MYDOMATK_HOME =%wLC_HOMEY\ configiymydomain

set WLC_MYDOMAIN_CLOUDSCAPE_HOME=%wWLINT_HOMEX\r epository\cloudscape

BREM Set WLCCLASSPATH
11 = S

set WLCCLASSPATH=%WLCCLASSPATH; SWLC_HOMERY 11 b Twclient. jar

BREM Set WLPTICLASSPATH
11 = S

st WLPICLASSPATH=%WLPICLASSPATH%; ¥wLPI_HOMEXNT1ibyrdbmsreaalm. jar

@REM Set JAVACLASSPATH

R EM ==
SET JAVACLASSPATH=MWLPICLASSPATHE; ¥IAVACLASSPATHYE; BWLCCLASSPATH;

@REM Prepend to existing PATH

R B =

Set PATH=¥WLC_HOMEX\h1n; %PATHY

startWebLogic.cmd/startWeblogic.sh

A-14

This executable command file starts WebLogic Server. Using the content of the
confi g. xnl file, it deploys WebLogic Collaborate, WebLogic Process Integrator, and
the WebLogic Collaborate plug-in for WebLogic Process Integrator. It is installed in
both the col | abor at e/ confi g/ sanpl es and col | abor at e/ conf i g/ nydonmai n
directories.

The st ar t Wbl ogi ¢. cnd (Windows) or st ar t Wbl ogi c¢. sh (UNIX) file for the
col | abor at e/ conf i g/ nydomai n domain is shown in the following figure. The
arrows indicate the continuation of a line that appears as a single line in the file.
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Figure A-13 The startWeblogic Command

BREM Cd to mydomain directory.
BREM ========—===z==z==—======—=—===—==—======—==—=—==—=—=====——=—=—=—==—=—=—=—==—==—===—==========

BREM Copy the wlc-wlpi-plugin. jar into wWLPI home

fud] E C:hpeatwlintegrationz. 0hcollaborated1ibhwlc-wlpi-plugin. jaray
'E eatwlintegrationz. 0hprocessintegrators1ib

cd Jd Cihvbeatwlintegrationz. 0hveollaboratesconfiogymydomain

BREM Call setenv.
AR = e e e e o

call setenv.cmd

BREM  wLS should bhe started in the same directory where the config directory
@REM s Tocated.

BREM Start weblogic
BREM  ——m m -

The Password

is provided
with this

s statement.

ff you

change the

password you

must update

accordingly.

%1ava_HOMEXE\hinhjava —classic —msedm -msedm —classpath ¥START_WL_CLASSPATHE
-Dhea. home=%¥BEA_HOMEX -Dwehlogic. home=%wL_HOMEX#y,
-Dwehlogic. system. homa=%¥wLC_MYDOMAT N_HOME: £y,
-Dwehlogic. Domain=mydomainey
-Dwehlogic.management. password=sacur ity }
-pcloudscape. system. home=%wLC_MyDOMATN_CLOUDSCAPE_HOMEX TR
-oweblogic. Name=myserver 74

-Diava. security. policy=%¥wL_HoMEXNTibwebhlogic. policy weblogic. server

BREM The following argument can be passed to java above to enable a1l debugging info:
BREM -Dhea.eci.debug=x1-89

The - Dwebl ogi ¢. managenent . passwor d=securi ty option in the j ava command
that starts WebLogic Server provides the password. If this option is removed, you will
be prompted for a password. If you change the password, you must remove or update
this option.
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fileRealm.properties

This properties file controls the User, Group, and ACL objects that are created when
WebLogic Server is started.

The fi | eReal m properti es file for the col | abor at e/ confi g/ nydonai n domain
is shown in the following figure.

Figure A-14 The fileRealm.propertis File: Part 1

Pwed Jun 20 19:01:40 PDT 2001
acl.reset.weblogic. jdbc. connectionfoo].wliPool=admin, guest
acl.reset.weblogic.jdbc. connectionPool.wlpiPool=admin, guest
user. admin=0xab3a488db0852704 28797 0cdf 9785481 2feea??h
grDu?.CreateTempTate:admin,jDe,mary,guest,w?csystem,w1pisystem
acl. ist.web?ugic.qndi.webWDgic=system,everyune
acl.lockserver.weh Dgic.admﬁn:system

acl.Tist.weblogic. jndi.weblogic. ejb=system, everyonsa
grnug.w1pﬁusers=admﬁn,jDe,system,mary,w?csystem,guest,w1pisystem
acl. ist.webWDgic.jndi.webWDgic.rmi=everyDne

acl.reserve.weblogic. jdbc. connectionPool.wliPool=everyone
acl.execute.weblogic.servlet, adminThreads=system
ac1.hubconfig.wLCAdmin=admin
acl.write.weblogic.workspace=system, everyone
user.mary=0xa078chd Seafocd eefddlfld4 55 739b5 536004 C
acl.shrink.weblogic. jdbc. connectionPool.wlpiPool=admin, guest
user.wlpisystem=0xTd511836a8:e67Ta7959348c8655del5185677aff2
acl.execute.weblogic.servlet. T3adminMain=systeam
acl.unlockserver.weblogic. admin=system
group.ConfigurecComponents=admin, joe, mary, guest,wlcsystem, wlpisystem
acl.execute.weblogic. serviet. AdminJDBC=systeam
acl.shrink.weblogic. jdbc. connectionPool. examplesPool=everyone
ac1.execute.web?ngﬁc.serv1et.AdmﬁnRea1m=s¥stem
user.wlcsystem=0xab3a488db0652704 28797 0CdT 97854812 era?7h
acl.modify.weblogic. jndi.weblogic=system, everyone, guest
acl.execute.weblogic.servlet.ConsoleHelp=everyone
acl.execute.weblogic.servilet.Certificate=system
group.wlcsamplesGroup=guest,wipisystem

acl.modify.weblogic, jndi.webTogic. ejb=system, everyone, guast
acl.reset.weblogic. jdbc. connectionrool. examplesrool=admin, guest
acl.modify.weblogic. jndi.weblogic. rmi=everyone
acl.execute.weblogic.servlet, classes=everyone

group. ExecuteTemplate=admin, joe,mary, guest,wlcsystem, wlpisystem
acl.execute.wehlogic.servlet=system, everyone
acl.modify.weblogic. admin. acl=system
acl.Tookup.weblogic. jndi.weblo 1c.eqb=system,everyune,guest
acl.execute.weblogic.servilet. adminClients=system
acl.read.managedobject=system
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Figure A-15 The fileRealm.propertis File: Part 2

grouq.w1piAdministratDrs=admin,w1pisystem

acl. lookup.weblogic. jndi.weblogic. rmi=everyone
acl.lookup.weblogic. admin.mbean. MBeanHome=evaryone
acl.1ist.weblogic. jndi.weblogic.filesystem=everyone

group. Role2orgZ=admin, joe,mary

group. Role2orgl=admin, joe, mary
grouq.Cunfiguresystem=admin,que,mary,guest,w1csystem,prisystem
acl. lookup.weblogic. jndi.weblogic.filesystem=everyone
acl.enablermonitor.wlCadmin=admin
user.joe=0xal78chd45e6facd eafddlfl4455F 7355536904 C

group. DeleteTemplate=admin, joe,mary, guest,wlcsystem, wlpisystem
group. administeruser=admin, joe, mary, guest,wlcsystem, wipisystem
acl.create.weblogic. jms. ServersessionPool=evaryone
acl.execute.wehlogic. servlet. AdminEvents=system
gruup.UpdateTem$1ate=admin,jue,mary,guest,w1csystem,w1pisystem
acl.execute.wehlogic. servlet. Adminversion=system

group. adminGroup=admin, joe,mary

group. Rolelorgz=admin, joe,mary

group. Rolelor 1=admin,%oe,mary

acl.shrink.weblogic. jdbc. connectionrool.wlirool=admin, guest
group.MonitorInstance=admin, joe,mary, guaest,wlcsystem,wipisystem
acl.execute.wehlogic.servlet. containerManaged=everyone
user.system=0xah3a488db0652704287070cdf 97854812 eea?vh
acl.write.managedohject=system

acl.execute.wehlogic. servlet. adminMain=system
acl.execute.wehlogic. servlet. AdminLicense=system
acl.execute.wehlogic. servlet. AdminProps=system
acl.modify.weblogic. jndi.weblogic. filesystem=evearyone
acl.lookup.weblogic. Jndi.webhlogic=everyone
acl.read.webhlogic.workspace. system=system, everyone
acl.shutdown.wehlogic, admin=system
acl.reserve.wehlogic. jdbc. connectionPool=system
acl.write.weblogic.workspace. system=system, everyone
ac1.execute.web?agic.serv1et.AdminCDnnectiDns=system
acl.reset.weblogic. jdbc. connectionrool=system
acl.read.weblogic.workspaces=system, everyons

acl.boot.weblogic. server=system, everyons
ac1.access.web?agic.admin.mbean.MBeanHDme:everyDne
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APPENDIX

Table B-1 WebLogic Collaborate Update Considerations

Update Considerations

Table B-1 summarizes the constraints and considerations related to modifying the
configuration for WebLogic Collaborate, trading partners, conversation definitions,
collaboration agreements, logic plug-ins, and business protocols.

Element Category Parameter Update Considerations
WebLogic General WLC Server Name Cannot be updated by the user.
Collaborate
(WLC) Description Can be updated at any time, but changes do
not become effective until WebLogic Server
Large Message Support is shut down and restarted.
Security System Password Can be updated at any time, but changes do

Audit Log Class

Certificate Verification
Class

Secure Timestamp Class

Certificate Authority
Directory

not become effective until WebLogic Server
is shut down and restarted.
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Table B-1 WebLogic Collaborate Update Considerations (Continued)

Element Category Parameter Update Considerations
WebLogic Proxy Host Can be updated at any time, but changes do
Collaborate not become effective until WebLogic Server
(WLC) Port is shut down and restarted.
(Continued) Preferences Number of items displayed  Can be updated at any time. The update

per page (1-50) becomes effective immediately.

Default retry value

Default retry interval

Default timeout value

Hide advanced
configuration controls

Display entities on the
navigation tree
]
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Table B-1 WebLogic Collaborate Update Considerations (Continued)

Element Category Parameter Update Considerations

Trading General Name Cannot be updated. To update a trading

Partners partner name, delete the trading partner and
recreate it with the new name.

Note:  You cannot delete a trading partner
if it is engaged in a trading partner
session.

Description Can be updated at any time. The update
becomes effective immediately.

Type

Address

Email

Phone

Fax

WLS User Name Can be updated at any time, but the update
does not become effective until WebLogic

Server is shut down and restarted.

State Can be updated at any time. The update
becomes effective immediately.
Party IDs Party ID Can be added at any time.
An existing party ID cannot be updated if the
trading partner is engaged in a trading partner
session.
Business ID Cannot be updated if the trading partner is
engaged in a trading partner session.
Business ID Type
Certificates Certificate Name A certificate can be added at any time, but the
- addition is not available until WebLogic
Certificate Type Server is shut down and restarted.

Certificate Location

Private Key Location

An existing certificate cannot be updated if it
is in the security cache.
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Table B-1 WebLogic Collaborate Update Considerations (Continued)

Element Category Parameter Update Considerations
Trading Doc Exchange Document Exchange Name A document exchange can be added at any
Partners - — time.
(Continued) Business Protocol Binding An existing document exchange cannot be
Business Protocol updated while WebLogic Collaborate is up.
Definition
End Point Type
Doc Exchange Confirmed Delivery Cannot be updated while WebLogic
XOCP Specific : Collaborate is up.
Settings Message History
Retries
Digital Signature A digital certificate can be added at any time,
(Nonrepudiation) but the addition is not available until
WebLogic Server is shut down and restarted.
An existing certificate cannot be updated if it
is in the security cache.
Doc Exchange Shared Secret Cannot be updated while WebLogic
XML Specifi : : Collaborate is up.
CANTL SPECHiIC Signature Certificate
Settings
Doc Exchange Digital Signature A digital signature can be added at any time,
RosettaNet 1.1 (Nonrepudiation) but the new signature is not available until
Specific Settings WebLogic Server is shut down and restarted.
An existing certificate cannot be updated if it
is in the security cache.
Doc Exchange Encryption An encryption certificate can be added at any
RosettaNet 2.0 time, but the addition is not available until
Specific Settings WebLogic Server is shut down and restarted.
An existing certificate cannot be updated if it
is in the security cache.
Digital Signature A digital certificate can be added at any time,
(Nonrepudiation) but the addition is not available until
WebLogic Server is shut down and restarted.
An existing certificate cannot be updated if it
is in the security cache.
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Table B-1 WebLogic Collaborate Update Considerations (Continued)

Element Category Parameter Update Considerations
Trading Transport Transport Name A transport can be added at any time.
Partners Cannot be updated while WebLogic
(Continued) Transport Protocol Collaborate is up.
Security Protocol
Endpoints
Delivery Delivery Channel Name Cannot be updated while WebLogic
Channels Collaborate is up.
Transport
Document Exchange
Advanced XOCP Filter Can be updated at any time. The update
XOCP Filters &  XPath Expressions becomes effective immediately.
Routers
XOCP Router XPath
Expressions
Advanced Property Name Can be updated at any time. The update
Extended becomes effective immediately.
Properties Property Value
Attributes
Conversations  General Name Cannot be updated. To update a conversation
definition name, delete the definition and
recreate it with the new name.

Note:  You cannot delete a conversation
definition if an active conversation
uses the definition.

Version Conversation definition parameters cannot be
— updated if there is an active conversation
Description using the conversation definition.

Business Protocol

Default Timeout

Roles
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Table B-1 WebLogic Collaborate Update Considerations (Continued)

Element

Category

Parameter

Update Considerations

Collaboration ~ General
Agreements

Collaboration Agreement
Name

Cannot be updated. To update a collaboration
agreement name, delete the agreement and
recreate it with the new name.

Note: You cannot delete a collaboration
agreement if it is registered.

Description Can be updated at any time. The update
becomes effective immediately.
Version Cannot be updated when the Collaboration is

Conversation Definition

registered.

Parties

Trading Partner

Role

An existing party definition cannot be
updated while WebLogic Collaborate is up.

Parties can be added at any time.

Logic Plug-Ins  General

Name

Cannot be updated. To update a logic plug-in
name, delete the logic plug-in and recreate it
with the new name.

Note: When you delete a logic plug-in, the
plug-in remains in use until
WebLogic Server is shut down and
restarted.

Description

Type

Java Class Name

Parameters for Java Class

Custom logic plug-in definitions can be
added, and existing plug-ins can be updated
at any time, but the updates do not become
effective until WebLogic Server is shut down
and restarted.
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Table B-1 WebLogic Collaborate Update Considerations (Continued)

Element Category Parameter Update Considerations
Business General Name Cannot be updated by the user.
Protocol

Description

Business Protocol

Filters & Routers Java Class Name Custom logic plug-ins can be added to the
router or filter chain, and existing plug-ins
Filter Chain can be updated at any time, but the updates do
) not become effective until WebLogic Server
Router Chain is shut down and restarted.
XOCP Filters &  XOCP Filter XPath filter and router expressions can be
Routers XPath Expressions added to the XOCP business protocol
definition, but they do not become effective
XOCP Router XPath until WebLogic Server is shut down and
Expressions restarted.
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