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About This Document

The BEA Tuxedo Reference Manual for BEA WebLogic Enterprise™ 5.1 includes the
following components:

m “Section 1 — Commands” provides information about shell-level commands
included with Tuxedo and BEA WebLogic Enterprise software.

m “Section 3C — C Functions” describes C language functions that comprise the
Application-Transaction Monitor Interface (ATMI). ATMI provides routines to
open and close resources, manage transactions, manage typed buffers, and
invoke request/response and conversational service calls.

m “Section 3CBL — COBOL Functions” describes the COBOL bindings for the
ATMI interface.

m “Section 3FML — FML Commands” describes C language functions for
defining and manipulating Field Manipulation Language (FML) storage
structures.

m “Section 5 — File Formats and Data Descriptions” describes various files and
tables. This includes the configuration fileBBCONFI G andTUXCONFI G and the
Tuxedo Management Information Base (TMIB) classes that provide an interface
for managing BEA WebLogic Enterprise or Tuxedo systems.

Who Should Use This Document

This document is intended for system administrators and programmers who are
interested in creating, configuring, or managing BEA Tuxedo® or BEA WebLogic
Enterprise applications.
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e-docs Web Site

The BEA WebL ogic Enterprise product documentation is available on the BEA

Systems, Inc. corporate Web site. From the BEA Home page, click the Product
Documentation button or go directly to the “e-docs” Product Documentation page at
http://e-docs.bea.com

How to Print the Document

You can print a copy of this document from a Web browser, one file at a time, by usinc
the File—>Print option on your Web browser.

A PDF version of this document is available on the BEA WebLogic Enterprise
documentation Home page on the e-docs Web site (and also on the documentation
CD). You can open the PDF in Adobe Acrobat Reader and print the entire documen
(or a portion of it) in book format. To access the PDFs, open the BEA WebLogic
Enterprise documentation Home page, click the PDF Files button, and select the
document you want to print.

If you do not have Adobe Acrobat Reader installed, you can download it for free from
the Adobe Web site dittp://www.adobe.corh

Related Information

viii

For more information about CORBA, Java 2 Enterprise Edition (J2EE), BEA Tuxedo,
distributed object computing, transaction processing, C++ programming, and Java
programming, see thé&fkebl ogic Enterprise Bibliography in the BEA WebLogic
Enterprise online documentation.
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Documentation Conventions

Contact Us!

Y our feedback on the BEA WebL ogic Enterprise documentation isimportant to us.
Send us e-mail at docsupport@bea.com if you have questions or comments. Y our
comments will be reviewed directly by the BEA professionals who create and update
the BEA WebL ogic Enterprise documentation.

In your e-mail message, please indicate that you are using the documentation for the
BEA WebL ogic Enterprise 5.1 release.

If you have any questions about this version of BEA WebL ogic Enterprise, or if you
have problemsinstalling and running BEA WebL ogic Enterprise, contact BEA
Customer Support through BEA WebSUPPORT at www.bea.com. Y ou can also
contact Customer Support by using the contact information provided on the Customer
Support Card, which isincluded in the product package.

When contacting Customer Support, be prepared to provide the following information:
m Your name, e-mail address, phone number, and fax number
m Your company name and company address

m Your machine type and authorization codes

The name and version of the product you are using

A description of the problem and the content of pertinent error messages

Documentation Conventions

The following documentation conventions are used throughout this document.

Convention ltem

boldfacetext  Indicates terms defined in the glossary.

Ctrl+Tab Indicates that you must press two or more keys simultaneously.
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Convention

Item

italics Indicates emphasis or book titles.
nonospace Indicates code samples, commands and their options, data structures and
t ext their members, data types, directories, and filenames and their extensions.
M onospace text also indicates text that you must enter from the keyboard.
Examples:
#include <iostreamh> void main ( ) the pointer psz
chnmod u+w *
\tux\ dat a\ ap
. doc
t ux. doc
Bl TMAP
f 1 oat
nonospace I dentifies significant wordsin code.
bol df ace Example:
text . .
void commit ( )
nonospace Identifies variables in code.
italic Example:
t ext .
String expr
UPPERCASE Indicates device names, environment variables, and logical operators.
TEXT Examples:
LPT1
SIGNON
OR
{1} Indicates a set of choices in asyntax line. The braces themsel ves should

never be typed.

Indicates optiona itemsin a syntax line. The brackets themselves should
never be typed.

Example:

bui l dobjclient [-v] [-0 nane | [-f file-list]...
[-1 file-list]...
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Documentation Conventions

Convention Iltem

| Separates mutually exclusive choicesin a syntax line. The symbol itself
should never be typed.

Indicates one of the following in acommand line:

m  That an argument can be repeated severa timesin acommand line

m  That the statement omits additional optional arguments

m  That you can enter additional parameters, values, or other information
The ellipsisitself should never be typed.

Example:

buil dobjclient [-v] [-0o name | [-f file-list]...
[-1 file-list]...

Indicates the omission of items from a code example or from asyntax line.
The vertical ellipsisitself should never be typed.
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Introduction to Tables and Files

Introduction to Tables and Files

2

Description  This section describes the format of miscellaneous tables and files.

The page named conpi | at i on(5) summarizes information about header files,
libraries and environment variables heeded when compiling application source code.

The section includes descriptions of BEA Tuxedo system-supplied servers.
Applications wishing to use the BEA Tuxedo system-supplied servers should specify
them in the configuration file for the application.

Theser vopt s page describes optionsthat can be specified in the configuration file as
the CLOPT parameter of application servers.

The BEA Tuxedo Management Information Base is documented in the M B(5)
reference page and in the following component MIB pages:

m ACL_M B(5)
m APPQ M B(5)
m EVENT_M B(5)

m TM M B(5)

Ws_M B(5)
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ACL_MIB(5)

ACL_MIB(5)
Name ACL_M B—Management Information Base for ACLs.

Synopsis  #i ncl ude <fmn 32. h>
#i ncl ude <tpadm h>

Description  The BEA Tuxedo MIB defines the set of classes through which Access Control Lists
(ACLs) may be managed. A BEA Tuxedo configuration V@ETURI TY set to
USER_AUTH, ACL, or MANDATORY_ACL must be created before accessing or updating
these classesacL_M B(5) should be used in combination with the generic MIB
reference pag® B(5) to format administrative requests and interpret administrative
replies. Requests formatted as described B(5) using classes and attributes
described in this reference page may be used to request an administrative service using
any one of a number of existing ATMI interfaces in an active applica&@n.m B(5)
consists of the following classes:

Table0-1 ACL_MIB Classes

Class Name Attribute

T_ACLGROUP ACL group

T_ACLPERM ACL permissions

T_ACLPRI NCI PAL ACL principal (users or domains)

Each class description section has four subsections:

Overview
High level description of the attributes associated with the class.

Attribute Table
A table that lists the name, type, permissions, values and default for each
attribute in the class. The format of the attribute table is described below.

Attribute Semantics
Tells how each attribute should be interpreted.

Limitations
Limitations in the access to and interpretation of this class.

BEA Tuxedo Reference Manual 3



ACL_MIB(5)

4

Attribute Table
Format

TA_FLAGS
Values

FML32 Field
Tables

Limitations

Asdescribed above, each classthat isapart of thisMIB isdefined below in four parts.
One of these partsis the attribute table. The attribute table is a reference guide to the
attributes within a class and how they may used by administrators, operators and
genera usersto interface with an application. There are five components to each
attribute description in the attribute tables: name, type, permissions, values and
default. Each of these componentsis discussed in M B(5).

M B(5) definesthe generic TA_FLAGS attributewhichisal ong containing both generic
and component MIB specific flag values. At thistime, there are no ACL_M B(5)
specific flag values defined.

Thefield tables for the attributes described in this reference page are found in the file
udat aobj / t padmrelative to the root directory of the BEA Tuxedo system software
installed on the system. The directory ${ TUXDI R} / udat aobj should be included by
the application in the colon separated list specified by the FLDTBLDI R environment
variableand thefield table namet padmshould beincluded in the comma separated list
specified by the FI ELDTBLS environment variable.

Accessto the header filesand field tables for thisMIB is being provided only on BEA
Tuxedo 6.0 sites and | ater, both native and Workstation.
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T_ACLGROUP Class Definition

T_ACLGROUP (lass Definition

Overview  The T_ACLGROUP class represents groups of BEA Tuxedo application users and

domains.
Attribute Table L .

Table0-2 ACL_MIB(5): T_ACLGROUP Class Definition Attribute Table

Attribute Type | Permissions | Values Default

TA GROUPNAME( r )( * )|string |rU------ string[1...30] IN/A

TA_GROUPID( k) long |rw------ 0=numl6,384 |lowestid

TA_STATE string |rwe------ GET"{I NAL" N/A
SET:"{NEW | NV}" N/A

(k) - CGET key field
(r) - Required field for object creation (SET TA_STATE NEW
(*) - GET/ SET key, one or more required for SET operations

Attribute TA_ GROUPNAME: string[ 1. .. 30]
Semantics Logica name of the group. A group name isa string of printable characters

and cannot contain a pound sign, comma, colon, or hewline.

TA _GROUPI D: 0 = num16,384
Group identifier associated with this user. A value of 0 indicates the default

group "other." If not specified at creationtime, it defaultsto the next available
(unique) identifier greater than 0.

TA_STATE:

GET: {VALi d}

A GET operation will retrieve configuration information for the
selected T_ACLGROUP object(s). The following states indicate the
meaning of aTA_STATE returned in responseto aGET request. States
not listed will not be returned.

VALi d

T_ACLGROUP object is defined and inactive. Note that
thisisthe only valid state for this class. ACL groups
are never act i ve.
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T_ACLGROUP Class Definition

6

SET: { NEW I Nval i d}
A SET operation will update configuration information for the
selected T_ACLGROUP object. The following statesindicate the
meaning of a TA_STATE set in a SET request. States not listed may
not be set.

NEW Create T_ACLGROUP object for application. State
change allowed only when inthe | Nval i d state.
Successful return leaves the object in the VAL d state.

unset Modify an existing T_ACLGROUP object. This
combination is not allowed inthel Nval i d state.
Successful return leaves the object state unchanged.

INVal id Delete T_ACLGROUP object for application. State
change alowed only when in the VAL d state.
Successful return leavesthe object in thel Nval i d
state.

Limitations A user can be associated with exactly one ACL group. For someone to take on more
than onerole or be associated with more than one group, multiple user entries must be
defined.
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T_ACLPERM Class Definition

T_ACLPERM (lass Definition

Overview

Attribute Table

Attribute
Semantics

TheT_ACLPERMclassindicateswhat groupsare allowed to access BEA Tuxedo system
entities. These entities are named viaa string. The names currently represent service
names, event names, and application queue names.

Table0-3 ACL_MIB(5): T_ACLPERM Class Definition: Attribute Table

Attribute Type | Permissions | Values Default

TA ACLNAME( r ) ( * ) |string |[rw------ string[1...30] |N/A

TA ACLTYPE( r )( * ) |string [rw------ ENQ DEQ SERVI CE| [N/A

TA ACLGROUPI DS string |rw------ string N/A

TA STATE string [rw------ GET:"{1 NA}" N/A
SI:_I':"{ NEW | NV} N/A

(r)-Required field for object creation (SET TA_STATE NEW

(*) - GET/ SET key, one or more required for SET operations

TA _ACLNAMNE: stri ng
The name of the entity for which permissions are being granted. The name
can represent a service name, an event name, and/or aqueue name. An ACL
name is astring of printable characters and cannot contain a colon, pound

sign, or newline.

TA_ACLTYPE: ENQ | DEQ | SERVICE | POSTEVENT
The type of the entity for which permissions are being granted.

TA ACLGROUPI DS: string
A comma separated list of group identifiers (numbers) that are permitted
access to the associated entity. The length of st ri ng islimited only by the
amount of disk space on the machine.
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T_ACLPERM (lass Definition

TA_STATE:

GET: {VALi d}

A GET operation will retrieve configuration information for the
selected T_ACLPERMobject(s). The following states indicate the
meaning of aTA_STATE returnedin responseto aGET request. States
not listed will not be returned.

VALi d

T_ACLPERMObject is defined and inactive. Note that
thisisthe only valid state for this class. ACL
permissions are never act i ve.

SET: {NEW I NVal i d}

A SET operation will update configuration information for the
selected T_ACLPERMobject. The following states indicate the
meaning of a TA_STATE set in a SET request. States not listed may
not be set.

NEW

Create T_ACLPERMobject for application. State
change allowed only when inthel Nval i d state.
Successful return leaves the object in the VAL d state.

unset

Modify an existing T_ACLPERMobject. This
combination isnot allowed inthel Nval i d state.
Successful return leaves the object state unchanged.

I Nval i d

Delete T_ACLPERMOobject for application. State
change alowed only when in the VAL d state.
Successful return leavesthe object in thel Nval i d
state.

Limitations ~ Permissions are defined at the group level, not on individual user identifiers.
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T_ACLPRINCIPAL Class Definition

T _ACLPRINCIPAL Class Definition

Overview

Attribute Table

Attribute
Semantics

The T_ACLPRI NCI PAL class represents users or domains that can access a BEA
Tuxedo application and the group with which they are associated. To join the
application as a specific user, it is necessary to present a user-specific password.

Table0-4 ACL_MIB(5): T_ACLPRINCIPAL Class Definition Attribute Table

Attribute Type | Permissions | Values Default

TA PRINNAME( 1 )( * ) |string |rU------- string[1...30] IN/A

TA PRINCLTNAME( k ) |string |rw------ string[1...30] |"*"

TA PRIND( k) long [rU------- 1=num131,072 |lowestid

TA PRI NGRP( k ) long |rw------ 0=numl16,384 |0

TA PRI NPASSVWD string |rwx------ string N/A

TA_STATE string |rw------- GET:"{I NA}" N/A
SET:"{NEW I NV}" |N/A

(k) - GET key field
(r)-Required field for object creation (SET TA_STATE NEW
(*) - GET/ SET key, one or more required for SET operations

TA PRI NNAME: string
Logical name of the user or domain (aprincipal). A principal nameisastring
of printable characters and cannot contain a pound sign, colon, or newline.

TA_PRI NCLTNAME: st ring
The client name associated with the user. It generally describesthe role of the
associated user, and provides a further qualifier on the user entry. If not
specified at creation time, the default is the wildcard asterisk (*). A client
name is astring of printable characters and cannot contain a colon, or
newline.

TA PRI NI D: 1 =numl31,072
Unique user identification number. If not specified at creationtime, it defaults
to the next available (unique) identifier greater than 0.

TA_PRI NGRP: 0 = num16,384
Group identifier associated with this user. A value of 0 indicates the default
group "other." If not specified at creation time, the default O is assigned.
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T_ACLPRINCIPAL Class Definition

TA PRI NPASSVD: string
The clear-text authentication password for the associated user. Note that the
system will automatically encrypt this information on behalf of the
administrator.

TA_STATE:

GET: {VALi d}
A GET operation will retrieve configuration information for the
selected T_ACLPRI NCI PAL object(s). The following states indicate
the meaning of a TA_STATE returned in response to a GET request.
States not listed will not be returned.

VALi d T_ACLPRI NCl PAL object isdefined and inactive. Note
that thisisthe only valid state for this class. ACL
principals are never act i ve.

SET: { NEW I Nval i d}
A SET operation will update configuration information for the
selected T_ACLPRI NCI PAL object. The following states indicate the
meaning of a TA_STATE set in a SET request. States not listed may
not be set.

NEW Create T_ACLPRI NClI PAL object for application. State
changeallowed only wheninthel Nval i d state. Successful
return leaves the object in the VAL d state.

unset Modify an existing T_ACLPRI NCI PAL object. This
combination is not allowed inthel Nval i d state.
Successful return leaves the object state unchanged.

INvalid DeleteT_ACLPRI NCl PAL object for application. State
change alowed only when in the VAL d state. Successful
return leaves the object inthe | Nval i d state.

Limitations A user or domain can be associated with exactly one ACL group. For someoneto take
on more than one role or be associated with more than one group, multiple principal
entries must be defined.
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T_ACLPRINCIPAL Class Definition

Diagnostics

Interoperability

Portability

There aretwo general types of errorsthat may be returned to the user when interfacing
with ACL_M B(5). Firgt, any of the three ATMI verbs (t pcal | (3), t pget r pl y(3) and
t pdequeue(3)) used to retrieve responses to administrative requests may return any
error defined for them. These errors should be interpreted as described on the
appropriate reference pages.

If, however, therequest is successfully routed to a system service capabl e of satisfying
the request and that service determines that there is a problem handling the request,
then failure may be returned inthe form of an application level servicefailure. Inthese
cases, t pcal | (3) and t pget r pl y(3) will return an error with t per r no set to
TPESVCFAI L and return areply message containing the original request along with
TA_ERROR, TA_STATUS and TA_BADFLDfieldsfurther qualifying the error as described
below. When aservicefailure occursfor arequest forwarded to the system through the
TMQFORWARD(5) server, the failure reply message will be enqueued to thefailure queue
identified on the original request (assuming the - d option was specified for
TMQFORWARD).

When a service failure occurs during processing of an administrative request, the
FML32 field TA_STATUS is set to atextual description of the failure, the FML 32 field
TA _ERRORIs set to indicate the cause of the failure asindicated below. All error codes
specified below are guaranteed to be negative.

The following diagnostic codes are returned in TA_ERRORto indicate successful
completion of an administrative request. These codes are guaranteed to be
non-negative.

[ot her]
Other return codes generic to any component MIB are specified inthe M B(5)
reference page. These return codes are guaranteed to be mutually exclusive
with any ACL_M B(5) specific return codes defined here.

The header files and field tables defined in this reference page are available on BEA
Tuxedo system Release 6.0 and later. Fields defined in these headers and tables will
not be changed from release-to-release. New fields may be added which are not
defined on the ol der release site. Accessto the /AdminAPI is available from any site
with the header files and field tables necessary to build arequest. The

T_ACLPRI NCI PAL, T_ACLGROUP, and T_ACLPERMCclasses are new with BEA Tuxedo
system Release 6.0.

The existing FML 32 and ATMI functions necessary to support administrative
interaction with BEA Tuxedo system MIBs, as well asthe header file and field table
defined in this reference page, are available on all supported native and workstation
platforms.
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T_ACLPRINCIPAL Class Definition

Example  Following is a sequence of code fragments that adds a user to a group and adds
permissions for that group to a service name.

Field Tables  Thefield table t padmmust be available in the environment to have access to attribute
field identifiers. This can be done at the shell level asfollows:

$ FI ELDTBLS=t padm
$ FLDTBLDI R=${ TUXDI R}/ udat aobj
$ export FIELDTBLS FLDTBLDI R

Header Files  Thefollowing header files are included.

#incl ude <atm . h>
#incl ude <fm 32. h>
#i ncl ude <tpadm h>

Add User  Thefollowing code fragment adds a user to the default group "other."

/* Allocate input and output buffers */ ibuf = tpalloc("FM.32",
NULL, 1000);
obuf = tpalloc("FM32", NULL, 1000);

/* Set MB(5) attributes defining request type */
Fchg32(i buf, TA OPERATION, 0, "SET", 0);
Fchg32(i buf, TA CLASS, 0, "T_ACLPRI NC PAL", 0);

/* Set ACL_M B(5) attributes */

Fchg32(i buf, TA PRINNAME, O, ta_prinnane, 0);
Fchg32(i buf, TA PRINID, O, (char *)ta prinid, 0);
Fchg32(i buf, TA STATE, 0, (char *)"NEW, 0);

Fchg32(i buf, TA PRI NPASSWD, 0, (char *)passwd, 0);

/* Make the request */

if (tpcall (".TMB", (char *)ibuf, 0, (char **)obuf, olen, 0) 0) {
fprintf(stderr, "tpcall failed: %\en", tpstrerror(tperrno));

if (tperrno == TPESVCFAI L) {

Fget 32( obuf, TA ERROR 0, (char *)ta_error, NULL);

ta_status = Ffind32(obuf, TA STATUS, 0, NULL);

fprintf(stderr, "Failure: %d, %\en",

ta error, ta_status);

/* Additional error case processing */

}
Files  ${TUXDI R}/i ncl ude/ t padm h, ${TUXDI R}/ udat aobj /t padm

12 BEA Tuxedo Reference Manual
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See Also  Fi ntro(3), Fadd32(3), Fchg32(3), Ff i nd32(3), t pal | oc(3), t preal I oc(3),
tpcal I (3), tpacal | (3), t pgetr pl y(3), t penqueue(3), t pdequeue(3), M B(5),
T™ M B(5), BEA WebL ogic Enterprise Administration Guide, BEA Tuxedo
Programmer’s Guide
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APPQ_MIB(5)

14

Name

Synopsis

Description

APPQ M B—BEA Tuxedo system /Q Management Information Base

#i ncl ude <fni32. h>
#i ncl ude <t padm h>

The /Q MIB defines classes through which application queues can be managed.

APPQ_M B(5) should be used in combination with the generic MIB reference page

M B(5) to format administrative requests and interpret administrative replies. Request
formatted as described im B(5) using classes and attributes described on this
reference page may be used to request an administrative service using any one of
number of existing ATMI interfaces in an active application. Application queues in an
inactive application may also be administered using paencal | (3) function

interface.

APPQ_M B(5) consists of the following classes:
Table0-5 APPQ_MIB Classes

Class Name Attributes

T_APPQ Application queues within a queue space
T_APPQVSG M essages within an application queue
T_APPQSPACE Application queue spaces

T_APPQIRANS Transactions associated with application queues

Note that this MIB refers to application-defined reliable disk-based queues (that is, /C
gueues), and not server queues {th@UEUE class of thaM M B(5) component).

Each class description section has four subsections:

Overview
High level description of the attributes associated with the class.

Attribute Table
A table that lists the name, type, permissions, values and default for each
attribute in the class. The format of the attribute table is described below.

Attribute Semantics
Tells how each attribute should be interpreted.

Limitations
Limitations in the access to and interpretation of this class.
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Attribute Table
Format

TA_FLAGS
Values

FML32 Field
Table

Each class that is a part of this MIB is documented in four parts. One part isthe
attribute table. The attribute table is a reference guide to the attributes within a class
and how they may used by administrators, operators, and general usersto interface
with an application.

There are five components to each attribute description in the attribute tables: name,
type, permissions, values and default. Each of these componentsis discussed in
M B(5).

M B(5) definesthe generic TA_FLAGS attributewhichisal ong containing both generic
and component M1B-specific flag values. Thefollowing flag values are defined for the
APPQ_M B(5) component. These flag values should be OR’d with any generic MIB

flags.

QM B_FORCECLCSE
When setting the TA_STATE attribute of aT_APPQSPACE object to CLEani ng,
thisflag indicates that the state change should succeed even if the state of the
gueue space is ACTi ve.

QM B_FORCEDELETE
When setting the TA_STATE attribute of a T_APPQSPACE object to | Nval i d,
thisflag indicatesthat the state change should succeed even if the queue space
iS ACTi ve or if messages are present in any of its queues. Similarly, when
setting the TA_STATE attribute of aT_APPQobject to | Nval i d, thisflag
allows the queue to be deleted even if messages are present or processes are
attached to the queue space.

QM B_FORCEPURGE
When settingthe TA_STATE attribute of aT_APPQobject to | Nval i d, thisflag
indi catesthat the state change should succeed even if messages are present on
the queue. If, however, amessage stored in the selected T_APPQobject is
currently involved in atransaction, the state change will fail and an error will
be written to the user log.

Thefield table for the attributes described on this reference pageis found in the file
udat aobj / t padmrelative to the root directory of the BEA Tuxedo softwareinstalled
on the system. The directory ${ TUXDI R}/ udat aobj should be included by the
application in the path list (semi-colon separated on Netware/NT and colon separated
otherwise) specified by the FLDTBLDI R environment variable and the field table name
t padmshould be included in the comma-separated list specified by the FI ELDTBLS
environment variable.
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Limitations ~ ThisMIB is provided only on BEA Tuxedo system 6.0 sites and later, both native and
workstation.

If asiterunning a BEA Tuxedo system release earlier than Release 6.0 isactivein the
application, then administrative access through thisMIB is limited as follows.

m SET operations are not allowed.

m Local information access for sites earlier than Release 6.0 is not available.
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T_APPQ (Class Definition

Overview  The T_APPQclass represents application queues. One or more application queues may

exist in asingle application queue space.

Limitations It is not possible to retrieve al instances of this class by leaving all key fields unset.
Instead, sufficient key fields must be supplied to explicitly target asingle application
gueue space. These required key fields are TA_ APPQSPACENAME, TA_ QVICONFI G, and
TA_LM D, except when the application is unconfigured (i.e., the TUXCONFI G
environment variableisnot set), inwhich case TA_LM Dmust be omitted. For example,
if the TA_ APPQSPACENAME, TA_ QVICONFI G, and TA_LM D attributes are set in arequest

using t pcal | (3), then all T_APPQ objects within the specified queue space will be

retrieved.

Attribute Table

Table0-6 APPQ_MIB(5): T_APPQ Class Definition Attribute Table

Attribute! Type Permiss Values Default
sions

TA APPONAMVE( k Y ( r )( * ) string ru-r--r-- string[l..15] N/A

TA APPQSPACENAME( k )( r )( * string ru-r--r-- string[l1..15] N/A

)

TA OMCONFIG( k Y( r )( * ) string ru-r--r-- string[l.78] N/A

TALMD k)( r )( * )2 string  ru-r--r-- string[l1..30] N/A

TA STATE (Note 3)3 string  rw-r--r--  GET:{VAL} N/A
SET:{NEW | NV} N/A

TA APPQORDER* string  rw-r--r--  {PRI Q TI ME| LI FQ FI FC} FI FO

TA _CMVD string  rw-r--r--  shel | - command
-string[0..78]

TA CNMDHW string  rw-r--r-- 0= num[Bbn?4 100%

TA CMDLW string  rw-r--r-- 0= num[Bbn?4 0%

TA_MAXRETRI ES long rw-r--r--  0=num 0

TA OUTCFORDER string  rw-r--r--  {NONE| TOP | M5GQ D} NONE
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Table0-6 APPQ_MIB(5): T_APPQ Class Definition Attribute Table (Continued)

Attribute! Type Permis- Values Default
sions

TA_RETRYDELAY long rw-r--r--  0=num 0

TA_CURBLOCKS long r--r--r-- 0=num N/A

TA_CURVSG long r--r--r-- 0=num N/A

(k) - GET key fie*Id)®
(r) - Required field for object creation
(*) - Required SET key field

1. All attributes of class T_APPQare local attributes.

2. TA LM D must be specified as a key field except when the application is unconfigured (i.e., the

TUXCONFI G environment variable is not set).

3. All operations on T_APPQ objects (both GET and SET) silently open the associated queue space (i.e.,
implicitly set the state of the queue space to OPEn if it is not already OPEn or ACTi ve). This may be a

time-consuming operation if the queue space is large.
4. TA_APPQORDER cannot be modified after the application queue is created.

5. Sufficient key fields must be supplied in a GET operation to explicitly target a single application queue

space.

Attribute  TA_APPQNAME: st ri ng[1..15]
Semantics Name of the application queue.

TA_APPQSPACENAME: st ri ng[1..15]

Name of the application queue space containing the application queue.

TA _QVCONFI G st ring[1..78]

Absolute pathname of the file or device where the application queue spaceis

|ocated.

TA LM D: st ri ng[1..30] (no comma)

Identifier of thelogical machine where the application queue spaceislocated.

TA_STATE:

GET: {VALi d}

A GET operation retrievesinformation about the sel ected application
queues. The following list describes the meaning of the TA_STATE
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attribute returned in response to a GET request. States not listed will
not be returned.

VAL d The specified queue exists. Thisstateis| NAct i ve
equivalent for purposes of permissions checking.

SET: {NEW I Nval i d}
A SET operation changes characteristics of the selected application
gueue or creates a new gqueue. The following list describes the
meaning of the TA_STATE attribute returned by a SET request. States
not listed cannot be set.

NEW Create a new queuein the specified queue space. The
queue isleft in state VAL d following successful
creation.

INvValid Deletethe specified queue. The queue must bein state
VAL d to be deleted. If the queue space has processes
attachedtoit (i.e., itisin the ACTi ve state), the queue
will not be deleted unless the TA_FLAGS attribute
includes the Qv B_FORCEDELETE flag. In addition, if
the queue has messagesin it, it will not be deleted
unless QM B_FORCEPURGE is specified. Successful
return leaves the object in the | Nval i d state.

unset Modify an application queue. Successful returnleaves
the state unchanged.

TA_APPQORDER:
The order in which messages in the queue are to be processed. Legal values
are PRI Oor Tl Mg, followed by a comma, optionally followed by another
occurrence of PRI Oor Tl ME, followed by one of the values LI FOor FI FO. If
neither FI FOnor LI FOis specified, FI FOis assumed. If nothing is specified
when a queue is created, the default is FI FO. For example, these are some
legal settings:

PRI O

PRI O TI ME, LI FO
TI ME, PRI O, FI FO
TI ME, FI FO
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TA CMD:shel | - command- st ri ng[0..78]
The command to be automatically executed when the high water mark,
TA_CMDHW isreached. The command will be re-executed when the high water
mark isreached again after the low water mark, TA_CVDLW has been reached.

TA_CNDHW O = nuniBbn#4

TA_CMDLW O = nuniBbnj
The high and low water marks that control the automatic execution of the
command specified inthe TA_CvD attribute. Each isan integer greater than or
equal to zero optionally followed by one of the following keyletters. The
keyletters must be consistent for TA_ CVDHWand TA_CMDLW

b
The high and low water marks pertain to the number of bytes used
by messages in the queue.

B
The high and low water marks pertain to the number of blocks used
by messages in the queue.

m

The high and low water marks pertain to the number of messagesin
the queue.

%
Thehigh and low water marksare expressed in terms of apercentage
of queue capacity.

For example, if TA_CVDLWis 50mand TA_CVDHWiS 100m then the command
specified in TA_CvD will be executed when 100 messages are on the queue,
and it will not be executed again until the queue has been drained below 50
messages and hasfilled again to 100 messages.

TA CURBLOCKS: 0 = num
The number of disk pages currently consumed by the queue.

TA CURMBG. 0 = num
The number of messages currently in the queue.

TA_MAXRETRI ES: 0 = num
The maximum number of retries for afailed queue message. When the
number of retriesis exhausted, the message is placed on the error queue of the
associated application queue space. If thereis no error queue, the messageis
dropped. The default is zero.
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TA_OUTOFORDER: { MSG D|TOP|NONE}
The way in which out-of-order message processing is to be handled. The
default is NONE.

TA_RETRYDELAY: 0 = num
Thedelay, in seconds, between retriesfor afailed queue message. The default
is zero.
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T_APPQMSG (lass Definition

Overview  The T_APPQVSG class represents messages stored in application queues. A messageis
not created by an administrator; instead, it comesinto existence asaresult of acall to
t penqueue( 3) . A message can be destroyed either by acall to t pdequeue(3) or by
an administrator. In addition, certain attributes of a message can be modified by an
administrator. For example, an administrator can move a message from one queue to
another queue within the same queue space or change its priority.

Limitations It isnot possible to retrieve all instances of this class by leaving al key fields unset.
Instead, sufficient key fields must be supplied to explicitly target a single application
gueue space. These required key fields are TA_ APPQSPACENAME, TA_ QVCONFI G, and
TA LM D, except when the application is unconfigured (i.e., the TUXCONFI G
environment variableisnot set), inwhich case TA_LM Dmust be omitted. For example,
if the TA_ APPQSPACENAME, TA_ QVCONFI G, and TA_LM D attributes are set in arequest
usingt pcal | (3), thenall T_APPQVBGobjectsin all queues of the specified queue space
will beretrieved.

Attribute Table
Table 0-7 APPQ_MIB(5): T_APPQM SG Class Definition Attribute Table
Attribute! Type | Permissions | Values Default
TA _APPQVBG D( k) (*) string | r--r--r-- string[l1..32] N/A
TA APPQNAME( k) (*) string | r--r--r-- string[l..15] N/A
TA_APPQSPACENAME( k) (*) | string | r--r--r-- string[1.15] N/A
TA_QVCONFI (k) (*) string | r--r--r-- string[1.78] N/A
TA LM D(k) (*)?2 string | r--r--r-- string[1.30] N/A
TA STATES string | rw-r--r-- GET:{VAL} N/A
SETH{ 1 NV} N/A
TA_NEWAPPONAME string | -w--w---- string[1..15] N/A
TA PRIORITY long | rw-rw-r-- {1=num=100|-1} N/A
TA_TI ME string | rw-rw-r-- { YYI[MM DO hh[nmiss]N]] N/A
|[+seconds }
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Table0-7 APPQ_MIB(5): T_APPQM SG Class Definition Attribute Table (Continued)

Attribute! Type | Permissions | Values Default
TA CORRI D( k ) long | r--r--r-- string[0..32] N/A
TA LONPRIORITY( k ) long | k--k--k-- 1=num=100 1
TA H GHPRI ORI TY( k ) long | k--k--k-- 1= num=100 100
TA_MSGENDTI ME( k ) string | k--k--k-- { YYIMI DO hh[nmiss]]]]] MAXLONG

string | k--k--k-- [+seconds} 0
TA MBGSTARTTI ME( k ) { YYIMU DO hh[mis sl

[+seconds}

TA CURRETRI ES long | r--r--r-- 0=num N/A
TA_MBGCSI ZE long | r--r--r-- 0=num N/A
(k) - GET key field*
(*) - Required SET key field

1. All attributes of class T_APPQVSG are local attributes.

2. TA_LM Dmust be specified as a key field except when the application is unconfigured (that is, the
TUXCONFI Genvironment variableisnot set.

3. All operations on T_APPQWSG object (both GET and SET) silently open the associated queue space
(that i, implicitly set the state of the queue space to OPER of it is not OPEn or ACTi ve). Thismay be a
time-consuming operation if the queue spaceislarge.

4. Sufficient key fields must be supplied ina GET operation to explicitly target asingle application queue
space.

Attribute  TA_APPQVBG D: st ri ng[1..32]
Semantics A unigue identifier for the queue message, which can be used to select the
message for GET or SET operations. No significance should be placed on this
value beyond using it for equality comparisons.

TA_APPQNAMNE: st ri ng[1..15]
Name of the application queue in which the message is stored.

TA_APPQSPACENAME: st ri ng[1..15]
Name of the application queue space containing the message.

TA_QVICONFI G st ri ng[1..78]
Absolute pathname of the file or device where the application queue spaceis
located.

TA LM D: st ri ng[1..30] (no comma)
Identifier of thelogica machine where the application queue spaceislocated.

BEA Tuxedo Reference Manual 23



T_APPQMSG dass Definition

24

TA_STATE:

GET: {VALi d}
A GET operation retrieves information about the selected messages.
Thefollowing list describes the meaning of the TA_STATE attribute
returned in response to a GET request. States not listed will not be
returned.

VALi d Themessageexists. Thisstateisl NAct i ve eguivalent
for purposes of permissions checking.

SET: {INvalid}
A SET operation changes characteristics of the selected message.
Thefollowing list describes the meaning of the TA_STATE attribute
returned by a SET request. States not listed cannot be set.

INVal id The message is deleted from its queue space. The
message must bein state VALi d before attempting this
operation. Successful return leaves the object in the
I NVal i d state.

unset Modify a message. Successful return leaves the state
unchanged.

TA CURRETRI ES: 0 = num
The number of retries that have been attempted so far on this message.

TA CORRI D: st ri ng[0..32]
The correlation identifier for this message provided by the application in the
t penqueue(3) request. The empty string indicatesthat acorrelation identifier
isnot present.

TA LOAPRI ORI TY: 1 = num= 100

TA H GHPRI ORI TY: 1 = num= 100
Thelowest and highest priority within which to search for occurrences of
T_APPQVBGobjects. These attributes may only be used as key fieldswith GET
operations and are valid only for PRI O-based queues.
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TA _NMBGSTARTTI ME:

TA_NMSGENDTI MVE:
The start and end time within which to search for occurrences of T_APPQVSEG
objects. Therangeisinclusive. See TA_TI ME for the format. These attributes
may only be used as key fields with GET operations and are valid only for
TI ME-based queues.

TA_NEWAPPQNAME: st ring[1..15]
Name of the queueinto which to movethe selected message. This queue must
be an existing queue in the same queue space. The message must bein state
VAL d for this operation to succeed. Thisattribute is not returned by a GET
operation.

TA_PRIORITY: 1 = num= 100
The priority of the message. This attribute isvalid only for PRI O-based
gueues. Thevalue -1 isreturned by a GET operation if the queue is not
PRI O-based.

TA_TI ME:
The time when the message will be processed. Thisattributeisvalid only for
TI ME-based queues. The empty string is returned by a GET operation if the
gueue is not TI Me-based. The format is one of the following:

+seconds
Specifies that the message will be processed seconds in the future.
The value zero specifies that the message should be processed
immediately.

yImi Dol hh[miss]]]]]

Specifies the year, month, day, hour, minute, and second when the
message should be processed. Omitted units default to their
minimum possible values. For example, 9506 is equivalent to
950601000000. Theyears00 through 37 aretreated as 2000 through
20037, 70 through 99 are treated as 1970 through 1999, and 38
through 69 are invalid.

TA _MBGSI ZE: 0= num
The size of the message, in bytes.
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T _APPQSPACE (lass Definition

Overview

Limitations

Attribute Table

The T_APPQSPACE class represents application queue spaces. An application queue
spaceisan areain aBEA Tuxedo system device; seethe T_DEVI CE classin TM_M B(5)
for more information about devices and their attributes. Each queue space typically
contains one or more application queues, and each queue may have messages stored in
it.

A gqueue spaceis uniquely identified by several attributes: its name
(TA_APPQSPACENANE attribute), the device that contains it (TA_QVCONFI Gattribute),
and the logical machine where the deviceislocated (TA_LM D attribute).

A gqueue space is typically associated with exactly one server group in a configured
application. The queue space name as well as the device name are components of the
TA_OPEN NFOattribute of the T_GROUP object.

It isnot possible to retrieve all instances of this class by leaving al key fields unset.
Instead, all three key fields must be supplied to explicitly target a single application
gueue space. The single exception occurs when accessing alocal queue space via

t padncal | (3) in the context of an unconfigured application (i.e., the TUXCONFI G
environment variableis not set). In thiscase, the TA_LM D key field must be omitted.

The above limitation regarding accessibility of queue spaces also appliesto T_APPQ,
T_APPQVBG, and T_APPQTRANS objects because operationson all objectsinthe/QMIB
implicitly involve queue spaces.

Table 0-8 APPQ_MIB(5): T_APPQSPACE Class Definition Attribute Table

Attribute!

Type | Permissions | Values Default

TA _APPQSPACENAME( k )( r )( * ) | string | ru-r--r-- string[l..15] N/A
TA QVCONFI G k )(r )( *) string | ru-r--r-- string[l.78] N/A
TALMD( k)(r )( *))? string | ru-r--r-- string[l1..30] N/A

TA STATE( k )3 string | rwxrwxr-- CGET:{I NA] I NI | OPE| ACT} | N/A

SET:{NEW OPE | CLE| I NV} | N/A
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Table0-8 APPQ_MIB(5): T_APPQSPACE Class Definition Attribute Table (Continued)

Attribute! Type | Permissions | Values Default
TA BLOCKI NG long | rw-r--r-- 0=num 16
TA ERRORQNAME string | rw-r--r-- string[0..15]
TA FORCEINIT string | rw-r--r-- {YIN} N
TA I PCKEY( 1 ) long | rw-r--r-- 32769 = num= 262143 N/A
TA_MAXMBGE ) long | rw-r--r-- 0=num N/A
TA_MAXPAGES( 1 ) long | rw-r--r-- 0=num N/A
TA_MAXPROC( r ) long | rw-r--r-- 0=num N/A
TA MAXQUEUES( r )4 long | rw-r--r-- 0=num N/A
TA MAXTRANS( 1 ) long | rw-r--r-- 0=num N/A
TA CUREXTENT long | r--r--r-- 0 =num= 100 N/A
TA CURMSG long | r--r--r-- {0=num|-1} N/A
TA_CURPRCC long | r--r--r-- 0=num N/A
TA CURQUEUES long | r--r--r-- {0=num|-1} N/A
TA_CURTRANS long | R-R--R-- 0=num N/A
TA_HWEG long | R-R--R-- 0=num N/A
TA_HWPROC long | R—-R--R-- 0=num N/A
TA_HAQUEUES long | R—-R--R-- 0=num N/A
TA_HWIRANS long | R--R--R-- 0=num N/A
TA_PERCENTINI'T long | r--r--r-- 0= num=100 N/A
(k) - GET key field

(r) - Required field for object creation

(*) - Required SET key field

1. All attributes of class T_APPQSPACE are local attributes.
2. TA_LM D must be specified as a key field except when the application is unconfigured (that is, the
TUXCONFI Genvironment variableis not set).
3. All operationson T_APPQ, T_APPNMSG, and T_APPQTRANS objects (both GET and SET) silently open
the associated queue space (that is, implicitly set the state of the queue space to OPEn if it is not already

OPEnN or ACTi ve). This may be atime-consuming operation if the queue spaceis large.

4. TA_ MAXQUEUES cannot be modified after the queue space is created.
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Attribute  TA_APPQSPACENAME: string[1..15]
Semantics Name of the application queue space.

TA_QVCONFI G string[1..78]
Absolute pathname of the file or device where the application queue spaceis
located.

TA LM D: st ri ng[1..30] (no comma)
| dentifier of thelogical machine wherethe application queue spaceislocated.

TA_STATE:

GET: {INActive|lINtializing| OPEn| ACTive}
A GET operation retrievesinformation about the sel ected application
gueue space. The following list describes the meaning of the
TA_STATE attribute returned in response to a GET request. States not
listed will not be returned.

| NActive Thequeuespaceexists; i.e., disk spacefor it has
been reserved in a device and the space has
been initialized (if requested or if necessary).

INItializing Diskspaceforthe queue spaceis currently
being initialized. This state is ACTi ve
equivalent for purposes of permissions
checking.

CPEN Shared memory and other | PC resourcesfor the
gueue space have been allocated and initialized,
but no processes are currently attached to the
shared memory. This stateis| NAct i ve
equivalent for purposes of permissions
checking.
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ACTi ve

Shared memory and other I|PC resourcesfor the
gueue space have been allocated and initialized,
and at least one processis currently attached to
the shared memory. These processes can be the
queue servers(TMs_QVl  TMQUEUE, and perhaps
TMQFORWARD) associated with the queue space,
or they can be administrative processes such as
gmadni n(1), or they can be processes
associated with another application.

SET: {NEW OPEn| CLEani ng| | Nval i d}

A SET operation changes the selected application queue space or

creates anew one. The following list describes the meaning of the

TA_STATE attribute returned by a SET request. States not listed

cannot be set.

NEW

Create a new gqueue space. The state of the
gueue space becomes either I NI ti al i zi ng or
I NAct i ve following a successful SET to this
state.

OPENn

Allocate and initialize shared memory and
other |PC resources for the queue space. Thisis
allowed only if the queue space isin the

I NAct i ve state.

CLEani ng

Remove the shared memory and other |PC
resources for the queue space. Thisis allowed
only when the queue space is in the OPEn or
ACTi ve state. The QM B_FORCECL OSE flag
must be specified if the state is ACTi ve.
Successful return leaves the object in the

I NAct i ve state.
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I Nval i d

Delete the queue space. Unlessthe

QM B_FORCEDELETE flag is passed, an error is
reported if the state is ACTi ve or if messages
exist on any queues in the queue space.
Successful return leaves the object in the

I Nval i d state.

unset

Modify an application queue space. Successful
return leaves the state unchanged.

TA BLOCKI NG 0 = num

The blocking factor used for disk space management of the queue
space. The default when a new queue spaceis created is 16.

TA_CUREXTENT: O = num= 100

The current number of extents used by the queue space. The largest
number allowed is 100. Each time the TA_ MAXPAGES attributeis
increased, a new extent is allocated.

TA CURMSG. 0 = num

The current number of messages in the queue space. This number
can be determined only if the queue space is OPEn or ACTi ve, or if
the queue spaceisnewly created. If none of the conditions apply, the
value -1 isreturned.

TA_CURPROC: 0 = num

The current number of processes accessing the queue space.

TA_CURQUEUES: 0 = num

The current number of queues existing in the queue space. This
number can be determined only if the queue space is OPEn or
ACTi ve, or if the queue spaceis newly created. If none of these
conditions apply, the value -1 is returned.

TA_CURTRANS: 0 = num

The current number of outstanding transactions involving the queue
space.

TA_ERRORQNAME: st ri ng[0..15]

Name of the error queue associated with the queue space. If thereis
no error queue, an empty string is returned by a GET request.
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TA_FORCEI NI T: { Y|N}
Whether or not to initialize disk pages on new extentsfor the queue
space. The default is not to initialize. Depending on the device type
(e.g., regular file or raw dlice), initialization can occur even if not
requested.

TA HWEBG. 0 = num
The highest number of messages in the queue space since the queue
space was last opened. The number is reset to 0 when the queue
space stateis set to CLEani ng.

TA HWPROC: 0 = num
The highest number of processes simultaneously attached to the
gueue space since the queue space was last opened. The humber is
reset to O when the queue space state is set to CLEani ng.

TA HWQUEUES: 0 = num
The highest number of queues existing in the queue space since the
gueue space was last opened. The number is reset to O when the
gueue space state is set to CLEani ng.

TA HWIRANS: 0 = num
The highest number of outstanding transactions involving the queue
space since the queue space was last opened. If the queue spaceis
accessed by more than one application, this number reflects all
applications, not just the application represented by the TUXCONFI G
environment variable. The number is reset to 0 when the queue
space stateis set to CLEani ng.

TA_| PCKEY: 32769 = num= 262143
The IPC key used to access queue space shared memory.

TA MAXMSG 0 = num
The maximum number of messages that the queue space can
contain.

TA MAXPAGES: 0 = num
The maximum number of disk pages for all queuesin the queue
space. Each time the TA_ MAXPAGES attribute is increased, a new
extent is allocated (see TA_CUREXTENT). It isnot possible to
decrease the number of pages by setting this attribute to alower
number; an error isreported in this case.
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32

TA MAXPROC: 0 = num
The maximum number of processes that can attach to the queue
space.

TA_MAXQUEUES: 0 = num
The maximum number of queues that the queue space can contain.

TA MAXTRANS: O = num
The maximum number of simultaneously active transactions
allowed by the queue space.

TA_PERCENTI NI T: O = num= 100
The percentage (as an integer between 0 and 100 inclusive) of disk
space that has been initialized for the queue space.
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T_APPQTRANS (lass Definition

Overview

Limitations

Attribute Table

The T_APPQTRANS class represents run-time attributes of transactions associated with
application queues.

It is not possible to retrieve all instances of this class by leaving all key fields unset.
Instead, sufficient key fields must be specified to explicitly target a single application
gueue space. For example, if al key fields except TA_XI D are set in an request using
tpcal | (3), then all T_APPQTRANS objects associated with the specified queue space
will be retrieved.

It isimportant to keep in mind that transactions represented by objects of thisclassare
not necessarily associated with the application in which they are retrieved. Care must
be taken when heuristically committing or aborting a transaction because the
transaction may actually belong to or have an effect on another application. The value
of the TA_XI D attribute is not guaranteed to be unique across applications.

Table0-9 APPQ_MIB(5): T_APPQTRANS Class Definition Attribute Table

Attribute! Type Permissions Values Default
TAXID( k )( *) string  R--R--R-- string[1.78]  N/A
TA_APPQSPACENAME(K) (*)  string  r--r--r-- string[l..15] N/A
TA QVCONFIG( k )( * ) string  r--r--r-- string[1.78] N/A
TALMD k )(*) string  r--r--r-- string[1.30] N/A
TA STATE? string  R-XR-XR-- GET:{ACT| ABY N/A
| ABD| COM REA /A
| DEQ] HAB| HCO
}
SET:{ HAB| HCO}
(k) - GET key field®
(*) - Required SET key field

1. All attributes of class T_APPQTIRANS are local attributes.

2. All operations on T_APPQTRANS objects (both GET and SET) silently open the
associated queue space (that is, implicitly set the state of the queue space to OPEn if
it is not already OPEn or ACTi ve). Thismay be a time-consuming operation if the
queue spaceislarge.

3. Sufficient key fields must be supplied in a GET operation to explicitly target a
single application queue space.
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Attribute  TA_XI D: string[1..78]
Semantics Transaction identifier as returned by t x_i nf o(3) and mapped to a string
representation. The datain thisfield should not be interpreted directly by the
user except for equality comparison.

TA_APPQSPACENANE: st ri ng[1..15]
Name of the application queue space associated with the transaction.

TA _QVCONFI G st ring[1..78]
Absolute pathname of the file or device where the application queue spaceis
located.

TA LM D: st ri ng[1..30] (no comma)
| dentifier of thelogical machine wherethe application queue spaceislocated.

TA_STATE:

GET:

{ ACTi ve| ABor t onl Y| ABort eD| COvtal | ed| REAdy| DECi ded| HAbor d| HC

onm t}
A GET operation retrieves run-time information about the selected
transactions. The following list describes the meaning of the
TA_STATE attribute returned in response to a GET request. States not
listed will not be returned. All states are ACTi ve equivalent for
purposes of permissions checking.

ACTi ve Thetransaction is active.

ABort onl Y The transaction has been identified for rollback.

ABor t eD The transaction has been identified for rollback and
rollback has been initiated.

COMcal | ed Theinitiator of the transaction has cdled
t pconmi t (3) and thefirst phase of 2-phase commit
has begun.

REAdy All of the participating groupson theretrieval site have
successfully completed the first phase of two-phase
commit and are ready to be committed.

DECi ded The second phase of the 2-phase commit has begun.
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Portability

Interoperability

Examples

SUSpended The initiator of the transaction has suspended
processing on the transaction.

SET: {HABor t |[HCOMMi t }
A SET operation updates the state of the selected transactions. The
following list describes the meaning of the TA_STATE attribute
returned by a SET request. States not listed cannot be set.

HABor t Heuristically abort the transaction. Successful
return leaves the object in the HABor t  state.

HCOmi t Heuristically commit the transaction.
Successful return leaves the object in the
HCOmmi t state.

The existing FML 32 and ATMI functions necessary to support administrative
interaction with BEA Tuxedo system MIBs, as well asthe header file and field table
mentioned on thisreference page, are available on all supported native and workstation
platforms.

ThisMIB is provided only on BEA Tuxedo sites and later, both native and
Workstation.

If asite running a BEA Tuxedo release earlier than Release 6.0 is active in the
application, then administrative access through this MIB is limited as follows.

m SET operations are not allowed.

m Loca information access for sites earlier than Release 6.0 is not available. If the
class being accessed also has global information, then the global information
only isreturned. Otherwise, an error isreturned.

If sites of differing releases, both greater than or equal to Release 6.0, are
interoperating, then information on the older site is available for access and update as
defined on the MIB reference page for that rel ease and may be a subset of the
information available in the later release.

Following is a set of code fragments that illustrate how to perform various operations
on application queue spaces, queues, messages, and transactions.
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Each fragment should be preceded by code that allocates an FM_32 typed buffer, such
asthe following:

rqbuf = tpalloc("FM32", NULL, 0);

After the buffer ispopulated, each fragment should be followed by code that sends the
reguest and receives the reply, such asthe following:

flags = TPNOTRAN | TPNOCHANGE | TPSI GRSTRT;
rval = tpcall (".TMB", rqgbuf, 0, rpbuf, rplen, flags);

See M B(5) for additional information.

Field Tables  Thefield tablet padmmust be avail ablein the environment to allow accessto attribute
field identifiers. This can be done at the shell level asfollows:

$ FI ELDTBLS=t padm
$ FLDTBLDI R=${ TUXDI R}/ udat aobj
$ export FIELDTBLS FLDTBLDI R

Header Files  The following header files are needed.

#include <atm . h>
#include <fm 32. h>
#i ncl ude <t padm h>

Createan  Creating an application queue space typically involves two operations: thefirst to
Application  create the BEA Tuxedo system device in which the queue space will be allocated, and
Queue Space  the second to create the queue space itself.

/* Allocate the buffer; see above */

/* Build the request to create a new device on SITEL */
Fchg32(rgbuf, TA OPERATION, 0, "SET", 0);

Fchg32(rgbuf, TA CLASS, 0, "T_DEVICE"', 0);
Fchg32(rgbuf, TA STATE, 0, "NEW, O0);

Fchg32(rqbuf, TA CFGDEVICE, 0, "/dev/q/dsk001", 0);
Fchg32(rgbuf, TA LMD, 0, "SITE1l", 0);

size = 500;

Fchg32(rqbuf, TA DEVSIZE, 0, (char *)size, 0);

/* Make the request; see above */

/* Reinitialize the sanme buffer for reuse */
Fini t32(rqgbuf, (FLDLEN) Fsizeof 32(rqbuf));

/* Build the request to create the queue space */

Fchg32(rgbuf, TA OPERATION, 0, "SET", 0);
Fchg32(rgbuf, TA CLASS, 0, "T_APPQSPACE', 0);
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Add a Queue to
an Application
Queue Space

List Application
Queue Spaces
Known to the
Application

Fchg32(rgbuf, TA STATE, 0, "NEW, O0);

Fchg32(rgbuf, TA APPQSPACENAME, 0, "QSPACE1l", 0);
Fchg32(rqgbuf, TA QVCONFI G 0, "/dev/q/dsk001", 0);
Fchg32(rgbuf, TA LMD, 0, "SITE1L", 0);

Fchg32(rqbuf, TA ERRORQNAME, 0, "errque", 0);

i pckey = 123456;

Fchg32(rqgbuf, TA | PCKEY, 0, (char *)ipckey, 0);
maxnsg = 100;

Fchg32(rqgbuf, TA MAXMSG 0, (char *)maxnsg, O0);
maxpages = 200;

Fchg32(rgbuf, TA MAXPAGES, 0, (char *)maxpages, 0);
maxproc = 50;

Fchg32(rgbuf, TA MAXPRCC, 0, (char *)maxproc, 0);
maxqueues = 10;

Fchg32(rgbuf, TA MAXQUEUES, 0, (char *)naxqueues, O0);
maxtrans = 100;

Fchg32(rgbuf, TA MAXTRANS, 0, (char *)mextrans, 0);

/* Make the request; see above */

The following code creates a new queue in the queue space created in the previous
example.

/* Build the request */

Fchg32(rgbuf, TA OPERATION, 0, "SET", 0);
Fchg32(rgbuf, TA CLASS, 0, "T_APPQ', 0);
Fchg32(rgbuf, TA STATE, 0, "NEW, 0);
Fchg32(rgbuf, TA APPQNAME, 0, "errque", 0);
Fchg32(rgbuf, TA APPQSPACENAME, 0, "QSPACEl1", 0);
Fchg32(rgbuf, TA QUWCONFIG 0, "/dev/qg/dsk001", 0);
Fchg32(rgbuf, TA LMD, 0, "SITE1", 0);
Fchg32(rgbuf, TA APPQORDER, 0, "PRIO', 0);

/* Make the request; see above */

To list the application queue spaces known to an application, atwo-level searchis
used. First, the groups using the /Q transaction manager TMS_QMare retrieved from the
application configuration, and then the queue space referenced by each group is
retrieved. The following code fragment assumes that each GROUP entry involving a
gueue space has asinglelogical machine associated withiit (i.e., server migrationisnot
used).
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Listing 0-1 List Application Queue Spaces Known to the Application

/* Build the request to retrieve all TMS_QM groups */
Fchg32(rgbuf, TA OPERATION, 0, "GET*, 0);
Fchg32(rgbuf, TA CLASS, 0, "T_GROUP", 0);
Fchg32(rgbuf, TA TMSNAME, 0, "TMs_QV', 0);

fldidl = TA OPENI NFQ

fldid2 = TA LM D;

Fchg32(rqbuf, TA FILTER, 0, (char *)fldidl, 0);
Fchg32(rqbuf, TA FILTER, 0, (char *)fldid2, 1);

/* Make the request, assunming we are joined to the application */
rval = tpcall (".TM B", rqgbuf, 0, rpbuf, rplen, flags);

/* For each TM5_QM group, build the request to retrieve its queue space */
rval = Fget 32(*rpbuf, TA OCCURS, 0, (char *)occurs, NULL);
for (i = 0; i occurs; i++) {

/* Reinitialize the buffer and set all commpn attributes */
Fi ni t32(rgbuf, (FLDLEN) Fsizeof 32(rqbuf));

Fchg32(rgbuf, TA COPERATIQN, 0, "GET", 0);

Fchg32(rgbuf, TA CLASS, 0, "T_APPQSPACE", 0);

/* Get the OPENINFO to determ ne device and queue space nanme */

/* OPENI NFO has the fornmat <resource-ngr>: <gnconfi g>: <appgspacenane> */
/* or on NI/ Netware <resour ce- ngr >: <gnctonf i g>; <appgspacenane> */
rval = Fget 32(rpbuf, TA OPENINFO i, openinfo, NULL);

/* The device is the 2nd field in OPEN NFO */
gnrtonfig = strchr(openinfo, ":') + 1;
/* The queue space nane is the 3rd field in OPENI NFO */

#if defined(_TMDOAN) || defined(_TM NETWARE)

#define pathsep ";" /* separtor for PATH */

#el se

#define pathsep ":" /* separtor for PATH */

#endi f
appgspacenane = strchr(gntonfig, pathsep);
appgspacenane[0] = '\e0'; /* null-term nate gnconfig */

appgspacenanme++; /* bunp past the null */

/* Set the APPQSPACENAME and QVCONFI G keys */
Fchg32(rgbuf, TA_APPQSPACENAME, 0, appgspacenane, 0);
Fchg32(rgbuf, TA QVCONFIG 0, gntonfig, 0);

/* Get the LMD (assunme no migration for this group) */
rval = Fget32(rpbuf, TA LMD, i, Imd, NULL);
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Fchg32(rqbuf, TALMD, O, Inmd, 0);

/* Make the request */
rval = tpcall (".TMB", rqbuf, O, rpbuf2, rplen2, flags);

}

List Messages
inan
Application
Queue

List
Transactions
Involving a
Queue Space

Files

See Also

The above technique does not find any queue space that has been created but does not
yet have a corresponding GROUP entry in the application configuration. Such queue
spaces must be retrieved by knowing a pri ori the key fields (i.e.,
TA_APPQSPACENANME, TA_ QVCONFI G, and TA_LM D) for the queue space.

The following code retrieves all messages in the queue STRI NG in the queue space
QSPACEL indevice/ dev/ g/ dsk001 on logical machine SI TE1.

/* Build the request */ Fchg32(rgbuf, TA OPERATION, 0, "GET", 0);
Fchg32(rgbuf, TA CLASS, 0, "T_APPQVBG', 0);

Fchg32(rgbuf, TA APPQNAME, 0, "STRING', 0);

Fchg32(rgbuf, TA APPQSPACENAME, 0, "QSPACEl1", 0);

Fchg32(rgbuf, TA QWCONFIG 0, "/dev/qg/dsk001", 0);

Fchg32(rgbuf, TA LMD, 0, "SI TE1", 0);

/* Make the request; see above */

The following fragment retrieves all transactionsinvolving (any queue in) the queue
space QGSPACEL.

/* Build the request */ Fchg32(rgbuf, TA OPERATION, 0, "GET", 0);
Fchg32(rgbuf, TA CLASS, 0, "T_APPQIRANS', 0);

Fchg32(rgbuf, TA APPQSPACENAME, 0, "QSPACEl1l", 0);

Fchg32(rgbuf, TA QUWCONFIG 0, "/dev/qg/dsk001", 0);

Fchg32(rgbuf, TA LMD, 0, "SITE1", 0);

/* Make the request; see above */

${ TUXDI R}/ i ncl ude/ t padm h
${ TUXDI R}/ udat aobj / t padm

Fi ntro(3), Fadd32(3), Fchg32(3), Ff i nd32(3), t pal | oc(3), t preal | oc(3),

tpcal | (3), tpacal | (3), t pgetrpl y(3), t padncal | (3), t penqueue(3),

t pdequeue(3), M B(5), TM_M B(5), BEA Tuxedo Administrator’s Guide, BEA Tuxedo
Programmer’s Guide
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AUTHSVR(5)

Name AUTHSVR—BEA Tuxedo server providing per-user authentication
Synopsis  AUTHSVR SRVGRP="identifier" SRVID=nunber other_parns CLOPT="\-A"

Description  AUTHSVRis a BEA Tuxedo provided server that offers the authentication service. This
server may be used in a secure application to provide per-user authentication when
clients join the application. This server accepts service requests contemnikigr
typed buffers for client processes requesting access to the application. It uses the de
field of theTPI NI T typed buffer as a user password and validates it against the
configured password. If the request passes validation, then an application key is
returned with a successful return as the ticket to be used by the client.
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SECURITY USER_AUTH

If SECURI TY is set to USER_AUTH, then per-user authentication is enforced. The name
of the authentication service can be configured for the application. If not specified, it
defaults to AUTHSVC, which isthe default service advertised by AUTHSVR.

By default, the file SAPPDI R/ t pusr is searched for password information;

/ et c/ passwd is used if this file does not exist (although this file cannot be used
correctly on systemsthat have a shadow password file). Thefile can be overridden by
specifying the filename using a"- f filename" option in the server command-line
options (for example, CLOPT="-A -- -f /usr/tuxedo/ users"). Notethat
automatic propagation of the user file from the master machine to other machinesin
the configuration is done only if $APPDI R/ t pusr is used.

Theuser fileis searched for amatching username and client name. There arefour types
of entriesin the user file. They arelisted below in order of matching precedence when
validating a user against the file.

1. Exact username/exact client name

2. Wildcard username (*)/exact client name

3. Exact username/wildcard client name (*)

4. Wildcard username (*)/wildcard client name (*)

An authentication request i s authenti cated agai nst only the first matching password file
entry. These semantics alow for a single user to have multiple entries (usually with
different client names) and the username may be a wildcard. These semantics are
allowed if the user file is maintained using t paddusr (1), t pdel usr (1), and

t produsr (1). Notethat use of these semanticsisnot compatiblewith the semanticsfor
ACL and MANDATORY_ACL and will make migration to these security levelsdifficult. To
get therestricted semantics for compatibility with ACL security, usethet pusr add(2),
t pusr del (1), and t pusr mod(1) programs to maintain the user file.

The reserved client name vauest psysadm(system administrator) and t psysop
(system operator) are treated specially by AUTHSVR(5) when processing authentication
requests. These values are not allowed to match wildcard client namesin the user file.

The application key that is returned by the AUTHSVR is the user identifier. This
application key is passed to every servicein the appkey element of the TPSVCI NFO
structure.
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Note that a standard AUTHSVR is shipped as part of the systemin

${ TUXDI R} / bi n/ AUTHSVR and has the semantics as described above. Sample source
codeisprovidedin ${ TUXDI R}/ | i b/ AUTHSVR. c. The AUTHSVR can bereplaced by an
application authentication server that validates users and user data (which may not be
apassword) in an application-dependent fashion (for example, using Kerberos). If you
plan to replace AUTHSVR, take special note of the warning later in this reference page.
It isalso up to the application to determine what value is returned from the
authentication service to be used for the application key (which is passed to each
service).

The application keysthat correspond to t psysadmand t psysop are 0x80000000 and
0xC0000000, respectively.

42 BEA Tuxedo Reference Manual



SECURITY ACL or MANDATORY_ACL

SECURITY ACL or MANDATORY_ACL

Usage

Portability

If SECURI TY isset to ACL or MANDATORY_ACL, then per-user authentication is enforced
and access control lists are supported for access to services, application queues, and
events. Thename of the authentication servicemust be. . AUTHSVCwhichisthe default
service advertised by AUTHSVR for these SECURI TY levels.

Theuser filemust be $APPDI R/ t pusr . It isautomatically propagated from the master
machine to other active machines in the configuration. One instance of the AUTHSVR
must be run on the master machine. Additional copies can be run on other active
machines in the configuration.

The user fileis searched for a matching username and client name. The entry must
match exactly on the username. The client name must either match exactly, or the
client name valuein the user file can be specified asthe wildcard (*) which will match
any client name. A single user can have only one entry in the user file and cannot be a
wildcard. Theuser file can be maintained through thet pusr add(2), t pusr del (1), and
t pusr mod(1) programs, the graphical user interface, or the administrative interface.

The reserved client name vauest psysadm(system administrator) and t psysop
(system operator) are treated specially by AUTHSVR(5) when processing authentication
requests. These values are not allowed to match wildcard client namesin the user file.

The application key that is returned by the AUTHSVR isthe user identifier in the
low-order 17 bits and the group identifier in the next 14 bits (the high order bit is
reserved for administrative keys). The application keysthat correspond to t psysadm
and t psysop are 0x80000000 and 0xC0000000, respectively. This application key is
passed to every service in the appkey element of the TPSVCl NFO structure.

For SECURI TY ACL or MANDATORY_ACL, the standard AUTHSVR that is shipped as part
of the system in ${ TUXDI R}/ bi n/ AUTHSVR must be used.

Warning: ${ TUXDI R}/ I i b/ AUTHSVR c is not the source file used to generate
${ TUXDI R}/ bi n/ AUTHSVR (don't clobber thisexecutable); if you provide
your own AUTHSVR, it isrecommended that you install it in ${ APPDI R} .

AUTHSVR is supported as a BEA Tuxedo-supplied server on non-Workstation
platforms.

BEA Tuxedo Reference Manual 43



SECURITY ACL or MANDATORY_ACL

Examples # Using ACL's

* RESOURCES

AUTHSVC .. AUTHSVC"

SECURI TY ACL

* SERVERS

AUTHSVR SRVGRP="AUTH' SRVI D=100 RESTART=Y GRACE=0 MAXGEN=2
#

#

# Using USER AUTH

* RESOURCES

AUTHSVC " AUTHSVC'
SECURI TY USER_AUTH

* SERVERS
AUTHSVR SRVGRP="AUTH' CLOPT="-A -- -f /usr/tuxedo/users" \e
SRVI D=100 RESTART=Y GRACE=0 MAXGEN=2

See Also  t paddusr (1), t pusr add(1), ubbconfi g(5), BEA Tuxedo Administrator’'s Guide, BEA
Tuxedo Programmer’s Guide
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compilation(5)
Name  conpi | ati on—how to compile BEA Tuxedo system application components
Description  In order to compile application clients and servers, and subroutines that are link edited
with the BEA Tuxedo system-supplied clienit,o, programmers need to know:
m What header files to include, and the order in which to specify them.
m  What utilities are used to compile the application modules.
m  What environment variables to set and export.
This reference page provides this information.
BEATuxedo Header File Sequence
System, In ) )
General UNIX header files should always be included before any BEA Tuxedo system header
files. Commonly used UNIX header files anedi 0. h andct ype. h.
Environment  In general, the following environment variables should be set and exported:
Variables

TERM
Indicates terminal type, if a terminal is used.

TUXDI R
Specifies the topmost directory where the BEA Tuxedo system software
resides.

PATH
Should includesTUXDI R/ bi n.

ULOGPFX
Prefix of the filename of the central event log; defaultG.

More information about these variables can be found iffthesaction Monitor
Programmer’s Guide and theTransaction Monitor Administrator’s Guide.
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BEATuxedo  Header File Sequence

System ) ) ) )
Form files do not contain header information.

C programsthat call ni o functions should include the following header files, in the
order listed below:

#include <UN X header files> (if needed by the application)
#include "fnm.h"
#include "Usysflds. h"

C programsthat call BEA Tuxedo system functions that access the Bulletin Board
should include the following header files, in the order listed below:

#include <UN X header files> (if needed by the application)
#include "atm . h"

Additionally, programsthat call amaskout should include the following:

#i ncl ude <signal . h>
#i nclude "Usignal.h"

Note: If aprogram usesamaskout and other BEA Tuxedo system functions, UNIX
header file(s) should beincluded beforeincluding BEA Tuxedo system header
files.

Usi gnal . h,atm . h,fni. h,and Usysf | ds. h may be specified in any order, aslong
asfni . hisspecified before Usysf | ds. h. For example, the following are both valid:

Sample 1 Sample 2

#i ncl ude <stdio. h> #i ncl ude <stdio. h>
#i ncl ude "atm . h" #i ncl ude signal . h>
#include "fm . h" #i ncl ude "Usignal . h"
#i ncl ude "Usysflds. h" #include "atni.h"

#i
#i

nclude "fm.h"
ncl ude "Usysflds. h"

Applications using the functions on thet pser vi ce(3), t pal I oc(3), t pbegi n(3),
tpcal I (3), t pi ni t (3), and t popen(3) reference pages should include the at mi . h
header file.
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Compilation of
UFORM Masks

UFORMmasks are compiled as follows:

Create field tables and field table header files.
Set and export FIELDTBLS and FLDTBLDI R.

Execute the command:

nc filenane. m

where

m fil enane. misthe name of the file containing UFORMmask definitions.

m F| ELDTBLS and FLDTDI R are defined in the Environment.

To build an i o program, do the following:

1

2
3.
4

VARI ABLES section bel ow.

If vuf or m(1) is used to develop UFORMmasks, compilation isincluded.

Create the forms using UFORMor vuf or n(1).

. Writeand archivel astval andfirstval functions (if desired).

Write and archive default and validation functions.

. Build the nmi o program by executing:

buildmio [-w [-0 outfile] [-v vallib] [-d dfitlib] [-f [ib] [-a

genl i b]

where

-w indicates that a workstation mi o should be built.

out fi | e isthe name of the executable.

val I i b isthe archive file of validation functions.

dfl t1ibisthearchivefile of default functions.

I'i bisalibrary or object file containing externals needed by the validation or

default functions.

genl i bisalibrary or object file containing both validation and default

functions.
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To build anon-ni o client program, execute:

buildclient [ -v] [ -w] [ -onane] [ -f firstfiles] [ -1 lastfiles]
[ -r rmmane]

where

m -vindicates verbose mode.

m -windicates workstation mode.
m nane isthe executable filename.

m firstfiles arefilestobeincluded before system libraries, and / ast fi | es are
filesto be included after system libraries.

m rmarne isspecified as the resource manager associated with the client.

To compile aBEA Tuxedo system server, execute:

bui l dserver [ -0 pgml [ -s services] [ -f objectfiles] [ -r rmane]
where

m pgmisthe name of the executablefile.

m services isacomma-separated list of servicesto be offered by the server.

m objectfilesisalistof the object filesto be linked.

m If morethan onefileis specified, filenames must be separated by white space
and the entire list must be enclosed in double quotes.

m rmane isspecified as the resource manager associated with the server.

Note: Seethebui | dser ver (1) reference page for additional information and
options. The environment variable CC can be used to designate the compiler to
use. CFLAGS can be used to pass parameters to the compiler. For esql
programs, follow the esql ¢ instructions, then run bui | dser ver .
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Environment
Variables

The following environment variables should be set and exported before executing
me (1) or vuf or m(1):

FI ELDTBLS
Comma-separated list of field table files.

FLDTBLDI R
Colon-separated list of directories to search for the FI ELDTBLS.

The following environment variables can be set and exported before executing mi o.

MASKPATH
Full path of the directory containing the compiled masks, default is the
current directory.

MASKI PCKEY
Key to mask cache; must be specified if cacheis used.

If adefault or validation routine references FML fields, set:

FI ELDTBLS
Comma-separated list of field table files.

FLDTBLDI R
Colon-separated list of directories to search for the FI ELDTBLS.

To restrict access to forms, set:

OKXACTS
Comma-separated list of formsthat the user can access, default is all.

NGXACTS
Comma-separated list of formsthat the user cannot access, default is none.

Note: OKXACTSischecked first. If theformislistedin OKXACTS (or OKXACTSIiSALL),
then NGXACTS is checked. If the form is listed in NGXACTS, then an error is
reported. Moreinformation about running ni o can befound inthe Transaction
Monitor Programmer’s Guide, the Transaction Monitor Administrator’s
Guide and the Data Entry System Guide.

When the system has been built with shared libraries, the following environment
variable must be set as shown before executing a client:

LD_LI BRARY_PATH=$TUXDI R/ | i b
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FML Programs

The following environment variable should be set before executing a server:

TUXCONFI G
Full pathname of the binary configuration file, default isthe current directory.

The following environment variable should be set and exported before executing
system supplied clients (bkeng(1), mi o, t madni n(1), ud(1)) in an application with
security turned on:

APP_PW
Application password.

The following environment variables should be set and exported before executing
Workstation clients:

WEENVFI LE
File containing environment variable settings.

WSDEVI CE
Network device to use for connection.

WETYPE
Workstation machine type.

More information about options for servers can be found on the ser vopt s(5)
reference page.

Header File Sequence

C programsthat call FML functions should include the following header files, in the
order listed below:

#include <UNI X header files> (if needed by the application)
#include "fnl.h"

Note: i o programsthat use FML must also include f ni . h.
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Compilation of
FML Programs

cc pgmc -1

Compiling FML
VIEWS

Environment
Variables for
FML

To compile aprogram that contains FML functions, execute:
cc pgmc -1 $TUXDIR/ include -L $TUXDIR/ Iib -1fm -l1gp -0 pgm
where pgmis the name of the executablefile.

If the - L option is not locally supported, use the following command instead:

$TUXDI R/ i ncl ude $TUXDIR/ lib/libfm.a $TUXDIR/ lib/libgp.a -0 pgm

Note: The order in which libraries are specified is significant. Use the order given
above.

To usethe FML view compiler, execute:
viewc view file
where

vi ew fil eisoneor more files containing source view descriptions.

Note: vi ewc invokesthe C compiler. The environment variable CC can be used to
designate the compiler to use. The environment variable CFLAGS can be used
to pass a set of parameters to the compiler.

The following environment variables should be set and exported when running an
application that uses FML:

FI ELDTBLS
Comma-separated list of field table files.

FLDTBLDI R
Colon-separated list of directories to search for the FI ELDTBLS.

The following environment variables should be set and exported when executing
Vi ewc:

FI ELDTBLS
Comma-separated list of field table files.

FLDTBLDI R
Colon-separated list of directories to search for the FI ELDTBLS.

VI EWDI R
Directory containing view files, default is current directory.
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Portability =~ Thebui I dcl i ent (1) aiasbui | dcl t (1) must be used on MS-DOS and 0OS/2
machines because of file naming restrictions. Differencesin file naming semantics and
syntax also affect the following environment variables:

m FLDTBLD R
m  NLSPATH

m TUXDI R

. ULOGPFX

m VIEW R

See Also  bui I dcl i ent (1), bui I dser ver (1), bui | dni o(1), nc(1), vi ewc(1), cc(1) inaUNIX
reference manual
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DMADM(5)
Name DvADM—Domains administrative server
Synopsis  DMADM SRVGRP = "identifier"
SRVI D = " nunber"
REPLYQ = "N'

Description  The Domains administrative serv&VvADM) is a BEA Tuxedo system-supplied server
that provides run-time access to BVCONFI Gfile.

DVADMis described in th8ERVERS section of theJBBCONFI G file as a server running
within a group, e.g.DMADMGRP. There should be only one instance of bivaDV
running in this group and it must not have a reply quegeL{rQmust be set to "N").

The following server parameters can also be specified famheM server in the
SERVERS section:SEQUENCE, ENVFI LE, MAXGEN, GRACE, RESTART, RQPERMand
SYSTEM ACCESS.

The BDMCONFI G environment variable should be set to the pathname of the file
containing the binary version of tt&CONFI Gfile.

Portability = DvADMis supported as a BEA Tuxedo system-supplied server on UNIX system
operating systems.

Interoperability = DMADMmust be installed on a BEA Tuxedo system Release 5.0 or later; other machines
in the same domain with a Release 5.0 gateway may be Release 4.1 or later.

Examples  The following example illustrates the definition of the administrative server and a
gateway group in theBBCONFI Gfile.

#

* GROUPS

DVADMGRP LM D=machl GRPNO=1
gwgr p LM D=rmachl GRPNO=2
#

* SERVERS
DMADM SRVGRP=" DMADMGRP" SRVI D=1001 REPLYQ=N RESTART=Y GRACE=0

GMADM SRVGRP="gugr p" SRVI D=1002 REPLYQ=N RESTART=Y GRACE=0

GATDOMAI N SRVGRP="gwgr p" SRVI D=1003 RQADDR=" gwgr p" REPLYQ=Y RESTART=Y M N=1 MAX=1

See Also  dmadmi n(1),t nboot (1), dntonfi g(5), GMDM5),ser vopt s(5),ubbconfi g(5), BEA
Tuxedo Domains Guide, BEA Tuxedo Administrator’s Guide
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Name

Description

Definitions

dneconf i g—BEA Tuxedo system ASCIl domain configuration file

dneonfi g is the ASCII version of a BEA Tuxedo system domain configuration file; it
is also referred to by its environmental variable nabMSONFI G Thedntonfi g file

is parsed and loaded into a binary version bydtheadcf (1) utility. The binary
configuration file, called theDMCONFI Gfile, contains information used by domain
gateways to initialize the context required for communications with other domains.
dmadni n(1) uses the binary file (or a copy of it) in its monitoring activity. There will
be oneBDMCONFI Gfile for each BEA Tuxedo system domain application that uses the
Domains feature.

A DMCONFI Gfile, and its binaryBDMCONFI G counterpart, are analogous to the
UBBCONFI G andTUXCONFI Gfiles of a non-Domains BEA Tuxedo system application.
The DMCONFI Gfile extends the definition of a non-Domains BEA Tuxedo system
application so that the application becomes a domain.

A BEA Tuxedo system domaifypplication is defined as the environment described in

a singleTUXCONFI Gfile. A BEA Tuxedo system application can communicate with
another BEA Tuxedo system application or with another TP application via a domain
gateway group. In “BEA Tuxedo system domain” terms, an application is the same a:
a TP Domain.

A Gateway Group is a collection of domain gateway processes that provide
communication services with a specific type of TP Domain.

A Domain Gateway is a BEA Tuxedo system domain process that relays requests to
another TP Domain and receives replies.

A Local Domain is a part of the application (set or subset of services) that is made
available to other domains. A Local Domain is always represented by a Domain
Gateway Group, and both terms are used as synonyms.

A Remote Domain is a remote application that is accessed through a Gateway Group
The remote application may be another BEA Tuxedo system domain application or a
application running under another TP system.

A Remote Service is a service provided by a remote domain that is made available to
the application through a Gateway Group.

A Local Serviceis a service of a local domain that is made available to remote domains
through a Gateway Group.

BEA Tuxedo Reference Manual



dmconfig(5)

Configuration
File Format

The format of a domain configuration fileis as follows:

Thefile is made up of eight possible specification sections. Allowable section names
are: DM _LOCAL_DOVAI NS, DM_REMOTE_DOMAI NS, DM _LOCAL_SERVI CES,

DM _REMOTE_SERVI CES, DM_ROUTI NG, DM ACCESS_CONTROL and DM_domtype, where
domtype is either OSI TP, SNAX or TDOVAI N. (This reference page describes only how
to configure adomain of type TDOVAI N. See BEA Connect documentation for
information about how to configure an OSI TP or an SNAX domain.) The

DM _LOCAL_DQOVAI NS section must precede the DM _REMOTE_DOMAI NS section.

Parameters are generally specified by: KEYWORD = value. This sets KEYWORD to
value. Valid keywords are described below within each section. KEYWORDs are
reserved; they cannot be used as val ues unless they are quoted.

Lines beginning with the reserved word, DEFAULT: , contain parameter specifications
that apply to all lines that follow them in the section in which they appear. Default
specifications can be used in al sections. They can appear more than once in the same
section. The format for these linesis:

DEFAULT: [ KEYWORDL = valuel [ KEYWORDZ = value2 [...]]]

The values set on thisline remain in effect until reset by another DEFAULT: line, or
until the end of the section is reached. These values can a so be overridden on
non-DEFAULT: lines by placing the optional parameter setting on theline. If ona
non-DEFAULT: line, the parameter setting isvalid for that line only; lines that follow
revert to the default setting. If DEFAULT: appearson aline by itself, all previously set
defaults are cleared and their values revert to the system defaullts.

If avalueisnumeric, standard C notation is used to denote the base (that is, Ox prefix
for base 16 (hexadecimal), O prefix for base 8 (octal), and no prefix for base 10
(decimal)). Therange of values acceptablefor anumeric parameter are given under the
description of that parameter.

If avaueisan identifier, standard C rules are used. An identifier must start with an
alphabetic character or underscore and contain only a phanumeric characters or
underscores. The maximum allowable length of an identifier is 30 (not including the
terminating null). An identifier cannot be the same as any KEYWORD.

A value that is neither an integer number or an identifier must be enclosed in double
quotes.

Input fields are separated by at least one space (or tab) character.

"#" introduces a comment. A newline ends a comment.
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Blank lines and comments are ignored.
Comments can be freely attached to the end of any line.

Linesare continued by placing at least one tab after the newline. Comments cannot be
continued.

VERSI ON=string_value is afield that is not checked by the software; it is provided
simply as a place where customers can enter a string that may have some
documentation value to the application.

The  Thissectionidentifieslocal domainsand their associated gateway groups. The section
DM_LOCAL_  must have an entry for each gateway group (Local Domain). Each entry specifies the
DOMAINS  parameters required for the domain gateway processes running in that group.

Section
Entrieshavetheform: LDOM required parameters[optional parameters| where LDOM

isan identifier value used to name the local domain. LDOM must be unique within a
particular configuration. Asyou will see in the description of the

DM _LOCAL_SERVI CES section, LDOM istheidentifier that associatesthelocal services
with a particular gateway group.

Thefollowing are required parameters:

GWGRP = identifier
Specifies the name of the gateway server group (the name provided in the
TUXCONFI Gfile) representing this local domain. There is a one-to-one
relationship between a DOVAI NI D (see below) and the name of the gateway
server group.

TYPE = identifier
Is used for grouping local domains into classes. TYPE can be set to one of the
following values: TDOVAI N, SNAX or OSI TP. The TDOVAI N value indicates
that this local domain can only communicate with another BEA Tuxedo
system domain. The SNAX value indicates that this local domain
communicates with another TP domain via the SNA protocol. The OSI TP
valueindicatesthat thislocal domain communicateswith another TP Domain
viathe OSI-TP protocol. Domain types must be defined in the
$TUXDI R/ udat aobj / DMIYPE file.

DOMVAI NI D = string
Is used to identify the local domain. DOMAI NI D must be unique across both
local and remotedomains. Thevalueof string can be asequence of characters
(for example, BA. CENTRALO1"), or a sequence of hexadecimal digits
preceded by “Ox” (for exampleQ%0002FF98C0000BID6"). DOVAI NI D must
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be 30 octetsor fewer inlength. If thevalueisastring, it must be 30 characters
or fewer (counting thetrailing null).

Optional parameters describe resources and limits used in the operation of domain
gateways:

AUDI TLOG = string
Specifies the name of the audit log file for this local domain. The audit log
feature is activated from the dmadmi n(1) command and records all the
operations within thislocal domain. If the audit log feature is active and this
parameter is not specified, the file DMmddyy. LOG (where nm=month,
dd=day, and yy=year) is created in the directory specified by the $APPDI R
environment variable or the APPDI R keyword of the MACHI NES section of the
TUXCONFI Gfile.

BLOCKTI ME = humeric
Specifies the maximum wait time allowed for a blocking call. The value sets
amultiplier of the SCANUNI T parameters specified in the TUXCONFI Gfile. The
value SCANUNI T * BLOCKTI ME must be greater than or equal to SCANUNI T
and lessthan 32,768 seconds. If this parameter is not specified, the default is
set to the value of the BLOCKTI ME parameter specified in the TUXCONFI Gfile.
A timeout always implies afailure of the affected request. Notice that the
timeout specified for transactionsin the TUXCONFI Gwill alwaysbe used when
the reguest is issued within a transaction.

CONNECTI ON_PQOLI CY=stri ng
Specifiesthe conditions under which alocal domain gateway triesto establish
a connection to a remote domain. Supported values are: ON_DEMAND,
ON_STARTUP, or | NCOM NG_ONLY.
A connection policy of ON_DEMAND meansthat a connection will be attempted
only when requested by either a client request to aremote service or an
administrative “connect” command. The default setting for
CONNECTI ON_PQLI CY is ON_DEMAND. TheON_DEMAND policy provides the
equivalent behavior to previous releases, in whiclCGNNECTI ON_POLI CY

was not explicitly available. Connection retry processing is not allowed when

the connection policy iGN_DEMAND.
A connection policy obN_STARTUP means that a domain gateway will

attempt to establish a connection with its remote domains at gateway server
initialization time. If the value chosen for t@ENNECTI ON_POLI CY is set to
ON_STARTUP, then remote services (that is, services advertised by the local
domain gateway) will be advertised only if a connection is successfully
established to that remote domain. Thus, if there is no active connection to the
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remote domain, then the remote services will be suspended. By default, this
connection policy will retry failed connections every 60 seconds, but you can
specify adifferent value for this interval (see MAXRETRY and

RETRY_| NTERVAL).

A connection policy of 1 NCOM NG_ONLY means that a domain gateway will
not attempt an initial connection to remote domains upon starting and remote
serviceswill initially be suspended. The domain gateway will be availablefor
incoming connections from remote domains, and remote services will be
advertised when the local domain gateway receives an incoming connection.
Connection retry processing is not allowed when the connection policy is

| NCOM NG_ONLY. (The CONNECTI ON_POLI CY parameter does not apply to
domains of type OSI or SNA.)

DMILOGDEV = string

Specifies the BEA Tuxedo file system that contains the Domain transaction
log (DMrLOG) for this machine. The DMILOG s stored as a BEA Tuxedo
system VTOC table on the device. If this parameter is not specified, the
domain gateway group isnot allowed to process requestsin transaction mode.
L ocal domains running on the same machine can share the same DML OGDEV
file system, but each local domain must have its own log (atable in the
DMILOGDEV) hamed as specified by the DML OGNAME keyword (see below).

DMTLOGNANE = identifier

Specifies the name of the domain transaction log for this domain. This name
must be unique when the same DMTLOGDEV is used for several local domains.
If not specified, the default is the strinDMrLOG.” The name must be 30
characters or less.

DMILOGSI ZE = numeric

Specifies the numeric size, in pages, of the Domain transaction log for this
machine. It must be greater than 0 and less than the amount of available spa
on the BEA Tuxedo file system. If not specified, the default is 100 pages.

MAXRDOM = numeric

Specifies the maximum number of connections allowed per gateway. It
applies only taosl TP and SNA domains

MAXRDTRAN = numeric

Specifies the maximum number of domains that can be involved in a

transaction. It must be greater than 0 and less than 32,768. If not specified, th

default is 16.

BEA Tuxedo Reference Manual



dmconfig(5)

MAXRETRY={ numer i ¢|MAXLONG}
Specifies the number of times that a domain gateway will try to establish
connections to remote domains. The minimum value is 0 and the maximum
IS MAXLONG. MAXLONG indicates that retry processing will be repeated
indefinitely, or until aconnection is established. For a connection policy of
ON_STARTUP, the default setting for MAXRETRY is MAXLONG. Setting
MAXRETRY=0 turns off the auto retry mechanism. For other connection
policies, auto retries are disabled.
The MAXRETRY parameter is valid only when the connection policy is
ON_STARTUP. The MAXRETRY parameter does not apply to domains of type
OSI or SNA.

MAXTRAN = humeric
Specifies the maximum number of simultaneous global transactions allowed
on thislocal domain. It must be greater than or equal to 0 and less than or
equa to the MAXGTT parameter specified in the TUXCONFI Gfile. If not
specified, the default is the value of MAXGTT.

MTIYPE = value
Isused for grouping domains so that encoding/decoding of messages between
domains can be bypassed. If MI'YPE is hot specified, the default is to turn
encoding/decoding on. If the value set for the MTYPE field isthe same in both
the DM_LOCAL _DOVAI NS and the DM_REMOTE_DOVAI NS section of adomain
configuration file, data encoding/decoding is bypassed. The value set for
MT'YPE can be any string value up to 15 charactersin length. It isused only for
comparison.

RETRY_| NTERVAL=nuneric
Specifies the number of seconds between automatic attempts to establish a

connection to remote domains. The minimum value is 0 and the maximum
value is 2147483647. The default setting for RETRY_I NTERVAL is 60. If
MAXRETRY is set to 0, then setting RETRY_| NTERVAL is not allowed.

The RETRY_I NTERVAL parameter is valid only when the connection policy is
ON_STARTUP. For other connection policies, automatic retries are disabled.
The RETRY_I NTERVAL parameter does not apply to domains of type OSI or
SNA.

SECURI TY = value
Specifies the type of application security to be enforced. The SECURI TY
parameter currently hasthree valid values: NONE, APP_PWor DM_PW The
value NONE indi cates that no security is used. Thisis the default. The value
APP_PWindicates that the application password security is to be enforced
when a connection is established from a remote domain. The application
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password should be defined in the TUXCONFI Gfile. ThevalueDM Pwindicates
that domain password security is to be enforced when a connection is
established from a remote domain. Domain passwords must be defined
through the dmadni n(1) command. This option does not apply to domains of
type OSI TP.

The This section identifies the known set of remote domains and their characteristics.

DM_REMOTE_ , , :
DOMAINs  Entrieshavetheform: RDOM required parameters| optional MT'YPE parameter | where

RDOM isanidentifier value used to identify each remote domain known to this
configuration. RDOM must be unique within the configuration.

Section

The TYPE and DOVAI NI D parameters are required; MTIYPE is optional :

TYPE = identifier
Used for grouping remote domain into classes. TYPE can be set to one of the
following values. TDOVAI N, SNAX or OSI TP. The TDOVAI N value indicates
that this remote domain can only communicate with another BEA Tuxedo
system domain. The SNAX value indicates that this domain communicates
with another TP domain via SNA protocol. The GsI TP value indicates that
this remote domain communicates with another TP domain viathe OSI-TP
protocol.

DOMAI NI D = string
Used to identify aremote domain. DOMAI NI D must be 30 octets or fewer in
length. If the valueisastring, it must be 30 characters or fewer (counting the
trailing null). DOVAI NI D must be unique across remote domains. The val ue of
string can be a sequence of characters or a sequence of hexadecimal digits
preceded by0x”.

MTYPE = value
is used for grouping domains so that encoding/decoding of messages betwee
domains can be bypassedMIfYPE is not specified, the default is to turn
encoding/decoding on. If thalue set for themrYPE field is the same in both
the DM LOCAL_DOVAI NS and theDM REMOTE_DOVAI NS section of a domain
configuration file, data encoding/decoding is bypassed.vahee set for
MTYPE can be any string value up to 15 characters. It is used only for
comparison.

60 BEA Tuxedo Reference Manual



dmconfig(5)

The
DM_TDOMAIN
Section

Entries associated with aremote domain can be specified morethan once. Thefirst one
specified is considered to be the primary address, which meansit is the first onetried
when a connection is being attempted to a remote domain. If a network connection
cannot be established using the NWADDR of the primary entry, the NWADDR associated
with the secondary entry is used.

This section defines the addressing information required by domains of type TDOMAI N.
This section should have one entry per local domain if requests from remote domains
tolocal services are accepted on that local domain (gateway group), and one entry per
remote domain accessible by the defined local domains.

Entries have the form:
DOM required paraneters [optional paraneters]

where DOMis an identifier value used to identify either alocal domain (LDOM) or a
remote domain (RDOM) in the DM_LOCAL_DOVAI NS section or in the

DM _REMOTE_DOMAI NS section. The DOMidentifier must match a previously defined
LDOMin the DM _LOCAL_DOVAI NS section or RDOMin the DM_REMOTE_DOVAI NS section.

The following parameter is required:

NWADDR = st ri ng
This parameter specifies the network address associated with alocal domain
or aremote domain. If the association is with alocal domain, the N\VADDR s
used to accept connections from other BEA Tuxedo system domains. If the
association iswith aremote domain, the NWADDR is used to initiate a
connection. Specifies the network address to be used by the process asits
listening address. The listening addressfor adomain gateway isthe means by
which it is contacted by other gateway processes participating in the
application.
If the string has the formokhex- di gi t s” or “\\xhex- di gi ts”, it must
contain an even number of valid hex digits. These forms are translated
internally into a character array containing TCP/IP addresses may also be in
either of the following two forms:

"/ / host. nane: port _nunber"

[ #.#. #. #:port_nunber”

In the first of these format#pst nane is resolved to a TCP/IP host address
at the time the address is bound using the locally configured name resolution
facilities accessed viget host byname(3c). The “#.#.#.#" is the dotted

BEA Tuxedo Reference Manual 61



dmconfig(5)

62

decimal format where each # represents a decimal number in the range O to
255.

Port _nunber isadecimal number in the range 0 to 65535. The hexadecimal
representations of the string specified. This parameter specifies the network
address used by alocal or aremote domain to accept connections from other

BEA Tuxedo system domain domains. If the string has the form

“Oxhex-digits”, it must contain an even number of valid hexadecimal digits.

The following parameters are optional:

NWDEVI CE = st ri ng
Specifies the device filename to be used when binding to the listening addres
of a local or a remote domain. TR&DEVI CE parameter is not required. In
prior releases, if the networking functionality is TLI-based, the device name
must be an absolute pathname.

CMPLIM T = nuneric
This parameter specifies the compression threshold to be used when sendir
data to the remote domain. Application buffers larger than this size will be
compressed. This attribute defaults to 2,147,483,647.

M NENCRYPTBI TS={ 0| 40| 128}
When establishing a network link for this domain, require at least this
minimum level of encryption. Zero means no encryption, witl@nd128
specify the encryption key length (in bits). If this minimum level of
encryption cannot be met, link establishment will fail. The default is zero.

MAXENCRYPTBI TS={ 0| 40| 128}
When establishing a network link, negotiate encryption up to this level. Zero

means no encryption, whid@ and128 specify the encryption length (in bits).
The default isL28.

Entries associated with a remote domain can be specified more than once. The first o
specified is considered to be the primary address, which means it is the first one trie
when a connection is being attempted to a remote domain. If a network connection
cannot be established using the primary entysDDR, theNWADDR associated with

the secondary entry is used.

If this /TDOMAIN is a local domain (that is, DOM matches a previously specified
LDOM), thenNWADDRS are network addresses to be used to listen for incoming
connections. A secondary entry cannot be used for local domain entries.
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The
DM_ACCESS_
CONTROL
Section

The
DM_LOCAL_
SERVICES
Section

If this/TDOMAIN entry pointsto asecondary remote domain (that is, if DOM matches
apreviousy specified RDOM), then the entry pointsto a gateway that is only used
when a network connection cannot be established using the NWADDR of the primary
entry. The secondary remote gateway must reside in adifferent BEA Tuxedo Domain
from the primary. However, the secondary gateway must have the same DOVAI NI D
defined inits DM _LOCAL_DOMAI NS section as the primary remote gateway; this
arrangement is often referred to as amirrored gateway. Thisfeatureis not
recommended for use with transactions or conversations. In addition, the mirrored
gateway is not recommended for use when the primary gateway is available.

This section specifies the access control lists used by local domain. Linesin this
section are of the form: ACL_NAME required parameters where ACL_NAME isan
(identifier) name used to identify a particular access control list; it must be 15
characters or less in length.

The only required parameter is:
ACLIST = identifier [,identifier]

wherean ACLI ST iscomposed of one or more remote domain names (RDOV) separated
by commas. The wildcard character (*) can be used to specify that all the remote
domains defined in the DM_REMOTE_DOVAI NS section can access alocal domain.

This section providesinformation on the services exported by each local domain. This
section isoptional; if it is not specified, then all local domains defined in the

DM _LOCAL_DOVAI NS section accept requests to all of the services advertised by the
BEA Tuxedo system domain application. If this section is specified then it should be
used to restrict the set of local servicesthat can be requested from aremote domain.

Lines within this section have the form:
service [optional paraneters]

where service isthe (identifier) local name of the exported service, and it must be 15
characters or fewer in length. This name corresponds to aname advertised by one or
more servers running with the local BEA Tuxedo system domain application. Notice
that exported servicesinherit the properties specified for the service in an entry in the
SERVI CES section of the TUXCONFI Gfile, or their defaults. Some of the propertiesthat
may be inherited are: LOAD, PRI O, AUTOTRAN, ROUTI NG, BUFTYPE, and TRANTI ME.

Optional parameters are:

ACL = identifier
Specifies the name of the access control list (ACL) to be used by the local
domainto restrict requests madeto this service by remote domains. The name
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of the ACL isdefined in the DM_ACCESS_CONTROL section. If this parameter
is not specified then access control will not be performed for requeststo this
service.

LDOM= identifier
Specifiesthe nameidentifying the local domain exporting this service. If this
keyword is not specified then all thelocal domains defined in the
DM LOCAL_DOVAI NS section will accept requests to this local service.

| NBUFTYPE = type]| : subtype]
Resdtricts the buffer type naming space of data types accepted by this service
to asingle buffer type. This parameter should be defined when the serviceis
going to be used from an GsI TP type gateway that usesthe UDT ASE
Application Context. It does not apply to /TDOMAIN.

OUTBUFTYPE = type[ : subtype]
Restricts the buffer type naming space of data types returned by this service
to asingle buffer type. This parameter should be defined when the serviceis
going to be used from an GsI TP type gateway that usesthe UDT ASE
Application Context. The FM. buffer type cannot be used for Sl TP type
gateways. It does not apply to /TDOMAIN.

RNAME = string
Specifies the name exported to remote domains. This name will be used by
the remote domains for request to this service. If this parameter is not
specified, the local service name is supposed to be the name used by any
remote domain.

The  This section provides information on services “imported” and available on remote
DM_REMOTE_  domains. Lines within thiBM REMOTE_SERVI CES section have the form:
SERVICES

Section service [optional paraneters]

whereservice is the (dentifier) name used by the local BEA Tuxedo system domain
application for a particular remote service. Remote services are associated with a
particular remote domain.

Optional parameters are:

CONV ={ Y| N}
Specifies whetherv] or not () the remote service is a conversational service.
The default isN.
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LDOM= identifier
Specifies the name of alocal domain in charge of routing requeststo this
remote service. The gateway group associated with the local domain
advertises service in the BEA Tuxedo system domain Bulletin Board. If this
parameter is not specified then all the local domains will be able to accept
requests to this remote service. The service request will be then redirected to
aremote domain of the same type (see RDOMkeyword below).

| NBUFTYPE = type[ : subtype]
Restricts the buffer type naming space of datatypes accepted by this service
to asingle buffer type. This parameter should be defined when the serviceis
going to be used from an GsI TP type gateway that uses the UDT ASE
Application Context. The FML buffer type cannot be used for OSI TP type
gateways. It does not apply to /TDOMAI N.

OUTBUFTYPE = type][: subtype]
Restricts the buffer type naming space of data types returned by this service
to asingle buffer type. This parameter should be defined when the serviceis
going to be used from an GsI TP type gateway that uses the UDT ASE
Application Context. The FML buffer type cannot be used for OSI TP type
gateways. It does not apply to /TDOMAI N.

RDOM = dentifieri[,identifier2][,identifier3]
Specifies the name of the remote domain responsible for the execution of this
service. If this parameter is not specified and arouting criteriaisnot specified,
the local domain assumes that any remote domain of the same type accepts
requests for this service.
Y ou must specify ON_STARTUP as the val ue of the CONNECTI ON_PQLI CY
parameter if you want to configure aternate remote domains with the
identifier2andidentifier3arguments.|Ifidentifier2isconfigured,
it is used for failover. (When the remote domain specified by i dent i fi er 1
is unavailable, the remote domain specified by i denti fi er 2 isused.)
Similarly, if i dent i fi er 3 is configured, it is used for failover. (When the
remote domain specified by i denti fier 1andidentifier2are
unavailable, the remote domain specified by i dent i fi er 3isused.)

RNAME = string
Specifies the actual service name expected by the remote domain. If this
parameter is not specified, the remote service name is the same as the name
specified in service.

BEA Tuxedo Reference Manual 65



dmconfig(5)

ROUTI NG = identifier
When more than one remote domain offers the same service, alocal domain
can perform data dependent routing if this optional parameter is specified.
The identifier specifies the name of the routing criteria used for this data
dependent routing. If not specified, datadependent routing isnot donefor this
service. identifier must be 15 characters or lessin length. If multiple entries
exist for the same service name but with different RDOViparameters, the
ROUTI NG parameter should be the same for all of these entries.

TRANTI ME = integer
Specifiesthe default timeout value in seconds for atransaction automatically
started for the associated service. The value must be greater than or equal to
0 and less than 2147483648. The default is 30 seconds. A value of 0 implies
the maximum timeout value for the machine.

The  Thissection providesinformation for data dependent routing of service requestsusing

DM_ROUTING  FM., VI EW X_C_TYPE, and X_COMMON typed buffers. Lines within the DM_ROUTI NG

66

Section  section have the form:
CRI TERI ON_NAME required paraneters

where CRI TER ON_NAMEisthe (identifier) name of the routing entry that was specified
on the services entry. CRI TERI ON_NAME must be 15 characters or less in length.

Required parameters are:

FI ELD = identifier

Specifies the name of the routing field. It must be 30 characters or less. This
field is assumed to be afield namethat isidentified in an FM. field table (for
FM buffers) or an FML view table (for VI EW X_C TYPE, or X_COVVON
buffers). The FLDTBLDI R and FI ELDTBLS environment variables are used to
locate FML field tables, and the Vi EVWDI R and VI EWFI LES environment
variables are used to locate FML view tables. If afield in an FML32 buffer will
be used for routing, it must have a field number less than or equal to 8191.

RANGES = string
Specifies the ranges and associated remote domain names (RDOM) for the
routing field. string must be enclosed in double quotes. The format of string
isacomma-separated ordered list of range/RDOM pairs (see EXAMPLES
below).

A rangeis either asingle value (signed numeric value or character string in
single quotes), or a range of the form “lower - upper” (where lower and upper
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are both signed numeric values or character strings in single quotes). Note
that “lower” must be less than or equal to “upper.”

To embed a single quote in a character string value @i en, for
example), it must be preceded by two backslaspas 8ri en).

The valueM N can be used to indicate the minimum value for the data type of
the associated ELD; for strings and carrays, it is the null string; for character
fields, it is O; for numeric values, it is the minimum numeric value that can be
stored in the field.

The valuevax can be used to indicate the maximum value for the data type
of the associated ELD; for strings and carrays, it is effectively an unlimited
string of octal-255 characters; for a character field, it is a single octal-255
character; for numeric values, it is the maximum numeric value that can be
stored in the field. Thus,M N - -5"is all numbers less than or equal to -5
and "6 - MAX"is all numbers greater than or equal to 6. The metacharacter
“*" (wildcard) in the position of a range indicates any values not covered by
the other ranges previously seen in the entry; only one wildcard range is
allowed per entry and it should be last (ranges following it will be ignored).

The routing field can be of any data type supported/in A numeric routing

field must have numeric range values and a string routing field must have
string range values. String range values for string, carray, and character field
types must be placed inside a pair of single quotes and cannot be preceded by
a sign. Short and long integer values are a string of digits, optionally preceded
by a plus or minus sign. Floating point numbers are of the form accepted by
the C compiler oat of () : an optional sign, then a string of digits optionally
containing a decimal point, then an optioaalr E followed by an optional

sign or space, followed by an integer.

When a field value matches a range, the assockm@dvalue specifies the
remote domain to which the request should be routerRboMvalue of “*”
indicates that the request can go to any remote domain known by the gateway

group.
Within a rangeRDOM pair, the range is separated from HpeMby a “:”.
BUFTYPE = ~typell : subtypel[, subtype2 . . . 111[;type2[:subtype3[, . . . 111 . . .~

Is a list of types and subtypes of data buffers for which this routing entry is
valid. The types are restricted to be eithdr, VI EW X_C TYPE, or
X_COVMON. No subtype can be specified for typ@. and subtypes are
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required; for the other types, “*” is not allowed). Duplicate type/subtype pairs

cannot be specified for the same routing criteria name; more than one routing
entry can have the same criteria name as long as the type/subtype pairs are
unigue. This parameter is required. If multiple buffer types are specified for

a single routing entry, the data types of the routing field for each buffer type
must be the same.

If the field value is not set (faL buffers), or does not match any specific range and
a wildcard range has not been specified, an error is returned to the application proce:
that requested the execution of the remote service.

Files TheBDMCONFI Genvironment variable is used to find tBRMCONFI G configuration
file.

Example 1 The following configuration file defines a five-site domain configuration. The
example shows four Bank Branch domains communicating with a Central Bank
Branch. Three of the Bank Branches run within other BEA Tuxedo system domain
domains. The fourth Branch runs under the control of another TP Domain and OSI-T!
is used in the communication with that domain. The example shows the BEA Tuxedc
system domain domain configuration file from the Central Bank point of view.

# Tuxedo DONMAI N CONFI GURATI ON FI LE FOR THE CENTRAL BANK

#

#

* DM_LOCAL_DOVAI NS

# <l ocal dommi n nane> <Gat eway G oup nane> <domai n type> <donai n id> <l og devi ce>

# [<audit | og>] [<blocktine>]

# [<log nane>] [<log offset>] [<log size>]
# [ <maxrdon®] [<maxrdtran>] [<maxtran>]

# [ <maxdat al en>] [<security>]

# [ <tuxconfig>] [<tuxoffset>]

#

#

DEFAULT: SECURITY = NONE

c0l GWERP = bankgl
TYPE = TDOMAI N
DOVAI Nl D = " BA. CENTRALO1"
DMILOGDEV = "/ usr/apps/ bank/ DMILOG'
DMILOGNAME = " DMILG_CO01"

c02 GWERP = bankg2
TYPE = CSI TP
DOVAI NI D = " BA. CENTRALO1"
DMILOGDEV = "/ usr/apps/ bank/ DMILOG'
DMILOGNAME = " DMTILG_Co02"
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NWDEVI CE = "Osl TP
URCH = " ABCD'

#
*DM_REMOTE_DOVAI NS
#renote <donmmi n nanme> <donai n type> <dommin id>
#
b01 TYPE = TDOVAI N
DOVAI NI D = " BA. BANKO1"

b02 TYPE = TDOVAI N
DOVAI NI D = " BA. BANKO2"

b03 TYPE = TDOVAI N
DOVAI NI D = " BA. BANKO3"

b04 TYPE = CSI TP
DOVAI NI D = " BA. BANKO4"
NWDEVI CE = "/ dev/osi"
URCH = " ABCD'

* DM_TDOVAI N

#

# <local or renote domai n name> <networ k address> [ <nwdevi ce>]
#

# Local network addresses

c01 NWADDR = "//newyork. acne. com 65432" NWDEVI CE ="/ dev/tcp"
c02 NWADDR = "//192.76.7.47:65433" NWDEVICE ="/dev/tcp"

# Renpte networ k addresses

b01 NWADDR = "//192.11.109.5:1025" NWDEVI CE = "/dev/tcp"

b02 NWADDR = "//dall as. acrme. com 65432" NWDEVI CE = "/dev/tcp"
b03 NWADDR = "//192.11.109. 156: 4244" NWDEVI CE = "/ dev/tcp"
*DM CSl TP

#

#<l ocal or renote domai n name> <apt> <aeq>
# [<aet>] [<acn>] [<apid>] [<aeid>]
# [<profile>]
#
c02 APT = "BA. CENTRALO1"
AEQ = "TUXEDO R 4. 2. 1"
AET = "{1.3.15.0.3},{1}"
ACN = " XATM "
b04 APT = " BA. BANKO4"

AEQ = "TUXEDQ R 4.2.1"
AET = "{1.3.15.0.4},{1}"
ACN = " XATM "

*DM_LOCAL_SERVI CES
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#<service_nanme> [<Local Domai n nane>] [<access control >] [<exported svcnane>]
# [ <i nbuftype>] [<outbuftype>]

#

open_act ACL = branch

close_act ACL = branch

credit

debi t

bal ance

| oan LDOM = c02 ACL = | oans

* DM_REMOTE_SERVI CES

#<servi ce_nane> [ <Renote domai n nanme>] [<local domain name>]
# [<renpte svcnanme>] [<routing>] [<conv>]

# [<trantime>] [<inbuftype>] [<outbuftype>]

#

tlr_add LDOM = c01 ROUTI NG = ACCOUNT

tlr_bal LDOM = c01 ROUTI NG = ACCOUNT

tlr_add RDOM = b04 LDOM = c02 RNAME ="TPSU002"

tlr_bal RDOM = b04 LDOM = c02 RNAME ="TPSU003"

tlr_bal RDOM = b04, b03 LDOM = c01

* DM_ROUTI NG
# <routing criteria> <field> <typed buffer> <ranges>
#

ACCOUNT FI ELD = branchi d BUFTYPE ="VI EW account"
RANGES ="M N - 1000: b01, 1001-3000: b02, *:b03"

* DM _ACCESS CONTROL

#<acl nane> <Renpte domain |ist>
#

branch ACLI ST
|l oans ACLI ST

b01, b02, b03
b04

Example 2 This example shows the BEA Tuxedo system domain Domain Configuration file
required at one of the Bank Branches (BANKO1).

#
#Tuxedo DOVAI N CONFI GURATI ON FI LE FOR A BANK BRANCH
#
#
* DM_LOCAL_DQOVAI NS
#
b01 GWGRP = auth
TYPE = TDOVAI N
DOVAI NI D = " BA. BANKO1"
DMILOGDEV = "/ usr/ apps/ bank/ DMILOG'

* DM_REMOTE_DOMAI NS

#
c01 TYPE = TDOVAI N
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DOVAI NI D = " BA. CENTRALO1"

*DM _TDOMAI N
#

b01 NWADDR = "//192.11.109. 156: 4244" NWDEVI CE = "/ dev/tcp"
c01l NWADDR = "//newyork.acme. com 65432" NWDEVI CE ="/ dev/tcp"
*DM _LOCAL_SERVI CES

#

tlr_add ACL
tlr_bal ACL

central
central

*DM _REMOTE_SERVI CES

#

OPA001 RNAME = "open_act"”
CLAOO1 RNAME = "cl ose_act"
CRDO0O1 RNAME = "credit"
DBT001 RNAME = "debit"
BALOO1 RNAME = "bal ance”

*DM ACCESS CONTROL
#
central ACLI ST = c01

Network  Suppose the local machine on which a/T domain is being runisusing TCP/IP
Addresses  addressing and is named backus.company.com, with address 155. 2. 193. 18. Further
suppose that the port number at which the /T domain should accept requestsis 2334.
Assume that port number 2334 has been added to the network services database under
the name bankapp-gwtaddr. The address can be represented in the following ways:

/1155. 2. 193. 18: bankapp- gwt addr
//155.2.193. 18: 2334

/I backus. conpany. com bankapp- gwt addr
/| backus. conpany. com 2334
0x0002091E9B02C112

The last of these representations is hexadecimal format. The 0002 isthefirst part of a
TCP/IP address. The 091E is the port number 2334 trandlated into a hexadecimal
number. After that each element of the IP address 155. 2. 193. 12 istrandated into a
hexadecimal number. Thusthe 155 becomes 9B, 2 becomes 02 and so on.

See Also  bui | d_dgw(1), dmadmi n(1), t nboot (1), t nshut down(1), DMADM5), dmi oadcf (1),
dmunl oadcf (1), GADM5), GWrDovAl N(5), BEA Tuxedo Domains Guide, BEA
Tuxedo Administrator’s Guide, BEA Tuxedo Programmer’s Guide
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Name

Description

Limitations

Generic Event
Reporting Fields

EVENTS—list of system-generated events

The System Event Monitor feature detects and reports certain predefined events,
primarily failures, that a system operator should be aware of. Each event report is al
FML32 buffer containing generic fields that describe the event plus other fields that
describe the object associated with the event.

This reference page first defines the generic event reporting fields, and then lists all
events detected in the current BEA Tuxedo system release.

Event reporting is currently limited to classes definetinMm B(5). Event reporting
uses the MIB information base. SaeB(5) andTM M B(5) for a definition and the
availability of “local attributes” and be aware that the availability of a local attribute
depends on the state of communication within the application's network.

TA OPERATI ON: stri ng
The literal string EvVT", which identifies this buffer as an event report
notification.

TA EVENT_NAME: string
A string that uniquely identifies this event. All system-generated events begin
with ". Sys".

TA _EVENT_SEVERI TY: stri ng
The string ERROR", "WARN", or "I NFQ', to indicate the severity of this event.

TA EVENT_LM D: string
A string identifying the machine where the event was detected.

TA_EVENT_TI ME: / ong
A long integer containing the event detection time, in seconds, according to
the clock on the machine where detection took place.

TA _EVENT_USEC: | ong
A long integer containing the event detection time, in microseconds,
according to the clock on the machine where detection took place. While the
units of this value will always be microseconds, the actual resolution depends
on the underlying operating system and hardware.

TA_EVENT_DESCRI PTI ON: stri ng
A one-line string summarizing the event.
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Event Lists

TA CLASS: string
The class of the object associated with the event. Depending on TA_CLASS,
the event notification buffer will contain additional fields specific to an object
of thisclass.

TA _ULOGCAT: stri ng
Catal og name from which the message was derived, if any.

TA_ULOGVSGNUM num
Catal og message number, if the message was derived from a catalog.

T_ACLPERM Event List

. SysAcl Perm
INFO . SysACLPerm system ACL perni ssion change

T_DOVAI NEvent List

.SysResour ceConfig
INFO . SysResourceConfig: systemconfiguration change

T_GROUP Event List

.SysGroupSt at e
INFO .SysGoupState: system configuration change

T_MACH NE Event List

.SysMachi neBr oadcast
WARN: . SysMachi neBroadcast: %A LM D broadcast delivery
failure

.SysMachi neConfi g
INFO . SysMachi neConfig: %A LM D configuration change

.SysMachi neFul | Maxaccesser s
WARN: . SysMachi neFul | Maxaccessers: %A LM D capacity limt

.SysMachi neFul | Maxconv
WARN: . SysMachi neFul | Maxconv: %A LMD capacity limt

.SysMachi neFul | Maxgtt
WARN: . SysMachi neFul | Maxgtt: %A LMD capacity limt

.SysMachi neFul | Maxwscl i ent s
WARN: . SysMachi neFul | Maxwsclients: %A LMD capacity limt
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.SysMachi neMsgq
WARN: . SysMachi neMsgq: %A LM D nessage queue bl ocki ng

.SysMachi nePartitioned
ERROR. . SysMachi nePartitioned: %9A LMD is partitioned

.SysMachi neSl ow
WARN: . SysMachi neSl ow. %A LM D sl ow respondi ng to DBBL

.SysMachi neSt at e
I NFO . SysMachineState: %A LMD state change to %A STATE

.SysMachi neUnpartiti oned
ERROR. . SysMachi nePartitioned: %9A LMD is unpartitioned

T_BRI DGE Event List

.SysNet wor kConfi g
I NFO . SysNetwor kConfig: %A LMD 0]->%A LM D[ 1]
configuration change

.SysNet wor kDr opped
ERROR. . SysNet wor kDr opped: %A LM D[ 0] ->%TA LM D 1]
connecti on dr opped

.SysNet wor kFai | ure
ERROR. . SysNetwor kFai lure: %A LM D[ 0] ->%TA LM D] 1]
connection failure

.SysNet wor kFI ow
WARN: . SysNet wor kFl ow. 9%9A LM O 0] ->%TA LM O 1] fl ow control

.SysNet wor kSt at e
I NFO . SysNetworkState: %A LM D 0]->%TA LM D[ 1] state
change to %A _STATE

T_SERVER Event List

.SysServer Cl eani ng
ERROR. . SysServer Cl eani ng: %A SERVERNAME, group Y9A SRVGRP,
id %A SRVI D server cleaning

.SysServer Confi g
I NFO . SysServer Confi g: %A SERVERNAME, group %A SRVGRP, id
%A _SRVI D configuration change
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.SysServer D ed
ERROR: . SysServerDi ed: %A SERVERNAMVE, group %A SRVGRP, id
%A SRVI D server died

.SysServerlnit
ERROR: . SysServerlnit: %A SERVERNAVE, group %A SRVGRP, id
9%0A SRVID server initialization failure

.SysSer ver Maxgen
ERROR: . SysServer Maxgen: %A SERVERNAME, group %A SRVGRP,
id 9%9A SRVID server exceeded MAXCGEN restart limt

.SysServer Restarting
ERROR: . SysServerRestarting: %A SERVERNAME, group
YTA SRVGRP, id %A SRVID server restarting

.SysServer St at e
INFO . SysServer State: %A SERVERNAVE, group %A SRVGRP, id
%A SRVID state change to %A _STATE

.SysSer ver Tpexi t
ERROR: . SysServer Tpexit: %A SERVERNAME, group %A SRVGRP,
id %A SRVID server requested TPEXI T

T_SERVI CE Event List

. SysSer vi ceTi neout
ERROR: . SysServi ceTi neout: %A SERVERNAME, group %A SRVGRP,
id 9%9A SRVID server killed due to a service tine-out

T_CLI ENT Event List

.SysClientConfig
INFO . SysdientConfig: User %A USRNAVE on %A LMD
configuration change

.SysC i entD ed
WARN: . Sysd ientDied: User %A USRNAME on %A LMD client
di ed

.SysCli ent Security
WARN: . SysdientSecurity: User %A USRNAME on %A LMD
aut hentication failure

SysClientState
INFO .SysCientState: User %A USRNAME on %A LMD state
change to %9A STATE
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T_TRANSACTI ON Event List

.SysTransacti onHeuri sti cAbort
ERROR . SysTransacti onHeuristi cAbort: Transacti on %9A GIRI D
in group %A GRPNO

.SysTransacti onHeuri sti cCommi t
ERROR. . SysTransactionHeuristi cCommt: Transaction
%A GTRID in group %A GRPNO

T_EVENT Event List

.SysEvent Del i very
ERROR . SysEvent Del i very: System Event Monitor delivery
failure on %9A LMD

.SysEvent Fai |l ure
ERROR . SysEvent Fai l ure: System Event Monitor subsystem
failure on %9A LMD

Files  ${TUXDI R}/ udat aobj / evt _ni b

See Also M B(5), TM_M B(5)
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EVENT_MIB(5)

Name

Synopsis

Description

FML32 Field
Tables

EVENT_M B—BEA Tuxedo Event Broker Management Information Base

#i ncl ude <tpadm h>
#i ncl ude <fml 32. h>
#i ncl ude <evt_m b. h>

The BEA Tuxedo Event Broker MIB defines the set of classes through which the Event
Broker can be managed.

EVENT_M B(5) should be used in combination with the generic MIB reference page,

M B(5), to format administrative requests and interpret administrative replies. Requests
formatted as described im B(5) and a component MIB reference page may be used to
request an administrative service using any one of a number of existing ATMI
interfaces in an active application.

EVENT_M B consists of the following classes:

Table 0-10 EVENT_MIB Classes

Class Name Attributes

T_EVENT_CLI ENT Subscriptions that trigger unsolicited notification
T_EVENT_COMVAND Subscriptions that trigger system commands
T_EVENT_QUEUE Subscriptions for queue-based notification
T_EVENT_SERVI CE Subscriptions for server-based notification
T_EVENT_USERLOG Subscriptions for writing user | og messages

Each object in these classes represents a single subscription request.

The field table for the attributes described in this reference page is found in the file
udat aobj / evt _mi b (relative to the root directory of the BEA Tuxedo system
software). The directory{ TUXDI R} / udat aobj should be included by the application

in the colon-separated list specified by #h&TBLDI R32 environment variable and the
field table namevt _ni b should be included in the comma-separated list specified by
the FI ELDTBLS32 environment variable.
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T _EVENT _CLIENT Class Definition

Overview  TheT_EVENT_CLI ENT classrepresentsaset of subscriptions registered with the Event
Broker for client-based notification.

When an event isdetected, itiscomparedtoeach T_EVENT_CLI ENT object. If the event
name matchesthevaluein TA_EVENT_EXPR and the optional filter ruleistrue, then the
event buffer is sent to the specified client’s unsolicited message handling routine.

Attribute Table

Table0-11 T_EVENT_CLIENT Class Definition Attribute Table

Attribute Type | Permissions | Values Default
TA_EVENT_EXPR(r) string | R-R--R-- string[1...255] N/A
TA_EVENT_FILTER(k) string | R-R--R-- string[1...255] none
TA_EVENT_FILTER_BINARY(K) | carray | R--R--R-- carray[1...64000] | none
TA_STATE(r) string | R-XR-XR-x GET:"{ACT}" N/A

SET:"{NEW | NV}" N/A

TA_CLIENTID(r) string | R—-R--R-- string[1...78] N/A
(k) - akey field for object retrieval

(r) - thefieldis required when a new object is created

Check M B(5) for an explanation of Permissions.

Attribute  TA_EVENT_EXPR: string[1...255]
Semantics Event pattern expression. This expression, inr econp(3) format, controls
which event names match this subscription.

TA EVENT_FILTER string[1...255]
Event filter expression. This expression, if present, is evaluated with respect
to the posted buffer’s contents. It must evaluate to TRUE or this subscription
is not matched.

TA_EVENT_FI LTER BI NARY: carray/[ 1. .. 64000]
Event filter expression, in binary (carray) format. Same as
TA_EVENT_FI LTER, but may contain arbitrary binary data. Only one of
TA _EVENT_FI LTEROr TA_EVENT_FI LTER_BI NARY may be specified.
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TA_STATE:

GET: ACTive
A GET operation will retrieve configuration information for the
matching T_EVENT_CLI ENT object(s).

SET: {NEW I Nval i d}
A SET operation will update configuration information for the
T_EVENT_CLI ENT object. Thefollowing statesindicate the meaning
of aTA STATE set in a SET request. States not listed may not be set.

NEW Create T_EVENT_CLI ENT object. Successful return
leaves the object in the ACTi ve state.

INValid Delete T_EVENT_CLI ENT object. Successful return
leavesthe object in the | Nval i d state.

TA CLIENTI D string[1...78]

Send an unsolicited notification message to this client when amatching event
is detected.
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T EVENT _COMMAND C(lass Definition

Overview  The T_EVENT_COVMAND class represents a set of subscriptions registered with the
Event Broker that trigger execution of system commands. When an event is detected,
it iscompared to each T_EVENT_COMVAND object. If the event name matches the value
inTA_EVENT_EXPRand theoptional filter ruleistrue, then the event buffer isformatted
and passed to the system’s command interpreter.

Attribute Table

Table0-12 T_EVENT_COMMAND Class Definition Attribute Table

Attribute Type | Permissions | Values Default
TA_EVENT_EXPR(r) string | R-------- string[1...255] N/A
TA_EVENT_FILTER(k) string | R-------- string[1...255] none
TA_EVENT_FILTER BINARY(k) | carray | R-------- carray[1...64000] | none
TA_STATE(r) string | R-X------ GET:"{ACT}" N/A

SET:"{NEW | NV}" N/A

TA_COMMAND(r) string | Re------- string[1...255] N/A
(k) - akey field for object retrieval

(r) - thefield is required when a new object is created

Check M B(5) for an explanation of Permissions.

Attribute  TA_EVENT_EXPR: string[1...255]
Semantics Event pattern expression. This expression, in r econp(3) format, controls
which event names match this subscription.

TA EVENT_FILTER string[1...255]
Event filter expression. This expression, if present, is evaluated with respect
to the posted buffer’s contents. It must evaluate to TRUE or this subscription
is not matched.

TA_EVENT_FI LTER BI NARY: carray/[ 1. .. 64000]
Event filter expression, in binary (carray) format. Same as
TA_EVENT_FI LTER, but may contain arbitrary binary data. Only one of
TA _EVENT_FI LTEROr TA_EVENT_FI LTER_BI NARY may be specified.
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TA_STATE:

CET: ACTive

A GET operation will retrieve configuration information for the
matching T_EVENT_COMVAND object(s).

SET: {NEW I Nval i d}
A SET operation will update configuration information for the
T_EVENT_COMMAND object. The following statesindicate the

meaning of a TA_STATE set in a SET request. States not listed may
not be set.

NEW Create T_EVENT_COVVAND object. Successful return
leaves the object in the ACTi ve state.

INValid Delete T_EVENT_COVMAND object. Successful return
leavesthe object in the | Nval i d state.

TA_COMVAND: st ri ng[ 1. . . 255]

Executethis system command when an event matching this object isdetected.
For UNIX system platforms, the command is executed in the background
using syst en(3).
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T _EVENT _QUEUE Class Definition

Overview  The T_EVENT_QUEUE class represents a set of subscriptions registered with the Event
Broker for queue-based notification. When an event is detected, it is compared to each
T_EVENT_QUEUE object. If the event name matchesthe value in TA_ EVENT_EXPR and
the optional filter rule istrue, then the event buffer is stored in the specified reliable

queue.

Attribute Table

Table0-13 T_EVENT_QUEUE Class Definition Attribute Table

Attribute Type | Permissions | Values Default
TA_EVENT_EXPR( r ) string | R-X------ string[1...255] N/A
TA EVENT _FILTER( k ) string | R-X------ string[1...255] none
TA_EVENT_FI LTER BI NARY( k | carray | R-x------ carray[1...64000] | none
)

TA STATE( r ) string | R-X------ CET:"{ACT}" N/A

SET:"{NEW | NV}" N/A

TA QSPACE( r ) string | R-X------ string[1...15] N/A
TA ONAMVE( r ) string | R-X------ string[1...15] N/A
TA QCTL_QTCP short | R-X------ short 0
TA_QCTL_BEFOREMSG D short | R-Xe---—- short 0
TA QCTL_QTI ME_ABS short | R-X------ short 0
TA_QCTL_QTI ME_REL short | R-X------ short 0
TA_QCTL_DEQ TI ME short | Roxtemmev short 0
TA_QCTL_PRI ORI TY short | Roxteeeeee short 0
TA_QCTL_MSG D String | Rexee-—o- string[1...31] none
TA QCTL_CORRID( k ) String | Rexe—oo- string[1...31] none
TA_QCTL_REPLYQUEUE string | Rexeeeeo- string[1...15] none
TA_QCTL_FAI LUREQUEUE string | Rexe---- string[1...15] none
TA_EVENT_PERSI ST short | R-X------ short 0
TA_EVENT_TRAN short | R-X------ short 0
(k) - akey field for object retrieval

(r) - thefield is required when a new object is created

Check M B(5) for an explanation of Permissions.
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Attribute  TA_EVENT_EXPR: string[1...255]
Semantics Event pattern expression. This expression, in r econp(3) format, controls
which event names match this subscription.

TA EVENT_FILTER: string[1...255]
Event filter expression. This expression, if present, is eval uated with respect
to the posted buffer’s contents. It must evaluate to TRUE or this subscription
is not matched.

TA_EVENT_FI LTER BI NARY: carray/[ 1. .. 64000]
Event filter expression, in binary (carray) format. Same as
TA_EVENT_FI LTER, but may contain arbitrary binary data. Only one of
TA_EVENT_FI LTEROr TA_EVENT_FI LTER_BI NARY may be specified.

TA_STATE:

CGET: ACTive
A GET operation will retrieve configuration information for the
matching T_EVENT_QUEUE object(s).

SET: {NEW I Nval i d}
A SET operation will update configuration information for the
T_EVENT_QUEUE object. The following states indicate the meaning
of aTA STATE set in aSET request. States not listed may not be set.

NEW Create T_EVENT_QUEUE object. Successful return
leaves the object in the ACTi ve state.

INvalid Delete T_EVENT QUEUE object. Successful return
leavesthe object in the | Nval i d state.

TA QSPACE: string[1...15]
Enqueue a notification message to areliable queue in this queue space when
amatching event is detected.

TA QNAMVE: string[1...15]
Enqueue a notification message to thisreliable queue when a matching event
is detected.
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TA QCTL_QTOP: short
Thisvalue, if present, is passed in to TPQCTL control structure of
t penqueue(3) to request notification viathe /Q subsystem with the message
to be placed at the top of the queue.

TA_QCTL_BEFOREMSA D: short
Thisvalue, if present, is passed intot penqueue(3)’s TPQCTL control
structure to request notification via the /Q subsystem with the message to be
placed on the queue ahead of the specified message.

TA_QCTL_QTI ME_ABS: short
Thisvalue, if present, is passed intot penqueue(3)’s TPQCTL control
structure to request notification via the /Q subsystem with the message to be
processed at the specified time.

TA _QCTL_QTI ME_REL: short
Thisvalue, if present, is passed in tot penqueue(3)’s TPQCTL control
structure to request notification via the /Q subsystem with the message to be
processed rel ative to the dequeue time.

TA _QCTL_DEQ TI ME: short
Thisvalue, if present, is passed in tot penqueue(3)’s TPQCTL control
structure.

TA QCTL_PRI ORI TY: short
Thisvalue, if present, is passed in tot penqueue(3)’s TPQCTL control
structure.

TA QCTL_MSG D: string[1...31]
Thisvalue, if present, is passed in tot penqueue(3)’s TPQCTL structure.

TA QCTL_CORRI D: string[1...31]
Thisvalue, if present, is passed intot penqueue(3)’s TPQCTL control
structure.

TA QCTL_REPLYQUEUE: string[1...15]
Thisvalue, if present, is passed intot penqueue(3)’s TPQCTL control
structure.

TA QCTL_FAI LUREQUEUE: string[1. .. 15]
Thisvalue, if present, is passed intot penqueue(3)’s TPQCTL control
structure.
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TA_EVENT_PERSI ST: short
If non-zero, do not cancel this subscription if the designated queue is no
longer available.

TA_EVENT_TRAN: short
If non-zero and the client’st ppost (3) call istransactional, include the
t penqueue(3) call in the client’s transaction.
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T _EVENT SERVICE Class Definition

Overview  The T_EVENT_SERVI CE class represents a set of subscriptions registered with the
Event Broker for service-based notification. When an event is detected, it is compared
to each T_EVENT_SERVI CE object. If the event name matches the valuein
TA_EVENT_EXPR and the optional filter rule istrue, then the event buffer is sent to the
specified BEA Tuxedo service routine.

Attribute Table

Table0-14 T_EVENT_SERVICE Class Definition Attribute Table

Attribute Type | Permissions | Values Default
TA_EVENT_EXPR( r ) string | R-R--R-- string[1...255] N/A
TA EVENT_FILTER( k ) string | R--R--R-- string[1...255] none
TA_EVENT_FILTER BINARY( k | caray | R-R-R-- carray[ 1. ..64000] | pone
)

TA_SERVI CENAME( 1 ) string | R-R--R-- string[1...15] N/A
TA EVENT_PERSI ST short | R-XR-XR-X short 0
TA EVENT_TRAN short | R-XR-xR-X short 0
(k) - akey field for object retrieval

(r) - thefield is required when a new object is created

Check M B(5) for an explanation of Permissions.

Attribute  TA_EVENT_EXPR: string[1...255]
Semantics Event pattern expression. This expression, in r econp(3) format, controls
which event names match this subscription.

TA EVENT_FILTER string[1...255]
Event filter expression. This expression, if present, is evaluated with respect
to the posted buffer’s contents. It must evaluate to TRUE or this subscription
is not matched.

TA_EVENT_FI LTER BI NARY: carray/[ 1. .. 64000]
Event filter expression, in binary (carray) format. Same as
TA_EVENT_FI LTER, but may contain arbitrary binary data. Only one of
TA EVENT_FI LTEROr TA_EVENT_FI LTER_BI NARY may be specified.
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TA_STATE:

GET: ACTive
A GET operation will retrieve configuration information for the
matching T_EVENT_SERVI CE object(s).

SET: {NEW I Nval i d}
A SET operation will update configuration information for the
T_EVENT_SERVI CE object. The following statesindicate the
meaning of a TA_STATE set in a SET request. States not listed may
not be set.

NEW Create T_EVENT_SERVI CE object. Successful return
leaves the object in the ACTi ve state.

INValid Delete T_EVENT_SERVI CE object. Successful return
leavesthe object in the | Nval i d state.

TA_SERVI CENAME: string[1. .. 15]
Call this BEA Tuxedo service when amatching event is detected.

TA_EVENT_PERSI ST: short
If non-zero, do not cancel thissubscription if the TA_ SERVI CENAME serviceis
no longer available.

TA_EVENT_TRAN: short
If non-zero and the client’st ppost (3) call istransactional, include the
TA_SERVI CENAME service call in the client’s transaction.
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T _EVENT USERLOG (lass Definition

Overview  The T_EVENT_USERLOG class represents a set of subscriptions registered with the
Event Broker for writing system user | og(3) messages. When an event is detected, it
iscompared to each T_EVENT_USERLOGobject. If the event name matchesthevaluein
TA_EVENT_EXPR and the optional filter rule is true, then the event buffer is formatted
and passed to BEA Tuxedo’s user | og(3) function.

Attribute Table
Table0-15 T_EVENT_USERL OG Class Definition Attribute Table
Attribute Type | Permissions | Values Default
TA_EVENT_EXPR( r ) string | R-R----- string[1...255] N/A
TA EVENT _FILTER( k ) string | R-R----- string[1...255] none
TA_EVENT_FI LTER BI NARY( k | carray | R—-R---- carray[1...64000] | none
)
TA STATE( r ) string | R-XR-x--- CET:"{ACT}" N/A
SET:"{NEW | NV}" N/A
TA_USERLOE r ) string | R--R----- string[1...255] N/A
(k) - akey field for object retrieval
(r) - thefield is required when a new object is created

Check M B(5) for an explanation of Permissions.

Attribute  TA_EVENT_EXPR: string[1...255]
Semantics Event pattern expression. This expression, in r econp(3) format, controls
which event names match this subscription.

TA EVENT_FILTER string[1...255]
Event filter expression. This expression, if present, is evaluated with respect
to the posted buffer’s contents. It must evaluate to TRUE or this subscription
is not matched.

TA_EVENT_FI LTER BI NARY: carray/[ 1. .. 64000]
Event filter expression, in binary (carray) format. Same as
TA_EVENT_FI LTER, but may contain arbitrary binary data. Only one of
TA _EVENT_FI LTEROr TA_EVENT_FI LTER_BI NARY may be specified.
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TA_STATE:

GET: ACTive
A GET operation will retrieve configuration information for the
matching T_EVENT_USERL OG object(s).

SET: {NEW I Nval i d}
A SET operation will update configuration information for the
T_EVENT_USERLOG object. The following statesindicate the
meaning of a TA_STATE set in a SET request. States not listed may
not be set.

NEW Create T_EVENT_USERLOG object. Successful return
leaves the object in the ACTi ve state.

INValid Delete T_EVENT_USERLOG object. Successful return
leavesthe object in the | Nval i d state.

TA USERLOG: string[1...255]
Write auser | og(3) message when a matching event is detected.

Files  ${TUXDI R}/ udat aobj/evt _ni b ${TUXDI R}/incl ude/evt_mib.h

See Also  EVENTS(5), TM_M B(5)
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Ferror(5)

Name

Synopsis

Description

Ferror, Ferror32—BEA Tuxedo system FML error codes

#include “fml.h”
#include “fml32.h”

The numerica value represented by the symbolic name of an error condition is
assigned to Ferror  for errorsthat occur when executing many FML library routines.

Thename Ferror  expands to amodifiable / val ue that hastypeint , the value of
which is set to a positive error number by several FML library routines. Ferror need
not be the identifier of an object; it might expand to amodifiable / val ue resulting
from afunction call. It is unspecified whether Ferror  isamacro or an identifier
declared with external linkage. If atperrno  macro definition is suppressed to access
an actual object, or if a program defines an identifier with the name Ferror , the
behavior is undefined.

Thereference pages for FML routines list possible error conditions for each routine
and the meaning of the error in that context. The order in which possible errors are
listed is not significant and does not imply precedence. The value of Ferror  should be
checked only after an error has been indicated; that is, when the return value of the
component indicates an error and the component definition specifies that tperrno  be
set. An application that checksthe value of Ferror must includethefml.h  header file.

Ferror32 providesasimilar capability for usersof fml32 routines. An application that
checks the value of Ferror32  must include the fmi32.n  header file.

Thefollowing list shows error codes that may be returned by FML and FML32
routines.

#define FMINVAL O /* bottom of error message codes */
#define FALIGNERR 1 /* fielded buffer not aligned */
#define FNOTFLD 2 /* buffer not fielded */

#define FNOSPACE 3 /* no spacein fielded buffer */
#define FNOTPRES 4 /* field not present */

#define FBADFLD 5 /* unknown field number or type */
#define FTYPERR 6 /* illegal field type */

#define FEUNIX 7 /* unix system call error */

#define FBADNAME 8 /* unknown field name */
#define FMALLOC 9 /* malloc failed */

#define FSYNTAX 10 /* bad syntax in boolean expression */
#define FFTOPEN 11 /* cannot find or open field table */
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Usage

See Also

#define FFTSYNTAX 12 /* syntax error in field table */

#define FEINVAL 13 /* invalid argument to function */

#define FBADTBL 14 /* destructive concurrent accessto field table */
#define FBADVIEW 15 /* cannot find or get view */

#define FVFSYNTAX 16 /* bad viewfile*/

#define FVFOPEN 17 /* cannot find or open viewfile */

#define FBADACM 18 /* ACM contains negative value */

#define FNOCNAME 19 /* cname not found */

Some routines do not have an error return value. Because no routine sets Fer r or to
zero, an application can set Fer r or to zero, call aroutineand then check Fer r or again
to seeif an error has occurred.

In DOS and OS/2 environments, this variable is known as FMLer r or .

See the ERRORS section of the individual FML library routines for a more detailed
description of the meaning of the error codes returned by each routine.

Fi ntro(3fml),intro(3c), tpstrerror(3c),tperrordetail (3c),
tpstrerrordetail (3c), F_error (3fml)
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field_tables(5)

Name

Description

Field Identifiers

Field Mapping

Field Table Files

fiel d_tabl es—FML mapping files for field names

The Field Manipulation Language functions implement and manage fielded buffers.
Each field in a fielded buffer is tagged with an identifying integer. Fields that can
variable in length (for example, a string) have an additional length modifier. The buffer
then consists of a series of numeric-identifier/data pairs and
numeric-identifier/length/data triples.

The numeric-identifier of a field is called its "field identifier" (fldid), and is typedef'd
by FLDI D. A field is named by relating an alphanumeric string (the name¥itdia@
in a field table.

The original FML interface supports 16-bit field identifiers, field lengths, and buffer
sizes. A newer 32-bit interface, FML32, supports larger identifiers, field lengths, and
buffer sizes. All types, function names, etc., are suffixed with 32 (for example, the fielc
identifier type definition is=LDI D32).

FML functions allow field values to be typed. Currently supported types include char,
string, short, long, float, double, and character array. Constants for field types are
defined inf ni . h (fmI32.h for FML32). So that fielded buffers can be truly
self-describing, the type of a field is carried along with the field by encoding the field
type in the FLDID. Thus, a FLDID is composed of two elements: a field type, and a
field number. Field numbers must be above 100; the numbers 1-100 are reserved fc
system use.

For efficiency, it is desirable that the field name to field identifier mapping be available
at compile time. For utility, it is also desirable that these mappings be available at rut
time. To accommodate both these goals, FML represents field tables in text files, an
provides commands to generate corresponding C header files. Thus, compile time
mapping is done by the C preprocesspp, by the usuatdef i ne macro. Run-time
mapping is done by the functieéhdi d(\ |) ( Fldid32(\]) for FML32), which maps its
argument, a field name, to a field identifier by consulting the source field table files.

Files containing field tables have the following format:
m Blank lines and lines beginning with # are ignored.

m Lines beginning with $ are ignored by the mapping functions but are passed
through (without the $) to header files generateeisy dhdr (1) (the command
name isvkf | dhdr 32 for FML32). For example, this would allow the application
to pass C commentshat strings, etc. to the generated header file.
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Conversion of
Field Tables to
Header Files

Environment
Variables

m Linesbeginning with the string * base contain a base for offsetting subsequent
field numbers. This optiona feature provides an easy way to group and
renumber sets of related fields.

m Linesthat don't begin with either * nor # should have the form:
nane rel - nunmb type

where:
e nane istheidentifier for the field. It should not exceed cpp restrictions.

e rel - numb istherelative numeric value of the field. It is added to the current
base to obtain the field number of the field.

e type isthetype of thefield, and is specified as one of: char, string, short,
long, float, double, carray.

Entries are white-space separated (any combination of tabs and spaces).

The command nkf | dhdr (or mkf I dhdr 32) converts afield table, as described above,
into afile suitable for processing by the C compiler. Each line of the generated header
fileis of the form:

#define name fldid

wherenane isthenameof thefield, and f I di d isitsfield identifier. Thefield identifier
includes the field type and field number, as previously discussed. The field number is
an absolute number, that is, base + rel-number. The resulting file is suitable for
inclusion in a C program.

Functions such as Fl di d(), which access field tables, and commands such as

nkf | dhdr (1) and vuf or (1), which use them, both need the shell variables
FLDTBLDI Rand FI ELDTBLS (FLDTBLDI R32 and FI ELDTBLS32 for FML 32) to specify
the source directories and files, respectively, from which the in-memory version of
field tables should be created. FI ELDTBLS specifies a comma-separated list of field
table filenames. If FI ELDTBLS hasno value, f | d. t bl isused asthe name of the field
table file. The FLDTBLDI R environment variable is a colon-separated list of
\%directoriesin which to look for each field table whose name is not an absolute
pathname. (The search for field tablesis very similar to the search for executable
commands using the PATH variable.) If FLDTBLDI Ris not defined, it is taken to be the
current directory. Thus, if FI ELDTBLS and FLDTBLDI Rare not set, the default isto take
f1d.tbl from the current directory.
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The use of multiple field tables is a convenient way to separate groups of fields, such
as groups of fieldsthat exist in a database from those which are used only by the
application. However, in genera field names should be unique across all field tables,
since such tables are capable of being converted to C header files (by the nkf | dhdr
command), and identical field names would produce a compiler name conflict
warning. In addition, the function FI di d, which mapsanameto aFLDI D, does so by
searching the multiple tables, and stops upon finding the first successful match.

Example  Thefollowingis asample field table in which the base shifts from 500 to 700:
# enpl oyee ID fields are based at 500
*pase 500
#nane rel-nunb type conment
Hemmm e e e oo e e e e e -
EMPNAM 1 string enp’'s nane
EMPID 2 | ong enp’s id
EMPIOB 3 char job type: DMF or T
SRVCDAY 4 carray service date
# address fields are based at 700
*pbase 700
EMPADDR 1 string street address
EMPCITY 2 string city
EMPSTATE 3 string state
EMPZIP 4 | ong zi p code
The associated header file would be
#def i ne EMPADDR ((FLDI D)41661) /* nunmber: 701 type: string */
#define EMPCITY ((FLDI D)41662) /* number: 702 type: string */
#def i ne EMPID ((FLDI D)8694) [/* nunber: 502 type: long */
#define EMPJOB  ((FLDI D) 16887) /* nunber: 503 type: char */
#defi ne EMVPNAM  ((FLDI D) 41461) /* nunber: 501 type: string */
#def i ne EMPSTATE ((FLDI D)41663) /* number: 703 type: string */
#define EMPZIP  ((FLD D)8896) /* nunber: 704 type: long */
#def i ne SRVCDAY  ((FLDI D)49656) /* nunber: 504 type: carray */

See Also  nkf 1 dhdr (1), BEA Tuxedo FML Programmer’s Guide
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Name

Synopsis

Description

Portability

Interoperability

GMDM—Domains gateway administrative server

GMDM SRVGRP = "identifier" SRVID = "nunber" REPLYQ = "N'
CLOPT = "-A-- [-a{ on]| off } ] [-t { on]| off } ]"

The gateway administrative serveDM) is a BEA Tuxedo system-supplied server
that provides administrative functions for a Domains gateway group.

GnabMshould be defined in tH&ERVERS section of theJBBCONFI G file as a server
running within a particular gateway group, thatSRyGRP must be set to the
correspondin@RPNAME tag specified in theROUPS section. ThesVRI D parameter is

also required and its value must consider the maximum number of gateways allowed
within the gateway group.

There should be only one instance @ve&DMper Domains gateway group, and it
shouldNOT be part of the MSSQ defined for the gateways associated with the group.
Also, GwaDMshould have thBEPL YQattribute set to\.

TheCLOPT option is a string of command-line options that is passed tagmwhen
it is booted. This string has the following format:

CLOPT="-A -- gateway group run-time paraneters>"
The following run-time parameters are recognized for a gateway group:

-af{on|off}
This option turnsf f oron the audit log feature for this local domain. The
defaultisof f . Thedmadni n program can be used to change this setting while
the gateway group is running (s#eadni n(1)).

-t {on|off}
This option turnsf f oron the statistics gathering feature for the local
domain. The default isf f . Thedmadni n program can be used to change this
setting while the gateway group is running (deedni n(1)).

TheGnabMserver must be booted before the corresponding gateways.

GMDMiIs supported a BEA Tuxedo system-supplied server on UNIX system operating
systems.

GmDMmust be installed on a BEA Tuxedo system Release 4.2.1 or later; other
machines in the same domain with an Release 4.2.2 gateway can be Release 4.1 or
later.
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Examples

See Also

Thefollowing example illustrates the definition of the administrative server in the
UBBCONFI Gfile.

#

* CROUPS
DVADMGRP GRPNC=1
gwgrp GRPNO=2
#

* SERVERS

DVADM SRVGRP="DMADMGRP" SRVI D=1001 REPLY(Q=N RESTART=Y GRACE=0

GWADM SRVGRP="gwgr p" SRVI D=1002 REPLYQ=N RESTART=Y GRACE=0
CLOPT="-A -- -a on -t on"

GWIDOVAI N SRVGRP="gwgr p" SRVI D=1003 RQADDR="gwgr p" REPLYQ=Y

RESTART=Y M N=1 MAX=1

dmadni n(1),t mboot (1), dnconf i g(5), DMADM5), ser vopt s(5), ubbconf i g(5), BEA
Tuxedo Domains Guide, BEA Tuxedo Administrator’s Guide
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Name

Synopsis

Description

Examples

See Also

GATDOVAI N—BEA Tuxedo system domain gateway process

GATDOMAI NSRVGRP = "i dent i fi er" SRVI D = "nunmber" RQADDR = "queue_nane"
REPLYQ= N RESTART =Y [MAXGEN = val ue] [GRACE = val ue]

GATDOMAI Nis the domain gateway process that provides interdomain communication.
GATDOVAI N processes comunicate with otf@rDOMAI N processes in remote
domains.

Domain gateways are described in $8RVERS section of theJBBCONFI Gfile and the
BDMOONFI Gfile. Domain gateways must be always associated with a particular group,
that is,SRVGRP must be set to the correspond®RPNAME tag specified in theROUPS
section. ThesVRI D parameter is also required and its value must consider the
maximum number of gateways allowed within the domain group REBEART

parameter should be setYoTheREPLYQ parameter should be setNo

The GATDOMAI N process must be in the same group assi®M5) process, with the
anDMlisted first. MultipleGATDOMAI N processes can be configured for a domain; each
must be configured in a different BEA Tuxedo group.

The following example shows the definition of a Domains gateway group in the
UBBCONFI Gfile.

* GROUPS

DVADMGRP LM D=machl GRPNO=1

gwgrp LM D=nmachl GRPNO=2

* SERVERS

DVADM SRVGRP="DMADMGRP" SRVI D=1001 REPLYQ=N RESTART=Y MAXGEN=5
GRACE=3600

GWADM SRVGRP="gwgr p" SRVI D=1002 REPLYQ=N RESTART=Y MAXGEN=5
GRACE=3600

GATDONVAI N SRVGRP="gwgr p" SRVI D=1003 RQADDR="gwgr p" REPLYQ=N
RESTART=Y MAXGEN=5 GRACE=3600

See also thexAMPLES section ofubbconf i g(5) anddnconfi g(5).

DMADM5), dntonf i g(5), GMDM5), ser vopt s(5),t madni n(1), t mboot (1),
ubbconf i g(5), BEA Tuxedo Domains Guide, BEA Tuxedo Administrator's Guide
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GWTUX2TE(5)

Name GWUX2TE, GME2TUX—BEA Tuxedo/BEA TOP END® gateway servers

Synopsis  GWTUX2TE SRVGRP =*i denti fier” SRVID =* nunber”
CLOPT ="-- -f service definition file
[-c TOPEND renote configuration file]
[[R secl[w wait_tine][[-u user nane] [-p password _file]]”

GWTE2TUX SRVGRP =‘i denti fier” SRVID =" nunmber”
CLOPT ="-- -f service definition file
[-c TOPEND renote configuration file]
[-R sec][[-u usernane]l[-g groupnane]]’

Description  GWTUX2TENd GWTE2TUMre gateway servers. GWTUX2TIprovides connectivity
between BEA Tuxedo clients and BEA TOP END servers. GWTE2TUXYrovides
connectivity between BEA TOP END clients and BEA Tuxedo servers. One or both
of these gateway servers may be configured for adomain.

GWTUX2Tnd GWTE2TUdre defined in the SERVERSection of the UBBCONFIJileas
serversrunning within aparticular server group. Therefore, SRVGRPNust be set to the
value of the corresponding GRPNAMBarameter (as specified in the GROUPSection).
The SVRID parameter isalso required. GWTUX2Tind GWTE2TUd low for MIN and MAX
values of gateway instances to be specified. Although the gateway servers are
synchronous, you may use multiple instances to provide better throughput.

CLOPTIs an “umbrella parameter” that passes a set of command-line options to the
gateway servers when the servers are booted. To specify optior2L@#h use the
following format.

CLOPT="-- gateway group_runtine_paraneters”

Thefollowing CLOPToptions are recognized.

-f service definition file
Thisfile lists the services and functions to be advertised by the gateway
server. (Thefile format is described in “Configuration” on page 100 later in
this reference page.)4f isnot specified or if the specifiedfilehasaninvalid
syntax, the gateway server logs an error and exits.

-c TOP_END renote_configuration_file
This file defines the connectivity between the gateway servers and the BEA
TOPEND system. If thisoption isnot specified, $APPDIR/TOPENDRC.cfg is
used, by default, as the configuration file. If there is no configuration file or
if thefile specified has aninvalid syntax, the gateway server logs an error and
exits.
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Programming
Paradigms

-u usernane -p password file
If security is enabled on the BEA TOP END system, then the - u and - p
options should be specified for the GATUX2 TE gateway.

After the- p option, specify thefilethat containsthe password associated with
the user specified by —u. The password file must be in ASCI| format; the
password must be provided on asingleline. To ensure security, thefileshould
be read and write protected; only the BEA Tuxedo administrator should be
granted access.

See “Security” on page 102 for additional information.

-R Retry interval
If the gateway server is unable to establish a connection with the BEA TOP
END system, or if an existing connection is broken, the server will, by
default, retry to establish a connection every 60 seconds. This time interval
(in seconds) may be set to a different value usihgetting —R to O turns off
retry. If you do so and specify RESTART=hen, when aconnection cannot be
established or is broken, the gateway server exits and restarts.

If aconnection tothe BEA TOP END system isnot available, the serviceson
that system are not offered by the gateway server.

-w wait_tine
When the GWTUX2THateway server sends a request to the BEA TOP END
system, it waits for aresponse, by default, for 30 seconds. The —w parameter
allows the waiting time to be specified. Specifying awaiting time of 0
indicates infinite waiting time.
The GWTE2TUateway server does not provide a configurable waiting time,
so normal timeout parameters may be configured in tuxconfig

-u username-—-g groupnamne
If access control lists are being used for BEA Tuxedo services, then both the
-u and -g options should be specified for a GWTE2TUXjateway server. By
default, the gateway uses guest privileges.

The GWTUX2TENd GWTE2TUXjateway Servers support request/response messages
only. The following BEA Tuxedo client API calls for sending and receiving are
alowed:

m tpcall
m tpacall (with or without TPNOREPLYlag)

m tpgetrply
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Buffer Types

Configuration

m tpforward

BEA TOP END servers cannot set the APPL_CONTEXT flag. If thisflagis set, the
gateway server dissolves the BEA TOP END dialog and returns an error
(TPESVCFAI L) to the BEA Tuxedo client.

Thefollowing BEA TOP END client API calls are allowed:
m tp client_send

m tp client_receive

The GWTUX2TE and GWTE2TUX gateway servers support BEA Tuxedo CARRAY
(X_ocCTET) buffers only. Attempts to send other types of buffers from a BEA Tuxedo
application generate an error, which is logged by the gateway server.

The GWTUX2TE and GWTE2TUX gateway servers use the BEA TOP END remote client
and remote server services. GATUX2TE assumestherole of aBEA TOP END client and
makes use of the remote client services. GATE2TUX assumes the role of a BEA TOP
END server and makes use of the remote server services. Therefore, you must provide
aBEA TOP END remote client/server configuration file on any BEA Tuxedo node
running these gateway processes.

BEA TOP END Remote Client/Server Configuration File

The BEA TOP END remote client/server configuration file is described in the BEA
TOP END Remote Client Services Guide; this section provides a brief description of
thefile.

Entriesin this configuration file are formatted as follows.

[top end configuration file]

[ conmponent type] renote server

[ systen] sysnane

[primary node] machi ne_nane portnum

The conmponent type entry should be settorenot e server . The syst ementry
should match the name of the BEA TOP END system. Thepri nary node entry
should be set to the machine name and port number of the BEA TOP END Network
Agent (NA).
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A secondary node may also be specified. This node can be used when a connection to
the primary node cannot be established. If multiple secondary nodes are specified, the
BEA TOP END system uses around robin technique to load balance the connections.
This feature enables multiple instances of a gateway server to connect to different
nodes on the BEA TOP END system, as shown here.

[ secondary node] nachi ne 28001
[ secondary node] nachi ne2 28001

The optional t ar get parameter is aso supported by the GAMTUX2TE and GME2TUX
gateway servers.

The following parameters are not supported by the GATUX2TE and GME2TUX gateway
servers; do not include them in the configuration file.

H shutdown
H codeset

B maxconct x

Each gateway process may connect to only one BEA TOP END system, as specified
by [ systenj inthe TOPENDRC. cf g file. A second gateway process may be configured
to connect to adifferent BEA TOP END system. Usethe CLOPT —c parameter to point
to asecond configuration file.

Service Definition File

The service definition file has the following syntax.

*TE_LOCAL_SERVICES # For Tuxedo services accessible by TOP END clients
Ser vi cename PRODUCT=®r oduct _nanme FUNCTION=funct i on_nane

QUALIFIER=

function_qualifier

*TE_REMOTE_SERVICES # For TOP END services accessible by Tuxedo clients
Ser vi cename PRODUCT=®r oduct _nanme FUNCTION=funct i on_nane

QUALIFIER=

function_qualifier TARGET=t arget nanme

Ser vi cenane indicates the BEA Tuxedo service to be imported
(TE_REMOTE_SERVICEor exported (TE_LOCAL_SERVICH.

While the PRODUC parameter must be specified, the FUNCTION QUALIFIER, and
TARGETparameters are optional. In addition, the TARGETparameter isvalid for
TE_REMOTE_SERVICESNIY.

Y ou can define any service definition file parameter asadefault by using thefollowing
syntax.
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DEFAULT: PRODUCT=pr oduct _nane
All servicesinthe* TE_LOCAL_SERVI CES section must have the same PRODUCT name.

If the FUNCTI ON parameter is not specified, the function name is assumed to be the
service name. If the QUALI FI ERand TARGET parameters are not specified for aservice
entry, no function qualifier or target nameis used for that service.

Refer to the BEA Tuxedo Administrator's Guider information on valid values for
BEA Tuxedo service names. Refer to the BEA TOP END Administrator's Guider
information on valid values for the PRODUCT, FUNCTI ON, QUALI FI ER, and TARGET
parameters.

Limitations ~ The gateways do not support the following:
m  Transactions
m Conversations
m Events
m Unsolicited notifications
m Queues (/Q, RTQ)
m Encryption
m Compression
m Message size above 30K
m Migration
m Formats
m MCCand LMA

Seaurity  Thefollowing table lists the appropriate security settings for various configurations.
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Portability

Interoperability

Examples

Table 0-16 Gateway Server Security

For this Server If... Then. ..
GWUX2TE The BEA TOPEND systemis m Set the username using the - u
configured with authentication. option.

m  Set the password using the
- p option.

m  Protect thisfileusing operating
system protection.

GWIE2TUX The BEA Tuxedo systemis  No action isrequired.
configured with
SECURI TY=APP_PW

USER_AUTH

GWIE2TUX The BEA Tuxedo systemis  Set the username using the - u
configured with option, and the group name,
SECURI TY=ACL, using the —g option.

MANDATORY ACL.

The user nane and gr oupname or user nanme and passwor d specified with CLOPT
must also be entered into the corresponding BEA Tuxedo or BEA TOP END security
database. For the BEA Tuxedo security database, the username is typically created
using t pusr add. The group name is typically created using t pgr padd.

The GATUX2TE and GATE2TUX gateway servers are supported on Windows NT, Sun
Solaris, HP-UX, IBM AIX, and NCR MP-RAS.

The GATUX2TE and GME2TUX gateway servers must run on BEA Tuxedo 6.5 or later.
These gateway serversinteroperate with BEA TOP END 2.05 or later.

The following example shows how gateway servers are defined in the BEA Tuxedo
UBBCONFI Gfileand in the BEA TOP END service definition file.

In this example, a BEA Tuxedo client issuest pcal | to the RSERVI CE service. The
request isforwarded (viathe GATUX2TE gateway) to aBEA TOP END system (pl ut o)
and invokes a BEA TOP END service (RPRODUCT: RFUNC).

Similarly, aBEA TOP END client issuest p_cl i ent _send, specifying LPRODUCT as
the PRODUCT and LFUNC asthe FUNCTI ON. Therequest is forwarded (viathe GATE2 TUX
gateway) to the BEA Tuxedo system and invokes a BEA Tuxedo service (LSERVI CE).
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Listing 0-2 BEA Tuxedo UBBCONFIG File

HHHHHH B HA R
#UBBCONFI G

* CROUPS

TOPENDGRP  GRPNO=1

#

* SERVERS

GWE2TUX SRVGRP="TOPENDGRP" SRVI D=1001 RESTART=Y MAXGEN=3 GRACE=10
CLOPT="-- -f servicedefs -R 30"

GWTUX2TE SRVGRP="TOPENDGRP” SRVID=1002 RESTART=Y MAXGEN=3 GRACE=10
MIN=5 MAX=5
CLOPT="-- -f servicedefs”

Listing 0-3 BEA TOP END Service Definition File

B

#service definition file
*TE_LOCAL_SERVICES
DEFAULT: PRODUCT=LPRODUCT
LSERVICE FUNCTION=LFUNC

*TE_REMOTE_SERVICES
RSERVICE PRODUCT=RPRODUCT FUNCTION=RFUNC

Listing 0-4 BEA TOP END Remote Configuration File

# TOP END remote configuration file

[top end configuration file]

[component type] remote server

[system] pluto

[primary node] topendmach 28001

Note: Remember that the value of port intheprimary node  entry must match the
port number of the BEA TOP END Network Agent.

Software  The following software components are required:
Requirements
m BEA Tuxedo 6.5

m BEA TOPEND 2.05
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Failures A BEA Tuxedo client receives a TPESVCFAI L under any of the following conditions:
m A BEA TOPEND serviceis unreachable.
m A TOP END servicereturns an error.
m The network link to the BEA TOP END system is unavailable.
m A buffer type other than CARRAY or X_OCTET is sent by the BEA Tuxedo client.

A BEA TOP END client receives an error of TP_RESET, with the
TP_EXT_SERVER APPL extended status, under any of the following conditions:

m A BEA Tuxedo serviceis unreachable (for example, because it is suspended).
m A BEA Tuxedo servicetimes out.
m A BEA Tuxedo servicereturns with TPFAI L or TPEXI T.

Note that if a gateway offers a service that is not available on the corresponding
system, the client receives an error (TPESVCFAI L), asindicated above, that is different
from the error returned after alocal service invocation. In the latter case, the client
receives TPENCENT for the BEA Tuxedo system or TP_SERVI CE for the BEA TOP
END system.

See Also  tnboot (1), servopt s(5), ubbconf i g(5), BEA Tuxedo Administrator's Guide, BEA
TOP END Remote Client/Server Services Guide
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langinfo(5)
Name | angi nf o—language information constants

Synopsis  #i ncl ude <l angi nfo. h>

Description  This header file contains the constants used to identify itefnsngf nf o data. The
mode ofitemsis given innl _t ypes(5).

DAY 1

Locale's equivalent of “sunday”
DAY 2

Locale's equivalent of “monday”
DAY_3

Locale's equivalent of “tuesday”
DAY 4

Locale's equivalent of “wednesday”
DAY 5

Locale's equivalent of “thursday”
DAY_6

Locale's equivalent of “friday”
DAY 7

Locale’s equivalent of “saturday”
ABDAY_1

Locale's equivalent of “sun”
ABDAY_2

Locale's equivalent of “mon”
ABDAY_3

Locale's equivalent of “tue”
ABDAY_4

Locale's equivalent of “wed”
ABDAY_5

Locale's equivalent of “thur”
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ABDAY_6
Locale's equivalent of “fri”

ABDAY_7
Locale's equivalent of “sat”

MON 1

Locale's equivalent of “january”
MON 2

Locale's equivalent of “february”
MON_ 3

Locale's equivalent of “march”
MON_4

Locale's equivalent of “april”
MON 5

Locale's equivalent of “may”
MON_6

Locale's equivalent of “june”
MON_7

Locale's equivalent of “july”
MON_8

Locale's equivalent of “august”
MON_9

Locale's equivalent of “september”
MON_10

Locale's equivalent of “october”
MON 11

Locale's equivalent of “november”
MON_ 12

Locale's equivalent of “december”
ABMON_1

Locale's equivalent of “jan”
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ABVON_2
Locale's equivalent of “feb”

ABVON_3
Locale's equivalent of “mar”

ABVON_4
Locale's equivalent of “apr”

ABVON_5
Locale's equivalent of “may”

ABVON_6
Locale's equivalent of “jun”

ABVON_7
Locale's equivalent of “jul”

ABVON_8
Locale's equivalent of “aug”

ABVON_9
Locale's equivalent of “sep”

ABVON_10
Locale's equivalent of “oct”

ABVON_11
Locale's equivalent of “nov”

ABVON_12
Locale's equivalent of “dec”

RADI XCHAR
Locale's equivalent of “.”

THOUSEP
Locale's equivalent of “,”

YESSTR
Locale's equivalent of “yes”

NCSTR
Locale's equivalent of “no”
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See Also

CRNCYSTR
Loca€'s currency symbol

D T_FMI
Locae's default format for date and time

D _FMr
Locae's default format for the date

T_FMI

Loca e's default format for the time

AM STR
Locale's equivalent of “AM”

PM STR
Locale's equivalent of “PM”

This information is retrieved byl _I angi nf o(3).

The items are retrieved from a special message catalog nawad\FO, which
should be generated for each locale supported and installed in the appropriate
directory. (Seerkl angi nf o(1))

nkl angi nf o(1), nl _l angi nf o(3),strfti ne(3)nl _t ypes(5)
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Name

Description

M B—BEA Tuxedo system Management Information Base

#i ncl ude <fni32. h>

#include <fm 1632. h> /* Optional */

#i ncl ude <t padm h>

#include cmb. > /* Conponent M B Header */

A BEA Tuxedo system application consists of distinct components (for example, BEA
Tuxedo, Workstation), each administered using a Management Information Base
(MIB) defined specifically for that component. These component MIBs are defined in
individual reference pages each addressing the MIB for a particular part of the systen
For example, the reference pate M B(5) defines the MIB used to administer the
fundamental aspects of a BEA Tuxedo application.

However, component MIBs do not provide sufficient definition of the interfaces
involved to provide the necessary access. This referenceNp@§®), describes the
generic interfaces through which an administrator, operator or user interacts with an
of the defined component MIBs. The generic interface to each BEA Tuxedo system
MIB consists of two main parts.

The first part of the generic interface is a description of how existing BEA Tuxedo
system interfaces are used to provide access to administrative services responsible
supporting the component MIBaVL32, a BEA Tuxedo system buffer type, is used as
the vehicle for passing input to and receiving output from component MIBs. ATMI
request/response verbs are used as the interface to component MIBs, which are
implemented as system supplied services. Details on interaction between an
administrative user and component MIBs ugivg32 buffers ATMI verbs are

provided in the FML32 andTM sections later in this reference page.

The second part of the generic interface is the definition of additional input and outpu
FM 32 fields that are used in interactions with all component MIBs. The additional
FM 32 fields extend the power of requests (for example, by allowing operation codes
to be specified) and add generic response attributes (for example, error codes and
explanatory text). Details on additiorr32 fields are provided in theNPUT and

OUTPUT sections found later in this reference page.

The "USAGE" section gives examples of the use of existing ATMI verbs and the
additionalFM_32 fields as they might be used for administrative interaction with
component MIBs.
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Authentication

In addition to defining how users interface with component MIBs to administer an
application, this reference page establishes the format used in the component MI1B
reference pages to define classes (see the “Class Descriptions” section).

Two generic classes are defined in this reference ga@eASS andT_CLASSATT.
These two classes are used to identify administrative classes and to tune class/attribute
permissions.

Finally, the “Diagnostics” section lists error codes that may be returned by component
MIB system services.

Users are authenticated as they attempt to join the applicationp(see (3)). At

t pi ni t time, administrators and operators can ask to join the application with a client
name of either psysadmort psysop. These twal t nane values are reserved and can
only be associated with administrators and operators of the application.

The administrator who initially configures an application determines the level of
security to be included by choosing a particular security type. Available security types
are:

m No security
m Application password authentication
m Application password plus an application specific authentication service

The choice of security type determines the flexibility and security in allowing
administrator and operator access to the component MIBs via the AdminAPI.

The most secure and flexible security type is an application password plus an
application-specific authentication server (8&8HSVR(5)). This method allows the
administrator to permit access to any user or to only specified users provided they
supply the appropriate password to the authentication server.

In the absence of an application specific authentication server, a client must satisfy the
authentication requirements of the application (either none or application password),
specify one of the special client names indhenane field of theTPI NI T structure

and be running as the BEA Tuxedo administrator for the local UNIX system to qualify
for special administrator or operator permissions. In any case, a successfully joined
client is assigned a key by the system; the key is delivered with all requests it makes.
Clients properly authenticated as eithpsysadmort psysop are assigned an
authentication key that lets the system know they have special privileges.
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FML32

ATMI

Administrative authentication, as specified, is applicable only to clients that join the
system prior to accessing the API. Servers making use of the API are treated the same
asthe client on whose behalf they are processing. Service requests made from within
t psvri ni t (3) or t psvr done(3) are treated as coming from the administrator.

Application administration using BEA Tuxedo system defined component MIBsis
supported exclusively through the FM_32 buffer type. Application programs accessing
MIB information must be written to allocate, manipulate and update FM_32 typed
buffers. There are two main approachesto using FM_32 as detailed in Fi nt r o(3) and
summarized here.

The most direct way to interface to FML32 isto include the <f m 32. h> header file
instead of the standard <f m . h> header file and then to use the FM_32 version of each
relevant FML interface specified in the BEA Tuxedo Reference Manual. For example,
one would use Fchg32(3) instead of using Fchg(3).

Another method for interfacing with FM_32 isto include both the <f m 32. h> header
file and the <f M 1632. h> header file. These two header files work together to allow
the user to program to the base FML interfaces (for example, Fchg(3)) and yet actually
invoke the FML32 version of each interface.

Application programs access and update component MIB specific attribute
information by allocating FM_32 typed buffers, populating them with request data,
sending the requests for servicing, receiving the replies to the service requests and
extracting information regarding the results from the reply. The population and
extraction of information to and from the FM_32 typed buffers involves the FM_32
interfaces as described above. Buffer allocation, sending requestsand receiving replies
is done using the general purpose ATMI routines listed below within the guidelines
andrestrictionslisted. MIB requestsfor al components should be sent to the core BEA
Tuxedo component MIB service, ". TM B". This service not only acts as an agent for
servicing TM_M B(5) requests, it also directs requests targeted for other component
MIBs so that the user need not be concerned with matching service namesto MIBsand
classes.

tpal l oc
Allocate FM_32 typed buffersto be used in sending requests and/or receiving
repliesto/from BEA Tuxedo system MIB services. The FM_32 buffer typehas
no subtypes and a minimum default size of 1024 bytes.

tpreall oc
Reallocate FM_32 typed buffers.

BEA Tuxedo Reference Manual



MIB(5)

tpcal |

t pacal |

Call BEA Tuxedo system MIB service, ". TM B", with a populated FM_32
typed buffer as input and with an alocated FM_32 typed buffer in which to
store the output returned from the service. The buffer length for the input
buffer may be specified as 0 since FM_32 is aself-describing buffer type. The
TPNOTRAN flag should be used if the call is being made within a transaction;
otherwise, there are no specific requirements or restrictions on the use of the
flags defined for this verb.

Asynchronously call BEA Tuxedo system MIB service, ". TM B", with a
popul ated FM_32 typed buffer asinput. The buffer length for the input buffer
may be specified as 0 since FM_32 is a self-describing buffer type. The
TPNOTRAN flag should be used if the call is being made within a transaction;
otherwise, there are no specific requirements or restrictions on the use of the
flags defined for this verb.

tpgetrply

Get reply for a previously generated asynchronous call to the BEA Tuxedo
system MIB service, ". TM B". Thereply isreceived into apreviously
allocated FM_32 typed buffer. There are no specific requirements or
restrictions on the use of the flags defined for this verb.

t penqueue

Enqueuearequest to the BEA Tuxedo system MIB service,". T™M B", for later
processing. The buffer length for the input buffer may be specified as0 since
FM_32 is a self-describing buffer type. There are no specific requirements or
restrictions on the use of the flags defined for this verb; however, the
TMQFORWARD(5) server configured by the application to handle forwarding of
these reguests should be started with the - n (t pcal | () with TPNOTRAN flag
set) and - d (delete) options.

t pdequeue

Dequeue thereply for a previously enqueued request to the BEA Tuxedo
system MIB service, ". TM B". Thereply isreceived into apreviously
allocated FM_32 typed buffer. There are no specific requirements or
restrictions on the use of the flags defined for this verb.

BEA Tuxedo Reference Manual 113



MIB(5)

114

Input

There are certain FM_32 fiel ds used to characterize and control administrative requests
to any BEA Tuxedo system MIB. Thesefields are defined in this reference page as
well asin the header file <t padm h>. The corresponding field table file can be found
in ${ TUXDI R}/ udat aobj / t padm These fields are added to an FM_32 request buffer
in addition to any component MIB specific fields necessary before making the
administrative service request. The fields are described below and followed by atable
summarizing the operations for which each field isrequired, optional or unused.

TA OPERATI ON
String valued field identifying the operation to be performed. Valid
operations are GET, GETNEXT and SET.

TA _CLASS
String valued field identifying the class being accessed. Class names are
defined within component MIB specific reference pages.

TA CURSOR
String valued FM_32 field returned by the system on a previous GET or
GETNEXT operation. Thevalue returned must betransferred by the application
to the subsequent reguest buffer so that the system can determine current
retrieval position.

TA_OCCURS
Long valued FM_32 field identifying how many objects are to beretrieved on
a GET or GETNEXT operation. If thisfield is not specified, then all matching
objects are returned, space permitting.

TA FLAGS
Long valued FM_32 field identifying generic and component MIB specific
flag values. Component MIB specific values that may be set in this attribute
are defined within each component MIB reference page. Generic flag values
and uses are listed below.

M B_LOCAL
Thisflagisused to modify retrievals from certain classes defined in
thisM B. For anumber of classesinthisM B, there exists both global
information (available at any site in an active application) and local
information (available on the particular site where the object is
active). Requests to retrieve information from these classes will by
default retrieve only the global information and not the local for
efficiency. If the application user iswilling to wait for local
information to be collected, possibly from multiple sites, then this
flag should be set on the retrieval request. Classes with local
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information havelocal attributeslisted last in the attribute table with
asubheading indicating that they are local attributes. Classes which
have only local information will automatically default to retrieving
local information even if this flag valueis not set.

M B_PREI VAGE
indicates that a pre-image check must be passed before a SET
operation will be performed. A pre-image check insures that
occurrence 0 of any M B specific class attributes match the existing
object. If so, then the object is updated using occurrence 1 of any
M B specific classattributes. Attributes occurring lessthan two times
arenot considered for pre-image checking. Multiply occurring fields
are checked if their associated count attribute is specified twice.

M B_SELF
Thisflag is used as a shorthand to indicate that identification
attributes for the client or server originating the request should be
added to the request buffer prior to processing. For clients,

TA CLI ENTI Dis added and for servers, TA GRPNOand TA_SRVI D
are added.

TA FI LTER
Long valued FM_32 field that may be specified with up to 32 occurrences to
indicate the specific class attributes that should be returned. An occurrence
with the value 0 may be specified to end thelist butisnot required. A list with
aninitia attribute value of 0 will return no class specific attributes but will
return a count of class objects matched.

TA_M BTI MEQUT
Long valued FM_32 field identifying the time, in seconds, that should be
allowed within the component M 1B serviceto satisfy therequest. A valueless
than or equal to O indicates that the component MIB service should not
undertake any blocking operation. If unspecified, this value defaults to 20.

TA_ CURSORHOLD
Long valued FM_32 field identifying the time, in seconds, that a system
snapshot generated from an initial GET operation should be held after the
current GET or GETNEXT operation is satisfied before disposing of it. A value
less than or equal to O indicates that the snapshot should be disposed of after
satisfying the current request. If unspecified, this value defaultsto 120.

In the following table, R indicates arequired | NPUT attribute, O an optional | NPUT
attribute, and—an unusediPUT attribute.
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Output

Table 0-17 Input Table

Attribute Type | GET | GETNEXT | SET
TA_OPERATI ON string | R R R
TA CLASS string | R — R
TA_CURSCR string | — R —
TA_OCCURS long | O o —
TA_FLAGS long | O o o
TA _FILTER long o — —
TA_M BTI MEQUT long o 0] 0]
TA_CURSCRHOLD long o —

Output from successful administrative requests consists of one or more MIB specific
objects and one occurrence of the generic output fields. In general, multiple MI1B
specific objects arereflected in the output buffer by multiple occurrences of each class
attribute returned. Occurrence 0 of each attribute relates to the first object, occurrence
1 to the second object, and so on. Exceptionsto this guideline are noted in the
component MIB reference pages. Intermediate occurrences without values for certain
attributes may have FM_32 defined NULL field values inserted as place holders. A
successful SET operation returns asingle object reflecting the object after the operation
was performed. A successful GET or GETNEXT operation may return O or more
occurrences depending on how many occurrences were requested (see TA_OCCURS
below), how many occurrences were matched by the specified key fields and space
limitations within the M1B specific system service.

It isimportant to note that not all attributes defined for any class may necessarily be
returned for any request depending on object state, interoperating rel ease
environments and/or input request filters. Administrative programmers should avoid
implicit dependencies on the presence of certain attributesin output buffersand should
instead explicitly check for the presence of attribute values.

Torepeat, the reply to asuccessfully processed administrative request includes certain
generic fields that apply to all MIBs. The fields are defined in the header file

<t padm h>. The corresponding field table file can be found in

${ TUXDI R}/ udat aobj / t padm Thegenericreply fieldsare added to athereply buffer
and returned with the component MIB specific fields. The generic reply fields are
described below.
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TA CLASS
String valued field identifying the class represented in the reply buffer. Class
names are defined within component MIB specific reference pages.

TA_OCCURS
Long valued FM_32 field identifying how many objectsareinthereply buffer.

TA_MORE
Long valued FM_32 field identifying how many additional objects matching
the request key fields are being held in a system snapshot for later retrieval.
Thisfield is not returned for SET operations.

TA_CURSOR
String valued FM_32 field identifying the position within a system held
snapshot. This field must be added to the request buffer for a subsequent
GETNEXT operation. The value of this field should not be interpreted or
modified by the application user. Thisfield isnot returned for SET operations.

TA_ERROR
Long valued FM_32 field identifying a non-negative return code
characterizing the successful return. Generic return codes and their meaning
are defined below.

TAOK
The operation was successfully performed. No updates were made
to the application.

TAUPDATED
An update was successfully made to the application.

TAPARTI AL
A partia update was successfully made to the application.

Administrative requeststhat fail within M1B specific system service processing return
an application service failure to the application including the original request and
generic fields used to characterize the error. Application service failures are indicated
by a TPESVCFAI L error return fromt pcal | (3) or t pget r pl y(3). Application service
failuresreturned viathe TMQFORWARD(5) server will appear on theerror queue specified
on the original request (assuming the - d option was specified on the server command
line). Generic fields used to characterize failed administrative requests are listed
below.
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TA_ERRCR
Long valued FM_32 field identifying the particular error that occurred. Error
codes may be generic in which case they are listed in the "DI AGNOSTI CS"
section of thisreference page, or they may be specific to a component MIB,
in which case they are described on the individual component MIB reference

page.

TA_STATUS
String valued FM_32 field providing atextual description of the error.

TA BADFLD
Long valued FM_32 field providing the field identifier of the offending field
in cases where an error can be attributed to the value in a particular field. In
caseswhere errors are caused by the combination of valuesin multiplefields,
there may be multiple occurrences of this field.
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Include Files

Buffer Allocation

Building MIB
Requests

Application programs written to interface with component M1Bs must include certain
header files. <f ml 32. h> defines macros, structures and function interfaces necessary
for accessing and updating FM_32 typed buffers. <f m 1632. h> defines a mapping

from the generic FML interface macros, structures and functionsto the FML32 versions
and may optionally beincluded. <t padm h> definesthe FM_32 field names contained
in thisreference page. Additionally, any component MIB specific header filesmust be
included to gain accessto FM_32 field definitions specific to that component MIB.

Example:

#i ncl ude fm 32. h>
#i ncl ude tpadm h>
#i nclude cm b. h> [* Conponent M B Header */

I nteraction with acomponent MIB requiresan FM_32 typed buffer to carry the request
to the service that actson it. The ATMI verb t pal | oc(3) alocates the buffer using
FMLTYPE32 (defined in f m 32. h>) as the value for the type argument. There isno
subtype for FM_32 buffers so the subtype argument of t pal | oc can be NULL. The
default minimum size for an FM_32 buffer is 1024 bytes. Specifying O for the size
argument of t pal | oc resultsin abuffer of minimum size. If the user knows that a
larger buffer isneeded, it may be all ocated by specifying avaluelarger thanthe system
minimum for size.

Example:
rgbuf = tpalloc(FM.TYPE32, NULL, 0);

Oncean FM_32 typed buffer isallocated, the user needsto populateit with both generic
MIB field values and val ues specific to the component M I B being addressed. The most
common interfaces used to add valuesto arequest buffer arethe FML verbsFadd32(3)
and Fchg32(3). In the event that afield cannot be added because the request buffer is
full, then the buffer may need to be reallocated using the ATMI verbt preal | oc(3).

Example:

/*

* Does not include error processing, bigger_size provided

* by the user, not by the system Fchg32 used to insure that
* field occurrence O is set if we are reusing a buffer.

*/
if (Fchg32(rgbuf, TA_MBFIELD, 0, "ABC', 0) == -1) {

if (Ferror32 == FNOSPACE) {

rqbuf = tprealloc(rgbuf, bigger_size);
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120

Requests

Fchg32(rqbuf, TA M BFIELD, 0, "ABC', 0);
}
}

In addition to attributes specific to each component MIB, there are required and
optional attributes defined in this reference page that control the operation requested
of the component MIB.

Therequired generic attributes are TA_ OPERATI ON and TA_CLASS.

TA_OPERATI ON specifies the operation to be performed on the MIB being accessed.
Valid operations are GET, GETNEXT and SET.

TA _CLASS specifiesthe MIB class being accessed. Class names are defined within the
component MIB reference pages. If TA_ OPERATI ONis GETNEXT, then an additional
attribute, TA_ CURSOR, isrequired. TA_ CURSORis afield returned on a previous GET or
GETNEXT operation. It is used by the system on the subseguent request to determine
retrieval position.

The optional attributes TA_ OCCURS, TA_FLAGS, TA_FI LTER, TA_M BTI MEQUT and
TA_CURSORHOLD may be used in addition to the required attributes to further tailor the
request.

TA_OCCURS
Specifies how many objects are to be retrieved on a GET or GETNEXT
operation. If unspecified, all occurrences are retrieved, space permitting.

TA FLAGS
Used to specify flag values. Some generic flags are defined in this reference
page; others are defined in each component MIB reference page.

TA FILTER
Restrictsthe attribute val ues returned for a GET operation. If unspecified, isa
long valued FM_32 field used to all available class attribute values are
returned.

TA_M BTI MEQUT
Specifies the time, in seconds, that should be allowed within the component
MIB service to satisfy the request. A value less than or equal to O indicates
that the component MIB service should not undertake any blocking
operation. If unspecified, this value defaults to 20.

BEA Tuxedo Reference Manual



Usage

Component MIB
Fields

TA CURSORHOLD
Specifies the time, in seconds, that a system snapshot generated from an
initial GET operation should be held after the current GET or GETNEXT
operation is satisfied before disposing of it. A value less than or equal to 0
indicates that the snapshot should be disposed of after satisfying the current
request. If unspecified, this value defaultsto 120.

Example:

/* GET 1lst 5 objects */

Fchg32(rgbuf, TA OPERATION, 0, "GET", 0);

Fchg32(rgbuf, TA CLASS, 0, "classnane", 0);

n = 5;

Fchg32(rgbuf, TA OCCURS, 0, n, 0);

/* Make request, see Sending MB Requests bel ow */

/* Reply is stored in rpbuf and contains cursor */

/*

* CGETNEXT 5 objects. Transfer TA CURSOR from rpbuf.

* Reuse rgbuf generated above. D spose of snapshot after
* request, that is, set TA CURSORHOLD to O.

*/

Fchg32(rgbuf, TA OPERATION, 0, "GETNEXT", 0);
Fchg32(rgbuf, TA CURSOR, 0, Ffind32(rpbuf, TA CURSOR 0, NULL), 0);
n = 0;

Fchg32(rgbuf, TA CURSORHOLD, 0, n, 0);

/* Make request, see Sending M B Requests bel ow */

Component MIB key fields specified on a GET or GETNEXT are used to select a set of
objects. Non-key fields are ignored by the component MIB.

Component MIB key fields specified on a SET operation are used to identify the
particular object to be updated. Non-key fields are processed as updates to the object
identified by the key fields. The user may optionally specify a pre-image which must
match the current object image before an update (SET) isallowed. A user indicatesthat
apre-imageisprovided by setting the M B_PREI MAGE bit in the TA_FLAGS attribute of
the request. The key fields specifying the object to be updated are taken from the
pre-image (field occurrence 0). If key fields are also specified in the post-image, then
they must match exactly or the request fails. Only attributes that are part of the class
and havetwo attribute values specified in theinput buffer are considered for pre-image
matching. Attributes with single values are processed as new values to be set for the
indicated class object.
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Example:

Fchg32(rgbuf, TA OPERATION, 0, "GET", 0);

Fchg32(rqbuf, TA CLASS, 0, "classname", 0);

Fchg32(rqbuf, TA M BKEY, 0, "keyval ue", 0);

n=1;

Fchg32(rgbuf, TA OCCURS, 0, n, 0); /* CET 1st mat chi ng occurrence */
/* Make request, see Sending M B Requests below, reply in rpbuf */
/* Use rpbuf as pre-image and update TA M BFI ELD val ue

* i f matching

*/

Fcpy32(new q, rpbuf);

Fconcat 32(new g, rpbuf); /* Add 2nd identical copy */
Fchg32(new q, TA _OPERATION, 0, "SET", 0);

n = M B_PREI MAGE;

Fchg32(new q, TA_FLAGS, 0, n, 0);

Fchg32(newq, TA_ MBFIELD, 1, "newal", 0); /* Post-inage */

/* Make request, see Sending M B Requests bel ow */

Sending MIB  All component MIB requests flow through the core BEA Tuxedo component MIB
Requests  service, ". TM B". This service not only acts as an agent for servicing TM_M B(5)

reguests, it also directs requests targeted for other component MIBs so that the user
need not be concerned with matching service namesto MIBs and classes. Service
reguests can be generated using any of the request/response oriented service verbsin
ATMI:tpcal | (3),t pacal | (3)andt penqueue(3). Theuser hasaccesstoall flagsand
capabilities defined for these interface functions. The only constraint imposed hereis
that the". T™M B" service must be invoked outside the scope of any transaction. This
means that when using t pcal | (3) or t pacal | (3) to direct administrative requests
within atransaction, the TPNOTRAN flag should be used or the user will get afailure
(TPETRAN). When using t penqueue(3) to direct requests, the TMQFORWARD server must
be started with the - n option so that the forwarded service requests may be made
outside of transactional boundaries.

Example:

/* Build request as shown above */

/* Send request and wait for reply */

flags = TPNOTRAN | TPNOCHANGE | TPSI GRSTRT;

rval = tpcall (".TMB", rqgbuf, 0, rpbuf, rplen, flags);

/* Send request and get descriptor back */

flags = TPNOTRAN | TPS| GRSTRT;

cd = tpacall (".TM B", rqgbuf, 0, flags);

/* Enqueue request, assunmes qctl already setup */

flags = TPSI GRSTRT;

rval = tpenqueue("queue", ".TMB", qctl, rqgbuf, 0, flags);
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Receiving MIB
Replies

Interpreting
MIB Replies

Replies from component MI1Bs may be received in one of three ways depending on
how the original request was generated. If the original request was generated using

t pcal | (3), then asuccessful return fromt pcal | (3) indicates that the reply has been
received. If the original request was generated using t pacal | (3), then the reply may
bereceived using t pget r pl y(3). If the original request was generated using

t penqueue(3) and areply queue was specified in the queue control structure, then the
reply may be received using t pdequeue(3). All supported flags on these various calls
may be used as appropriate.

Example:

/* Build request as shown above */

/* Send request and wait for reply */

flags = TPNOTRAN | TPNOCHANGE | TPSI GRSTRT;

rval = tpcall(".TMB", rqbuf, 0O, rpbuf, rplen, flags);

/* Receive reply using call descriptor */

fl ags = TPNOCHANGE | TPSI GRSTRT;

rval = tpgetrply(cd, rpbuf, rplen, flags);

/* Receive reply using TPGETANY, may need to change buffer type */
flags = TPGETANY | TPSI GRSTRT;

rval = tpgetrply(rd, rpbuf, rplen, flags);

/* Dequeue reply, assunes qctl already setup */

fl ags = TPNOCHANGE | TPSI GRSTRT;

rval = tpdequeue("queue", "replyq", qctl, rpbuf, rplen, flags);

In addition to attributes specific to a component MIB certain generic MIB fields may
be returned in response to an administrative request, These additional attributes
characterize the results of the original request and provide values that can be used in
subsequent requestsif necessary.

Successful GET or GETNEXT operations return:

m TA CLASS

Class name.

m TA OCCURS
Number of matching objects retrieved.
m TA MORE
Number of matching objects left to be retrieved.

®m TA CURSOR

Cursor to be provided on subsequent retrieval.
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® TA ERROR

Set to the non-negative return value TACK.

All available component MIB specific attributes

Occurrence 0 of each attribute represents the first retrieved object, occurrence 1
the second, and so on. Exceptions to this rule are identified as appropriate in the
component MIB reference pages.

Successful SET operations return:

m TA CLASS

Class name.

TA_ERROR

Set to a non-negative return value. TACK indicates that the request was successful
but no information was updated. This can happen because no changes were
specified or because the changes specified match the current state of the object.
TAUPDATED indicates that the request was successful and the information was
updated. TAPARTI AL indicates that the request was successful but the update was
only made partialy within the system. This may occur because of network
failures or message congestion and the system will synchronize the unupdated
sites as soon as possible.

All available component MIB specific attributes

Since only one object may be updated at once, only one object will be returned.
Thereturned attributes reflect the object after the update.

Failed operations of any type return:
m Fields specified on the original request

® TA ERRCR

Set to a negative return value indicating the cause of the failure. Generic error
codes are specified inthe "Di agnosti cs" section of this reference page.
Component MIB specific error codes (non-overlapping, both with each other and
with the generic codes) are specified on each MIB reference page.

TA BADFLD
Field identifier of the offending field.
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Limitations

m TA STATUS

Textual description of error condition.

FML32 buffers with multiple occurrences of fields do not allow for empty fieldsin a
sequence of occurrences. For example, if you set a value for occurrence 1 and

occurrence 0 does not yet exist, FML 32 automatically creates occurrence 0 with an

FML32 defined NULL value. FML32 defined NULL valuesare O for numeric fields,

0-length strings for string fields and the character \O’ for character fields. Because of
this limitation,GET operations, which may at times return objects with different sets of
attributes, may artificially break up the sets of objects returned to the user so as to not
includeNULL FM_32 fields that do not accurately reflect the state of the object.

Workstation clients on DOS, Windows and OS/2 are currently limited to 64K FML32
buffers; therefore, the system restricts return buffers to be less than 64K per buffer.

Administrative APl access is not available through the COBOL version of ATMI since
COBOL has limited support for FML32 buffer type.

Requests to any component MIB cannot be part of an application transaction.
Therefore, any calls topcal | (3) ort pacal | (3) directed to a component MIB and
made within an active transaction should setrPiOTRAN flag on the call. However,
requests may be enqueued for future delivery to a component MIB using the ATMI
verbt penqueue(3) within a transaction. The enqueuing of the request will take place
within a transaction while the processing within the component MIB will not. The use
of the TMQFORWARD(5) server in this context requires tM&QFORWARD be started with

the- n command-line option so that request may be forwarded to the MIB service in
non-transactional mode. Because of the non-transactional nature of component MIB
services, it is also recommended that-th@®ption forTMJFORWARD be used so that
service failures are delivered to the failure queue immediately rather than retrying the
request.

Field identifiers for generic MIB fields and for component MIBs will be allocated in
the range 6,000 to 8,000 inclusive. Therefore, applications which intend to mix
administrative actions with user actions should make sure to allocate field identifiers
appropriately.
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Class
Descriptions

Attribute Table
Format

Each class description section has four subsections:

Overview
High level description of the attributes associated with the class.

Attribute Table
A table that lists the name, type, permissions, values and default for each
attribute in the class. The format of the attribute table is described below.

Attribute Semantics
Tells how each attribute should be interpreted.

Limitations
Limitations in the access to and interpretation of this class.

As described above, each classis defined in four parts. One part is the attribute table.
Theattributetableisareference guideto the attributes within aclass and how they may
used by administrators, operators, and general usersto interface with an application.
There are five components to each attribute description in the attribute tables: name,
type, permissions, values, and default. Each of these componentsis discussed in detail
below:

Name:
FM_32 field identifier name used to identify this attribute value within an
FM_32 buffer. Attributes may be arranged in groups of closely related
attributes. No special meaning should beimplied from the groupings; they are
intended only to improve the usability of thetable. A notation (r), (k), (x)
or (* ) may appear after an attribute name or value. The meaning of the
notation is asfollows:

(r)—The field is required when a new object is created.

( k)—Indicates a key field for object retrieval.

( x )—Indicates a regular expression key field for object retrieval.
(*)—The field is aSET key for object modification.

SET operations on classes with one or megg keys defined (see * above)
must include values for one or more of the attribute values defingras
keys. ThesET keys specified must be sufficient to identify exactly one object
within the classSET keys are always key fields for object retrieval and
therefore the ( k ) notation is implied though not specifged. keys are not

126 BEA Tuxedo Reference Manual



Usage

Type:

however always required fields when creating NEwobjectsand will be marked
with the (r) notation if they are required.

Datatype of the attribute value. Data types are defined in C language
notation, that is, | ong, char and stri ng. In aprogram, data type can be
determined by using the FM_32 function FI dt ype32(3) which returns the
FML32 def i ne representing the datatype; that is, FLD_LONG, FLD_CHARand
FLD_STRI NG.

Permissions:

Accessand update permissions are split into three groups of three each, in the
manner of UNIX system permissions. However, in the attribute tables the
three groups represent permissions for administrators, operators, and others
rather than for owner, group and othersasisthe casein UNIX. For each group
there are three permissions positions that have the following meanings:

Position 1—Retrieval permissions

r  Attribute may beretrieved.

R Attribute may be retrieved only when the object state is ACTi ve or
ACTi ve equivalent. See the description of the TA_STATE attribute
value for each class to determine which states qualify as ACTi ve
equivalent. This attribute represents transient information that is not
persistent across distinct activations of the object.

k  Attribute may be specified only asakey field for retrievd or update.

K Attribute may be specified only as akey field for retrieval or update
and then only when the object state is ACTi ve or ACTi ve
equivalent. See the description of the TA_STATE attribute value for
each class to determine which states qualify as ACTi ve equivalent.
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Position 2—Inactive update permissions

w  Attribute may be updated when the object isinan | NAct i ve or
I NAct i ve equivalent state. See the description of the TA_STATE
attribute value for each class to determine which states qualify as
I NAct i ve equivalent.

u Attributemay beupdated as described for thewpermissionsvalue. In
addition, the combination of all attribute val ues identified with theu
permissions character must be unique within the class.

U Attributemay beupdated as described for thewpermissionsvalue. In
addition, the attribute value must be unique for the attribute within
the class.

Position 3—Active update permissions

X Attribute may be updated when the object isin an ACTi ve or
ACTi ve equivalent state. See the description of the TA_STATE
attribute value for each class to determine which states qualify as
ACTi ve equivalent.

X Attribute may be updated when the object isin an ACTi ve or
ACTi ve equivalent state. See the description of the TA_STATE
attribute value for each class to determine which states qualify as
ACTi ve equivalent. This attribute represents transient information
and updates to this attribute value are not persistent across distinct
activations of the object.

y Attribute may be updated when the object isin an ACTi ve or
ACTi ve equivalent state. However, there are limitationson when the
changewill affect objects of this or other classes. Consult the textual
description of the attribute in the Attribute Semantics section for the
classfor more details. See the description of the TA_STATE attribute
value for each class to determine which states qualify as ACTi ve
equivalent.
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Values

Valuesthat may be set and/or retrieved with respect to thisattribute.
Certain formatting conventions are followed in listing attribute
values.

LI TSTRI NG Literal string value.

num Numeric value.

string[x..y] String value between x and y charactersin length, not
including the terminating NULL character.

LMID Shorthand for string[ 1..30] (no commas allowed).
Represents alogical machine identifier.

{x\vi2 Select oneof x,y or z

[xlvlz Select zero or one of X, y or z.

[xlvi,* Zero or more occurrences of X, y or zin a
comma-separated list.

low =num Numeric value greater than or equal to low.

low = numhigh

Numeric value greater than or equal to low and less
than high.

GET:

State attribute valuesthat may be returned or specified
as key values on aretrieve (GET) operation. Values
shown are adways the three letter state abbreviation.
The expanded state name is shown in the text
describing the TA_STATE for the class. Input
specifications may be made in either the shorthand or
expanded form and are case-insensitive. Output states
are dways returned in expanded format with all
uppercase.

SET:

State attribute values that may be set on an update
(SET) operation. Use of abbreviationsisallowed as
described above.

Default:

Default used when creating a new object, that is, state change from
I NVal i d to NEW The value N/A is shown in this column for
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attributesthat are required, derived or only avail ablewhen the object
isactive.

TA_STATE TheTA STATE attributefield isamember of each class defined. The semantics of this
Syntax  attribute are defined on aclassby class basis. For the sake of brevity, TA_ STATE values
are often specified in athree character shorthand notation. When an expanded version
of aTA_STATE value is shown, the three shorthand letters are capitalized and the rest
of the letters (if any) are displayed in lowercase. Input TA_STATE vaues may bein
either shorthand or long notation and are caseinsensitive. Output TA_STATEvaluesare
alwaysfull length uppercase. The following example should help clarify the use of the
TA_STATE attribute.

Ful | Name : ACTive

Shorthand : ACT

Qut put Value : ACTI VE

Valid Input : ACT, act, AcTi Ve, active
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T _CLASS (Class Definition

Overview  The T_CLASS class represents attributes of administrative classes within a BEA
Tuxedo system application. Its primary useis to identify class names.

Attribute Table o ,

Table 0-18 T_CLASS Class Definition Attribute Table

Attribute Type | Permissions | Values Default

TA CLASSNAME( k ) |string |r--r--r-- |string N/A

TA_STATE( k ) string |r--r--r-- |GET:"{VAL}" |GET:N/A
SET: N/A SET: N/A

TA_GETSTATES string |r--r--r-- |string N/A

TA | NASTATES String r--r--r-- String N/A

TA SETSTATES string r--r--r-- string N/A

(k) - akey field for object retrieval

Attribute  TA_CLASSNAME: string
Semantics Class name.

TA_STATE:
GET:
A GET operation retrieves information for the selected T_CLASS
object(s). Thefollowing states indicate the meaning of a TA_STATE
returned in response to a GET request. States not listed are not
returned.

VALi d T_CLASS object is defined. All objects of this class exist
in this state. This state is\Act i ve-equivalent for the
purposes of permissions checking.

SET:
SET operations are not permitted on this class.

TA_GETSTATES: string
Delimited list (|’ delimiter) of the states that may be returned for an object in

this class or as the result o6&aT operation. States are returned in their full
length uppercase format.
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TA | NASTATES: string
Delimited list (*|’ delimiter) of the inactive equivalent states that may be
returned for an object in this class or as the resultGafTaoperation. States
are returned in their full length uppercase format.

TA SETSTATES: string
Delimited list (‘| delimiter) of the states that may be set for an object in this
class as part of 8T operation. States are returned in their full length
uppercase format.

Limitations  None identified.
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T _CLASSATT (Class Definition

Overview  The T_CLASSATT class represents characteristics of administrative attributes on a
clasg/attribute basis.
Attribute Table
Table0-19 T_CLASSATT Class Definition Attribute Table

Attribute Type | Permissions | Values Default

TA CLASSNAME( r )( * ) |string [ru-r--r-- string N/A

TA ATTRIBUTE( r )( * ) |long |ru-r--r-- 0=num N/A

TA _STATE( k ) string | rwr--r-- GET:"{VAL}" GET: N/A
SET:"{NEW | NV}" | SET: N/A

TA PERM 1 ) long |[rwr--r-- 0000 = num=0777 | N/A

TA_FACTPERM long |r--r--r-- |0000=num=0777 | N/A

TA_NMAXPERM long |[r--r--r-- |0000=num=0777 | N/A

TA_ATTFLAGS long |r--r--r-- |long N/A

TA DEFAULT string | r--r--r-- | string N/A

TA _VALI DATI ON string | r--r--r-- string N/A

(k) - GET key field
(r)-Required field for object creation (SET TA_STATE NEW
(*) - GET/ SET key, one or more required for SET operations

Attribute
Semantics

TA_CLASSNAME : string

Class name. Only class names known to the system are accessible.

TA_ATTRI BUTE: long

Attribute field identifier as defined in the system provided header file, for

example, t padm h.
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TA _STATE:
GET: VALid
A GET operation will retrieve information for the selected
T_CLASSATT object(s). Thefollowing statesindicate the meaning of
aTA STATE returned in response to a GET request. States not listed
will not be returned.

VALi d T_CLASSATT object isdefined. All objects of this class
exist in thisstate. This state is|1 NAct i ve eguivalent for
the purposes of permissions checking.

SET: {NEW I Nval i d}
A SET operation will update configuration information for the
selected T_CLASSATT object. The following statesindicate the
meaning of a TA_STATE set in a SET request. States not listed may
not be set.

NEW Create T_CLASSATT object for application. State change
allowed only wheninthel NVal i d state. Successful return
leaves the object in the VAL d state.

unset Modify T_CLASSATT object. Allowed only when in the
VAL d state. Successful return leaves the object state
unchanged.

INval id Deleteorreset T_CLASSATT object for application. State
change alowed only when in the VAL d state. Successful
return leaves the object in either the | NVal i d state or the
VALI d gtate. Objects of this class that are built-in, that is,
explicitly known to the system, will revert to their default
permissions on this state change and continueto exist in the
VALi d state. Objects of this class that belong to add-on
components for which the class attributes are not explicitly
known will be deleted on this state change and transition to
thel Nval i d state.

TA _PERM : 0000 = num=0777
Access permissions for this class attribute combination. When setting
permissions, the actual value set may be automatically reset if the requested
setting exceeds the permissions available for the attribute. The maximum
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permissionsavailablefor an attribute are the permissions documented for the
administrator repeated in the operator and other permissions positions. For
example, the TA_TYPE attribute of the T_MACHI NE class is documented with
permissionsr w r - - r - - and has maximum permissions of rwrw rw- .

TA_FACTPERM : 0000 =num=0777
Permissionsfor this class attribute combination as set on delivery of the BEA
Tuxedo system from the factory. These permissions will apply after a SET
operation changing the TA_STATE of an object to | Nval i d.

TA_NMAXPERM : 0000 = num=0777
Maximum permissions for this class attribute combination.

TA_ATTFLAGS : long
Bitwise or of none, some or al of the following flags indicating special
characteristics of this attribute.

M BATT_KEYFI ELD
Attribute is akey field for this class.

M BATT_LOCAL
Attribute represents local information.

M BATT_REGEXKEY
Attributeis aregular expression key field for this class.

M BATT_REQUI RED
Attribute is required when creating a NEWobject in this class.

M BATT_SETKEY
Attribute is a SET key for this class.

M BATT_NEWONLY
Attributeiswritable for inactive equivalent objectsin thisclass only
when creating a NEWobject by changing the TA_STATE from
I Nval i d to NEW

TA DEFAULT : string
Default for this attribute when creating a NEwobject in thisclass. Notethat for
classes where NEwobjects may not be created through the Admin API, this
attribute will always be returned as a0 length string. Attributes that may not
be SET when creating a NEwobject are also returned as O length strings.
Attributes which have long values will have defaults returned as the string

BEA Tuxedo Reference Manual 135



T_CLASSATT Class Definition

136

representing the long value. Some attributes have specia characteristics
indicated by the special values indicated below that may be returned here.

# I nherited: Classnamd : Attribute]
Attribute default isinherited from the attribute of the same namein
theindicated class. If Attribute is specified, then the valueis
inherited from theindicated attribute rather than the one of the same
name.

# Required
Attribute is required when creating a NEWobject.

# Speci al
Attribute has specid rules for defining the default. The appropriate

component MIB reference page should be consulted for further
details.

TA VALI DATI ON : string

String representing the validation rule applied to this class/attribute
combination when a new value isbeing SET. This string will take one of the
following formats:

CHOl CES=stringl] string?| . . .
String attribute value that must match exactly one of the choices
shown.

RANGE=mIN\ ( enmax
Numeric attribute value that must be between min and max,
inclusive.

Sl ZE=min\ ( emmax
String or carray attribute value that must have alength between min
and max bytes long, inclusive.

READONLY=Y
Read-only attribute with no validation rule for write operations.

SPECI AL=Y

Specia validation rule. Consult the appropriate component M1B
reference page for more details.
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Limitations

Diagnostics

UNKNOWN=Y
Unknown validation rule. Commonly associated with add-on
component attribute entries for which the detail s are not known by
the core system.

None identified.

There aretwo general types of errorsthat may be returned to the user when interfacing
with component MIBs. First, any of thethree ATMI verbs(t pcal | (3), t pgetr pl y(3)
and t pdequeue(3)) used to retrieve responses to administrative requests may return
any error defined on their respective reference pages.

Second, if the request is successfully routed to a system service capable of satisfying
the request and that service determines that there is a problem handling the request,
then failure may be returned in the form of an application level servicefailure. Inthese
cases, t pcal | (3) or t pget r pl y(3) returnsan error with t per r no set to TPESVCFAI L
and returns a reply message containing the original request along with TA_ERROR,
TA_STATUSor TA BADFLDfieldsfurther qualifying the error as described bel ow. When
aservice failure occurs for arequest forwarded to the system through the
TMQFORWARD(5) server, the failure reply message will be enqueued to the failure queue
identified on the original request (assuming the - d option was specified for
TMQFORWARD).

When a service failure occurs during processing of an administrative request, the
FM_32 field TA_STATUS is set to atextual description of the failure, the FM_32 field
TA_ERROR s set to indicate the cause of the failure asindicated below. TA BADFLD is
set asindicated in the description of the individual errors below. All error codes
specified below are guaranteed to be negative.

[TAEAPP]
The originating request required application cooperation to be successfully
completed and the application did not allow the operation to be completed.
For example, server shutdown requires application cooperation.

[TAECONFI G|
The configuration file associated with the component MIB could not be
accessed as needed to satisfy the requested operation.

[TAEI NVAL]
A specified field isinvalid. TA_BADFLDIs set to indicate the invalid field
identifier.
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[TAEGS]
An operating system error occurred while attempting to satisfy the request.
TA_STATUS is updated with the trandlation of the system error code er r no.

[TAEPERM
An attempt was made to SET an attribute for which the user does not have
write permissions or the user attempted a GET on a class for which the user
does not have read permissions. TA_BADFLD s set to indicate the field
identifier that failed permissions checking.

[TAEPREI MAGE]
A SET operation failed due to a mismatch between the specified pre-image
and the current object. TA BADFLD is set to indicate the field identifier that
failed the pre-image checking.

[TAEPROTC]

The administrative request was made in an improper context. TA_STATUS is
populated with additional information.

[TAEREQUI RED]

A required field valueisnot present. TA_BADFLDis set to indicatethe missing
field identifier.

[TAESUPPORT]

The administrative request is not supported in the current version of the
system.

[TAESYSTEM

A BEA Tuxedo system error occurred while attempting to satisfy the request.
TA_STATUS is updated with more information on the error condition.

[TAEUNI Q]

A SET operation did not specify class keys identifying a unique object to be
updated.

[other]
Other error return codes specific to particular component MIBs are specified
in the component MIB reference pages. These error codes are guaranteed to
be mutually exclusive both amongst all component M1Bs and with generic
codes defined here.

The following diagnostic codes are returned in TA_ERROR to indicate successful
completion of an administrative request. These codes are guaranteed to be
non-negative.

BEA Tuxedo Reference Manual



T_CLASSATT Class Definition

Interoperability

Portability

Examples

Files

See Also

[TAXK]
The operation succeeded. No updates were done to the component MIB
object(s).

[TAUPDATED]
The operation succeeded. Updates were made to the component MIB object.

[TAPARTI AL]
The operation partialy succeeded. Updates were made to the component
MIB object.

Accessto the FM_32 interfaces, and therefore to the component MIBs available for
administration of a BEA Tuxedo system application, are available on BEA Tuxedo
Release 4.2.2 and later. The header files and field tables defining generic M1B
attributes are available on Tuxedo Release 5.0 and later. Interoperability concerns
specific to aparticular component MIB are discussed in the reference page for that
component MIB.

The existing FM_32 and ATMI functions necessary to support administrative
interaction with BEA Tuxedo system MIBs, as well asthe header file and field table
defined in this reference page, are available on all supported native and workstation
platforms.

Seethe "Usage" section earlier for some brief example uses of existing APIsin
interfacing with generic MIB processing. More detailed examples are provided with
each component M 1B reference page that make use of real component MIB classesand
attributes.

${ TUXDI R}/ i ncl ude/t padm h
${ TUXDI R}/ udat aobj / t padm

Fi ntro(3), Fadd32(3), Fchg32(3), Ff i nd32(3) t pal | oc(3), t pr eal | oc(3),

tpcal | (3),tpacal I (3),t pgetrpl y(3),t penqueue(3), t pdequeue(3), AUTHSVR(5),
™ M B(5), TMFORWARD(5), BEA Tuxedo Administrator's GuidBEA Tuxedo
Programmer's Guide
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nl_types(5)
Name
Synopsis

Description

See Also

nl _t ypes-native language data types
#i nclude <nl _types. h>
Thenl _t ypes. h header file contains the following definitions:

nl _catd
Used by the message catal og functions cat open(3), cat get s(3) and
cat cl ose(3) toidentify a catalog.

nl _item
Used by nl _I angi nf o(3) to identify items of | angi nf o(5) data. Valuesfor
objects of typenl _i t emare defined in | angi nf o. h.

NL_SETD
Used by gencat (1) when no $set directiveis specified in a message text
sourcefile. This constant can be used in subsequent callsto cat get s() asthe
value of the set identifier parameter.

NL_ MGSMAX
Maximum number of messages per set.

NL_SETMAX
Maximum number of sets per catal og.

NL_TEXTMAX
Maximum size of a message.

DEF_NLSPATH
The default search path for locating catal ogs.

gencat (1), cat get s(3), cat open(3), nl _I angi nf o(3), | angi nf o(5)
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servopts(5)
Name

Synopsis

Description

ser vopt s—run-time options for BEA Tuxedo system server processes

AQUT CLOPT= [-Al[-s{ @il enane| service[, service...][:func]}]
[-e stderr_filel[-p [L][/ow water][,[term nate_tine]]
[:[high water][,create_tinel]l[-h][-] [ocktype]l[-n prio]
[-0 stdout _filel[-r][ -- uargs]

servopt s is not a command. Rather, it is a list of run-time options recognized by
servers in a BEA Tuxedo system.

The server using these options may be one of the BEA Tuxedo system-supplied servers
such ag=RWPRT(5), or it may be an application-supplied server built with the
bui | dser ver (1) command.

Running servers in a BEA Tuxedo system is accomplished throughtibet (1) and

t madm n(1) commands working with servers (and other resources) specified in the
application configuration file. Desired selections fromgbevopt s list are specified
with the server in the configuration file. The following options are recognized:

-A
Indicates that the server should initially offer all services with which it was
constructed. For BEA Tuxedo system-supplied serveris the only way of
specifying services.

-s { @filename | service[,service...][:func] }
Specifies the names of services to be advertised when the server is booted. In
the most common case, a service is performed by a function that carries the
same name; that is, tkeservice is performed by function For example, the
specification:

=S X, Y,2

will run the associated server initially offering servieeg, andz, each

processed by a function of the same name. In other cases, a service (or several
services) may be performed by a function of a different name. The
specification:

-s X,Y, z:abc

runs the associated server with initial services x, y, and z, each processed by
the function abc.
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Spaces are not allowed between commas. Function nameis preceded by a
colon. Service names (and implicit function names) must be lessthan or equal
to 15 charactersin length. An explicit function name (that is, a name specified
after acolon) can be up to 128 charactersin length. Names longer than these
limits are truncated with awarning message. When retrieved by t mradni n(1)
or TM_M B(5), only the first 15 characters of a name are displayed.

A filename can be specified with the - s option by prefacing thefilename with
the ‘@’ character. Each line of this file is treated as an argument i the
option. You may put comments in this file. All comments start with “#” or
“:". The - s option may be specified multiple times.

Specifies the name of a file to be opened as the server's standard error file.
Providing this option ensures that a restarted server has the same standard
error file as its predecessors. If this option is not used, a default diversion file
calledst derr is created in the directory specified $#4PPDI R.

- p [L][low_water][,[ terminate_time]][:[ high_water][,create_time]]

This option can be used to support automatic spawning/decay of servers. It
may be used for servers on an MSSQ with MAX greater than 1; it is not
allowed (and not necessary) for conversational servers. Arguments to the
option have the following meanings: L. The decision to spawn more servers
is based on load rather than number of servers or messages. The remaining
argumentsiow_water, terminate_time, high_water, andcreate_time are used

to control when servers are spawned or deactivated. The algorithm is: if the
load meets or exceetigh water for at leastreate time seconds, a hew
server is spawned. If the load drops below_water for at least

terminate_time seconds, a server is deactivated.

The L option works only in SHM mode with load balancing turned on. If
SHM/LDBAL+Y is not set, then a userlog message (LIBTUX_CAT:1542) is
printed and no spawning is done.

low_water defaults to an average of 1 server or message on the MSSQ or a
workload of 50. high_water defaults to an average of 2 servers or messages
or a workload of 100. create_time defaults to 50: terminate_time defaults to
60.

Do not run the server immune to hangups. If not supplied, the server ignore:s
the hangup signal.
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-1 I ocktype

Lock the server in core. The argument for / ockt ypeist, d, or p according
to whether the text (TXTLOCK), data (DATLOCK), or the entire process (text and
data - PROCLOCK), should be locked. See pl ock(2) for details. Thelock fails
if the server isnot run asroot. There is no way to unlock a server onceit is
locked.

-nprio

ni ce the server according to the pri o argument. Giving the process better
priority (anegative argument) requiresit to be run with the ui d of r oot . See
ni ce(2) for details.

-0 stdout_file

Specifies the name of a file to be opened as the server’s standard output file.
Providing this option ensures that a restarted server has the same standard
output file as its predecessors. If this option is not used, a default diversion
file calledst dout is created in the directory specified $4PPDI R.

Specifies that the server should record, on its standard error file, a log of
services performed. This log may be analyzed by thet (1) command.
When the r option is used, make sure that th&@GDEBUG variable is not set
to “y”. The ULOGDEBUG variable prevents debugging messages from being
sent tost der r . Debugging messages in the file will be misinterpreted by
txrpt.

Marks the end of system-recognized arguments and the start of arguments to
be passed to a subroutine within the server. This option is needed only if the
user wishes to supply application-specific arguments to the server. The
system-recognized options precede-thpapplication arguments should

follow it. Application arguments may be processed by a user-supplied version
of thet psvri ni t (3¢) function.get opt (3) should be used to parse them.
Because all system arguments are processed prior to the call to

t psvri ni t (3c), when the call is made the external integerj nd points to

the start of the user flags. The same option letters (for exan¥)leyay be
reused after the- argument, and given any meaning appropriate to the
application.

Note: At run time the BEA Tuxedo system automatically adds the following option

to each command line for each server:

-c¢ domedomai ni d
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The - ¢ option adds a comment line, in which the specified domain ID is
reported, to any command output that reports on the processes associated with
the domain in question, such as the output of the ps command. This comment
helps an administrator who is managing multiple domainsto interpret asingle
output stream that refers to several domains.

Examples  See the Examples section of ubbconfi g(5).

See Also  bui | dserver (1), t madmi n(1), t mboot (1), t xr pt (1), t psvri ni t (3c), B5),
FRVPRT(5), ubbconfi g(5), BEA Tuxedo Administrator's Guidei, ce(2), pl ock(2),
get opt (3) in UNIX reference manuals
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TM_MIB(5)
Name

Synopsis

Description

TM M B—BEA Tuxedo system Management Information Base

#i ncl ude <fm 32. h>
#i ncl ude <tpadm h>

The BEA Tuxedo system MIB defines the set of classes through which the
fundamental aspects of an application can be configured and managed. This includes
management of machines, servers, networking.

TM_M B(5) should be used in combination with the generic MIB referenceNp&g®)

to format administrative requests and interpret administrative replies. Requests
formatted as describedlim B(5) using classes and attributes described in this reference
page may be used to request an administrative service using any one of a number of
existing ATMI interfaces in an active application. Inactive applications may also be
administered using thepadncal | (3c) function interfaceTM M B(5) consists of the
following classes:

Table0-20 TM_MIB Classes

Class Name Controls

T_BRI DCGE Network connections
T_CLIENT Clients

T_CONN Conversations

T_DEVI CE Devices

T_DOVAI N Global application attributes
T_FACTORY Factories

T_GROUP Server groups

T_I FQUEUE Server queue interfaces
T_I NTERFACE Interfaces

T_MACHI NE Machine specific attributes
T_MSG Message queues
T_NETCGROUP Network groups
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Table 0-20 TM_MIB Classes (Continued)

Class Name Controls
T_NETMAP Machines to Netgroups
T_QUEUE Server queue

T_RQUTI NG Routing criteria
T_SERVER Servers

T_SERVI CE Services

T_SVCGRP Service group

T_TLI STEN /T listeners

T_TLOG Transaction log

T_TRANSACTI ON  Transaction

T_ULOG Userlog

Each class description consists of four sections:
m  OVERVI Ew—high level description of the attributes associated with the class.

m ATTRI BUTE TABLE—the format of the attribute table is summarized below and
described in detail im B(5).

m ATTRI BUTE SEMANTI CS—defines the interpretation of each attribute that is part
of the class.

m LI M TATI ONS—limitations in the access to and interpretation of this class.

Attribute Table  Each class that is a part of this MIB is defined in four parts in sections that follow. One
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Format  of the four parts is the attribute table. The attribute table is a reference guide to the
attributes within a class and how they may used by administrators, operators, and
general users to interface with an application.

There are five columns for each attribute described in an attribute table: name, type
permissions, values, and default. Each of these components is discudsg@)n
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TA_FLAGS
Values

FML32 Field
Tables

Limitations

M B(5) definesthe generic TA_FLAGS attribute, which isal ong containing both
generic and component MIB specific flag values. The following are the TM M B(5)
specific flag val ues supported. These flag values should be or'd with any generic M1B

flags.

TM B_ADMONLY
A flag used to indicate that only administrative processes should be activated
when changing the state of a T_MACHI NE object from | NAct i ve to ACTi ve.

T™M B_APPONLY
A flag used to indicate that only application processes should be considered
when activating or deactivating a T_MACHI NE object. It may also be used on
T_SERVER retrievalsto restrict theretrieval to application serversonly.

TM B_CONFI G
A flag used to indicate that only configured groups and servers should be
considered in satisfying the request.

TM B_NOTI FY
A flag used when activating or deactivating T_MACHI NE, T_GROUP, or
T_SERVER objectsto cause unsolicited notification messagesto be sent to the
originating client just prior to and just after the activation or deactivation of
each server object selected.

Thefield table for the attributes described in this reference pageis found in the file
udat aobj / t padmrelative to the root directory of the BEA Tuxedo system software
installed on the system. The directory ${ TUXDI R} / udat aobj should be included by
the application in the colon-separated list specified by the FLDTBLDI R environment
variable, and the field table name t padmshould be included in the comma-separated
list specified by the FI ELDTBLS environment variable.

Accessto the header files and field tablesfor thisMIB isbeing provided only on BEA
Tuxedo system Release 5.0 sites and later, both native and Workstation.

Workstation access to this MIB islimited to run-time only access; the function
t padntal | (3c) is hot supported on workstations.

For the purpose of preimage processing (M B_PREI MAGE flag bit set), local attributes
for classes that have global attributes are not considered. Additionally, indexed fields
and the indexes that go with them are not considered, for example, T_TLOG class,
TA_TLOGCOUNT, TA TLOG NDEX, TA_GRPNO, TA_ TLOGDATA attributes.
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T_BRIDGE CLASS

Overview

Attribute Table

The T_BRI DGE class represents run-time attributes pertaining to connectivity between

logical machines making up an application. These attribute val ues represent

connection status and statistics.

Table0-21 T_BRIDGE Class Definition Attribute Table

Attribute! Type  Permissions Values Default
TALMD( * )2 string  r--r--r-- "LMID1[,LMID2]" N/A
TA_NETGROUP( k) 3 string  R-—-R-R-- “string[1. .. 30]" DEFAULTNET
TA_STATE( k ) string MWXIWXT-- GET:"{ACT| I NA] SUS| PEN}"  N/A
SET:"{ACT| | NA| SUS| PEN}"  N/A
TA_CURTI ME long R--R--R-- 0 <=num N/A
TA_CONTI ME long R-XR-XR-- 0 <=num N/A
TA_SUSPTI ME long PWXFPWXT-- 0 <=num 3004
TA_RCVDBYT long R-XR-XR-- 0 <=num N/A
TA_SENTBYT long R-XR-XR-- 0 <=num N/A
TA_RCVDNUM long R-XR-XR-- 0 <=num N/A
TA_SENTNUM long R-XR-XR-- 0 <=num N/A
TA_FLOACNT long R-XR-XR-- 0 <=num N/A
TA CURENCRYPTBIT  string  R--R---- {0]40|128} N/A

(k) - GET key field
(*) - GET/ SET key, one or more required for SET operations

1Al attributesin Class T_BRI DGE are local attributes.

2The TA_LM D attribute must be fully specified for SET operations, that is,

LMID1,LMID2.
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3SET operation may only use TA_NETGROUP DEFAULTNET in Release 6.4. GET
operation may use any TA_NETGROUP defined for both LM D values.

4TA_SUSPTI ME may be SET only if the TA_STATE is currently SUSPENDED or is being
SET to SUSPENDED.

Attribute  TA_LM D: LMID1[,LMID2]
Semantics Source logical machine identifier (LMID1) and destination logical machine
identifier (LMID2) for network connection.

TA_NETGROUP:string[ 1. . . 30]
Logica name of the network group.When both source and destination
TA LM Didentifiers are in the same TA_NETGRCOUP, the T_BRI DGE class will
present all instances of related fields per TA_NETGROUP. TA_NETGROUP may
be used as akey field on GET requests. TA_ NETGROUP values other than
DEFAULTNET may nhot be used on SET operationsin BEA Tuxedo Release 6.4.

TA_STATE:

GET: {ACTi ve|l NActi ve| SUSpended| PENdi ng}
A GET operation will retrieve run-time information for the selected
T_BRI DGE object(s). A TA_LM D attribute value with only one
logical machine identifier matches all active connections from
LMID1 to other machinesin the application. In this case, each
retrieved record will contain an expanded TA_LM D attribute value
with the destination LM Dfilled in. The following statesindicate the
meaning of aTA_STATE returned in responseto aGET request. States
not listed will not be returned.

ACTi ve The connection is established and active.

INActive  Theconnection isinactive. Thisstateisonly
returned when status is requested on a particular
connection, that is, both Lands specified in the
TA_LM Dattribute and the sourcelogical machineis
reachable.
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SUspended  An established connection wasterminated duetoan
error condition, and reconnection has been
suspended for at least the amount of time indicated
inthe TA_SUSPTI ME attribute value. This stateis
ACTi ve equivalent for the purpose of determining
permissions.

PENding An asynchronous connection has been requested, but has
not yet been completed. The final outcome of the
connection request has not been determined.

SET: {ACTive| | NActi ve| SUSpended| PENdi ng}
A SET operation will update run-time information for the selected
T_BRI DGE object. The following states indicate the meaning of a
TA _STATE set in a SET reguest. States not listed may not be set.

unset Modify an existing T_BRI DGE object. This
combination isallowed only when inthe ACTi ve or
SUSpended state. Successful return leaves the
object state unchanged.

ACTi ve Activate the T_BRI DGE object by establishing a
connection between theindicated logical machines.
This operation will fail if only onelogical machine
is specified, if either of the two machinesis not
active, or if the source logical machineis not
reachable. While the T_BRI DGE object is
establishing the asynchronous connection, the
BRI DGE will do other work. Using the state change
to PENdi ng isrecommended. State change allowed
inthel NAct i ve and SUSpended states. For the
purpose of determining permissions for this state
transition, the active object permissions are
considered (that is, --x--x--x). Successful return
leaves the object in the PENdi ng state.
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INActive  Deactivate the T_BRI DGE object by closing the
connection between theindicated | ogical machines.
This operation will fail if only onelogical machine
is specified or if the two machines are not
connected. State change allowed only when in the
ACTi ve state. Successful returnleavesthe objectin
thel NAct i ve state.

SUspended  Suspend the T_BRI DGE object by closing the
connection between the indicated logical machines
and by setting the TA_SUSPTI ME parameter as
indicated. State change allowed only when in the
ACTi ve state. Successful returnleavesthe objectin
the SUSpended state. Limitation: Note that since
the statistics reported are from the viewpoint of the
source logical machine, resetting those statistics
will cause them to be out of sync with the statistics
reported by the destination logical machine for the
same connection.

PENding Activate the T_BRI DGE object by establishing an
asynchronous connection between the indicated logical
machines. This operation will fail if only one logical
machineis specified, if either of the two machinesis not
active, or if the source machineisnot reachable. Whenin
the PENding state, the success or failure of the
connection request has not yet been determined.
However, the BRI DGE may continue to process other
eventsand datawhilethe connectionisoutstanding. State
change allowed in the INActive and SUSpended states.
For the purpose of determining permissionsfor this state
transition, the active object permissions are considered
(that is, --x--x--x). Successful return leaves the object in
the PENding state.

TA_CURTI ME: 0 <= num
Current time, in seconds, since 00:00:00 UTC, January 1, 1970, as returned
by theti me(2) systemcall on T_BRI DGE:TA_LM D. Thisattribute can be used
to compute elapsed time from the following attribute value.
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Limitations

TA_CONTI ME: 0 <= num
Time, in seconds, since 00:00:00 UTC, January 1, 1970, as returned by the
ti me(2) system call on T_BRI DGE:TA_LM D, when this connection was first
established. Elapsed open time in seconds can be computed using
TA _CURTI ME - TA_CONTI ME.

TA_SUSPTI ME: 0 <= num
Time, in seconds, remaining in the suspension of this connection. After this
amount of time, the connection will automatically changeto a TA_STATE of
I NACTI VE and may be activated by normal application traffic.

TA_RCVDBYT: 0 <= num
Number of bytes sent from the destination logical machine to the source
logical machine.

TA_SENTBYT: 0 <= num
Number of bytes sent from the source logical machine to the destination
logical machine.

TA_RCVDNUM 0 <= num
Number of messages sent from the destination logical machine to the source
logical machine.

TA_SENTNUM 0 <= num
Number of messages sent from the source logical machine to the destination
logical machine.

TA_FLOWCNT: 0 <= num
Number of times flow control has been encountered over this connection.

TA_CURENCRYPTBI TS:{ 040|128}
The current encryption level for thislink. The level is negotiated between
machines when the link is established.

None.
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T_CLIENT CLASS

Overview

The T_CLI ENT class represents run-time attributes of active clients within an

application. These attribute values identify and track the activity of clients within a
running application.

Attribute Table

Table0-22 T_CLIENT Class Definition Attribute Table

Attribute! Type | Permissions | Values Default
TA STATE( k ) string | R-XR-XR-- | GET:"{ACT| SUS| DEA}" N/A
SET:"{ ACT| SUS| DEA}"
TA CLIENTID( * ) string | R-R--R-- string[1...78] N/A
TA CLTNAME( k ) string | R-R--R-- string[0...30] N/A
TA | DLETI ME( k ) long R--R--R-- 0 <=num N/A
TA LM k) string | R-R--R-- LMID N/A
TAPID( k) long | R—-R--R-- 1<=num N/A
TA_SRVGRP( k) string | R--R--R-- string[0...30] N/A
TA_USRNAME( Kk ) string | R—-R--R-- string[0...30] N/A
TAWSC( k) string | R—-R--R-- LY Nb" N/A
TAWSH( k) string | R—-R--R-- (Y] N N/A
TA VBHCLI ENTID(K) | gring | R--R-—-R-- string[1...78] N/A
TA_RELEASE long R--R--R-- 0<=num N/A
TA_WSPROTO long R--R--R-- 0<=num N/A
TA_NUMCONV long R-XR-XR-- 0 <=num N/A
TA NUVDEQUEUE long R-XR-XR-- 0 <=num N/A
TA NUVENQUEUE long R-XR-XR-- 0 <=num N/A
TA_NUMPGST long | R-XR-XR-- 0 <=num N/A
TA_NUMREQ long | R-XR-XR-- | 0<=num N/A
TA_NUMSUBSCRI BE long | R-XR-XR-- | 0<=num N/A
TA_NUMTRAN long | R-XR-XR-- | 0<=num N/A
TA_NUMIRANABT long | R-XR-XR- | 0<=num N/A
TA_NUMTRANCMT long | RXR-XR- | 0<=num N/A
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Table0-22 T_CLIENT Class Definition Attribute Table (Continued)

Attribute! Type | Permissions | Values Default
TA_OMIRET string | R--R--R-- "{ COVPLETE| LOGGED}" N/A
TA_CURCONV long R--R--R-- 0<=num N/A
TA_CURENCRYPTBI T | string | R--R----- { 0140|128} N/A
TA_CURREQ long R--R--R-- 0 <=num N/A
TA_CURTI ME long | R--R--R-- 1<=num N/A
TA_LASTGRP long R--R--R-- 1 <= num< < 30,000 N/A
TA_NADDR string | R--R--R-- string[ 1...78] N/A
TA_NCTI FY string | R--R--R-- "{DI PI N| SI GNAL| THREAD| | N/A
TA_NUMUNSOL long | R—-R-—-R-- | GNORE}" N/A
TA_RPID long | R-—-R--R-- 0 <=num N/A
TA_TI MELEFT long | R-R-—-R-- 1<=num N/A
TA_TI MESTART long | R-R-—-R-- 0<=num N/A
TA_TRANLEV long | R-R--R-- 1 <=num N/A
0 <=num

(k) - GET key field
(*)- CGET/ SET key, one or more required for SET operations

IAll attributesin Class T_CLI ENT arelocal attributes.

Attribute  TA STATE:

Semantics
GET: {ACTi ve| SUSpended| DEAd}

A GET operation will retrieve run-time information for the selected
T_CLI ENT object(s). Note that client information iskept in local
Bulletin Board tables only. Therefore, for maximum performance,
inquiries on client status should be restricted using key fields as
much as possible. The following states indicate the meaning of a
TA_STATE returned in response to a GET request. States not listed
will not be returned.
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ACTi ve

T_CLI ENT object active. Thisisnot an indication of
whether the client isidle or busy. A non 0 value
retrieved for either the TA_ CURCONV attribute or the
TA_CURREQ attribute indicates a busy client.

SUSpen

ded

T_CLI ENT object active and suspended from

making further service requests (t pcal I (3c) or

t pacal I (3c)) and from initiating further
conversations (t pconnect (3c)). See SET
SUSpended below for details. This stateis ACTi ve
equivalent for the purpose of determining
permissions.

DEAd

T_CLI ENT objectidentified asactiveintheBulletin
Board but currently not running dueto an abnormal
death. This state will exist only until the BBL local
to the client notices the death and takes action to
clean up the client's Bulletin Board resources. This
state is ACTi ve equivalent for the purpose of
determining permissions.

SET:

{ ACTi ve| SUSpended| DEAd}

A SET operation will update run-time information for the selected
T_CLI ENT object. The following states indicate the meaning of a

TA_STATE set in a SET request. States not listed may not be set.

ACTi ve

Activate a SUSpended T_CLI ENT object. State
change allowed only when in the SUSpended state.
Successful return leaves the object in the ACTi ve
State.

unset

Modify an existing T_CLI ENT object. This
combination isallowed only wheninthe ACTi ve or
SUSpended state. Successful return leaves the
object state unchanged.
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SUSpended  Suspend the T_CLI ENT object from making service
requests (t pcal I (3c) or t pacal I (3c)), initiating
conversations (t pconnect (3c)), beginning
transactions (t pbegi n(3c)), and enqueuing new
regquests (t penqueue(3c)). Clients within a
transaction will be permitted to make these calls
until they abort or commit the current transaction,
at which time they will become suspended.
Invocations of these routines will resultin a
TPESYSTEMerror return and a system log message
being generated indicating the situation. State
change allowed only when in the ACTi ve state.
Successful return leaves the object in the
SUSpended state.

DEAd Abortively deactivate the T_CLI ENT object. State
change allowed only when in the ACTi ve or
SUSpended state. The recommended method for
deactivating clientsisto first broadcast a warning
message (t pbr oadcast (3c)), then to suspend them
(see SET SUSpended above), and finaly to
abortively deactivate them by setting the state to
DEAd. Successful return leaves the object in the
DEAd state.

Limitation: Workstation handlers (T_CLIENT:TA_WSH
==Y) may not be set to a state of DEAd.

The system may not be able to kill the client due to
platform or signaling restrictions. In this case, a native
client will be abortively terminated at its next access to
ATMI, and a Workstation client’s connection to a WSH
will be pre-emptively torn down.

TA _CLI ENTI D: string[1...78]
Client identifier. The datain thisfield should not be interpreted directly by
the end user except for equality comparison.

TA_CLTNAME: string[0...30]
Client name associated with client at t pi ni t (3c) time viathecl t nane
element of the TPI NI T structure.
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TA_| DLETI ME: 0 <= num
Approximate amount of time, in seconds, sincethisclient last interacted with
the system viaan ATMI call. Thisvalueisaccurate to within TA_SCANUNI T
(see the T_DOMAI N class) seconds. When specified as a key field, a positive
valueindicates that al clients with idle times of at least the indicated value
match, a negative vaueindicates that al clients with no more than the
indicated value match, and a 0 value matches all clients.

TA LM D: LMID
Logical machine where client is running (native clients) or where client is
connected (Workstation clients).

TA PI D: 1 <=num
Processidentifier of client. Note that for Workstation clients, this identifier
indicates the Workstation handler through which the Workstation client is
connected. A negative number may be specified on a GET operation for the
purpose of retrieving client information for the calling process. If the calling
process is not a client, then an error will be returned.

TA_SRVGRP: string[0...30]
Server group with which the client is associated. This information is set via
the gr pname element of the TPI NI T structure at t pi ni t (3c) time.

TA_USRNAME: string[0...30]
Username associated with client at t pi ni t (3c) timeviatheusr nanme element
of the TPI NI T structure.

TA WBC: {Y| N}
Workstation client. If thisattribute is set to " Y, then the indicated client is
logged in to the application from a remote workstation.

TA_WsH: {Y| N}

Workstation handler. If thisattributeisset to " Y*, then the indicated client is
aWorkstation handler process.

TA_WBHCLI ENTI D: string[ 1...78]
Client identifier for the associated Workstation handler (WSH) if this client
isaWorkstation client (TA_WsH == Y); otherwise, this attribute will be
returned as a 0-length string.

TA_RELEASE: 0 <= num
The BEA Tuxedo system major protocol release number for the machine
where the client isrunning. This may be different from the TA_SWRELEASE
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for the same machine. Note that for Workstation clients (TA_ WSC ==Y), this
value may be different than the major rel ease associated with the application
administered machine through which the Workstation client accesses the
application.

TA WSPROTO 0 <= num
The BEA Tuxedo system Workstation protocol version number for a
Workstation client. Thisvalue is changed with each update to the
Workstation protocol. A value of 0 is returned for this attribute when
associated with non-Workstation clients (TA_ WsC == N).

TA_NUMCONV: 0 <= num
Number of conversations initiated by thisclient viat pconnect (3c).

TA NUMDEQUEUE: 0 <= num
Number of dequeue operationsinitiated by this client viat pdequeue(3c).

TA NUMENQUEUE: 0 <= num
Number of enqueue operationsinitiated by this client viat penqueue(3c).

TA_NUMPOST: 0 <= num
Number of postings initiated by this client viat ppost (3c).

TA NUVREQ 0 <= hum
Number of requests made by thisclient viat pcal I (3c) or t pacal | (3c).

TA_NUVBUBSCRI BE: 0 <= num
Number of subscriptions made by this client viat psubscr i be(3c).

TA_NUMTRAN: 0 <= num
Number of transactions begun by this client.

TA NUMTRANABT: 0 <= num
Number of transactions aborted by this client.

TA NUMTRANCMT: O <= hum
Number of transactions committed by this client.

TA CMIRET: { COVPLETE| LOGGED}
Setting of the TP_COWM T_CONTROL characterigtic for this client. Seethe
description of the BEA Tuxedo system ATMI functiont pscnt (3c) for details
on this characteristic.
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TA_CURCONV: 0 <= num
Number of conversationsinitiated by this client viat pconnect (3c) that are
still active.

TA_CURENCRYPTBI TS:{0[40|128}
The current encryption level for this client. The level is negotiated when the
link is established.

TA CURREQ 0 <=num
Number of requestsinitiated by thisclient viat pcal | (3c) or t pacal | (3c)
that are still active.

TA_CURTI ME: 1 <= num
Current time, in seconds, since 00:00:00 UTC, January 1, 1970, as returned
by theti me(2) systemcall onT_CLI ENT:TA_LM D. Thisattribute can be used
to compute elapsed time from the T_CLI ENT:TA_TI MESTART attribute value.

TA _LASTGRP: 1 <= num< 30,000
Server group number (T_GROUP:TA_GRPNO) of the last service request made
or conversation initiated from this client.

TA_NADDR: string[1...78]
For Workstation clients, this attribute indicates the network address of the
client. Network addresses with unprintable characterswill be converted tothe
0x... network address format as described in the T_MACHI NE class for the
T_NADDR attribute. If the addressisa TCP/IP address, then it isreturned in the
dotted_decimal:port_number format:

"I # # # #: port_nunmber"

Each # represents a decimal number in the range 0 to 255. Port_number isa
decimal number in the range 0 to 65535. Non-Workstation clients will have
a0-length string associated with them for this attribute value. Limitation: The
ability of the system to provide thisinformation is determined by thetransport
provider in use. In some cases, Workstation clients may not have addresses

associ ated with themif the provider does not make thisinformation avail able.

TA_NOTI FY: {DI PI N| SI GNAL| THREAD| | GNORE}
Setting of the notification characteristic for this client. See the T_DOVAI N
class description of this attribute for more details.

TA_NUMUNSOL: 0 <= num
Number of unsolicited messages queued for this client awaiting processing.
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Limitations

TA RPI D: 1 <= num
UNIX system message queue identifier for the client'sreply queue.
Limitation: ThisisaUNIX system specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA_TI MELEFT: 0 <= num
Time left, in seconds, for this client to receive the reply for whichitis
currently waiting before it will timeout. This timeout may be a transactional
timeout or a blocking timeout.

TA Tl MESTART: 1 <= num
Time, in seconds, since 00:00:00 UTC, January 1, 1970, asreturned by the
time(2) system call on T_CLI ENT:TA_LM D, since the client joined the
application.

TA TRANLEV: 0 <= num
Current transaction level for this client. O indicates that the client is not
currently involved in atransaction.

None.
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T_CONN CLASS

Overview  The T_CONN class represents run-time attributes of active conversationswithin an

application.
Attribute Table

Table 0-23 T_CONN Class Definition Attribute Table
Attribute! Type | Permissions | Values Default
TA LMD k) string | R--R--R-- LMID N/A
TA STATE( k ) string | R--R--R-- GET:"{ACT}" N/A

SET:N/A N/A

TA SERVI CENAME string | R--R--R-- string[ 1...15] N/A
TA CLIENTID( k ) | string | R--R--R-- string[ 1...78] N/A
TA_CONNOGRPNO long R--R--R-- 1<=num< 30,001 | N/A
TA _CONNOLM D string | R--R--R-- LMID N/A
TA_CONNOPI D long R--R--R-- 1<=num N/A
TA_CONNCSNDCNT long | R--R--R-- 0<=num N/A
TA_CONNOSRVI D long | R—-R--R-- 1 <= num< 30,001 | N/A
TA_CONNSGRPNO long R--R--R-- 1<=num< 30,001 | N/A
TA_CONNSLM D string | R--R--R-- LMID N/A
TA_CONNSPI D long R--R--R-- 1<=num N/A
TA CONNSSNDCNT long R--R--R-- 0<=num N/A
TA_CONNSSRVI D long | R-R--R-- 1<=num< 30,001 | N/A
(k) - CGET key field

IAll attributesin Class T_CONN are local attributes.

Attribute  TA LM D: LMID
Semantics Retrieval machine logical machine identifier.

TA_STATE:

GET: {ACTi ve}
A GET operation will retrieve run-time information for the selected
T_CONN object(s). The following states indicate the meaning of a
TA_STATE returned in response to a GET request. States not listed
will not be returned.
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ACTi ve The object returned reflects one or both sides of an active

conversation within the application.

SET:
SET operations are not permitted on this class.

TA_SERVI CENAME: string[1...15]

Service name of the conversational service invoked by the originator and
processed by the subordinate.

TA _CLI ENTI D: string[1...78]

Client identifier. The datain thisfield should not be interpreted directly by
the end user except for equality comparison.

TA_CONNOGRPNC: 1 <= num < 30,001

Server group number for the originator of the conversation. If the originator
isaclient, then 30,000 is returned as the value for this attribute.

TA_CONNOLM D: LMID

L ogical machineidentifier indicating where the originator is running or is
accessing the application (in the case of Workstation clients).

TA_CONNCPI D: 1 <= num

Process identifier for the originator of the conversation.

TA_CONNOSNDCNT: 0 <= num

Number of t psend(3c) calls done by the originator.

TA CONNOSRVI D: 1 <= num < 30,001

Server identifier for the originator of the conversation.

TA_CONNSGRPNCO: 1 <= num < 30,001

Server group number for the subordinate of the conversation.

TA_CONNSLM D: LMID

L ogical machineidentifier indicating where the subordinate is running or is
accessing the application (in the case of Workstation clients).

TA_CONNSPI D: 1 <= num

Process identifier for the subordinate in the conversation.
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TA_CONNSSNDCNT: 0 <= num
Number of t psend(3c) calls done by the subordinate.

TA_CONNSSRVI D: 1 <= num < 30,001
Server identifier for the subordinate in the conversation.

limitations  None.
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T_DEVICE CLASS

Overview  TheT_DEVI CE classrepresents configuration and run-time attributes of raw disk slices
or UNIX system files being used to store BEA Tuxedo system devicelists. This class
allowsfor the creation and deletion of device list entrieswithin araw disk slice or
UNIX system file.

Attribute Table
Table0-24 T_DEVICE Class Definition Attribute Table

Attribute! Type Permissions | Values Default

TA LM D( * ) string ru-r--r-- LMID local_Imid

TA CFAEVICE( r )( * ) string ru-r--r-- string[ 2...64] N/A

TA DEMI CE( * ) string ru-r--r-- string[ 2...64] TA CFGDEVI CE

TA DEVOFFSET( * ) long ru-r--r-- 0 <=num 0

TA_DEVSI ZE( r ) long PW-r--F-- 0 <=num 10003

TA_DEVI NDEX( * )? long [ o 0 <= num N/A

TA_STATE( k ) string rWXr--r-- GET:"{VAL}" N/A
SET:"{ NEW | NV}" N/A

(k) - GeT key field

(r) - Required field for object creation (SET TA_STATE NEW

(*) - GET/ SET key, one or more required for SET operations

IAll attributesin Class T_DEVI CE arelocal attributes.

2TA_DEVI NDEX isrequired for SET operationsto identify the particular devicelist entry
except when setting the state to NEWfor the purpose of creating anew devicelist entry.
Inthelatter case, TA_DEVI NDEX must not be set; avalue will be assigned by the system
and returned after a successful creation.

STA_DEVSI ZE may only be SET on object creation.

Attribute  TA LM D: LMID
Semantics L ogical machineidentifier wherethedeviceislocated. Notethat thisattribute
may be used as a key field in both unbooted and booted applications as long
asthey are already configured (that is, at least one T_NMACHI NE entry is
defined). It isrequired as a key field on SET operations when accessing a
booted application. If specified when accessing the T_DEVI CE classin an
unconfigured application, this attributeis ignored.
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TA_CFGDEVI CE: string[2...64]
Absolute pathname of the file or device where the BEA Tuxedo file system
is stored or is to be stored.

TA_DEVI CE: string[2...64]
Absolute pathname of the devicelist entry.

TA DEVOFFSET: 0 <= num
The offset, in blocks, at which space onthisTA_DEVI CE beginsfor usewithin
the BEA Tuxedo system VTOC specified by TA_ CFGDEVI CE. Limitation:
This attribute must be set to O for the first device list entry (TA_DEVI CE) on
the BEA Tuxedo file system (TA_CFGDEVI CE).

TA_DEVSI ZE: 0 <= num
The size in pages of the disk areato be used for the device list entry.
Limitation: This attribute may be set only in conjunction with a state change
to NEW

TA_DEVI NDEX: 0 <= num
Deviceindex for TA_DEVI CE within the device list addressed by
TA_CFGDEVI CE. This attribute value is used for identification purposes only
in getting and setting attribute values relating to particular devices within a
BEA Tuxedo file system.

TA_STATE:

GET: {VALi d}
A GET operation will retrieve run-time information for the selected
T_DEVI CE object(s). The following states indicate the meaning of a
TA_STATE returned in response to a GET request. States not listed
will not be returned.

VALi d The BEA Tuxedo file system indicated by
TA_CFGDEVI CE exists and contains avalid device list.
TA DEVI CEisavalid devicewithin that file system with
the device index telnet Ichome3.
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SET: {NEW I Nval i d}
A SET operation will update information for the selected T_DEVI CE
object or add the indicated object. The following statesindicate the
meaning of a TA_STATE set in a SET request. States not listed may
not be set.

NEW Create or reinitialize T_DEVI CE object for application.
State change allowed only wheninthel Nval i d or VALi d
state. Successful return leavesthe object inthe VAL d state.
If this state transition isinvoked inthel Nval i d state, then
the object is created; otherwise, it isreinitialized. The
creation of the first TA_DEVI CE device list entry on the
TA_CFGDEVI CE BEA Tuxedo file system will
automatically create and initialize the necessary VTOC and
UDL structureson TA_CFGDEVI CE. Thefirst device list
entry created for a particular TA_CFGDEVI CE must have
equivaent values for the TA_DEVI CE attribute.

INval id DeleteT_DEVI CE object for application. State change
allowed only when in the VALI d state. Successful return
leavesthe object inthel Nval i d state. Note that
TA_DEVI NDEX 0 isspecia and must be deleted last.

Limitations  None.
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T_DOMAIN CLASS

Overview  The T_DQWVAI N class represents global application attributes. These attribute values
serve to identify, customize, size, secure, and tune a BEA Tuxedo system application.
Many of the attribute val ues represented here serve as application defaults for other
classes represented in this MIB.

Thereisexactly one object of the T_DOvAI Nclassfor each application. Because of this,
thereare no key fields defined for this class. A GET operation on this classwill dways
return information representing this single object. Likewise, a SET operation will
update it. GETNEXT is not permitted with this class.

Attribute Table

Table 0-25 T_DOMAIN Class Definition Attribute Table

Attribute Type Permissions Values Default
TA I PCKEY( r ) long rW-r--r-- 32K+1 <= num< 262,144 N/A
TA MASTER( 1 ) string  rwxr-xr-- "LMID1[,LMID2]" N/A
TA MODEL( r ) string  rw-r--r-- "{SHM MP}" N/A
TA STATE string  rwxr--r-- GET: "{ACT| | NA}" N/A
SET:"{NEW | NV N/A
| ACT| | NA| FI N}"
TA_CURI NTERFACES long R--R--R-- 0<=37266 0
TA DOVAI NI D string  rwxr--r-- string[0...30]
TA_PREFERENCES string  rwxr--r-- string[0...1023]
TA UD long  rwyr--r-- 0 <=num @
TAGD long  rwyr--r-- 0 <= num @
TA_HW NTERFACES long  R-R-R- 0<=37266 0
TA_PERM long  rwyr--r- 0001 <= num <= 0777 0666
TA_LI CEXPI RE long R-R-R-- string[0. . . 78] N/A
TA_LI CMAXUSERS long  R-R-R- 0<= num < 32K N/A
TA_LI CSERI AL string  R--R--R-- string[0 . . . 78] N/A
TA_M BMASK long MWX------ 0 <= num <= 0777 0000
TA_MAXACCESSERS long rwyr--r-- 1<=num< 32K 50
TA_MAXCONV long  rwyr--r-- 0 <=num < 32K 10
TA_MAXGTT long rwWyr--r-- 0 <=num < 32K 100
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Table 0-25 T_DOMAIN Class Definition Attribute Table (Continued)

Attribute Type Permissions Values Default
TA_MAXBUFSTYPE long rwW-r--r-- 1<=num< 32K 32
TA_MAXBUFTYPE long rwW-r--r-- 1<=num< 32K 16
TA_MAXDRT long  rw-r--r-- 0 <= num< 32K 0
TA_NMAXGROUPS long  rw-r--r-- 100 <= num < 32,766 100
TA_I NTERFACES long  rw-r--r-- O0<=num 150%
TA_MAXNETGROUPS long  rw-r-r-- 1 <= num<= 8192 3
TA_NMAXMACHI NES long  rw-r-r-- 256 = num < 8K-1 256
TA_MAXGBJECTS long  rw-r--r-- 1 <= num< 8K 50
TA_MAXQUEUES long rW-r--r-- O<=num 1000
TA_MAXRFT long rW-r--r-- 0 <=num< 32,766 0
TA_MAXRTDATA long rW-r--r-- 0<=num< 32,761 0
TA_MAXSERVERS long rW-r--r-- 1<=num< 8K 50
TA_MAXSERVI CES long rW-r--r-- 1 <= num< 32,766 100
TA_MAXACLGROUPS long rW-r--r-- 1<=num=<16K 16K
TA_CMIRET string  rwyr--r-- "{ COVPLETE| LOGGED}" "COWPLETE"
TA LDBAL string  rwyr--r-- LY Np" "y
TA_NOTI FY string  rwyr--r-- "{Dl PI N| SI GNAL| THREAD| "Dl PI N'

| GNORE}"
TA_SYSTEM_ACCESS sring  rwyr-—-r-- "{FASTPATH| PROTECTED}[, NO_O  pASTPATH'

VERRI DE]"
TA_COPTI ONS string  rwyr--r-- "{LAN] M GRATE| ACCSTATS],*}"
TA_USI GNAL string  rw-r--r-- "{SI GUSR1| SI GUSR2}" "SI GUSR2"
TA SECURI TY string  rw-r--r-- {""|"NONE| APP_PW USER_AUTH "NONE"

| ACL| MANDATORY_ACL"}
TA_PASSWORD NG -Wxe-ee- string[O0...30] N/A
TA_AUTHSVC fring  rwxr--r-- string[0...15]
TA_SCANUNI T long  rwxr-xr-- 0 <=num<=60 102
TA_BBLQUERY long  rwxr-xr-- 0<=num32K 300°
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Table0-25 T_DOMAIN Class Definition Attribute Table (Continued)

Attribute Type Permissions Values Default
TA_MAXBUFSTYPE long rw-r--r-- 1<=num< 32K 32
TA MAXBUFTYPE long rw-r--r-- 1<=num< 32K 16
TA_MAXDRT long  rw-r--r-- 0<=num< 32K 0
TA_MAXGROUPS long  rw-r--r-- 100 <= num < 32,766 100
TA | NTERFACES long  rw-r--r- 0<=num 150%
TA_MAXNETGROUPS long  rw-r--r- 1 <= num <= 8192 3
TA_MAXMACH NES long  rw-r--r-- 256 = num < 8K-1 256
TA_MAXGBJECTS long  rW-r--r-- 1<=num< 8K 50
TA_MAXQUEUES long rW-r--r-- O<=num 1000
TA_ MAXRFT long rW-r--r-- 0 <=num < 32,766 0
TA_MAXRTDATA long rW-r--r-- 0<=num< 32,761 0
TA_MAXSERVERS long rW-r--r-- 1<=num<8K 50
TA_MAXSERVI CES long rW-r--r-- 1 <= num < 32,766 100
TA_MAXACLGROUPS long rW-r--r-- 1<=num=<16K 16K
TA CMIRET string  rwyr--r-- "{ COVPLETE| LOGGED}" "COVPLETE"
TA LDBAL string  rwyr--r-- RS "Y'
TA_NOTI FY string  rwyr--r-- "{DI PI N] SI GNAL| THREAD] "Di PI' N

| GNORE}"
TA _SYSTEM ACCESS string  rwyr--r- "{ FASTPATH PROTECTED}[, NO_O “pASTPATH!

VERRI DE]"
TA OPTI ONS string  rwyr--r-- "{LAN| M GRATE| ACCSTATS],*}"
TA_USI GNAL string  rw-r--r-- "{SI GQUSR1| SI GUSR2}" "SI GUSR2"
TA SECURI TY string  rw-r--r-- {""|"'NONE| APP_PW USER_AUTH "NONE"

| ACL| MANDATORY_ACL"}
TA PASSWORD Sring W string[0...30] N/A
TA_AUTHSVC string  rwxr--r-- string[0...15]
TA_SCANUNI T long  rwxr-xr— 0 <=num <= 60 102
TA_BBLQUERY long  rwxr-xr— 0 <= num 32K 200°
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Table 0-25 T_DOMAIN Class Definition Attribute Table (Continued)

Attribute Type Permissions Values Default
TA_BLOCKTI ME long rWXr-Xr-- 0<=num< 32K 603
TA DBBLVWAI T long rWXr-Xr-- 0<=num< 32K 203
TA_SANI TYSCAN long  rwxr-xr-- 0<=num< 32K

120°
TA_CURDRT long r--r--r-- 0<=num< 32K N/A
TA_CURGROUPS long r--r--r-- 0<=num< 32K N/A
TA_CURVACHI NES long r=-r--r-- 0 <=num< 32K N/A
TA_CURQUEUES long r--r--r-- 0 <=num< 32K N/A
TA_CURRFT long f===-I-- 0 <= num< 32K N/A
TA_CURRTDATA long [ 0 <= num< 32K N/A
TA_CURSERVERS long F-F=ef-- 0<= num< 32K N/A
TA_CURSERVI CES long [ 0 <= num< 32K N/A
TA_CURSTYPE long [ 0 <= num< 32K N/A
TA_CURTYPE long r--r--r-- 0<=num< 32K N/A

F=-r--r--

TA_HWDRT long r--r--r-- 0<=num< 32K N/A
TA_HWEROUPS long r--r--r-- 0<=num< 32K N/A
TA_HWACHI NES long r=-r--r-- 0 <=num< 32K N/A
TA_HWQUEUES long r=-r--r-- 0 <=num< 32K N/A
TA_HARFT long F--r--r-- 0 <= num< 32K N/A
TA_HARTDATA long [ 0 <= num< 32K N/A
TA_HWSERVERS long F-F=ef-- 0<=num< 32K N/A
TA_HWSERVI CES long [ 0 <= num< 32K N/A

(r) - Required field for object creation (SET TA_STATE NEW

1u Dand @ D as known to the UNIX system.
2num must be a multiple of 5.

3Specify num so that numtimes TA_SCANUNI T is approximately Default.

4These defaults apply only for domains licensed for the BEA WebL ogic Enterprise
system. Otherwise the default is 0.
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Attribute
Semantics

TA | PCKEY: 32K+1 <= num< 262,144

Numeric key for the well-known addressin a BEA Tuxedo system Bulletin

Board. In a single processor environment, this key “names” the Bulletin
Board. In a multiple processor or LAN environment, this key names the
message queue of the DBBL. In addition, this key is used as a basis for
deriving the names of resources other than the well-known address, such as
the names for Bulletin Boards throughout the application.

TA_MASTER LM DIf, LM D2]

Master {MID1) and backupL(MID2) logical machine identifiers. The

master identifierl(MID1) must correspond to the local machine for

I NAct i ve applicationssSHVmode applications (se&&\_MODEL below) may

set only the master logical machine identifier. Modifications to this attribute
value in amCTi ve MP application (se@A_MODEL below) have the following
semantics:

Assuming current active master LM current backup master LMIB and
secondary LMIDE, D, . . .,the following scenarios define the semantics
of permitted changes to thi@_MASTER attribute in a runningy® mode
application.

A B->BA- Mster mgration fromA to B.

A B -> A C - Change backup master LM D designation to C

Note that master migration may be either orderly or partitioned. Orderly
migration takes place when the master machir€isve and reachable.
Otherwise, partitioned migration takes place. All newly established or
reestablished network connections will verify that the two sites connecting
share a common view of where the master machine is. Otherwise, the
connection will be refused and an appropriate log message generated. The
master and backup machines ins@Ti ve application must always have a
BEA Tuxedo system release number greater than or equal to all other
machines active in the application. The master and backup machines must be
of the same release. Modifications to T#e MASTER attribute must preserve
this relationship.

TA_MODEL: { SHV NP}

Configuration typeSHMspecifies a single machine configuration; only one
T_MACH NE object may be specifiedlP specifies a multimachine or network
configuration;MP must be specified if a networked application is being
defined.
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TA_STATE:

GET: {ACTive| | NActi ve}

A GET operation will retrieve configuration and run-time
information for the T_DOMAI N object. The following statesindicate
the meaning of a TA_STATE returned in response to a GET request.

States not listed will not be returned.

ACTi ve

T_DOMAI N object defined and the master machine is
active.

I NActive T_DOMAI Nobject defined and application isinactive.

SET: {NEW I Nval i d| ACTi ve| | NActi ve| FI Nacti ve}

A SET operation will update configuration and run-time information
for the T_DOMAI N object. The following states indicate the meaning
of aTA STATE set in a SET request. States not listed may not be set.

NEW

Create T_DOMAI N object for application. State
change allowed only wheninthe | Nval i d state.
Successful returnleavestheobjectinthel NAct i ve
state. Note that this state change will also create a
NEW T_MACHI NE object with TA_ LM Dinferred
from TA_MASTER, TA_PM D based on the local
system name, and TA_ TUXCONFI Gand TA_TUXDI R
determined from the environment variables
TUXCONFI G and TUXDI R respectively. Other
configurableattributesof the T_MACHI NE class may
be set at this time by including valuesin the
T_DOVAI N NEwrequest. If avalue for TA_APPDI R
isnot specified, then it will default to the current
directory.

unset

Modify T_DOVAI N object. Allowed only when in the
ACTi ve or | NAct i ve state. Successful return leaves
the object state unchanged.

I Nval i d

Delete T_DOMAI Nobject for application. State change
allowed only wheninthel NAct i ve state. Successful
return leaves the object in the | Nval i d state.
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ACTi ve Activate administrative processes (DBBL, BBL, etc.) on
the master machine. For the purpose of determining
permissions for this state transition, the active object
permissions are considered (that is, --x--x--x). State
change allowed only when inthe | NAct i ve state.
Successful return leaves the object in the | NAct i ve
state.

I NActi ve Deactivate administrative processes (DBBL, BBL, etc.)
on the master machine. State change alowed only when
in the ACTi ve state. Successful return leaves the object
inthel NAct i ve state.

Fl Nactive Forcibly deactivate administrative processes (DBBL,
BBL, etc.) on the master machine. Attached clients will
beignored for the purpose of determining if shutdown
should be alowed. State change alowed only whenin
the ACTi ve state. Successful return leavesthe object in
thel NAct i ve state.

TA_DOMAI NI D: string[ 0...30]
Domain identification string.

TA_PREFERENCES: string[0...1023]
Application defined field. Thisfield is used by the BEA Tuxedo system
/Admin GUI product to store and save GUI display preferences.

TA U D: 0 <=num
Default attribute setting for newly configured objectsinthe T_MACHI NE class.
Limitation: Changesto thisattribute do not affect active or already configured
T_MACH NE objects.

TA G D: 0 <=num
Default attribute setting for newly configured objectsinthe T_MACHI NE class.
Limitation: Changesto thisattribute do not affect active or already configured
T_MACH NE objects.

TA_PERM 0001 <= num<= 0777
Default attribute setting for newly configured objectsinthe T_MACHI NE class.
Limitation: Changesto thisattribute do not affect active or already configured
T_MACH NE objects.
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TA LI CEXPI RE: string[O0 . . . 78]
Expiration date for the binary on that machine or a0-length string if binary is
not a BEA Tuxedo system master binary.

TA LI CVAXUSERS: 0 <= num < 32K
Licensed maximum number of users on that machine or -1 if binary is not a
BEA Tuxedo system master binary.

TA LI CSERI AL: string [0 . . . 78]
Serial number of license.

TA M BVASK: 0 <= hum <= 0777
Attribute access mask. User type/access mode combinations specified by this
attribute value will no longer be allowed for all class/attribute combinations
defined in this reference page. For example, a setting of 0003 disallows all
updates to users other than the administrator or the operator.

TA MAXACCESSERS: 1 <= num < 32K
Default attribute setting for newly configured objectsinthe T_MACHI NE class.
Limitation: Changesto thisattribute do not affect active or already configured
T_NMACHI NE objects.

TA_MAXCONV: 0 <= num < 32K
Default attribute setting for newly configured objectsinthe T_MACHI NE class.
Limitation: Changesto thisattribute do not affect active or already configured
T_NMACHI NE objects.

TA _MAXGTIT: 0 <= num< 32K
Default attribute setting for newly configured objectsinthe T_MACHI NE class.
Limitation: Changesto thisattribute do not affect active or already configured
T_NMACHI NE objects.

TA _MAXBUFSTYPE: 1 <= num< 32K
Maximum number of buffer subtypes that can be accommodated in the
Bulletin Board buffer subtype table.

TA MAXBUFTYPE: 1 <= num < 32K
Maximum number of buffer types that can be accommodated in the Bulletin
Board buffer type table.

TA_MAXDRT: 0 <= num< 32K
Maximum number of routing table entries that can be accommodated in the
Bulletin Board routing table. One entry per T_ROUTI NG class object is
required. Additional entries should be all ocated to allow for run-time growth.
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TA MAXGROUPS: 100 <= num < 32,766

Maximum number of server groupsthat can be accommodated in the Bulletin
Board server group table.

Limitation: BEA Tuxedo system Release 4.2.2 and earlier sites have afixed
setting of 100 for this attribute. Interoperability with these sites requires that
no morethan 100 server group entriesbein use at any time. Release4.2.2 and
earlier siteswill not be allowed to join an application that has more than 100
defined server groups. Additionally, applications already including Release
4.2.2 or earlier sites will not be allowed to add server groups beyond 100.

TA_NMAXOBJECTS
The default maximum number of active objects to be accommodated in the
Active Object Map tables in the Bulletin Board.

TA _CURI NTERFACES
The current number of interface entries used in the Bulletin Board interface
tables.

TA_HW NTERFACES
The high water number of interface entries used in the Bulletin Board
interface tables. TA_ MAXNETGROUPS: 1 <= num < 8192 specifiesthe
maximum number of configured network groups to be accommodated in the
NETWORK section of the TUXCONFI Gfile. This value must be greater than or
equa to 1 and less than 8192. If not specified, the default is 8.

TA_NMAXI NTERFACES: 0 <= num < 32,766
Specifies the maximum number of interfaces to be accommodated in the
interface table of the Bulletin Board. Thisvalue must be greater than zero and
less than 32,766. If not specified, the default is 100.

Note: All instances of aninterface occupy and reuse the same dlotintheinterface
table in the Bulletin Board. For example, if server SVR1 advertises
interfaces| F1 and | F2, SVR2 advertises| F2 and | F3, and SVR3 advertises
I F3 and | F4, theinterface count is 4 (not 6) when calculating
MAXI NTERFACES.

TA MAXMACHI NES: 256 = num 8K-1

M aximum number of machines that can be accommodated in the Bulletin
Board machine table.

Limitation: BEA Tuxedo system Release 4.2.2 has a fixed setting of 256 for
thisattribute. Releases prior to Release 4.2.2 have afixed setting of 50 for this
attribute. Interoperability with Release 4.2.2 and earlier sitesrequiresthat no
more than the lowest fixed setting number of machine table entries bein use
at any time. Release 4.2.2 siteswill not be allowed to join an application that
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has more than 256 defined machines. Pre-Release 4.2.2 sites will not be
allowed to join an application that has more than 50 defined machines.
Additionally, applications already including active Release 4.2.2 or earlier
siteswill not be allowed to add machines beyond the lowest applicable limit.

TA MAXQUEUES: 1 <= num< 8K
Maximum number of queues to be accommodated in the Bulletin Board
queue table.
Limitation: Release 4.2.2 and earlier sites may join an active application only
if the setting for TA_ MAXQUEUES is equal to the setting for TA_ MAXSERVERS.

TA _MAXRFT: 0 <= num< 32K
Maximum number of routing criteriarange table entries to be accommodated
in the Bulletin Board range criteriatable. One entry per individual range
within a TA_RANGES specification isrequired plus one additional entry per
T_ROUTI NG class object. Additional entries should be allocated to allow for
run-time growth.

TA _MAXRTDATA: 0 <=num< 32,761
Maximum string pool space to be accommodated in the Bulletin Board string
pool table. Strings and carrays specified within TA_ RANGES values are stored
in the string pool. Additional space should be allocated to allow for run-time
growth.

TA MAXSERVERS: 1 <= nun 8K
Maximum number of serversto be accommodated in the Bulletin Board
server table. Allowances should be made in setting this attribute for system
supplied administrative servers. Administration of each BEA Tuxedo system
site adds approximately one server. Additionally, if TM Ss are specified for
any server groups (see T_GROUP TA_TMSNAME attribute), then they will be
booted along with their server group and should be accounted for in setting
TA_MAXSERVERS.

TA MAXSERVI CES: 1 <= num< 32,766
Maximum number of services to be accommodated in the Bulletin Board
service table. Allowances should be made in setting this attribute for system
supplied servers offering services for administrative purposes.
Administration of each BEA Tuxedo system site adds approximately five
services. Other administrative components such as Workstation, /Q, and /DM
may also add administrative services that should be accounted for.
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TA MAXACLGROUPS: 1 <= num< 16K
Maximum number of group identifiersthat can be used for ACL permissions
checking. The maximum group identifier that can be defined is
TA_MAXACLGROUPS - 1.

TA_CMIRET: { COVPLETE| LOGGED}
Initial setting of the TP_COWM T_CONTROL characteristic for all client and
server processesin aBEA Tuxedo system application. LOGGED initializesthe
TP_COWMM T_CONTRQOL characteristic to TP_CMI_LOGGED; otherwise, it is
initialized to TP_CMI_COMPLETE. See the description of the BEA Tuxedo
system ATMI function t pscnt (3c) for details on the setting of this
characteristic.

Limitation: Run-time modifications to this attribute do not affect active
clients and servers.

TA LDBAL: {Y| N}
Load balancing is/will be on (" Y*) or off (N).
Limitation: Run-time modifications to this attribute do not affect active
clients and servers.

TA_NOTI FY: {DI PI N| S| GNAL| THREAD| | GNORE}
Default notification detection method to be used by the system for unsolicited
messages sent to client processes. This default can be overridden on a
per-client basis using the appropriate t pi ni t (3c) flag value. Note that once
unsolicited messages are detected, they are made available to the application
through the application defined unsolicited message handling routine
identified viathet pset unsol (3c) function.

The value DI PI N specifies that dip-in-based notification detection should be
used. This means that the system will detect notification messages only on
behalf of aclient process while within ATMI calls. The point of detection
within any particular ATMI call is not defined by the system, and dip-in
detection will not interrupt blocking system calls. DI PI Nis the default
notification detection method.

Thevalue SI GNAL specifiesthat signal -based notification detection should be
used. This means that the system sends a signal to the target client process
after the notification message has been made available. The system installs a
signal-catching routine on behalf of clients selecting this method of
notification.
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The value THREAD specifies that THREAD notification should be used. This
meansthat the system dedi cates a separate thread for the receipt of unsolicited
messages and dispatchesthe unsolicited message handler in that thread. Only
one unsolicited message handler executes at one time per application. This
value is allowed only on platforms that offer support for multithreading.
COBOL clients cannot use THREAD notification, and will default to Di PI Nif
THREAD isin effect.

The value | GNORE specifies that by default, notification messages are to be
ignored by application clients. Thiswould be appropriate in applications
whereonly clientsthat request notification at t pi ni t (3c) time should receive
unsolicited messages.

Limitations: Run-time modifications to this attribute do not affect active
clients. All signaling of client processes is done by administrative system
processes and not by application processes. Therefore, only clients running
with the same UNIX system user identifier can be notified using the SI GNAL
method.

TA_SYSTEM ACCESS: { FASTPATH PROTECTED} [, NO_OVERRI DE]

Default mode used by BEA Tuxedo system libraries within application
processes to gain access to BEA Tuxedo system’sinternal tables. FASTPATH
specifiesthat BEA Tuxedo system’'sinternal tables are accessible by BEA
Tuxedo system libraries via unprotected shared memory for fast access.
PROTECTED specifiesthat BEA Tuxedo system'sinternal tablesare accessible
by BEA Tuxedo system libraries via protected shared memory for safety
against corruption by application code. NO_OVERRI DE can be specified to
indicate that the mode sel ected cannot be overridden by an application
process using flags available for use with t pi ni t (3c).

Limitations: Updates to this attribute value in a running application affect
only newly started clients and newly configured T_SERVER objects.

TA_OPTI ONS: { LAN| M GRATE| ACCSTATS],*}

Comma separated list of application optionsin effect. Valid options are
defined below:

LAN—networked application.
M GRATE—allow server group migration.
ACCSTATS—exact statistics (SHM mode only).

Limitation: Only theACCSTATS may be set or reset in an active application.
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TA_USI GNAL: {SI GUSRL| SI GUSR2}
Signal to be used for signal-based notification (see TA_NOTI FY above).

TA_SECURI TY: { NONE| APP_PW USER_AUTH| ACL| MANDATORY_ACL}
Typeof application security. A O-length string value or NONE for this attribute
indicates that security is/will be turned off. The identifier APP_Pwindicates
that application password security isto be enforced (clients must provide the
application password during initialization). Setting this attribute requires a
non-0 length TA_PASSWORD attribute. The identifier USER_AUTHis similar to
APP_PWhbut, in addition, indicates that per-user authentication will be done
during client initialization. Theidentifier ACL issimilar to USER_AUTHbut, in
addition, indicates that access control checks will be done on service names,
gueue hames, and event names. If an associated ACL isnot found for aname,
it is assumed that permission is granted. The identifier MANDATORY_ACL is
similar to ACL but permission is denied if an associated ACL is not found for
the name.

TA_PASSWORD: st ri ng[0 . .. 30]
Clear text application password. Thisattributeisignored if the TA_ SECURI TY
attributeis set to nothing. The system automatically encryptsthisinformation
on behalf of the administrator.

TA_AUTHSVC: string[0...15]
Application authentication service invoked by the system for each client
joining the system. This attribute is ignored if the TA_ SECURI TY attribute is
set to nothing or to APP_PW

TA_SCANUNI T: 0 <= num <= 60 (multiple of 5)
Interval of time (in seconds) between periodic scans by the system. Periodic
scans are used to detect old transactions and timed-out blocking calls within
service requests. The TA_ BBLQUERY, TA_ BLOCKTI Mg, TA_DBBLWAI T, and
TA_SAN TYSCAN attributes are multipliers of thisvalue. Passing a vaue of 0
for this attribute on a SET operation will cause the attribute to be reset to its
default.

TA BBLQUERY: 0 <= num< 32K
Multiplier of the TA_SCANUNI T attribute indicating time between DBBL
status checks on registered BBLs. The DBBL checksto ensurethat all BBLs
have reported in within the TA_ BBLQUERY cycle. If aBBL has not been heard
from, the DBBL sends a message to that BBL asking for status. If noreply is
received, the BBL is partitioned. Passing avalue of O for this attribute on a
SET operation will cause the attribute to be reset to its default. This attribute
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value should be set to at least twice the value set for the TA_SANI TYSCAN
attribute value (see below).

TA BLOCKTI ME: 0 <= num< 32K

Multiplier of the TA_SCANUNI T attribute indicating the minimum amount of
time ablocking ATMI call will block before timing out. Passing avalue of 0
for this attribute on a SET operation will cause the attribute to be reset to its
default.

TA DBBLWAI T: 0 <= hum < 32K

Multiplier of the TA_SCANUNI T attribute indicating maximum amount of time
aDBBL should wait for replies from its BBL s before timing out. Passing a
value of O for this attribute on a SET operation will cause the attribute to be
reset to its default.

TA SANI TYSCAN: 0 <= num< 32K

Multiplier of the TA_SCANUNI T attributeindicating time between basic sanity
checks of the system. Sanity checking includes client/server viability checks
done by each BBL for clients/servers running on the local machine aswell as
BBL status check-ins (MP mode only). Passing a value of O for this attribute
on a SET operation will cause the attribute to be reset to its default.

TA_CURDRT: 0 <= num< 32K

Current number of in use Bulletin Board routing table entries.

TA CURGROUPS: 0 <= num< 32K

Current number of in use Bulletin Board server group table entries.

TA_CURNMACHI NES: 0 <= num < 32K

Current number of configured machines.

TA CURQUEUES: 0 <= num< 32K

Current number of in use Bulletin Board queue table entries.

TA _CURRFT: 0 <= num< 32K

Current number of in use Bulletin Board routing criteria range table entries.

TA CURRTDATA: 0 <= num< 32K

Current size of routing table string pool.

TA CURSERVERS: 0 <= num< 32K

Current number of in use Bulletin Board server table entries.
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Limitations

TA CURSERVI CES: 0 <= num < 32K
Current number of in use Bulletin Board service table entries.

TA CURSTYPE: 0 <= num< 32K
Current number of in use Bulletin Board subtype table entries.

TA _CURTYPE: 0 <= num< 32K
Current number of in use Bulletin Board type table entries.

TA_HWDRT: 0 <= num< 32K
High water number of in use Bulletin Board routing table entries.

TA HWGROUPS: 0 <= num< 32K
High water number of in use Bulletin Board server group table entries.

TA HWWACH NES: 0 <= num < 32K
High water number of configured machines.

TA HWQUEUES: 0 <= num< 32K
High water number of in use Bulletin Board queue table entries.

TA HWRFT: 0 <= num< 32K
High water number of in use Bulletin Board routing criteria range table
entries.

TA HWRTDATA: 0 <= num< 32K
High water size of routing table string pool.

TA HWBERVERS: 0 <= num< 32K
High water number of in use Bulletin Board server table entries.

TA_HWBERVI CES: 0 <= num < 32K
High water number of in use Bulletin Board service table entries.

Many attributes of this class are tunable only when the application isinactive.
Therefore, use of the ATMI interface routines to administer the application is not
possible. The function t padncal | (3c) isbeing provided asameans of configuring or
reconfiguring an unbooted application. Thisinterface may only be used for
configuration (SET operations) in an inactive application and only on the site being
configured as the master site for the application. Once an initia configuration is
created and activated, administration is available through the standard ATMI
interfaces as described in M B(5).
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T_FACTORY MIB

Overview  The T_FACTORY MIB class represents occurrences of factories registered with the

FactoryFinder. The avail able factoriesfor the application are reflected in thisMIB and
can be shown to the administrator viathe GUI or command-line tools. The scopeis
global.

Attribute Table

182

Table0-26 T_FACTORY Attributes

Attribute Use Type Permissions Values Default

TA_STATE k string R--R--R-- GET: "{ ACT}" NA

TA_FACTORYI D k string  R-—-R--R-- string NA
[1...256]

TA | NTERFACENANE k string R--R--R-- string NA
[1...128]

(k) - GET key field

Attributes  TA STATE
Semantics CET: {ACTive }

A GET operation will retrieve configuration and run-time
information for the selected T_FACTCORY objects.
States are as follows:

ACTive  TheT_FACTORY object is registered with the
FactoryFinder.

TA _FACTORY
Theregistered ID for the factory.

TA | NTERFACENAME
Thefully qualified interface namefor thefactory. Theinterfacerepository ID
for thefactory. The format of this name is dependent on the options specified
in the IDL which generates the interface implementation. See CORBA 2.1
Specification Section 7.6 for details.
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T_GROUP CLASS

Overview  The T_GROUP class represents application attributes pertaining to a particular server
group. These attribute values represent group identification, location, and DTP

information.

Attribute Table

Table 0-27 T_GROUP Class Definition Attribute Table

Attribute Type Permissions Values Defau

It

[TASRVGRP( t )( * ) string  rU-r—r— string[1...30] N/A

TAGRPNO( k)( r ) long  ru-r--r- 1 <= num < 30,000 N/A

TALMDO k)(C ) sring  rwyr--r-- "LMID1[,LMID2]" N/A

TA STATE( k ) string  rwxr-xr-- GET:"{ACT| INAAM G" N/A

SET: " {NEW I NV| ACT| RAC| INA|M G} " N/A

TA CURLM D( k ) string  R--R--R-- LMID N/A
TA_ENVFI LE string  rwyr--r-- string[0...78]
TA_CLOSEI NFO string  rwyr--r-- string[0...256]
TA_OPENI NFO string  rwyr--r-- string[0...256]
TA_TMSCOUNT long  rw-r--r-- Oor2=num<11 3
TA_TVBNAME( k) string  rw-r--r-- string[0...78]

(K) - GET key fidld

(r) - Required field for object creation (SET TA_STATE NEW
(*) - GET/ SET key, one or morerequired for SET operations

Attribute  TA_SRVGRP: string[ 1...30]
Semantics Logica name of the server group. The group name must be unique within all
group namesin the T_GROUP classand TA_LM Dvaluesin the T_MACHI NE
class. Server group names cannot contain an asterisk (*), comma, or colon.

TA_GRPNQO. 1 <= num < 30,000

Group number associated with this server group.

TA_LM D: LMID1[,LMIDZ]
Primary machine logical machine identifier for this server group (LMID1)
and optional secondary logical machine identifier (LMID2). The secondary
LMID indicatesthe machineto which the server group can be migrated (if the
M GRATE option is specified in the T_DOVAI N:TA_OPTI ONS attribute). A
single LMID specified on a GET operation will match either the primary or
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secondary LMID. Note that the location of an active group isavailable in the
TA_CURLM D attribute. Logical machine identifiers specified with the

TA LM D attribute must be already configured. Limitation: Modifications to
this attribute for an active object may only change the backup LMID
designation for the group.

TA_STATE:

GET: {ACTive|l NActive| M G ating}
A GET operation will retrieve configuration and run-time
information for the selected T_GROUP object(s). Thefollowing states
indicate the meaning of a TA_STATE returned in response to a GET
reguest. States not listed will not be returned.

ACTi ve T_GROUP object defined and active (TMS and/or
application servers). Server groups with non 0-length
values for the TA_ TMBNAME attribute are considered
active if the TM Ss associated with the group are active.
Otherwise, agroup is considered active if any server in
the group is active.

INActive  T_GROUP object defined and inactive.

M Grating T_GROUP object defined and currently in a state of
migration to the secondary logical machine. The
secondary logical machineistheonelistedin TA_LM D
that doesnot match TA_CURLM D. Thisstateis ACTi ve
equivalent for the purpose of determining permissions.

SET: {NEW I Nval i d| ACTi ve| ReACti vate| I NActive| M Grati ng}
A SET operation will update configuration and run-time information
for the selected T_GROUP object. The following states indicate the
meaning of a TA_STATE set in a SET request. States not listed may
not be set.

NEW Create T_GROUP object for application. State change
allowed only wheninthe | Nval i d state. Successful
return leaves the object inthe | NAct i ve state.
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unset

Modify an existing T_GROUP object. Thiscombination
isallowed only wheninthe ACTi ve or | NActi ve
state. Successful return leaves the object state
unchanged.

I Nvalid

Delete T_GROUP object for application. State change
alowed only wheninthe | NAct i ve state. Successful
return leaves the objectinthe | Nval i d state.

ACTi ve

Activate the T_GROUP object. State change allowed
only wheninthel NActi ve or M Gr at i ng state. For
the purpose of determining permissions for this state
trangition, the active object permissions are considered
(that is, - - x- - x- - X).

If the group is currently inthe | NAct i ve state, then
TMS and application servers (subject to restriction by
TA_FLAGS settings) are started on the primary logical
machine if the primary logical machine is active;
otherwise, the TM'S and application servers are started
on the secondary logical machineif it isactive. If
neither machineis active, then the request fails.

If the group is currently inthe M Gr at i ng state, then
the active secondary logical machine (identified as the
dternateto TA_CURLM Dinthe TA_LM Dlist) isused
to start TMS and application serversif itis active.
Otherwise, the request fails. ~The TM B_NOTI FY
TA_FLAGvaue should be used when activating a
server group if status on individua serversis required.

Successful return leavesthe object in the ACTi ve state.

ReACti vat e

Identical to atransition to the ACTi ve state except that
this state changeis also adlowed in the ACTi ve statein
addition to being allowed inthe | NAct i ve and

M G ati ng states.

The TM B_NOTI FY TA FLAG va ue should be used
when reactivating a server group if status on individua
serversisrequired.
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I NActive Deactivate the T_GROUP object. TM 'S and application
servers (subject to restriction by TA FLAGS settings)
are deactivated. State change allowed only when in the
ACTi ve or M G at i ng state. Successful returnleaves
the object inthe | NAct i ve dtate.

TheTM B_NOTI FY TA FLAGvalue should be used
when deactivating aserver group if status on individual
serversis required.

M Grating  Deactivate the T_GROUP object on its active primary
logical machine (TA_CURLM D) and prepare the group
to be migrated to the secondary logical machine. State
change allowed only when in the ACTi ve state.
Successful return leaves the object intheM Grat i ng
state.

UnAVailable  Suspend all application servicesin the group. (Note:
Individual services can be suspended through the
T_SVCGROUP class.) A SET operation to this state is
allowed only when the group isin the ACTi ve state.
Theoperation leavesthegroup inthe ACTi ve state, but
with all its application servicesin a suspended state.
Limitation: Operation will fail in a mixed-release
application where any pre-Release 6.4 machineis
active.

AVaiLable Unsuspend all application servicesin the group marked
as suspended. A SET operation to this state value is
allowed only when the group isin the ACTi ve state.
The operation leaves the group in the ACTi ve date.

Limitation: Operation will fail in a mixed-release application where
any pre-Release 6.4 machineis active.

TA _CURLM D: LMID
Current logical machine on which the server group is running. This attribute
will not be returned for server groups that are not active.

TA_ENVFI LE: string[0...78]
Environment file for serversrunning in this group. If the value specifies an
invalid filename, no valuesare added to theenvironment. thevalueof st ri ng
isplaced in the environment.
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When booted, local serversinherit the environment of t nboot (1) and remote
servers (not on the MASTER) inherit the environment of t | i st en(1).
TUXCONFI G, TUXDI R, and APPDI R are also put in the environment when a
server is booted based on the information in the associated T_GROUP object.

PATH s set in the environment to:
APPDI R TUXDI R/ bi n:/ bi n:/ usr/bin: <pat h>

where<pat h> isthevalue of thefirst PATH= lineinthe machine environment
file, if one exists (subsequent PATH= linesisignored). This PATHisused asa
search path for servers that are specified with a simple or relative pathname
(that is, one that doesn't begin with slash).

LD LI BRARY_PATH s set in the environment to:
APPDI R TUXDI R/ lib:/lib:/usr/lib:<lib>

where </ j b>isthe value of thefirst LD LI BRARY_PATH= line appearing in
the machine environment file, if one exists (subsequent LD LI BRARY_PATH=
lines are ignored).

Aspart of server initialization (beforet psvri ni t (3c) iscalled), aserver
reads and exports variables from both the machine and server ENVFI LE files.
If avariable is set in both the machine and server ENVFI LE, the value in the
server ENVFI LE will override the value in the machine ENVFI LE with the
exception of PATH which is appended. A client processes only the machine
ENVFI LE file. When the machine and server ENVFI LE files are processed,
linesthat are not of the form <i dent >=isignored, where <i dent > contains
only underscore or al phanumeric characters.

If aPATH= lineis encountered, PATH s Set to:
APPDI R TUXDI R/ bi n:/ bi n:/ usr/bin: <pat h>

where <pat h> is the value of the first PATH= line appearing in the
environment file (subsequent PATH= lines are ignored). If PATH appearsin
both the machine and server files, then <pat h> isdefined as

<pat h1>:<pat h2> where <pat h1> isfrom the machine ENVFI LE and
<pat h2> isfrom the server ENVFI LE. If aLD LI BRARY_PATH=lineis
encountered, LD LI BRARY_PATHIis set to

APPDI R TUXDI R/ i b:/1ib:/usr/lib:<lib>

where </ j b>isthe value of thefirst LD LI BRARY_PATH= line appearing in
the environment file (subsequent LD_LI BRARY_PATH= lines are ignored).
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Attemptsto reset TUXDI R, APPDI R, or TUXCONFI Gareighored and awarning
isdisplayed if the value does not match the corresponding T_GROUP attribute
value. Limitation: Modificationsto this attribute for an active object do NOT
affect running servers or clients.

TA_CLOSEI NFQ: string[0...256]
If a non O-length value other than “TMS” is specified for the TA_ TMSNAME
attribute, then this attribute value indicates the resource manager-dependent
information needed when terminating access to the resource manager.
Otherwise, this attribute value is ignored.

Theformat for this attribute value is dependent on the requirements of the
vendor providing the underlying resource manager. Theinformation required
by the vendor must be prefixed withmi_name:”, which is the published

name of the vendor's transaction (XA) interface followed immediately by a

colon (3).

A O-length string value for this attribute means that the resource manager fol
this group (if specified) does not require any application specific information

tocl ose access to the resource.

Limitation: Run-time modifications to this attribute will not affect active
servers in the group.

TA_OPENI NFQ: string[0...256]
If a non 0-length value other tharms” is specified for the TA_ TMSNAME
attribute, then this attribute value indicates the resource manager dependent
information needed when initiating access to the resource manager.
Otherwise, this attribute value is ignored.

Theformat for this attribute value is dependent on the requirements of the
vendor providing the underlying resource manager. Theinformation required
by the vendor must be prefixed withmi_name:”, which is the published

name of the vendor's transaction (XA) interface followed immediately by a

colon (3).

A O-length string value for this attribute means that the resource manager fol
this group (if specified) does not require any application specific information

to open access to the resource.

Limitation: Run-time modifications to this attribute will not affect active
servers in the group.
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TA TMSCOUNT: O or 2<=num< 11
If anon O-length value is specified for the TA_ TMSNANE attribute, then this
attribute value indicates the number of transaction manager serversto start for
the associated group. Otherwise, this attribute value is ignored.

TA_TMBNAME: string[O...78]
Transaction manager server a. out associated with thisgroup. Thisparameter
must be specified for any group entry whose servers will participate in
distributed transactions (transactions across multiple resource managers and
possibly machines that are started with t pbegi n(3), and ended with
t pcommi t (3)/t pabort (3)).

The value “TMS” isreserved to indicate use of the null XA interface. If a
non-empty value other than “TMS” is specified, then a TLOGDEVICEmust be
specified for the machine(s) associated with the primary and secondary
logical machinesfor this object.

A unique server identifier is selected automatically for each TM server, and
the serverswill be restartable an unlimited number of times.

Limitations  None.
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T IFQUEUE Class

Overview  TheT_I FQUEUE MIB class represents run-time attributes of an interface asit pertains
to aparticular server queue (T_QUEUE). Thisis primarily aread-only class providing
access to the inherited configuration attributes of an interface as well as statistics
relating to theinterface onthe queue. Additionally, this class gives administratorsfiner
granularity in suspending and activating interfaces. This class provides the link
between an interface name and the server processes capable of processing method
invocations on the interface, that is, TA_ RQADDR can be used as akey search field on
the T_SERVER class.

Attribute Table

Table0-28 T_IFQUEUE Class Definition Attribute Table

Attribute Usage Type Permissions Values Default

TA_| NTERFACENAME * strin R-R-R- string[1..128] N/A
9

TA SRVGRP * strin R-R-R- string[1..30] N/A
9

TA RQADDR * strin R-R-R- string[1..30] N/A
9

TA_STATE k strin R XR XR-- GET: "{ACT| SUS| PAR}" N/A
g SET: "{ACT| SUS}" NA

TA_AUTOTRAN strin R-R-R- "{YIN" N/A
9

TA LOAD | ong R-R-R- 1 <= num< 32K N/A

TA PRI O | ong R-R-R- 1<= num< 101 N/A

TA TI MEQUT | ong R-R-R- 0 <= num N/A

TA_TRANTI ME | ong R-R-R- 0 <= num N/A

TA_FBROUTI NGNAME strin R-R-R- string[1l...15] N/A
9

TA LMD k strin R-R-R- LMD N/A
9
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Table 0-28 T_IFQUEUE Class Definition Attribute Table (Continued)

Attribute Usage Type Permissions Values Default
TA NUMSERVERS | ong R-R-R-- 0 <= num N/A
TA TPPCQLI CY strin R-R-R-- "{nmet hod | N/A
g transaction |
process}"
TA TXPCQLI CY strin RRR- "{always | never | N/A
g optional | ignore}”
TA NCOWVPLETED I | ong R- XR- XR- - 0 <= num N/A
TA NQUEUED | | ong R-R-R-- 0 <= num N/A
TA CUROBJECTS | | ong R-R-R-- 0 <= num N/A
TA CURTRANSACTIONS | | ong R-R-R-- 0 <= num N/A

(k) - GET key field

(1) - Locd Field

(*) - GET/SET key, one or more required for SET operations

Attribute
Semantics

TA | NTERFACENAME: string[1..128]
The fully qualified interface name. The interface repository ID for the
interface. The format of this name is dependent on the options specified in
the IDL which generates the interface implementation. See CORBA 2.1
Specification Section 7.6 [CORBA] for details.

TA SRVGRP: string[O..30]
Server group name. Server group names cannot contain an asterisk, comma
or colon.

TA RQADDR  string[1l..30]
Symbolic address of the request queue for an active server offering this
interface. See T_SERVER TA RQADDR for more information on this attribute.

TA_STATE:

CGET: {ACTive | SUSpended | PARtitioned}
A GET operation will retrieve configuration information for the selected
T_I FQUEUE objects. Thefollowing statesindicate the meaning of aTA_STATE
returned in response to a GET request. States not listed will not be returned.
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ACTi ve T_I FQUEUE object represents an avail able interface in the running
system.

SUSpended T_I FQUEUE object represents a currently suspended interface in the
running system.

PARti ti oned T_I FQUEUE object represents a currently partitioned interface in the
running system.

SET: { ACTive | SUSpended}
Thefollowing statesindicatethe meaning of aTA_STATE setin aSET request.
States not listed may not be set.

ACTi ve Activate the T_I FQUEUE object. State change only allowed when in
the SUSpended state. Successful returnleaves object in ACTi ve state.

SUSpended Suspend the T_I FQUEUE object. State change only allowed when in
the ACTi ve state. Successful return leavesobject in SUSpended state.

Limitation: Dynamic advertisement of interfaces (i.e., state change from
I NActi ve or I Nval i d to ACTi ve) is hot supported, nor is unadvertisement
(i.e., state change from ACTi ve to | NAct i ve).

TA AUTOTRAN:{ Y [N}
Signifies whether atransaction will be automatically started for invocations
made outside a transaction context. See T_| NTERFACE description of this
attribute for discussion of limitations regarding this attribute.

TA LQAD: 1 <= num <= 32K
This T_I NTERFACE object imposes the indicated |oad on the system.
Interface loads are used for load balancing purposes, that is, queues with
higher enqueued workloads are less likely to be chosen for a new request.

TA PR O 1 <= num <= 101
This T_I NTERFACE object has the indicated dequeuing priority. If multiple
interface requests are waiting on a queue for servicing, the higher priority
reguests will be handled first.

TA_TI MEOUT: 0 <= num
Time limit (in seconds) for processing individua method invocationsfor this
interface. Servers processing method invocations for this interface will be
abortively terminated if they exceed the specified time limit in processing
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therequest. A value of O for this attribute indicates that the server should not
be abortively terminated.

TA_TRANTI ME: 0 <= num
Transaction timeout value in seconds for transactions automatically started
for this T_I NTERFACE object. Transactions are started automatically when a
requests not in transaction mode is received and the
T_| NTERFACE: TA_AUTOTRAN attribute value for the interfaceis" Y".

TA_FBROUTI NGNAME: string[1..15]
The factory-based routing criteria associated with thisinterface.

TA LM D: LMID
Current logical machine on which the queue offering thisinterface is
located.

TA NUMBERVERS: 0 <= num
Number of corresponding servers offering thisinterface on this queue.

TA_TPPOLICY: { nethod | transaction | process }
The TP Framework deactivation policy. This reflects the policy registered
with the framework at server startup. The first server to register the interface
sets the value in T_I NTERFACE. Thisvalue cannot be changed.

TA_TXPOLICY: { optional | always | never | ignore }
The transaction policy for the interface. The setting in this attribute affects
the effect of the TA_AUTOTRAN attribute. See TA_ AUTOTRAN for further
explanation. This attribute is always read-only. It is set by the devel oper
when the server is built and registered at server startup.

TA_NCOWPLETED: 0 <= num
Number of interface method invocations completed since the interface was
initialy offered.

TA_NQUEUED: 0 <= num
Number of requests currently enqueued for this interface.

TA CUROBJECTS: 0 <= num
Number of active objects for thisinterface for associated queue. This
number represents the number of entriesin the active object table for this
gueue on the associated machine. This includes objects that are not in
memory but that were invoked within an active transaction.
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TA _CURTRANSACTI ONS: 0 <= num
Number of active global transactions associated with this interface for its
associated queue.
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T INTERFACE Class Definition

Overview

The T_I NTERFACE MIB class represents configuration and run-time attributes of
CORBA interfaces at both the domain and server group levels.

A domain-level T_I NTERFACE object is one that is not associated with a Server
Group. Its TA_SRVGRP attribute contains a null string (string of length 0, "").

A server group level T_I NTERFACE object is one that has an associated server group
(i.e., itsTA_SRVGRP attribute containsavalid server group namefor the domain). This
Server Group level representation of an interface also provides a container for
managing interface state (TA_STATE) and for collecting accumulated statistics.

An associated server group level T_I NTERFACE object must exist for any CORBA
interfaces that are activated in a server. The activation of interfacesin a server is
controlled by the state of a T_I FQUEUE object for the interface. Activation of a

T_| FQUEUE object causes its attributes to be initialized with the values specified for
the associated server group level T_I NTERFACE object. If such an object does not
exist, then one will be dynamically created. This dynamically-created server group
level T_I NTERFACE object will be initialized with the attributes of the domain level
T_| NTERFACE object for the interface if one exists. If an associated domain level
T_I NTERFACE object does not exist, system specified default configuration values
will be applied. Once activated, interfaces are always associated with a server group
level T_I NTERFACE object.

The specification of configuration attributes for interfaces at any level is completely
optional, system defined defaults will be provided and run-time server group level
T_I NTERFACE objects will be created. Interfaces to be offered by a server are
identified via the | CF file used to generate server skeletons and advertised
automatically by the system at server activation time.
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Attribute Table

3.

Table0-29 T_INTERFACE Class Definition Attribute Table

Attribute Usage Type Permissions Values Default
TA | NTERFACENANME r* string ru-r--r-- string[l..128] N A
TA_SRVGRP r* string ru-r--r-- string[O0..30] N A
TA_STATE k string FWXI-Xr-- GET: "{ACT| INA NA

| SUS | PAR™

SET: "{NEW| I NV

| ACT | REA |

Sust"

TA AUTOTRAN string FWXr-Xr-- "{YI N} "N” (See
Note 1
below.)

TA_LOAD | ong FWXr-Xr-- 1 <= num< 32K 50 (See
Note 1.)

TA_PRI O | ong FWXr-Xr-- 1<= num < 101 50 (See
Note 1.)

TA_TI MEQUT | ong FWXr-Xr-- 0 <= num 0 (See Note
1)

TA_TRANTI ME | ong FWXr-Xr-- 0 <= num 30 (See
Note 1.)

TA FBROUTI NGNAMVE string rwyr-yr-- string[1...15] (See Note
2)

TA LMD k string R--R--R-- LM D N/A

TA_NUVSERVERS | ong R--R--R-- 0 <= num N/A

TA TPPOLI CY string R--R--R-- "{met hod | N/A

transaction |
process}”

TA_TXPOLI CY string R-R-R-- "{al ways | never N/A
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Table 0-29 T_INTERFACE Class Definition Attribute Table (Continued)

Attribute Usage Type Permissions Values Default

TA_NCOWPLETED | | ong R-XR-XR-- 0 <= num N/A (See
Note 3.)

TA_NQUEUED I I ong R--R--R-- 0 <= num N/A

(k) - GET key field
(1) - Locd Field

(r) - Required field for object creation (SET TA_STATE NEW)
(*) - GET/SET key, one or more required for SET operations

Notes 1.

Group level T_I NTERFACE objects (TA_SRVGRP ! = " ") determine their defaults
from the domain level T_I NTERFACE object with amatching TA_| NTERFACENAVE
setting if one exists. The listed defaults apply if no domain level object existsor if
adomain level object is being created.

All T_I NTERFACE objects with the same TA_| NTERFACENAME must have
matching TA_FBROUTI NGNAME values. Therefore, the default for a newly
configured object is the O length string ("") if there are currently no matching
objects with the same TA | NTERFACENAME. Otherwise, the default (and in fact
only legal value) isthe currently configured TA_FBROUTI NGNAME va ue for the
existing matched objects.

TA NCOWPLETED and TA | MPLI D (Iocal S) requi reTA LDBAL="Y" inthe
T_DOVAI NMIB class.

Attribute  TA_I| NTERFACENAVE: string[ 1..128]

Semantics

The fully qualified interface name. The interface repository ID for the
interface. The format of this name is dependent on the options specified in
the IDL which generates the interface implementation. See CORBA 2.1
Specification Section 7.6 [CORBA] for details.

TA SRVGRP: string[0..30]

Server group name. Server group names cannot contain an asterisk, comma
or colon. An explicitly specified 0 length string for this attribute is used to

specify and query domain level configuration and run-time information for
an interface. There are certain limitations and semantic differences noted in
other attributes with respect to domain and group level objectsin this class.
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TA_STATE:

Following are the semantics for GET and SET TA STATE valueson the
T_I NTERFACE class. Where semantics differ between group and domain
level objects, those differences are noted.

GET: {ACTive |

I NActive | SUSpended | PARtitioned}

A GET operation will retrieve configuration information for the selected
T_I NTERFACE objects. The following states indicate the meaning of a
TA_STATE returned in response to a GET request. States not listed will not be

returned.

ACTi ve

T_| NTERFACE object is defined and at least one corresponding
T_| FQUEUE entry isin the ACTive state.

Note: For agroup level T_I NTERFACE object, corresponding

T_| FQUEUE entries are those with matching TA | NTERFACENAME
and TA_SRVGRP attributes. For adomain level T_| NTERFACE object,
corresponding T_| FQUEUE entries are those with matching

TA | NTERFACENANME attributes regardless of their TA_SRVGRP
value.

I NActive

T_| NTERFACE object is defined and there are no corresponding
T_| FQUEUE entriesin any ACTi ve equivalent state.

SUSpended

T_| NTERFACE object is defined and amongst al corresponding

T_| FQUEUE entriestherearenoneinthe ACTi ve state and at least one
in the SUSpended state. This stateis ACTi ve equivalent for the
purpose of determining permissions.

PARti ti oned

T_| NTERFACE object is defined and amongst al corresponding
T_| FQUEUE entries there are

1. Noneinthe ACTi ve state
Nonein the SUSpended state and

2
3. Atleastoneinthe PARti ti oned state. Thisstateis ACTi ve
equivalent for the purpose of determining permissions.

SET: {NEW| INvalid | ACTive | REActivate | SUSpended}
A SET operation will update configuration and run-time information for the
selected T_I NTERFACE object. Note that modifications may affect more than
one server group when making domain level changes and run-time
modifications may affect more than one server if multiple servers are
currently offering an interface. The following states indicate the meaning of
aTA STATE set in a SET request. States not listed may not be set.
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NEW

Create T_| NTERFACE object for application. State change only allowed
wheninthel Nval i d state. Successful returnleavesobjectinl NAct i ve
state. Creation of adomain level T_| NTERFACE object will affect
existing group level objects with the same TA_| NTERFACENANE value
by resetting all TA_FBROUTI NGNAME valuesif a new valueis explicitly
specified. All other configuration attribute settingswill not affect existing
group level T_| NTERFACE objects.

I Nvalid

Delete T_I NTERFACE object for application. State change only allowed
wheninthel NAct i ve state. Successful return leavesobjectinl Nval i d
state.

ACTi ve

Activatethe T_I NTERFACE object. Setting this state on the domain level
object has the effect of activating al corresponding T_I FQUEUE entries
that are currently SUSpended throughout the domain. Setting this state
onthegroup level object will affect only serverswithin the group offering
the interface. State change only allowed when in the SUSpended state.
Successful return leaves object in ACTi ve dtate.

REAct i vat e

Reactivate the T_| NTERFACE object. Setting this state on the domain
level object hasthe effect of activating al corresponding T_| FQUEUE
entriesthat are currently SUSpended throughout the domain. Setting this
state on the group level object will affect only serverswithin the group
offering theinterface. State change only alowed when in the ACTi ve or
SUSpended states. Successful returnleavesobject in ACTi ve state. This
state permits global activation of T_I FQUEUE entries suspended at the
group level without having to individually activate each group level

T_| NTERFACE object.

SUSpended

Suspend the T_| NTERFACE obj ect. Setting this state on the domain level
object hasthe effect of suspending all corresponding T_I FQUEUE entries
that are currently ACTi ve throughout the domain. Setting this stateon the
group level object will affect only serverswithin the group offering the
interface. State change only allowed when in the ACTi ve state.
Successful return leaves object in SUSpended state.

Limitation: Dynamic advertisement of interfaces (i.e., state change from
I NAct i ve or I Nval i d to ACTi ve) is not supported, nor is unadvertisement
(i.e., state change from ACTi ve to | NAct i ve).

TA AUTOTRAN: { Y| N}
Signifies whether a transaction will be automatically started for invocations
made outside a transaction context.
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Limitations: Run-time updates to this attribute are not reflected in active
equivalent T_I NTERFACE objects and TA_TXPCOLI CY may override the value
specified for this attribute in the UBBCONFI Gfile. If TA_TXPQLI CY is:

aways A vaueof N will have no effect at run time. Behavior will be as though the
settingwas Y.

never A vdueof Y will have no effect. The interface will never beinvolvedin a
transaction.

ignore A vaueof Y will have no effect. The interface will never beinvolvedin a
transaction.

TA LOAD: 1 <= num <= 32K
This T_I NTERFACE object imposes the indicated |oad on the system.
Interface loads are used for load balancing purposes, that is, queues with
higher enqueued workloads are less likely to be chosen for a new request.

Limitation: Run-time updates to this attribute for domain level objects will
not affect corresponding group level objects for the same interface.

TAPRO 1 <= num<= 101
This T_I NTERFACE object has the indicated dequeuing priority. If multiple
interface requests are waiting on a queue for servicing, the higher priority
reguests will be handled first.

Limitation: Run-time updates to this attribute for domain level objects will
not affect corresponding group level objects for the same interface.

TA TIMEQUT: 0 <= num
Time limit (in seconds) for processing individual method invocationsfor this
interface. Servers processing method invocations for this interface will be
abortively terminated if they exceed the specified time limit in processing
the request. A value of O for this attribute indicates that the server should not
be abortively terminated.

Limitation: Run-time updates to this attribute for domain level objects will
not affect corresponding group level objects for the same interface.

TA TRANTI ME: 0 <= num
Transaction timeout value in seconds for transactions automatically started
for this T_I NTERFACE object. Transactions are started automatically when a
reguests not in transaction mode is received and the T_I NTERFACE:
TA_AUTOTRAN attribute value for the interfaceis"Y."
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Limitation: Run-time updates to this attribute for domain level objects will
not affect corresponding group level objects for the same interface.

Note: Updating this value at run-time for domain level objects should cause
awarning, since the only use would be to set the default for a subsequent
boot of the application.

TA_FBROUTI NGNAME: st ring[ 1. . 15]
The factory-based routing criteria associated with this interface. The name
FBROUTI NGNAME is used to allow for the future possibility of other routing
criteria for message-based routing. This will be less confusing than trying to
overload ROUTI NGNAVE

Limitation: This attribute may be set only for adomain level T_I NTERFACE
object,i.e.,, TA SRVGRP is ""

TA LMD:. LMD
Current logical machine with which the active equivalent group level
T_| NTERFACE object isassociated. This attributeisblank, i.e., "" for domain
level objects unless aloca query is performed, i.e., TA_FLAGS has the
M B_LOCAL hit set. Inthelocal case, multiple domain level objects will be
returned for the same interface, one per machine, with the local values
retrieved from each machine represented in the separate objects.

TA_NUVMSERVERS: 0 <= num
Number of corresponding servers offering thisinterface.

TA_TPPOLICY: { nethod | transaction | process }
The TP Framework deactivation policy. This reflects the policy registered
with the framework at server startup. The first server to register the interface
sets the value in T_I NTERFACE. Thisvalue cannot be changed.

TA_TXPOLICY: { optional | always | never | ignore }
The transaction policy for the interface. The setting in this attribute affects
the effect of the TA_AUTOTRAN attribute. See TA_ AUTOTRAN for further
explanation. This attribute is always read-only. It is set by the devel oper
when the server is built and registered at server startup.

TA_NCOWPLETED: 0 <= num
Number of interface method invocations completed with respect to the
corresponding T_I FQUEUE objects since they were initially offered. Local
queries (TA_FLAGS M B_LOCAL bit set) on domain level objectswill return
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one object per machine with the statistics for the indicated interface on that
machine.

TA NQUEUED: 0 <= num
Number of requests currently enqueued for thisinterface. Local queries
(TA_FLAGS M B_LOCAL hit set) on domain level objectswill return one
object per machine with the statistics for the indicated interface on that
machine.

Implementation ~ The T_I NTERFACE MIB isamapping from aninterfaceto aBEA Tuxedo service. The
Hint  MIB server can implement some of the get/set operations for an interface by calling
the existing logic for the associated T_SERVI CE object.
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T_JDBCCONNPOOL CLASS

Overview

This class represents the configuration and run-time attributes of JDBC connection

poolson aJavaserver. Theattributesconsist of statisticsor val ues associated with each
connection pool. Except for TA_STATE, attribute values are persistent in TUXCONFI G.
Locd attributes are local to the memory allocated to a Java server.

Attribute Table

Table 0-30 T_JDBCCONNPOOL Class Definition Attribute Table

BEA Tuxedo Reference Manual

Attribute Type Permissions Values Default
TASRVID( r )( *) string  ru-r--r-- 1<=num<30,001 N/A
TA SRVGRP( r )( * ) string  ru-r--r-- string[ 1...30] N/A
TA DSNAVE( r )( * ) string  ru-r--r-- string[ 0...30] N/A
TA DRI VER string  rw-r--r-- string[ 0...256] N/A
TA URL string  rw-r--r-- string[ 2...256] N/A
TA_STATE string  rw-r--r-- GET:VALI D N/A
SET:"{ NEW | N\VALID}"  N/A
TA_DBNAME string  rw-r--r-- string[0...30] N/A
TA DBUSER string  rw-r--r-- string[0...30] N/A
TA DBPASSWORD string  rw------ string[ 0...64] N/A
TA USERROLE string  rw-r--r-- string[0...30] N/A
TA DBHOST string  rw-r--r-- string[ 0...30] N/A
TA_DBNETPROTOCOL string  rw-r--r-- string[ 0...30] N/A
TA_DBPORT long  rw-r--r-- 0<num<64K N/A
TA_PROPS string  rw-r--r-- string[0...256] N/A
TA_ENABLEXA string  rw-r--r-- {Y|N N
TA_CREATEONSTARTUP string  rw-r--r-- {Y|N
TA_LOG NDELAY long  rw-r--r-- 0<=num 0
TA | Nl TCAPACI TY long  rw-r--r-- 0<num N/A
TA_MAXCAPACI TY long  rw-r--r-- 0<num N/A
TA_CAPACI TYI NCR long  rw-r--r-- O0<num N A
TA_ALLOABHRI NKI NG string  rw-r--r-- {Y|N N
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Table 0-30 T_JDBCCONNPOOL Class Definition Attribute Table (Continued)

Attribute Type Permissions Values Default
TA_SHRI NKPERI OD long  rw-r--r-- 1<=num 15
TA TESTTABLE string  rw-r--r-- string[ 0...256] N/A
TA_REFRESH long  rw-r--r-- 0<=num 5
TA_TESTONRESERVE string  rw-r--r-- {Y|N}

TA_TESTONRELEASE string  rw-r--r-- {Y|N}

TA_ WAl TFORCONN string  rw-r--r-- {Y N}

TA_WAI TTI MEOUT long  rw-r--r- 0<=num N/A
T _JDBCCONNPOQL Class: LOCAL Attributes

TA_CONNUSED long R--R--R-- 0<=num N/A
TA_CONNAVAI LABLE long R--R-R-- 0<=num N/A
TA_HWVCONNUSE long R--R-R-- 0<=num N/A
TA_HWMCONNCREATED long R--R-R-- 0<=num N/A
TA_AWAI TI NGCONN long R--R--R-- O0<=num N/A
TA_HAWFORWAI T long R--R--R-- O<=num N/A

(r) - Required field for object creation (SET TA_STATE NEW
(*) - GET/ SET key, one or more required for SET operations

Attribute  TA SRVI D 1<=nunx30, 001
Semantics Together with the server group name, thisvalue is used to identify a Java
server, specified in the SERVERS section of the UBBCONFI G, for which the
connection pool is being described.

TA_SRVGRP string[1...30]
Name of aserver group. Thisisused to identify aJava server, specified inthe
SERVERS section of the UBBCONFI G, for which the connection pool is being
described.

TA DSNAME string[O...30]
The data source name for the connection pool.

TA DRI VER string[0...256]
The class name for the Java driver.
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TA_URL string[O0...256]
URL for a JDBC driver that is not JDBC 2.0-compliant.

TA_STATE
The | NVALI D state is used to delete entries from the configuration file on a
SET request. VALI Dis always returned by a GET request.

TA_DBNAME string[0...30]
The database name.

TA_DBUSER string[0...30]
User’s account name.

TA_DBPASSWORD string[0...64]
The user’s password. The password entered by the user should not exceed 24
bytes.

TA_DBUSERROLE string[0...30]
The user’'s SQL role.

TA_DBHOST string[0...30]
Database server name.

TA_DBNETPROTOCOL string[0...30]
The protocol used to communicate with the database.

TA_DBPORT 0<num<64K
The port used for database connections.

TA_PROPS string|0...256]
Vendor-specific information for the JDBC driver.

TA _ENABLEXAY Or N
If set toy, indicates that the pool supports XA mode.

TA _CREATEONSTARTUP Y Or N
If set toy, indicates that the connection pool is created when the server is
started. If set to\, the pool is created when the first request arrives.

TA LOG NDELAY
The login delay in seconds.

TA_| NI TCAPACI TY O<num
The number of connections initially supported in the connection pool.
should not exceed the valueTf MAXCAPAC TY.
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TA_MAXCAPACI TY O<num
The maximum number of connections supported in the connection pool.

TA_CAPACI TYI NCR O<num

The number of connections added to the pool when the current limit is
exceeded but the maximum capacity has not yet been reached.

TA_ALLOASHRI NKI NGY or N

If set to Y, allows connection pool shrinking.

TA_SHRI NKPER OD 1=<num

Theinterva after which shrinking occurs, in minutes.

TA_TESTTABLE string]0...256]

The name of atablein the database that is used to test the viability of
connections in the connection pool. The query sel ect count (*) from
TESTTABLE is used to test a connection. The table must exist and be
accessible to the database user for the connection.

TA _REFRESH O<=num

Therefresh interval, in minutes.

TA TESTONRESERVE Y or N

If set to Y, the Java server tests a connection after removing it from the pool
and before giving it to the client. The test adds a small delay in serving the
client’s request for a connection from the pool but ensures that the client
receives a working connection. A value f@ér TESTTABLE must be set for
this feature to work.

TA TESTONRELEASE Y Or N

If set toy, the Java server tests a connection before returning it to the
connection pool. If all the connections in the pool are already in use and a
client is waiting for a connection, the client’s wait will be slightly longer due
to the test of the connection. A value fgY TESTTABLE must be set for this
feature to work.

TA WAl TFORCONN 'Y Or N

If set toy, enables an application to wait for a connection indefinitely if none
is currently available. If set tq a request for a connection returns to the caller
immediately if there is no connection availabtés assumed unless

TA WAI TTI MEQUT is specified, in which case it becomes
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TA_WAI TTI MEOUT O<num
Time in seconds that an application will wait for a connection to become
available.
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T_MACHINE CLASS

Overview  The T_MACHI NE class represents application attributes pertaining to a particular
machine. These attribute val ues represent machine characteristics, per-machinesizing,
statistics, customization options, and UNIX system filenames.

Attribute Table
Table0-31 T_MACHINE Class Definition Attribute Table

Attribute Type Permissions Values Default
TALMD( r )( * )1 string  rU-r--r-- string[ 1...30] N/A
TAPMD( r )( *)1 string  rU-r--r-- string[ 1...30] N/A
TA_TUXCONFI G( 1 ) string  rw-r--r-- string[ 2...64] N/A
TA TUXDIR( r ) string  rw-r--r-- string[ 2...78] N/A
TA APPDIR( r ) string  rw-r--r-- string[ 2...78] N/A
TA_STATE( k ) string  rwyr-yr-- GET:"{ACT| | NA| PAR}" N/A
SET:"{ NEW | NV| ACT| RAC N/A
| I NA| FI N| CLE}"
TA UD long  rw-r--r-- 0 <=num A
TA GD long  rw-r--r-- 0 <=num A
TA_ENVFI LE string  rwyr--r-- string[0...78]
TA_PERM long  rwyr--r-- 0001 <= num <= 0777 A
TA_ULOGPFX string  rwyr--r-- string[ 0...78] A
TA TYPE string  rw-r--r-- string[ 0...15]
TA_NMAXACCESSERS long  rw-r--r-- 1 <=num< 32K @)
TA_NMAXCONV long  rw-r--r-- 0 <=num< 32K A
TA_NMAXGTT long  rw-r--r-- 0 <=num< 32K A
TA_NMAXWSCLI ENTS long  rw-r--r-- 0 <=num< 32K 0
TA_NMAXACLCACHE long  rw-r--r-- 10 <= num <= 32000 100
TA_MAXOBJECTS long  rw-r--r-- 0<=num 1000
TA_TLOGDEVI CE string  rw-r--r-- string[ 0...64]
TA_TLOGNAME string  rw-r--r-- string[ 0...30] TLOG
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Table0-31 T_MACHINE Class Definition Attribute Table (Continued)

Attribute Type Permissions Values Default
TA TLOGSI ZE long  rw-r--r-- 1<=num<2K+1 100
TA BRI DGE string  rw-r--r-- string[0...78] N/A
TA_NADDR string  rw-r--r-- string[0...78] N/A
TA_NLSADDR string  rw-r--r-- string[0...78] N/A
TA CMPLIM T string  rwyr-yr-- “remote[,local]" MAXLONG, MAXLONG
TA TMNETLQAD long  rwyr-yr-- 0<=num< 32K 0
TA_SPI NCOUNT long  rwyr-yr-- 0<=num 0
TA ROLE string  r--r--r-- "{ MAS- N/A
TER| BACKUP| OTHER}"
TA_M NCR long R--R--R-- 1<=num N/A
TA_RELEASE long R--R--R-- 1<=num N/A
TA_M NENCRYPTBI T string  rwxrwx--- {0]40]|128} 0
TA_MAXENCRYPTBI T string  rwxrwx--- {0]40]128} 128
TA MAXPENDI NGBYTES Iong rW-r--r-- 100000 <= num <= 2147483647
MAXLONG
TA_CUROBJECTS long R--R--R-- 0<=num NA
(k) - GET key field
(r) - Required field for object creation (SET TA_STATE NEW
(*) - GET/ SET key, one or morerequired for SET operations
Table0-32 T_MACHINE Class. Local Attributes
Attribute Type Permissions Values Default
TA_CURACCESSERS long R--R--R-- 0 <=num< 32K N/A
TA_CURCLI ENTS long R--R--R-- 0 <=num< 32K N/A
TA_ CURCONV long R--R--R-- 0<=num< 32K N/A
TA CURGTT long R--R--R-- 0<=num< 32K N/A
TA_CURRLOAD long R--R--R-- 0 <=num N/A
TA_CURWSCLI ENTS long R--R--R-- 0 <=num< 32K N/A
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Table0-32 T_MACHINE Class: Local Attributes

Attribute Type Permissions Values Default
TA_CUROBJECTS long R--R-R-- 0<=num NA
TA_HWOBJECTS long R--R-R-- 0<=num NA
TA_HWACCESSERS long R--R--R-- 0<=num< 32K N/A
TA_HWCLI ENTS long R--R-R-- 0<=num< 32K N/A
TA_HACONV long R--R--R-- 0<=num<32K N/A
TA_HWGTT long R--R-R-- 0<=num<32K N/A
TA_HWABCLI ENTS long R--R-R-- 0<=num< 32K N/A
TA_NUMCONV long R-XR-XR-- 0 <= num N/A
TA_NUMDEQUEUE long R-XR-XR-- 0 <= num N/A
TA_NUMENQUEUE long R-XR-XR-- 0 <=num N/A
TA_NUMPCST long R-XR-XR-- 0 <= num N/A
TA_NUMREQ long R-XR-XR-- 0 <=num N/A
TA_NUMBUBSCRI BE long R-XR-XR-- 0 <= num N/A
TA_NUMTRAN long R-XR-XR-- 0 <= num N/A
TA_NUMIRANABT long R-XR-XR-- 0 <= num N/A
TA_NUMTRANCMT long R-XR-XR-- 0 <= num N/A
TA_PAGESI ZE long R--R--R-- 1<=num N/A
TA_SWRELEASE string  R--R--R-- string[0...78] N/A
TA_HWACLCACHE long R--R-R-- 0<=num N/A
TA_ACLCACHEHI TS long R--R-R-- 0<=num N/A
TA_ACLCACHEACCESS long R--R-R-- 0<=num N/A
TA _ACLFAI L long R--R--R-- 0 <=num N/A
TA_WKCOMPLETED long R--R-R-- 0<=num N/A
TA_VKI NI TI ATED long R--R-R-- 0<=num N/A

1TA LM Dand TA_PM Dmust each be uni guewithin thisclass. Only oneof thesefields
isrequired as akey field for a SET operation. If both are specified, then they must
match the same object.
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2Default is same as value set for this attribute in Class T_DOVAI N.

3Default isTA_APPDI R for this machine followed by /UL0G

Attribute  TA LM D: string[1...30]
Semantics Logical machineidentifier. This identifier isused within the rest of the
TM_M B definition as the sole means of mapping application resources to
T_MACH NE objects.

TA PM D: string[1...30]
Physical machine identifier. Thisidentifier should match the UNIX system
nodename as returned by thanme - n” command when run on the
identified system.

TA_TUXCONFI G string[2...64]
Absolute pathname of the file or device where the binary BEA Tuxedo
system configuration file is found on this machine. The administrator need
only maintain one such file, namely the one identified byrth@ UXCONFI G
attribute value on the master machine. The information contained in this file
is automatically propagated to all othervACHI NE objects as they are
activated. Se&A ENVFI LE in this class for a discussion of how this attribute
value is used in the environment.

TA TUXDI R string[2...78]
Absolute pathname of the directory where the BEA Tuxedo system software
is found on this machine. S&a ENVFI LE in this class for a discussion of
how this attribute value is used in the environment.

TA_APPDI R string[2...78]
Colon separated list of application directory absolute pathnames. The first
directory serves as the current directory for all application and administrative
servers booted on this machine. All directories in the list are searched when
starting application servers. Se& ENVFI LE in this class for a discussion of
how this attribute value is used in the environment.

TA_STATE:

CGET: {ACTi ve|l NActive| PARti ti oned}
A GET operation will retrieve configuration and run-time
information for the selectetl MACH NE object(s). The following
states indicate the meaning ofa STATE returned in response to a
GET request. States not listed will not be returned.

BEA Tuxedo Reference Manual 211



T_MACHINE CLASS

ACTi ve T_MACHI NE object defined and active (administrative
servers, that is, DBBL, BBL, and BRI DGE).

I NActive T_MACHI NE object defined and inactive.

PARtiti oned T_MACHI NE object defined, listed in accessible
Bulletin Boards as active, but currently unreachable.
This state is ACTi ve equivalent for the purpose of
determining permissions.

SET: { NEW | NVal i d| ACTi ve| ReACti vat e| | NAct i ve| Forcel Nacti ve| C
LEani ng}
A SET operation will update configuration and run-time information
for theselected T_MACHI NE object. The following statesindicate the
meaning of a TA_STATE set in a SET request. States not listed may
not be set.

NEW Create T_MACHI NE object for application. State
change allowed only wheninthel Nval i d state.
Successful return leaves the object in the
I NActi ve state.

unset Modify an existing T_MACHI NE object. This
combination is alowed only when in the ACTi ve
or | NAct i ve state. Successful return leaves the
object state unchanged.

I Nval i d Delete T_MACHI NE object for application. State
change allowed only wheninthel NAct i ve state.
Successful return leavesthe objectinthel Nval i d
state.
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ACTi ve

Activate the T_MACHI NE object. Necessary
administrative serverssuch asthe DBBL, BBL, and
BRI DGE are started on the indicated site aswell as
application servers configured to run on that site
(subject to restriction by TA_FLAGS settings). For
the purpose of determining permissions for this
state transition, the active object permissions are
considered (that is, --x--x--x). State change alowed
only when inthel NAct i ve state. Successful
return leaves the object in the ACTi ve state.

TheTM B_NOTI FY TA_ FLAGvalue should be
used when activating a machine if status on
individual serversisrequired.

ReACti vat e

Activate the T_MACHI NE object. Necessary
administrative serverssuch asthe DBBL, BBL, and
BRI DGE are started on the indicated site aswell as
application servers configured to run on that site
(subject to restriction by TA_FLAGS settings). For
the purpose of determining permissions for this
state transition, the active object permissions are
considered (that is, --x--x--x). State change alowed
only when in either the ACTi ve or | NActi ve
state. Successful return leaves the object in the
ACTi ve state.

TheTM B_NOTI FY TA_ FLAGvalue should be
used when reactivating a machine if status on
individual serversisrequired.

I NActi ve

Deactivate the T_MACHI NE object. Necessary
administrative servers such as the BBL and

BRI DGE are stopped ontheindicated site aswell as
application servers running on that site (subject to
restriction by TA_FLAGS settings). State change
allowed only when in the ACTi ve state and when
no other application resources are active on the
indicated machine. Successful return leaves the
objectinthel NAct i ve dtate.

TheTM B_NOTI FY TA_ FLAGvalue should be
used when deactivating a machine if status on
individual serversisrequired.
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For cel Nactive Deactivatethe T_MACHI NE object without regard
to attached clients. Necessary administrative
servers such as the BBL and BRI DGE are stopped
on the indicated site as well as application servers
running on that site (subject to restriction by
TA_FLAGS settings). State change allowed only
wheninthe ACTi ve state. Successful return leaves
the object inthel NAct i ve state.

The TM B_NOTI FY TA FLAG value should be
used when deactivating a machine if status on
individual serversisrequired.

CLEaning Initiate cleanup/scanning activities on and relating
to theindicated machine. If there are dead clientsor
serverson the machine, they will be detected at this
time. If the machine has been partitioned from the
application MASTER site, then global Bulletin
Board entries for that machine will be removed.
Thiscombinationisallowed whentheapplicationis
in the ACTi ve state and the T_MACH NE object is
in either the ACTi ve or PARt i ti oned state.
Successful return for a non-partitioned machine
leaves the state unchanged. Successful return for a
partitioned machine leaves the object in the
I NActi ve state.

Limitation: State change to For cel Nact i ve or I NAct i ve allowed
only for non-master machines. The master site administrative
processes are deactivated viathe T_DOWVAI N class.

TA U D: 0 <=num
UNIX system user identifier for the BEA Tuxedo system application
administrator on this machine. Administrative commands such ast nboot (1),
t mshut down(1), and t madni n(1) must run as the indicated user on this
machine. Application and administrative servers on this machine will be
started as this user.

Limitation: ThisisaUNIX system-specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.
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TA A D: 0 <=num
UNIX system group identifier for the BEA Tuxedo system application
administrator on this machine. Administrative commands such ast mboot (1),
t mshut down(1), and t madni n(1) must run as part of the indicated group on
this machine. Application and administrative servers on this machine will be
started as part of this group.

Limitation: ThisisaUNIX system-specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA_ENVFI LE: string[O...78]
Environment file for clients and servers running on thismachine. If the value
specifies an invaid filename, no values are added to the environment. The
value of string is placed into the environment.

When booting servers, local serversinherit the environment of t nboot (1)
and remote servers (not on the MASTER) inherit the environment of
t1isten(l). TUXCONFI G TUXDI R, and APPDI Rare aso put into the
environment when a server is booted based on the information in the
associated T_MACHI NE object. PATH will be set in the environment to:

APPDI R TUXDI R/ bi n:/ bi n:/ usr/bin: <pat h>

where <pat h> is the value of the first PATH= line appearing in the machine
environment file, if one exists (subsequent PATH= lineswill beignored). This
PATHwill be used as asearch path for serversthat are specified with asimple
or rel ative pathname (i.e., that doesn't begin withaslash). LD LI BRARY_PATH
will be set in the environment to:

APPDI R TUXDI R/ i b:/1ib:/usr/lib:<lib>

where </ j b>isthe value of thefirst LD LI BRARY_PATH= line appearing in
the machine environment file, if one exists (subsequent LD L1 BRARY_PATH=
lines will be ignored).
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Aspart of server initialization (beforet psvri ni t (3c) iscalled), aserver will
read and export variables from both the machine and server ENVFI LE files. If
avariableis set in both the machine and server ENVFI LE, the value in the
server ENVFI LE will override the value in the machine ENVFI LE with the
exception of PATHwhich isappended. A client will process only the machine
ENVFI LE file. When the machine and server ENVFI LE files are processed,
linesthat are not of the form <ident>= will be ignored, where <ident> begins
with an underscore or aphabetic character, and contains only underscore or
alphanumeric characters. If a PATH= line is encountered, PATH will be set to:

APPDI R: TUXDI R/ bi n: / bi n: / usr/ bi n: <pat h>

where<path>istheval ue of thefirst PATH=line appearing in the environment
file (subsequent PATH= lines are ignored). |If PATH appears in both the
machine and server files, then <path> is <path1>:<path2> where <pathl> is
from the machine ENVFI LE and <path2> is from the server ENVFI LE. If a
LD LI BRARY_PATH= lineisencountered, LD_LI BRARY_PATHwill be set to:

APPDI R: TUXDI R/ i b: /1ib:/usr/lib:<lib>

where<lib> isthevalue of thefirst LD LI BRARY_PATH= lineappearing inthe
environment file (subsequent LD L1 BRARY_PATH= lines are ignored).
Attemptsto reset TUXDI R, APPDI R, or TUXCONFI Gwill beignored and a
warning will be printed if the value does not match the corresponding
T_MACHI NE attribute value. Limitation: Modifications to this attribute for an
active object will not affect running servers or clients.

TA_PERM 0001 <= num<= 0777
UNIX system permissions associ ated with the shared memory Bulletin Board
created on this machine. Default UNIX system permissions for system and
application message queues.

Limitations: Modificationsto this attribute for an active object will not affect
running servers or clients.

ThisisaUNIX system-specific attribute that may not be returned if the
platform on which the application is being run is not UNIX-based.

TA_ULOGPFX: string[0...78]
Absolute pathname prefix of the path for the user 1 og(3c) file on this
machine. The user | og(3c) filename isformed by appending the string
. mmddyy to the TA_ULOGPFX attribute value. mmddyy represents the month,
day, and year that the messages were generated. All application and system
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user | og( 3c) messages generated by clients and serversrunning on this
machine are directed to thisfile.

Limitation: Modifications to this attribute for an active object will not affect
running servers or clients.

TA_TYPE: string[0...15]
Machine type. Used to group machines into classes of like data
representations. Data encoding is not performed when communicating
between machines of identical types. This attribute can be given any string
value; values are used only for comparison. Distinct TA_TYPE attributes
should be set when the application spans a heterogeneous network of
machines or when compilers generate dissimilar structure representations.
The default for this attribute, a 0-length string, matches any other machine
with a O-length string asits TA_TYPE attribute value.

TA MAXACCESSERS: 1 <= num< 32K
M aximum number of clients and serversthat can have accessto the Bulletin
Board on this machine at one time. System administration processes such as
the BBL and t madni n need not be accounted for in this figure, but all
application servers and clients and TM S servers should be counted. If the
application is booting Workstation listeners on this site, then both the
listeners and the potential number of Workstation handlers that may be
booted should be counted.

TA_MAXCONV: 0 <= num< 32K
Maximum number of simultaneous conversations in which clients and
servers on this machine can be involved.

TA _MAXGTT: 0 <= num < 32K
Maximum number of simultaneous global transactionsin which this machine
can beinvolved.

TA_NMAXOBJECTS
The maximum number of objects to be accommodated in the Active Object

Map tables in the Bulletin Board.

TA MAXWSCLI ENTS: 0 <= num < 32K
Number of accesser entries on this machine to be reserved for Workstation
clients. The number specified here takes a portion of the total accesser slots
specified with the TA_ MAXACCESSERS attribute. The appropriate setting of
this parameter helps to conserve | PC resources since Workstation client
access to the system is multiplexed through a BEA Tuxedo system supplied

BEA Tuxedo Reference Manual 217



T_MACHINE CLASS

218

surrogate, the Workstation handler. It isan error to set this number greater
than TA_MAXACCESSERS.

TA MAXACLCACHE: 10 <= num <= 32000
Number of entriesin the cache used for ACL entrieswhen TA_SECURI TY is
set to ACL or MANDATORY_ACL. The appropriate setting of this parameter helps
to conserve on shared memory resources and yet reduce the number of disk
access to do ACL checking.

TA TLOGDEMVI CE: string[O...64]
The device (raw slice) or UNIX system file containing the BEA Tuxedo file
system that holds the DTP transaction log for this machine. The DTP
transaction log is stored asaBEA Tuxedo system VTOC table on the device.
This device or file may be the same as that specified for the TA_ TUXCONFI G
attribute for this machine.

TA_TLOGNAME: string[0...30]
The name of the DTP transaction log for this machine. If more than one DTP
transaction log exists on the same TA_TLOGDEVI CE, they must have unique
names. TA_TLOGNAME must be different from the name of any other table on
the TA_TLOGDEVI CE where the DTP transaction log table is created.

TA TLOGSI ZE: 1 <= hum 2K+1
The numeric size, in pages, of the DTP transaction log for this machine. The
TA TLOGSI ZE attribute value is subject to limits based on available space in
the BEA Tuxedo file system identified by the TA_ TLOGDEVI CE attribute.

TA BRI DGE: string[0...78]
Devicenameto be used by the BRI DGE process placed on thislogical machine
to accessthe network. Thisisarequired valuefor participationin anetworked
application viaaTLI -based BEA Tuxedo system binary. Thisattribute is not
needed for sockets-based BEA Tuxedo system binaries.

TA_NADDR: string[0...78]
Specifies the complete network address to be used by the BRI DGE process
placed on the logical machine asits listening address. The listening address
for aBRI DGE isthe meansby whichitiscontacted by other BRI DGE processes
participating in the application. This attribute must be set if the logical
machineisto participate in a networked application, that is, if the LAN option
isset inthe T_DOVAI N:-TA_OPTI ONS attribute value.

If string has the form “Oxhex-digits” or “\\xhex-digits” , it must
contain an even number of valid hex digits. These forms are translated
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internally into a character array containing the hexadecimal representations
of the string specified. For TCP/IP addresses either the:

"/lhost nane: port"
or

“Il#. # #. #: port"
format is used.

TA_NLSADDR: string[O...78]
Network address used by the t I i st en(1) process servicing the network on
the node identified by thislogical machine. This network addressis of the
same format as that specified for the TA_NADDR attribute above.

This attribute must be set if the logical machineis to participatein a
networked application, that is, if the LAN option is set in the
T_DOVAI N:TA_OPTI ONS attribute value.

TA_CVPLI M T: remote[,local]
Threshold message size at which compression will occur for remotetraffic
and optionally local traffic. remote and local may be either non-negative
numeric values or the stringAXLONG’, which is dynamically translated to
the maximum long setting for the machine. Setting only¢h®te value will
defaultlocal to MAXLONG.

Limitation: This attribute value is not part of theMACH NE object for active

sites running BEA Tuxedo system Release 4.2.2 or earlier. However, site
release identification is not determined until run time, so this attribute may be
set and accessed for any inactive object. When a BEA Tuxedo system Release

4.2.2 or earlier site is activated, the configured value is not used.

TA TWMNETLOAD: 0 <=num < 32K

Service load added to any remote service evaluated during load balancing on

this machine.

Limitation: This attribute value is not part of theMACH NE object for active

sites running BEA Tuxedo system Release 4.2.2 or earlier. However, site
release identification is not determined until run time, so this attribute may be
set and accessed for any inactive object. When a BEA Tuxedo system Release

4.2.2 or earlier site is activated, the configured value is not used.
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TA _SPI NCOUNT: O <= num
Spincount used on this machine for pre-ticket user level semaphore access.
Defaults are built into the BEA Tuxedo system binaries on each machine.
These defaults may be overridden at run time for tuning purposes using this
attribute. The spincount may be reset to the default built-in value for the site
by resetting this attribute value to 0. There is a so a TMSPI NCOUNT
environment variable, which the system usesif the valueis not set here or in
the UBBCONFI Gfile.

Limitation: This attribute valueis not part of the T_MACHI NE object for active
sites running BEA Tuxedo system Release 4.2.2 or earlier. However, site
releaseidentification isnot determined until run time, so thisattribute may be
set and accessed for any inactive object. When aBEA Tuxedo system Release
4.2.2 or earlier site is activated, the configured value is not used.

TA ROLE: { MASTER| BACKUP| OTHER}
Therole of this machine in the application. MASTER indicates that this
machine is the master machine, BACKUP indicates that it is the backup master
machine, and OTHER indicates that the machine is neither the master nor
backup master machine.

TA M NOR: 1 <= num
The BEA Tuxedo system minor protocol release number for this machine.

TA RELEASE: 1 <= num
The BEA Tuxedo system major protocol release number for this machine.
This may be different from the TA_SWREL EASE for the same machine.

M NENCRYPTBI TS={ 0]40[128}
When establishing a network link to this machine, require at least this
minimum level of encryption. “0” means no encryption, while “40” and
“128" specify the encryption key length (in bits). If this minimum level of
encryption cannot be met, link establishment will fail. The default is “0”.

Limitation: Modifications to this attribute will not effect established network
links.

MAXENCRYPTBI TS={0|40|128}
When establishing a network link, negotiate encryption up to this level. 0
means no encryption, while 40 and 128 specify the encryption length (in bits).
The default is 128.
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Limitation: Modificationsto this attribute will not effect established network
links.

TA_NMAXPENDI NGBYTES: 100000 <= num <= MAXLONG
Specifies alimit for the amount of space that can be allocated for messages
waiting to be transmitted by the BRI DGE process.

TA_CURACCESSERS: 0 <= num < 32K
Number of clients and servers currently accessing the application either
directly on this machine or through a Workstation handler on this machine.

TA_CURCLI ENTS: 0 <= num < 32K
Number of clients, both native and workstation, currently logged in to this
machine.

TA_CURCONV: 0 <= num< 32K
Number of active conversations with participants on this machine.

TA _CURGTT: 0 <= num < 32K
Number of in use transaction table entries on this machine.

TA CUROBJECTS
The number of entriesin use in the Bulletin Board object table for this
machine.

TA_CURRLQAD: 0 <= num
Current service load enqueued on this machine. Limitation: If the
T_DOVAI N:TA LDBAL attributeis” N' or the T_DOVAI NTA MODEL attributeis
"MP", thenan FML32 NULL valueisreturned (0).

TA CURWSBCLI ENTS: 0 <= num< 32K
Number of Workstation clients currently logged in to this machine.

TA HWACCESSERS: 0 <= num < 32K
High water number of clients and servers accessing the application either
directly on this machine or through a Workstation handler on this machine.

TA HWCLI ENTS: 0 <= num< 32K
High water number of clients, both native and workstation, logged in to this
machine.

TA _HWOONV: 0 <= num < 32K
High water number of active conversations with participants on this machine.
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TA HWGTT: 0 <= num < 32K
High water number of in use transaction table entries on this machine.

TA HWOBJECTS
The high water number of entries used in the Bulletin Board object table for
this machine.

TA HWASCLI ENTS: 0 <= num< 32K
High water number of Workstation clients currently logged in to this
machine.

TA_NUMCONV: 0 <= num
Number of t pconnect (3c) operations performed from this machine.

TA NUMDEQUEUE: 0 <= num
Number of t pdequeue(3c) operations performed from this machine.

TA NUMENQUEUE: 0 <= num
Number of t penqueue(3c) operations performed from this machine.

TA_NUMPOST: 0 <= num
Number of t ppost (3c) operations performed from this machine.

TA NUVREQ 0 <= hum
Number of t pacal I (3c) ort pcal | (3c) operations performed from this
machine.

TA_NUVBUBSCRI BE: 0 <= num
Number of t psubscr i be(3c) operations performed from this machine.

TA_NUMTRAN: 0 <= num
Number of transactions initiated (t pbegi n(3c)) from this machine.

TA_NUMTRANABT: 0 <= num
Number of transactions aborted (t pabort (3c)) from this machine.

TA NUMIRANCMT: O <= hum
Number of transactions committed (t pconmi t (3c)) from this machine.

TA_PAGESI ZE: 1 <= num
Disk pagesize used on this machine.

TA SWRELEASE: string[0...78]
Software release for binary on that machine or a O-length string if binary is
not a BEA Tuxedo system master binary.
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Limitations

TA HWACLCACHE: 0 <= num
High water number of entries used in the ACL cache.

TA_ACLCACHEHI TS: 0 <= num
Number of accessesto the ACL cachethat resultedina"hit" (that is, theentry
was aready in the cache).

TA ACLCACHEACCESS: 0 <= num
Number of accesses to the ACL cache.

TA_ACLFAI L: 0 <= num
Number of accesses to the ACL cache that resulted in a access control
violation.

TA_ WKCOVPLETED: 0 <= num
Total serviceload dequeued and processed successfully by serversrunning on
this machine. Note that for long running applications this attribute may
wraparound, that is, exceed the maximum value for along, and start back at
O again.

TA_VWKI NI TI ATED: 0 <= num
Total serviceload enqueued by clients/servers running on this machine. Note
that for long running applications this attribute may wraparound, that is,
exceed the maximum value for along, and start back at 0 again.

SHMmode (see T_DOVAI NTA_MODEL) applications can have only one T_NMACH NE
object. MP mode (see T_DOVAI N TA_MODEL) applications with the LAN option set (see
T_DOVAI N:TA_CPTI ONS) may have up to the maximum number of configurable
T_MACH NE objects as defined by the T_DOVAI N:-TA_MAXMACHI NES attribute. Many
attributes of this class are tunable only when the application is inactive on the site.
Since the master machine at least must be active in a minimumly active application,
theuse of the ATM | interface routinesto administer the application is not possiblewith
respect to the master machine object. The function t padncal | (3c) isbeing provided
as ameans configuring an unbooted application and may be used to set these attributes
for the master machine.
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T_MODULE CLASS
Overview  The T_MODULE class represents the modules installed on a Java server. The class

attributes identify and characterize the module. TA_ MODULETYPE isalocal attribute.
Local attributes are local to the memory allocated to a Java server.

Table0-33 T_MODULE Class Definition Attribute Table

Attribute Type Permissions Values Default | Description

TA SRVI D(r) long  ru-r--r-- 1<=num<30,001 N/A server ID

TA_SRVGRP(r) string  ru-r--r-- string[1..30] N/A group name

TA _MODULE (r) string  ru-r--r-- string[1..30] N/A module name

TA_MODULEFI LE(r) string  ru-r--r-- string[1..256] N/A main JAR file

TA MODULECLASSPATH string  rw-r--r-- string[0..2048] N/A local classpath

TA_MODULEARGS string  ru-r--r-- string[0..256] N/A startup args

TA _STATE string  rw-r--r-- GET:VALID, N/A state, INVALID
SET: {NEW | isused for
INVALID} deletion

T_MODULE Class: LOCAL Attributes
TA_MODULETYPE string  R--R--R-- string[1..30] N/A EJB or CORBA

For the Attribute colum, the keys indicate:
(r) - The field is required when a new obj ect is created.

For the Perm ssion columm, the keys indicate:

r - The attribute nay be retrieved.

R - The attribute may be retrieved only when the object state is ACTi ve or
ACTive equivalent. This attribute represents transient information that is
not persistent across distinct activations of the object.

w - The attribute may be changed only when the object is created. After cre-
ation, the object cannot be nodifi ed.

u - The attribute may be updated as described for the w perm ssions attribute.
In addition, the conbination of all attribute values identified with the u
perm ssions character must be unique wi thin the class.
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Attribute
Semantics

TA_SRVI D 1<=num<30,001

Together with the server group name, this value is used to identify a Java
server, specified in the SERVERS section of the UBBCONFI G, for which the
connection pool is being described.

TA_SRVGRP string[1..30]

Name of aserver group. Thisisused to identify a JavaServer, specified inthe
SERVERS section of the UBBCONFI G file, for which the connection pool is
being described.

TA_MODULE string[1..30]

The file that contains the module.

TA_MODULEFI LE string[1..256]

The Java ARchive (JAR) file that contains the module.

TA_MODUL ECLASSPATH string[0..256]

Thelocal classpath for the module.

TA_MODUL EARGS string[0..256]

The startup arguments for the module.

TA_STATE

Thel NVALI D stateisused to delete entriesfrom the configuration file. VALI D
is aways returned by a GET request.

TA_MODULETYPE string[0..30]

The type of the module. Thisis either CORBA or EJB.
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T_MSG CLASS

Overview  The T_MBG class represents run-time attributes of the BEA Tuxedo system managed
UNIX system message queues.

Attribute Table
Table0-34 T_MSG Class Definition Attribute Table
Attribute! Type Permissions Values Default
TA LMD( k) string R--R--R-- LMID N/A
TA MsA D( k ) long R--R--R-- 1<=num N/A
TA _STATE( k ) string R--R--R-- GET:"{ACT}" N/A
SET:N/A N/A
TA_CURTI ME long R--R--R-- 1<=num N/A
TA _MSG_CBYTES long R--R--R-- 1<=num N/A
TA _MSG_CTI ME long R--R--R-- 1<=num N/A
TA MSG LRPI D long R--R--R-- 1<=num N/A
TA MSG LSPI D long R--R--R-- 1<=num N/A
TA MG _QBYTES long R--R--R-- 1<=num N/A
TA MSG_QNUM long R--R--R-- 1<=num N/A
TA _NMSG_RTI ME long R--R--R-- 1<=num N/A
TA MSG_STI ME long R--R--R-- 1<=num N/A
(k) - G=Tkey field

IAll attributesin Class T_MsGare local attributes.

Attribute  TA LM D: LMID
Semantics Logical machineidentifier.
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TA_Ms@ D: 1 <= num

UNIX system message queue identifier. Limitation: Thisisa UNIX
system-specific attribute that may not bereturned if the platform onwhich the
application isbeing run is not UNIX-based.

TA_STATE:

CGET: ACTive
A GET operation will retrieve run-time information for the selected
T_MSG object(s). The following states indicate the meaning of a
TA_STATE returned in response to a GET request. States not listed
will not be returned.

ACTi ve T_MSGobject active. This corresponds exactly to the related
T_MACHI NE object being active.

SET:
SET operations are not permitted on this class.

TA_CURTI ME: 1 <= num
Current time, in seconds, since 00:00:00 UTC, January 1, 1970, as returned
by thet i me(2) system call on T_MSG:TA_LM D. This attribute can be used to
compute elapsed time from the T_MSG.TA_?TI ME attribute values.

TA _MSG_CBYTES: 1 <= num
Current number of bytes on the queue.

TA_NMSG_CTI ME: 1 <= num
Time of thelast msgct | (2) operation that changed a member of the msgid_ds
structure associated with the queue.

TA _MSG_LRPI D: 1 <=num
Processidentifier of the last process that read from the queue.

TA_MSG_LSPI D: 1 <= num
Processidentifier of the last process that wrote to the queue.

TA_MSG QBYTES: 1 <= num
Maximum number of bytes allowed on the queue.

TA_MBG_QNUM 1 <= num
Number of messages currently on the queue.
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TA_MSG_RTI ME: 1 <= num
Time since the last read from the queue.

TA_MSG_STI ME: 1 <= num
Time since the last write to the queue.

Limitations ~ This classis UNIX system-specific and may not be supported in non-UNIX
implementations of BEA Tuxedo system.
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T_NETGROUP CLASS

Overview  The T_NETGROUP class represents application attributes of network groups. Network
groups are groups of LMIDs which can communicate over the TA_NADDR network

addresses defined in the T_NETVAP class.

Attribute Table
Table 0-35 T_NETGROUP Class Definition Attribute Table

Attribute Type Permissions Values Default

TA NETGROUP( r )( * ) string rU------- string[1. .. 30] DEFAULTNET
TA NETGRPNO( r )( * ) long ru------- 1 <=num< 8192 N/A
TA_STATE( k ) string  rw-r--r-- GET:"{VAL}" N/A

SET:"{NEW I NV} " N/A

TA NETPRIQ( * ) long rwWyrw---- 1<=num< 8192 100

(r) - Required field for object creation (SET TA_STATE NEW

(*) - GET/ SET key, one or morerequired for SET operation

Attribute  TA_NETGROUP:string[1 . . .30]
Semantics Logica name of the network group. A group nameisastring of printable
characters and cannot contain a point sign, comma, colon, or newline.

TA _NETGRPNO 1 <= num <= 8192
Group identifier associated with network group.

TA_STATE:

GET: {VALI d}
A GET operation will retrieve configuration information for the
selected T_NETGROUP object(s). The following states indicate the
meaning of a TA_STATE returned in response to a GET request.
States not listed will not be returned.

VALi d T_NETGROUP objectisdefined and inactive. Notethat thisis
the only valid state for this class. NETGROUPs are never
ACTi ve.
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SET: {NEW I Nval i d}
A SET operation will update configuration information for the
selected T_NETGROUP object. The following statesindicate the
meaning of a TA_STATE set in a SET reguest. States not listed may
not be set.

NEW Create T_NETGROUP object for application. State change
alowed only wheninthe | Nval i d state. Successful
return leaves the object in the VAL d state.

unset Modify anexisting T_NETGROUP object. Only allowed in
the VAL d state. Successful return leaves the object state
unchanged.

I Nval i d Delete T_NETGROUP object from application. State
change allowed only when in the VAL d state and only if
there are no objectsin the T_NETMAP class which have
this network group object as a key. Successful return
leavesthe object inthe | Nval i d state.

TA NETPRI O1 <= num < 8192
The priority band for this network group. All network groups of equivalent
band priority will be used in parallel. If al network circuits of a certain
priority aretorn down by the administrator or by network conditions, the next
lower priority circuit is used. Retries of the higher priority are attempted.

Note: In Release 6.4, parallel data circuits are prioritized by network group
number (NETGRPNO) within priority group number. In future releases, a
different algorithm may be used to prioritize parallel data circuits.

Limitations  None.
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T_NETMAP CLASS

Overview

Attribute Table

The T_NETMAP class associatesTA LM Ds frp, tje T_MACHI NE classinthe TM M Bto a
TA_NETGROUP object from the T_NETGROUP class. This class identifies which logical
machines belong to which network group. A TA_LM Dmay bein many TA NETGROUP
groups. When one LMID connectsto another LMID, the BRI DGE process determines
the subset of network groupsto which thetwo LMIDsbelong. When thepair of LMIDs
arein several common groups, they are sorted in descending TA_NETPRI O order
(TA_NETGRPNOIs the secondary sort key). The Network groups with the same
TA_NETPRI Owill flow network datain parallel. Should a networking error prevent
data from flowing through all the highest priority group(s), only then the next lower
priority network group(s) are used for network traffic (failover). All network groups
with a higher priority than the ones flowing data areretried periodically. Once a
network connection is established with ahigher TA_NETPRI Ovalue, no further datais
scheduled for the lower priority one. Once the lower priority connection is drained, it
is disconnected in an orderly fashion (failback).

Table0-36 T_NETMAP Class Definition Attribute Table

Attribute Type | Permissions | Values Default

TA_NETGROUP( r )( * ) |string |ru------- string[1. . . 30] N/A

TALMD( r )( *) string | ru------- string[1. .. 30] N/A

TA STATE string | RW------- GET:"{VALI }" N/A
SET:"{NEW|INV}’

TA_NADDR string | rw-r--r-- string[1. .. 78] .

TA_M NENCRYPTBI T string | rwxrwx--- {0]40|128} 0

TA_MAXENCRYPTBI T string | rwxrwx--- {0]40|128} 128

(r) - Required field for object creatioBET TA STATE NEW

(*)- GET/ SET key, one or more required f68ET operations

Attribute
Semantics

TA_NETGROUP: string
Thisisthe name of the associated network group found in the T_NETGROUP
class.

TA LM D: string
Thelogical machine name for the T_MACHI NE class (in TM_M B) for this
network mapping.
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TA_STATE:

GET: {VALi d}
A GET operation will retrieve run-time information for the selected
T_NETMAP object(s). The following states indicate the meaning of a
TA_STATE returned in response to a GET request. States not listed
will not be returned.

VALi d T_NETMAP object is defined. Note that thisis the only valid
state for this class. Network mappings are never ACTive.

SET: {NEW I Nval i d}
A SET operation will update configuration information for the
selected T_NETMAP object. The following states indicate the
meaning of aTA STATE setin aSET request. States not listed cannot
be set.

NEW Create T_NETMAP object for application. State change
allowed only wheninthel NVal i d state. Successful return
leaves the object in the VAL d state.

unset Modify an existing T_NETMAP object. Successful return
leaves the object state unchanged.

INval id Deletesthe given network mapping. If any network links
were active as aresult of the mapping, they will be
disconnected. This disconnection may cause a state change
in T_BRI DGE objects (in TM_M B) associated with the
network links.

TA_NADDR: string
Specifies the complete network address to be used by the BRI DGE process
placed in the logical machines as its listening address. The listening address
for aBRI DGE isthe mains by which it is contacted by other BRI DGE processes
participating in the application, that is, if the LAN option is set in the
T_DOMAI N: TA_OPTI ONS attribute value. If string has the form
“Oxhexa-digits,” it must contain an even number of valid hex digits. These
forms are translated internally into a character array containing the
hexadecimal representations of the string specified. For TCP/IP addresses
either the
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Limitations

“/lhostname:port”
or
“II#.#.# #:.port”

format is used.

TA_MINENCRYPTBITS{ 0}40|128}

When establishing a network link to this machine, require at least this
minimum level of encryption. 0 means no encryption, while 40 and 128
specify the encryption key length (in bits). If this minimum level of
encryption cannot be met, link establishment will fail. The default is 0.

Limitation: Modificationsto this attribute will not effect established network
links.

TA_MAXENCRYPTBITS{ 040|128}

None.

When establishing a network link, negotiate encryption up to this level. 0
means no encryption, while 40 and 128 specify the encryption length (in bits).
The default is 128.

Limitation: Modifications to this attribute will not effect established network
links.

When the 128-bit encryption package isinstalled, TA_ MAXENCRYPTBITS
defaults to 128. When the 40-bit packageisinstalled, the default is40. When
no encryption package isinstalled, the default is O bits. Note that when
BRIDGE processes connect, they negotiate to the highest common
TA_MAXENCRYPTBITS
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T_QUEUE CLASS

Overview  The T_QUEUE class represents run-time attributes of queues in an application. These
attribute values identify and characterize allocated BEA Tuxedo system request
gueues associated with serversin arunning application. They also track statistics
related to application workloads associated with each queue object.

Note that when a GET operation with the M B_LOCAL flag is performed in a
multi-machine application, multiple objects will be returned for each active queue—
one object for each logical machine where local attribute values are collected.
Attribute Table
Table 0-37 T_QUEUE Class Definition Attribute Table
Attribute Type | Permissions | Values Default
TA_RQADDR( * ) string | R--R--R-- | string[1...30] N/A
TA_SERVERNAME( k ) |string | R--R--R-- string[1...78] N/A
TA _STATE( k) string | R--R--R-- | GET:"{ ACT| M G | SUS| PAR}" |N/A
SET:N/A N/A
TA_GRACE long |R--R--R-- 0 <=num N/A
TA_MAXGEN long | R--R--R-- 1 <num< 256 N/A
TA_RCVD string | R--R--R-- string[0...78] N/A
TA_RESTART string | R--R--R-- "t N N/A
TA_CONV string | R--R--R-- "t N N/A
TA LM D( k) string | R--R--R-- LMID N/A
TA_RQD long | R--R--R-- 1 <=num N/A
TA_SERVERCNT long |R--R--R-- 1 <=num< 8K N/A
T _QUEUE Class. LOCAL Attributes
TA_TOTNQUEUED long | R-XR-XR-- | 0 <=num N/A
TA TOTWKQUEUED long | R-XR-XR-- | 0 <=num N/A
TA _SOURCE( k ) string | R--R--R-- LMID N/A
TA_NQUEUED long |R--R--R-- 0 <=num N/A
TA VWKQUEUED long |R--R--R-- 0 <=num N/A
(k) - GET key field
(*) - G=1/ SET key, one or more required f8ET operations
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Attribute  TA_RQADDR: string[ 1...30]
Semantics Symbolic address of the request queue. Servers with the same
T_SERVERTA RQADDR attribute value are grouped into a Multiple Server
Single Queue (MSSQ) set. Attribute values returned with a T_QUEUE object
apply to all active servers associated with this symbolic queue address.

TA_SERVERNAME: string[1...78]
Full pathname of the server executable file. The server identified by
TA_SERVERNAME is running on the machine identified by the
T_QUEUE:TA LM Dattribute. When specified as akey field on a GET
operation, this attribute may specify arelative pathname; all appropriate full
pathnames will be matched.

TA_STATE:

GET: {ACTi ve| M G ati ng| SUSpended| PARt i t i oned}
A GET operation will retrieve run-time information for the selected
T_QUEUE object(s). The T_QUEUE class does not address
configuration information directly. Configuration related attributes
discussed here must be set as part of the related T_SERVER objects.
The following statesindicate the meaning of a TA_STATE returned
in response to a GET request. States not listed will not be returned.

ACTi ve At least one server associated with thisT_QUEUE
objectisactive.

M Grating The server(s) associated with this T_QUEUE object is
currently intheM G at i ng state. Seethe
T_SERVERclass for more details on thisstate. This
state isACTi ve equivalent for the purpose of
determining permissions.

SUSpended The server(s) associated with this T_QUEUE object is
currently in the SUSpended state. See the
T_SERVERclass for more details on thisstate. This
state is ACTi ve equivalent for the purpose of
determining permissions.

PARtitioned Theserver(s) associated with thisT_QUEUE object is
currently inthe PARt i ti oned state. Seethe
T_SERVERclass for more details on thisstate. This
state isACTi ve equivalent for the purpose of
determining permissions.
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SET:
A SET operation will update run-time information for the selected
T_QUEUE object. State changes are not alowed when updating
T_QUEUE object information. Modification of an existing T_QUEUE
object is allowed only when the object is in the ACTi ve state.

TA GRACE: 0 <= num
The period of time, in seconds, over which the T_QUEUE:TA_MAXGEN limit
applies. Thisattributeis meaningful only for restartable servers, that is, if the
T_QUEUE:TA RESTART attributeisset to" " . A value of O for this attribute
indicates that a server should always be restarted.

TA_MAXGEN: 1 <= num< 256
Number of generations allowed for restartable servers
(T_QUEUE:TA_RESTART == "Y") associated with this queue over the
specified grace period (T_QUEUE:TA_GRACE). The initia activation of each
server counts as one generation and each restart also counts as one.

TA ROMD: string[0...78]
Application specified command to be executed in parallel with the system
restart of application servers associated with this queue.

TA RESTART: {Y| N}
Servers associated with this queue are restartaifedf non-restartable
(“N).

TA CONV: {Y| N}
Servers associated with this queue are conversational-baggdr(“
request/response-based({"

TA LM D: LMID
Logical machine on which servers associated with this queue are active.

TA RQ D: 1 <=num
UNIX system message queue identifier.

Limitation: This is a UNIX system-specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA SERVERCNT: 1 <=num < 8K
Number of active servers associated with this queue.

TA TOTNQUEUED: 0 <=num
The sum of the queue lengths of this queue while it has been active. This sur
includes requests enqueued to and processed by servers that are no longer
active on the queue. Each time a new request is assigned to the queue, the s

236 BEA Tuxedo Reference Manual



T_QUEUE CLASS

Limitations

isincremented by thelength of the queueimmediately before the new request
is enqueued.

Limitation: If the T_DOVAI N:TA_LDBAL attributeis N or the

T_DOVAI N:TA_MODEL attributeis MP, then TA_ TOTNQUEUED is not returned. In
the same configuration, updates to this attribute are ignored. Consequently,
when thisattributeisreturned TA LM Dand TA_ SOURCE have the same value.

TA_TOTWKQUEUED: 0 <= num
The sum of the workloads enqueued to this queue while it has been active.
This sum includes requests enqueued to and processed by serversthat are no
longer active on the queue. Each time anew request is assigned to the queue,
the sum isincremented by the workload on the queue immediately before the
new request is enqueued.

Limitation: If the T_DOVAI N:TA_LDBAL attribute is \'or the
T_DOVAI N:TA_MODEL attribute is #P”, thenTA_ TOTWKQUEUED is not

returned. In the same configuration, updates to this attribute are ignored.

Consequently, when this attribute is returm@dLM D andTA_SOURCE have
the same value.

TA_SOURCE: LMID
Logical machine from which local attribute values are retrieved.

TA_NQUEUED: 0 <=num
Number of requests currently enqueued to this queue fromatt&OURCE

logical machine. This value is incremented at enqueue time and decremented

when the server dequeues the request.

Limitation: If theT_DOVAI N.:TA_LDBAL attribute is N\’ or the

T_DOVAI N:TA_MODEL attribute is #P”, thenTA_NQUEUED is not returned.
Consequently, when this attribute is returm@dLM D andTA_SOURCE have
the same value.

TA WKQUEUED: 0 <=num
Workload currently enqueued to this queue fromTheSOURCE logical
machine. If ther_DOVAI N.TA MCDEL attribute is set teéHMand the
T_DOVAI N:TA LDBAL attribute is set toY” then this attribute reflects the
application-wide workload enqueued to this queue. Howeves, FODEL is
set toMP andTA _LDBAL is set to Y, this attribute reflects the workload
enqueued to this queue from th&e SOURCE logical machine during a recent

timespan. This attribute is used for load balancing purposes. So as to not
discriminate against newly started servers, this attribute value is zeroed out

on each machine periodically by theL .

None.
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T_ROUTING CLASS

Overview  The T_ROUTI NG class represents configuration attributes of routing specifications for
an application. These attribute values identify and characterize application data
dependent routing criteria with respect to field names, buffer types, and routing

definitions.
Attribute Table
Table0-38 T_ROUTING Class Definition Attribute Table
Attribute! Type | Permissions | Values Default
TA ROUTINGNAME( r )( * ) | string | ru-r--r-- string[1...15] N/A
TA _ROUTI NGTYPE ( 1) string | ru-r--r-- SERVI CE or SERVI CE
FACTORY
TA BUFTYPE( r )( * ) string | ru-r--r-- string[ 1...256] N/AL
TA FIELD( r )( k) ( * ) | string | ru-r--r-- string[1...30] N/AL
TA RANGES( r ) carray | rw-r--r-- carray( 1...2048] N/A
TA_TYPE string | ru-r--r-- string[1..15] “SERVI CE2
TA _FIELDTYPE ( r ) string | rw-r--r-- string[1..30] N/A
TA_STATE( k ) string | rw-r--r-- GET:"{VAL}" N/A
SET:{NEW | N\V}" | N/A
(k) - GeT key field
(r) - Required field for object creation (SET TA_STATE NEW
(*) - GET/ SET key, one or more required for SET operations

1. TA_BUFTYPE only applies to BEA Tuxedo data-dependent routing criteria.

TA _FI ELDTYPE only applies to BEA WebL ogic Enterprise factory-based routing criteria.
The specified u (uniqueness) permission applies only in the relevant case. That is. the
combination of TA_ROUTI NGNAVE, TA_TYPE and TA_BUFTYPE must be unique for

TA TYPE=SERVI CE, and TA_ROUTI NGNAME, TA_TYPE and TA_FI ELD must be unique for
TA _TYPE=FACTCRY.
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Attribute
Semantics

The TA_TYPE attribute determines the permissible attributes for the TA_ ROUTI NG
object. TYPE=SERVI CE corresponds to BEA Tuxedo data-dependent routing criteria.
TYPE=FACTORY correspondsto BEA WebL ogic Enterprise factory-based routing. The
default is SERVI CE. SET operations are assumed to be for data-dependent routing if no
TA_TYPE is specified. Specification of TA_FI ELDTYPE isinvalid for data-dependent
routing. Specification of TA BUFTYPE isinvalid for factory-based routing.

TA_ROUTI NGNAME: string[ 1...15]
Routing criteria name.

TA _ROUTI NGTYPE: t ype
Specifies the routing type. The default is TYPE=SERVI CE to ensure that
existing UBBCONFI G files used in BEA Tuxedo environments continue to
work properly. Use TYPE=FACTORY if you are implementing factory-based
routing for aBEA WebL ogic Enterprise interface.

TA _BUFTYPE: typel[:subtypel[,subtype? . .. 1][;type2[:subtype3[, ... 1]] - - -
List of types and subtypes of data buffersfor which thisrouting entry isvalid.
A maximum of 32 type/subtype combinations are allowed. The types are
restricted to be one of FM_, VI EW X_C_TYPE, or X_COVMON. No subtype can
be specified for type FM_, and subtypes are required for types Vi EW
X_C_TYPE, and X_COWMON (“*” is not allowed). Note that subtype names

should not contain semicolon, colon, comma, or asterisk characters.
Duplicate type/subtype pairs cannot be specified for the same routing criteria
name; more than one routing entry can have the same criteria name as long as
the type/subtype pairs are unique. If multiple buffer types are specified for a
single routing entry, the data types of the routing field for each buffer type
must be the same.

TA_FI ELD: string[1...30]

The routing field name. Whem_TYPE=FACTORY, this is assumed to be a

field that is specified in alvLi st parameter to PortableServer::POA::create
_reference_with_criteria for an interface that has this factory routing criteria

associated with it. See the section on factory-based routing for more details.

WhenTA TYPE=SERVI CE this field is assumed to be an FML buffer or view

field name that is identified in an FML field table (using BA®TBLDI R and

Fl ELDTBLS environment variables) or an FML view table (usinguh@ADI R

andVI EWFI LES environment variables), respectively. This information is

used to get the associated field value for data dependent-routing during the

sending of a message.
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TA_FI ELDTYPE (factory-based routing only)
Routing field type. Thisfield isonly valid if TA_ TYPE=FACTORY. Valid types
are: SHORT, LONG, FLOAT, DOUBLE, CHAR, STRI NG Specification of this
attribute is only valid for factory-based routing criteria.

TA_RANGES: carray[1...2048]
The ranges and associated server groups for the routing field. The format of
string isacomma-separated, ordered list of range/group name pairs. A
range/group name pair has the following format:

| ower [ -upper] : group

I over and upper are signed numeric values or character stringsin single
guotes. / oner must be lessthan or equal to upper . To embed a single quote
in a character string value, it must be preceded by two backs ashes (for
example,’ O\’ Bri en’ ). ThevalueM Ncan be used to indicate the minimum
value for the data type of the associated field on the machine. The value MAX
can be used to indicate the maximum value for the data type of the associated
field on the machine. Thus, “MIN--5” isal numberslessthan or equal to -5,
and “6-MAX” is all numbers greater than or equal to 6.

The meta-character " (wildcard) in the position of a range indicates any

values not covered by the other ranges previously seen in the entry; only ont
wildcard range is allowed per entry and it should be last (ranges following it

will be ignored).

The routing field can be of any data type supported/in A numeric routing

field must have numeric range values, and a string routing field must have

string range values.

String range values for string, carray, and character field types must be place
inside a pair of single quotes and cannot be preceded by a sign. Short and lor
integer values are a string of digits, optionally preceded by a plus or minus
sign. Floating point numbers are of the form accepted by the C compiler or

at of (3): an optional sign, then a string of digits optionally containing a

decimal point, then an optionalor E followed by an optional sign or space,

followed by an integer.

The group name indicates the associated group to which the request is route
if the field matches the range. A group namedf Ndicates that the request

can go to any group where a server offers the desired service.

Limitation: Attribute values greater than 256 bytes in length will disable
interoperability with BEA Tuxedo Release 4.2.2 and earlier.
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TA_STATE:

GET: {VALi d}
A GET operation will retrieve configuration information for the
selected T_ROUTI NG object(s). The following states indicate the
meaning of aTA_STATE returned in responseto aGET request. States
not listed will not be returned.

VALi d T_ROUTI NGobject is defined. Note that thisis the only valid
state for this class. Routing criteriaare never ACTi ve; rather,
they are associated through the configuration with service
names and are acted upon at run-time to provide data
dependent routing. This stateis| NAct i ve equivalent for the
purpose of permissions checking.

SET: {NEW I Nval i d}
A SET operation will update configuration information for the
selected T_ROUTI NG object. The following states indicate the
meaning of a TA_STATE set in a SET request. States not listed may
not be set.

NEW Create T_ROUTI NG object for application. State change
allowed only wheninthe | NVal i d state. Successful return
leaves the object in the VAL d state.

unset Modify anexisting T_ROUT| NGobject. Thiscombinationis
not allowed inthe | NVal i d state. Successful return leaves
the object state unchanged.

I Nvalid Delete T_ROUTI NG object for gpplication. State change
allowed only when in the VAL d state. Successful return
leavesthe object inthe | Nval i d state.

TA TYPE
Routing criteriatype. Valid values are FACTCRY or SERVI CE. FACTORY

specifies that the routing criteria applies to factory-based routing for a
CORBA interface. The specification of TYPE=FACTORY is mandatory for a
factory-based routing criteria. SERVI CE specifies that the routing criteria
appliesto data-dependent routing for a BEA Tuxedo service. Default is
“SERVI CE". Specification of this attribute is optional for data-dependent
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routing criteria. Note that the type specified affects the validity and possible
values for other fields defined for this MIB class. These are noted for each
field. TA_TYPEisrequired for SET operations for factory-based routing

criteria

Limitations  None.
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T_SERVER CLASS

Overview  TheT_SERVER class represents configuration and run-time attributes of serverswithin
an application. These attribute values identify and characterize configured servers as
well as provide run-time tracking of statistics and resources associated with each
server object. Information returned will alwaysinclude fieldsthat are common among
all contexts of aserver. In addition, for those serversthat are not defined to the system
as multicontexted (that is, those for which the value of TA_MAXDI SPATCHTHREADS is
1), this class includes information about the server’s context.

The TA CLTLM D, TA CLTPI D, TA_CLTREPLY, TA_CMIRET, TA_CURCONV,
TA_CURREQ TA CURRSERVI CE, TA LASTGRP, TA_SVCTI MEQUT, TA TI MELEFT, and
TA_TRANLEV attributes are specific to each server dispatch context. All other attributes
are common to all server dispatch contexts.
TA_CLASSPATH, TA_JAVAHEAPSI ZE, TA JAVAHEAPUSE, TA JAVAVERSI ON, and
TA_JAVAVENDOR apply to Java serversonly.
Attribute Table
Table 0-39 T_SERVER Class Definition Attribute Table
Attribute Type Permissions Values Default
TA SRVGRP( r )( * ) string  ru-r--r-- string[ 1...30] N/A
TASRVID( r )( *) long  ru-r--r-- 1 <=num< 30,001 N/A
TA_SERVERNAME( k )( r ) string rw-r--r-- string[ 1...78] N/A
TA_SRVTYPE string  r--r--r-- JAVA N/A
TA GRPNO( Kk ) long  r--r--r-- 1 <= num < 30,000 N/A
TA STATE( k ) string  rwxr-xr-- GET:"{ACT| I NA/ M G CLE| N/A
RES| SUS| PAR| DEA}"
SET:"{NEW I N\V] ACT| INA  N/A
| DEA} "
TA_BASESRVI D long  r--r--r-- 1 <=num< 30,001 N/A
TA CLOPT string  rwyr--r-- string[ 0...256] A"
TA_ENVFI LE string  rwyr--r-- string[0...78]
TA GRACE long  rwyr--r-- 0 <=num 86, 400
TA_MAXGEN long  rwyr--r-- 1<=num< 256 1
TA_MAX long  rwxr--r-- 1<=num< 1,001 1
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Table 0-39 T_SERVER Class Definition Attribute Table (Continued)

Attribute Type Permissions Values Default
TA M N long  rwyr--r-- 1 <=num< 1,001 1
TA_RCMD string  rwyr--r-- string[0...78]
TA_RESTART string  rwyr--r-- “{Y| N}" N

TA SEQUENCE( k ) long  rwxr--r-- 1 <=num< 10,000 >=10, 000
TA_SYSTEM ACCESS string  rwyr--r-- "{FASTPATH| PROTECTED}" (1)
TA_CONV( k) string  rw-r--r-- "Ly N N
TA_REPLYQ string  rw-r--r-- "{YI N} N
TA_RPPERM long  rw-r--r-- 0001 <= num <= 0777 A
TA_RQADDR( k ) string  rw-r--r-- string[ 0...30] "GRPNO.SRVID"
TA RQPERM long  rw-r--r-- 0001 <= num<= Q777 (l)
TALMD( k) string R--R--R-- LMID N/A
TA_GENERATI ON long R--R-R-- 1 <=num< 32K N/A
TA PID( k) long R--R--R-- 1<=num N/A

TA RPID long R--R--R-- 1<=num N/A
TA_RQ D long R--R--R-- 1 <=num N/A
TA_TI MERESTART long R--R--R-- 1<=num N/A
TA_TI MESTART long R--R-R-- 1 <=num N/A

T _SERVER Class. LOCAL Attributes

TA_CLASSPATH string R--R--R-- string[ 0...2,047] N/A
TA_JAVAHEAPSI ZE long R--R--R-- O<num

TA_JAVAHEAPUSE long R--R-R-- 1<=num<=100 N A
TA_JAVAVENDOR string R--R--R-- string[ 0...30] N A
TA_JAVAVERSI ON string R--R--R-- string[ 0...30] N A
TA_NMAXDI SPATCHTHREADS  |long  R--R--R-- O<num N A
TA_NUMCONV long R-XR-XR-- 0<=num N/A
TA_NUMDEQUEUE long R-XR-XR-- 0<=num N/A
TA_NUMENQUEUE long R-XR-XR-- 0<=num N/A
TA_NUMPCST long R-XR-XR-- 0<=num N/A
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Table0-39 T_SERVER Class Definition Attribute Table (Continued)

Attribute Type Permissions Values Default
TA MN long  rwyr--r-- 1<=num<1,001 1
TA_RCMD string  rwyr--r-- string[0...78]
TA_RESTART string  rwyr--r-- "{YI Np" N

TA SEQUENCE( k ) long  rwxr--r-- 1 <= num< 10,000 >=10, 000
TA_SYSTEM ACCESS string  rwyr--r-- "{ FASTPATH| PROTECTED}" (1)

TA_ CONV( k) string  rw-r--r-- "{Y| Np" N
TA_REPLYQ string  rw-r--r-- “{Y] N} N
TA_RPPERM long  rw-r--r-- 0001 <= num <= 0777 A

TA RQADDR( k ) string  rw-r--r-- string[ 0...30] "GRPNO.SRVID"
TA RQPERM long  rw-r--r-- 0001 <= num<= 0777 (l)

TA LM D( k) string R--R--R-- LMID N/A
TA_GENERATI ON long R--R--R-- 1<=num< 32K N/A
TA PID( k) long R--R--R-- 1<=num N/A

TA RPID long R--R--R-- 1<=num N/A
TA_ RQ D long R--R--R-- 1<=num N/A
TA_TI MERESTART long R--R--R-- 1<=num N/A
TA_TI MESTART long R--R--R-- 1<=num N/A

T _SERVER Class: LOCAL Attributes

TA CLASSPATH string R--R--R-- string[ 0...2,047] N/A
TA_JAVAHEAPSI ZE long R--R--R-- O<num

TA_JAVAHEAPUSE long R--R--R-- 1<=num<=100 N A
TA_JAVAVENDOR string R--R--R-- string[0...30] N A
TA_JAVAVERSI ON string R--R--R-- string[ 0...30] N A

TA MAXDI SPATCHTHREADS  long  R--R--R-- O<num N A
TA_NUMCONV long R-XR-XR-- 0<=num N/A
TA_NUVDEQUEUE long R-XR-XR-- 0<=num N/A
TA_NUVENQUEUE long R-XR-XR-- 0<=num N/A
TA_NUMPCST long R-XR-XR-- 0<=num N/A
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Table 0-39 T_SERVER Class Definition Attribute Table (Continued)

Attribute Type Permissions Values Default
TA_NUMREQ long R-XR-XR-- 0<=num N/A
TA_NUMVBUBSCRI BE long R-XR-XR-- 0<=num N/A
TA_NUMIRAN long R-XR-XR-- 0<=num N/A
TA_NUMTRANABT long R-XR-XR-- 0<=num N/A
TA_NUMTRANCMT long R-XR-XR-- 0<=num N/A
TA_THREADSTACKSI ZE long R--R-R-- O<num N/A
TA_TOTREQC long R-XR-XR-- 0<=num N/A
TA_TOTWORKL long R-XR-XR-- 0<=num N/A
TA CLTLM D string R--R--R-- LMID N/A
TA CLTPID long R--R-R-- 1 <=num N/A
TA CLTREPLY string R--R--R-- "{Y| N}" N/A
TA_CMIRET string R--R--R-- "{ COVPLETE| LOGGED} " N/A
TA_CURCONV long R--R-R-- 0 <= num N/A
TA_CURDI SPATCHTHREADS  long R--R--R-- O<num N/A
TA_CUROBJECTS long R--R--R-- 0 <=num N/A
TA_CURI NTERFACE string R--R--R-- string[0..128] N/A
TA CURREQ long R--R--R-- 0 <=num N/A
TA_CURRSERVI CE string R--R--R-- string[ 0...15] N/A
TA_CURTI ME long R--R-R-- 1 <=num N/A
TA_HWDI SPATCHTHREADS long R--R-R-- O<num N/A
TA_LASTGRP long R--R-R-- 1 <= num < 30,000 N/A
TA_SVCTI MEQUT long R--R-R-- 0 <=num N/A
TA_TI MELEFT long R--R-R-- 0 <=num N/A
TA_TRANLEV long R--R--R-- 0 <= num N/A

(K) - GET key field

(r) - Required field for object creation (SET TA_STATE NEW
(*) - GET/ SET key, one or more required for SET operations

IDefaults to value set for this attribute in Class T_DOVAI N.
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Attribute  TA_SRVGRP: string[ 1...30]

Semantics

TA_SRVI

Logica name of the server group. Server group names cannot contain an
asterisk (*), comma, or colon.

D: 1 <= num< 30,001
Unique (within the server group) server identification number.

TA_SERVERNAME: string[1...78]

Name of the server executablefile. The server identified by TA_ SERVERNAVE
will run on the machine(s) identified by the T_GROUP:TA_LM D attribute for
this server’s server group. If arelative pathnameis given, then the search for
the executablefileisdonefirstin TA_APPDI R, thenin TA_TUXDI R/ bi n, then
in /bi nand/ usr/ bi n, and thenin <path>, where <path> isthe value of the
first PATH= line appearing in the machine environment file, if one exists. Note
that the attribute value returned for an active server will always be afull
pathname. The values for TA_APPDI Rand TA_TUXDI R are taken from the
appropriate T_MACHI NE object. For amore detailed discussion of how
environment variables are handled, see the T_MACHI NE:TA _ENVFI LE
attribute.

TA_GRPNO. 1 <= num < 30,000

Group number associated with this server’s group.

TA_STATE:

GET:{ACTi ve| | NActi ve| M G ati ng| CLEani ng| RESt ar t i ng| SUSpende
d| PARti ti oned| DEAd}
A GET operation will retrieve configuration and run-time
information for the selected T_SERVER object(s). The following
states indicate the meaning of aTA_STATE returned in responseto a
GET request. States not listed will not be returned.

ACTi ve

T_SERVER object defined and active. Thisisnot an
indication of whether the server isidle or busy. An
active server with anon O-length TA_ CURRSERVI CE
attribute should beinterpreted asabusy server, that is,
one that is processing a service request.

I NActi ve T_SERVER object defined and inactive.
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M Grating T_SERVER object defined and currently in a state of
migration to the server group’s secondary logical
machine. The secondary logical machineisthe one
listed in T_GROUP:TA LM D attribute that does not
match the T_GROUP:TA_CURLM D attribute. This
state is ACTi ve equivalent for the purpose of
determining permissions.

CLEani ng T_SERVERobject defined and currently being cleaned
up by the system after an abnormal death. Note that
restartable servers may enter this state if they exceed
TA NMAXCGEN starts/restarts within their TA_ GRACE
period. This state is ACTi ve equivaent for the
purpose of determining permissions.

REStarting  T_SERVER object defined and currently being
restarted by the system after an abnormal death. This
state is ACTi ve equivalent for the purpose of
determining permissions.

SUSpended T_SERVER object defined and currently suspended
pending shutdown. This state is ACTi ve eguivalent
for the purpose of determining permissions.

PARtiti oned T_SERVER object defined and active; however, the
machine where the server is running is currently
partitioned from the T_DOVAI N-TA_ MASTER site.
This state is ACTi ve equivalent for the purpose of
determining permissions.

DEAd T_SERVER object defined, identified as active in the
Bulletin Board, but currently not running due to an
abnormal death. Thisstatewill exist only until the BBL
locd to the server notices the death and takes action
(RESt ar t i ng| CLEani ng). Note that this state will
only bereturnedif theM B_LOCAL TA FLAGSvalue
is specified and the machine where the server was
running is reachable. Thisstateis ACTi ve equivaent
for the purpose of determining permissions.

SET: {NEW I Nval i d| ACTi ve| | NAct i ve| DEAd}
A SET operation will update configuration and run-time information
for the selected T_SERVER object. The following statesindicate the
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meaning of a TA_STATE set in a SET request. States not listed may

not be set.

NEW

Create T_SERVER object for application. State change
alowed only wheninthe | Nval i d state. Successful
return leaves the object inthe | NAct i ve state.

unset

Modify an existing T_SERVERobject. Thiscombinationis
alowed only when in the ACTi ve or | NAct i ve state.
Successful return leaves the object state unchanged.

I Nvalid

Delete T_SERVER object for application. State change
alowed only when inthe | NAct i ve state. Successful
return leaves the object inthe | Nval i d state.

ACTi ve

Activatethe T_SERVER object. State change allowed only
wheninthel NAct i ve state. (ServersintheM G at i ng
state must be restarted by setting the
T_GROUP:TA_STATE to ACTi ve.) For the purpose of
determining permissionsfor this state transition, the active
object permissions are considered (that is, --X--X--X).
Successful return leaves the object in the ACTi ve state.
The TM B_NOTI FY TA FLAGVvalue should be used
when activating a server if status on the individua server
isrequired.

I NActi ve

Deactivate the T_ SERVER object. State change allowed
only when in the ACTi ve state. Successful return leaves
theobject inthe | NAct i ve state. The TM B_NOTI FY
TA_FLAGvalue should be used when deactivating aserver
if status on the individual server isrequired.

BEA Tuxedo Reference Manual

249



T_SERVER CLASS

250

DEAd Deactivate the T_SERVER object by sending the server a
S| GTERMsignal followed by aSI CGKI LL signa if the
server isstill running after the appropriate timeout interval
(see TA_M BTI MEQUT inM B(5)). Note that by default, a
S| GTERMsignal will cause the server to initiate orderly
shutdown and the server will become inactive even if it is
restartable. If aserver isprocessing along running service
or has chosen to disable the S| GTERMsignal, then
S| GKI LL may be used and will be treated by the system
as an abnormal termination. State change allowed only
when in the ACTi ve or SUSpended state. Successful
return leaves the object in the | NAct i ve, CLEani ng or
RESt arti ng state.

TA _BASESRVI D: 1 <= num< 30,001
Base server identifier. For servers with a TA_MAX attribute value of 1, this
attribute will always be the same as TA_SRvI D. However, for serverswith a
TA_MAX value greater than 1, this attribute indicates the base server identifier
for the set of servers configured identically.

TA_CLASSPATH string[0...2,047]
The current CLASSPATH for the runtime.

TA _CLOPT: string[0...256]
Command-line options to be passed to server when it is activated. See the
ser vopt s(5) reference page for details. Limitation: Run-time modifications
to this attribute will not affect a running server.

TA_ENVFI LE: string[0...78]
Server specific environment file. See T_MACHI NE:TA_ENVFI LE for a
complete discussion of how thisfile isused to modify the environment.
Limitation: Run-time modifications to this attribute will not affect arunning
server.

TA GRACE: 0 <= num
The period of time, in seconds, over which the T_SERVER TA_ MAXGEN limit
applies. Thisattributeis meaningful only for restartable servers, that is, if the

T_SERVERTA_RESTART attribute is set toY”. When a restarting server would
exceed th@A_MAXGEN limit but theTA_GRACE period has expired, the system

resets the current generatiadh $ERVER TA_GENERATI ON) to 1 and resets the
initial boot time §_SERVERTA_TI MESTART) to the current time. A value of
0 for this attribute indicates that a server should always be restarted.

BEA Tuxedo Reference Manual



T_SERVER CLASS

Note that servers sharing arequest queue (that is, equal values for
T_SERVER: TA_ RQADDR) should have equal valuesfor thisattribute. If they do
not, then the first server activated will establish the run-time value associated
with all servers on the queue.

Limitation: Run-time modifications to this attribute will affect a running
server and all other active servers with which it is sharing a request queue.
However, only the selected server’s configuration parameter is modified.
Thus, the behavior of the application depends on the order of boot in
subsequent activations unless the administrator ensures that all servers
sharing a queue have the same value for this attribute.

TA_JAVAHEAPSI ZE O<num
The heap size as specified in the run-time options.

TA_JAVAHEAPUSE 1<=num<=100
The percentage of heap space used.

TA_MAXGEN: 1 <= num < 256
Number of generations allowed for arestartable server
(T_SERVERTA_RESTART == "Y") over the specified grace period
(T_SERVER:TA_GRACE). Theinitial activation of the server counts as one
generation and each restart al so counts as one. Processing after the maximum
generationsis exceeded is discussed above with respect to TA_ GRACE.

Note that servers sharing a request queue (that is, equal values for
T_SERVERTA RQADDR) should have equal valuesfor thisattribute. If they do
not, then thefirst server activated will establish the run-time value associated
with all servers on the queue.

Limitation: Run-time modifications to this attribute will affect arunning
server and all other active servers with which it is sharing a request queue.
However, only the selected server’s configuration parameter is modified.
Thus, the behavior of the application depends on the order of boot in
subsequent activations unless the administrator ensures that all servers
sharing a queue have the same value for this attribute.

TA_NAXDI SPATCHTHREADS O<num
The maximum number of threads, as specified with - Min the CLOPT.

TA MAX: 1 <=num< 1,001
Maximum number of occurrences of the server to be booted. Initially,
t mboot (3c) boots T_SERVERTA_M N objects of the server, and additional
objects may be started individually (by starting a particular server ID) or
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through automatic spawning (conversational servers only). Run-time
modifications to this attribute will affect all running serversin the set of
identically configured servers (see TA_BASESRVI D above) aswell as the
configuration definition of the server.

TA M N: 1 <=num< 1,001
Minimum number of occurrences of the server to be booted by. If a
T_SERVER TA_RQADDRIs specified and TA_M Nis greater than 1, then the
servers will form an MSSQ set. The server identifiers for the servers will be
T_SERVER.TA_SRVI DUp to TA_SRVI D+ T_SERVER.TA_MAX - 1. All
occurrences of the server will have the same sequence number, aswell as any
other server parameters.

Limitation: Run-time modifications to this attribute will not affect a running
server.

TA_ROMD: string[0...78]
Application specified command to be executed in parallel with the system
restart of an application server. This command must be an executable UNIX
system file.

Note that servers sharing arequest queue (that is, equal valuesfor
T_SERVER:TA_RQADDR) should have equal vauesfor thisattribute. If they do
not, then the first server activated will establish the run-time val ue associated
with al servers on the queue.

Limitation: Run-time modifications to this attribute will affect a running
server and all other active serverswith which it is sharing a request queue.
However, only the selected server’s configuration parameter is modified.
Thus, the behavior of the application depends on the order of boot in
subsequent activations unless the administrator ensures that all servers
sharing a queue have the same value for this attribute.

TA RESTART: {Y| N}
Restartable (") or non-restartable (') server. If server migration is
specified for this server group_(DOVAI N:-TA_OPTI ONS/ M GRATE and
T_GROUP:TA_LM Dwith alternate site), then this attribute must be sev'to “
Note that servers sharing a request queue (that is, equal values for

T_SERVER:TA_RQADDR) should have equal values for this attribute. If they do
not, then the first server activated will establish the run-time value associatec

with all servers on the queue.
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Limitation: Run-time modifications to this attribute will affect a running
server and all other active servers with which it is sharing a request queue.
However, only the selected server’s configuration parameter is modified.
Thus, the behavior of the application depends on the order of boot in
subsequent activations unless the administrator ensures that all servers
sharing a queue have the same value for this attribute.

TA SEQUENCE: 1 <= num < 10,000
Specifies when this server should be booted (t nboot (1) ) or shutdown
(t mshut down(1)) relative to other servers. T_SERVER objects added without
aTA_SEQUENCE attribute specified or with an invalid value will have one
generated for them that is 10,000 or more and is higher than any other
automatically selected default. Serversarebooted by t mboot (1) inincreasing
order of sequence number and shut down by t mshut down(1) in decreasing
order. Run-time modifications to this attribute affect onlyt mboot (1) and
t mshut down(1) and will affect the order in which running servers may be
shut down by a subsequent invocation of t nshut down(1).

TA_SYSTEM ACCESS: { FASTPATH| PROTECTED}
Mode used by BEA Tuxedo system librarieswithin thisserver processto gain
access to BEA Tuxedo system’'sinternal tables. See
T_DOVAI N:TA_SYSTEM ACCESS for a complete discussion of this attribute.

Limitation: Run-time modificationsto this attribute will not affect a running
server.

TA_CONV: {Y| N}
Conversational serverY") or request/response serveK().

TA_HWDI SPATCHTHREADS
The high water mark for the number of threads in the server.

TA REPLYQ {Y| N}
Allocate a separate reply queue for the servargREPLYQ == "Y"). MSSQ
servers that expect to receive replies should set this attributé to "

TA _RPPERM 0001 <=num<= 0777
UNIX system permissions for the server's reply queue. If a separate reply
gueue is not allocated (SERVER:TA_REPLYQ == " N'), then this attribute is
ignored. Limitation: This is a UNIX system specific attribute that may not be
returned if the platform on which the application is being run is not
UNIX-based.
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TA_RQADDR: string[0...30]

Symbolic address of the request queue for the server. Specifying the same
TA_RQADDR attribute value for more than one server is the way multiple
server, single queue (M SSQ) sets are defined. Serverswith the same

TA RQADDR attribute value must be in the same server group.

TA RQPERM 0001 <= num <= 0777

UNIX system permissions for the server’s request queue.

Limitation: ThisisaUNIX system specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA_LM D: LMID

Current logical machine on which the server is running.

TA GENERATI ON: 1 <= num< 32K

TA_PI D:

Generation of the server. When aserver isinitially booted viat mboot (1) or
activated through the TM M B(5), its generation is set to 1. Each time the
server dies abnormally and is restarted, its generation isincremented. Note
that when T_SERVER:TA MAXGEN is exceeded and T_SERVER.TA GRACE has
expired, the server will be restarted with the generation reset to 1.

1<=num

UNIX system processidentifier for the server. Note that this may not bea
unique attribute since servers may be located on different machines allowing
for duplication of processidentifiers.

Limitation: ThisisaUNIX system specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA_RPI D: 1 <= num

UNIX system message queue identifier for the server'sreply queue. If a
separate reply queueis not allocated (T_SERVER TA_REPLYQ == "N'), then
this attribute value will be the same as T_SERVER:TA RQ D.

Limitation: ThisisaUNIX system specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA RQ D 1 <= num

UNIX system message queue identifier for the server’s request queue. If a
separate reply queueis not allocated (T_SERVER TA_REPLYQ == "N'), then
this attribute value will be the same as T_SERVER:TA _RPI D.
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Limitation: Thisisa UNIX system specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA_THREADSTACKSI ZE O<num
The stack size per thread as specified in the run-time options.

TA_TI MERESTART: 1 <= num
Time, in seconds, since 00:00:00 UTC, January 1, 1970, asreturned by the
time(2) system call on T_SERVER:TA_LM D, when the server waslast started
or restarted.

TA TI MESTART: 1 <= num
Time, in seconds, since 00:00:00 UTC, January 1, 1970, asreturned by the
ti me(2) systemcall on T_SERVERTA_ LM D, whentheserver wasfirst started.
Restarts of the server do not reset this value; however, if
T_SERVERTA MAXGENisexceeded and T_SERVERTA GRACE isexpired, this
attribute will be reset to the time of the restart.

TA_NUMCONV: O <= num
Number of conversationsinitiated by this server viat pconnect (3c).

TA_ NUMDEQUEUE: 0 <= num
Number of dequeue operations initiated by this server viat pdequeue(3c).

TA_ NUMENQUEUE: 0 <= num
Number of enqueue operations initiated by this server viat penqueue(3c).

TA_NUMPOST: 0 <= num
Number of postingsinitiated by this server viat ppost (3c).

TA NUMREQ 0 <= num
Number of requests made by this server viat pcal | (3c) or t pacal | (3c).

TA_NUVMBUBSCRI BE: 0 <= num
Number of subscriptions made by this server viat psubscri be(3c).

TA_NUMIRAN: 0 <= num
Number of transactions begun by this server since its last (re)start.

TA_NUMTRANABT: 0 <= num
Number of transactions aborted by this server since its last (re)start.

TA_ NUMIRANCMT: O <= num
Number of transactions committed by this server sinceitslast (re)start.
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TA TOTREQC: 0 <= nhum
Total number of requests completed by thisserver. For conversational servers
(T_SERVERTA_CONV == "Y"), this attribute value indicates the number of
completed incoming conversations. Thisisarun-time attribute that is kept
across server restart but islost at server shutdown.

TA TOTWORKL: 0 <= num
Total workload completed by this server. For conversational servers
(T_SERVERTA_CONV == "Y"), thisattribute value indicates the workload of
completed incoming conversations. Thisisarun-time attribute that is kept
across server restart but islost at server shutdown.

TA CLTLM D: LMID
Logical machinefor theinitiating client or server. Theinitiating client or
server isthe process that made the service request on which the server is
currently working. Thevaueinthisfield hasmeaning only for single-context
servers. In multicontext servers, the null string is returned as a placehol der.

TA CLTPI D: 1 <= hum
UNIX system process identifier for the initiating client or server. The value
in this field has meaning only for single-context servers. In multicontext
servers, -1 isreturned as a placeholder.

Limitation: ThisisaUNIX system-specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA CLTREPLY: {Y| N}
The initiating client or server is expecting a reply”j“or is not expecting a
reply (“N). The value in this field has meaning only for single-context
servers. In multicontext servers, the null string is returned as a placeholder.

TA CMIRET: { COVPLETE| LOGGED}
Setting of therP_COvM T_CONTROL characteristic for this server. See the
description of the ATMI function catlpscnt (3c) for details on this
characteristic. The value in this field has meaning only for single-context
servers. In multicontext servers, the null string is returned as a placeholder.

TA_CURCONV: 0 <=num
Number of conversations initiated by this servertyiaonnect (3c) that are
still active. For multicontext servers, this field represents the total for all
server contexts.
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TA CURDI SPATCHTHREADS
The current number of threads in the server.

TA CUROBJECTS
The number of entriesin useinthe Bulletin Board object table for thisserver.

Scopeislocal.

TA_CUR NTERFACE
The interface name of the interface currently active in this server. Scopeis
local.

TA CURREQ 0 <=num
Number of requestsinitiated by this server viat pcal | (3c) or t pacal | (3¢)
that are still active. For multicontext servers, thisfield representsthe total for
all server contexts.

TA_CURRSERVI CE: string[0. . . 15]
Service name that the server is currently working on, if any. The valuein this
field has meaning only for single-context servers. In multicontext servers, the
null string isreturned as a placehol der.

TA_CURTI ME: 1 <= num
Current time, in seconds, since 00:00:00 UTC, January 1, 1970, as returned
by theti me(2) system call on T_SERVER.TA LM D. Thisattribute can be used
to compute elapsed time from the T_SERVER.TA_TI MESTART and
T_SERVER:TA Tl MERESTART attribute values.

TA _LASTGRP: 1 <= num< 30,000
Server group number (T_GROUP:TA_GRPNO) of the last service request made
or conversation initiated from this server outward. The valuein thisfield has
meaning only for single-context servers. In multicontext servers, -1is
returned as a placehol der.

TA_SVCTI MEQUT: 0 <= num
Time | eft, in seconds, for this server to process the current service request, if
any. A value of O for an active serviceindicates that no timeout processing is
being done. See T_SERVI CE:TA_SVCTI MEQUT for more information. The
value in this field has meaning only for single-context servers. In
multicontext servers, -1 is returned as a placehol der.

TA_TI MELEFT: 0 <= num
Time left, in seconds, for this server to receive the reply for which it is
currently waiting before it will timeout. This timeout may be a transactional
timeout or ablocking timeout. The value in this field has meaning only for
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single-context servers. In multicontext servers, -1 isreturned as a
placeholder.

TA TRANLEV: 0 <= num
Current transaction level for this server. O indicates that the server is not
currently involved in atransaction. The value in this field has meaning only
for single-context servers. In multicontext servers, -1isreturned as a
placeholder.

Limitations  None.

258 BEA Tuxedo Reference Manual



T_SERVICE CLASS

T_SERVICE CLASS

Overview

The T_SERVI CE class represents configuration attributes of serviceswithin an
application. These attribute values identify and characterize configured services. A
T_SERVI CE object provides activation time configuration attributes for services not
specifically configured as part of the T_SVCGRP class. Run-time information about
services active in the application is provided solely through the T_SVCGRP class.
Run-timeupdatestothe T_SERVI CE classare usually not reflected in active T_SVCGRP
objects (TA_ROUTI NGNAME is the exception).

Both the T_SERVI CE class and the T_SVCGRP class define activation time attribute
settings for service names within the application. When anew service is activated
(advertised), either dueto initial activation of aserver or dueto acall to

t padver t i se(3c), the following hierarchy exists for determining the attribute values
to be used at service startup time.

1. If amatching configured T_SVCGRP object exists (matching service name and
server group), then the attributes defined in that object are used to initially
configure the advertised service.

2. Otherwise, if amatching configured T_SERVI CE object exists (matching service
name), then the attributes defined in that object are used to initially configure the
advertised service.

3. Otherwise, if any configured T_SVCGRP objects are found with matching
TA_SERVI CENAME attribute values, then the first one found is used to initially
configure the advertised service.

4. If none of the preceding cases is used, then the system defaults for service
attributes are used to initially configure the advertised service.

The specification of configuration attributes for application servicesis completely
optional, that is, services advertised by servers asthey are activated will take on the
established default service attribute values if configured values are not available (see
above for description of how attribute values are identified at service activation time).
Service namesto be offered by aserver are built in at run-time (see bui | dser ver (1))
and may be overridden by the command-line options specified for aserver object (see
T_SERVERTA CLOPT and ser vopt s(5)).
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Attribute Table

Table0-40 T_SERVICE Class Definition Attribute Table

Attribute Type | Permissions | Values Default
TA SERVICENAME( r )( * ) | string | ru-r--r-- string[1...15] N/A
TA_STATE( k ) string | rw-r--r-- GET:"{ACT| | NA}" | N/A
SET"{NEW | NV}" | N/A
TA_AUTOTRAN string | rwyr--r-- LY Np" "N
TA_LOAD long rwyr--r-- 1<=num< 32K 50
TA PRI O long rwyr--r-- 1<=num<101 50
TA_SVCTI MEQUT long rwyr--r-- 0 <= num 0
TA_TRANTI ME long rwyr--r-- 0<=num 30
TA BUFTYPE string | rw-r--r-- string[ 1...256] "ALL"
TA_ROUTI NGNAME string | rwxr--r-- string[0...15]
(k) - GeT key field
(r) - Required field for object creation (SET TA_STATE NEW
(*) - GET/ SET key, one or more required for SET operations

Attribute  TA_SERVI CENAME: string[ 1...15]
Semantics Service name.

TA_STATE:

GET: {ACTive| | NActi ve}
A GET operation will retrieve configuration information for the
selected T_SERVI CE object(s). The following states indicate the
meaning of aTA_STATE returnedin responseto aGET request. States
not listed will not be returned.

ACTi ve T_SERVI CE object isdefined and at least one T_SVCGRP
object with amatching TA_SERVI CENAME valueis
active.
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I NActive T_SERVI CEobjectisdefined and no T_SVCGRP object
with amatching TA_SERVI CENAME valueis active.

SET: {NEW I Nval i d}
A SET operation will update configuration information for the
selected T_SERVI CE object. The following states indicate the
meaning of a TA_STATE set in a SET request. States not listed may
not be set.

NEW Create T_SERVI CE object for application. State change
alowed only wheninthel NVal i d state. Successful return
leavesthe object inthe | NAct i ve state. Limitation:
Unconfigured services may still be active by virtue of a
server advertising them. In this case, the creation of anew
T_SERVI CE object is not allowed.

unset Modify an existing T_SERVI CE object. Thiscombinationis
not allowed inthe | NVal i d state. Successful return leaves
the object state unchanged.

I Nval id Delete T_SERVI CE object for gpplication. State change
allowed only wheninthe |l NAct i ve state. Successful
return leaves the object inthe | Nval i d state.

TA_AUTOTRAN: { Y| N}
Automatically begin atransaction ("Y") when a service request message is
received for this service if the request is not already in transaction mode.
Limitation: Run-time updates to this attribute are not reflected in active
T_SVCGRP objects.

TA LOAD: 1 <=num< 32K
ThisT_SERVI CE object imposes the indicated |oad on the system. Service
loads are used for load balancing purposes, that is, queues with higher
enqueued workloads are less likely to be chosen for a new request. Service
loads have meaning only if the T_DOVAI N:-TA_LDBAL issetto "Y".
Limitation: Run-time updates to this attribute are not reflected in active
T_SVCGRP objects.
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TA PRI O 1 <=num< 101

This T_SERVI CE object has the indicated dequeuing priority. If multiple
service reguests are waiting on a queue for servicing, the higher priority
requests will be serviced first.

Limitation: Run-time updates to this attribute are not reflected in active
T_SVCGRP objects.

TA SVCTI MEQUT: 0 <= hum

Timelimit (in seconds) for processing requests for this service name. Servers
processing service requestsfor this servicewill be abortively terminated (kill
-9) if they exceed the specified time limit in processing the request. A value
of O for this attribute indicates that the service should not be abortively
terminated.

Limitations: Run-time updates to this attribute are not reflected in active
T_SVCGRP objects. This attribute value is not enforced on BEA Tuxedo
system Release 4.2.2 sites or earlier.

TA_TRANTI ME: 0 <= num

Transaction timeout value in seconds for transactions automatically started
for this T_SERVI CE object. Transactions are started automatically when a
reguest not in transaction modeisreceived andthe T_SERVI CE:TA_AUTOTRAN
attribute value for the serviceis"Y".

Limitation: Run-time updates to this attribute are not reflected in active
T_SVCGRP objects.

TA BUFTYPE: typel[: subtypel[,subtype2 . . . ]][;type2[:subtype3[, . . . 11] - - -

List of types and subtypes of data buffers accepted by this service. Up to 32
type/subtype combinations are allowed. Types of data buffers provided with
BEA Tuxedo system are FM_ (for FML buffers), vi EW X_C_TYPE, or
X_COMMON (for FMLviews), STRI NG (for NULL terminated character arrays),
and CARRAY or X_OCTET (for a character array that is neither encoded nor
decoded during transmission). Of these types, only VI EW X_C_TYPE, and
X_COMMON have subtypes. A VI Ewsubtype gives the name of the particular

VI Ewexpected by the service. Application types and subtypes can also be
added (seet uxt ypes(5)). For a buffer type that has subtypes, “*" can be
specified for the subtype to indicate that the service accepts all subtypes for
the associated buffer type.

A single service can only interpret a fixed number of buffer types, namely
those found in its buffer type switch (saext ypes(5)). If theTA BUFTYPE
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attribute value is set to ALL, that service will accept all buffer typesfound in
its buffer type switch.

A type name can be 8 characters or less in length and a subtype name can be
16 characters or less in length. Note that type and subtype names should not
contain semicolon, colon, comma, or asterisk characters.

Limitation: This attribute value represents the buffer types that must be
supported by each and every instance of an application service with this
service name. Sincethisattribute valueisprocessed at service activation time,
updatesto this attribute are allowed only when there are no active T_SVCGRP
objects with matching service names.

TA_ROUTI NGNAME: string[0...15]
ThisT_SERVI CE object has the indicated routing criteria name. Active
updatesto this attribute will be reflected in all associated T_SVCGRP objects.

Limitations  None.
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Overview

The T_SVCGRP class represents configuration and run-time attributes of
services/groups within an application. These attribute valuesidentify and characterize
configured services/groups, and provide run-time tracking of statistics and resources
associated with each object.

Both the T_SERVI CE class and the T_SVCGRP class define activation time attribute
settings for service names within the application. When a new service is activated
(advertised), either due to initial activation of a server or due to acall to

t padvert i se(3c), thefollowing hierarchy exists for determining the attribute values
to be used at service startup time.

1. If amatching configured T_SVCGRP object exists (matching service name and
server group), then the attributes defined in that object are used to initially
configure the advertised service.

2. Otherwise, if amatching configured T_SERVI CE object exists (matching service
name), then the attributes defined in that object are used to initially configure the
advertised service.

3. Otherwise, if any configured T_SVCGRP objects are found with matching
TA_SERVI CENAME attribute values, then the first one found is used to initially
configure the advertised service.

4. If none of the preceding cases is used, then the system defaults for service
attributes are used to initially configure the advertised service.

The specification of configuration attributes for application services is completely
optiond, that is, services advertised by servers as they are activated will take on the
established default service attribute valuesif configured values are not available (see
above for description of how attribute values areidentified at service activation time).
Service namesto be offered by a server are built in at run-time (see bui | dser ver (1))
and may be overridden by the command-line options specified for a server object (see
T_SERVERTA_CLCPT and ser vopt s(5)).

Once aT_SVCGRP object is active, it is represented solely by the T_SVCGRP class. A
particular service name/group name combination may have more than one associated
T_SVCGRP class at run-time if there are multiple servers within the group offering the
service.
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Attribute Table

Table0-41 T_SVCGRP Class Definition Attribute Table

Attribute Type | Permissions | Values Default
)TA_SERVI CENAME( r )( * |string |ru-r--r-- string[ 1...15] N/A
TA SRVGRP( r )( * ) string | ru-r--r-- string[ 1...30] N/A
TA GRPNO( k ) long |r--r--r-- 1 <= num< 30,000 N/A
TA STATE( k ) string | rwxr-xr-- GET:"{ACT| | NA | SUS| PAR}" N/A
SET:"{NEW I NV | ACT| I NA| SUS}" | N/A
TA_AUTOTRAN string | rwxr-xr-- “{YIN}" "N
TA LOAD long |rwxr-xr-- 1<=num< 32K 50
TA PRI O long |rwxr-xr-- 1<=num< 101 50
TA_SVCTI MEOUT long |rwyr-yr-- 0 <=num 0
TA_TRANTI ME long |rwxr-xr-- 0 <=num 30
TA LM D( k) string | R--R--R-- LMID N/A
TA_RQADDR( * ) string | R--R--R-- string[ 1...30] N/A
TA SRVID( * ) long |R--R--R-- 1 <=num< 30,001 N/A
TA_SVCRNAM string | R-XR-XR-- | string[1...15] @)
TA BUFTYPE string | r--r--r-- string[ 1...256] N/A
TA_ROUTI NGNAME string | r--r--r-- string[0...15] N/A
TA _SVCTYPE( k ) string | r--r--r-- "{ APP| CALLABLE| SYSTEM" "APP"
T _SVCGRP Class: LOCAL Attributes
TA_NCOVPLETED long |R-XR-XR-- |0<=num N/A
TA_ NQUEUED long |R--R--R-- 0 <=num< 32K N/A

(K) - GET key field

(r) - Required field for object creation (SET TA_STATE NEW
(*) - GET/ SET key, one or morerequired for SET operattionsl

IseT operationson this classmust specify sufficient key fieldsto uniquely identify the
object being addressed. If the object is active, then it may be necessary to augment the
TA_SERVI CENAME and TA_SRVGRP key fields with either TA_ RQADDR or TA_SRVI D.

BEA Tuxedo Reference Manual

265



T_SVCGRP CLASS

266

Attribute
Semantics

Modifications to an active object will affect that object and the related configuration
record but not other active objects that may have derived their run-time attributesfrom
the same configuration record.

2|f nothing is specified for this attribute, it defaultsto TA_ SERVI CENAME.

TA_SERVI CENAME: string[1...15]
Service name.

TA_SRVGRP: string[1...30]
Server group name. Server group names cannot contain an asterisk (*),
comma, or colon. The hierarchy of the search for service attributesto be used
at service activation time is described in the previous T_SVCOGRP OVERVI EW

section.

TA_GRPNO. 1 <= num < 30,000
Server group number.

TA_STATE:

GET: {ACTive| | NActi ve| SUSpended| PARt i ti oned}

A GET operation will retrieve configuration and run-time
information for the selected T_SVCGRP abject(s). The following
statesindicate the meaning of aTA_STATE returned in responseto a
GET request. States not listed will not be returned.

ACTi ve

T_SVCGRP object is active within the server
identified by the returned valuesfor the TA_SRVCGRP
and TA_SRVI Dattributes. Attribute values returned
indicate the current run-time instance of the service
and may not bereflected in the configuration instance
if temporary updates have been performed.

I NActive

T_SVCCRP object is defined and inactive.

SUSpended

T_SVCGRP object defined, active, and currently
suspended. This service is not available for access by
the application in this state. This stateis ACTi ve
equivalent for the purpose of determining
permissions.
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PARtitioned T_SVCOGRP object defined, active, and currently

partitioned from the master site of the application.
This service is not available for access by the
application in this state. This state iISACTi ve
equivalent for the purpose of determining
permissions.

SET: {NEW I NVal i d| ACTi ve| | NAct i ve| SUSpended}
A SET operation will update configuration and run-timeinformation
for the selected T_SVCGRP object. Note that run-time modifications

to aservice object may affect more than one active server. The

following states indicate the meaning of a TA_STATE setin a SET

request. States not listed may not be set.

NEW

Create T_SVCGRP object for application. State change
alowed only wheninthe | Nval i d state. Successful
return leaves the object inthe | NAct i ve state.

Limitation: Unconfigured servicesmay still be active by
virtue of a server advertising them. In this case, the
service class state is ACTi ve and cannot be updated.

unset

Modify an existing T_SVCGRP object. Thiscombination
isnot allowed inthel Nval i d state. Successful return
leaves the object state unchanged.

I Nvalid

Delete T_SVCGRP object for application. State change
alowed only when inthe | NAct i ve state. Successful
return leaves the object inthe | Nval i d state.

ACTi ve

Activate (advertise) the T_SVCGRP object. State change
alowed only when inthe | NAct i ve, SUSpended or

I NVal i d states. Either TA_SRVI Dor TA_RQADDR
must be specified with this state change. For the purpose
of determining permissions for this state transition, the
active object permissions are considered (that is,
--X--X--X). Successful return leaves the object in the
ACTi ve dtate.

Limitation: State change not permitted for service names
(TA_SERVI CENAME) beginning with the reserved string

BEA Tuxedo Reference Manual

267



T_SVCGRP CLASS

I NActive Deactivate the T_SVCGRP object. State change allowed
only when in the SUSpended state. Successful return
leaves the object in either the | NAct i ve (configured
entries) or | Nval i d (unconfigured entries) state.

Limitation: State change not permitted for service names
(TA_SERVI CENAME) beginning with thereserved string

non

SUSpended Suspend the T_SVCGRP object. State change alowed
only when inthe ACTi ve state. Successful returnleaves
the object in the SUSpended state.

Limitation: State change not permitted for service names
(TA_SERVI CENAME) beginning with thereserved string

non

TA_AUTOTRAN: {Y| N}
Automatically begin atransaction ("Y") when a service request message is
received for this serviceif the request is not already in transaction mode.

TA LQAD: 1 <= num< 32K
This T_SVCGRP object imposes the indicated |oad on the system. Service
loads are used for load balancing purposes, that is, queues with higher
engueued workloads are less likely to be chosen for a new request.

TA PRI O 1 <=num< 101
This T_SVCGRP object has the indicated dequeuing priority. If multiple
service requests are waiting on a queue for servicing, the higher priority
requests will be serviced first.

TA_SVCTI MEQUT: 0 <= num
Timelimit (in seconds) for processing requests for this service name. Servers
processing service requestsfor this servicewill be abortively terminated (kill
-9) if they exceed the specified time limit in processing the request. A value
of O for this attribute indicates that the service should not be abortively
terminated.

Limitation: This attribute valueis not enforced on BEA Tuxedo system
Release 4.2.2 sites or earlier.

TA_TRANTI ME: 0 <= num
Transaction timeout value in seconds for transactions automatically started
for this T_SVCGRP object. Transactions are started automatically when a
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request not in transaction mode isreceived and the T_SVCGRP:TA_AUTOTRAN
attribute value for the serviceis"Y".

TA LM D: LMID
Current logical machine on which an active server offering this serviceis
running.

TA_RQADDR: string[1...30]
Symbolic address of the request queue for an active server offering this
service. See T_SERVER:TA_RQADDR for more information on this attribute.

TA_SRVI D: 1 <= num< 30,001
Unique (within the server group) server identification number for an active
server offering this service. See T_SERVERTA_SRVI D for more information
on this attribute.

TA_SVCRNAM string[ 1...15]
Function name within the associated server assigned to process requests for
this service. On a SET request, the server must be able to map the function
nameto afunction using its symbol tableto successfully advertisethe service.
In some situations (for example, direct callstot padverti se(3c) by the
server), the function name for an ACTi ve service object will not be known
and the string "?" will be returned as the attribute value.

Limitation: This attribute may only be set along with a state change from
I NAct i ve to ACTi ve.

TA_BUFTYPE: string[ 1...256]
Configured buffer types accepted by this service.

Limitation: This attribute is settable only via the corresponding T_SERVI CE
class object.

TA_ROUTI NGNAME: string[0...15]
Routing criteria name.

Limitation: This attribute is settable only via the corresponding T_SERVI CE
class object.

TA_NCOWLETED: 0 <= num
Number of service requests completed with respect to the retrieved ACTi ve
or SUSpended object since it was activated (advertised).
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Limitation: This attribute is returned only when the T_DOVAI N: TA_LDBAL
attributeisset to "Y".

TA SVCTYPE: { APP| CALLABLE| SYSTEM
Type of service. APP indicates an application defined service name.
CALLABLE indicates a system provided callable service. SYSTEMindicates a
system provided and system callable service. SYSTEMservices are not
available to application clients and servers for direct access. Note that when
used as aGET key field, a delimited list (‘|' delimiter) may be used to retrieve
multiple types of service group entries on one request. By defaultaABhly
services are retrieved.

Number of requests currently enqueued to this service. This attribute is
incremented at enqueue time and decremented when the server dequeues t
request. Limitation: This attribute is returned only when the

T_DOVAI N:TA_MODEL attribute is set t6HMand theT _DOVAI N:TA_LDBAL

attribute is set toy".

TA NQUEUED: 0 <= nunx 32K
Number of requests currently enqueued to this service. This attribute is
incremented at enqueue time and decremented when the server dequeues t
request.

Limitation: This attribute is returned only when theDOVAI N: TA_LDBAL
attribute is set toY".

Limitations  None.
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T_TLISTEN CLASS

Overview  The T_TLI STEN class represents run-time attributes of /T listener processes for a
distributed application.

Attribute Table
Table0-42 T_TLISTEN Class Definition Attribute Table
Attribute Type | Permissions | Values Default
TA LM D( k ) |string |R--R--R-- LMID N/A
TA STATE( k ) [string |R--R-R-- | GET:"{ACT| I NA}" |N/A
SET:N/A N/A
(k) - GET key field

Attribute  TA LM D: LMID
Semantics Logical machine identifier.

TA_STATE:

CGET: {1 NActi ve| ACTi ve}
A GET operation will retrieve run-time information for the selected
T_TLI STEN object(s). The following states indicate the meaning of

aTA _STATE returned in response to a GET request. States not listed
will not be returned.

I NActive T_TLI STENobject not active.

ACTi ve T_TLI STENobject active.

SET:

SET operations are not permitted on this class. This attribute is
settable only viathe corresponding T_SERVI CE class object.

Limitations ~ Thisclassis not available through the t padncal | (3c) interface.
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T_TLOG CLASS

Overview

Attribute Table

272

Attribute
Semantics

The T_TLOGclass represents configuration and run-time attributes of transaction logs.
This class allows the user to manipulate logs within an application, that is, create,
destroy, migrate, etc.

Table0-43 T_TLOG Class Definition Attribute Table

Attribute! Type | Permissions | Values Default

TA LM D( * ) string | r--r--r-- LMID N/A

TA STATE( k ) string | r-xr-xr-- GET:"{ACT| I NA| WAR}" | N/A
SET:"{WAR}" N/A

TA_TLOGCOUNT long |r-xr-xr-- 1<=num N/A

TA_TLOG NDEX long |r-xr-xr-- 0<=num N/A

TA GRPNO( k ) long | r--r--r-- 1 <= num < 30,000 Note 2

TA_ TLOGDATA string | r-xr-xr-- string[ 1...256] Note 2

(k) - GET key field

(*) - GET/ SET key, one or more required for SET operations

1Al attributesin Class T_TLOGare local attributes

One or more TA_GRPNOand TA_TLOGDATA attribute values may be returned with each
object of the T_TLOG class. The attribute values for each of these attributes belonging
to the particular object are the TA_ TLOGCOUNT number of occurrences beginning with
the TA_TLOG NDEX.

TA LM D: LMID
Transaction log logical machine identifier.

TA_STATE:

GET: {ACTive|l NActive| WARnst art}
A GET operation will retrieve log configuration and run-time
information for the selected T_TLOG object(s). The following states
indicate the meaning of a TA_STATE returned in response to a GET
reguest. States not listed will not be returned.
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ACTi ve Thetransaction log existsand isactively logging commit
records for transactions coordinated on the site. This
corresponds to the associated T_MACHI NE object being
active.

I NActive  Thetransaction log exists but is currently inactive. This
state corresponds to the associated T_MACHI NE object
being inactive and can only be returned if the site has a
t1i st en(l) process running; otherwise, the siteis
unreachable and a object will not be returned.

WARnst art  Thetransaction log exists, is currently active, and is
marked for warmstart processing. Warmstart processing
will occur when the next server group is started on the
site. Thisstateis ACTi ve equivalent for the purposes of
determining permissions.

SET: {WARnstart}
A SET operation will update log configuration and run-time
information for the selected T_TLOG object. The following states
indicate the meaning of aTA STATE set in a SET reguest. States not
listed may not be set.

unset Modify T_TLOGobject. Allowed only when in the
ACTi ve state. Successful return leaves the object state
unchanged. The only object modifications permitted on
thisclass are additionsto thetransaction log. In thiscase,
TA_TLOG NDEX and TA_TLOGCOUNT indicate the
objects of TA_TLOGDATA to be added.

WARnst art  Initiate warmstart for the T_TLOG object. State change
alowed only when in the ACTi ve state. Successful
return leaves the object inthe WARnst ar t state.

TA_TLOGCOUNT: 1 <= num
Number of transaction log datarecords (TA_TLOGDATA) counted, retrieved, or
to be added. This attribute isignored for SET operations with a state change
indicated. For valid SET operations with no state change, this attribute
indicates the number of log records to be added to an active transaction log.
A GET operation with neither TA_ GRPNOnor TA_TLOGDATA specified returns
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acount of in uselog records. A GET operation with only TA_ GRPNO set will
return a count of in use log records with a coordinator group matching the
indicated group. A GET operation with only TA_TLOGDATA set (") will return
acount of in use log records and populate arrays of TA_ TLOGDATA and
TA_GRPNO attribute val ues corresponding to the in use log records. A GET
operation with both TA_ GRPNOand TA_TLOGDATA set (") will return a count
of in use log records with a coordinator group matching the indicated group
and populate arrays of TA_ TLOGDATA and TA_GRPNOattribute values
corresponding to the in use log records.

TA TLOG NDEX: 0 <= num
Index of the first object specific attribute values (TA_GRPNOand
TA TLOGDATA) corresponding to this object.

TA_GRPNO. 1 <= num < 30,000
Transaction coordinator’s group number.

TA TLOGDATA: string[1...256]
Formatted transaction log entry. This attribute value should not beinterpreted
directly. Rather, it should be used solely as a means of migrating log records
as part of server group migration.

Limitations  None
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T_TRANSACTION CLASS

Overview

Attribute Table

Table0-44 T_TRANSACTION Class Definition Attribute Table

The T_TRANSACTI ON class represents run-time attributes of active transactionswithin
the application.

Attribute! Type | Permissions | Values Default
TA_ COORDLM I k ) |string |R--R--R-- LMID N/A
TA LM D( k) string | R--R--R-- LMID N/A
TA TPTRANID( * ) string | R--R--R-- string[ 1...78] N/A
TAXID( * ) string | R--R--R-- string[ 1...78] N/A
TA STATE( k ) string | R-XR-XR-- | GET:"{ACT| ABY| ABD| COM | N/A

REA| DEC| SUS}"

SET:"{ ABD}" N/A
TA_TI MEOUT long |R--R--R-- 1<=num N/A
TA_GRPCOUNT long |R--R--R-- 1<=num N/A
TA_GRPI NDEX long |R--R--R-- 0 <=num N/A
TA GRPNO long |R--R--R-- 1 <= num < 30,000 (2)
TA_GSTATE long |R-XR-XR-- | GeT: “PREP|PABT|PCOM” |N/A

SET"{HCO|HAB" N/A
(k) - GETkey field
(*) - GET/SET key, one or morerequired for SET operations

IAll attributesin Class T_TRANSACTI ON are local attributes.

2One or more TA_GRPNO and TA_GSTATE attribute values may be returned with each
object of the T_TRANSACTI ON class. The attribute values for each of these attributes
belonging to the particular object are the TA_ GRPCOUNT number of occurrences
beginning with the TA_GRPI NDEX.

Attribute
Semantics

TA_COORDLM D: LMID
Logical machine identifier of the server group responsible for coordinating
the transaction.
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TA LM D: LMID
Retrieval machinelogical machineidentifier. Note that transaction attributes
are primarily kept local to a site and coordinated via common transaction
identifiers by transaction management servers (TMSs).

TA TPTRANI D: string[1...78]
Transaction identifier as returned from t psuspend(3c) mapped to a string
representation. The datain thisfield should not be interpreted directly by the
user except for equality comparison.

TA Xl D: string[ 1...78]
Transaction identifier as returned from t x_i nf o(3c) mapped to a string
representation. The datain thisfield should not be interpreted directly by the
user except for equality comparison.

TA_STATE:

GET: { ACTi ve| ABor t onl Y| ABor t eDj COVtal | ed| REAdy| DEC ded| SUSpe

nded}
A GET operation will retrieve run-time information for the selected
T_TRANSACTI ON object(s). The following states indicate the
meaning of aTA_STATE returnedin responseto aGET request. States
not listed will not be returned. Note that distinct objects pertaining
to the same global transaction (equivalent transaction identifiers)
may indicate differing states. In general, the state indicated on the
coordinator’s site (TA_COORDLM D) indicates the true state of the
transaction. The exception is when a nhon-coordinator site notices a
condition that transitions the transaction state to ABor t onl Y. This
transition will eventually be propagated to the coordinator site and
result in the rollback of the transaction, but this change may not be
immediately reflected on the coordinator site. All statesare ACTi ve
equivaent for the purpose of determining permissions.
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PREPr epar e Indicates that the transaction group contains servers
that have called xa_end (TMSUSPEND) during the
course of transactional work and that commit
processing isbeginning. Thisstatewill exist until either
al serversthat called xa_end (TMSUSPEND) have
caused acall to xa_end (TMSUCESS), at which point
the group state will become READy, or until one of the
target serversdoesarollback of thetransaction at which
point the group statewill become either Post ABor T or
ABor t eD.

Post ABor T Indicates that a server called xa_end (TPFAI L) and
that the TMS has not yet called xa_r ol | back() (that
is, that other serversthat had called xa_end
(TMBUSPEND) are being notified by the TMSin order
to clean up their associated CORBA objects).

Post COMrit  Not yet implemented.

SET: { ABor t eD}
A SET operation will update run-time information for the selected
T_TRANSACTI ON object. The following states indicate the meaning
of aTA STATE set in a SET request. States not listed may not be set.

unset Modify an existing T_TRANSACTI ONobject. This
combination is allowed only when in the REAdy state and
only for the purpose of updating an individual group’s state
(see TA_GSTATE below). Successful return leaves the
object state unchanged.

ABorteD Abort the T_TRANSACTI ON object for the application.
State change alowed only when in the ACTi ve,
ABor t onl Y, or COMcal | ed states. Successful return
leaves the object in the ABor t eD state.

TA_TI MEOUT: 1 <= num
Time left, in seconds, before the transaction will timeout ontheretrieva site.
Note that this attribute valueis returned only when the transaction state
(TA_STATE) iSACTi ve.
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TA GRPCOUNT: 1 <= hum
Number of groups identified as participants in the transaction by the
information returned from the retrieval site.

TA_GRPI NDEX: 1 <= hum
Index of thefirst group specific attribute values (TA_ GRPNOand TA_GSTATE)
corresponding to this object.

TA_GRPNO. 1 <= num < 30,000
Group number of the participating group.

TA _GSTATE:

GET: {ACTi ve| ABort eD| ReaDOnl y| REAdy| HCOmi t | HABor t | DONe}
A GET operation will retrieve run-time information for the selected
T_TRANSACTI ON object(s) pertaining to the indicated group. The
following states indicate the meaning of aTA GSTATE returned in
responseto a GET request. Statesnot listed will not bereturned. Note
that distinct objects pertaining to the same global transaction
(equivalent transaction identifiers) may indicate differing states for
individual groups. In general, the state indicated on the group’s site
indicatesthe true state of the group’s participation in the transaction.
The exception is when the coordinator site determines that the
transaction should abort and sets each participant group state to
ABor t eD. This transition will be propagated to the group’s site and
result in the rollback of the group’s work in the transaction but may
not be reflected immediately.

ACTi ve The transaction is active in the indicated group.

ABorteD  Thetransaction has been identified for rollback and
rolIback has been initiated for the indicated group.

ReaDOnl y  The group has successfully completed the first phase of
two-phase commit and has performed only read operations
on the resource manager, thus making it unnecessary to
perform the second phase of commit for this group.

REAdy The group has successfully completed the first phase of
two-phase commit and is ready to be committed.

HCOMmI t The group has been heuristically committed. This may or
may not agree with the final resolution of the transaction.
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Limitations

HABor t The group has been heurigtically rolled back. This may or
may not agree with the final resolution of the transaction.
DONe This group has completed the second phase of the

two-phase commit.

SET: {HCOmi t | HABort}

A SET operation will update run-time information for thefirst group
in the originating request within the selected T_TRANSACTI ON
object. The following states indicate the meaning of a TA_GSTATE
setina SET request. Statesnot listed may not be set. Statetransitions
are alowed only when performed within the object representing the
group's site (TA_LM D).

HCOmi t

Heuristically commit the group’s work as part of the
indicated transaction. State change allowed only when
TA GSTATEisREAdy, TA STATE isREAdy, and the
indicated group is not on the coordinator’s site. Successful
return leaves the object in the HCOmmi t state.

HABor t Heuristically rollback the group’s work as part of the
indicated transaction. State change allowed only when
TA_GSTATEisACTi ve or REAdy, TA STATE is REAdy,
and the indicated group is not on the coordinator’s site.
Successful return leaves the object in the HABor t  state.

None.
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T_ULOG CLASS

Overview  The T_ULOGclass represents run-time attributes of user | og(3c) files within an

application.
Attribute Table

Table0-45 T_ULOG Class Definition Attribute Table

Attribute! Type | Permissions | Values Default

TA LM D( k) string | R--R--R-- LMID (2)

TA PMD( x ) string | R--R--R-- string[1...30] | ()

TA_ MVDDYY( k ) long |R--R-R-- mmddyy Current date

TA _STATE string | R--R--R-- GET:"{ACT}" |N/A
SET:N/A N/A

TA ULOGTI ME( k ) long |R--R-R-- hhmmss 000000

TA_ENDTI ME( k ) long |K--K--K-- hhmmss 235959

TA_ULOGLI NE( k ) long R--R--R-- 1<=num 1

TA ULOGMBG( X ) string | R--R--R-- string[1...256] | N/A

TA TPTRANI D( Kk ) string | R--R--R-- string[1...78] |N/A

TAXID k) string | R--R--R-- string[1...78] | N/A

TA PID( k) long |R--R-R-- 1<=num N/A

TA _SEVERI TY( X ) string | R--R--R-- string[1...30] | N/A

TA_ULOGCAT( x ) string | R--R--R-- string[1...30] | N/A

TA ULOGVBGNUM Kk ) long |R--R-R-- 1<=num N/A

TA_ULOGPROCNM X ) string | R--R--R-- string[1...30] | N/A

(k) - G=Tkey field

(x) - Regular expression GET key field

IAll attributesin Class T_ULOGare loca attributes.

2TA LM D isarequired field used by the system to determine which application log file
should be accessed. It is not used to restrict returned records to only those generated
from processes running on the indicated machine. In cases where multiple machines
sharealog file viaanetworked file system, multiple TA_LM D values may be returned
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Attribute
Semantics

even though a specific va ue has been provided as a key field. For the same reasons,
TA_PM Disnot considered in directing the request to a particular machine, but is used
in determining which records should be returned. In this capacity, it may be useful to
leverage TA_PM D as aregular expression key field.

TA LM D: LMID
Retrieval machine logical machine identifier.

TA_PM D: string[ 1...30]
Physical machine identifier.

TA_MVDDYY: mmddyy
Date of userlog file found or to be accessed.

TA_STATE:

GET: {ACTi ve}
A GET operation will retrieve run-time information for the selected
T_ULOG object(s). The following states indicate the meaning of a
TA_STATE returned in response to a GET request. States not listed
will not be returned.

ACTi ve  The object returned reflects an existing userlog file on the
indicated logical machine.

SET:
SET operations are not permitted on this class.

TA_ULOGTI ME: hhmmss
The time of the userlog message represented by this object. The value of this
attribute is formed by multiplying the hour by 10,000, adding to that the
minute multiplied by 100, and finally adding in the seconds. When used as a
key field, thisattribute representsthe start of thetimerange to be accessed for

messages.

TA_ENDTI ME: hhmmss
The latest time to be considered in a GET operation when accessing this
user| og file.
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Limitations

TA_ULOGLI NE: 1 <= num
Theline number of the userlog message returned/requested within the userlog
file. When used as a key field for retrieval, this value indicates the starting
line within the log file.

TA_ULOGMSG string[ 1...256]
The entire text of the userlog message as it appears in the userlog file.

TA TPTRANI D: string[1...78]
Transaction identifier asreturned fromt psuspend(3c). Thedatain thisfield
should not beinterpreted directly by the user except for equality comparison.
M essages not associated with transactionswill retrieve aO-length string asthe
value for this attribute.

TA Xl D: string[ 1...78]
Transaction identifier as returned from t x_i nf o(3c). The datain thisfield
should not be interpreted directly by the user except for equality comparison.
M essages not associated with transactionswill retrieve aO-length string asthe
value for this attribute.

TA PI D: 1 <= num
Process identifier of the client or server that generated the userlog message.

TA _SEVERI TY: string[ 1...30]
Severity of message, if any.

TA ULOGCAT: string[ 1...30]
Catalog name from which the message was derived, if any.

TA ULOGVEGNUM 1 <= num
Catalog message number, if the message was derived from a catalog.

TA_ULOGPROCNM string[1...30]
Process name of the client or server that generated the userlog message.

Retrievals may be done only if the associated T_MACHI NE object is also ACTi ve.

Retrievals for this class must be directed, that is, the TA_LM D attribute must be
specified. Retrievals of log records written by Workstation clients are available only if
the log file used by the client is shared with one of the machines defined in the
T_MACHI NE class for the application. Otherwise, these log records are unavailable
through this class.
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Diagnostics

Retrievals on this class which cannot be completely satisfied will alwaysreturn a
TA_MORE value of 1 indicating only that more information may be available for the
originating request.

There aretwo general types of errorsthat may be returned to the user when interfacing
with TM_M B(5). First, any of thethree ATMI verbs (t pcal | (3c), t pget r pl y(3c), and
t pdequeue(3c)) used to retrieve responses to administrative requests may return any
error defined for them. These errors should be interpreted as described on the
appropriate reference pages.

If, however, therequest is successfully routed to a system service capabl e of satisfying
the request and that service determines that there is a problem handling the request,
then failure may be returned inthe form of an application level servicefailure. Inthese
cases, t pcal | (3c) and t pcal | (3c) will return an error with t pget r pl y set to
TPESVCFAI L and return areply message containing the original request along with
TA_ERROR, TA_STATUS, and TA_BADFLDfieldsfurther qualifying the error asdescribed
below. When aservicefailure occursfor arequest forwarded to the system through the
TMQFORWARD(5) server, the failure reply message will be enqueued to thefailure queue
identified on the original request (assuming the - d option was specified for
TMQFORWARD).

When a service failure occurs during processing of an administrative request, the
FML32 field TA_STATUS is set to atextual description of the failure, and the FML 32
field TA_ERRORIs set to indicate the cause of the failure asindicated below. All error
codes are guaranteed to be negative.

[ot her]
Other error return codes generic to any component MIB are specified in the
M B(5) reference page. These error codes are guaranteed to be mutually
exclusive with any TM M B(5) specific error codes defined here.

The following diagnostic codes are returned in TA_ERRORto indicate successful
completion of an administrative request. These codes are guaranteed to be
non-negative.

[ot her]
Other return codes generic to any component MIB are specified intheM B(5)
reference page. These return codes are guaranteed to be mutually exclusive
with any TM_M B(5) specific return codes defined here.
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Interoperability

Portability

Examples

Field Tables

Header Files

The header files and field tables defined in this reference page are available on BEA
Tuxedo system Release 5.0 and later. Fields defined in these headers and tables will
not be changed from release to rel ease. New fields may be added which are not defined
on the older release site. Accessto the /AdminAPI isavailable from any site with the
header files and field tables necessary to build a request.

If sites of differing releases, both greater than or equal to Release 5.0, are
interoperating, then information on the older site is available for access and update as
defined in the MIB reference page for that release and may be a subset of the
information available in the | ater release.

The existing FML32 and ATM | functions necessary to support administrative
interaction with BEA Tuxedo system MIBs, aswell as the header file and field table
defined in this reference page, are available on all supported native and workstation
platforms.

This section contains a sequence of code fragmentsthat configure, activate, query, and
deactivate atwo node application using both t padntal | (3c) and t pcal | (3c).
Variable names are used in placeswhere reasonabl e values for alocal environment are
required, for example, t uxconf i g isatwo element array of character pointers with
each element identifying the full pathname of the TUXCONFI Gfile on that machine.

Thefield tablet padmmust be available in the environment to have accessto attribute
field identifiers. This can be done at the shell level asfollows:

$ FI ELDTBLS=t padm $ FLDTBLDI R=${ TUXDI R}/ udat aobj
$ export FIELDTBLS FLDTBLDI R

Thefollowing header files are included.

#include <atm . h> #include <fm 32. h>
#i ncl ude <tpadm h>

Initial Configuration

Thefollowing code creates and populates an FML 32 buffer that is then passed to

t padncal | (3c) for processing. This example also shows interpretation of

t padncal | (3) return codes. The request shown createstheinitial configuration for the
application.
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/* Allocate and initialize the buffer */ ibuf = (FBFR32 *)t pal
loc("FM.32", NULL, 4000);

obuf = (FBFR32 *)tpal |l oc("FM.32", NULL, 4000);

/* Set MB(5) attributes defining request type */

Fchg32(ibuf, TA CPERATION, 0, "SET*, 0);

Fchg32(ibuf, TA CLASS, 0, "T_DOMAIN', 0);

Fchg32(ibuf, TA STATE, 0, "NEW, 0);

/* Set TMMB(5) attributes to be set in T_DOVAI N class object */
Fchg32(ibuf, TA CPTIONS, 0, "LAN, M GRATE', 0);

Fchg32(ibuf, TA I PCKEY, 0, (char *)&i pckey, 0);

Fchg32(ibuf, TA MASTER, 0, "LMD1", 0);

Fchg32(i buf, TA MODEL, 0, "MP", 0);

/* Set TM MB(5) attributes for TA MASTER T_MACHI NE cl ass obj ect */
Fchg32(ibuf, TALMD 0, "LMDL", 0);

Fchg32(ibuf, TAPMD, 0, pnmd[0], 0);

Fchg32(ibuf, TA TUXCONFIG 0, tuxconfig[O], O);

Fchg32(ibuf, TA TUXDIR 0, tuxdir[O], 0);

Fchg32(ibuf, TA APPDIR 0, appdir[O0], 0);

Fchg32(ibuf, TA ENVFILE, 0, envfile[0Q], 0);

Fchg32(ibuf, TA ULOGPFX, 0, ulogpfx[0], 0);

Fchg32(ibuf, TA BRIDGE, 0, "/dev/tcp", 0);

Fchg32(ibuf, TA NADDR, 0, naddr[0], 0);

Fchg32(ibuf, TA NLSADDR, 0, nlsaddr[0], 0);

/* Performthe action via tpadncall () */

if (tpadntall (ibuf, obuf, 0) 0) {

fprintf(stderr, "tpadnctall failed: %\n", tpstrerror(tperrno));
/* Additional error case processing */

}

Add Second Machine

The following code reuses the buffers allocated in the previous section to build a
request buffer. The request shown below adds a second machine to the configuration
established earlier.

/* dear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));
/* Set MB(5) attributes defining request type */
Fchg32(i buf, TA OPERATION, 0, "SET", 0);
Fchg32(ibuf, TA CLASS, 0, "T_MACH NE', 0);
Fchg32(i buf, TA STATE, 0, "NEW, 0);
/* Set TMMB(5) attributes to be set in T_MACH NE cl ass object */
Fchg32(ibuf, TA LMD, 0, "LMD2", 0);
Fchg32(ibuf, TA PMD, 0, pmd[1l], 0);
Fchg32(ibuf, TA TUXCONFIG O, tuxconfig[l], 0);
Fchg32(ibuf, TATUXDR 0, tuxdir[1], 0);
Fchg32(ibuf, TA APPDIR, 0, appdir[1], 0);
Fchg32(i buf, TA ENVFILE, 0, envfile[1l], 0);
Fchg32(i buf, TA ULOGPFX, 0, ulogpfx[1], 0);
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Fchg32(i buf, TA BRIDGE, 0, "/dev/tcp", 0);
Fchg32(i buf, TA NADDR, 0, naddr[1], O0);
Fchg32(i buf, TA NLSADDR, 0, nlsaddr[1], 0);

tpadntall (...) /* See earlier exanple for detail ed error processing
*/

Make Second Machine Backup Master

Theexisting buffers are again reused to identify the newly configured second machine
as the backup master site for this application.

/* Clear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Set MB(5) attributes defining request type */
Fchg32(i buf, TA OPERATION, 0, "SET", 0);
Fchg32(i buf, TA CLASS, 0, "T_DOVAIN', 0);

/* Set TMMB(5) T _DOVAIN attributes changing */
Fchg32(i buf, TA MASTER, 0, "LM D1, LM D2", 0);

tpadntal I (...); /* See earlier exanple for detailed error
processing */

Add Two Server Groups

Reuse the buffers to generate two requests, each adding one server group to the

configured application. Note how the second request simply modifies the necessary
fieldsin the existing input buffer.

/* Clear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Set MB(5) attributes defining request type */
Fchg32(i buf, TA OPERATION, 0, "SET", 0);

Fchg32(i buf, TA CLASS, 0, "T_GROUP", 0);

Fchg32(i buf, TA STATE, 0, "NEW, 0);

/* Set TMMB(5) attributes defining first group */
Fchg32(i buf, TA SRVGRP, 0, "GRP1", 0);

Fchg32(i buf, TA GRPNO 0, (char *)&grpno[0], 0);
Fchg32(i buf, TA LMD, 0, "LMD1, LM D2", 0);

tpadncal | (...); /* See earlier exanple for detailed error
processing */

/* Set TM.M B(5) attributes defining second group */
Fchg32(i buf, TA SRVGRP, 0, "GRP2", 0);
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Fchg32(ibuf, TA GRPNO, 0, (char *)&grpno[1l], 0);
Fchg32(ibuf, TA LMD, 0, "LMD2,LMD1", 0);

tpadntal I (...); /* See earlier exanple for detailed error
processing */

Add One Server Per Group

Reuse the allocated buffersto add one server per group to the configured application.
/* dear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Set MB(5) attributes defining request type */
Fchg32(i buf, TA OPERATION, 0, "SET", 0);
Fchg32(ibuf, TA CLASS, 0, "T_SERVER', 0);

Fchg32(i buf, TA STATE, 0, "NEW, 0);

/* Set TMMB(5) attributes defining first server */
Fchg32(i buf, TA SRVGRP, 0, "GRP1", 0);

Fchg32(ibuf, TA SRVID, 0, (char *)&srvid[0], 0);
Fchg32(i buf, TA SERVERNAME, 0, "ECHO', 0);

tpadncall (...); /* See earlier exanple for detailed error
processing */

/* Set TMMB(5) attributes defining second server */
Fchg32(i buf, TA SRVGRP, 0, "GRP2", 0);
Fchg32(ibuf, TA SRVID, 0, (char *)&srvid[1], 0);

tpadncall (...); /* See earlier exanple for detailed error
processing */

Add Routing Criteria

Add arouting criteria definition. Note that routing criteria may be dynamically added
to arunning application using a similar operation viathet pcal | (3c) interface.

/* dear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Set MB(5) attributes defining request type */
Fchg32(i buf, TA OPERATION, 0, "SET", 0);
Fchg32(ibuf, TA CLASS, 0, "T_ROUTING', 0);
Fchg32(i buf, TA STATE, 0, "NEW, 0);

/* Set TMMB(5) attributes defining routing criteria */

Fchg32(ibuf, TA ROUTI NGNAME, 0, "ECHOROUTE', 0);
Fchg32(ibuf, TA BUFTYPE, 0, "FM.", 0);
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Fchg32(ibuf, TA FIELD, 0, "LONG DATA", 0);
Fchg32(i buf, TA RANGES, 0, "M N 100: GRP1, 100- MAX: GRP2", 26);

tpadntal I (...);

/* See earlier exanple for detailed error
processi ng */

Add Service Definition

Define a service object that maps the advertised service nameto the routing criteria
defined above.

/* Clear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Set MB(5) attributes defining request type */
Fchg32(i buf, TA OPERATION, 0, "SET", 0);

Fchg32(i buf, TA CLASS, 0, "T_SERVICE', 0);
Fchg32(i buf, TA STATE, 0, "NEW, 0);

/* Set TMMB(5) attributes defining service entry */
Fchg32(i buf, TA SERVI CENAME, 0, "ECHO', 0);
Fchg32(i buf, TA ROUTI NGNAME, 0, "ECHOROUTE", 0);

tpadncal I (...);

/* See earlier exanple for detailed error
processing */

Activate Master Site Admin

Activate the master site administrative processes (DBBL, BBL, BRIDGE) by setting
the T_DOMAI N class object state to ACTI VE.

/* Clear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Set MB(5) attributes defining request type */
Fchg32(i buf, TA OPERATION, 0, "SET", 0);

Fchg32(i buf, TA CLASS, 0, "T_DOWVAIN', 0);

Fchg32(i buf, TA STATE, 0, "ACT", 0);

tpadntal I (...);

/* See earlier exanple for detailed error
processi ng */

Switch to Active Application Administration

Now that the application is active, we need to join the application and make our
/AdminAPI requests viathet pcal | (3c) interface.
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/* Now that the systemis active, join it as the admnistrator */
tpinfo = (TPINIT *)tpall oc("TPINIT", NULL, TPI NI TNEEDX 0));
sprintf (tpinfo->usrname, "appadm n");

sprintf(tpinfo->cltname, "tpsysadm');

if (tpinit(tpinfo) < 0) {

fprintf(stderr, "tpinit() failed: %\n", tpstrerror(tperrno));
/* Additional error case processing */

}

/* Reinitialize buffers as typed buffers */
Fini t32(i buf, Fsizeof32(ibuf));
Fi ni t 32( obuf, Fsizeof 32(obuf));

Adtivate Rest of Application

Activate the remaining portions of the application. Note that the administrative user
may request unsolicited notification messages be sent just before and just after the
attempted boot of each server by setting the TM B_NOTI FY flag in the TA_FLAGS
attribute of the request. This example shows handling of an error return from

tpcal I (3c).

/* dear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Set MB(5) attributes defining request type */
Fchg32(i buf, TA OPERATION, 0, "SET", 0);
Fchg32(ibuf, TA CLASS, 0, "T_MACH NE', 0);
Fchg32(i buf, TA STATE, 0, "RAC', 0);

/* Set TMMB(5) attributes identifying machi ne */
Fchg32(ibuf, TA LMD, 0, "LMD1", 0);

/* I nvoke the /Adm nAPl and interpret results */

if (tpcall(".TM B*, (char *)ibuf, 0, (char **)&buf, &len, 0) <
0) {

fprintf(stderr, "tpcall failed: %\n", tpstrerror(tperrno));

if (tperrno == TPESVCFAIL) {

Fget 32( obuf, TA ERROR 0, (char *)& a _error, NULL);

ta_status = Ffind32(obuf, TA STATUS, 0, NULL);

fprintf(stderr, "Failure: %d, %\n",

ta error, ta status);

/* Additional error case processing */

}
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Query Server Status

Generate a query on the status of one of the activated servers.
/* Clear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Set MB(5) attributes defining request type */
Fchg32(i buf, TA OPERATION, 0, "GET", 0);

Fchg32(i buf, TA CLASS, 0, "T_SERVER', 0);

flags = M B_LOCAL;

Fchg32(i buf, TA FLAGS, 0, (char *)&flags, 0);

/* Set TMMB(5) attributes identifying nmachine */
Fchg32(i buf, TA SRVGRP, 0, "GRP1", 0);
Fchg32(i buf, TA SRVID, 0, (char *)&srvid[0], 0);

tpcall(...); /* See earlier exanple for detail ed error processing
*/

Deactivate Application

Deactivate the application by setting the state of each machineto I NACTI VE. Notethat
the TM B_NOTI FY flag could be used with this operation a so.

/* Clear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Shut down Renpte Machine First */

/* Set MB(5) attributes defining request type */
Fchg32(i buf, TA OPERATION, 0, "SET", 0);

Fchg32(i buf, TA CLASS, 0, "T_MACH NE', 0);
Fchg32(i buf, TA LMD, 0, "LMD2", 0);

Fchg32(i buf, TA STATE, 0, "INA", 0);

tpcall(....); /* See earlier exanple for detailed error processing
*/

/* And now application servers on master machine */

flags = TM B_APPONLY;

Fchg32(i buf, TA FLAGS, 0, (char *)&flags, 0);

Fchg32(i buf, TA LMD, 0, "LMD1", 0);

tpcall(...); /* See earlier exanple for detail ed error processing
*/

/* Term nate active application access */
tptern();

/* Finally, shutdown the naster admi n processes */
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Files

See Also

Fini t32(i buf, Fsizeof32(ibuf));
Fchg32(ibuf, TA CPERATION, 0, "SET*, 0);
Fchg32(ibuf, TA CLASS, 0, "T_DOMAIN', 0);
Fchg32(ibuf, TA STATE, 0, "INA', 0);

tpadntall (...); /* See earlier exanple for detailed error
processing */

${TUXDI R}/ i ncl ude/t padm h, ${TUXD R}/ udat aobj/t padm

t pacal I (3c), t pal I oc(3c), t pcal | (3c), t pdequeue(3c), t penqueue(3c),

t pget rpl y(3c), t preal | oc(3c), Fi ntro(3fml), Fadd32(3fml), Fchg32(3fml),

Ff i nd32(3fml), M B(5), Wws_M B(5), BEA Tuxedo Administrator's GuidBEATuxedo
Programmer's Guide
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TMQFORWARD(5)
Name TMQFORWARD—BEA Tuxedo system Message Forwarding Server
Synopsis  TMQFORWARD SRVGRP="/ dent i fi er" SRVI D="nunber" REPLYQ=N CLOPT=" [ -A
] [ servopts options ]| -- -q queuenane[, queuenane...] [ -t trantine
110 -i idletine] [ -e] [ -d] [ -n] [ -f delay ]
Description  The message forwarding server is a BEA Tuxedo system-supplied server that forwarc

292

messages that have been stored usiegqueue(3c) for later processing. The
application administrator enables automated message processing for the applicatior
servers by specifying this server as an application server BERMERS section.

The location, server group, server identifier, and other generic server-related
parameters are associated with the server using the already defined configuration fi
mechanisms for servers. The following is a list of additional command-line options
that are available for customization.

- g queuenamel[ ,queuename...]
Is used to specify the names of one or more queues/services for which this
server forwards messages. Queue and service names are strings limited to !
characters. This option is required.

-t trantime
Is used to indicate the transaction timeout value usegloggi n(3c) for
transactions that dequeue messages and forward them to application server
If not specified, the default is 60 seconds.

-i idletime
Is used to indicate the time that the server is idle after draining the queue(s)
that it is reading. A value of zero indicates that the server will continually read
the queue(s), which can be inefficient if the queues do not continually have
messages. If not specified, the default is 30 seconds.

Is used to cause the server to exit if it finds no messages on the queue(s). Thi
combined with the threshold command associated with the queue(s), can b
used to start and stop tlMEQFORWARD server in response to fluctuations of
messages that are enqueued.

Is used to cause messages that result in service failure and have a reply
message (non-zero in length) to be deleted from the queue after the
transaction is rolled back.
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I sused to cause messagesto be sent using the TPNOTRANTlag. Thisflag alows
for forwarding to server groups that are not associated with a resource
manager.

-f del ay

Isused to case the server to forward the message to the service instead of
usingt pcal | . The message is sent such that areply is not expected from the
service. The TMQFORWARD server doesnot block waiting for thereply from the
service and can continue processing the next message from the queue. To
throttle the system such that TMQFORWARD does not flood the system with
requests, the delay numeric value can be used to indicate adelay, in seconds,
between processing reguests; use zero for no delay.

M essages are sent to a server providing a service whose name matches the queue name
from which the message isread. The message priority is the priority specified when
the message was enqueued, if that was set. Otherwise, the priority isthe priority for the
service, as defined in the configuration file, or the default (50).

M essages are dequeued and sent to the server within atransaction. If the service
succeeds, the transaction is committed and the message is deleted from the queue. If
the message is associated with areply queue, then any reply from the serviceis
enqueued to the reply queue, along with the returned t pur code. If the reply queue
does not exigt, the reply is dropped.

If the service fails, then the transaction is rolled back and the message is put back on
the queue, up to the number of times specified by the retry limit configured for the
gueue. When amessage is put back on the queue, the rulesfor ordering and degqueuing
that applied when it was first put on the queue are (in effect) suspended for del ay
seconds; this opens up the possibility that a message of alower priority may be
dequeued ahead of the restored message.

If the - d option is specified, the message is del eted from the queue if the servicefails
and areply messageisreceived from the server, and the reply message (and associated
t pur code) are enqueued to the failure queue, if oneisassociated with the message and
the queue exists.

Any configuration condition that prevents TMQFORWARD from dequeuing or forwarding
messages will cause the server to fail to boot. These conditions include the following:

m  The SRVGRP must have TMSNAME set to TMS_QM

m  CPENI NFOmust be set to indicate the associated device and queue name.
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The SERVER entry must not be part of an MSSQ set.
® REPLYQmust be set to N.
m The- q option must be specified in the command-line options.

m The server must not advertise any services (that is, the - s option must not be
specified).

As delivered, TMQFORWARD handles the standard buffer types provided with the BEA
Tuxedo system. If additional application buffer types are needed, then a customized
version of TMQFORWARD needs to be built using bui | dser ver (1) with a customized

type switch.

If your application uses shared libraries, it is not necessary to go through the compile
and link process described in the previous paragraph. See the description in the
Chapter “Buffer Types” in thBEA Tuxedo Administrator’s Guide.

The files included by the caller should include only the application buffer type switch
and any required supporting routinesi | dser ver is used to combine the server
object file,$TUXDI R/ 1 i b/ TMQFORWARD. o, with the application type switch file(s),

and link it with the needed BEA Tuxedo system libraries. The following example
provides a sample for further discussion.

bui | dserver -v -0 TMQFORWARD -r TUXEDO QM - f
${TUXDI R}/ | i b/ TMFORWMARD. 0 -f apptypsw. o

Thebui | dserver options are as follows:

-V
Specifies thabui | dser ver should work in verbose mode. In particular, it
writes thecc command to its standard output.

- 0 name
Specifies the filename of the output load module. The name specified here
must also be specified in tISeRVERS section of the configuration file. It is
recommended that the namQFORWARD be used for consistency. The
application specific version of the command can be install®dfRDI Rit is
booted instead of the version$muxDl R/ bi n.

-r TUXEDQ QM

Specifies the resource manager associated with this server. The value
TUXEDO' QViappears in the resource manager table located in

$TUXDI R/ udat aobj / RMand includes the library for the BEA Tuxedo system
gueue manager.
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See Also

-f $TUXDI R/ | i b/ TMQFORWARD. o
Specifies the object file that contai ns the TMQFORWARD service and should
specified as the first argument to the - f option.

-f firstfiles

be

Specifies one or more user filesto be included in the compilation and/or link
edit phases of bui | dser ver . Source files are compiled using the either the

cc command or the compilation command specified through the cC
environment variable. These files must be specified after including the
TMQFORWARD.0 object file. If more than onefile is specified, filenames m

ust

be separated by white space and the entire list must be enclosed in quotation

marks. This option can be specified multiple times.
The - s option must not be specified to advertise services.

TMQFORWARD i s supported as a BEA Tuxedo system-supplied server on UNIX
operating systems.

TMQFORWARD may be run in an interoperating application, but it must run on a Release

4.2 or |later node.

*GROUPS # For NT/ Netware, :nyqueue becones ; nyqueue
TMQUEUEGRP LM D=l mi d GRPNO=1 TMSNAME=TMS_QM

OPENI NFO="TUXEDO' Qvt / dev/ devi ce: myqueue"
# no CLOSEINFO is required

*SERVERS # recomrended val ues RESTART=Y GRACE=0

TMQFORWARD SRVGRP="TMQUEUEGRP" SRVI D=1001 RESTART=Y GRACE=0
CLOPT=" -- -qgservicel, service2" REPLYQ=N

TMQUEUE SRVGRP="TMQUEUEGRP" SRVI D=1000 RESTART=Y GRACE=0
CLOPT="-s ACCOUNTI NG TMQUEUE"

servopt s(5), bui | dser ver (1), t penqueue(3c), t pdequeue(3c), ubbconfi g(5),
TMQUEUE(5), TMFORWARD(5), BEA Tuxedo Administrator's Guid®EA Tuxedo
Programmer's Guide
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TMQUEUE(5)

Name

Synopsis

Description

Queue Name
for Message

296

Submission

TMQUEUE—BEA Tuxedo system Message Queue Manager

TMQUEUE

SRVGRP="i denti fier"

SRVI D=" nunber" CLOPT=" [ -A ][servopts options ] -- [-t trantine]"

The message queue manager is a BEA Tuxedo system-supplied server that enquet
and dequeues messages on behalf of programs caplengiueue(3) and

t pdequeue(3), respectively. The application administrator enables message
enqueuing and dequeuing for the application by specifying this server as an applicatic
server in theSERVERS section.

The location, server group, server identifier and other generic server related paramete
are associated with the server using the already defined configuration file mechanisry
for servers. The following is a list of additional command-line options that are
available for customization.

-t trantime
Is used to indicate the transaction timeout value usedgloggi n(3) for
enqueue and dequeue requests not in transaction mode gergyieue(3)
ort pdequeue(3) are called when the caller is not in transaction mode or with
the TPNOTRAN flag). This value also has an impact on dequeue requests with
theTPQWAI T option since the transaction will timeout and an error will be sent
back to the requester based on this value. If not specified, the default is 30
seconds.

A TMQUEUE server is booted as part of an application to facilitate application access tc
its associated queue space; a queue space is a collection of queues.

Any configuration condition that prevents theQUEUE from enqueuing or dequeuing
messages will cause tMBIQUEUE to fail at boot time. ThBRVGRP must hava VSNAVE
settoTMs_QM and must havePEN NFOset to indicate the associated device and queue
space name.

Thet penqueue() andt pdequeue() functions take a queue space name as their first
argument. This name must be the name of a service advertisesUE. By default,
TMQUEUE only offers the serviceTMQUEUE". While this may be sufficient for
applications with only a single queue space, applications with multiple queue space:
may need to have different queue space names. Additionally, applications may wish t
provide more descriptive service names that match the queue space names.
Advertising additional service names can be done using the standard server
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command-line option, - s, as shown below in Examples. An alternativeisto hard-code
the service when generating a custom TMQUEUE program, as discussed in thefollowing
section.

While these methods (the server command-line option or a customized server) may be
used for static routing of messages to a queue space, dynamic routing may be
accomplished using data dependent routing. In this case, each TMQUEUE server would
advertise the same service name(s) but a ROUTI NGfield in the configuration file would
be used to specify routing criteria based on the application datain the queued message.
The routing function returns a GROUP based on the service name and application typed
buffer data, which is used to direct the message to the service at the specified group
(notethat there can be only one queue space per GROUP, based on the OPENI NFOstring).

Asddivered, TMQUEUE handles the standard buffer types provided with BEA Tuxedo
system. If additional application buffer types are needed, then a customized version of
TMQUEUE needs to be built using bui | dser ver (1).

If your application uses shared libraries, it is not necessary to go through this compile
and link process. See the description in the Chapter “Buffer Types” of theBEA Tuxedo
Administrator’s Guide.

The customization describedhni | dser ver can also be used to hard-code service
names for the server.

The files included by the caller should include only the application buffer type switch
and any required supporting routinesi | dser ver is used to combine the server
object file,$TUXDI R/ | i b/ TMQUEUE. o, with the application type switch file(s), and

link it with the needed BEA Tuxedo system libraries. The following example provides
a sample for further discussion.

bui | dserver -v -0 TMQUEUE -s gspacenane: TMQUEUE -r TUXEDQ QM \e -f
${TUXDI R}/ 1i b/ TMQUEUE. 0 -f apptypsw. o

Thebui | dser ver options are as follows:

-V
Specifies thabui | dserver should work in verbose mode. In particular, it
writes thecc command to its standard output.

-0 hame
Specifies the filename of the output load module. The name specified here
must also be specified in tlBERVERS section of the configuration file. It is
recommended thatMQUEUE be used for consistency.
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* CROUPS

- s gspacename,gspacename : TMQUEUE
Specifies the names of servicesthat can be advertised when the server is
booted (seeser vopt s(5)). For this server, they will be used asthe aliases for
the queue space name to which requests may be submitted. Spaces are not
allowed between commas. The function name, TMQUEUE, is preceded by a
colon. The - s option may appear several times.

-r TUXEDO QM
Specifies the resource manager associated with this server. The value
TUXEDO' QMiappears in the resource manager table located in
$TUXDI R/ udat aobj / RMandincludesthelibrary for the BEA Tuxedo system
gueue manager.

-f $TUXDI R/ I'i b/ TMQUEUE. o
Specifies the object file that contains the TMQUEUE service and should be
specified asthefirst argument to the - f option.

-f firstfiles
Specifies one or more user filesto be included in the compilation and/or link
edit phases of bui | dser ver . Source files are compiled using the either the
cc command or the compilation command specified through the CC
environment variable. These files must be specified after including the
TMQUEUE. o object file. If more than onefileis specified, filenames must be
separated by white space and the entire list must be enclosed in quotation
marks. This option can be specified multiple times.

TMQUEUE is supported as a BEA Tuxedo system-supplied server on UNIX operating
systems.

TMQUEUE may be run in an interoperating application, but it must run on aRelease 4.2
or later node.

# For NT/ Netware, :nyqueue becones ; nyqueue
TMQUEUEGRP1 GRPNO=1 TMSNAME=TMS_QM

OPEN NFO="TUXEDO' QM / dev/ devi cel: nyqueue"
# For NT/ Netware, :nyqueue becones ; nyqueue
TMQUEUEGRP2 GRPNO=2 TNMSNAME=TMS_QM

OPEN NFO="TUXEDQO' QM / dev/ devi ce2: nyqueue"

* SERVERS

# The queue space name, nyqueue, is aliased as ACCOUNTING in this exanple
TMQUEUE SRVGRP="TMQUEUEGRP1" SRVI D=1000 RESTART=Y GRACE=0
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CLOPT="-s ACCCQUNTI NG TMQUEUE"
TMQUEUE SRVGRP="TMQUEUEGRP2" SRVI D=1000 RESTART=Y GRACE=0
CLOPT="-s ACCCQUNTI NG TMQUEUE"
TMOFORWARD SRVGRP="TMQUEUEGRP1" SRVI D=1001 RESTART=Y GRACE=0 REPLY(Q=N

CLOPT=" -- -gservicel"

TMQFORWARD SRVGRP=" TMQUEUEGRP2" SRVI D=1001 RESTART=Y GRACE=0 REPLYQ=N
CLOPT=" -- -gservicel"

* SERVI CES

ACCOUNTI NG ROUTI NG=" MYROUTI NG'

* ROUTI NG

MYRQUTI NG FI ELD=ACCOUNT BUFTYPE="FM."
RANGES="M N - 60000: TMQUEUEGRP1, 60001- MAX: TMQUEUEGRP2"

In this example, two queues spaces are available. Both TMQUEUE servers offer the same
services and routing is done viathe ACCOUNT field in the application typed buffer.

See Also  ubbconfi g(5), servopt s(5), bui | dserver (1), t penqueue(3), t pdequeue(3),
TMQFORWARD(5), BEA Tuxedo Administrator’'s GuidBEA Tuxedo Programmer's
Guide
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TMSYSEVT(5)

Name

Synopsis

Description

Interoperability

300

Notices

Example

See Also

TMBYSEVT—system event reporting process

TMBYSEVT SRVCGRP="jdentifier" SRVI D="nunber"
[ CLOPT="[-A] [servopts options]
[-- [-S] [-p poll-seconds] [-f control-file]]"]

TMBYSEVT is a BEA Tuxedo system provided server that processes event reports
related to system failure or potential failure conditions. The event reports are filtered
and may trigger one or more notification actions.

Filtering and notification rules are storedcontrol-file, which defaults to

${ APPDI R} / t nsysevt . dat . Control file syntax is defined IBVENT_M B(5);
specifically, the attributes of the classe&WENT_M B can be set to activate
subscriptions under the full range of notification rules.

It is possible to boot one or more secondevgYSEVT processes for increased
availability. Additional servers must be booted with tisecommand-line option,
which indicates a “secondary” server.

When theEVENT_M B(5) configuration is updated, the primamysYSEVT server writes

to its control file. Secondary servers poll the primary server for changes and update
their local control file if necessary. The polling interval is controlled by pheption,

and is 30 seconds by default.

TMBYSEVT must run on a Release 6.0 or later machine.

To migrate the primaryMsYSEVT server to another machine, the system administrator
must provide a current copy obntrol-file. Each secondarpsYSEVT server
automatically maintains a recent copy.

TMBYSEVT needs access to the system's FML32 field table definitions for system
eventsFLDTBLDI R32 should include&TUXDI R/ udat aobj , andFl ELDTBLS32 should
includeevt _ni b. These environment variables may be set in the machine's or server"
environment file.

* SERVERS

TMBYSEVT SRVGRP=ADM N1 SRVI D=100 RESTART=Y GRACE=900 MAXGEN=5
CLOPT="-A --"

TMBYSEVT SRVGRP=ADM N2 SRVI D=100 RESTART=Y GRACE=900 MAXGEN=5
CLOPT="-A -- -S -p 90"

t psubscri be(3), EVENTS(5), EVENT_M B(5), TMUSREVT(5)
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tmtrace(5)

Name

Description

Trace Categories

t mt r ace—BEA Tuxedo run-time tracing facility

The run-time tracing facility allows application administrators and developers to trace
the execution of a BEA Tuxedo application.

Run-time tracing is based on the notion dfaee point, which marks an interesting
condition or transition during the execution of an application. Examples of trace points
are the entry to an ATMI function suchtgseal |, the arrival of a BEA Tuxedo
message, or the start of a transaction.

When a trace point is reached, the following things happen. Fiikgrds applied to
determine if the trace point is of interest. If straze record is emitted to aeceiver,

which is afile or (in the future) a buffer. Finally, action is triggered, such as aborting

the process. Both the emission to a receiver and the trigger are optional, and neither
takes place if the trace point does not pass the filter.

The filter, receiver, and trigger are specified inttlage specification, whose syntax is
described below. The trace specification is initialized fromr¥i&RACE environment
variable. The trace specification of a running process may be changed either as a
trigger action or by using thehanget race command of madm n(1).

Trace points are classified intiace categories, enumerated below. Each trace point
belongs to a single category. The filter describes the trace categories of interest, and
minimal processing occurs for trace points that do not pass the filter.

Run-time tracing also provides the capabilitylye the messages sent by a client to a
server, and transitively by that server to other servers. If a process chooses to dye its
messages, the dye is automatically passed by the originating process to all processes
that directly or indirectly receive messages from the originating process. When a
process receives a dyed message, it automatically turns amth&ace category and

starts emitting trace records to the userlog, if this was not being done already.

Dyeing can be explicitly turned on or off by téige andundye triggers in the trace
specification. Dyeing is also implicitly turned on when a dyed message is received, and
implicitly turned off byt pr et ur n andt pf or war d. When it is implicitly turned off,

the tracing specification in effect when dyeing was turned on is restored.

The trace categories are:

atm
Trace points for explicit application calls to the ATMI and TX interfaces, that
is, calls to the p andt x_ functions, and the invocation of application services
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Trace
Specification

Filter
Specification

There are afew exceptions. Implicit calls are printed in this category where
some TX interfaces directly call ATMI interfaces, for the implicit call to

t pi ni t when an ATMI call isdone with first calling t pi ni t , and for cases
wheret pretur niscalled on error (to aid in debugging).

iatm
Trace points for implicit callsto the ATMI and TX interface. These trace
pointsindicate al internal calls made while processing application requests
and for administration. Setting thislevel impliestheat ni level, thatis, every
cal to an ATMI or TX interfaceistraced (both explicit and implicit).

Xa
Trace points for every call to the XA interface (the interface between the
Transaction Manager and a Resource Manager, e.g., a database).

trace

Trace points related to the tracing feature itself, including message dyeing.

Thetrace specification is a string with the syntax filter-spec : receiver-spec| :
trigger-spec | where filter-spec describes the trace categories to be examined or
ignored, receiver-spec isthe receiver of trace records, and the optional trigger-spec
describes the action to be performed.

Thenull string isalso alegal trace specification. It is the default for all BEA Tuxedo
processes if no other specification is supplied.

The strings on and of f are also accepted: on isan aliasfor at mi : ul og: dye, and of f
isequivalent to: : undye.

Thefilter specification, which isthefirst component of the trace specification, hasthe
syntax

[{+]-}][category] ..

where category isone of the categories|listed above. The symbol * can beusedin place
of category to denote al categories. The prefix + or - specifies that the following
category isto be added or subtracted from the set of categories currently in effect. If
no category followsa + or -, then the categories currently in effect are not modified.

An empty filter meansthat no categories are to be selected, which effectively disables
tracing.
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Receiver
Specification

Trigger
Specification

When atrace point occurs, its category is compared with the filter specification. If the
category is included, then the trace point is processed further—according to the
receiver and trigger specifications. If the category is not included, no further
processing of the trace point occurs.

A receiver is the entity to which a trace record is sent. There is at most one receiver of
each trace record.

The receiver specification, which is the second component of the trace specification,
has the syntax:

[/ regular-expression/ ] receiver

where the optional regular expression may be used to select a subset of the trace points
that pass the filter. The regular expression is matched with the trace record. An empty
receiver specification is also legal, in which case no trace records are emitted.

Currently, the only legal value foeceiver is:

ul og
Emits the trace record to the userlog.

A trigger is an optional action performed after a trace record is emitted. At most one
action is executed for each trace record that passes the filter.

The trigger specification, which is the optional third part of the trace specification, has
the syntax:

[ / regular-expression | ]| action

where the optional regular expression may be used to restrict the trigger so that it is
executed only for a subset of the trace points that pass the filter. The regular expression
is matched with the trace record.

The available actions are:

abort
Terminates the process by calling abort().

ulog(message)
Writes themessage to the userlog.
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system(command)
Executes the command using syst en(3) (thisis not supported for Windows,
0S/2, or MAC Workstation clients); occurrences of %A are expanded to the
value of trace record.

trace(trace-spec)
Resets the trace specification to the supplied trace-spec.

dye
Turns on message dyeing.

undye
Turns off message dyeing.

sleep(seconds)
Sleeps the specified number of seconds (this is not supported for DOS,
Windows, or MAC Workstation clients).

Trace Records A trace record is a string with the format:

304

cc: data

where cc is the first two characters of the trace category and data contains additional
information about the trace point.

When atrace record appears in the userlog, the line looks like this:
hhmmss.system-name! process-name.pid: TRACE: cc: data

Notices  Match patterns cannot be specified for the receiver and trigger for Workstation clients
running on MAC platforms; the regular expressions will be ignored.

Thet madm n changet r ace command cannot be used to affect the tracing level for
Workstation clients.

Examples  Totraceaclient, aswell asto trace all ATMI calls made by an application server on
behalf of that client, set and export TMTRACE=on in the environment of the client. This
specification will cause all explicit ATMI trace pointsin the client to be logged and
message dyeing to beturned on. Any application server processthat performsaservice
on behalf of the client will automatically log all explicit ATMI trace points.

To see all client trace points, both explicit and implicit, for the previous example, set
and export:

TMIRACE="*: ul og: dye: "
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To trace service requests from a client asin the previous example, but restrict the
tracing output from the client to the bare minimum of information about t pcal |
requests, set and export :

TMIRACE=at mi : / t pacal | / ul og: dye

in the environment of the client. This specification will causedl t pacal | invocations
in the client to be logged and message dyeing to be turned on. Any application server
process that performs a service on behalf of the client will automatically log all ATMI

trace points. Theclient's identifier, whichisincluded in thet pacal | tracerecord, can
be correlated with the value of the TPSVCI NFOparameter passed to any service routine
invoked on the client’s behalf.

To trace the invocations of all service requests performed by application servers, set
TMIRACE=at mi : / t pservice/ ul og
in the server ENVFILEs on all participating machines.

To enable run-time tracing of all trace categories throughout an application, with
message dyeing turned on, set and export:

TMIRACE=*: ul og: dye

in the environment of all clients and in the machine ENVFILES on all participating
machines. This setting will probably produce an unmanageable amount of output
because all processes, including the BBL and DBBL, will emit trace records.

Toturnon ATMI tracingin al running serversin group GROUP1 after they are booted,
invoke the changet r ace command of t madni n asfollows:

changetrace -g GROUP1 on

Note that changet r ace affects only currently-existing processes; it does not change
the trace configuration of serversin group GROUP1 that have not yet been booted. (To
set the default trace configuration of a server, set TMIRACE in its ENVFILE.)

Toturn off tracing in all currently-running application processes, usechanget r ace as
follows:

changetrace -mall off

To cause the running server process whose identifier is 1 in group GROUP1 to abort
when it executest pr et ur n, specify the following to t madmi n:

changetrace -i 1 -g GROUP1 "atm ::/tpreturn/abort"
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See Also  t madni n(1), user! og(3)
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TMUSREVT(5)
Name  TMUSREVT—uUSer event reporting process
Synopsis  TMUSREVT SRVGRP="identifier" SRVID="nunber"
[CLOPT="[-A] [servopts options]
[-- [-S] [-p poll-seconds] [-f control-file]]"]
Description  TMUSREVT is a BEA Tuxedo system provided server that processes event report

Interoperability

Notices

Example

See Also

message buffers fromppost (3), and acts as an Event Broker to filter and distribute
them.

Filtering and notification rules are storedcantrol-file, which defaults to

${ APPDI R}/ t musr evt . dat . Control file syntax is defined IBVENT_M B(5);
specifically, the attributes of the classe®€WENT_M B can be set to activate
subscriptions under the full range of notification rules.

It is possible to boot one or more second&wSREVT processes for increased
availability. Additional servers must be booted with tisecommand-line option,
which indicates a “secondary” server.

When theEVENT_M B(5) configuration is updated, the primaityJSREVT server writes

to its control file. Secondary servers poll the primary server for changes and update
their local control file if necessary. The polling interval is controlled by pheption,

and is 30 seconds by default.

TMUSREVT must run on a Release 6.0 or later machine.

To migrate the primaryMUSREVT server to another machine, the system administrator
must provide a current copy obntrol-file. Each secondaryMUSREVT server
automatically maintains a recent copy.

If t ppost (3) will be called in transaction mode, @lUSREVT server groups must have
transactional capability (a TMS process).

TheTMUSREVT server's environment variables must be set so that FML field tables and
VIEW files needed for message filtering and formatting are available. They could be
set in the machine's or server's environment file.

* SERVERS
TMUSREVT SRVGRP=ADM N1 SRVI D=100 RESTART=Y MAXGEN=5 GRACE=3600
CLOPT="-A --"

TMUSREVT SRVGRP=ADM N2 SRVI D=100 RESTART=Y MAXGEN=5 GRACE=3600
CLOPT="-A -- -S -p 120"

t ppost (3),t psubscri be(3), EVENTS(5), EVENT_M B(5), TMSYSEVT(5)
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308

Name
Synopsis

Description

t per rno—BEA Tuxedo system error codes
#i nclude <atm . h>

The numerical value represented by the symbolic name of an error condition is
assigned to per r no for errors that occur when executing a BEA Tuxedo system
library routine.

The nama per r no expands to a modifiablealue that has typént , the value of

which is set to a positive error number by several BEA Tuxedo system library routines
t per r no need not be the identifier of an object; it might expand to a modifiadle
resulting from a function call. It is unspecified whethpéer r no is a macro or an
identifier declared with external linkage. If per r no macro definition is suppressed

to access an actual object, or if a program defines an identifier with the pameo,

the behavior is undefined.

The reference pages for BEA Tuxedo system library routines list possible error
conditions for each routine and the meaning of the error in that context. The order in
which possible errors are listed is not significant and does not imply precedence. Th
value oft perr no should be checked only after an error has been indicated; that is,
when the return value of the component indicates an error and the component
definition specifies thatper r no is set on error. An application that checks the value
of t per rno must include theat ii . h> header file.

The following list describes the general meaning of each error:

TPEABORT
A transaction could not commit because either the work performed by the
initiator or by one or more of its participants could not commit.

TPEBADDESC
A call descriptor is invalid or is not the descriptor with which a conversational
service was invoked.

TPEBLOCK
A blocking condition exists antPNOBLOCK was specified.

TPEI NVAL
An invalid argument was detected.
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TPELIM T
The caller's request was not sent because the maximum number of
outstanding requests or connections has been reached.

TPENOCENT
Cannot send tevc because it does not exist or is not the correct type of
service.

TPECS
An operating system error has occurred.

TPEPERM
A client cannot join an application because it does not have permission to do
so or because it has not supplied the correct application password.

TPEPROTO
A library routine was called in an improper context.

TPESVCERR
A service routine encountered an error eitherpinet ur n() ort pf or war d()
(for example, bad arguments were passed).

TPESVCFAI L
The service routine sending the caller’s reply callgdet ur n() with
TPFAI L. This is an application-level failure.

TPESYSTEM
A BEA Tuxedo system error has occurred.

TPETI ME
A timeout occurred.

TPETRAN
The caller cannot be placed in transaction mode.

TPGOTSI G
A signal was received arPSI GRSTRT was not specified.

TPERVERR
A resource manager failed to open or close correctly.

TPEI TYPE
The type and subtype of the input buffer is not one of the types and sub-types
that the service accepts.
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TPEOTYPE
The type and sub-type of the reply are not known to the caller.

TPEHAZARD
Dueto somefailure, the work done on behalf of the transaction can have been
heuristically completed.

TPEHEURI STI C
Due to a heuristic decision, the work done on behalf of the transaction was
partially committed and partially aborted.

TPEEVENT
An event occurred; the event type is returned in revent.

TPEMATCH
svcname is already advertised for the server but with a function other than
func.

Usage  Some routines do not have an error return value. Because no routine setst per r no to
zero, an application can set t per r no to zero, call aroutine and then check t perr no
again to seeif an error has occurred.

See Also  See the ERRORS section of the individual BEA Tuxedo library routines for amore
detailed description of the meaning of the error codes returned by each routine.
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Name

Synopsis

Description

Examples

t pur code—BEA Tuxedo system global variable for an application-specified return
code

#i ncl ude <atm . h>

t pur code is a global variable defined &t ni . h. Its value is the same long integer
used as the value of theode argument of pr et ur n(3c).t pur code may be used by

the application to return additional information to the process that calls an application
service. For details, seer et ur n(3c).

Assigning meanings to valuestipur code is the responsibility of the application.
Following are examples showing the use pdr code:

If you return the valueyval throughr code in an application service:
ipret urn( TPSUCCESS, nyval, rgst->data, OL, 0);
Then the code in the client module might be as follows:

ret = tpcall ("TOUPPER', (char *)sendbuf, 0, (char **)&rcvbuf, \
& cvl en, (long)O0);

(void) fprintf(stdout, "Returned string is: %\n", rcvbuf);
(void) fprintf(stdout, "Returned tpurcode is: %\ n", tpurcode);

If we call the sample cliengj npcl , with the value of "My String," the output will look
like this:

%i nmpcl "My String"
Returned string is: MY STRI NG
Ret urned tpurcode is: nyval

The significance ofryval must be defined by the application.
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See Also  tpreturn(3c)
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Name

Description

Operating
System
Variables

t uxenv—Ilist of environment variables in the BEA Tuxedo system

In order to compile application clients and servers, and run the BEA Tuxedo system,
it is important that the proper environment variables be set and exported. This
reference page provides a list of the most frequently used variables.

The environment variables are grouped in the following sections:

cc

Operating System Variables

Key BEA Tuxedo System Variables

Variables for Field Table Files, View Files and MIO
File System andLOG Variables

Workstation Variables

System/Q Variables

COBOL Variables

DEBUG Variables

Additional Miscellaneous Variables

Standard C compiler for use byi | dser ver and other BEA Tuxedo
commands.

CFLAGS

Contains flags to be used by the C compiler.

EDI TOR

Specifies the editor to be invoked by the BEA Tuxedo system.

LANG

Used to set the locale for language specification.nSeeypes(5).

LOGNAME

Specifies the username for use in error messages.

LD_LI BRARY_PATH

Must be set to the pathname for run-time shared libraries.
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Key BEA Tuxedo

314

System
Variables

NLSPATH
Specifies the pathname for the message catalog. If not specified, a default
path is used. See nl _pat hs(5).

PAGER
Specifies the paging command used for paging output in gmadni n(1),
t madm n(1). Thisoverrides the system default (pg(1) on UNIX operating
systems).
PATH
Contains pathnames to be searched for executables.
SHELL
The shell program to be invoked by the BEA Tuxedo system.
TERM
Specifies terminal type, if aterminal isused.
TWPDI R
The pathname of the directory where all temporary files should be written.
TZ

On systems where the ANSI C kt i me functions does not exist, TZ must be
set to use the BEA Tuxedo gp_nkt i me(3) function.

More information on these variables is available in the UNIX system reference page
envi ron(5).

In general, the following environment variables should be set and exported:

APPDI R
Full pathname of the base directory for application files.

APP_PW
May be used to specify a password for system clients that prompt for an
application password (when security ison). Setting the passwordinavariable
allows the password to be provided from a script, rather than demanding
manual entry.

ENVFI LE
Thisvariableisused by t n oadcf (1). It customarily contains setting for
other BEA Tuxedo system environment variable, which are set automatically
by the system.
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Variables for
Field Table Files,
View Files and
Mio

TLOGDEVI CE
The pathname for the transaction log. This should be the same as the
TLOGDEVI CE specified in the configuration file for the application.

TUXCONFI G
The pathname of the binary configuration file to be loaded by t M oadcf (1).

ULOGPFX
Prefix of the filename of the central event log; default, ULOG.

TUXDI R
Specifies the base directory where the BEA Tuxedo system softwareis
installed.

More information about these variables can be found in the BBEA Tuxedo
Programmer’s Guide and the BEA Tuxedo Administrator’s Guide.

The following environment variables are used by FML and Vi Ews and by ni o(1)
clients:

FI ELDTBLS
Comma-separated list of field table files.

VI EWFI LES
Comma-separated list of binary view files.

FLDTBLDI R
colon-separated list of directoriesto search for FI ELDTBLS files.

VI EWDI R
Colon-separated list of directories to search for vi EWFI LES files.

MASKPATH
List of directoriesfor ni o(1) to search for binary masks.

VBKI PCKEY
The IPC key for shared memory for a mask cache.

NGXACTS
A comma-separated list of masks the current user is not permitted to use.

OKXACTS
A comma-separated list of masks the current user is permitted to use.
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File System and
TLOG Variables

Workstation

316

Variables

More information about these variables can be found in the BEA Tuxedo
Administrator’s Guide, the BEA Tuxedo Programmer’s Guide, and the BEA Tuxedo
FML Programmer’s Guide.

Thefollowing variables are used by the BEA Tuxedo system file system and the
transaction log.

FSCONFI G
The pathname for the Universal Device List (UDL).

FSMVAXCOW T
Sets the maximum size of the commit buffer.

FSVAXUPDATE
Setsthe size of the update list and the maximum number of updates.

FSMSGREP
Sets the message repetition interval.

FSOFFSET
Specifies an offset into the Universal Device List (UDL).

Thefollowing variables are used on Workstation client machines:

WEBUFFERS
The number of packets per application.

WSDEVI CE
The network device to be used for network access. For Workstation clientsin
Release 6.4 and higher, this variable is no longer required.

WEENVFI LE
Pathname of afile containing Workstation client environment variables.

WSENADDR
The network address of the native site network listener.

WERPLYNMAX
The maximum message size before a message is dumped to afilefor transfer.

WETYPE
The machine type of the workstation machine.

More information on these variable can be found in the BEA Tuxedo Wor kstation
Guide.
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System/Q
Variables

COBOL
Variables

Additional
Miscellaneous
Variables

The following environment variable is used by BEA Tuxedo System/Q:

QVCONFI G
Sets the device where queue space is available to System/Q.

For more information, refer to the BEA Tuxedo /Q Guide.
The following environment variables are used with COBOL :

ALTCC
Specifies the compiler for use with COBOL compilations.

ALTCFLAGS
Flags to be passed to the COBOL compiler.

COBCPY
Directoriesto be searched for COBOL Copy files.

COoBDI R
Specifies the directory where COBOL compiler software is |ocated.

COBCPT
Contains command-line arguments for the COBOL compiler.

For more information on these variables, refer to the BEA Tuxedo COBOL Guide.
The following additional environment variables may be of use:

MHSCACHE
Specifiesthe number of message catal og handles to keep open (BEA Tuxedo
system messages only). The default is 3.

PM D

In MP mode, can be used to specify the physical machine ID.
TAGENTLOG

Used to set the pathname for thet 1'i st en(1) log.
TMCMPLIM T

Used to specify whether compression should be used on messages and to set
thresholds for both local and remote messages. The syntax of the variableis:

TMCVWPLI M T=[renpt e_t hreshol d[, | ocal _t hreshol d] ]
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A threshold is anumber in the range 0 to MAXLONG. It sets the minimum byte
size of amessage on which data compression will be performed.

TMCMPPRFM
Thisvariable sets the compression level for any processthat picksit up. Valid
values are the integers 1 through 9; 1 results in somewhat |ess compression
that the higher levels, but takes place faster. An informational ULOG message
iswritten when a process reads TMCMPPRFM

TMNETLQAD
Used to establish load balancing over a network. The value is an arbitrary
number of units to be added to the load factor of remote services. Use of this
variable tends to force the use of alocal service.

Ul MVEDSI GS
To override deferral of signals, set thisvariableto "Y".

USPOOLDI R
Names a directory to be used by the FRVMPRT(5) server for temporary files. It
defaultsto / t np.

See Also  bui | dcl i ent (1), bui | dser ver (1), vi enc(1) cc(1), environ(5) in a UNIX system
reference manual
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tuxtypes(5)
Name

Synopsis

t uxt ypes—buffer types provided by BEA Tuxedo system
Default Buffer Type Switch
/*

* The following definitions are specified in

* $TUXDIR/1ib/tntypesw c

*/

#i ncl ude "tntypes. h"

/*

* |nitialization of the buffer type swtch.

*/

struct tnype swt tmtypesw] = {

{

"CARRAY", "", O

}s

{

"STRING', "", 512, NULL, NULL, NULL,

_strpresend, NULL, NULL, _strencdec, NULL, _sfilter, _sformat
b

{

"FM, "', 1024, _finit, _freinit, _funinit, _fpresend,
_fpostsend, _fpostrecv, _fencdec, _froute, _ffilter, _fformat
{

"VIEW, "*", 1024, _vinit, _vreinit, NULL, _vpresend, NULL,
NULL, _vencdec, _vroute, _vfilter, _vformat

b

{ /* XATM - identical to CARRAY */

"X OCTET", "", O

b

{ /* XATM - identical to VIEW?*/
x0T,y P E ), MY, 1024, _vinit, _vreinit,
NULL, _vpresend, NULL, NULL, _vencdec, _vroute, _vfilter, _vformat
1

{ /* XATM - identical to VIEW?*/
x,','’c,’0,’M,"M,’0,"N}, "*", 1024, _vinit, _vreinit,

NULL, _vpresend, NULL, NULL, _vencdec, _vroute, _vfilter, _vformat
b

"FML32", "', 1024, _finit32, _freinit32, _funinit32, _fpresend32,

_fpostsend32, _fpostrecv32, _fencdec32, _froute32, _ffilter32,
_fformat 32
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Description

H
{

"VI EWB2", "*", 1024, _vinit32, _vreinit32, NULL, _vpresend32, NULL,
NULL, _vencdec32, _vroute32, _vfilter32, _vformat32

},

L

}

I

struct tnmype_swt _TMFAR *
_TMDLLENTRY

_tm ypeswaddr (voi d)

return(tmtypesw);

}
Thefollowing is alist of nine buffer types provided by the BEA Tuxedo system:

m Character array (possibly containing NULL characters) that is neither encoded nor
decoded during transmission

m NULL-terminated character array

m FML fielded buffer

m A Cstructure or an FML view

m Equivalent to CARRAY, provided for XATMI compatibility
m Equivalent to VI EW provided for XATMI compatibility

m Equivaent to VI EW provided for XATMI compatibility

m FML32 fielded buffer, using 32-bit identifiers and offsets

m A C structure or an FML 32 view, using 32-bit identifiers, counter variables, and
sizevariables

Note that all Vi EW X_C_TYPE, and X_COWMON buffers are handled by the same set of
routines; the name of a particular view is its subtype name.

An application wishing to supply their own buffer type can do so by adding an instance
tothet m t ypeswarray shown above. Whenever anew buffer typeis added or oneis
deleted, care should be taken to leave a NULL entry at the end of the array as shown
above. Note that a buffer type with a NULL name is not permitted.
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Files

See Also

A copy of the default array isdelivered in $TUXDI R/ | i b/ t nt ypesw. ¢, and may be

used as a starting point. The recommended procedure for installing anew buffer type
switch isto compilet nt ypesw. ¢ and store it asthe only element in alibrary named
l'i bbuft.

On systems with shared object capability, build and install a new instance of

I'i bbuft.so. under $TUXDI R/ Ii b. All processes, including BEA Tuxedo system
processes like WsH, will then automati cally have accessto the new type switch without
recompilation. On a Windows workstation, the shared object for the buffer type switch
isnamed VBUFT. DLL. It should be stored in $TUXDI R bi n. See the “Buffers” chapter
in the BEA Tuxedo Administrator’s Guide.

On systems without shared object capability, build and install a new instance of

I'i bbuft.aunder$TUXDI R/ | i b. All processes needing to know about the new types
must then be rebuilt, usirtgi | dcl i ent (1) orbui | dser ver (1). System processes
like WeH(5) may need to be rebuilt using special commands suehi a8wsh(1).

Seebuf f er (3) for a description of the elements and routines in the buffer type switch.
Also found there is a description of built in routines provided by the BEA Tuxedo
system (for example fi ni t ()) that applications can use when changing the
system-provided buffer types.

The two system-provided routing functionsr out e() and_vr out e(), are used for
data dependent routing BfL buffers and/l Ewbuffers, respectively. See

ubbconf i g(5) for a description of how to define routing criteria to be used by these
two functions.

$TUXDI R/ t uxedo/ i ncl ude/tmypes.h - the type switch definition
$TUXDIR/li b/tnmtypesw.c - the default type switch instantiation

$TUXDI R/ 1i b/ li bbuft.so. - type switch shared object

$TUXDI R/ 1i b/ libbuft.a - type switch archive library

buf f er (3),t ypesw(5), ubbconf i g(5)
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Name typesw—buffer type switch structure-parameters and routines needed for each buffe
type

Synopsis  Buffer Type Structure

/*
* The follow ng definitions are in $TUXDI R/t uxedo/i ncl ude/tntypes. h
*/
#def i ne TMIYPELEN 8
#def i ne TMSTYPELEN 16
struct tnmype_swt {
char type[ TMIYPELEN; /* type of buffer */
char subtype[ TMSTYPELEN] ;/* sub-type of buffer */
long dfltsize; /* default size of buffer */
int (*initbuf)(); /* initialization function pointer */
int (*reinitbuf)(); /* re-initialization function pointer */
int (*uninitbuf)(); /* un-initialization function pointer */
long (*presend)(); /* pre-send mani pul ation function pointer */
void (*postsend)(); /* post-send mani pul ati on function pointer */
long (*postrecv)(); /* post-receive manipulation function pointer */
long (*encdec)(); /* encode/decode function pointer */

)
)
)
(
)
)

int (*route)(); /* data dependent routing function pointer */
int (*filter)(); /* buffer filtering function pointer */
int (*format)(); /* buffer format string function pointer */
void (*reserved[10])(); /* reserved space for new function pointers */
h
/*

* application types switch pointer
* always use this pointer when accessing the table
*/

extern struct tntype_sw t *tmtypeswp

Description  Each buffer type and sub-type must have an entry inrtheypesw array such that
when a buffer is manipulated the appropriate routines are called. For the buffer type
provided by the BEA Tuxedo system, seet ypes(5).

An application wishing to supply their own buffer type can do so by adding an instance
to thet m t ypeswarray in$TUXDI R/ | i b/ t nt ypesw. ¢ (t uxt ypes(5) shows how this

can be done). The semantics of the routines which must be supplied when adding a n¢
type are specified ihuf f er (3).

Files $TUXD R/t uxedo/include/tntypes.h - the type switch definition
$TUXDIR/lib/tntypesw.c - the type switch instantiation
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See Also  buf fer (3), t uxt ypes(5)
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Name

Description

Definitions

Configuration

324

File Format

ubbconfi g—BEA Tuxedo or BEA WebLogic Enterprise System ASCII
configuration file

A binary configuration file, called thBUXCONFI Gfile, contains information used by

t nboot (1) to start the servers and initialize the Bulletin Board of a BEA Tuxedo
system or BEA WebLogic Enterprise system Bulletin Board instantiation in an orderly
sequence. The binaluXxCONFI Gfile cannot be created directly (although an existing
TUXCONFI Gfile can be dynamically modified throughhconf i g(1)). Initially, a

UBBCONFI Gfile of the format described on this reference page must be created. That
file is parsed and loaded into thexCONFI Gfile usingt m oadcf (1).t madni n(1) uses

the configuration file (or a copy of it) in its monitoring activityrs hut down(1)
references the configuration file for information needed to shut the application down

A server is a process that accepts requests and sends replies for clients and other
servers. A client originates requests and gets replies.

A resource manager is an interface and associated software providing access to a
collection of information and/or processes. An example of a resource manager is a
database management system; a resource manager instance is a particular instantiat
of a database controlled by a DBMS. A distributed transaction is a transaction that
spans multiple resource manager instances, is started pwitlyi n, and ended with

t pcommit ortpabort.

A server group is a resource manager instance and the collection of servers and/or
services providing access to that resource manager instance on a particular machin
The XA interface associated with the group is used for transaction management. If e
server does not access a resource manager instance or does not access it as part
distributed transaction, it must be in a server group with a null XA interface. Similarly,
clients run in a special client group that does not have to be specifieddrRabrs
section. The client group is not associated with a resource manager.

A remote domain is defined to be an environment for which this configuration's BEA
Tuxedo system Bulletin Board is not available. Remote domains are not specified in
the UBBCONFI Gfile, but rather through host-specific environment variables that are
specified in host-specific reference pages.

The format of aUBBCONFI Gfile is as follows:

The file is made up of up to 11 specification sections. Lines beginning with an asteris|
(*) indicate the beginning of a specification section. Each such line contains the nam
of the section immediately following the Allowable section names aRESOURCES,
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MACHI NES, GROUPS, NETGROUPS, NETWORK, SERVERS, MODULES, JDBCCONNPOCLS,
SERVI CES, | NTERFACES, and ROUTI NG. The RESOURCES and MACH NES sections must
be the first two sectionsin that order; the GROUPS section must be ahead of SERVERS,
SERVI CES, and ROUTI NG. The NETGROUPS section must be ahead of the NETWORK
section. The SERVERS and MODULES sections must come before the J DBCCONNPOOLS
section.

Parameters (except in the RESOURCES section) are generally specified by: KEYVMORD =
val ue. This sets KEYWORDO val ue. Valid keywords are described within each
section. KEYVIORDs are reserved; they cannot be used as val ues.

Lines beginning with the reserved word, DEFAULT: , contain parameter specifications
that apply to any lines that follow them in the section in which they appear. Default
specifications can be used in all sections other than the RESOURCES section. They can
appear more than once in the same section. The format for these linesis:

DEFAULT: [optional KEYWORD=val ue pairs]

The values set on thisline remain in effect until reset by another DEFAULT: line, or
until the end of the section is reached. These values can a so be overridden on
non-DEFAULT: lines by placing the optional parameter setting on the line. If ona
non-DEFAULT: line, the parameter setting isvalid for that line only; lines that follow
revert to the default setting. If DEFAULT: appearson aline by itself, all previously set
defaults are cleared and their values revert to the system defaullts.

If avalueis nuneri c, standard C notation is used to denote the base (that is, Ox prefix
for base 16 (hexadecimal), O prefix for base 8 (octal), and no prefix for base 10
(decimal)). The range of acceptable values for a numeric parameter is given under the
description of that parameter.

If avalueisanidentifier, standard C rulesareused. An i dent i fi er must start
with an a phabetic character or underscore and contain only alphanumeric characters
or underscores. The maximum allowable length of anidentifier is30 (not including the
terminating null). An identifier cannot be the same as a KEYWORD.

A value that is neither an integer number or an identifier must be enclosed in double
quotes. Thisvalueiscalled ast ri ng. The maximum allowablelength of astringis 78
(not including the terminating null). Exceptions to this are the CLOPT, BUFTYPE,
OPENI NFO, and CLOSEI NFOparameters, which can be 256 charactersin length, and the
RANGES parameter, which can be 2048 characters in length (except in Domain, where
it can be no more than 1024 characters). In the RANGES parameter of the ROUTI NG
section, certain special characters can be escaped inside a string using a backsl ash.
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RESOURCES
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Section

“\” translates to a single backslash

“\"" translates to a double quote

“\n” translates to a newline

“\t” translates to a tab

“\f” translates to a formfeed

“\O+" translates to a character whose octal value is O+

whereO+ is one, two, or three octal charactef™translates to an embedded null
character. \'xH+" or “\ XH+” translates to a character whose hexadecimal valde is
whereH+ is one or more hexadecimal characterg.”(where ‘y” is any character
other than one of the previously mentioned characters) translatg’s tioi$ produces
a warning.

Some values are required to be an identifier. Other values that can be either an
identifier or a string are indicated asta i ng_val ue. The maximum allowable length
of astring_val ueis 78 characters if it is a string (not including the terminating null)
and 30 characters if it is an identifier.

"#" (pound sign) introduces a comment. A newline ends a comment.

An identifier or a numeric constant must always be followed by white space (space,
tab, or newline) or a punctuation character (pound sign, equals sign, asterisk, colon,
comma, backslash, or period).

Blank lines and comments are ignored.
Comments can be freely attached to the end of any line.

Lines are continued by placing at least one tab after the newline. Comments cannot |
continued.

This section provides for user specification of the system-wide resources, such as tt
number of servers, and services which can exist within a service area. Lines in the
RESOURCES section are of the fornkEYWORD val ue whereKEYWORD is the name of

the parameter, andh/ ue its associated value. ValkEYWORDs are as follows:

| PCKEY numeri c_val ue

Specifies the numeric key for the well-known address in a BEA Tuxedo
system Bulletin Board. In a single processor environment, this key “names”
the Bulletin Board. In a multiple processor environment, this key hames the
message queue of the DBBL. In addition, this key is used as a basis for
deriving the names of resources other than the well-known address, such a
the names for Bulletin Boards throughout a multiproce$®aKEY must be
greater than 32,768 and less than 262,143. This parameter is required.
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MASTER st ri ng_val uel[, string _val ue2]

Specifies the machine on which the master copy of the TUXCONFI Gis found.
Also, if the application is being run in MP mode, MASTER names the machine
onwhichtheDBBL should berun. st ri ng_val ue2 namesan alternate LM D
location used during process rel ocation and booting. If the primary location

isnot available, the DBBL isbooted at the alternate location and the alternate
TUXCONFI Gfilefound there is used. Both LM D values must name machines
found in the MACHI NES section and must beless than or equal to 30 characters
in length. This parameter is required (even in SHVimode).

In an application that supports multiple release levels of the BEA Tuxedo
system on different machines, MASTER and BACKUP must always have a
rel ease with a number greater than or equal to all other machinesin the
application. This rule is not enforced during a “Hot Upgrade.”

DOVAI NI Dstring val uel
Specifies the domain identification string. If not specified, the value
used. If the value dfoval NI Dis a character string, it may contain a
maximum of 30 characters (including the trailing null). If the value of

DOMAI NI Dis a string of hexadecimal digits, it may contain a maximum of 30

octets. IfDOMAI NI D is specified, its value is included, as a parameter (
donedonai ni d), in any command output that reports on the processes
associated with a particular domain, such as the output pktbemmand.

This comment is useful for an administrator managing multiple domains, who

may have some difficulty, without this comment, in interpreting a single
output stream that refers to several domains.

U D nureri c_val ue

Specifies the numeric user ID to be associated with the IPC structures created
for the Bulletin Board. This value should be a UNIX system user ID on the
local system. If not specified, the value is taken to be the effective user ID of

the user executingr oadcf (1). TherRESOURCES value for this parameter can
be overridden in th®ACHI NES section on a per-processor basis.

A Dnuneric_val ue
Specifies the numeric group ID to be associated with the IPC structures

created for the Bulletin Board. This value should be a valid UNIX system

group ID on the local system.d D is not specified, the effective group 1D
of the user executingni oadcf (1) is used. Th@ESOURCES value for this
parameter can be overridden in ¥eCH NES section on a per-processor
basis.
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PERMnuneri c_val ue
Specifies the numeric permissions associated with the IPC structures that
implement the Bulletin Board. It isused to specify the read/write permissions
for processesin the usual UNIX system fashion (that is, with an octal number
such a 0600). If not specified, the permissions on the | PC structures default
to 0666 (read/write access by same user, same group, and any other). The
value can be between 0001 and 0777, inclusive. The RESOURCES value for
this parameter can be overridden in the MACH NES section on a per-processor
basis.

MAXACCESSERS nurmreri c_val ue
Specifies the default maximum number of processes that can have access to
aBulletin Board on a particular processor at any one time. System
administration processes, such as the BBL and t nadni n, need not be
accounted for in this figure. This value must be greater than 0 and |ess than
32,768. If not specified, the default is 50. The RESOURCES value for this
parameter can be overridden in the MACHI NES section on a per-processor
basis.

MAXI NTERFACES nuneri c_val ue
On aBEA WebL ogic Enterprise system, the maximum number of CORBA
interfaces to be accommodated in the interface table of the Bulletin Board.
Valid values are from 0 to 32,766. If not specified, and if the system is
licensed for the domain, the default is 100. If the system is not licensed, any
nonzero valueis replaced with avalue of zero.

MAXSERVERS nuneri c_val ue
Specifies the maximum number of serversto be accommodated in the server
table of the Bulletin Board. This value must be greater than 0 and less than
8192. If not specified, the default is 50.

MAXSERVI CES nuneri c_val ue
Specifies the maximum total number of services to be accommodated in the
servicestable of the Bulletin Board. Thisvalue must be greater than 0 and less
than 32,768. If not specified, the default is 100.

MAXGROUPS nurrer i ¢_val ue
Specifies the maximum number of configured server groupsto be
accommodated in the group table of the Bulletin Board. This value must
greater than or equal to 100 and less than 32,768. If not specified, the default
is100.
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MAXNETGROUPS nuneri c_val ue
Specifies the maximum number of configured network groupsto be
accommodated in the NETWORK  section of the TUXCONFI Gfile. Thisvalue
must be greater than or equal to 1 and less than 8192. If not specified, the
default is 8.

MAXMACHI NES nuneri c_val ue
Specifiesthe maximum number of configured machinesto be accommodated
in the machine tables of the Bulletin Board. This value must greater than or
equa to 256 and less than 8,191. If not specified, the default is 256.

MAXQUEUES nureri c_val ue
Specifiesthe maximum number of server request queuesto be accommodated
inthe queue table of the Bulletin Board. This value must greater than or equal
to 1 and less than 8,192. If not specified, the value is set to the configured
value for MAXSERVERS. I nteroperability with releases prior to Release 5.0
requires that this value be equal to the configured value for MAXSERVERS.

MAXACLGROUPS nuneri c_val ue
Specifies the maximum number of group identifiers that can be used for ACL
permissions checking. The maximum group identifier that can be defined is
TA_MAXACLGROUPS - 1. Thisvalue must be greater than or equal to 1 and less
than or equal to 16K. If not specified, the default is 16K.

MODEL { SHM | M }
Specifies the configuration type. This parameter is required and only one of
the two settings can be specified. SHMspecifies a single machine
configuration; only one machine may be specified in the MACHI NES section.
P specifies a multi-machine configuration; MP must be specified if a
networked application is being defined. Note: to change val ue without
relinking, servers must be built to support the models needed (see
bui | dser ver (1)).

LDBAL{ Y | N}
Specifies whether or not load balancing should be performed. If LDBAL isnot
specified, the defaultis Y. It is recommended that if each service mapsto one
and only one queue, then LDBAL should be set to N, since load balancing is
automatic.

If you set LDBAL to'Y, server load balancing is performed automatically. Each
interface request is routed to the server with the smallest total 1oad. The

routing of a request to a server causes the server’s total to be increased by the

LoAD factor of the CORBA interface requested.
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When load balancing is not activated and multiple servers offer the same
CORBA interface, the first available queue receives the request.

CMIRET { COWVPLETE | LOGGED }
Specifiesthe initial setting of the TP_COWMM T_CONTRQL characteristic for all
client and server processesin a System/T application. If val ue isLOGGED,
then the TP_COMM T_CONTROL characteristicisinitialized to
TP_CMI_LOGGED; otherwisg, itisinitialized to TP_CMI_COVPLETE. If CMTRET
isnot specified, the default is COVPLETE. See the description of the BEA
Tuxedo system ATMI function, t pscnt , for details on the setting of this
characteristic.

OPTIONSidentifier[,identifier . . . ]
Specifies options that are used. If more than one option is given, they are
separated by commas. The following are the options that can be specified.
Theidentifier LANindicatesthat thisisanetworked application. Theidentifier
M GRATE indicates that server group migration can be done. If M GRATE is
specified, LAN should also be specified, (except for the case where the
configuration runs on a single multiprocessor computer). This parameter is
optiona and the default is no options.

SYSTEM ACCESS i dentifier[,identifier]
Specifies the default mode used by BEA Tuxedo system libraries within
application processes to gain accessto BEA Tuxedo system’sinternal tables.
Valid accesstypes are FASTPATH or PROTECTED. FASTPATH specifiesthat the
internal tablesshould beaccessible by thelibrariesviashared memory for fast
access. PROTECTED specifies that while the internal tables are accessible by
BEA Tuxedo system libraries via shared memory, the shared memory for
these tables is not accessible outside of the BEA Tuxedo system libraries.
NO_OVERRI DE can be specified (either a one or in conjunction with FASTPATH
or PROTECTED) to indicate that the mode selected cannot be overridden by an
application process. If SYSTEM ACCESS is not specified, the default mode is
FASTPATH.

SECURI TY string_val uel
Specifies the type of application security to be enforced. The possible string
valuesare NONE, APP_PW USER AUTH, ACL, or MANDATORY_ACL. This
parameter defaultsto NONE. The value APP_Pwindicates that application
password security isto be enforced (clients must provide the application
password during initialization). Setting APP_PWcausest mi oadcf to prompt
for an application password. The value USER_AUTH s similar to APP_Pwbui,
in addition, indicates that per-user authentication will be done during client
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initialization. The value ACL is similar to USER_AUTH but, in addition,
indicates that access control checks will be done on service names, queue
names, and event names. If an associated ACL is not found for aname, itis
assumed that permission is granted. The value MANDATORY_ACL issimilar to
ACL but permissionisdenied if an associated ACL isnot found for the name.

AUTHSVC st ri ng_val ue
Specifiesthe name of an application authentication service that isinvoked by
the system for each client joining the system. This parameter requiresthat the
SECURI TY identifier be set to USER_AUTH, ACL, or MANDATORY_ACL. (For
upward compatibility, setting both SECURI TY APP_Pwand AUTHSVC implies
SECURI TY USER_AUTH.) The parameter value must be 15 characters or less
in length. For SECURI TY level USER_AUTH, the default service name, if not
specified, is AUTHSVC. For SECURI TY level ACL or MANDATORY_ACL, the
service name must be . . AUTHSVC. (Thiswill be silently enforced if the
administrator triesto set it to anything else.)

MAXGTT numeri c_val ue
Specifies the maximum number of simultaneousglobal transactionsin which
aparticular machine can beinvolved. It must be greater than or equal to 0 and
lessthan 32,768. If not specified, the default is 100. The RESOURCES valuefor
this parameter can be overridden in the MACHI NES section on a per-processor
basis.

MAXCONV nuneri c_val ue
Specifies the maximum number of simultaneous conversationsin which
processes on a particular machine can be involved. It must be greater than 0
and lessthan 32,768. If not specified, the default is 10 if any conversational
servers are defined in the SERVERS section and 1 otherwise. The RESOURCES
value for this parameter can be overridden in the MACH NES section on a
per-processor basis. The maximum number of simultaneous conversations
per server is 64.

MAXBUFTYPE nuneri c_val ue
Specifies the maximum number of buffer typesthat can be accommodated in
the buffer type table in the Bulletin Board. It must be greater than 0 and less
than 32,768. If not specified, the default is 16.

MAXBUFSTYPE nuneri c_val ue
Specifiesthe maximum number of buffer subtypesthat can be accommodated
in the buffer subtype tablein the Bulletin Board. It must be greater than 0 and
less than 32,768. If not specified, the default is 32.
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MAXDRT nurmreri c_val ue
Specifiesthe maximum number of configured datadependent routing criteria
entries. It must be greater than or equal to 0 and less than 32,768. If not
specified, the default is determined from the configured ROUTI NG section
entries.

MAXRFT numeri c_val ue
Specifies the maximum number of data dependent routing range field table
entries. It must be greater than or equal to 0 and less than 32,768. If not
specified, the default is determined from the configured ROUTI NG section
entries.

MAXRTDATA nurrer i ¢_val ue
Specifies the maximum string pool size for data dependent routing range
strings. It must be greater than or equal to 0 and less than 32,761. If not
specified, the default is determined from the configured ROUTI NG section
entries.

SCANUNI T nuneri c_val ue
Istheinterval of time (in seconds) between which periodic scans are done by
the BBL to find old transactions and timed-out blocking calls within service
reguests. Thisvalueisused asthe basic unit of scanning by the BBL.. It affects
the granularity with which transaction timeout values can be specified on
t pbegi n(3c) and the blocking timeout value specified with the BLOCKTI ME
parameter. The SANI TYSCAN, BBLQUERY, DBBLWAI T, and BLOCKTI ME
parameters are multipliers of this unit for other timed operations within the
system. SCANUNI T must be a multiple of 5 greater than 0 and |ess than or
equal to 60 seconds. The default is 10 seconds.

SANI TYSCAN nuneri c_val ue
Setsamultiplier of the basic SCANUNI T between sanity checks of the system.
Thevalue SCANUNI T must be greater than 0. If this parameter isnot specified,
the default is set so that (SCANUNI T * SANI TYSCAN) is approximately 120
seconds. Sanity checksinclude checking serversaswell asthe Bulletin Board
data structure itself. Each BBL checksthat all serversonits machine are
viable; that is, the server hasn't terminated abnormally and is not looping.
Processes deemed not viable are either cleaned up, or restarted depending on
the options with which they were started. Following that, the BBL sends a
message (without reply) to the DBBL to indicate it is okay.
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DBBLWAI T nuneri c_val ue
Setsamultiplier of the basic SCANUNI T for the maximum amount of wall time
aDBBL should wait for repliesfrom al its BBLs before timing out. Every
timethe DBBL forwardsarequest toitsBBLs, it waitsfor all of themtoreply
with a positive acknowledgment before replying to the requester. This option
can be used for noticing dead or insane BBLsin atimely manner. The value
of DBBLWAI T must be greater than 0. If this parameter is not specified, the
default is set so that (SCANUNI T * DBBLWAI T) isthe greater of SCANUNI T or
20 seconds.

BBLQUERY nuneric_val ue
Setsamultiplier of the basic SCANUNI T between status checks by the DBBL
of al BBLs. The DBBL checksto ensure that all BBLs have reported in
within the BBLQUERY cycle. If aBBL has not been heard from, the DBBL
sendsamessageto that BBL asking for status. If noreply isreceived, theBBL
is partitioned. The value of BBLQUERY must be greater than 0. If this
parameter is not specified, the default is set so that (SCANUNI T * BBLQUERY)
is approximately 300 seconds.

BLOCKTI ME numreri ¢c_val ue
Sets amultiplier of the basic SCANUNI T after which a blocking call (for
example, receiving areply) times out. The value of BLOCKTI ME must be
greater than 0. If this parameter is not specified, the default is set so that
(SCANUNI T * BLOCKTI ME) is approximately 60 seconds.

NOTIFY{ DIPIN | SIGNAL | THREAD | | GNORE }
Specifies the default notification detection method to be used by the system
for unsolicited messages sent to client processes. This default can be
overridden on aper-client basis using the appropriatet pi ni t (3c) flag value.
Note that once unsolicited messages are detected, they are made available to
the application through the application-defined unsolicited message handling
routine identified viathe t pset unsol function (t pnoti f y(3c)).

The value DI PI N specifies that dip-in-based notification detection should be
used. This means that the system will only detect notification messages on
behalf of aclient process while within ATMI calls. The point of detection
within any particular ATMI call is not defined by the system and dip-in
detection will not interrupt blocking system calls. DI PI Nis the default
notification detection method.

Thevalue SI GNAL specifiesthat signal -based notification detection should be
used. This means that the system sends a signal to the target client process
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after the notification message has been made available. The system installsa
signal catching routine on behalf of clients selecting this method of
notification. All signaling of client processes is done by administrative
system processes and not by application processes. Therefore, only clients
running with the same UNIX system user identifier can be notified using the
SI GNAL method.

The value THREAD specifies that THREAD notification detection should be
used. This means that the system dedicates a separate thread for the receipt of
unsolicited messages and dispatches the unsolicited message handler in that
thread. Only one unsolicited message handler executes at one time per
application. Thisvalueis allowed only on platforms that offer support for
multi-threading. COBOL clients cannot use THREAD notification. Clientsthat
are written in COBOL or that run on a platform on which threads are not
supported will havetheir notification method changed to DI PI Nif they accept
the UBBCONFI G default notification method and the UBBCONFI G default
notification method is THREAD. In contrast, if such aclient specifies thread
notification explicitly in the parametersto t pi ni t () or TPI NI TI ALI ZE, then
the call to this function will return an error.

The value | GNORE specifies that by default notification messages are to be
ignored by application clients. Thiswould be appropriate in applications
where only clients that request notification at t pi ni t time should receive
unsolicited messages.

USI GNAL { SIGUSR1 | SIGUSR2 }

Specifiesthesignal to be used if SI GNAL-based notification isused. Thelegal
values for this parameter are SI GUSRL and SI GUSR2. SI GUSR? is the default
for this parameter. USI GNAL may be specified even if SI GNAL-based
notification is not selected with the NOTI FY parameter, because callers of

t pi ni t may choose signal-based notification.

The MACHI NES section specifies the logical names for physical machines for the

Section  configuration. It also specifies parameters specific to agiven machine. The MACHI NES
section must contain an entry for each physical processor used by the application.
Entries have the form:

ADDRESS required paraneters [optional paraneters]

where ADDRESS s the physical name of a processor, for example, the value produced
by the UNIX system unanme - n command. The length of the entire ADDRESS must be
30 characters or less. If the name isnot an identifier, it must be enclosed in double
guotes. If the LAN option is not specified, only one machine name can appear in this

BEA Tuxedo Reference Manual



ubbconfig(5)

section. One of the required KEYWORDs is LM D, which isthe logical machine
string_val ue assigned to the physical machine. An LM D st ri ng_val ue must be
unigue within the MACHI NES section of the configuration file.

LM D=string val ue
Specifiesthat st ri ng_val ue isto be used in other sections as the symbolic
name for ADDRESS. This hame cannot contain a comma, and must be 30
characters or less. This parameter isrequired. There must be an LM Dlinefor
every machine used in a configuration.

The following parameters are required:

TUXCONFI G= st ri ng_val ue
Thisisthe absolute pathname of the file or device where the binary
TUXCONFI Gfile isfound on this machine. The maximum string value length
is 64 characters. The administrator need only maintain one TUXCONFI Gfile,
namely the one that is pointed to by the TUXCONFI G environment variable on
the MASTER machine. Copies on other machines of thismaster TUXCONFI Gfile
are synchronized with the MASTER machine automatically when the system is
booted. This parameter must be specified for each machine. If TUXOFFSET is
specified, then the BEA Tuxedo file system starts at that number of blocks
from the beginning of the TUXCONFI G device (see TUXOFFSET below). See
ENVFI LE in the MACHI NES section for a discussion of how this value is used
in the environment.

TUXDI R=string val ue
Thisisthe absolute pathname of the directory where the BEA Tuxedo system
or BEA WebL ogic Enterprise system softwareisfound on this machine. This
parameter must be specified for each machine and the pathname should be
local to each machine; in other words, TUXDI R should not be on aremotefile
system. If the machines of a multiprocessor application have different BEA
Tuxedo system releases installed, check the discussion of “Interoperability”
in theBEA Tuxedo Release Notesfor the higher level release to make sure you
will get the functionality you expect. SEBVFI LE in theMACHI NES section
for a discussion of how this value is used in the environment.

APPDI R =string val ue
The value specified for this parameter is the absolute pathname of the
application directory and is the current directory for all application and
administrative servers booted on this machine. The absolute pathname can
optionally be followed by a colon-separated list of other pathnames. In a
configuration where&ECURI TY is set, each application must have its own
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distinct APPDI R. See ENVFI LE in the MACHI NES section for a discussion of
how this value is used in the environment.

Thefollowing parameters are optional :

Ul D= numnber
Specifiesthe numeric user id to be associated with the | PC structures created
for the Bulletin Board. Thevalid range is 0-2147483647. If not specified, the
default is the value specified in the RESOURCES section.

G D= nunber
Specifies the numeric group id to be associated with the | PC structures
created for the Bulletin Board. The valid range is 0-2147483647. If not
specified, the default is the value specified in the RESOURCES section.

PERM= number
Specifies the numeric permissions associated with the IPC structures that
implement the Bulletin Board. It isused to specify the read/write permissions
for processesin the usual UNIX system fashion (that is, with an octal number
such as 0600). The value can be between 0001 and 0777, inclusive. If not
specified, the default is the value specified in the RESOURCES section.

MAXACCESSERS = nunber
Specifies the maximum number of processes that can have access to the
Bulletin Board on this processor at any one time. System administration
processes, such as the BBL and t madni n, heed not be accounted for in this
figure, but all application servers and clients and TVs servers are counted.
This value must be greater than 0 and less than 32,768. If not specified, the
default is the value specified in the RESOURCES section.

MAXWSCLI ENTS = numnber
Specifies the number of accesser entries on this processor to be reserved for
Workstation clients only. The parameter is only used when the BEA Tuxedo
system Workstation feature is used. The number specified here takes a
portion of the total accesser slots specified with MAXACCESSERS. The
appropriate setting of this parameter helps to conserve | PC resources since
Workstation client accessto the system ismultiplexed through aBEA Tuxedo
system-supplied surrogate, the Workstation handler. This value must be
greater than or equal to 0 and less than 32,768. The default is 0. It isan error
to set this number greater than MAXACCESSERS.
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MAXACLCACHE = number
Specifies the number of entriesin the cache used for ACL entries when
SECURI TY is set to ACL or MANDATORY_ACL. The appropriate setting of this
parameter helpsto conserve on shared memory resources and yet reduce the
number of disk accessto do ACL checking. Thisvalue must be greater than
or equal to 10 and less than or equal to 30,000. The default is 100.

MAXCONV = nunmber
Specifies the maximum number of simultaneous conversationsin which
processes on a particular machine can be involved. It must be greater than 0
and lessthan 32,768. If not specified, the default is the value specified in the
RESQURCES section. The maximum number of simultaneous conversations
per server is 64.

MAXPENDI NGBYTES = number
Specifies alimit for the amount of space that can be allocated for messages
waiting to be transmitted by the bridge process. nunber must be between
100,000 and MAXLONG.

MAXGIT = nunber
Specifies the maximum number of simultaneousglobal transactionsin which
aparticular machine can beinvolved. It must be greater than or equal to 0 and
less than 32,768. If not specified, the default is the value specified in the
RESQURCES section.

TYPE = string_val ue
Used for grouping machines into classes. TYPE can be set to any string value
that is 15 characters or less. If two machines have the same TYPE value, data
encoding/decoding is bypassed when sending data between the machines.
TYPE can be given any string value. It isused simply for comparison. The
TYPE parameter should be used when the application involves a
heterogeneous network of machines or when different compilersare used on
the machines in the network. If not specified, the default is the null string,
which matches any other entry that does not have a value specified.

CVWPLIM T =string val uell, string val ue2]
Specifies the threshold message size for messages bound to remote processes
(string_val uel) and local processes (st ri ng_val ue2) respectively, at
which automatic data compression will take place. Both values must be either
anon-negative numeric value or the string MAXLONG. If not specified, the
default for this parameter is MAXLONG MAXLONG.
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NETLQAD = nuneri c_val ue
Specifiesthe additional 1oad to be added when computing the cost of sending
a service request from this machine to another machine. It must be greater
than or equal to 0 and less than 32,768. If not specified, the default is 0.

SPI NCOUNT = nuneric_val ue
Specifiesthe number of attempts that should be made at user level tolock the
Bulletin Board before blocking processes on a UNIX semaphore. Thisvalue
must be greater than or equal to 0. A value of 0 indicates that the spincount
built into the delivered binary should be used. If set, thisparameter causesthe
TMBPI NCOUNT environment variable to beignored. Thisvariesfrom platform
to platform. The default for this parameter is 0.

TLOGDEVI CE = string_val ue
Specifiesthe BEA Tuxedo file system that contains the DTP transaction log
(TLOG) for thismachine. The TLOGis stored asa BEA Tuxedo system VTOC
table on the device. If this parameter is not specified, then the machineis
assumed to not have a TLOG. The maximum string value length is 64
characters.

TLOGOFFSET = of f set
Specifiesthe numeric offset in pages (from the beginning of the device) to the
start of the BEA Tuxedo file system that containsthe DTP transaction log for
this machine. The offset must be greater than or equal to 0 and less than the
number of pages on the device. The default is 0.

TLOGNAME = st ri ng _val ue
Specifies the name of the DTP transaction log for this machine. If not
specified, the default is TLOG. If more than one TLOG exists on the same
TLOGDEVI CE, they must have unique names. TLOGNAVE must be different
from the name of any other table on the configuration wherethe TLOGtableis
created. It must be 30 characters or less.

TLOGSI ZE = si ze
Specifies the numeric size, in pages, of the DTP transaction log for this
machine. It must be greater than 0 and less than or equal to 2048, subject to
the amount of available space on the BEA Tuxedo file system. If not
specified, the default is 100 pages.

ULOGPFX = string_val ue
Specifies the absolute pathname prefix of the path for the user | og(3c)
message file on this machine. The value of ULOGPFX for a given machineis
used to create the user | og(3c) message file for al servers, clients, and
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administrative processes executed on that machine. If this parameter is not
specified, $APPDI R/ ULOG s used. imddyy” (month, day, year) is appended
to the prefix to get the actual log filename.

TUXOFFSET = of f set
Specifies the numeric offset in pages (from the beginning of the device) to the
start of the BEA Tuxedo file system that containsTteCONFI G for this
machine. The offset must be greater than or equal to 0 and less than the
number of pages on the device. The default offset is 0. The value of
TUXOFFSET, if non-zero, is placed in the environment of all servers booted on
amachine. SEENVFI LE in theMACHI NES section for a discussion of how this
value is used in the environment.

ENVFI LE = stri ng_val ue
Specifies that all clients and servers on the machine are to be executed with
the environment specified in the named file. If the value specifies an invalid
filename, no values are added to the environment. Lines must be of the form
i dent =val ue wherei dent begins with an underscore or alphabetic
character, and contains only underscore or alphanumeric characters. Within
theval ue, strings of the forn${ env} are expanded when the file is
processed using variables already in the environment. (Forward referencing
is not supported and if a value is not set, the variable is replaced with the
empty string). Backslash (\) may be used to escape the dollar sign and itself.
All other shell quoting and escape mechanisms are ignored and the expanded
val ue is placed into the environment.

Client programs process only tReCH NES ENVFI LE duringt pi ni t ()

When booting servers, local servers inherit the environmentiafot (1)

and remote servers (not on t&STER) inherit the environment of
t1isten(l). TUXCONFI G TUXDI R, andAPPDI R are also put into the
environment when a server is booted based on the information in the
associated/ACHI NES entry. An attempt to reset these three variables to
another value will not be allowed and will result in a warningboot and

t1i st en process the machimVvFi LE before starting the server, allowing
for the environment to indicate necessary pathnames for finding executable
and dynamically loaded files. Once the server is running, as part of server
initialization (before the application gets controf gsvri ni t ), a server will
read and export variables from both the machine and seMver LE files. If

a variable is set in both the machine and seEMeFI LE, the value in the
serverENVFI LE will override the value in the machimavFI LE.
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PATHand LD_LI BRARY_PATH are treated specially. Before a server is
activated, the machine ENVFI LE is scanned to find the first occurrence of a
PATHoOr LD LI BRARY_PATH variable; embedded environment variables
within either PATH variable are not expanded. PATHand LD LI BRARY_PATH
areused to find pathnamesfor executable and dynamically loaded files. PATH
will always be prefixed with:

${ APPDI R} : ${ TUXDI R}/ bi n: / bi n:

if the value doesn't already begin with this string. This PATHwill be used asa
search path for serversthat are specified with asimple or relative pathname.
LD LI BRARY_PATHwill always be prefixed with:

${APPDI R} : ${ TUXDI R} /1 i b:/1ib:/usr/lib:

if the value doesn't already begin with this string. SHLI B_PATH s set on
HPUX and LI BPATH is set on Al X instead of LD_LI BRARY_PATH. LI Bis set
on Windows NT systems instead of LD LI BRARY_PATH.

This section provides information about server groups. This section must have at least
one server group defined in it (which can be added viat nconf i g(1) after the
TUXCONFI Gfile has been created). A server group entry provides alogical namefor a
collection of serversand/or services on amachine. The logical name is used asthe
value of the SRVGRP parameter in the SERVERS section to identify a server as part of
this group. SRVGRP is also used in the SERVI CES section to identify a particular
instance of a service with its occurrences in the group. Other GROUPS parameters
associate this group with a specific resource manager instance (for example, the
employee database). Lines within the GROUPS section have the form:

GROUPNAME required paraneters [optional paraneters]

where GROUPNANME specifiesthelogical name (st ri ng_val ue) of thegroup. Thegroup
name must be unique within al group names in the GROUPS section and LM D values
in the MACHI NES section and cannot contain an asterisk (*), comma, or colon. It must
be 30 charactersor less.

Required parameters are:

LM D=string valuel [, string val ue2]
Specifiesthat this group of servers resides on the machine symbolically
named by st ring_val uel in the MACHI NES section (or the default in SHV
mode). Each LMID value must be 30 characters or less. Up to two logical
machine hames can be specified. The second logical name, if given and if
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server group migration is enabled, indicates the machine to which the server
group can be migrated.

GRPNO = nurmber
Specifies the numeric group number associated with this server group. This
number must be greater than 0 and |ess than 30,000, and must be unique
among al entries in the GROUPS section.

Optional parameters are:

TMSNAME = string_val ue
Specifies the name of the transaction manager server a. out associated with
this group. This parameter must be specified for any group entry whose
serverswill participate in distributed transactions (transactions across
multiple resource managers—and possibly machines—that are started with
t pbegi n(3c), and ended withpconmi t (3c)/t pabor t (3c)). It specifies the
file (st ri ng_val ue) to be executed bynboot (1) when booting the server
group. The valuagMs is reserved to indicate use of the null XA interface. If a
non-empty value other thams is specified, then aLOGDEVI CE must be
specified for the machine(s) associated withitieD value(s) for this entry.
A unique server identifier is selected automatically for each TM server, and
the servers will be restartable an unlimited number of times.

ENVFI LE = stri ng_val ue
Specifies that all servers in the group are to be executed with the environment
specified in the named file. If the value specifies an invalid filename, no
values are added to the environment. Lines must be of the ttam=val ve
wherei dent contains only underscore or alphanumeric characters. Within
the val ue, strings of the forn${ env} are expanded when the file is
processed using variables already in the environment. (Forward referencing
is not supported and if a value is not set, the variable is replaced with an empty
string.) A backslash (\) may be used to escape the dollar sign and itself. All
other shell quoting and escape mechanisms are ignored and the expanded
val ue is placed in the environment.

TheENVFI LE is read after th®ACHI NES sectionENVFI LE (if one exists) and
before theSERVERS sectionENVFI LE (if one is specified).

TMSCOUNT = number
Specifies the number of transaction manager servers to start for the associated
group, if TMSNAME is specified. This parameter is optional and the default is
3. If specified and the value is non-zero, the minimum value is 2 and the
maximum value is 10. The servers are set up in an MSSQ set automatically.
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OPENI NFO= “string”

Specifies the resource manager instance-dependent information needed whe
opening the resource manager. The value must be enclosed in double quott
and must be less than or equal to 256 characters in length. This value is
ignored if TMSNAME is not set or is set tOvs. The format of th@PENI NFO

string is dependent on the requirements of the vendor providing the
underlying resource manager. The information required by the vendor must
be prefixed with ¥ m nane:,” which is the published hame of the vendor's
transaction (XA) interface followed immediately by a colon (3).

For BEA Tuxedo system databases, the format is:

OPENI NFO=" TUXEDQ D: fsconfig:dbname:openmode"

where ‘TUXEDQ D' is the published name of the BEA Tuxedo XA interface,
fsconfi g is the name of thESCONFI G on which the database resides,
dbnane is the name of the database, apénnode is one of f eadonl y” or
“readwrite”. For Windows NT and NetWare, the colon separator after

f sconfi g anddbnanme must be a semicolon.

For BEA Tuxedo system/SQL databases, the format is:
OPENI NFO=" TUXEDQ' SQL: fsconfig:dbname:openmode"

where" TUXEDO' SQL" is the published name of the BEA Tuxedo system/SQL
XA interface,f sconfi g is the name of theSCONFI Gon which the database
residesgdbnane is the name of the database, apdnnode is one of

“readonl y” or “readw it e”. For Windows NT and NetWare, the colon
separator aftefsconfi g anddbname must be a semicolon.

For BEA Tuxedo /Q databases, the format is:
OPENI NFO=" TUXEDQ' Qvt gmconfig:gspace”

where" TUXEDO' QW' is the published name of the BEA Tuxedo /Q XA
interface,gnconfi g is the name of theMCONFI G on which the queue space
resides andspace is the name of the queue space. For Windows NT and
NetWare, the colon separator afterconf i g must be a semicolon.

If TMSNAME is set but th@PENI NFOstring is set to the null string"() or this
parameter does not appear on the entry, it means that a resource manager
exists for the group but does not require any information for executing an
open operation.
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Passwords that are passed to a resource manager in the OPENI NFO string can
be stored in either clear text or encrypted form. Encrypting of passwordsis
done by thet ml oadcf utility. To encrypt a password, you first enter a series
of five or more continuous asterisksin the OPENI NFOstring at the place where
you want the password to go. When t ni oadcf encounters the string of
asterisks, it prompts the user to create a password. For example:

>t m oadcf -y e:/w e5/sanpl es/ at m / bankapp/ xx
Password for OPEN NFO ( SRVGRP=BANKBL1) :

The password is stored in the TUXCONFI Gfilein encrypted form.

Note: If the user then generates a UBBCONFI Gfile using t munl oadcf, the password
is printed in encrypted form with @@as delimiters.

CLOSEI NFO = “string”

Specifies the resource manager instance-dependent information needed when
closing the resource manager. The value must be enclosed in double quotes
and must be less than or equal to 256 characters in length. This value is
ignored ifTMBNAME is not set or is set tovs. The format of the&l OSEI NFO

string is dependent on the requirements of the vendor providing the
underlying resource manager. The information required by the vendor must
be prefixed with ¥ m nane:,” which is the published name of the vendor's
transaction (XA) interface followed immediately by a colon (:). For BEA
Tuxedo system/SQL databaseSL@SElI NFO string is not used. IFVSNAVE

is set but the&L OSEI NFO string is set to the null string*() or this parameter

does not appear on the entry, it means that a resource manager exists for the
group but does not require any information for executing a close operation.

The NETGROUPS section describes the network groups available to the application in
theLAN environment. Any pair of machines may be in any number of network groups.
Two communicating nodes use the priority mechanism in order to determine how to
communicate between elements of its group.

EveryLM D must be a member of the default network gr@BFAULTNET. Machines
running BEA Tuxedo releases earlier than Release 6.4 (in WaRBROUPS became
available) can belong only to tlREFAULTNET network group. The network group
number NETGRPNO) for DEFAULTNET. is O (zero), and may not be changed. The default
priority of DEFAULTNET, however, may be modified.

The general format for entries in this section is:

NETGROUP requi red_paraneters [ optional paraneters ]
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where NETGROUP is the network group name. If NETGROUP is equal to DEFAULTNET
then the entry describes the default network group.

Thefollowing parameter is required:

NETGRPNO = nuneric_val ue
Thisis aunique network group humber which must be assigned by the
administrator for usein failover and failback situations. If thisentry describes
DEFAULTNET, then the numeric value must be O (zero).

The following parameter is optional:

NETPRI O = nuneric_val ue
Specifies the priority of this network group. A pair of machinesin multiple
network groups of the same priority will communicate in parallel over the
priority band aslong as ho network group of a higher priority is available. If
all the network links of a certain priority band have been torn down by the
administrator or by network conditions, then the next lowest priority band is
used. Retries of the higher priority bands will be attempted. For more
information, see the chapter on BEA Tuxedo networks in the BEA Tuxedo
Administrator’s Guide This value must be greater than zero and less than
8192. If not specified, the default is 100. Note that thisisthe only parameter
of the DEFAULTNET that can be altered.

Note: In Release 6.4, parallel data circuits are prioritized by network group
number (NETGRPNO) within priority group number. In future releases, a
different algorithm may be used to prioritize parallel data circuits.

The NETWORK section describesthe network configurationfor aL AN environment. For
each processor on which a bridge server islocated, an entry must be placed in the
NETWORK section giving the network address of the bridge process. An error is
generated if this section exists and LANis not specified for the OPTI ONS parameter of
the RESOURCES section.

The general format for entriesin this section is:
LM D required paraneters [optional paraneters]

where LM Disthelogical machinewherethe bridge processisplaced. LM Dmust have
direct accessto the network device to be used (as given in the BRI DGE parameter).

Thefollowing parameter is required:
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NADDR = string_val ue
Specifies the complete network address to be used by the bridge process
placed on the LM Dasitslistening address. Thelistening addressfor abridge
is the means by which it is contacted by other bridge processes participating
in the application. If st ri ng_val ue hasthe form “Oxhex-digits” or
“\\xhex-digits” , it must contain an even number of valid hex digits. These
forms are translated internally into a character array containing TCP/IP
addresses may aso be in either of the following two forms:

"// host. nane: port_nunber"
"//# # # #:port_number”

In the first of these formats, host nane isresolved to a TCP/IP host address
at the time the address isbound using the locally configured name resolution
facilities accessed via an operating system command. The"#. #. #. #" isthe
dotted decimal format where each # represents adecimal number in the range
0to 255. port_nunber isadecima number in the range O to 65,535. the
hexadecimal representations of the string specified.

The following parameters are optional:

BRIDGE=stri ng_val ue
Specifies the device name to be used by the bridge process placed on that
LM Dto access the network. The BRIDGE parameter is not required. In prior
releases, for networksthat were TL|-based, an absolute pathnamefor adevice
wasrequired asthe value of BRIDGE The network transport endpoint file path
has the form: /dev/ provi der _nane. For StarLAN thisis: /dev/starlan

NLSADDR= stri ng_val ue
Specifies the network address used by the tlisten (1) process servicing the
network on the node identified by the LM D. The network address used for
NLSADDRS of the same format as that specified for the NADDRparameter
above. If the address has the form “Oxhex-digits” or “\xhex-digits” ,
it must contain an even number of valid hex digits. TCP/I P addresses may be
inthe"//#. #. #. #: port" format. tmloadcf (1) prints an error if NLSADDRS
missing on any entry but the MASTER LMID, for which it prints a warning.
However, if NLSADDRS missing on the MASTER LMID, tmadmin (1) will not
be able to run in administrator mode on remote machines; it will belimited to
read-only operations. This aso means that the backup site will be unable to
to reboot the master site after failure.
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M NENCRYPTBI TS={ 0| 40| 128}
When establishing a network link to this machine, require at least this
minimum level of encryption. 0 means no encryption, while 40 and 128
specify the encryption key length (in bits). If this minimum level of
encryption cannot be met, link establishment will fail. The default is 0.

MAXENCRYPTBI TS={ 0| 40| 128}
When establishing a network link, negotiate encryption up to thislevel. 0
means no encryption, while40 and 128 specify the encryption length (in bits).
The default is 128

NETGROUP = string val ue
string_val ue isthe network group associated with this network entry. If
unspecified, then the default, DEFAULTNET, is assumed. The NETGROUP
parameter, if not set to DEFAULTNET, must have previously appeared as a
group name in the NETGROUPS section of thefile. All network entries with a
NETGROUP DEFAULTNET are represented in the T_MACHI NE class of the
TM_M B, while NETWORK entries associated with any other NETGROUP are
represented in the T_NETMAP class of the TM_M B to interoperate with
previous rel eases.

This section provides information on the initial conditions for servers started in the
system. The notion of a server as aprocessthat continually runs and waitsfor aserver
group’s service requests to process, may or may not apply to a particular remote
environment. For many environments, the operating system or perhaps aremote
gateway will be the sole dispatcher of services; when either of these isthe case, only
SERVI CE table entries (see next section) and no SERVER tabl e entries need be specified
for remote program entry points; BEA Tuxedo system gateway servers would
advertise and queue remote domain service requests. Host-specific reference pages
must indicate whether or not UBBCONFI G server table entries apply in their particular
environments, and if so, the corresponding semantics. Lines within the SERVERS
section have the form:

AQUT required paraneters [optional paraneters]

where AQUT specifiesthefile (st ri ng_val ue) to be executed by t nboot (1). t nboot
executes ACUT on the machine specified for the server group to which the server
belongs. t mhoot searches for the AouT file on its target machine. Thus, ACUT must
exist in afile system on that machine. (Of course, the path to AQUT can include RFS
connections to file systems on other machines.) If arelative pathname for a server is
given, the search for AOUT is done first in APPDI R, then in TUXDI R/ bi n, then in /bin,
and then in path> where path> is the value of the last PATH= line appearing in the
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machine environment file, if one exists. The values for APPDI Rand TUXDI R are taken
from the appropriate machine entry in the TUXCONFI G file. See ENVFI LE in the
MACH NES section for a more detailed discussion.

The following parameters are required:

SRVGRP = st ri ng _val ue
Specifies the group name for the group in which the server is to run.
st ring_val ue must bethelogical name associated with aserver groupin the
GROUPS section. It must be 30 characters or less. This association with an
entry in the GROUPS section means that AQUT is executed on the machine with
the LM D specified for the server group. It aso specifies the GRPNOfor the
server group and parametersto pass when the associated resource manager is
opened. All server entries must have a server group parameter specified.

SRVI D = number
Specifies an integer that uniquely identifies a server within a group.
Identifiers must be between 1 and 30,000 inclusive. This parameter must be
present on every server entry.

The optional parameters are divided into two categories: boot options and run-time
options. Boot options are used by t mboot (1) when it executes a server. Once running,
a server reads its entry from the configuration file to determine its run-time options.
The unique server ID is used to find the right entry.

Optional boot parameters are:

CLOPT = string_val ue
Specifies ser vopt s(5) options to be passed to AQUT when booted. If noneis
specified, the default is- A. st ri ng_val ue can be up to 256 charactersin
length.

For JavaServer, the CLOPT options are:

CLOPT="-A -- [java options]"

Where:

e java options areJavaVirtual Machine (JVM) options, similar to the
options that are passed to the j ava interpreter command.

Note: Useof thearchive-file andopti ons parametersto specify the
application JAR filewas deprecated in BEA WebL ogic Enterprise 5.1. For
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more information, refer to “JavaServer Parameters” on page 351 and “The
MODULES Section” on page 353.

SEQUENCE = nunber
Specifies when this server should be booted or shut down relative to other
servers. If theSEQUENCE parameter is not specified, servers are booted in the
order found in the&ERVERS section (and shut down in the reverse order). If a
mixture of servers with and without sequence numbers is given, all servers
with sequence numbers are booted first from low to high sequence number,
then all servers without sequence numbers are booted in the order they appe:
in the configuration file. Sequence numbers must be in the range between 1
and 9999.

M N = nunber
Specifies the minimum number of occurrences of the server to boot by
t nboot . If anRQADDR is specified ant Nis greater than 1, then the servers
will form an MSSQ set. The server identifiers for the servers wiifha D
up toSRvI D + MAX - 1. All occurrences of the server will have the same
sequence number, as well as any other server parameters. The value range
M Nis 0 to 1000. If not specified, the default is 1.

MAX = number
Specifies the maximum number of occurrences of the server that can be
booted. Initially,t mboot bootsMm N servers, and additional servers can be
booted up tavaX occurrences using the option oft nboot to specify the
associated server identifier. The value rangevfotris 0 to 1000. If not
specified, the default is the same valua/as.

MAXDI SPATCHTHREADS = nunber
Specifies the maximum number of concurrently dispatched threads which
each server process may spawmiXDl SPATCHTHREADS > 1, then as
separate dispatcher thread is used and does not count against this limit. It i
required tham NDI SPATCHTHREADS <= MAXDI SPATCHTHREADS. If not
specified, the default value for this parameter is 1.

M NDI SPATCHTHREADS = nunber
Specifies the number of server dispatch threads started on initial server boo
The separate dispatcher thread that is used WD SPATCHTHREADS > 1
is not counted as part of tiMeNDI SPATCHTHREADS value. It is required that
M NDI SPATCHTHREADS <=MAXDI SPATCHTHREADS. The default value for this
parameter is 0.
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THREADSTACKSI ZE = number
Specifies the stack size in bytesfor each server thread after theinitia thread.
If not specified or specified as O, the operating system default value is used.
This option has an effect on the server only when avalue greater than 1is
specified for MAXDI SPATCHTHREADS.

The optional run-time parameters are as follows:

ENVFI LE = stri ng_val ue
Requeststhe addition of the valuesin thisfileto the environment of the server
during itsinitialization. If a server is associated with a server group that can
be migrated to a second machine, the ENVFI LE must be in the same location
on both machines.

Note that this file is processed after the server starts. Therefore, it cannot be
used to set the pathnames used to find executable or dynamically loaded files
needed to executethe server; use the machine ENVFI LE instead. See ENVFI LE
inthe MACHI NES section for adiscussion of how thisfileisused to modify the
environment.

CONV={ Y| N}
Specifies whether or not the server is a conversational server. Connections
can only be made to conversational servers, and rpc requests (via
t pacal I (3c)ort pcal I (3c)) canonly be madeto non-conversational servers.
The default isN.

RQADDR = st ri ng_val ue
Specifies the symbolic name of the request queue for AQUT. It must be 30
charactersor less. If not specified, aunique key (GRPNO. SRvI D) ischosen for
aqueue that AOUT accesses. Specifying the same RQADDR for more than one
server is the way multiple server, single queue (M SSQ) sets are achieved. If
two servers are given an RQADDR with the same queue name, they must be in
the same server group.

RQPERM= nunber
Specifies the numeric permissions on the request queue. nunber is specified
in the usual UNIX fashion (for example, 0600). If RQPERMIs not specified,
and a PERMi s specified in the RESOURCES section, then that value is used.
Otherwise, avalue 0666 is used. The value can be between 0001 and 0777,
inclusive.
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REPLYQ = { Y| N}

Specifies whether areply queue should be established for the AQUT. If Y is
specified, the reply queue is created on the same LM D as the AQUT. The
default isN. For serversin an M5SQset, serversthat expect replies should have
REPLYQsSetto Y.

RPPERM = nunber

Specifies the numeric permissions on the reply queue. number is specified in
the usual UNIX fashion (for example, 0600). If RPPERMIs not specified, the
default value 0666 is used. If requests and replies are both read from the same
gueue, only RQPERM need be specified; RPPERMIs ignored. The vaue can be
between 0001 and 0777, inclusive.

RCVD = string val ue

If AQUT isrestartable, this parameter specifies the command that should be
executed when AQUT abnormally terminates. The string, up to the first space
or tab, must be the name of an executable UNIX file, either afull pathname
or relative to APPDI R (do not attempt to set a shell variable at the beginning
of the command). The command name may be optionally followed by
command-line arguments. Two additional arguments are appended to the
command line: the GRPNO and SRVI D associated with the restarting server.
string_value is executed in parallel with restarting the server.

MAXGEN = nunber

If AQUT isrestartable, this parameter specifiesthat it can be restarted at most
number - 1 timeswithin the period specified by GRACE. The value must be
greater than 0 and lessthan 256. If not specified, the defaultis 1 (which means
that the server can be started once, but not restarted).

GRACE = nunber

If AOUT isrestartable, this parameter specifiesthat it can have up to MAXGEN
lives within the specified number of seconds. The value must be greater than
or equal to 0 and less than 2147483648. If 0, the AQUT can be restarted an
unlimited number of times. If GRACE is not specified, the default is 86,400
seconds (24 hours).

RESTART={ Y| N}

Specifies whether or not AQUT is restartable. The default is N. If server
migration is specified, RESTART must be set to Y. Note that a server
terminated with a SI GTERMsignal cannot be restarted; it must be rebooted.
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JavaServer
Parameters

SYSTEM ACCESS identifier[,identifier]

Specifies the default mode used by BEA Tuxedo system libraries within
application processesto gain access to BEA Tuxedo system’sinternal tables.
Valid accesstypes are FASTPATH or PROTECTED. FASTPATH specifiesthat the
internal tables should be accessible by thelibrariesviashared memory for fast
access. PROTECTED specifies that while the internal tables are accessible by
BEA Tuxedo system libraries via shared memory, the shared memory for
these tablesis not accessible outside of the BEA Tuxedo system libraries.
NO_OVERRI DE can be specified (either alone or in conjunction with FASTPATH
or PROTECTED) to indicate that the mode sel ected cannot be overridden by an
application process. If SYSTEM ACCESS is not specified, the default mode is
determined by the setting of the SYSTEM ACCESS keyword in the RESOURCES
section.

The following parameters are specific to JavaServer:

SRVTYPE=JAVA

If SRVTYPEissetto JAVA, it indicatesthat the server isaJavaServer. If at least
one MODULE attribute is specified for this server or the name of the server is
JavaSer ver (not case sensitive), JAVA becomes the default value.

SRVGRP—the name of the BEA WebLogic Enterprise group inGReurs
section of theJBBCONFI Gfile.

SRVI D—a numeric identifier of the server in the group.

MAXEJBCACHE—the capacity of the EJB cache. You use this parameter to specify
the maximum number of beans that can be cached (that is, not passivated) at one
time. This parameter is used for performance tuning. The following values can

be specified:

By default, ifMAXEJBCACHE is not specified, the cache size is set to the larger

of 10 or the number of threads@ption) + 1.

The maximum number of beans that can be contained in the cache where n
is greater than zero.

Disables the cache and resultsin the same behavior asin BEA WebLogic
Enterprise 5.0.
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Note: Itisvery important that you set the cache accurately for your EJB application
asit directly affects performance. For more information, refer to the BEA
WebLogic Enterprise Administration Guide.

m EJBCACHE_FLUSH—the number of minutes between EJB cache flushes. At the
interval specified by this value, all beans that are not currently involved in a
transaction or a method invocation are passivated and their memory is released.
You can specify the following values:

n The flush time in minutes, where n is greater than zero.

0 No time-determined flush. The beans are passivated only when the cache
becomes full. Thisisthe default if EJBCACHE _FLUSH is not set.

m java options— The JavaServer command-line options (CLOPT) are Java
Virtual Machine (JVM) options, similar to the options that are passed to the java
interpreter command. For more information on these options, refer to the BEA
WebLogic Enterprise Administration Guide.

Note: The JavaServer MODULEar chi ve_fi | e, and opt i ons parameters were
deprecated in BEA WebL ogic Enterprise 5.1. To replace the MODULE
parameter, the MODULESection was added to the UBBCONFIdile. For a
description of the MODULESection, refer to “The MODULES Section” on
page 353.
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The MODULES
Section

When you use BEA WebL ogic Enterprise 5.1 or later software to write applicationsin
Java, you specify the JavaServer parameters in the SERVERS and MODULES section of
the UBBCONFI Gfile.

Notes: Inthe 5.1 release, a MODULES section was added to the UBBCONFI Gfileto
replacethe MODULE line(s) andthe ar chi ve_fi | eand opt i ons parametersin
the JavaServer command-line options (CLOPT) in the SERVERS section. The
deprecated parameters are described in section “JavaServer Parameters” on
page 351. Th&ODULES section must follow th8ERVERS section in the
UBBCONFI Gfile.

The MODULES section format is as follows:

* MODULES
<nmodul e_nanme> SRVGRP=<gr oup_nane>

SRVI D=<ser ver_i d>

FI LE=<fi | ename>

[ ARGS=<ar gunent s>|

[ CLASSPATH=</ ocal _cl asspat h>]
[ <nodul e_nane2> -

The MODULES section parameters are as follows:

<nmodul e_nanme>
Identifies this module within this domain. This is a logical name that will be
used when referring to this module (required parameter).

SRVGRP=<gr oup_nane>
Specifies the name of the server group (required parameter).

SRVI D=<ser ver_i d>
Specifies the ID of the server (required parameter).

FI LE=<fi | enane>
Specifies the JAR file that contains the EJB or CORBA descriptor, the remote
and home interfaces, the implementation classes for the remote and home
interfaces, the classes for the stubs and keys, and so on (required parameter).
The JAR file typically contains the class that actually implements the
module’s business logic, but it is not required to do so.

ARGS=<ar gunent s>
Provides values that will be used to initialize the module (optional
parameter).
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Section

CLASSPATH=</ ocal _cl asspat h>

Indicates a “local class path” that can specify additional classes that may be
required by the main JAR (optional parameter). For example, this paramete!
can be used for third party utility classes, business libraries, and so on. This
parameter follows the standard Java class path semantics and is searched af
searching the system/server class path and the main jar of the module. For tf
BEA WebLogic Enterprise 5.1 and later releases, only JAR or ZIP files may
be specified.

For all files, if an absolute path is given, that path will be used. If a relative
path is specified, it will be relative to thePDI R specified earlier in the
UBBCONFI Gfile. SinceAPPDI Rrepresents one or more paths (separated by
“"), all path combinations are checked when a relative path is used and the
first match is used.

Note: TheUBBCONFI G parser will recognize illegal fields and inform the user. The

order of the fields does not matter.

For more information about using tMeDULES section, refer to théBEA WebLogic
Enterprise Administration Guide.

This section is used to configure connection pooling for Java Database Connectivity
(JDBC). Pooling of JDBC connections is provided by the BEA WebLogic Enterprise
infrastructure to conserve resources and improve performance. Each entry in the
section represents a JDBC connection pool. This section has the following

characteristics:

m The entries in this section start with the nhames of connection pools.

m TheSRvI D andSRVGRP statements must refer to a Java server that is specified in

the SERVERS section.

m  Only theSRVGRP, SRVI D, MAXCAPACI TY, andCAPACI TYI NCR attributes are
required for entries.

m Some attributes are dependent on the version of the JDBC driver.
Required parameters are:

SRVI D=nunmber
number isaserver ID listed in the SERVERS section. This identifies the Java server
for which the connection pool is being configured. nunmber isanumber from 1 to
30,001.
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SRVGRP=st ri ng
st ri ng isaname of aserver group for identifying the JavaServer for which the
connection pool isbeing configured. st r i ng can befrom 1to 30 charactersin length.
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MAXCAPACI TY=nunber

number isthe maximum number of connections supported by the connection poal.
number can be any number greater than 0.

CAPACI TYI NCR=number
nurber isthe number of connections added to the pool when the current limit is

exceeded but the maximum capacity is not yet reached. number can be any humber
greater than 0.

Parameters required for JIDBC driver versions earlier than 2.0 (optional otherwise):

DRI VER=stri ng
st ri ng isthe Javaclass name. It isnot necessary to specify this attribute in the case
of adriver that isJDBC 2.0-compliant. st ri ng can be from 0 to 256 characters
in length.

URL=stri ng
stringisaURL. Itisnot necessary to specify this attribute for a JDBC driver that
isJDBC 2.0-compliant. st ri ng can from 0 to 256 characters in length.

PROPS=st ri ng
stri ng describes vendor-specific properties of the JDBC driver and can be from 0
to 256 charactersin length. A password in this string can be encrypted. To store a
password in encrypted form, you enter a continuous string of five or more asterisks at
the place where you want the password to go. Whent ml oadcf encountersthisstring,
it prompts the user to enter the password. For example:
>tm oadcf -y e:/w e5/ sanpl es/at m / bankapp/ xx
Password for PROPS ("pool 1" SRVGRP=GROUP1 SRVI D=6) :

The password is then stored in the TUXCONFI Gfilein encrypted form.
For more information about encrypting passwords, refer to the BEA
WebLogic Enterprise Administration Guide.

Optiona parameters:

DBNAME=St ri ng
st ri ng isthe database name and can be from 0 to 30 charactersin length. This
corresponds to the standard JDBC databaseName property.

DBUSER=st ri ng
st ri ng isthe account name of the user and can be from 0 to 30 charactersin
length.

DBPASSWORD=st r i ng
st ri ng isthe database user password and can be from 0 to 64 charactersin
length.Thiscan be specified as clear-text or it can beencryptedusingt mi oadcf. To
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encrypt the password, enter a continuous string of five or more asterisks as a
placeholder for the password. When t m oadcf encounters the string of
asterisks, it prompts the user to select a password. For example:

>t m oadcf -y e:/w e5/sanpl es/ at m / bankapp/ xx
DBPASSWORD (" pool 2" SRVGRP=GROUP1 SRVI D=5):

The encrypted password is then stored in the TUXCONFI Gfile. The user can
uset nunl oadcf to generate a UBBCONFI Gfile in which the password is
written in encrypted form. The encrypted password is surrounded by @@as
delimiters. After the password is stored in this encrypted form in the
UBBCONFI Gfile, the user is not prompted to create a password when that
UBBCONFI Gfileisloaded using t m oadcf .

For more information about encrypting passwords, refer to the BEA
WebLogic Enterprise Administration Guide.

USERRCOLE=stri ng
string isthe SQL role of the user and can be from 0 to 30 charactersin
length.

DBHOST=stri ng
st ri ng isthe host name of the database server and can be from 0 to 30 charactersin
length.

DBNETPROTOCOL=stri ng
st ri ng can be from 0 to 30 charactersin length and is the protocol used to
communicate with the database.

DBPORT=numnber
nunber is the port used for database connections and can be a number from 0 to 64.

ENABLEXA= [ Y | N ]
If set to Y, indicates that the connection pool supports XA mode. Default is N.

CREATEONSTARTUP= [ Y | N ]
If set to Y, indicates that the connection pool is created when the server is started.
Otherwise the poal is created when the first request arrives. Default is Y.

LOG NDELAY=del ay
del ay is the number of seconds to wait between each attempt to open a connection
to the database. Some database servers cannot handle multiple requests for
connectionsin rapid succession. This property alowsyou to build in asmall delay to
alow the database server to catch up. del ay can be any number O or larger. Default
isO.
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I Nl TCAPACI TY=connect i ons
The sum of connect i ons and CAPAC! TYI NCRisthe number of connections
initially supported in the connection pool. This should not exceed MAXCAPACI TY.
connect i ons can be any number greater than 0. The default is CAPACI TYI NCR.

ALLOMSHRI NKING=[ Y | N ]
If set to Y, enables connection pool shrinking. Default is N.

SHRI NKPERI OD=mi nut es
The length of time during which the server shrinks the pool to itsinitial capacity if
additional connections are not used. Specified in minutes. If thisattribute is specified,
ALLOWSHRI NKI NG must be enabled. ni nut es can be any number 1 or larger.

TESTTABLE=t abl e _nane
t abl e_nane isthe name of atablein the database that is used to test the viability of
connections in the connection pool. Thequery sel ect count(*) from
TESTTABLE isused to test a connection. Thetable must exist and be accessible to the
database user for the connection. t abl e_nane isastring of 0 to 256
characters. TESTTABLE isa mandatory parameter if a REFRESH interval is
specified or if TESTONRESERVE or TESTONREL EASE are specified.

REFRESH=/ nt er val
In conjunction with TESTTABLE, this parameter enables auto-refresh of connections
in pools. At the specified interva each unused connection in the pool is tested by
executing a simple SQL query on the connection. If the test fails, the connection’s
resources are dropped and a new connection is created to replaesitval can
be any number O or larger and specifies an interval in minutes.

TESTONRESERVE= [ Y | N ]
When set toy, the Java server tests a connection after removing it from the pool and

before giving it to the clienDefault is N.

TESTONRELEASE= [ Y | N ]
When set tdr, the Java server tests a connection before returning it to the connection
pool. If all connections in a pool are in use and a client is waiting for a connection, the
client will wait longer while the connection is tested. This feature requires
TESTTABLE. Default isN.

WA TFORCONN= [ Y | N
If set toY, enables an application to wait indefinitely for a connection if none is
currently available. If set th, request for a connection returns to calRefaultis Y
unless WAI TTI MEQUT s specified

WAl TTI MEQUT=wai t _i nt er val
wai t _i nt erval defines the interval (in seconds) for an application to wait for a
connection to become availableai t _i nt erval can be any number O or larger.
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The SERVICES ~ Thissection providesinformation on services used by the application. Lineswithin the
Section  SERVI CES section have the form:

SVCNM [ opti onal par anet er s]

where SVCNMisthe (st ri ng_val ue) nameof the service. SYCNvmust be 15 characters
or fewer in length.

There are no required parameters. Services need not belisted if no optional parameters
need to be set. Optional parameters are:

LOAD = number
Specifiesthat SvonMimposesaload on the system of nunber . nunber canbe
between 1 and 32767 inclusive. If not specified, the default is 50. A higher
number indicates a greater |oad.

PRI O= numnber
Specifies that SVCNMhas a dequeuing priority of the specified number. The
value must be greater than 0 and less than or equal to 100, with 100 being the
highest priority. The default is 50.

SRVGRP = st ri ng _val ue
This parameter saysthat any parameters specified apply to SVCNMwithin
server group st ri ng_val ue. The use of SRVGRP allows the same service to
have different parameter settings within different server groups. It must be 30
characters or less.

BUFTYPE = “t ypel[: subtypell, subtype2 . . . |[;type2[:subtyped[, ... 1]

A list of types and subtypes of data buffers accepted by this service. This
parameter can be up to 256 characters in length and a maximum of 32
type/subtype combinations are allowed. Types of data buffers provided with
BEA Tuxedo system areM_ (for FML buffers),vi EW X_C TYPE, or

X_COVMON (for FML views),STRI NG (for NULL terminated character arrays)
andCARRAY or X_OCTET (for a character array that is neither encoded nor
decoded during transmission). Of these types, wniw X_C TYPE, and
X_COVMON have subtypes. A view subtype gives the name of the particular
view expected by the service. Application types and subtypes can also be
added (seeuxt ypes(5)). For aTYPE that has subtypes, “*” can be specified
for the subtype to indicate that the service accepts all subtypes for the
associated type.
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A single service can only interpret a fixed number of buffer types, namely
those found in its buffer type switch (see t uxt ypes(5)). If the BUFTYPE
parameter is set to ALL, that service will accept all buffer typesfound in its
buffer type switch. Omitting the BUFTYPE parameter is equivalent to setting
itto ALL. If multiple entriesexist for the same service name but with different
SRVGRP parameters, the BUFTYPE parameter must be the samefor al of these
entries.

A type name can be 8 characters or less in length and a subtype name can be
16 characters or lessin length. Note that type and subtype names should not
contain semicolon, colon, comma, or asterisk characters (this will make it
hard to see where type and subtype values end).

Some examples of valid BUFTYPE specifications are:

BUFTYPE=FM. i nplies that the service takes FM. buffers.
BUFTYPE=VIEW* inplies that the service takes all subtypes
of FM vi ews.

RQUTI NG = st ri ng _val ue

Specifies the name of the routing criteria used for this service when doing
data dependent routing. If not specified, data dependent routing is not done
for thisservice. st ri ng_val ue must be 15 characters or lessin length. If
multiple entries exist for the same service name but with different SRVGRP
parameters, the ROUTI NG parameter must be the same for all of these entries.

SVCTI MEQUT = nunber

Specifiesthe amount of time, in seconds, that is allowed for processing of the
indicated service. The value must be greater than or equal to 0. A value of 0
indicatesthat the service will not betimed out. A timed-out service will cause
the server processing the service request to be terminated with a Sl GKI LL
signal. The default for this parameter isO.

Thefollowing parameters are for DTP applications only:

AUTOTRAN={ Y | N}

Specifies whether or not a transaction should automatically be started if a
request message is received that is not already in transaction mode. The
defaultisN.

TRANTI ME = nunber

Specifiesthe default timeout value in seconds for atransaction automatically
started for the associated service. The value must be greater than or equal to
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The
INTERFACES
Section

0 and lessthan 2147483648. The default is 30 seconds. A value of 0 implies
the maximum timeout value for the machine.

This section providesinformation for defining application-wide default parametersfor
CORBA or EJB interfaces used by the application. There are no required parameters
for CORBA interfaces unless you are implementing factory-based routing, a BEA
WebL ogic Enterprise feature that allowsyou to distribute processing to specific server
groups. If you areimplementing factory-based routing, you must specify thefollowing
parameters:

Table 0-46 Factory-based Routing Parameters

Inthissection...  You must specify...
| NTERFACES m  Names of the interfaces being used
m  Namesof the routing criteriathat the system should apply to each
interface
ROUTI NG Routing criteria
GROUPS Names of the server groups

Y ou do not need to list any CORBA interfaces if you do not want to specify any
parameters.

The following optional parameters are available.

AUTOTRAN = {Y | N}
Indicates that you want the system to automatically initiate a transaction on
every operation invocation and end it upon return from the invocation. The
AUTOTRAN parameter is only honored for interfaces that have the opt i onal
transaction policy. Otherwise, this parameter isignored. The default is N.

The transactional policy is specified in an implementation configuration file.
Thistransactional policy will becomethetransactional policy attribute of the
associated T_I FQUEUE M B object at runtime.

Before setting the AUTOTRAN val ue, the system administrator must know the
value of thetransactional policy assigned to theinterface by the programmer.
Without knowing the policy, the administrator’s expectations of run-time
AUTOTRAN functionality may be wrong.

If AUTOTRAN is set toY, you must also set tHe&RANTI ME parameter.
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AUTOTRAN=Y is not supported for EJB interfaces.

FACTORYROUTI NG = criterion-nane

PRI O =

SRVGRP

Specifies the name of the routing criterion to be used for factory-based
routing for this CORBA interface. You must specify a FACTORYROUTI NG
parameter for transactions requesting factory-based routing. This featureis
not supported for EJB.

number

An arbitrary number between 1 and 100 that represents the relative load that
the CORBA interface is expected to impose on the system. The numbering
schemeisrelative to the LOAD numbers assigned to other CORBA interfaces
used by this application. The default is 50. The value of LOADis used by the
BEA WebL ogic Enterprise system to select the best machine to enqueue a
request. The routing of the request causes the server’s total load to be
increased by theaaD factor of the CORBA interface requested.

number

Specifies thelequeui ng priority number for all methods of the CORBA
interface. The value must be greater than 0 and less than or equal to 100. 1(
is the highest priority. The default is 50.

= Sserver-group-nane

Indicates that any parameter defined in this portion of NERFACES

section applies to the interface within the specified server group. This feature
lets you define, for a given CORBA interface, different parameter values in
different server groups.

TRANTI ME = nunber

The length of the timeout (in seconds) for the transactions to be computed. I
AUTOTRAN is set toy, you must set thERANTI ME parameter. The value must

be greater than or equal to zero and must not extegd7, 483, 647

(2% - 1), or about 70 years. A value @fimplies there is no time out for the
transaction. (The default is 30 seconds.) This feature is not supported for EJE

TI MEQUT = nunber

Indicates the amount of time (in seconds) to allow for processing of a method
for this CORBA or EJB interface. The value must be greater than or equal to
0. A value of 0 indicates that the interface cannot time out. A timed-out
method causes the server processing the method for the interface to termina
with aSl &I LL event. We recommend specifying a time out value for the
longest-running method for the interface.
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The ROUTING
Section

This section providesinformation for data dependent routing of service requests using
FM. buffers and views. The routing criteria specified here are used only if the default
routing functions, _f rout e and _vr out e, are being used (seet uxt ypes(5)). Lines
within the ROUTI NG section have the form:

CRI TERI ON_NAME required paraneters

where CRI TERI ON_NAME isthe (st ri ng_val ue) name of the routing entry that was
specified on the services entry. CRI TERI ON_NAVE must be 15 characters or less in
length.

Required parameters are:

TYPE
Specifies the routing type. The default is TYPE=SERVI CE to ensure that
existing UBBCONFI G files used in BEA Tuxedo environments continue to
work properly. Use TYPE=FACTORY if you are implementing factory-based
routing for aBEA WebL ogic Enterprise interface.

FIELD=string val ue
Specifies the name of the routing field. It must be 30 characters or less. This
field isassumed to be an FM. buffer or view field namethat isidentified in an
FM. field table (using the FLDTBLDI Rand FI ELDTBLS environment variabl es)
or an FML view table (using the Vi EWDI Rand VI EWFI LES environment
variables), respectively. Thisinformation is used to get the associated field
value for data-dependent routing during the sending of amessage. If afield
in an FM_32 buffer will be used for routing, it must have a field number less
than or equal to 8191.

FI ELDTYPE=val ue
Specifies the type of the routing field. Field types supported are:
SHORT -215 ... 215 - 1 (16 hit)
LONG-231 ... 231 - 1 (32 hit)
FLOAT | EEE single-precision floating point numbers
DOUBLE | EEE double-precision numbers
CHAR A single character; an 8-bit quantity
STRI NG A null-terminated character array

RANGES = “string”
Specifies the ranges and associated server groups for the routing field.
st ri ng must be enclosed in double quot&s:i ng can be up to 2048
characters in length (except in Domains, whetrei ng can be up to 1024
characters). The format of string is a comma-separated ordered list of
range/group_name pairs (see Example below).

BEA Tuxedo Reference Manual 363



ubbconfig(5)

364

A rangeis either a single value (signed numeric value or character string in

single quotes), or a range of the form “lower - upper” (where lower and upper
are both signed numeric values or character strings in single quotes). Note
that “lower” must be less than or equal to “upper”. To embed a single quote
in a character string value (asdnBri en, for example), it must be preceded

by two backslashes @\ Bri en’ ). The valuem N can be used to indicate

the minimum value for the data type of the associat&tiD on the machine.

The valuevax can be used to indicate the maximum value for the data type
of the associatedl ELD on the machine. ThusM'N - -5"is all numbers

less than or equal to -5 anél © MAX” is all numbers greater than or equal to

6. The meta-charactefr ™ (wildcard) in the position of a range indicates any
values not covered by the other ranges previously seen in the entry; only ont
wildcard range is allowed per entry and it should be last (ranges following it
will be ignored).

The routing field can be of any data type supported/in A numeric routing
field must have numeric range values, and a string routing field must have
string range values.

String range values for string, carray, and character field types must be place
inside a pair of single quotes and cannot be preceded by a sign. Short and lor
integer values are strings of digits, optionally preceded by a plus or minus
sign. Floating point numbers are of the form accepted by the C compiler or
at of : an optional sign, then a string of digits optionally containing a decimal
point, then an optional or E followed by an optional sign or space, followed

by an integer.

The group name indicates the associated group to which the request is route
if the field matches the range. A group namedfifidicates that the request
can go to any group where a server offers the desired service.

Within a range/group pair, range is separated from the group name hy a “

BUFTYPE = “typel[ :subtypel[,subtype?...]][;type2[:subtype3/, . . . J]] . . .”

A list of types and subtypes of data buffers for which this routing entry is
valid. This parameter can be up to 256 characters in length and a maximum
of 32 type/subtype combinations are allowed. The types are restricted to be
eitherFM_, VI EW X_C_TYPE, or X_COMMON. No subtype can be specified for
typeFM., and subtypes are required for type&Ew X_C TYPE, andX_COMVON

(“*" is not allowed). Note that subtype names should not contain semicolon,
colon, comma, or asterisk characters. Duplicate type/subtype pairs cannot b
specified for the same routing criteria name; more than one routing entry car
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Files

Example

have the same criteria name aslong asthetype/subtype pairs are unigue. This

parameter is required. If multiple buffer types are specified for asingle

routing entry, the data types of the routing field for each buffer type must be

the same.

An example of arouting entry is:

BRNCH FI ELD=B_FLD RANGES="0-2: DBGL, 3- 5: DB&2, 6- 9: DBG3"

BUFTYPE="FM."

which sends buffers with field B_FLD values 0-2 to server group DBGL, values 3-5to
server group DBG2, and values 6-9 to DBG3; no other values are allowed.

If thefield valueis not set (for FML buffers), or does not match any specific range and

awildcard range has not been specified, an error is returned to the application.

The TUXCONFI G and TUXOFFSET environment variables are used to find the
TUXCONFI G configuration file on the MASTER machine.

# The followi ng configuration file defines a 2-site
# configuration with two nachi ne types. Data dependent

# routing is used.
* RESOURCES

| PCKEY 80952 # key for well
DOVAINID  My_Donmmi n_Name

u b 4196 # user
Ganb 601 # group id for
PERM 0660 # perm ssions for

known address

i pc structures
i pc structures
i pc access

MAXSERVERS 20 # at nost 20 sinultaneous servers

MAXSERVI CES 40 # offering at
MAXGTT 20 # at nost

MASTER SI TE1
SCANUNIT 10

SANI TYSCAN 12
BBLQUERY 180

BLOCKTI ME 30
DBBLWAIT 6

NOTI FY D PIN

OPTI ONS LAN, M GRATE
SECURITY  USER_AUTH
AUTHSVC AUTHSVC

nmost 40 services
20 si mul t aneous gl obal

MP # a nultiprocessor based bulletin board
LDBAL Y # performload bal ancing

#
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* MACHI NES

machl LM D=SI TE1 TUXDI R="/ usr 4/t uxbi n"
MAXACCESSERS=25
APPDI R="/ usr 2/ apps/ bank"
ENVFI LE="/ usr 2/ apps/ bank/ ENVFI LE"
TLOGDEVI CE="/ usr 2/ apps/ bank/ TLOG' TLOGNAMVE=TLOG
TUXCONFI G="/ usr 2/ apps/ bank/t uxconfi g" TYPE="3B2"
ULOGPFX="/ usr 2/ apps/ bank/ ULOG'
SPI NCOUNT=5

mach386 LM D=SI TE2 TUXDI R="/ usr 5/t uxbi n"
MAXACCESSERS=100
MAXWSCLI ENTS=50
APPDI R="/ usr 4/ apps/ bank"
ENVFI LE="/ usr 4/ apps/ bank/ ENVFI LE"
TLOGDEVI CE="/ usr 4/ apps/ bank/ TLOG' TLOGNAMVE=TLOG
TUXCONFI G="/ usr 4/ apps/ bank/t uxconfig" TYPE="386"
ULCGPFX="/ usr 4/ apps/ bank/ ULOG'

#

* GROUPS

DEFAULT: TMSNAME=TMS_SQL  TMSCOUNT=2
# For NT/ Net Ware, : bankdb: becones ; bankdb;
BANKB1 LM D=SITE1 GRPNO=1

OPENI NFO="TUXEDQ/ SQL: / usr 2/ apps/ bank/ bankdl| 1: bankdb: r eadw it e"

# For NT/ Net Ware, :bankdb: becones ; bankdb;
BANKB2 LM D=SI TE2 GRPNO=2

OPENI NFO="TUXEDQ/ SQL: / usr 4/ apps/ bank/ bankdl| 2: bankdb: r eadw it e"

DEFAULT:

AUTHGRP LM D=SI TE1 GRPNO=3

#

* NETWORK

SI TE1 NADDR="nmachl. 80952" BRI DGE="/dev/ st arl an"
NLSADDR="rmachl. serve"

#

SI TE2 NADDR="mach386. 80952" BRI DGE="/dev/ starl an"
NLSADDR="mach386. serve"

* SERVERS

#

DEFAULT: RESTART=Y MAXGEN=5 REPLYQ=Y CLOPT="-A"

TLR SRVGRP=BANKB1 SRVI D=1 RQADDR=tIr1l
CLOPT="-A -- -T 100"

TLR SRVGRP=BANKB1 SRVI D=2 RQADDR=tIr1
CLOPT="-A -- -T 200"

TLR SRVGRP=BANKB2 SRVI D=3 RQADDR=tIr2
CLOPT="-A -- -T 600"

TLR SRVGRP=BANKB2 SRVI D=4 RQADDR=tITr2
CLOPT="-A -- -T 700"

XFER SRVGRP=BANKB1 SRVI D=5
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Interoperability

Network
Addresses

XFER SRVGRP=BANKB2 SRVI D=6

ACCT SRVGRP=BANKB1 SRVI D=7

ACCT SRVGRP=BANKB2 SRVI D=8

BAL SRVGRP=BANKB1 SRVI D=9

BAL SRVGRP=BANKB2 SRVI D=10

BTADD SRVGRP=BANKB1 SRVI D=11

BTADD SRVGRP=BANKB2 SRVI D=12

AUTHSVR SRVGRP=AUTHGRP SRVI D=20

#

*SERVI CES

DEFAULT: LOAD=50 AUTOTRAN=N

W THDRAWAL PRI O=50 ROUTI NG=ACCOUNT_I D
DEPCSI T PRI O=50 ROUTI NG=ACCQUNT_I D
TRANSFER PRI O=50 ROUTI NG=ACCQUNT_I D

I NQUI RY PRI O=50 ROUTI NG=ACCQUNT_I D
CLOSE_ACCT PRI =40 ROUTI NG=ACCOUNT_I D
OPEN_ACCT PRI G=40 ROUTI NG=BRANCH_I| D
BR_ADD PRI G=20 ROUTI NG=BRANCH_I| D
TLR_ADD PRI O=20 ROUTI NG=BRANCH_| D
ABAL PRI O=30 ROUTI NG=b_i d

TBAL PRI O=30 ROUTI NG=b_i d

ABAL_BID PRI G=30 ROUTI NG=b_i d
TBAL_BID PRI O=30 ROUTI NG=b_i d SVCTI MEOQUT=300
#

#

*ROUTI NG

ACCOUNT_I D FI ELD=ACCOUNT_I D BUFTYPE="FM."

RANGES="M N - 9999: *, 10000- 59999: BANKB1, 60000- 109999: BANKB2, *: *"
BRANCH | D  FI ELD=BRANCH ID  BUFTYPE="FM."

RANGES="M N - 0:*, 1-5: BANKB1, 6- 10: BANKB2, *: *"
b_id FIELD=b_id BUFTYPE="VI EW aud"

RANGES="M N - 0:*, 1-5: BANKB1, 6- 10: BANKB2, *: *"

In an interoperating application, the master site must be the latest release available.
Parameter values for PM D (machine ADDRESS), LM D, TLOGNAME, group names,
RQADDR, service names, and ROUTI NG (routing criteria names) must be identifiers
(valid C identifiers that are not UBBCONFI G keywords) when interoperating with BEA
Tuxedo system.

Supposetheloca machine onwhich the bridgeisbeing runisusing TCP/IP addressing
and is named backus. conpany. com with address 155. 2. 193. 18. Further suppose
that the port number at which the bridge should accept requests is 2334. Assume that
port number 2334 has been added to the network services database under the name
bankapp- naddr . The address could be represented in the following ways:

/1155. 2. 193. 18: bankapp- naddr/ | 155. 2. 193. 18: 2334
/'l backus. conpany. com bankapp- naddr
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/I backus. conpany. com 2334
0x0002091E9B02C112

Thelast of these representationsis hexadecimal format. The0002 isthefirst part of a
TCP/IP address. The 091E is the port number 2334 translated into a hexadecimal
number. After that each element of the |P address 155. 2. 193. 1 istranslated into a
hexadecimal number. Thus the 155 becomes 9B, 2 becomes 02 and so

See Also  bui | dserver (1), t madmi n(1), t mboot (1), t mshut down(1), t m oadcf (1),
t munl oadcf (1), t pi ni t (3¢), buf f er (3c), ser vopt s(5), BEA Tuxedo
Administrator’'s GuideBEATuxedo Programmer's GuidBEA WebLogic Enterprise
Administration Guide

368 BEA Tuxedo Reference Manual



udfk(5)

udfk(5)

Name

Description

udf k—description file for form user-defined function keys

mo -u file
export UDFK=file

do_f orm("formanme", NULL)

Predefined character sequences constitutés function key set. This same set of
sequences is used by_f or n(3). These sequences can be changed by listing their
replacements in thedf k file, and passing thedf k filename toni o in the- u option,

or setting the UDFK environment variable far_f or m(3).

The format of theudf k file is described and demonstrated below. Blank lines and lines
beginning with an asterisk in column one are comments, and are ignored. All other

lines consist of two white space separated sequences, optionally followed by a

comment. The first sequence or string should be a special keyword describing the
command key. The keywords are listed below. The second sequence should consist of

a string containing the new character sequence for the command key. Unprintable
characters may be represented using an escape sequence. The escape sequence consists
of a backslash followed by exactly two hexadecimal digits.

The table below lists the keyword names and their defaults. It is in proper description
file format.

HP \01 help

PP \02 previous page

IC \03 insert character
Qr \04 quit

NP \06 Next page

BS \08 backspace

FF \09 forward field
DL \0a down line

UL \Ob wup line

FS \0c forward space

CR \0d carriage return
EM \0O0e print error message
BF \Of back field

RF \10 repaint form
\'14 hone cursor

\15 delete character
F11 \16 |eave key

DD \17 display defaults
CL \18 clear

PR \19 print
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ES \1b! shell escape

CF \1b$ delete fromcursor to end of field
DF \1b@ delete all characters fromfield
FO \1bO |eave key

F1 \1bl |eave key

F2 \1b2 |eave key

F3 \1b3 |eave key

F4 \1b4 |eave key

F5 \1b5 |eave key

F6 \1b6 |eave key

F7 \1b7 |eave key

F8 \1b8 |eave key

F9 \1b9 |eave key

When the description file contains only apartial list of keywords, keywords not
appearing in the file keep their previous values.

Notices  mi o and do_f or n{) perform the first command that matches the user input. Hence,
when the character sequence for one command is a leading substring of the sequence
for another command, the | atter is never performed.

See Also i o(1), udf k_t est (1), do_f or n(3), BEA Tuxedo Administrator's Guide
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viewfile(5)
Name

Description

VIEW
Descriptions

vi ewf i | e—source file for view descriptions

Viewfiles are source files for descriptions of one or more C data structures, or *views."
When used as input to thieewc (1) command, the viewfile forms the basis for a binary
file (filenamevi ew fi I enane.V) and a header files( ew fi I enane.h).

The binary. v files are used two ways in the BEA Tuxedo system:

m For programs that ugeft os(3) andrvst of (3), the. V file is interpreted at run
time to effect the mapping between FML buffers and C structures.

m For programs allocating typed buffers of tygeewthe. V file is searched for a
structure of the name provided in thebt ype argument of pal | oc(3).

The. h file must be included in all programs using the view so that structure members
can be referenced by their logical names.

Each view description in a source viewfile consists of three parts:

A line beginning with the keywordvt EW, followed by the name of the view
description; the name can have a maximum of 33 characters and must be a valid
C identifier (that is, it must start with an underscore or an alphabetic character
and contain only alphanumeric or underscore characters); when used with

t pal I oc(3), the name can only have a maximum of 16 characters.

m A list of member descriptions, each line containing 7 fields.
m Aline beginning with the keywordeND.”

The first line of each view description must begin with the keywwr@&W followed

by the name of the view description. A member description (or mapping entry) is a line
with information about a member in the C structure. A line with the keywend'

must be the last line in a view description. Lines beginning witlae treated as
comments and ignored.
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Thus, a source view description has this general structure:

VI EW vnanme

# type cnanme fbname count flag size nul

H oomoe mmoeo oeeoee oo e,
-------------- nmenber descriptions-------------------
END

In the view description, the variable fields have the following meaning:

vnane

type

cnane

f bnane

count

flag

The name of the view description, and should be avalid C identifier name,
sinceit is also used as the name of a C structure.

Thetype of the member, and is specified as one of the following: int, short,
long, char, float, double, string, carray or dec _t; if typeis’™’, the type of the
member is defaulted to the type of f bnane if the view is mapped to FML
buffers.

Theidentifier for the structure member, and should be avalid C identifier
name, since it isthe name of a C structure member. If the view is mapped to
FML buffers, it cannot be avalid f bnane.

The name of the field in the fielded buffer; this name must appear in either a
field table file or afield header file. For views not mapped to FML buffers,
thisfield isignored but must contain a place holder value such as adash ().

The number of elements to be allocated (that is, the maximum number of
occurrences to be stored for this member); must be less than or equal to
65,535.

A list of options, optionally separated by commas, or “-” meaning no options
are set; see below for a discussion idg options. For views not mapped to
FML buffers, this field may contain th@and/orL options, or must contain a
dash () place holder value.
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Flag Options

si ze

nul |

The size of the member if the typeis either string or carray; must be less than

or equal to 65535. For 32-bit FML, the max sizeis 2 to the 32nd or several
gazillion. For the dec_t type, si ze istwo numbers separated by acomma, the

first being the number of bytesin the decimal value (it must be greater than 0

and less than 10) and the second being the number of decimal places to the

right of the decimal point (it must be greater than 0 and less than two times

the number of bytes minus one). For other field types, ‘-’ should be specified,
and the view compiler will compute the size.

The user-specified null value or ‘-’ to indicate the default null value for that
field; see below for a discussion of null values.

The following is a list of the options that can be specified asithg element of a
member description in a view description. Note that.thedC options generate
additional structure members even for views that are not FML-based.

C

This option specifies that an additional structure member, called the
associated count member (ACM), be generated, in addition to the structure
member described in the member description (even for views that are not
FML-based). When transferring data from a fielded buffer to a structure, each
ACM in the structure is set to the number of occurrences transferred to the
associated structure member. A value of 0 in an ACM indicates that no fields
were transferred to the associated structure member; a positive value
indicates the number of fields actually transferred to the structure member
array; a negative value indicates that there were more fields in the buffer than
could be transferred to the structure member array (the absolute value of the
ACM equals the number of fields not transferred to the structure). During a
transfer of data from a structure member array to a fielded buffer, the ACM
is used to indicate the number of array elements that should be transferred.
For example, if a member's ACM is set to N, then the first N non-null fields
are transferred to the fielded buffer. If N is greater than the dimension of the
array, it then defaults to the dimension of the array. In either event, after the
transfer takes place, the ACM is set to the actual number of array members
transferred to the fielded buffer. The type of an ACM is declared to be short
(32-bit long integer for VIEW32), and its name is generated asri&re",
wherecnane is thecnane entry for which the ACM is declared. For example,
an ACM for a member namedr t s would be declared as follows:

short C parts;
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Itispossiblefor the generated ACM nameto conflict with structure members
whose names begin with a"C_" prefix. Such conflictswill be reported by the
view compiler, and are considered fatal errors by the compiler. For example,
if astructure member hasthename"C_parts', it would conflict with the name
of an ACM generated for the member "parts'. Note also that the view

compiler will generate structured record definitions for ACM and ALM (see
the L option, below) memberswhen you specify the-r command-line option.

Specifies one-way mapping from structure to fielded buffer (this optionis
ignored for views that are not FM L -based). The mapping of a member with
this option is effective only when transferring data from structures to fielded
buffers.

This option is used only for member descriptions of type carray or string to
indicate the number of bytes transferred for these possibly variable length
fields. If astring or carray fieldisalwaysused asafixed length dataitem, then
this option provides no benefit. The L option generates an associated length
member (ALM for astructure member of type carray or string (even for views
that are not FML -based). When transferring data from afielded buffer to a
structure, the ALMis set to the length of the corresponding transferred fields.
If afield’slength in the fielded buffer exceeds the space allocated in the
mapped structure member, only the allocated number of bytesistransferred.
The corresponding ALMis set to the size of the fielded buffer item. Therefore,
if the ALMis greater than the dimension of the structure member array, the
fielded buffer information was truncated on transfer. When transferring data
from a structure member to afield in afielded buffer, the ALMis used to
indicate the number of bytes to transfer to the fielded buffer, if it is a carray
typefield. For strings, the ALMisignored on transfer, but is set afterwards to
the number of bytes transferred. Note that since carray fields may be of zero
length, an ALMof 0 indicates that a zero length field should be transferred to
the fielded buffer, unless the value in the associated structure member isthe
null value. An ALMis defined to be an unsigned short (32-bit unsigned long
integer for VI EWB2), and has a generated name of "L_cnane", where cnane
isthe name of the structure for which the ALMis declared. If the number of
occurrences of the member for which the ALMis declared is 1 (or defaults to
1), then the ALMis declared as:

unsi gned short L_cnane;
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whereas if the number of occurrencesis greater than 1, say N, the ALM is
declared as:

unsi gned short L_cnane[N];

and isreferred to as an ALM Array. In this case, each element in the ALM
array refersto acorresponding occurrence of the structure member (or field).
It is possible for the generated ALMname to conflict with structure members
whose names begin with a"L_" prefix. Such conflicts will be reported by the
view compiler, and are considered fatal errors by the compiler. For example,
if astructure member hasthe name "L_part s", it would conflict with the
name of an ALMgenerated for the member "parts'. Note also that the view
compiler will generate structured record definitions for ACMand ALM(see the
C option, above) members when you specify the - r command-line option.

Specifies zero-way mapping, that is, no fielded buffer is mapped to the C
structure (this option isignored for views that are not FML-based). This can
be used to allocate fillersin C structures.

This option can be used to affect what value isinterpreted as a null value for
string and carray type structure members (thisoptionisignored for viewsthat
arenot FML-based). If this option isnot used, astructure member isnull if its
valueis equa to the user-specified null value (without considering any
trailing null characters). If this option is set, however, amember is null if its
valueis equd to the user-specified null value with the last character
propagated to full length (without considering any trailing null character).
Note that a member whose value is null will not be transferred to the
destination buffer when dataistransferred from the C structure to the fiel ded
buffer. For example, a structure member TEST is of type carray[25] and a
user-specified null value "abcde" is established for it. If the P option isnot set,
TEST is considered null if the first five charactersare a, b, ¢, d, and e,
respectively. If the P optionisset, TEST isnull if thefirst four characters are
a, b, c, and d, respectively, and the rest of the carray must contain the
character “e” (21 e's).

Specifies one-way mapping from fielded buffer to structure (this option is
ignored for views that are not FML-based). The mapping of a member with
this option is effective only when transferring data from fielded buffers to

structures.
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376

Variables

Null values are used in views to indicate empty C structure members. Default null
values are provided, and you may aso define your own.

Thedefault null valuefor al numeric typesisO (0.0 for dec_t); for char types, itis"\";

and for string and carray types, itis"".

Escape convention constants can also be used to specify anull value. The view
compiler recognizes the following escape constants: ddd (where d isan octal digit), O,
ntv,brf,, ° and".

String, carray, and char null values may be enclosed in double or single quotes.
Unescaped quotes within a user-defined null value are not accepted by the view
compiler.

Alternatively, an element is null if its valueis the same as the null value for that
element, except in the following cases:

m If the P option is set for the structure member, and the structure member is of
string or carray type; see above for details on the P option flag.

m If amember is of type string, its value must be the same string as the null value.

m If amember is of type carray, and the null valueis of length N, then the first N
charactersin the carray must be the same as the null vaue.

You can also specify the keyword “NONE” in the null field of a view member
description, which means there is no null value for the member.

The maximum size of defaults for string and character array members is 2660
characters.

Note that for string members, which usually end with"ad "0" is not required as the
last character of a user-defined null value.

VI EWFI LES
Should contain a comma separated list of object viewfiles for the application.
Files given as full pathnames are used as is; files listed as relative pathname
are searched for through the list of directories specified byitBeD R
variable (see below).

VI EWDI R
Specifies a colon-separated list of directories where view object files can be
found. If Vi EMDI Ris not set, then its value is taken to be the current directory.

Forvi EWB2, the environment variabh EWFI LES32 andVI EWDI R32 are used.
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Examples

See Also

# BEG NNI NG OF AN FML- BASED VI EWFI LE

VI EW custd

$/* This is a coment

#

#t ype chane

#

carray bug BUG CURS 4

| ong custid CUSTI D 2
short super SUPER_NUM 1

| ong youi d ID 1

fl oat tape TAPE_SENT 1
char ch CHR 1
string action ACTI ON 4
END

# BEG NNI NG OF AN | NDEPENDENT
VI EW vi ewx

$ /* View structure for viewx
#

#type cnane fbname count fl
#

int in 1
short sh 2

| ong lo 3

char ch 1

fl oat fl 1
doubl e db 1
string st 1
carray ca 1

END

b

*/

fbnam count flag size null

- 12 "no bugs"
- - -1
- - 999
- - -1
- - -.001
- - "o"
- 20 "no action"

VI EWFI LE
informati on */

ag size null

vi ewc (1), t pal | oc(3), Fvft os(3), Fvst of (3), BEA Tuxedo FML Programmer’s

Guide
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Name

Synopsis

Description

Ws_M B—BEA Tuxedo system Workstation Management Information Base

#i ncl ude <fni32. h>
#i ncl ude <t padm h>

The BEA Tuxedo system MIB defines the set of classes through which a Workstatior
group (one WSL and its associated WSH processes) may be managed.

Ws_M B(5) should be used in combination with the generic MIB referenceNp&{®)

to format administrative requests and interpret administrative replies. Requests
formatted as describedimB(5) using classes and attributes described in this reference
page may be used to request an administrative service using any one of a number c
existing ATMI interfaces in an active applicatiais._M B(5) consists of the following
classes:

Table0-47 WS _MIB Classes

Class Name | Attributes

T WSH Workstation
Handler

T WSL Workstation
Listener

Each class description section has four subsections:

Overview
High level description of the attributes associated with the class.

Attribute Table
A table that lists the name, type, permissions, values and default for each
attribute in the class. The format of the attribute table is described below.

Attribute Semantics
Tells how each attribute should be interpreted.

Limitations
Limitations in the access to and interpretation of this class.
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Attribute Table
Format

TA_FLAGS
Values

FML32 Field
Tables

Limitations

Asdescribed above, each classthat isapart of thisMIB isdefined below in four parts.
One of these partsisthe attribute table. The attribute table is a one-page reference
guide to the attributes within a class and how they may used by administrator’s,
operator’s and general user’s to interface with an application. There arefive
components to each attribute description in the attribute tables; name, type,
permissions, values and default. Each of these componentsis discussed in M B(5).

M B(5) defines the generic TA_FLAGS attribute which isalong valued field containing
both generic and component MIB specific flag values. At thistime, there are no
Ws_M B(5) specific flag values defined.

Thefield tables for the attributes described in this reference page are found in thefile
udat aobj / t padmrelative to the root directory of the BEA Tuxedo system software
installed on the system. The directory ${ TUXDI R} / udat aobj should be included by
the application in the colon separated list specified by the FLDTBLDI R environment
variable and thefield table namet padmshould be included in the comma separated list
specified by the FI ELDTBLS environment variable.

Accessto the header files and field tablesfor thisMIB isbeing provided only on BEA
Tuxedo system 6.0 sites and | ater, both native and Workstation.
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T_WSH (lass Definition

Overview  The T_W8H class represents run-time attributes of WSH client processes. These
attribute values characterize Workstation statistics specific to a particular WSH client
process. Thisclassislinked to the T_WsL class by the common key fields, TA_ SRVGRP
and TA_SRVI D. Itisasolinkedtothe T_CLI ENT class(see TM M B(5)) by the common
key field TA_WSHCLI ENTI D.

Attribute Table

Table 0-48 T_WSL Class Definition Attribute Table
Attribute! Type | Permissions | Values Default
TA CLIENTID( * ) string | R-R--R-- string[ 1..78] N/A
TA WBHCLI ENTID( * ) | string | R-R--R-- string[ 1..78] N/A
TA SRVGRP( * ) string | R-R--R-- string[ 1..30] N/A
TA SRVID( * ) long R--R--R-- 1 <= num< 30,001 N/A
TA GRPNQ( * ) long R--R--R-- 1 <= num< 30,000 N/A
TA _STATE( k ) string | R-XR-XR-- See T_CLI ENT Classin

TM_M B(5)

TA LMD( * ) string R--R--R-- LMID N/A
TA PID( * ) long R--R--R-- 1<=num N/A
TA_NADDR string | R-R--R-- string[ 1..78] N/A
TA HWCLI ENTS long R--R--R-- 1 <=num< 32,767 N/A
TA MILTI PLEX long R--R--R-- 1 <=num< 32,767 N/A
TA CURCLI ENTS long R--R--R-- 1 <=num< 32,767 N/A
TA_TI MELEFT long R--R--R-- 0<=num N/A
TA_ACTI VE string | R-R--R-- Y| N} N/A
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Table 0-48 T_WSL Class Definition Attribute Table (Continued)

Attribute! Type | Permissions | Values Default
TA TOTACTTI ME long R--R--R-- 0<=num N/A
TA TOTI DLTI ME long R--R--R-- 0 <=num N/A
TA CURWORK long R--R--R-- 0 <=num N/A
TA_FLOACNT long R--R--R-- 0<=num N/A
TA_NUMBLOCKQ long R--R--R-- 0<=num N/A
TA RCVDBYT long R--R--R-- 0<=num N/A
TA_RCVDNUM long R--R--R-- 0<=num N/A
TA_SENTBYT long R--R--R-- 0<=num N/A
TA_SENTNUM long R--R--R-- 0<=num N/A
(k) - CGET key field

(*)- GeT/ SET key, one or more required for SET operations

IAll attributesin Class T_WsH are local attributes.

Attribute  TA_CLI ENTI D: string[1..78]
Semantics Client identifier for thisWSH. The datain thisfield should not be interpreted
directly by the end user except for equality comparison.

TA_WBHCLI ENTI D: string[ 1..78]
Client identifier for thisWSH. The datain thisfield should not be interpreted
directly by the end user except for equality comparison. Thisfield can be used
to link the WSH to its associated Workstation client T_CLI ENT objects. This
field valueisalwaysequal to the value for the TA_CLI ENTI Dattributefor this
class.

TA_SRVGRP : string[1..30]
Logical name of the server group for the associated WSL.
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TA SRVI D: 1 =num 30,001
Unique (within the server group) server identification number for the
associated WSL.

TA _STATE:
State for the WSH client within the application. Any state defined for the
T_CLI ENT classin TM_M B(5) may be returned or set as indicated on that
reference page. State changes to the SUSpended state are transitive to all
clients associated with thisWSH asisthe resetting of a SUSpended WSH to
ACTive. Additionally, SUSpended WSH clients will not be assigned any
additional incoming clients by the WSL. Note that the state of a WSH client
may not be set to DEAD when accessing the T_CLI ENT class; however, the
state transition to DEAD is allowed viathe T_WsH class and will result in all
connections being handled by the targeted WSH to be dropped abortively.

TA LM D: LMID
Current logical machine on which the WSH is running.

TA PID:1=num
Native operating system processidentifier for the WSH client. Note that this
may not be a unique attribute since clients may be located on different
machines allowing for duplication of process identifiers.

TA NADDR: string[1..78]
Network address of Workstation handler. Hexadecimal addresses are
converted to an ASCII format with aleading "0x". TCP/IP addresses are
reported in the "//#.#.#.#:port" format.

TA HWCLI ENTS : 1 =num 32,767
High water number of clients accessing application via this WSH.

TA MULTI PLEX : 1 =num 32,767
Maximum number of clients that may access the application via this WSH.

TA CURCLI ENTS : 1 = num 32,767
Current number of clients accessing application via this WSH.

TA TI MELEFT : 0= num
A non-0 value for this attribute indicates that the WSH has been assigned a
newly connecting Workstation client that hastheindicated amount of time, in
seconds, to complete the initialization process with the WSH.
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TA_ACTI VE: {Y| N}
A value of Y indicates that the WSH is currently performing work on behalf
of one of its associated Workstation clients. A value of Nindicatesthat the
WSH is currently waiting for work to perform on behalf of one of its
associated Workstation clients.

TA _TOTACTTI ME : 0 = hum
Time, in seconds, that the WSH has been active since it started processing.

TA _TOTI DLTI ME : 0 = hum
Time, in seconds, that the WSH has been idle since it started processing.

TA CURWORK : 0 = num
Amount of work processed by this WSH since the last WSH assignment by
the WSL. Thisvalue is used by the WSL to |oad balance new incoming
connections amongst a set of WSH processes.

TA _FLOACNT : 0 = num
Number of times flow control has been encountered by this WSH. This
attribute should be considered only in relation to recent past values asit may
wrap around during the lifetime of the WSH.

TA NUMBLOCKQ: 0 = num
Number of times this WSH has been unable to enqueue a message to a local
UNIX system message queue dueto queue blocking conditions. Thisattribute
should be considered only in relation to recent past values as it may wrap
around during the lifetime of the WSH.

TA RCVDBYT : 0= num
Number of bytes received from the network by this WSH from all of its
present and past Workstation clients. Thisattribute should be considered only
in relation to recent past values as it may wrap around during the lifetime of
the WSH.

TA _RCVDNUM: 0 = num
Number of BEA Tuxedo system messages received from the network by this
WSH from all of its present and past Workstation clients. This attribute
should be considered only in relation to recent past values as it may wrap
around during the lifetime of the WSH.
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TA SENTBYT : 0= num
Number of bytes sent to the network by thisWSH to all of its present and past
Workstation clients. This attribute should be considered only in relation to
recent past values as it may wrap around during the lifetime of the WSH.

TA SENTNUM: O = num
Number of BEA Tuxedo system messages sent to the network by this WSH
to all of its present and past Workstation clients. This attribute should be
considered only in relation to recent past valuesasit may wrap around during
the lifetime of the WSH.

Limitations ~ This class represents a specidization of the T_CLI ENT class and as such represents
certain attributesthat are duplicated in the corresponding T_CLI ENT objects. Attributes
not listed that are included in the T_CLI ENT class must be accessed viathat class and
are not available through the T_WsH class.
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T _WSL Class Definition

Overview

Attribute Table

The T_WBL class represents configuration and run-time attributes of WSL server
processes configured to manage Workstation groups. These attribute val ues identify
and characterize Workstation specific configuration attributes for WSL T_SERVER
objects within the application. This classislinked to the T_WsH class by the common
key fidlds, TA_SRVGRP and TA_SRVI D.

Table 0-49 T_WSL Class Definition Attribute Table

Attribute Type | Permissions | Values Default
TA SRVGRP( r )( * ) |string | ru-r--r-- string[1..30] N/A
TASRVID( r )( * ) |long | ru-r--r-- 1 = num 30,001 N/A

TA GRPNQ( k ) long | r--r--r-- 1 =num 30,001 N/A

TA _STATE( k ) string | rwxr-xr-- See T_SERVER Classin TM_MIB(5)
TA LM D( k) string | R--R--R-- LMID N/A
TA PID( k) long | R--R--R-- 1=num N/A

TA DEVI CE string | rw-r--r-- string[0..78] N/A

TA NADDR( r ) string | rw-r--r-- string[1..78] N/A

TA EXT_NADDR string | rw-r--r-- string[0..78] "

TA WSHNAME string | rw-r--r-- string[1..78] "WEH"
TA_M NHANDLERS long | rwxr-xr-- 0 = num 256 0

TA MAXHANDLERS long rW-r--r-- 0=num 32,767 See note 1.
TA_MULTI PLEX long | rw-r--r-- 1=num 32,767 10

TA M NENCRYPTBI T string | rwxrwx--- {0]40]|128} 0

TA MAXENCRYPTBI T string | rwxrwx--- {0]40]|128} 128
TA M NWSHPORT long | rwxr-xr-- 0 =num 65,535 2048

TA MAXWSHPORT long | rw-r--r-- 0 = num 65,535 65,535.
TA MAXI DLETI ME long rWXr-Xr-- 0 =num 35,204,650 | 35, 204, 649
TA MAXINITTI ME long | rwxr-xr-- 1=num 32,767 60

TA CVPLIM T string | rwxr-xr-- threshold MAXLONG
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Table 0-49 T_WSL Class Definition Attribute Table (Continued)

Attribute Type | Permissions | Values Default
TA CLOPT string | rwxr--r-- string[ 0..128] "-A
TA_ENVFI LE string | rwxr--r-- string[ 0..78]
TA _GRACE long | rwxr--r-- 0=num 0
TA_KEEPALI VE string | rwxr-xr-- "{client | "none"
handl er |
bot h [ none}"
TA_MAXGEN long | rwxr--r-- 0 =num 256 1
TA_NETTI MEQUT long | rwxr-xr-- 0<=num<= 0
MAXLONG
TA_RCMD string | rwxr--r-- string[ 0..78]
TA_RESTART string | rwxr--r-- "{Y|N}" "y
TA_SEQUENCE( k ) long | rwxr--r-- 1 =num 10,000 >=10, 000
T WBL Class: Local Attributes
TA_CURHANDLERS long | R-R--R-- 0=num N/A
TA_HWHANDLERS long | R-R--R-- 0=num N/A
TA_WSPROTO long | R-R--R-- 0=num N/A
TA_SUSPENDED string | R-XR-XR- | "{NEW ALL| NONE} | N/A
TA VI EWNREFRESH string | --X--X--- "y" N/A

(K) - GET key fidd

(r) - Required field for object creation (SET TA_STATE NEW
(*) - G=1/ SET key, one or more required for SET operations

Lif avaluefor thisattributeis not specified at thetimethe object iscreated, thenavalue
of O will beassigned. A value of O for thisattribute indicates that the effective valueis
determined at activation time from the current setting for TA_ MAXHANDLERS and the
T_MACHI NE class setting for TA_ MAXWSCLI ENTS. Note that a GET operation with the

M B_LOCAL flag set will get the effective value for objects with an activation time

default setting.
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Attribute
Semantics

TA_SRVGRP: string[1..30]
Logica name of the server group. Server group names cannot contain an
asterisk (*), comma, or colon.

TA_SRVI D: 1 = num 30,001
Unique (within the server group) server identification number.

TA_GRPNO: 1 = num 30,000
Group number associated with this servers group.

TA_STATE:
State for the WSL server within the application. Any state defined for the
T_SERVERclassin TM_M B(5) may bereturned or set as indicated on that
reference page.

TA LM D: LM D
Current logical machine on which the server is running.

TA PI D: 1 =num
Native operating system processidentifier for the WSL server. Note that this
may not be a unique attribute since servers may be located on different
machines allowing for duplication of process identifiers.

TA_DEVI CE: string[0..78]
Device name to be used by the WSL process to access the network. This
attribute is optional .

TA_NADDR: string[1..78]

Specifies the complete network address to be used by the WSL processasits
listening address. Thelistening addressfor aWSL isthe meansby whichitis
contacted by Workstation client processes participating in the application. If
string has the form “Oxhex-digits” or “\\xhex-digits” , it must contain
an even number of valid hex digits. These forms aretranslated internaly into
a character array containing TCP/IP addresses may also be in either of the
following two forms:

/Ihost.name:port_number

/I# #.# #:port_number

Inthefirst of these formats, hostnameis resolved to aTCP/IP host address at
the time the address is bound using the locally configured name resolution
facilitiesaccessed viagethostbyname (3c). The#.#.#.# isthe dotted decimal
format where each # represents a decimal number in the range 0 to 255.
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Port_number is adecima number in the range 0 to 65,535. the hexadecimal
representations of the string specified.

TA_EXT_NADDR: string[0..78]
Specifies the complete network address to be used as a well known address
template of the WSH process. The address will be combined with a WSH
network addressto generate awell known network address used by the
Workstation client to connect to aWSH process. It has the sameformat asthe
TA_NADDR except that it substitutes the port number with same length of
character M to indicate the position of the combined network address will be
copied from the WSH network address. For example when A ddresstemplate
is 0x0002M M MM dddddddd and WSH network addressis
0x00021111ffffffff then the well known network address will be
0x00021111dddddddd. When address template starts with "//" network
address type assumes to be | P based and the TCP/IP port number of WSH
network address will be copied into the address template to form the
combined network address. This feature is useful when Workstation client
needs to connect to a WSH through a router which performs Network
Address Trandation. Empty TA_EXT_NADDR string in a SET operation on an
existing T_WSL object will eliminate the - Hentry from the TA_CLOPT
attribute.

TA WSHNAME: string[ 1..78]
The name of the executable providing Workstation handler services for this
Workstation listener. The default for thisis WSH which corresponds to the
system provided Workstation handler. Workstation handlers may be
customized using the command bui | dwsh(1). See the Customization section
and the bui | dwsh(2) reference page for more details.

TA M NHANDLERS: 0 = hum 256
The minimum number of handlers that should be available in conjunction
with thisWSL at any given time. The WSL will start this many WSHs
immediately upon being activated and will not deplete the supply of WSHs
below this number until the administrator i ssues a shutdown to the WSL.
Modifications to this attribute for arunning WSL may cause additional
handlers to be activated.

TA MAXHANDLERS: O = num 32,767
The maximum number of handlers that should be available in conjunction
with thisWSL at any given time. Handlers are started as necessary to meet
the demand of Workstation clients attempting to access the system. This
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attribute must be greater than or equal to the setting for the minimum number
of handlers.

TA MILTI PLEX: 1 = num 32,767
Maximum number of clients that are to be supported by any one handler
process concurrently.

TA_M NENCRYPTBI TS={0[40|128}
When connecting to the BEA Tuxedo system, require at least this minimum
level of encryption. "0" means no encryption, while "40" and "128" specify
the encryption key length (in bits). If thisminimum level of encryption cannot
be met, link establishment will fail. The default is"0".

TA_ MAXENCRYPTBI TS={0]40[128}
When connecting to the BEA Tuxedo system, negotiate encryption up to this
level. "0" means no encryption, while "40" and "128" specify the encryption
length (in bits). The default is"128"

TA M NWSHPORT: 0 = num 65,535
Thelower end of the range of available port numbersthat may be allocated to
WSH processes by thislistener.

TA MAXWSHPORT: 0 = num 65,535
The upper end of the range of available port numbersthat may be all ocated to
WSH processes by thislistener.

TA_MAXI DLETI ME: 0 = num 35,204,650
Maximum amount of time, in minutes, that a Workstation client is permitted
tobeidlebeforeit will be abortively disconnected from the application by the
handler. A value of 35,204,650 allows clients to be idle aslong as they wish
without being timed out. A value of 0 indicates clients may be terminated
after any period of inactivity greater than 1 second.

TA MAXI NI TTI ME: 1 = num 32,767
The minimum number of seconds that should be allowed for a Workstation
client to complete initialization processing through the WSH before being
timed out by the WSL.

TA _CWPLI M T: threshold
Threshold message size at which compression will occur for traffic to and
from Workstation clients. >threshold may be either non-negative numeric
values of the stringMaXLONG,” which is dynamically translated to the
maximum long setting for the machine. Limitation: This attribute value is not
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used for Workstation clients running BEA Tuxedo system Workstation
Release 6.1 or earlier.

TA CLOPT: string[0..128]
Command-line options to be passed to WSL server when it is activated. See
the ser vopt s(5) reference page for details. Limitations: Run-time
modifications to this attribute will not affect arunning WSL server. Server

specific options (i.e., those after a double-dash "--") may not be set and will
not be returned.

TA_ENVFI LE: string[0..78]
WSL server specific environment file. See T_MACHI NE: TA_ENVFI LE for a
complete discussion of how thisfile isused to modify the environment.
Limitation: Run-time modifications to this attribute will not affect a running
WSL server.

TA GRACE: 0= num

The period of time, in seconds, over which the T_W5L: TA_ MAXGEN limit

applies. Thisattribute is meaningful only for restartable WSL servers, i.e., if
theT_WBL: TA RESTART attributeissetto"Y". When arestarting server would
exceed the TA_ MAXGEN limit but the TA_ GRACE period has expired, the system
resetsthe current generation (T_SERVER TA_GENERATI ON) to 1 and resetsthe
initial boot time (T_SERVER: TA_TI MESTART) to the current time. A value of
0 for this attribute indicates that the WSL server should always be restarted.

TA KEEPALI VE: {client | handler | both | none}
Here you can turn on the network keep-alive operation for the client, the
handler, or both. Y ou may also turn off this operation for both the client and
handler by specifying none.

Changesto the value of this attribute affect only new connections.

TA MAXGEN: 1 = num 256
Number of generations allowed for arestartable WSL server
(T_WBL: TA_RESTART == "Y") over the specified grace period
(T_WBL: TA_GRACE). Theinitial activation of the WSL server counts as one
generation and each restart also counts as one. Processing after the maximum
generations is exceeded is discussed above with respect to TA_ GRACE.

TA NETTI MEQUT: 0 <= num <= MAXLONG
Thevalue of TA_NETTI MEQUT isthe minimum number of seconds that a
Workstation client is allowed to wait to receive a response from the
WSL/WSH. A value of 0 indicates no network timeout.
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Changes to the value of this attribute affect only new connections.

TA_RCMD: string[0..78]
Application specified command to be executed in parallel with the system
restart of an application server. This command must be an executablefile in
the native operating system.

TA _RESTART: {Y| N}
Restartable ("Y") or non-restartable ("N') WSL server. If server migration is
specified for this server group (T_RESOURCE: TA_ OPTI ONS/ M GRATE
T_GROUP: TA_LM Dw/ alternate site), then this attribute must be set to "Y".

TA SEQUENCE: 1 = num 10,000
Specifies when this server should be booted (t nboot (1)) or shut down
(t mshut down(1)) relative to other servers. T_WSL objects added without a
TA_SEQUENCE attribute specified or with an invalid value will have one
generated for them that is 10,000 or more and is higher than any other
automatically selected default. Serversarebooted by t mboot (1) inincreasing
order of sequence number and shut down by t mshut down(1) in decreasing
order. Run-time modifications to this attribute affect only t nboot (1) and
t mshut down(1) and will affect the order in which running servers may be
shutdown by a subsequent invocation of t nshut down(1).

TA CURHANDLERS: O = hum
Number of currently active handlers associated with thisWSL.

TA HWHANDLERS: 0 = num
Maximum number of currently active handlers associated with thisWSL at
any one time.

TA WSPROTO: 0 = num
The BEA Tuxedo system Workstation protocol version number for this
Workstation group. Note that Workstation clients connecting to this group
may themselves have a different protocol version number associated with
them.

TA_SUSPENDED: { NEW ALL| NONE}
A value of NEWindicates that new incoming clients may not connect through
thisWSL object. A value of ALL indicatesthat Workstation clients already
connected to the application through this WSL have been suspended (see
T™M M B(5)), in addition to disallowing new incoming connections. A value of
NONE indicates that no suspension characteristics are in effect.
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Limitations

Diagnostics

TA VI EWREFRESH: Y
Setting avalue of Y will cause all active WSHs in the Workstation group to
refresh their Vi Ewbuffer type cache.

This class represents a specialization of the T_SERVER class and as such represents
certain attributesthat are duplicated in the corresponding T_SERVER objects. Attributes
not listed that are included in the T_SERVER class must be accessed viathat class and
are not available through the T_W5L class.

There aretwo general types of errors that may be returned to the user when interfacing
with ws_M B(5). First, any of the three ATMI verbs (t pcal | (3), t pget r pl y(3) and
t pdequeue(3)) used to retrieve responses to administrative requests may return any
error defined for them. These errors should be interpreted as described on the
appropriate reference pages.

If, however, the request is successfully routed to asystem service capable of satisfying
the request and that service determines that there is a problem handling the request,
then failure may be returned in the form of an application level servicefailure. Inthese
cases, t pcal | (3) and t pget r pl y(3) will return an error with t per r no set to
TPESVCFAI L and return areply message containing the original request along with
TA_ERROR, TA_STATUS and TA_BADFLDfields further qualifying the error as described
below. When aservicefailure occursfor areguest forwarded to the system through the
TMQFORWARD(5) server, thefailure reply message will be enqueued to the failure queue
identified on the original request (assuming the - d option was specified for
TMIFORWARD).

When a service failure occurs during processing of an administrative request, the
FML32field TA_STATUS is set to atextua description of the failure, the FML32 field
TA_ERRORIisset to indicate the cause of thefailure asindicated below. All error codes
specified below are guaranteed to be negative.

[ot her]
Other error return codes generic to any component MIB are specified in the
M B(5) reference page. These error codes are guaranteed to be mutually
exclusive with any Ws_M B(5) specific error codes defined here.

The following diagnostic codes are returned in TA_ERROR to indicate successful
completion of an administrative request. These codes are guaranteed to be
non-negative.
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Field Tables

Header Files

Suspend
Workstation
Group

[ot her]
Other return codes generic to any component MIB are specified intheM B(5)
reference page. These return codes are guaranteed to be mutually exclusive
with any Ws_M B(5) specific return codes defined here.

The header files and field tables defined in this reference page are available on BEA
Tuxedo system Release 5.0 and later. Fields defined in these headers and tables will
not be changed from rel easeto release. New fields may be added which are not defined
on the older release site. Access to the /AdminAPI is available from any site with the
header files and field tables necessary to build arequest. The T_WsL and T_WsH classes
are new with BEA Tuxedo system Release 6.0; therefore, local administration of WSL
and WSH processes on earlier release sites via the /AdminAPI is not available.
However, many of the administrative actions defined in this reference page are
available for pre-Release 6.0 sites if they are interoperating with a Release 6.0 site. If
sites of differing releases, both greater than or equal to Release 6.0, areinteroperating,
then information on the older site is available for access and update as defined in the
MIB reference page for that rel ease and may be a subset of the information available
in the later release.

The existing FML 32 and ATMI functions necessary to support administrative
interaction with BEA Tuxedo system MIBs, as well asthe header file and field table
defined in thisreference page, are available on all supported native and workstation
platforms.

Following is a sequence of code fragments that deactivate a Workstation group in an
orderly fashion using a combination of TM M B(5) and W&_M B(5).

Thefield table tpadm must be available in the environment to have access to attribute
field identifiers. This can be done at the shell level asfollows:

$ FI ELDTBLS=t padm
$ FLDTBLDI R=${ TUXDI R}/ udat aobj
$ export FIELDTBLS FLDTBLD R

The following header files are included.

#i ncl ude <atm . h>
#i ncl ude <fm 32. h>
#i ncl ude <tpadm h>

The following code fragment sets the state of the Workstation group to SUSpended.
This disables the Workstation group from accepting new connections from
Workstation clients and suspends all Workstation clients that are currently part of the
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group. This code fragment and those that follow assume that the local variables
ta_srvgrpandta_srvid areaready set to identify the Workstation group with
which we are working.

/* Allocate input and output buffers */ ibuf = tpalloc("FM32",
NULL, 1000);

obuf = tpalloc("FM.32", NULL, 1000);

/* Set MB(5) attributes defining request type */

Fchg32(i buf, TA OPERATION, 0, "SET", 0);

Fchg32(i buf, TA CLASS, 0, "T_WsL", 0);

/* Set W6 M B(5) attributes */

Fchg32(i buf, TA SRVGRP, 0, ta_srvgrp, 0);

Fchg32(i buf, TA SRVID, 0, (char *)ta srvid, 0);

Fchg32(i buf, TA SUSPENDED, 0, "ALL", 0);

/* Make the request */

if (tpcall (".TMB", (char *)ibuf, 0, (char **)obuf, olen, 0) 0) {

fprintf(stderr, "tpcall failed: %\en", tpstrerror(tperrno));

if (tperrno == TPESVCFAI L) {

Fget 32( obuf, TA ERROR 0, (char *)ta_error, NULL);

ta_status = Ffind32(obuf, TA STATUS, 0, NULL);

fprintf(stderr, "Failure: %4d, %\en",

ta error, ta_status);

}

/* Additional error case processing */

/* Copy the |ogical machine identifier for |ater use */
strepy(ta_lmd, Ffind32(obuf, TA LMD, 0, NULL));

Using the existing input buffer, simply change the class and operation and make a new
request. Wewill retrieve al T_WsH objects associated with the given T_WBL object key
fields,ta_srvgrp andt a_srvi d. Setthe TA FI LTERattributeto limit theretrieval for
efficiency.

/* Set MB(5) attributes defining request type */ Fchg32(i buf,
TA CLASS, 0, "T_WBH', 0);

Fchg32(i buf, TA OPERATION, 0, "GET", 0);

I ongval = TA WBHCLI ENTI D;

Fchg32(i buf, TA FILTER, 0, (char *)longval, 0);

/* Set W6 M B(5) attributes */

Fchg32(i buf, TALMD, 0, ta lmd, 0);

/* Allocate a separate output buffer to save the TA WSHCLI ENTI D
val ues */

wshcl tids = tpalloc("FM.32", NULL, 1000);

/* Make the request */

tpcall (".TM B*, (char *)ibuf, 0, (char **)wshcltids, olen, 0);

/* See how many we got */

Fget 32(wshcl tids, TA OCCURS, 0, (char *)wshcltcnt, NULL);
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Usetheretrieved TA WSHCLI ENTI D valuesto get alist of associated TA_CLI ENTI D

values for Workstation clients in this Workstation group.

/* Initialize request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Set MB(5) attributes defining request type */
Fchg32(ibuf, TA CPERATION, 0, "GET*, 0);
Fchg32(ibuf, TA CLASS, 0, "T_CLIENT", 0);

| ongval = TA CLI ENTI D,

Fchg32(ibuf, TA FILTER 0, (char *)longval, 0);
| ongval = TA WSHCLI ENTI D

Fchg32(ibuf, TA FILTER 1, (char *)longval, 0);
/* Set W6 M B(5) attributes */

Fchg32(ibuf, TALMD, 0, ta_Imd, 0);
Fchg32(ibuf, TA WSC, 0, "Y", 0);

if (wshcltent == 1) {

/* Since only 1, use it as key field. */
Fchg32(ibuf, TA WBHCLIENTI D, O,

Ffind32(wshcl tids, TA WSHCLIENTID, 0, NULL));

}
/* Allocate output buffer to save TA CLI ENTI D/ TA_WSHCLI ENTI D

val ues */

cltids = tpall oc("FM32", NULL, 1000);

/* Make the request */

tpcall (".TM B"*, (char *)ibuf, 0, (char **)cltids, olen, 0);
/* See how many we got */

Fget 32(cltids, TA OCCURS, O, (char *)cltcnt, NULL);

/* Elimnate unassociated clients if necessary */

if (wshcltent > 1) {

for (i=(cltent-1); i >= 0 ;i--) {

p = Ffind32(cltids, TA WSHCLIENTID, i, NULL);
for (j=0; j wshcltcnt ;j++) {

q = Ffind32(wshcltids, TA WSHCLIENTID, j, NULL);

if (strenp(p, q) == 0) {

break; /* This client is in our group */
}

}

if (j > wshcltcent) {

/* Cient not found, delete it fromlist */
Fdel 32(cltids, TA CLIENTID, i);

Fdel 32(cltids, TA WBHCLIENTID, i);
cltent--;

}

}

}

Usetheretrieved TA_CLI ENTI D valuesto notify Workstation clientsin this
Workstation group that they should log off.

BEA Tuxedo Reference Manual

395



T_WSL Class Definition

Deactivate
Remaining
T_CLIENT

Objects

Deactivate

T_WSL Object

396

Files

notstr = tpalloc("STRING', NULL, 100);
(void)strcpy(notstr, "Please | ogoff now");

/* Now | oop through affected clients and suspend/notify them*/
for (i=0; i cltent ;i++) {
p = Ffind32(cltids, TA CLIENTID, i, NULL);

/* Notify the client to |ogoff */
t pconvert(p, (char *)ci, TPCONVCLTID);
tpnotify(ci, notptr, 0, 0);

}

Usetheretrieved TA_CLI ENTI D values to deactivate any remaining Workstation
clientsin this Workstation group. Note that those that are already gone will return an
error on the SET that we will ignore.

/* Initialize request buffer */

Fini t32(i buf, Fsizeof 32(i buf));

/* Set MB(5) attributes defining request type */
Fchg32(i buf, TA OPERATION, 0, "SET", 0);

Fchg32(i buf, TA CLASS, 0, "T_CLIENT", 0);

Fchg32(i buf, TA STATE, 0, "DEAd", 0);

/* Now | oop through affected clients and deactivate them */
for (i=0; i cltent ;i++) {

p = Ffind32(cltids, TA CLIENTID, i, NULL);

Fchg32(i buf, TA CLIENTID, 0, p);

/* Make the request */
tpcall (".TM B*, (char *)ibuf, 0, (char **)obuf, olen, 0);

}

Now deactivate the T_WSL object. This will automatically deactivate any associated
active T_WsH objects.

/* Set MB(5) attributes defining request type */
Fchg32(i buf, TA OPERATIOQN, 0, "SET", 0);

Fchg32(i buf, TA CLASS, 0, "T_WsL", 0);

Fchg32(i buf, TA STATE, 0, "INActive", 0);

/* Set W6 MB(5) attributes */

Fchg32(i buf, TA SRVGRP, 0, ta_srvgrp, 0);

Fchg32(i buf, TA SRVID, 0, (char *)ta_srvid, 0);

/* Make the request */

tpcall (".TM B"*, (char *)ibuf, 0, (char **)obuf, olen, 0);

${TUXDI R}/ i ncl ude/ t padm h, ${TUXDI R}/ udat aobj / t padm
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See Also  tpacall (3c), tpalloc(3c), tpcall (3c),tpdequeue(3c), t penqueue(3c),
t pget rpl y(3c), t pr eal | oc(3c), Fadd32(3fml), Fchg32(3fml), Ff i nd32(3fml),

Fi ntro(3fml), M B(5), TM M B(5), BEA Tuxedo Administrator's GuidBEATuxedo
Programmer's Guide
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Name WsL—BEA Tuxedo system Workstation Listener Server
Synopsis

WSL SRVGRP="/dentifier"

SRVI D=" nunber"

CLOPT="[ -A ] [ servopts options ] -- -n netaddr [ -d device ]
[ -w WHhanme | [ -t tineout-factor | [ -T dient-tinmeout ]
[ -mmnh] [ -Mnmaxh ] [ -x npx-factor ]
[ -p mnwshport 1 [ -P maxwshport 1 [ -1 init-tinmeout ]
[-c conpression-threshol d] [-k conpression-threshol d]
[-K {client]|handl er| both| none}]
[ -z bits] [ -Z bits ] [-H external netaddr 1"

Description  The Workstation listener is a BEA Tuxedo system-supplied server that enables acce
to native services by Workstation clients. The application administrator enables
workstation access to the application by specifying the Workstation listener server a
an application server in tI8=RVERS section. The associated command-line options are
used to parameterize the processing of the Workstation listener and Workstation
handlers.

The location, server group, server ID, and other generic server related parameters &
associated with the Workstation listener using the already defined configuration file
mechanisms for servers. Workstation listener specific command-line options are
specified to allow for customization.

Each WSL booted as part of an application facilitates application access for a large
number of Workstation clients by providing access via a single, well-known network
address to a set of Workstation handlers (WSHSs) acting as surrogate clients for the
users running on the workstations. The WSHSs are started and stopped dynamically t
the WSL as necessary to meet the incoming load from the application workstations.
The advantages to the application administrator are that a small number of native si
processes (WSHSs) can support a much larger number of clients, thus reducing the
process count on the native site, and that the native site does not need to incur the
overhead of maintaining Bulletin Board information on the workstation sites, which
may be quite numerous.

The following WSL-specific command-line options are available and may be listed
after the double-dash (--) in tlkeOPT parameter.
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- n netaddr
Specifies the complete network address to be used by the WSL processasits
listening address. Thelistening addressfor aWSL isthe meansby whichitis
contacted by Workstation client processes participating in the application. If
string (which can be from 1 to 78 characters in length) has the form
Oxhex-di gi ts or\\ xhex-digits,itmust contain an even number of valid
hex digits. These forms are trandlated internally into a character array
containing TCP/IP addresses may also be in either of the following two
forms:

/'l host. nane: port_nunber
Il #. #. #. #: port_nunber

The ##.#.# is the dotted decimal format where each # represents a decimal
number in the range 0 to 255. Port_number isadecimal number in the range
0t0 65535. the hexadecimal representations of the string specified. Thisisthe
only required parameter.

[- d device]
The name of the device file used for network access by the Workstation
listener and its Workstation handlers. This parameter isoptional. Thereisno
default.

[- wWSHname]
The name of the executable providing Workstation handler services for this
Workstation listener. The default for thisis WSH, which corresponds to the
system provided Workstation handler. Workstation handlers may be
customized using the command bui | dwsh(1). See the bui | dwsh(1)
reference page for more details.

[-t timeout-factor]
Thisoption is being replaced by the -1 option and is being supported for
upward compatibility in Release 6.0 but may be removed in future releases.
The number, when multiplied by SCANUNI T, resultsin the amount of time in
seconds that should be allowed for a Workstation client to complete
initialization processing through the WSH before being timed out by the
WSL. The default for this parameter is 3 in a non-security application and 6
in asecurity application. The legal range is between 1 and 255.

[- T client-timeout]
Client-timeout is the amount of time (in minutes) a client is allowed to stay
idle. If aclient does hot make any requests within this time period, the WSH
disconnects the client. The option can be used for client platforms that are
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unstable (such asapersonal computer that might be turned off without calling
t pt erm() ). Note that the option also affects clients that get unsolicited
message notificationsand do not follow up on them. If - T is specified without
an argument, there is no timeout.

[- mminh]

The minimum number of handlers that should be available in conjunction
with thisWSL at any given time. The WSL will start this many WSHs
immediately upon being booted and will not deplete the supply of WSHs
below thisnumber until the administrator issues a shutdown to the WSL. The
default for this parameter is 0. The legal range is between 0 and 255.

[- Mmaxh]

The maximum number of handlers that should be available in conjunction
with thisWSL at any given time. Handlers are started as necessary to meet
the demand of Workstation clients attempting to access the system. The
default for this parameter is equal to the setting for MAXWSCLI ENTS on the
logical machine divided by the multiplexing factor for this WSL (see - x
option below) rounded up by one. The legal range for this parameter is
between 1 and 4096. The value must be equal to or greater than minh.

[- x mpx-factor]

An optional parameter used to control the degree of multiplexing desired
within each Workstation handler. The value for this parameter indicates the
number of Workstation clients that can be supported simultaneously by each
Workstation handler. The Workstation listener ensures that new handlersare
started as necessary to handle new Workstation clients. This value must be
greater than or equal to 1 and less than or equal to 4096. The default for this
parameter is 10.

[- p minwshport]

[- P maxwshport] This pair of command-line options can be used to specify
the number range for port numbers avail able for useby W SHsassociated with
this listener server. The port numbers must be in the range between 0 and
65535. The default is 2048 for minwshport and 65535 for maxwshport.

[- 1 init-timeout]

This option is replacing the - t option and is the recommended method for
setting client initialization timeout interval s. Thetime, in seconds, that should
be allowed for a Workstation client to complete initiali zation processing
through the WSH before being timed out by the WSL. The default for this
parameter is60. The legal rangeis between 1 and 32,767.
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[- ¢ compression-threshold]
This option determines the compression threshol d to be used by Workstation
clients and handlers. Any buffers sent between Workstation clients and
handlerswill be compressed if they are larger than the given value. The
default for this parameter is 2,147,483,647, which means no compression is
done since thelegal range is between 0 and 2,147,483,647.

[- k compression-threshold]
Thisisaspecia compression option for BEA Tuxedo releases prior to 6.2
with clientsfrom USL France or ITI. If this situation appliesto you, it is
acceptabl e to have multiple Workstation listener/Workstation handler pairs,
some controlling compression threshold with the - ¢ option, others using the
-k option. The - k works exactly like- c.

[-K{ client | handler | both | none }]
The - K option turns on the network keep-alive feature for the cl i ent , the
handl er, or bot h. You can turn off thisoption for both the client and handler
by specifying none.

[-z [0]40]128]]
When establishing a network link between a Workstation client and the
Workstation handler, require at least this minimum level of encryption. 0
means no encryption, while 40 and 128 specify the length (in bits) of the
encryption key. If this minimum level of encryption cannot be met, link
establishment will fail. The default iso.

[-Z [0] 40| 128] ]
When establishing a network link between a Workstation client and the
Workstation handler, allow encryption up to thislevel. 0 means no
encryption, while 40 and 128 specify the length (in bits) of the encryption
key. The default is28. The - z or - Z options are available only if either the
International or Domestic BEA Tuxedo Security Add-on Packageisinstalled.

[- Hexternal netadder]
Specifies the complete network address to be used as awell known address
template of the WSH process. The address will be combined with a WSH
network address to generate awell known network address used by the
Workstation client to connect to aWSH process. It hasthe same format asthe
- n option except that it substitutes the port number with same length of
character M to indicate the position of the combined network addresswill be
copied from the WSH network address. For example, when the address
template is 0x0002M MMM dddddddd and the WSH network address is
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0x00021111ffffffff, then the well known network address will be
0x00021111dddd dddd. When the address template starts with "//", the
network address type assumesto be IP-based and the TCP/IP port number of
WSH network address will be copied into the address template to form the
combined network address. This feature is useful when Workstation client
needs to connect to a WSH through a router which performs Network
Address Tranglation.

Any configuration that prevents the WSL from supporting Workstation clients will
causethe WSL to fail at boottime, for example, if the MAXWSCLI ENTS valuefor the site
isO.

Portability =~ WSL is supported asa BEA Tuxedo-supplied server on UNIX operating systems.

Interoperability =~ WSL may be runin an interoperating application, but it must run on a Release 4.2 or

later node.
Examples

* SERVERS
WL SRVGRP="WSLGRP" SRVI D=1000 RESTART=Y GRACE=0

CLOPT="-A -- -n 0x0002ffffaaaaaaaa -d /dev/tcp"
WL SRVGRP="WSLGRP" SRVI D=1001 RESTART=Y GRACE=0

CLOPT="-A -- -n 0x0002aaaaffffffff -d /dev/tcp -H 0x0002Mvvwvdddddddd"
WL SRVGRP="WSLGRP" SRVI D=1002 RESTART=Y GRACE=0

CLOPT="-A -- -n //hostname:aaaa -d /dev/tcp -H //external hostname: MM

See Also  bui | dwsh(1), servopt s(5), ubbconf i g(5), BEA Tuxedo Administrator's Guide,
BEA Tuxedo Programmer’s Guide
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