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About This Document

The BEA Tuxedo Reference Manual for WebL ogic Enterprise 5.1 includes the
following components:

m “Section 1 — Commands” provides information about shell-level commands
included with Tuxedo and WebLogic Enterprise (WLE) software.

m “Section 3C — C Functions” describes C language functions that comprise the
Application-Transaction Monitor Interface (ATMI). ATMI provides routines to
open and close resources, manage transactions, manage typed buffers, and
invoke request/response and conversational service calls.

m “Section 3CBL — COBOL Functions” describes the COBOL bindings for the
ATMI interface.

m “Section 3FML — FML Commands” describes C language functions for
defining and manipulating Field Manipulation Language (FML) storage
structures.

m “Section 5 — File Formats and Data Descriptions” describes various files and
tables. This includes the configuration fileBBCONFI G andTUXCONFI G and the
Tuxedo Management Information Base (TMIB) classes that provide an interface
for managing WebLogic Enterprise or Tuxedo systems.

Who Should Use This Document

This document is intended for system administrators and programmers who are
interested in creating, configuring, or managing BEA Tuxedo® or WebL ogic
Enterprise™ applications.
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e-docs Web Site

The BEA WebL ogic Enterprise product documentation is available on the BEA
Systems, Inc. corporate Web site. From the BEA Home page, click the Product

Documentation button or go directly to the “e-docs” Product Documentation page at
http://e-docs.bea.com

How to Print the Document

You can print a copy of this document from a Web browser, one file at a time, by usinc
the File—>Print option on your Web browser.

A PDF version of this document is available on the WebLogic Enterprise

documentation Home page on the e-docs Web site (and also on the documentation
CD). You can open the PDF in Adobe Acrobat Reader and print the entire documen
(or a portion of it) in book format. To access the PDFs, open the WebLogic Enterprise

documentation Home page, click the PDF Files button, and select the document yoL
want to print.

If you do not have Adobe Acrobat Reader installed, you can download it for free from
the Adobe Web site dittp://www.adobe.corh

Related Information

Vi

For more information about CORBA, Java 2 Enterprise Edition (J2EE), BEA Tuxedo,
distributed object computing, transaction processing, C++ programming, and Java
programming, see th&febl ogic Enterprise Bibliography in the WebLogic Enterprise
online documentation.
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Documentation Conventions

Contact Us!

Y our feedback on the BEA WebL ogic Enterprise documentation isimportant to us.
Send us e-mail at docsupport@bea.com if you have questions or comments. Y our
comments will be reviewed directly by the BEA professionals who create and update
the WebL ogic Enterprise documentation.

In your e-mail message, please indicate that you are using the documentation for the
BEA WebL ogic Enterprise 5.1 release.

If you have any questions about this version of BEA WebL ogic Enterprise, or if you
have problemsinstalling and running BEA WebL ogic Enterprise, contact BEA
Customer Support through BEA WebSUPPORT at www.bea.com. Y ou can also
contact Customer Support by using the contact information provided on the Customer
Support Card, which isincluded in the product package.

When contacting Customer Support, be prepared to provide the following information:
m Your name, e-mail address, phone number, and fax number
m Your company name and company address

m Your machine type and authorization codes

The name and version of the product you are using

A description of the problem and the content of pertinent error messages

Documentation Conventions

The following documentation conventions are used throughout this document.

Convention ltem

boldfacetext  Indicates terms defined in the glossary.

Ctrl+Tab Indicates that you must press two or more keys simultaneously.
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Convention

Item

italics Indicates emphasis or book titles.
nonospace Indicates code samples, commands and their options, data structures and
t ext their members, data types, directories, and filenames and their extensions.
M onospace text also indicates text that you must enter from the keyboard.
Examples:
#include <iostreamh> void main ( ) the pointer psz
chnmod u+w *
\tux\ dat a\ ap
. doc
t ux. doc
Bl TMAP
f 1 oat
nonospace I dentifies significant wordsin code.
bol df ace Example:
text . .
void commit ( )
nonospace Identifies variables in code.
italic Example:
t ext .
String expr
UPPERCASE Indicates device names, environment variables, and logical operators.
TEXT Examples:
LPT1
SIGNON
OR
{1} Indicates a set of choices in asyntax line. The braces themsel ves should

never be typed.

Indicates optiona itemsin a syntax line. The brackets themselves should
never be typed.

Example:

bui l dobjclient [-v] [-0 nane | [-f file-list]...
[-1 file-list]...
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Documentation Conventions

Convention

Item

Separates mutually exclusive choicesin a syntax line. The symbol itself
should never be typed.

Indicates one of the following in acommand line:

m  That an argument can be repeated severa timesin acommand line

m  That the statement omits additional optional arguments

m  That you can enter additional parameters, values, or other information
The ellipsisitself should never be typed.

Example:

buil dobjclient [-v] [-0o name | [-f file-list]...
[-1 file-list]...

Indicates the omission of items from a code example or from asyntax line.

The vertical ellipsisitself should never be typed.

BEA Tuxedo Reference Manual
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introduction to BEA Tuxedo Commands

introduction to BEA Tuxedo Commands

Description

Reference Page

2

Command
Syntax

The BEA Tuxedo Command Reference describes, in alphabetic order, shell-level
commands delivered with the BEA Tuxedo software.

Unless otherwise noted, commands described in the Synopsis section of areference
page accept options and other arguments according to the following syntax and should
be interpreted as explained below.

name [ -option...] [cndarg...
Where name is the name of an executable file, opt i on isastring of one of
thefollowing two types: noargletter . . . or argletter optarg |,
...] (An option is always preceded by a “-".)

noargl etter
Is a single letter representing apt i on that requires no option-argument.
More than oneoargletter can be grouped after a “-”

optarg
Is a character string that satisfies a precedirg et t er. Multiple optargs
following a singlear g/ et t er must be separated by commas, or separated by
white space and enclosed in quotes.

cndarg
Is a pathname (or other command argument) that represents an operand o
the command.

(dash) By itself means that additional arguments are provided in the standar
input.

(two dashes) Means that what follows are arguments for a subordinate
program.

[1]
Surrounding aroption or cmdarg, mean that the option or argument is not

required.

{1
Surroundingcmdargs that are separated by an sign, mean that one of the

choices must be selected if the associated option is used.

Means that multiple occurrences of ttion or cmdarg are permitted.
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bldc_dce(1)

bldc_dce(1)

Name

Synopsis

Description

See Also

bl dc_dce—builds a BEA Tuxedo system client that can be calledsf DCE

bl dc_dce [-0 output _file]l [-i idl _options] [-f firstfiles]
[-1 lastfiles] [idl_file . . .]

bl dc_dce parses any input IDL and related ACF source files and combines them with
C source and object files and &~/ DCE libraries to generate a BEA Tuxedo system
client that can be called viaCE RPC (it is aDCE RPC client).

The command-line arguments include the input IDL source file and options to control
the actions of the IDL compiler. The options are as follows:

-0 output_file
The default filename is. out .

-i idl_options
Specifies options to be passed to the IDL compiler. Options associated with
the C compilation system are automatically provided by this program. This
option can be used to provide tha8_mepv" option such that the application
can provide a Manager Entry Point Vector.

-f firstfiles
Specifies compiler options, C source and object files to be included on the

compilation before the BEA Tuxedo system @s#/ DCE libraries.

-1 lastfiles
Specifies C libraries to be included on the compilation after the BEA Tuxedo
system andsF/ DCE libraries.

tidl (1)
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blds_dce(1)

Name

Synopsis

Description

See Also

bl ds_dce—build a BEA Tuxedo system server that calts/ DCE

bl ds_dce [-0 output file] [-i idl_options] [-f firstfiles]
[-| lastfiles] [-s service] [idl _file . . .]

bl ds_dce parses any input IDL and related ACF source files and combines them with
C source and object files and &/ DCE libraries to generate a BEA Tuxedo system
server that can makaCE RPC calls. The primary use of this command is to make a
BEA Tuxedo system-t@SF/ DCE gateway process.

The command-line arguments include the input IDL source file and options to control
the actions of the IDL compiler. The options are as follows:

-0 output_file
The default filename is. out .

-i idl_options
Specifies options to be passed to the IDL compiler. Options associated with
the C compilation system are automatically provided by this program. This
option can be used to provide th@8_mepv" option such that the application
can provide a Manager Entry Point Vector.

-f firstfiles
Specifies compiler options, C source and object files to be included on the

compilation before the BEA Tuxedo system aes#/ DCE libraries.

-1 lastfiles
Specifies C libraries to be included on the compilation after the BEA Tuxedo
system andsF/ DCE libraries.

-s service[,service . . .]
Specifies the services to be advertised by the server.

tidl (1)
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build_dgw(1)

build_dgw(1)

Name
Synopsis

Description

bui | d_dgw—nbuild customized domain gateway process
build dgw [ -c dntypel [ -0 nane] [ -v ]

bui | d_dgwis used to construct a customized BEA Tuxedo domain gateway module.
The files included by the caller should include only the application buffer type switch
and any required supporting routines. The command combines the files supplied by the
- ¢ option with the standard BEA Tuxedo libraries necessary to form a gateway load
module. The load module is built by the(1) command described in UNIX system
reference manuals whidhui | d_dgwinvokes. The options tioui | d_dgw have the
following meaning:

-c dntype
Specifies a domain type that characterizes communications access module
domain gateway. The value a@ft ype must appear in the domain type table
located in $TUXDI R/ udat aobj / DMI'YPE. Each line in this file has the form:

dnt ype: access_nodul e |ib: comm libs:tmtypesw |ib:gw typeswlib

Using thednt ype value,bui | d_dgwretrieves the corresponding entry from
$TUXDI R/ udat aobj / DMTYPE. Theaccess_nodul e_I i b specifies the

libraries used by a this particular type of domain instantiation. The

comm | i bs parameter contains a list of the networking communications
libraries used by the access module. Tivet ypesw | i b parameter defines

a list of libraries or object modules with the definition of the typed buffers
used by the local application. If this parameter is not defined, the gateway will
be linked with the default typed buffer definitions. Tdwe t ypesw I i b
parameter applies only to a gateway of type OSITP (see below) and defines a
list of libraries or object modules used by the gateway to transform buffers
into the protocol required by the remote domain. There should be a
one-to-one mapping between the buffer types defined imthteypeswarray

(seet ypesw(5) andt uxt ypes(5)) and thgw_t ypeswarray. If this parameter

is not defined, the gateway will be linked with the default typed buffer
definitions provided with the OSITP instantiation.

Currently,dnt ype may be set to one of the following values:

TDOVAI N
Builds a gateway for communications with another BEA Tuxedo

domain. Thebui | d_dgwcommand will use the standard BEA
Tuxedo |'i bnws. a networking library. This is the default option.

BEA Tuxedo Reference Manual 5



build_dgw(1)

6

Portability

Examples

oSl TP
Builds a gateway for communicationswith an OSl TP domain. The
OSITP accessmodule usesthe XAP-TPinterface. The pathnamefor
thelibrary containing the XAP-TP primitivesis provider dependent
and should be set according to the provider’s specifications.

-0 nane
Specifies the name of the file the output gateway |oad module is to have. If
not supplied, the load modul e is named GATDOMAI N for the TDOVAI Ntype and
Gwoslt TP for the 08l TP type. Note that the name selected for the load module
must a so be the name used for the definition of the gateway in the * SERVERS
section of the TUXCONFI Gfile.

Specifiesthat bui | d_dgw should work in verbose mode. In particular, it
writesthe cc command to its standard output.

bui | d_dgwnormally usesthe cc command to producethea. out . Inorder toallow for
the specification of an alternate compiler, bui | d_dgw checks for the existence of a

shell variable named CC. If CC does not exist in thebui | d_dgwcommand’s
environment, or if it is the string', bui | d_dgwwill usecc as the compiler. i&C does
exist in the environment, its value is taken to be the name of the compiler to be
executed. Likewise, the shell varialtel AGS is taken to contain a set of parameters
to be passed to the compiler.

bui | d_dgwis supported as a BEA Tuxedo-supplied compilation tool on UNIX
operating systems only.

The following example shows how to build a domain gateway of TTI@MAIN.
CC=ncc CFLAGS="-1 $TUXDI R/i ncl ude"; exportCC CFLAGS buil d_dgw -o DGW
The following example shows use fafi / d_dgwfor an OSI TP instantiation:

buil d_dgw -c OSI TP -o OTPGW

For the /TDOMAIN and /OSITP instantiations, therYPE file will contain the
following entries:

TDOVAI N $TUXDI R/ i b/ 1ibgwt.a: $TUXDIR/ i b/1ibnw.a

$TUXDIR/ i b/libnws. a::

OSI TP: $TUXDI R/ i b/ 1ibgwo. a: -1 xaptp -1 ositp::

The paths for thé i bxapt p. aandl i bosi t p. a libraries are installation and provider

dependent. The application administrator must specify the correct pathnames before

building an OSITP gateway instantiation.
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See Also  cc(1),1d(2) in UNIX system reference manuals, t uxt ypes(5), t ypesw(5)
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buildclient(1)

buildclient(1)
Name  bui | dcl i ent —construct a BEA Tuxedo client module
Synopsis  buildclient [ -C] [ -v] [ {-r remane | -w} ] [ -0 nangl
[ -f firstfiles] [ -1 lastfiles]

Description  bui | dcl i ent is used to construct a BEA Tuxedo client module. The command
combines the files supplied by the and- | options with the standard BEA Tuxedo
libraries to form a load module. The load module is builbdiyt dcl i ent using the
default C language compilation command defined for the operating system in use. Th
default C language compilation command for the UNIX system isctfid command
described in UNIX system reference manuals.

-V
Specifies thabui | dcl i ent should work in verbose mode. In particular, it
writes the compilation command to its standard output.

-W
Specifies that the client is to be built using the workstation libraries. The
default is to build a native client if both native mode and workstation mode
libraries are available. This option cannot be used with theption.

-r rmane

Specifies the resource manager associated with this client. The vahkree
must appear in the resource manager table located in
$TUXDI R/ udat aobj / RM Each line in this file is of the form:

rmane: rnstructure_nane: | i brary_nanes

(Seebui I dt s (1) for further details.) Using themane value, the entry in
$TUXDI R/ udat aobj / RMis used to include the associated libraries for the
resource manager automatically and to set up the interface between the
transaction manager and resource manager properly. TheTuEBO D
includes the libraries for the Tuxedo System/D resource manager. The value
TUXEDO' SQL includes the libraries for the Tuxedo System/SQL resource
manager. Other values can be specified as they are added to the resource
manager table. If ther option is not specified, the default is that the client

is not associated with a resource manager. Refer itbtiwnf i g(5)

reference page.

Specifies the filename of the output load module. If not supplied, the load
module is namedh. out .

8 BEA Tuxedo Reference Manual



buildclient(1)

Environment
Variables

TUXDI R

CFLAGS

ALTCC

Specifiesone or moreuser filesto be included in the compilation and link edit
phases of bui | dcl i ent first, before the BEA Tuxedo libraries. If more than
one fileis specified, filenames must be separated by white space and the
entire list must be enclosed in quotation marks. This option may be specified
multiple times. The CFLAGS and ALTCFLAGS environment variables,
described below, should be used to include any compiler options and their
arguments.

Specifiesone or moreuser filesto be included in the compilation and link edit
phasesof bui | dcl i ent last, after the BEA Tuxedo libraries. If morethan one
fileisspecified, filenames must be separated by white space and the entirelist
must be enclosed in quotation marks. This option may be specified multiple
times.

Specifies COBOL compilation.

bui | dcl i ent uses the environment variable TUXDI Rto find the System/T
librariesand i ncl ude filesto use during compilation of the client process.

bui | dcl i ent normally usesthe default C language compilation command to
produce the client executable. The default C language compilation command
is defined for each supported operating system platform and is defined as
cc(1) for UNIX system. In order to alow for the specification of an alternate
compiler, bui | dcl i ent checksfor the existence of an environment variable
named CC. If CC does not exist in bui | dcl i ent 'senvironment, or if itisthe
string " ", bui I dcl i ent will use the default C language compiler. If CCdoes
exist in the environment, its valueis taken to be the name of the compiler to
be executed.

The environment variable CFLAGS istaken to contain a set of argumentsto be
passed as part of the compiler command line. Thisis in addition to the
command-line option "- 1 ${ TUXDI R}/ i ncl ude" passed automatically by
bui | dcl i ent . If CFLAGS doesnot existinbui | dcl i ent 'senvironment, or if
itisthestring" ", no compiler command-line arguments are added by

bui | dcl i ent.

When the - C option is specified for COBOL compilation, bui | dcl i ent
normally uses the BEA Tuxedo shell cobcc which in turn calscob to

BEA Tuxedo Reference Manual 9
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10

Portability

produce the client executable. In order to allow for the specification of an

alternate compiler, bui | dcl i ent checksfor the existence of an environment
variable named ALTCC. If ALTCCdoesnot exist in bui | dcl i ent command’s
environment, or if it is the string', bui | dcl i ent will usecobcc. If ALTCC

does exist in the environment, its value is taken to be the name of the compile
command to be executed.

ALTCFLAGS

COBOPT

COBCPY

The environment variableL TCFLAGS is taken to contain a set of additional
arguments to be passed as part of the COBOL compiler command line wher
the - C option is specified. This is in addition to the command-line option

"-1 ${ TUXDI R}/ i ncl ude"

passed automatically i | dcl i ent . When the C option is used, putting
compiler options and their arguments in bl dcl i ent -f option will
generate errors; they must be pubirTCFLAGS. If not set, then the value is
set to the same value used BRLAGS, as specified above.

The environment variableoBOPT is taken to contain a set of additional
arguments to be used by the COBOL compiler, when theption is
specified.

The environment variabl@OBCPY indicates which directories contain a set of
COBOL copy files to be used by the COBOL compiler, when theption
is specified.

LD LI BRARY_PATH

The environment variableD LI BRARY_PATH (for Solaris and Compaq

UNIX systems) indicates which directories contain shared objects to be usec
by the COBOL compiler, in addition to the BEA Tuxedo system shared
objects. On HP UX systems the corresponding environment variable is

SHLI B_PATH. For AlX systems the environment variableli8PATH. And on
Windows NT the corresponding environment variable B.

bui | dcl i ent is supported as a BEA Tuxedo-supplied compilation tool on UNIX and
MS-DOS operating systems. However, due to file naming restrictions, only the

bui | dcl t alias is supported on MS-DOS. Note that flenames supplied as part of the
bui | dcl i ent command line must conform to the syntax and semantics of the resident
operating system.

BEA Tuxedo Reference Manual
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Examples

See Also

The MS-DOSversion of bui | dcl t hassignificant differencesfrom the UNIX system
version. Thesedifferenceswarrant a separate man page for the MS-DOS version of the
command. Therefore, a separate bui | dcl t (1) reference page is aso included to
describe the command for the MS-DOS environment.

CC=ncc CFLAGS="-1 /APPD R/include"; export CC CFLAGS
buildclient -o enpclient -f enp.c -f "userlibl.a userlib2. a"

COBCPY=$TUXDI R/ cobi ncl ude

COBOPT="- C ANS85 - C ALI GN=8 - C NO BMCOWP - C TRUNC=ANSI - C OSEXT=cbl "
COBDI R=/ usr/1i b/ cobol LD_LI BRARY_PATH=$COBDI R/ cobli b: $TUXDIR/ | i b

export COBCPT COBCPY COBDI R LD LI BRARY_PATH

buildclient -C -0 enpclient -f name.cbl -f "userlibl.a userlib2.a"

bui | dcl t (1), bui | dser ver (1), bui | dt ms (1), conpi | ati on(5),
cc(1),1d(2) inaUNIX system reference manual

BEA Tuxedo Reference Manual 11
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buildclt(1)

Name  bui | dcl t —construct a BEA Tuxedo Workstation client program for MS-DOS,
Windows, Windows NT, and OS/2

Synopsis  buildclt [ -C]1 [ -v] [ -m{m| I} ][ -c{m| b] i} ]
[ -oname ] [ -f firstfiles] [ -F Firstlibs ] [ -1 libfiles ]
[ -W] [ -O] [ -P] [ -d deffile]

Description  bui | dcl t is used to construct a BEA Tuxedo Workstation client program for
MS-DOS, Windows, Windows NT, and OS/2. The command combines the files
supplied by the f and-1 options with the standard BEA Tuxedo libraries to form an
executable program. The load module is builbbyl dcl t using the C and COBOL
language compilation commands defined for the operating system in use. The optior
tobui I dcl't have the following meaning:

-V
Specifies thabui | dcl t should work in verbose mode. In particular, it writes
the compilation command to its standard output.

-0 nane
Specifies the filename of the output program. If not supplied, the program is
namedcl i ent . exe.

-f firstfiles
Specifies one or more user files (or options to the compiler or linker) to be
included on the command line first, before the BEA Tuxedo libraries. If more
than one file is specified, filenames must be separated by white space and th
entire list must be enclosed in double quotation marks. This option may be
specified multiple times.

-FFirstlibs
Specifies one or more standard or import (not dynamic-link) libraries to be
included before the BEA Tuxedo libraries. If more than one file is specified,
filenames must be separated by white space and the entire list must be
enclosed in double quotation marks. This option may be specified multiple
times.

-l I'ibfiles
Specifies one or more standard or import (not dynamic-link) libraries to be
included after the BEA Tuxedo libraries. If more than one file is specified,
filenames must be separated by white space and the entire list must be
enclosed in double quotation marks. This option may be specified multiple
times.
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Microsoft C
Compilation

-d deffile
Specifiesamoduledefinition file used for linking an MSWindows, Windows
NT or OS/2 program.

-m{m]| |
ol Sp}ecifi&ethe memory model to be used for compilation and linking of a

client. The values for this option are mand | for the medium and large
memory models, respectively. The large memory model is the default value
for this option. The medium memory model is no longer supported for DOS.
The memory model needs only to be specified for Windows and OS/2 16-bit
compilation.

-c {m]| i}
Specifies the compilation system to be used. The supported values for this
option aremori for the Microsoft C/C++ compiler, or the IBM CSET?2
compiler, respectively. The Microsoft C compiler isthe default valuefor this
option. The IBM CSET2 compiler can only be used for OS/2 32-bit

compilation.
-W
Compile and link an Microsoft Windows or Windows NT client.
-0
Compile and link an OS/2 character-mode client.
-P
Compile and link an OS/2 Presentation M anager client.
-C

Specifies COBOL compilation.

The following environment variables must be set for the COBOL environment.

COBCPY
The environment variable COBCPY indicates which directories contain a set of

COBOL copy filesto be used by the COBOL compiler.

Thebui | del t command assumesthat directoriesfor needed libraries are specified in
the environment variables | NCLUDE and LI B. They might look like the following:

I NCLUDE=C: \ TUXEDO\ | NCLUDE; C: \ NET\ TOOLKI T\ | NCLUDE; C: M5VC\ | NCLUDE
LI B=C: \ NET\ TOOLKI T\ LI B; C: \ W NDEW LI B; C: \ MSVC\ LI B; C: \ TUXEDO LI B;

Notethat in the above example, C:M SV C isthedirectory where Microsoft Visual C++
resides; earlier versions such as C600 or C700 can be used. Note that in the above
example, C:NET is the directory where Novell LAN Workplace resides; earlier
versions resided in C:XLN and can be used.
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Examples

Note that COBOL source filesthat reference ATMI calls must be compiled with the
LI TLI NK option.

The names of al libraries used for linking the client followed by the files specified in
the-1 option are put into atemporary response file and linking is done using the
command line:

LINK firstfiles, outname @npfile

arethefilenames specified with the- f option, outnameisthe output filename (default
client.exe), and tmpfile is the temporary response filename. The-f option should
be used to include any necessary optionsto be passed to LI NK (for example,

/ ST: 10000 to set the default stack size to 10000 bytes). The -1 option should be used
toinclude any necessary network provider libraries (for example, i i bsock. | i b). To
create an executable that can be debugged using Codevi ew (assuming that the object
files have been compiled with the - zi option), use-f / CO.

MS-DOS C Compilation:

buildclt -cm-m -0 enp.exe -f "/CO ST: 10000/ SE: 200" -f enp.obj -
I'1ibsock.lib

WINDOWS C Compilation:

buildclt -W -cm -mm -0 emp.exe -f “/CO emp.obj” -d emp.def rc -k
emp.res emp.exe

OS2 16-Bit:

buildclt -O -cm -ml -0 emp.exe -f “/NOI/ST:15000/CO emp.obj” -d
emp.def

OS2 32-Bit IBM:
buildclt -O -ci -f “/NOI/ST:25000 /CO emp.obj” -0 emp.exe
Windows NT:

linclude <ntwin32.mak>
rc -r emp.rc
buildclt -W -f “emp.obj emp.res” -| “$(winlibs)” -oemp.exe

DOS/WINDOWS/OS2 COBOL Compilation:

COBCPY=C:\TUXEDO\COBINC
COBDIR=C:\COBOL\LBR;C:\COBOL\EXEDLL
PATH=C:\C700BIN\;C:COBOLEXEDLL;...
TUXDIR=C:\TUXEDO
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See Also

I NCLUDE=C: \ TUXEDO\ | NCLUDE; C: \ XLN\ TOOLKI T\ | NCLUDE; C: \ C700\ | NCLUDE
LI B=C: \ XLN\ TOOLKI T\ LI B; C: \ C700\ LI B; C: \ TUXEDO\ LI B; C: \ COBOL\ LI B

COBOL EMP. CBL OVF" OBJ" LI TLI NK
DOS:

BU LDCLT -C -0 EMP. EXE -f EMP+MFC7I NTF+C7DOCSI F+C7DOSLB |\
-f “/NOD/NOE/SE:300/CO/ST:10000” -| LLIBSOCK

WINDOWS:
BUILDCLT -C -W -0 EMP.EXE -f EMP -d EMP.DEF -f */NOD/NOE/CO/SE:300”
0Ss2:

BUILDCLT -C -P -0 EMP.EXE -f EMP+MFC6INTF+C60S2IF+C60S2LB -d
EMP.DEF \ -f“/NOD/NOE/SE:300/CO”

Microsoft C/C++ Programming Techniques, Microsoft Corporation. Micro Focus
COBOL/2 Operating Guide, Micro Focus L td. Micro Focus COBOL/2 Workbench for
DOSand OS2, Micro Focus Ltd.
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buildserver(1)
Name  bui | dser ver —construct a BEA Tuxedo server load module
Synopsis  bui l dserver [-C [-s { @ ilenane | service[,service...][:func] |
:func } ] [-n maxdynam} [-v] [-0 outfile]l [-f firstfiles]
[-1 lastfiles] [{-r|-9} rmmane] [-K]
Description  bui | dser ver is used to construct a BEA Tuxedo server load module. The command

16

combines the files supplied by the and-1 options with the standard server main
routine and the standard BEA Tuxedo libraries to form a load module. The load
module is built by thec(1) command, whiclui | dserver invokes. (Seec(1) in
any UNIX system reference manual.) The optiorisutd dser ver have the following
meaning:

-V
Specifies thabui | dser ver should work in verbose mode. In particular, it
writes the compilation command to its standard output.

-o outfile

Specifies the name of the file the output load module is to have. If not
supplied, the load module is nam&ERVER.

-n maxdynam
Specifies the maximum number of dynamic services the user can specify

when the server is run. A dynamic service allows the user to specify at run
time the function within the server that is to process the service. i§ not
specified, the maximum number of such services is set to 25.

-ffirstfiles
Specifies one or more user files to be included in the compilation and link edit

phases obui | dser ver first, before the BEA Tuxedo libraries. If more than
one file is specified, filenames must be separated by white space and the
entire list must be enclosed in quotation marks. This option may be specifiec
multiple times. ThecFLAGS andALTCFLAGS environment variables,

described below, should be used to include any compiler options and their
arguments.

-l lastfiles
Specifies one or more user files to be included in the compilation and link edit

phases ofui | dser ver last, after the BEA Tuxedo libraries. If more than one
file is specified, filenames must be separated by white space and the entire lis
must be enclosed in quotation marks. This option may be specified multiple
times.
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-r rmane
Specifiesthe resource manager associated with this server. Thevalue r rnane

must appear in the resource manager table located in
$TUXDI R/ udat aobj / RM Each linein thisfileis of the form:

rmane: rnstructure_nane: | i brary_names

(Seebui | dt ns(1) for further details.) Using the r mane value, the entry in
$TUXDI R/ udat aobj / RMis used to include the associated libraries for the
resource manager automatically and to set up the interface between the
transaction manager and resource manager properly. The value TUXEDQ' D
includes the libraries for the BEA Tuxedo System/D resource manager. The
value TUXEDO' SQL includes the libraries for the BEA Tuxedo System/SQL
resource manager. Other values can be specified as they are added to the
resource manager table. If the- r option is not specified, the default isto use
the null resource manager. Refer to the ubbconf i g(5) reference page.

-s { @filenane|service[,service..][:func] |:func} ]
Specifies the names of services that can be advertised when the server is
booted. Service names (and implicit function names) must be less than or
equa to 15 charactersin length. An explicit function name (that is, a name
specified after a colon) can be up to 128 characters in length. Names longer
than these limits are truncated with a warning message. When retrieved by
t madmi n(1) or TM_M B(5), only the first 15 characters of aname are
displayed. (See ser vopt s(5).) All functions that can be associated with a
service must be specified with thisoption. Inthe most common case, aservice
is performed by afunction that carries the same name; that is, the x serviceis
performed by function x. For example, the specification

- X,Y,2Z

will build the associated server with servicesx, y, and z, each to be processed
by afunction of the same name. In other cases, aservice (or several services)
may be performed by afunction of adifferent name. The specification

-S X,y,z:abc

builds the associated server with servicesx, y, and z, each to be processed by
thefunction abc. Spaces are not allowed between commas. Function nameis
preceded by acolon. In another case, the service name may not be known
until runtime. Any function that can have a service associated with it must be
specifiedtobui | dser ver . To specify afunction that can have aservicename
mapped to it, put a colon in front of the function name. For example, the
specification
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-s :pgr

builds the server with afunction pqr , which can have a service association.
t padverti se(3c) could be used to map a service name to the pgr function.

A filename can be specified with the - s option by prefacing thefilenamewith
the’'@’ character. Each line of thisfileis treated as an argument to the - s
option. Y ou may put commentsin thisfile. All comments must start with the
'# character. Thisfile can be used to specify all the functionsin the server that
may have services mapped to them.

The - s option may appear several times. Note that services beginning with
the * 'or'.' character are reserved for system usehairiddser ver will fail
if the - s option is used to include such a service in the server.

Specifies COBOL compilation.

bui | dser ver normally uses thec command to produce theout . In order

to allow for the specification of an alternate compites,| dser ver checks

for the existence of a shell variable nangedIf CC does not exist in

bui | dser ver's environment, or if it is the string', bui | dser ver will use

cc as the compiler. IEC does exist in the environment, its value is taken to
be the name of the compiler to be executed. Likewise, the shell variable
CFLAGS is taken to contain a set of parameters to be passed to the compiler

Keeps the servemain stub. bui | dser ver generates main stub with data
structures such as the service table amdi @a() function. This is normally
compiled and then removed when the server is built. This option indicates tha
the source file should be kept (to see what the source filename is, use the
option).

Note: The generated contents of this file may change from release to ré&€xase;
NOT count on the data structures and interfaces exposed in this file. This
option is provided to aid in debugging of build problems.

Environment  TUXDI R
Variables bui | dser ver uses the environment varialdlexpl Rto find the BEA Tuxedo
libraries and include files to use during compilation of the server process.

bui | dser ver normally uses the default C language compilation command to
produce the server executable. The default C language compilation comman
is defined for each supported operating system platform and is defined as
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CFLAGS

ALTCC

cc(1) for the UNIX system. In order to allow for the specification of an
alternate compiler, bui | dser ver checksfor the existence of an environment
variable named CC. If CC does hot exist in bui | dser ver 'senvironment, or if
itisthestring" ", bui | dser ver will use the default C language compiler. If
CC does exist in the environment, its value is taken to be the name of the
compiler to be used.

The environment variable CFLAGS istaken to contain a set of argumentsto be
passed as part of the compiler command line. Thisis in addition to the
command-line option "- 1 ${ TUXDI R}/ i ncl ude" passed automatically by
bui | dser ver . If CFLAGS doesnot existin bui | dser ver 'senvironment, or if
itisthestring" ", no compiler command-line arguments are added by

bui | dser ver.

When the - C option is specified for COBOL compilation, bui | dser ver
normally uses the BEA Tuxedo shell cobcc (1) which inturn callscob to
produce the server executable. In order to allow for the specification of an
alternate compiler, bui | dser ver checksfor the existence of an environment
variable named ALTCC. If ALTCC does not exist in bui | dser ver’s
environment, or if itisthestring " ", bui | dserver will usecobcc. If ALTCC
doesexistinthe environment, itsvalueistaken to be the name of the compiler
command to be executed.

ALTCFLAGS

COBOPT

The environment variable ALTCFLAGS is taken to contain a set of additional
arguments to be passed as part of the COBOL compiler command line when
the - C option is specified. Thisisin addition to the command-line option

"-1 ${ TUXDI R}/ i ncl ude" passed automatically by bui | dser ver . Whenthe
- Coption is used, putting compiler options and their argumentsin the

bui | dserver -f optionwill generate errors; they must be put in
ALTCFLAGS. If not set, then thevalueis set to the same value used for CFLAGS,
as specified above.

The environment variable COBOPT is taken to contain a set of additional
arguments to be used by the COBOL compiler, when the - C option is
specified.
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Compatibility

Portability

Notices

Examples

COBCPY
The environment variable COBCPY indicates which directories contain a set of

COBOL copy filesto be used by the COBOL compiler, when the - C option
is specified.

LD LI BRARY_PATH
The environment variable LD_LI BRARY_PATH indicates which directories
contain shared objects to be used by the COBOL compiler, in addition to the
BEA Tuxedo shared objects.

In earlier releases, the - g option was allowed to specify a genoption of sql or

dat abase. For upward compatibility, this option isa synonym for the - r option. The
genoption dat abase is equivalent to TUXEDQ D, and the genoption sql is equivalent
to TUXEDO SQL.

Thebui | dser ver compilation tool is supported on any platform on which the BEA
Tuxedo server environment is supported.

Some compilation systems may require some code to be executed within the mai n() .
For example, thiscould beused to initialize constructorsin C++ or initializethelibrary
for COBOL. A general mechanism is available for including application code in the
server mai n() immediately after any variable declarations and before any executable
statements. Thiswill alow for the application to declare variables and execute
statements in one block of code. The application exit is defined as follows. #i f def
TMVAI NEXI T #i ncl ude "mai nexit.h" #endif.To usethisfeature, theapplication
should include " - DTMVAI NEXI T* in the ALTCFLAGS (for COBOL) or CFLAGS (for C)
environment variables and provide amai nexi t . h in the current directory (or use the
-1 include option to include it from another directory).

For example, Micro Focus Cobol V3.2.x with a PRN number with the last digits
greater than 11.03 requires that cobi ni t () becalled in mai n before any COBOL
routines, if using shared libraries. Thiscan be accomplished by creatinga mai nexi t . h
filewith a call to cobi ni t () (possibly preceded by afunction prototype) and
following the procedure above.

Thefollowing example shows how to specify the resource manager (- r TUXEDO' SQL)
libraries on the bui | dser ver command line:

bui |l dserver -r TUXEDO SQL -s OPEN _ACCT -s CLOSE ACCT -0 ACCT
-f ACCT.o -f appinit.o -f util.o
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See Also

The following example shows how bui | dser ver can be supplied CC and CFLAGS
variables and how - f can be used to supply a- | moption to the cClineto link in the
math library:

CFLAGS=-g CC=/bin/cc buildserver -r TUXEDQ SQL -s DEPCSI T
-s WTHDRAWAL -s INQURY -o TLR -f TLR o -f util.o -f -Im

The following example shows use of the bui | dser ver command with no resource
manager specified:

bui | dserver -s PRINTER -0 PRI NTER -f PRINTER. o

The following example shows COBOL compilation:

COBCPY=$TUXDI R/ cobi ncl ude COBOPT="-C ANS85 -C ALI G\=8 - C NO BMCOWP
- C TRUNC=ANSI| -C OSEXT=chl" COBDI R=/usr/Ii b/ cobol

LD_LI BRARY_PATH=$COBDI R/ cobl i b export COBOPT COBCPY COBDI R

LD LI BRARY_PATH bui | dserver -C -r TUXEDQ SQ@ -s OPEN_ACCT

-s CLOSE_ACCT -0 ACCT -f ACCT.o -f appinit.o -f util.o

bui | dt ms (1), ubbconf i g(5), servopt s(5), cc(1), ! d(1) inaUNIX system reference
manual
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Name
Synopsis

Description

bui | dt ms (1)—construct a transaction manager server load module
buildtms [ -v ] -0 nane -r rmnane
bui | dt ms is used to construct a transaction manager server load module.

While several TM servers are provided with BEA Tuxedo, hew resource managers
may be provided to work with BEA Tuxedo for distributed transaction processing. The
resource manager must conform to the X/OPEN XA interface. The following four
items must be published by the resource manager vendor: the name of the structure
typexa_swi t ch_t that contains the name of the resource manager, flags indicating
capabilities of the resource manager, and function pointers for the actual XA functions
the name of the resource manager that is contained in the name element of the
xa_swi t ch_t structure; the name of the object files that provide the services of the XA
interface and supporting software; and the format of the information string supplied tc
the OPENI NFO andCLGOSEI NFO parameters in theBBCONFI G configuration file. See
ubbconfi g(5).

When integrating a new resource manager into the BEA Tuxedo system, the file
$TUXDI R udat aobj / RMmust be updated to include the information about the
resource manager. The format of this file is

rm nanme: rm structure_nane: |ibrary _nanes

whererm_name is the resource manager namme, structure_name is the name of the
xa_swi tch_t structure, antibrary _namesis the list of object files for the resource
manager. White space (tabs and/or spaces) is allowed before and after each of the
values and may be embedded within litbeary names. The colon () character may

not be embedded within any of the values. Lines beginning with a poundtyiare (
treated as comments and are ignored.

A transaction manager server for the new resource manager must be built using
bui | dt ns and installed irsTUXDI R/ bi n. bui | dt ms uses théui | dser ver (1)
command to build the resultireg out . The options tdui | dt ms have the following
meaning:

-V
Specifies thabui | dt ns should work in verbose mode. In particular, it writes
thebui | dserver command to its standard output and specifies-the
option tobui | dser ver .

-0 nane

Specifies the name of the file the output load module is to have.
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-r rmnane
Specifies the resource manager associated with this server. The value

rm_name must appear in the resource manager table located in

$TUXDI R/ udat aobj / RM The entry associated with the r m nane vaueis
used to include the correct libraries for the resource manager automatically
and properly to set up the interface between the transaction manager and
resource manager (using the xa_swi t ch_t structure).

bui | dt ms usesthe bui | dser ver command to produce thea. out . bui | dserver
uses the CC and CFLAGS environment variables, if set, for the compiler and compiler
flags, respectively. See bui | dser ver (1) for further details.

Portability  bui I dt ms is supported asaBEA Tuxedo system-supplied compilation tool for UNIX
and Windows NT systems.

Examples  buil dtns -o $TUXDI R/ bin/ TMS_D -r TUXEDO' D # standard System’ D TMS
buildtns -0 $TUXDI R/ bi n/f TMS_XYZ -r XYZ/ SQL # TMS for XYZ resource
nmanager

See Also  bui | dser ver (1), ubbconf i g(5)
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Name
Synopsis

Description

bui | dwsh—build customized Workstation Handler process
buildwsh [ -v ] [ -0 nane] [ -f files]

bui | dwsh is used to construct a customized BEA Tuxedo Workstation Handler
module. The files included by the caller should include only the application buffer type
switch and any required supporting routines. The command combines the files
supplied by thef option with the standard BEA Tuxedo libraries necessary to form
a Workstation Handler load module. The load module is built bydfd command
described in UNIX system reference manuals, whigh dwsh invokes. The options
to bui I dwsh have the following meaning:
-V
Specifies thabui | dwsh should work in verbose mode. In particular, it writes
thecc command to its standard output.

-0 nane
Specifies the filename of the output Workstation Handler load module. The
name specified here must also be specified with thesHhanme option of
thewsL (5) server in the&SERVER section of the configuration file. If not
supplied, the load module is namesH.

-f firstfiles
Specifies one or more user files to be included in the compilation and/or link
edit phases dfui | dwsh. Source files are compiled using the eitherche
command or the compilation command specified through@temvironment
variable. Object files resulting from compilation of source files and object
files specified directly as arguments to theoption are included after all
object files necessary to build a base Workstation Handler process and befor
the BEA Tuxedo libraries. If more than one file is specified, flenames must
be separated by white space and the entire list must be enclosed in quotatic
marks. This option can be specified multiple times.

bui | dwsh normally uses thec command to produce the out . In order to allow for

the specification of an alternate compilari I dwsh checks for the existence of a shell
variable namedc. If CC does not exist in thieui | dwsh command’s environment, or

if it is the string "",bui | dwsh will use cc as the compiler. dC does exist in the
environment, its value is taken to be the name of the compiler to be executed.
Likewise, the shell variableFLAGS is taken to contain a set of parameters to be passed
to the compiler.
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If your application uses shared libraries, it is not necessary to go through this compile
and link process. See the description in the “Buffer Types” chapter 8Bhe
WebLogic Enterprise Administration Guide.

Portability ~ bui I dwsh is supported as a BEA Tuxedo-supplied compilation tool on UNIX
operating systems only.

Examples ncc CFLAGS="-1 $TUXDIR/include”; export CC CFLAGS buildwsh
-0 APPWSH -f apptypsw.o

See Also  buildclient (1), wsl (5) cc(2), Id (1) in UNIX system reference manuals
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Name cobcc—COBOL compilation interface
Synopsis  cobcc [option...] filenane...

Description  cobcc is used as an interface shell to the COBOL compiler. It is invoked, by default,
whenbui | dcl i ent (1) orbui | dser ver (1) is executed with thec{COBOL) option.
This can be overridden by specifying thercC environment variable.

The following list indicates the options recognizectbycc. To use these options, set
the environment variabl® TCFLAGS to the string of options to be recognized by
cobcc whenrunningpui | dcl i ent orbui | dser ver . Consult your documentation for
the COBOL and C compilers to see what effect the various options have.

Note that forcobcc, unlikecc andcob, all options must come before any filenames.
-C
This option specifies that the link phase should be suppressed. That is,
compilation will be done but an executable program will not be generated.

-p -g -r -0O
These option are passed directly to the COBOL compiler.

-1 argunent
This option and its argument are passed directly to the COBOL compiler
(with no white space separating them).

-L argunent
This option and its argument are passed directly to the COBOL compiler

(with one space separating them).

-ooutput_file
This option is used to specify the name of the executable file that is output
from the link stage.

-E-P-S
These options are passed through the COBOL compiler to the C compiler,
and also cause suppression of the link phase.

-A-C-H-f -G
These options are passed through the COBOL compiler to the C compiler.
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This option causes warnings to be suppressed from both the COBOL and C
compilers.

-Dargunent
This option and its argument are passed through the COBOL compiler to the
C compiler. It is used to define macrosin C.

{-T-Y-U-l -B-X-F -q} argunent
Each of these options takes an argument.The option and its argument are
passed through the COBOL compiler to the C compiler.

Each of these options is passed both to the COBOL compiler and the C
compiler.

-a -S
Each of these options is passed to the loader.

-u argunment
This option and its argument are passed to the loader.

-W ar gunent
The argument may consist of up to three comma-separated fields. If the first
part of the argument is-p or -0, it is passed to the C compiler. If it startswith
-a, it is passed to the assembler. If it starts with -1 , it is passed to the loader.
If it startswith -C, it is passed to the COBOL compiler. Otherwise, it is passed
through to the C compiler.

The options and their arguments and the filenames are passed to the COBOL compiler
with the correct options so that the right information is processed by the COBOL
compiler, the C compiler, or the loader. The COBOL compiler name is assumed to be
cob and already in the PATH.

bui | dcl i ent (1), bui | dser ver (1), cc reference page, Micro Focus COBOL/2
Operating Guide, Micro Focus Ltd.
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Name
Synopsis

Description

Administration

28

Mode
Commands

dmadni n—BEA Tuxedo Domain Administration Command Interpreter
dmadmn [ -c ]

dmadni n is an interactive command interpreter used for the administration of domain
gateway groups defined for a particular BEA Tuxedo applicati@sdni n can
operate in two modes: administration mode and configuration mode.

dmadni n entersadministration mode when called with no parameters. This is the
default. In this modeinadni n can be run on any active node (excluding workstations)
within an active application. Application administrators can use this mode to obtain ot
change parameters on any active domain gateway group. Application administrators
may also use this mode to create, destroy, or reinitializeMhieoG for a particular

local domain. In this case, the domain gateway group associated with that local doma
must not be active, antiradni n must be run on the machine assigned to the
corresponding gateway group.

dmadni n enterconfiguration mode when it is invoked with the option or when the
config subcommand is invoked. Application administrators can use this mode to
update or add new configuration information to the binary version of the domain
configuration file BDMCONFI G).

dmadni n requires the use of tlmoval N administrative serveD{ADM for the
administration of th&DMCONFI Gfile and the gateway administrative sern@mpy)
for the reconfiguration of activeOMAl N gateway groups (there is oG@ADM per
gateway group).

Oncedmadni n has been invoked, commands may be entered at the prompt (“>"
according to the following syntax:

command [ ar gunent s]

Several commonly occurring arguments can be given defaults vithal t
command. Commands that accept parameters set viefthel t command check
def aul t to see if a value has been set. If one hasn't, an error message is returned.

Once set, a default remains in effect until the session is ended, unless changed by
anothedef aul t command. Defaults may be overridden by entering an explicit value
on the command line, or unset by entering the value “*". The effect of an override lasts
for a single instance of the command.
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Output from dmadmi n commands is paginated according to the pagination command
in use (see the pagi nat e subcommand below).

Commands may be entered either by their full name or their abbreviation (shownin
parentheses) followed by any appropriate arguments. Arguments appearing in square
brackets, [], are optional; those in curly braces, {}, indicate a selection from mutually
exclusive options. Note that for many commands / ocal _donai n_nane is arequired
argument, but note also that it can be set with the def aul t command.

The following commands are available in admi ni st r at i on mode:

advertise (adv) -d /ocal_domain_nane[{ |service}]
Advertise all remote services provided by the named local domain or the
specified remote service.

audit (audit) -d/ocal_domain_nane [{off |on}]
Activate (on) or deactivate (off) the audit trace for the named local domain.
If no option is given, then the current setting will be toggled between the
values on and off, and the new setting will be printed. Theinitial setting is off.

chbktime (chbt) -d /ocal _donai n_nane -t bktine
Change the blocking timeout for a particular local domain.

config (config)
Enter configuration mode. Commands issued in this mode follow the

conventions defined in the section “Configuration Mode Commands” later in
this reference page.

connect (co) -d /ocal _domai n_nane [-Rrenote_donai n_nane]
Connect the local domain gateway to the remote gateway. If the connection
attempt fails and you have configured the local domain gateway to retry a
connection, repeated attempts to connect (via automatic connection retry
processing) is made. ({RRis not specified, then the command applies to all
remote domains configured for this local gateway.)

crdm og (crdlog)[-d/ocal _domai n_nane]
Create the domain transaction log for the named local domain on the current
machine (that is, the machine whéradni n is running). The command uses
the parameters specified in theCONFI Gfile. This command fails if the
named local domain is active on the current machine or if the log already
exists.
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defaul t (d) [-d ! ocal _domai n_nane]
Set the corresponding argument to be the default local domain. Defaults may
be unset by specifying "*" as an argument. If the default command is entered
with no arguments, the current defaults are printed.

di sconnect (dco) -d/ocal_donain_nane[-R renpte_donain_nane]
Break the connection between the local domain gateway and the remote
gateway and do not initiate connection retry processing. If no connection is
active, but automatic connection retry processing isin effect, then stop the
automatic retry processing. (If - R isnot specified, then the command applies
to all remote domains configured for thislocal gateway.)

dsdm og (dsdl g) -d /ocal_domai n_nanme|[ -y ]
Destroy the domain transaction log for the named local domain onthe current
machine (that is, the machine where dmadmin is running). An error is
returned if a DMILOG is not defined for thislocal domain, if the local domain
isactive, or if outstanding transaction records exist in the log. The term
outstanding transactions means that a global transaction has been committed
but an end-of -transacti on has not yet been written. Thiscommand promptsfor
confirmation before proceeding unless the -y option is specified.

echo (e) [{off | on}]
Echo input command lines when set to on. If no option is given, then the
current setting istoggled, and the new setting is printed. The initial settingis
off.

forgettrans (ft) -d/ocal_domain_nanme[-t tran_id]
Forget one or all heuristic log records for the named local domain. If the
transaction identifier t ran_i dis specified, then only the heuristic log record
for that transaction will be forgotten. The transaction identifier t ran_i d can
be obtained from the pri nt t r ans command or from the ULOGfile.

hel p (h) [command]
Print help messages. If command is specified, the abbreviation, arguments,
and description for that command are printed. Omitting all arguments causes
the syntax of all commands to be displayed.

indmog (indlg) -d /ocal_domain_nane|[-y]
Reinitialize the domain transaction log for the named local domain on the
current machine (that is, the machine where dmadni n isrunning). An error is
returned if a DMILOG s not defined for thislocal domain, if the local domain
isactive, or if outstanding transaction records exist in the log. The term
outstanding transactions means that a global transaction has been committed
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but an end-of -transaction has not yet been written. The command promptsfor
confirmation before proceeding unless the - y option is specified.

pagi nat e (page) [{of f | on}]
Paginate output. If no option is given, then the current setting will betoggled,
and the new setting is printed. The initia setting is on, unless either standard
input or standard output isanon-tty device. Pagination may only beturned on
when both standard input and standard output are tty devices.The shell
environment variable PAGER may be used to override the default command
used for paging output. The default paging command isthe indigenous oneto
the native operating system environment, for example, the command pg isthe
default on UNIX system operating environments.

passwd (passwd) [ -r ] [ocal _donmai n_nanerenote_donai n_nane
Prompt the administrator for new passwords for the specified local and
remote domains. The - r option specifies that existing passwords and new
passwords should be encrypted using anew key generated by the system. The
password is limited to at most 30 characters.

printdomain (pd) -d [ocal _domain_nane
Print information about the named local domain. Information printed includes

alist of connected remote domains, alist of remote domains being retried (if
any), global information shared by the gateway processes, and additional
information that is dependent on the domain type instanti ation.

printstats (pstats) -d/ocal_domai n_nane
Print statistical and performance information gathered by the named local
domain. The information printed is dependent on the domain gateway type.

printtrans (pt) -d /ocal donai n_nane
Print transaction information for the named local domain.

quit (aq) .
Terminate the session.

resume (res) -d /ocal_domain_nane[{-all |service}]
Resume processing of either the specified service or all remote services
handled by the named local domain.

stats (stats) -d /ocal_domain_nane[{ off |on|reset }]
Activate (on), deactivate (off), or reset (reset) statistics gathering for the
named local domain. If no option is given, then the current setting will be
toggled between the values on and off, and the new setting will be printed.
Theinitial setting is off.
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Configuration
Mode
Commands

suspend (susp) -d /ocal _domain_nane[{ -all |service}]
Suspend one or all remote services for the named local domain.

unadvertise (unadv) -d/ocal_domain_nane[{-all |service}]
Unadvertise one or all remote services for the named local domain.

verbose (v) [{off | on}]
Produce output in verbose mode. If no option isgiven, then the current setting

will be toggled, and the new setting is printed. The initial setting is off.

! shel | command
Escape to shell and execute shellcommand.

Repeat previous shell command.

# [text]
Lines beginning with "#' are comment lines and are ignored.

<CR>
Repeat the last command.

The dmadni n command enters configuration mode when executed with the - ¢ option
or when the conf i g subcommand is used. In this mode, dmadni n alows run-time
updates to the BDMCONFI Gfile. dmadni n manages a buffer that contains input field
values to be added or retrieved, and displays output field values and status after each
operation completes. The user can update the input buffer using any available text
editor.

dmadni n first prompts for the desired section followed by a prompt for the desired
operation.

The prompt for the section is as follows:

Section:
1) RESOURCES 2) LOCAL_DOVAI NS
3) REMOTE_DOVAI NS 4) LOCAL_SERVI CES
5) REMOTE _SERVICES 6) ROUTI NG
7) ACCESS CONTROL 8) PASSWORDS
9) TDOVAI NS 10) CsI TPS
11) SNADOVS 12) LOCAL_REMOTE_ USER
13) REMOTE_USERS 14) SNACRMS
15) SNASTACKS 16) SNALI NKS
17) QUIT

Enter Section [1]:
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The number of the default section appears in square brackets at the end of the prompt.
Y ou can accept the default by pressing RETURN or ENTER. To select another section
enter its number, then press RETURN or ENTER.

dmadni n then prompts for the desired operation.

Operati ons:

1) FIRST 2) NEXT
3) RETRIEVE 4) ADD
5) UPDATE 6) DELETE

7) NEWSECTION 8) QU T

Enter Operation [1]:

The number of the default operation is printed in square brackets at the end of the
prompt. Pressing RETURN or ENTER selects this option. To select another operation
enter its number, then press RETURN or ENTER.

The currently supported operations are:

1

FI RsT—Retrieve the first record from the specified section. No key fields are
needed (they are ignored if in the input buffer).

NEXT—Retrieve the next record from the specified section, based on the key
fields in the input buffer.

RETRI EVE—Retrieve the indicated record from the specified section by key
field(s) (see fields description below).

ADD—Add the indicated record in the specified section. Any fields not specified
(unless required) take their defaults as specifietiironf i g(5). The current

value for all fields is returned in the output buffer. This operation can only be
done by the BEA Tuxedo administrator.

UPDATE—Update the record specified in the input buffer in the selected section.
Any fields not specified in the input buffer remain unchanged. The current value
for all fields is returned in the input buffer. This operation can only be done by
the BEA Tuxedo administrator.

DELETE—Delete the record specified in the input buffer from the selected
section. This operation can only be done by the System/T administrator.

NEW SECTI ON—Clear the input buffer (all fields are deleted). After this
operationdmadni n immediately prompts for the section again.

QUI T—EXxit the program gracefullydfedni n is terminated). A value af for any
prompt also exits the program.
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Configuration
Input Format

For configuration operations, the effective user identifier must match the BEA Tuxedo
administrator user identifier (UID) for the machine on which this program is executed.
When arecord is updated or added, all defaults and validations used by dmi oadcf (1)
are enforced.

dmadni n then prompts whether or not to edit the input buffer: Enter editor to

add/ nodi fy fields [n]? Enteringavalue of y will put the input buffer into a
temporary file and execute the text editor. The environment variable EDI TORisused to
determine which editor is to be used; the defauleéds.“The input format is in field
name/field value pairs and is described in‘tlBeNFI GURATI ON | NPUT FORVAT”

section below. The field names associated with ®CINFI G section are listed in
tables in the subsections below. The semantics of the fields and associated ranges,
defaults, restrictions, etc., are describednitionf i g(5). In most cases, the field name

is the same as th&YWORD in theDMCONFI G file, prefixed with 'TA_". When the user
completes editing the input buffehyadni n reads it. If more than one line occurs for

a particular field name, the first occurrence is used and other occurrences are ignore
If any errors occur, a syntax error will be printed emadni n prompts whether or not

to correct the problenEnt er editor to correct?

If the problem is not corrected (responggthen the input buffer will contain no fields.
Otherwise, the editor is executed again.

Finally, dmadni n asks if the operation should be doRer.f orm operation [y]?

When the operation completeismdni n prints the return value as®et ur n val ue

TAXK followed by the output buffer fields. The process then begins again with a
prompt for the section. All output buffer fields are available in the input buffer unless
the buffer is cleared.

Entering break at any time restarts the interaction at the prompt for the section.

When" QUI T is selecteddmadm n prompts for authorization to create a backup
ASCII version of the configurationunl oad BDMCONFI Gfile i nto ASCI 1 backup
[y]? If abackup is selectedpadm n prompts for the filenameackup fil ename

[ DMCONFI G . On successimadni n indicates that a backup was created; otherwise,
an error is printed.

Input packets consist of lines formatted as follows:
fldname fldval

The field name is separated from the field value by one or more tabs (or spaces).
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Lengthy field values can be continued on the next line by having the continuation line
begin with one or more tabs (which are dropped when read back into dmadmi n).

Empty lines consisting of a single newline character are ignored.

To enter an unprintable character in the field value or to start afield value with atab,
use a backsl ash followed by the two-character hexadecimal representation of the
desired character (see ASCII(5) in aUNIX reference manual). A space, for example,
can be entered in the input dataas\20. A backslash can be entered using two backslash
characters. dmadm n recognizes all input in this format, but its greatest usefulnessis
for non-printing characters.

Configuration ~ The following are general limitations of the dynamic domain reconfiguration
Limitations  capability:

m Valuesfor key fields (as indicated in the following sections) may not be
modified. Key fields can be modified, when the system is down, by reloading
the configuration file.

m Dynamic deletions cannot be applied when local domains are active (the
corresponding gateway group is running).

Restrictions for ~ The following sections describe, for each DMCONFI G section, what the field identifiers
Configuration  are associated with each DMCONFI Gfield, what the field type of the identifier is, and
Field Identifiers/ ~ when the field can be updated. All applicable field values are returned with the
Updates  retrieval operations. Fieldsthat are allowed and/or required for adding arecord are
described indnconf i g(5). Fieldsindicated bel ow askey are key fieldsthat are used to
uniquely identify arecord within section Thesekey fieldsare required to bein theinput
buffer when updates are done and are not allowed to be updated dynamically. The
Updat e column indicates when a field can be updated. The possible values are:

m Yes—Can be updated at any time.

m NoGNM—Cannot be updated dynamically while the gateway group representing the
local domain is running.

m No—Cannot be updated dynamically while at least one gateway group is
running.

Configuring the ~ The following table lists the fields in thé LOCAL_DOVAI NS section.
dm_local_doma
ins section
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Configuring the
dm_remote_do
mains section
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Table0-1 DM_LOCAL_DOMAINS SECTION

Field I dentifier Type Update | Notes

TA_LDOM string NoGW key

TA_AUDI TLOG string NoGW

TA_BLOCKTI ME numeric | NoGW

TA_CONNECTI ON_PQLI CY string NoGW

TA_DOVAI NI D string NoGW

TA_DMTLOGDEV string NoGW

TA_DMILOGNAVE string NoGW

TA_DMILOGSI ZE numeric | NoGW

TA_GACRP string NoGW

TA_NMAXRDOM numeric | NoGW

TA_NAXRDTRAN numeric | NoGW

TA_NMAXRETRY numeric | NoGW

TA_NAXTRAN numeric | NoGW

TA_RETRY_| NTERVAL numeric | NoGW

TA _SECURI TY string NoGW format: { NONE |
APP_PW | DM PW

TA_TYPE string NoGW format:{ TDOVAI N |

oSl TP}

Thefollowing table lists the fields in the *DM_REMOTE_DOMAI NS section.
Table0-2 *DM_REMOTE_DOMAINS SECTION

Field I dentifier Type Update | Notes

TA_RDOM string No key

TA_DOVAI NI D string No

TA_TYPE string No format: { TDOMAI N | CSI TP}
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Configuring the
dm_tdomain
section

Configuring the
dm_ositp
section

Configuring the
dm_local_servi
ces Section

The *DM_TDOMAI N section contains the network addressing parameters required by
TDOMAI N type domains. The following lists the fields in this section:

Table0-3 *DM_TDOMAIN SECTION

Field Identifier Type |Update | Notes
TA LDOM or TA_RDOM string No/NoGW | key
TA NWADDR string No/NoGW | ASCII format
(no embedded NULL characters)
TA NVDEVI CE string No/NoGW

If the domain identifier (TA_LDOM) isaloca domain identifier, then the TA_ NWADDR
and TA_NWDEVI CE fields can be updated if the gateway group representing that local

domain is not running.

The *DM_OSI TP section contains the network addressing parameters required by
asl TP type domains. The following lists the fields in this section:

Table0-4 *DM_OSITP SECTION

Field Identifier Type Update Notes
TA LDOM or TA_RDOM string No/NoGW key
TA _APT string No/NoGW

TA AEQ string No/NoGW

TA AET string No/NoGW

TA _ACN string No/NoGW

TA _API D string No/NoGW

TA AEI D string No/NoGW

TA PRCFI LE string No/NoGW

If the domain identifier (TA_LDOV) isalocal domain identifier, then the other fieldsin
thistable can be updated if the gateway group representing that local domain is not

running.

The following table lists the fieldsin the *DM_LOCAL_SERVI CES section.
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Table0-5 *DM_LOCAL_SERVICESSECTION

Field I dentifier Type Update Notes
TA_SERVI CENAME string No key
TA_LDOM string Yes

TA_RNAVE string Yes

TA_ACLNAMVE string Yes

TA BUFTYPE string Yes

TA_BUFSTYPE string Yes

TA_OBUFTYPE string Yes

TA_OBUFSTYPE string Yes

Configuringthe  Thefollowing table lists the fieldsin the *DM REMOTE_SERVI CES section.
dm_remote_Ser  1phe0-6 *DM_REMOTE_SERVICES SECTION

vices Section
Field I dentifier Type Update Notes
TA_SERVI CENAME string No key
TA_RDOM string No key
TA_LDOM string No key
TA_RNAVE string Yes
TA_CONV string NoGW format: { Y [N}
TA BUFTYPE string Yes
TA_BUFSTYPE string Yes
TA_OBUFTYPE string Yes
TA_OBUFSTYPE string Yes
TA_ROUTI NGNAME string Yes
TA_TRANTI ME numeric Yes

Configuringthe  Thefollowing table lists the fields in the * DM_ROUTI NG section.

dm_routing
Section
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Configuring the
dm_access_con
trol Section

Configuring the
dm_passwords
Section

Diagnostics in
Configuration
Mode

Table0-7 *DM_ROUTING SECTION

Field Identifier Type Update Notes
TA ROUTI NGNAME string No key
TA Fl ELD string Yes

TA RANCGE string Yes

TA BUFTYPE string Yes
The following table lists the fieldsin the * DM _ACCESS_CONTROL section.
Table0-8 *DM_ACCESS CONTROL SECTION

Field Identifier Type Update Notes
TA ACLNAME string No key

TA RDOM string Yes

The following table lists the fields in the * DM_PASSWORDS section.
Table0-9 *DM_PASSWORDS SECTION

Field Identifier Type Update Notes

TA LDOM string No key

TA RDOM string No key

TA _LPWD string Yes format:{ Y [N |U}
TA RPWD string Yes format:{ Y N |U}

The TA_LPWD and TA_RPWD show the existence of a defined password for the local
and/or the remote domain. Passwords are not displayed. |If an UPDATE operation is
selected, the value of the corresponding field must be set to U. The program will then
prompt with echo turned off for the corresponding passwords.

dmadni n failsif it cannot allocate an FML typed buffer, if it cannot determine the
/et c/ passwd entry for the user, or if it cannot reset the environment variables
FI ELDTBLS or FLDTBLDI R.

The return value printed by dmadni n after each operation completes indicates the
status of the requested operation. There are three classes of return values.

BEA Tuxedo Reference Manual 39



dmadmin(1)

40

Thefollowing return values indicate a problem with permissions or a BEA Tuxedo
communications error. They indicate that the operation did not complete successfully.

[TAEPERM
The calling process specified an ADD, UPDATE, or DELETE operation but it is
not running asthe BEA Tuxedo administrator. Update operations must berun
by the administrator (that is, the user specified in the Ul D attribute of the
RESOURCES section of the TUXCONFI Gfile).

[TAESYSTEM
A BEA Tuxedo error has occurred. The exact nature of the error iswritten to
user | og(3).

[TAEGS]
An operating system error has occurred.

[TAETI ME]
A blocking timeout occurred. The input buffer is not updated so no
information is returned for retrieval operations. The status of update
operations can be checked by doing aretrieval on the record that was being
updated.

Thefollowing return values indicate a problem in doing the operation itself and
generally are semantic problems with the application data in the input buffer. The
string field TA_STATUS will be set in the output buffer and will contain short text
describing the problem. The string field TA_ BADFLDNAME will be set to the field name
for the field containing the value that caused the problem (assuming the error can be
attributed to asingle field).

[TAECONFI G
An error occurred while reading the BDMCONFI Gfile.

[TAEDUPLI CATE]
The operation attempted to add a duplicate record.

[TAEI NCONSI S]
A field value or set of field values are inconsistently specified.

[TAENCTFOUND]
The record specified for the operation was not found.

[TAENOSPACE]
The operation attempted to do an update but there was not enough space in
the BDMCONFI Gfile.
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Configuration
Example

[TAERANGE]
A field valueis out of range or isinvalid.

[TAEREQUI RED)]
A field vaueis required but not present.

[TAESI ZE]
A field value for astring field is too long.

[TAEUPDATE]
The operation attempted to do an update that is not allowed.

The following return values indicate that the operation was successful.

[TAXK]
The operation succeeded. No updates were done to the BDMCONFI Gfile.

[TAUPDATED]
The operation succeeded. Updates were made to the BDMCONFI Gfile.

When using dnmunl oadcf to print entriesin the configuration, optional field values are
not printed if they are not set (for strings) or O (for integers). These fields will always
appear in the output buffer when using dmadni n. Inthisway, it makesit easier for the
administrator to retrieve an entry and update a field that previously was not set. The
entry will have the field name followed by atab but no field value.

In the following example, dmadni n isused to add a new remote domain. For
illustration purposes, ed(1) is used for the editor.

$ EDl TOR=ed dnmadni n

> config

Secti ons:
1) RESOURCES 2) LOCAL_DOMAI NS
3) REMOTE_DOVAI NS 4) LOCAL_SERVI CES
5) REMOTE_SERVI CES 6) ROUTI NG
7) ACCESS CONTROL 8) PASSWORDS

9) TDOMAI NS 10) OSI TPS

11) SNADOVS 12) LOCAL_REMOTE_USER
13) REMOTE_USERS 14) SNACRVB

15) SNASTACKS 16) SNALI NKS

17) QU T

Enter Section [1]: 2
Qperati ons:

1) FIRST 2) NEXT
3) RETRIEVE 4) ADD
5) UPDATE 6) DELETE

7) NEWSECTION 8) QU T
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Ent er
Ent er
a

TA RDOM

TA DOVAI NI D
TA TYPE

w

53

q

Qperation [1]: 4

BO5

TDOVAI N

BA. BANKO5

Per f orm operation [y]? <return>

Ret urn val ue TAUPDATED

Buf fer contents:

TA_OPERATI ON 4

TA_SECTI ON 2

TA_DOVAI NI D BA. BANKO5

TA_RDOM B05

TA TYPE TDOVAI N

TA_STATUS

Oper at i ons:
1) FIRST 2)
3) RETRI EVE 4)
5) UPDATE 6)
7) NEWSECTION 8)

Enter Operation [4]: 7

Sections:
1) LOCAL_DOMAI NS
3) LOCAL_SERVI CES
5) ROUTI NG
7) PASSWORDS
9) OSITP

Enter Section [1]: 8

Oper at i ons:
1) FIRST 2)
3) RETRI EVE 4)
5) UPDATE 6)
7) NEWSECTION 8)

Enter Operation [6]: 4
Enter editor to add/nodify
a

TA RDOM

TA NWADDR
TA NWDEVI CE
w

55

q

BO5

/dev/tcp

NEXT
ADD
DELETE

QT

editor to add/nodify fields [n]? vy

Updat e conpl et ed successfully

REMOTE_DOVAI NS
REMOTE_SERVI CES
ACCESS_CONTRCL
TDONVAI N

10) QUIT

NEXT
ADD
DELETE

QT

fields [n]? vy

Perform operation [y]? <return>

Ret urn val ue TAUPDATED
Buf f er contents:
TA OPERATI ON 4

42 BEA Tuxedo Reference Manual

0x00020401c0066d05



dmadmin(1)

Security

Environment
Variables

General
Diagnostics

TA_SECTI ON 8
TA_RDOM BO05
TA_NWADDR 0x00020401c0066d05
TA _NWDEVI CE /dev/tcp
TA _STATUS Update conpl eted successfully
Operati ons:
1) FIRST 2) NEXT
3) RETRI EVE 4) ADD
5) UPDATE 6) DELETE

7) NEWSECTION 8) QUIT
Enter Operation [4]: 8
> quit

The dmadni n program ends.

If dmadni n is run with the application administrator’s Ul D, it assumes a trusted user
and Security is bypassed. If dmadni n is run with another user 1D, and if the security
option is enabled in the TUXCONFI Gfile, then the corresponding application password
isrequired to start the dmadni n program. If standard input isaterminal, thendnadni n
will prompt the user for the password with echo turned off. If standard input is not a
terminal, the password is retrieved from the environment variable, APP_PW If this
environment variable is not specified and an application password is required, then
drmadni n will fail to start.

When running with another user ID (other than the UID of the administrator) only a
limited set of commandsis available.

dmadni n resetsthe FI ELDTBLS and FLDTBLDI R environment variables to pick up the
${ TUXDI R}/ udat aobj / dmadni n field table. Hence, the TUXDI R environment
variable should be set correctly.

If the application requires security and the standard input to dmadni n isnot from a
termina, then the APP_Pwenvironment variable must be set to the corresponding
application password.

The TUXCONFI G environment variable should be set to the pathname of the BEA
Tuxedo configuration file.

If the dmadmi n command is entered before the system has been booted, the following
message is displayed:

No bull etin board exists. Only |oggi ng conmands are avail abl e.

dmadni n then prompts for the corresponding commands.
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If an incorrect application password is entered or is not available to a shell script
through the environment, then alog message is generated, the following message is
displayed, and the command terminates: | nval i d password entered.

Interoperability ~ dmadni n must be installed on BEA Tuxedo Release 5.0 or later. Other nodes in the
same domain with an Release 5.0 gateway may be BEA Tuxedo Release 4.1 or later.

Portability ~ dmadni n is supported as a BEA Tuxedo-supplied administrative tool on UNIX
operating systems only.

See Also  dmi oadcf (1), dnconfi g(5), DMADM5), t madni n(1) BEA Tuxedo Domain Guide
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dmloadcf(1)

Name
Synopsis

Description

dm oadcf —parse eDMCONFI Gfile and load binaryBDMCONFI G configuration file
dm oadcf [-c] [-n] [-y] [-b blocks] {dntonfig file | - }

dm oadcf reads a file or the standard input that i®NGTONFI G syntax, checks the
syntax, and optionally loads a bin@®MCONFI G configuration file. TheBDMCONFI G
environment variable points to the path name oBIMCONFI Gfile where the
information should be stored.

dni oadcf prints an error message if it finds any required section aiMbenr Gfile
missing. If a syntax error is found while parsing the input ik padcf exits without
performing any updates to tlBEMCONFI Gfile.

dni oadcf requires the existence of th€UXDI R/ udat aobj / DMIYPE file. This file
defines the valid domain types. If this file does not eristoadcf exits without
performing any updates to tlBEMCONFI Gfile.

The effective user identifier of the person runningoadcf must match thel Din
the RESOURCES section of th@UXCONFI Gfile.

The- ¢ option todni oadcf causes the program to print minimum IPC resources
needed for each local domain (gateway group) in this configurationBOMzEONFI G
file is not updated.

The- n option todni oadcf causes the program to do only syntax checking of the
ASCII DMCONFI G file without actually updating thBDMCONFI Gfile.

After syntax checkingdn oadcf checks to see if the file pointed to BHMCONFI G

exists, is a valid BEA Tuxedo file system, and cont8DdCONFI G tables. If these
conditions are not true, the user is prompted to create and initialize the file with
Initialize BDMCONFIG file:path[y, q]? wherepathisthe complete filename

of the BDMCONFI G file. Prompting is suppressed if the standard input or output are not
terminals, or if the y option is specified on the command line. Any response other
than ‘y” or “Y” will causedni oadcf to exit without creating the configuration file.

If the BDMOONFI Gfile is not properly initialized, and the user has given the go-ahead,
dm oadcf creates the BEA Tuxedo file system and then creat&DiEONFI Gtables.

If the - b option is specified on the command line, its argument is used as the number
of blocks for the device when creating the BEA Tuxedo file system. If the value of the
- b option is large enough to hold the nBBMCONFI Gtablesdm oadcf will use the
specified value to create the new file system; otherwisegadcf will print an error
message and exit. If thé option is not specifiedim oadcf will create a new file
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system large enough to hold the BDMCONFI Gtables. The- b option isignored if thefile
system already exists. The - b option is highly recommended if BDMCONFI Gis araw

device (that has not been initialized) and should be set to the number of blocks on the
raw device. The- b option is not recommended if BDMCONFI Gisaregular UNIX file.

If the BDMCONFI Gfileisfound to have been initialized already, dnl oadcf ensuresthat
the local domain described by that BDMCONFI Gfile is not running. If alocal domainis
running, dm oadcf prints an error message and exits. Otherwise, dm oadcf , to
confirm that the file should be overwritten, prompts the user with:

“Really overwrite BDMCONFIG file [y, q]?”

Prompting is suppressed if the standard input or output are not aterminal or if the -y
option is specified on the command line. Any response other ytian “Y” will cause
dm oadcf to exit without overwriting the file.

If the SECURI TY parameter is specified in tRESOURCES section of ther'UXCONFI G
file, thendm oadcf will flush the standard input, turn off terminal echo and prompt
the user for an application password as follovs:er Appl i cation Password?

The password is limited to 30 characters. The option to load the AMCONFI Gfile

via the standard input (rather than a file) cannot be used whetthigl TY parameter
is turned on. If the standard input is not a terminal, that is, if the user cannot be
prompted for a password (as withe e file, for example), then the environment
variableAPP_Pwis accessed to set the application password. If the environment
variableAPP_Pwis not set with the standard input not a terminal, thrdadcf will
print an error message, generate a log message and fail to |&mitosF Gfile.

Assuming no errors, and if all checks have passddyadcf loads theDMCONFI Gfile
into theBDMOONFI Gfile. It will overwrite all existing information found in the
BDMCONFI Gtables.

Portability = dmi oadcf is supported as a BEA Tuxedo-supplied administrative tool on UNIX
operating systems only.

Environment  The environment variablePP_Pwmust be set for applications that require security
Variables  (theSECURI TY parameter in thEUXCONFI Gfile is set toAPP_PW anddni oadcf is run
with something other than a terminal as the standard input.

The BDMCONFI G environment variable should point to BBEVCONFI G file.
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Examples

Diagnostics

See Also

The following example shows how a binary configuration file is loaded from the
bank. dnconfi g ASCII file. The BDMCONFI Gdevice is created (or reinitialized) with
2000 blocks:

dm oadcf -b 2000 bank. dntonfig

If an error is detected in the input, the offending line is printed to standard error along
with amessage indicating the problem. If a syntax error isfound in the DMCONFI Gfile
or the system iscurrently running, noinformation isupdated in the BDMOONFI Gfileand
dni oadcf exitswith exit code 1.

If dm oadcf isrun on an active node, the following error message is displayed:
*** dm oadcf cannot run on an active node ***

If dm oadcf isrun by a person whose effective user identifier doesn't match the Ul D
specified in the TUXCONFI Gfile, the following error message is displayed:

*** UDis not effective user |ID ***

Upon successful completion, dm oadcf exits with exit code 0. If the BDMCONFI Gfile
is updated, auser | og message is generated to record this event.

dmunl oadcf (1), dnconf i g(5), ubbconfi g(5), BEA Tuxedo Domains Guide, BEA
WebLogic Enterprise Administration Guide
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Name  dnunl oadcf —unload binaryBDMCONFI G domain configuration file
Synopsis  dnunl oadcf

Description  dnunl oadcf translates th8DMCONFI G configuration file from the binary
representation into ASCII. This translation is useful for transporting the file in a
compact way between machines with different byte orderings and backing up a cop
of the file in a compact form for reliability. The ASCII format is the same as is
described indnconf i g(5).

dmunl oadcf reads values from tHBDMCONFI Gfile pointed to by th&DMCONFI G
environment variable and writes them to its standard output.

Portability ~ dnunl oadcf is supported as a BEA Tuxedo-supplied administrative tool on UNIX
operating systems only.

Examples  To unload the configuration iusr / TUXEDQ' BDMCONFI Ginto the file
bdnronfi g. backup: BDMCONFI G=/ usr / TUXEDQ BDMCONFI G dmunl oadcf >
bdntonfi g. backup

Diagnostics  dnunl oadcf checks that the file pointed to by tBBMOONFI G environment variable
exists, is a valid BEA Tuxedo file system, and cont&DCONFI Gtables. If any of
these conditions is not meftyunl oadcf prints an error message and exits with error
code 1. Upon successful completidnunl oadcf exits with exit code 0.

See Also  dml oadcf (1), dnconfi g(5) BEA Tuxedo Domain Guide
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gencat(1)
Name
Synopsis

Description

gencat -generate a formatted message catal og
gencat [-m catfile nsgfile

The gencat utility merges the message text source file(s) nsgf i I e into aformatted
message database cat fi | e. The database cat fi I e will be created if it does not
already exist. If cat fi | e doesexistitsmessageswill beincludedinthenew cat fi I e.
If set and message numbers collide, the new message-text defined in nsgf i I e will
replace the old message text currently contained in cat f i I e. The message text source
file (or set of files) input to gencat can contain either set and message numbers or
simply message numbers, in which casetheset NL_SETD([ see nl _t ypes(5)])is
assumed.

Theformat of amessagetext sourcefileisdefinedinthelist below. Notethat thefields
of amessage text source line are separated by asingle ASCII space or tab character.
Any other ASCI| spaces or tabs are considered to be part of the subsequent field.

$set n conment
Where n specifiesthe set identifier of the following messages until the next

$set, $del set or end-of-file appears. n must be a number in the range

(2- {NL_SETMAX} ). Set identifiers within a single source file need not be
contiguous. Any string following the set identifier is treated as a comment. If
no $set directiveis specified in amessage text source file, all messageswill
be located in the default message set. NL_SETD.

$del set n comment
Deletes message set n from an existing message catalogue. Any string

following the set number istreated as acomment. (Note: if nisnot avalid set
itisignored.)

$ comment
A line beginning with adollar symbol $ followed by an ASCII space or tab
character is treated as a comment.

m nessage-t ext
The m denotes the message identifier, which is a number in the range

(2- {NL_MsGwvax}). (Do not confuse this message text syntax with the - m
command-line option described under NOTES.) The message-text is stored in
the message catalogue with the set identifier specified by the last $set
directive, and with message identifier m If the message-text isempty, and an
ASCII space or tab field separator is present, an empty string is stored in the
message catalog. If amessage source line has a message number, but neither
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afield separator nor message-text, the existing message with that number (if
any) is deleted from the catalog. Message identifiers need not be contiguous.
Thelength of message-text must be in the range (0- { NL_TEXTNAX} ).

$quote ¢
This line specifies an optional quote character ¢, which can be used to

surround message-text so that trailing spaces or null (empty) messages are
visiblein amessage sourceline. By default, or if an empty $quot e directive
is supplied, no quoting of message-text will be recognized. Empty linesin a
message text source file are ignored. Text strings can contain the special
characters and escape sequences defined in the following table:

Description Symbol Escape Sequence
newline NL(LF) \n

horizontal tab HT \t

vertical tab VT \v

backspace BS \b

carriage return CR \r

form feed FF \ f

backslash \ \\

bit pattern ddd \ ddd

The escape sequence \ddd consists of backslash followed by 1, 2 or 3 octal digits,
which are taken to specify the value of the desired character. If the character following
abackdash is not one of those specified, the backslash isignored.

Backdlash followed by an ASCII newline character is also used to continue astring on
the following line. Thus, the following two lines describe a single message string:

1 This line continues \
to the next line

which is equivalent to:

1 This line continues to the next line
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Portability = gencat issupported asaBEA Tuxedo-supplied tool on UNIX and MS-DOS operating
systems.

Notices  Thisversionof gencat producesacatal og that at runtimeisreadintomal | oc’ed space.
Shared catalogs available with some versions of gencat are not available. On some
systems, generation of nmal | oc’ed catalogs requires that the - moption be specified.
This option can be specified on the command line, but has no effect. nal | oc’ed
catalogs are the default; the - moption is supported for compatibility only.

The catal og file generated by this command islimited in size to 64K. Larger catalog
fileswill result in an error being reported by this command and no catal og file being
generated.

See Also  nl _types(5)
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Name
Synopsis

Description

Examples

Notices

See Also

| oadfi | es—load files into shared memory cache
| oadfiles -k key [files] [--]

Loads thefi I es specified in the command line or the standard input into a shared
memory cache associated wkby. If a shared memory cache existsfey then a
directory of files in that cache is printed, and no files are added to the cache. When th
cache is created its permissions are set to 0666. This permission means that the cac
is readable and writable by everyone on the system. Files to be loaded into the cact
are taken from the standard input if—is specified on the command line instead of
files.

i pcr m(1) destroys the shared memory cache createaégf i | es.
The command:
| oadfiles -k${MSKI PCKEY} filel file2

loadsfil el andfil e2 into a shared memory cache associated with the value of the
shell variablevBKI PCKEY.

Only the last part of a filename is stored in the cache's directory. For example,
/ et ¢/ mot d would be stored amt d. Therefore, one cannot have both ¢/ not d and
/ tnp/ mot d in the cache at the same time.

i pcr m(1) in a UNIX system reference manual
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Name

Synopsis

Description

m o, wnr o—mask input/output program

mo[ -B] [ -n]][ -e] [ -F11[-t1]11][ -i fnane] [ -m fnane]
[ -r rnane] [ -p rnane] [ -s service] [ -b usrname] [ -u file]
wni o [options]

Note: For BEA Tuxedo Sample Application onlyi. o is the Data Entry System
mask input/output handler. It reads mask object files created by the compiler
and displays user-defined forms on the standard output. Once the forms are
filled out, their contents are shipped to a server in the form of fielded buffers.
If the form has been created with the parameRanNMODE set tOTRAN, i o IS
invoked in transaction mode. See BEA Tuxedo Programmer’s Guidier a
detailed explanation.

wri o isaversion of ni o build using theworkstation libraries. On sites supporting just
BEA Tuxedo workstation, only the wnmi o command will be present.

The following command-line options are avail able:

-B
Synchronous (blocking) calls are made. mi o will block on send callsand wait
if there isablocking condition.

Allow shell escapes. Escape to the shell isviaanesc !.

Print packets sent to and received from the server on the standard error. When
this option is used, the standard error should be directed away from the
terminal on which mi o isrun.

Do not alow ni o to be terminated from a terminal. Presumably, it will be
terminated by asignal.

Use usr nane for this processin the Bulletin Board. usr nanme can include
pri nt f (3) notation to append the process ID. For example, t el | er %d will
append the process ID to the string t el | er to make the usr nanme unique.
nnnnn isthem o command’s process ID.

Override destination services specified on all masks and alwaysisend
output toservi ce.
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Run ni o in test mode. Useful for testing recently compiled masks.

Record m o sessioninto disk file r nane. The session can be played back with

the - p option.

B p - . - . . .
Playback mi o session, using r nane as the input file instead of user terminal
input. In the standard case, r nane was created by a previous run of ni o with
the-r option.

-

f nane isdisplayed instead of theinitial mask. Exiting f nanme terminatesni o.

-m

f nane is an adternate initial mask.

This option is used to redefine the character sequences that congtitute ni o’s
function keysfi I e contains a list of character sequences and keywords as
described irudf k(5).

By default, the following function keys are definednby. These can be changed with
the- u option.

CTRL-a
Display help message for the current field

CTRL-n
Display error message for the current field

CTRL-b
Go back a page

CTRL-f
Go forward a page

TAB (CTRL-i)
Go forward a field

CTRL-0
Go back a field

CTRL-j or down arrow
Go down aline

CTRL- k or up arrow
Go up aline

54 BEA Tuxedo Reference Manual



mio(1)

BACKSPACE ( CTRL- h) or |€eft arrow
Go back one space

CTRL- | or right arrow
Go forward one space

CTRL-u
Delete a character

CTRL-c
Insert a character

CTRL-d
Quit this form and return to previous level

CTRL-t
Go to homefield

ESC 0
Transmit form to server

ESC 1
Transmit form to server

ESC 2
Transmit form to server

ESC 3
Transmit form to server

ESC 4
Transmit form to server

ESC 5
Transmit form to server

ESC 6
Transmit form to server

ESC 7
Transmit form to server

ESC 8
Transmit form to server

ESC 9
Transmit form to server

CTRL-v
Transmit form to server
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Notices

Portability

Environment
Variables

See Also

CTRL-w
Display defaults cyclically

CR (CTRL-m)
Move to the |eft and down aline

CTRL- x
Clear the form

CTRL-y
Print the form

CTRL-p
Refresh the form

ESC !
Escape to a shell

Thet er mi nf o(4) database must exist for ni o to run, and the TERM NFOshell variable
must point to the correct directory.

mi o and/or wmi o are supported as BEA Tuxedo-supplied clients on UNIX operating
systems only.

TERM NFO, TERM TUXDI R, LOGNAME, UBBCONFI G, NGXACTS, OKXACTS, FLDTBLDI R,
FI ELDTBLS, SRVI D, SRVGRP, M5KI PCKEY, NASKPATH.

APP_PWmust be set to the application password in a security application if standard
input is not from aterminal. WBNADDR, WSDEVI CE, and optionally, WSTYPE, must be set
if accessis from aworkstation. See conpi | ati on(5) for more details on setting
environment variables for client processes.

udf k(5), the BEA WebL ogic Enterprise Administration Guide, and t er ni nf o(4) in a
UNIX system reference manual
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mkfldhdr, mkfldhdr32(1)

Name

Synopsis

Description

Errors

Examples

nkf | dhdr, nkf | dhdr —create header files from field-tables

nkfldhdr [-d outdir] [ field table... ]
nkfldhdr32 [-d outdir] [ field table... ]

nkf | dhdr translates each field table file to a corresponding header file suitable for
inclusion in C programs. The resulting header files proxit¢ i ne macros for
converting from field names to field IDs. Header filenames are formed by
concatenating ah to the simple filename for each file to be converted.

The field table names may be specified on the command line; each file is converted to
a corresponding header file.

If the field table names are not given on the command line, then the program uses the
FI ELDTBLS environment variable as the list of field tables to be converted, and
FLDTBLDI R environment variable as a list of directories to be searched for the files.

FI ELDTBLS specifies a comma-separated list of field table filenameés HfDTBLS

has no valuef,l d. t bl is used as the name of the (only) field table file (in this case,

the resulting header file will béI(d. t bl . h). TheFLDTBLDI R environment variable

is a colon-separated list of directories in which to look for each field table whose name
is not an absolute pathname; the search for field tables is very similar to the search for
executable commands using the UNIX systaTH variable. IfFLDTBLDI R is not

defined, only the current directory is searched. Thus, if no field table names are
specified on the command line aRcELDTBLS andFLDTBLDI R are not setykf | dhdr

will convert the field tablé! d. t bl in the current directory into the header file
fld.tbl.h.

The- d option is available to specify that the output header files are to be created in a
directory other than the present working directory.

nkf | dhdr 32 is used for 32-bit FML. It uses th# ELDTBLS32 andFLDTBLDI R32
environment variables.

Error messages are printed if the field table load fails or if an output file cannot be
created.

FLDTBLDI R=/ proj ect/fldtbls
FI ELDTBLS=maskftbl, DBf t bl , m scfthl,
export FLDTBLDI R FI ELDTBLS
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nkf | dhdr producesthe#i ncl ude filesmaskft bl . h,DBf t bl . h,andni scftbl . hin
the current directory by processing the files maskf t bl , DBf t bl , and mi scft bl in
directory / proj ect/fldthls.

With environment variables set as in the example above, the command nkf | dhdr

- d$FLDTBLDI Rpr ocesses the sameinput field-table files, and produces the same
output files, but places them in the directory given by the value of the environment
variable FLDTBLDI R.

Thecommand nkf | dhdr nyfi el dspr ocesses theinput filenyf i el ds and produces
nyf i el ds. h inthe current directory.

See Also  Fintro(3fml), fiel d_tabl es(5)
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Name  nkl angi nf o—compile language information constants for a locale
Synopsis  nkl angi nfo [ fnane]
Description ~ This program takes the file specified as an argument, and converts the input into a file

suitable for placement iTUXDI R/ | ocal e/xx/ LANG NFOwherexx is a specific
locale. The standard input is used if a file argument is not specified. The language
values are used hyet | ocal e(3c),strfti ne(3c) andnl _I angi nf o(3c).

nkl angi nf o reads input lines, ignoring lines that begin with white space or '#'. Value
input lines must be of the form

<token> = “value”

(the characters between the token and the double-quoted value can be anything but a
double quote aslong as white space appears after the token). If valueisthe null string,
the lineisignored. Otherwise, token must either be ainteger between 1 and 48,
inclusive, or astring asfollows:

Integer String Value 1

DAY_1 Day 1 of the week, e.g., Sunday 2

DAY_2 Day 2 of the week, e.g., Monday 3

DAY_3 Day 3 of the week, e.g., Tuesday 4

DAY_4 Day 4 of the week, e.g., Wednesday 5
DAY_5 Day 5 of the week, e.g., Thursday 6

DAY_6 Day 6 of the week, e.g., Friday 7

DAY_7 Day 7 of the week, e.g., Saturday 8
ABDAY_1 Abbreviated day 1 of the week, e.g., Sun 9

ABDAY_2 Abbreviated day 2 of the week, e.g., Mon 10
ABDAY_3 Abbreviated day 3 of the week, e.g., Tue 11
ABDAY_4 Abbreviated day 4 of the week, e.g., Wed 12
ABDAY_5 Abbreviated day 5 of the week, e.g., Thu 13
ABDAY_6 Abbreviated day 6 of the week, e.g., Fri 14
ABDAY_7 Abbreviated day 7 of the week, e.g., Sat 15
MON_1 Month 1 of the year, e.g., January 16

MON_2  Month 2 of the year, e.g., February 17
MON_3 Month 3 of the year, e.g., March 18

MON_4  Month 4 of the year, e.g., April 19

MON_5  Month 5 of the year, e.g., May 20

MON_6  Month 6 of the year, e.g., June 21

MON_7  Month 7 of the year, e.g., July 22

MON_8 Month 8 of the year, e.g., August 23

MON_9 Month 9 of the year, e.g., September 24
MON_10 Month 10 of the year, e.g., October 25
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MON_ 11 Month 11 of the year, e.g., Novenber 26
MON_12 Month 12 of the year, e.g., Decenber 27

ABMON 1 Abbreviated nonth 1 of the year, e.g., Jan 28
ABMON 2 Abbr evi ated nonth 2 of the year, e.g., Feb 29
ABMON 3 Abbr evi ated nonth 3 of the year, e.g., Mar 30
ABMON 4 Abbr evi ated nonth 4 of the year, e.g., Apr 31
ABMON 5 Abbreviated nonth 5 of the year, e.g., My 32
ABMON 6 Abbr evi ated nonth 6 of the year, e.g., Jun 33
ABMON 7 Abbreviated nonth 7 of the year, e.g., Jul 34
ABMON 8 Abbr evi ated nonth 8 of the year, e.g., Aug 35
ABMON 9 Abbreviated nonth 9 of the year, e.g., Sep 36
ABMON 10 Abbrevi ated nonth 10 of the year, e.g., Cct 37
ABMON 11 Abbreviated nonth 11 of the year, e.g., Nov 38
ABMON 12 Abbreviated nonth 12 of the year, e.g., Dec 39

RADI XCHAR Radi x character, e.g., '.’ 40

THOUSEP  Separator for thousands 41

YESSTR Affirmative response string, e.g., yes 42

NCSTR Negati ve response string, e.g., no 43

CRNCYSTR Currency synbol 44

D_T_FMT string for formatting date and time, e.g., “%a%b%d%H:%M:0Y” 45
D_FMT string for formatting date, e.g., “%m/%d/%y” 46

T_FMT  string for formatting time, e.g., “H:%M:%S"” 47

AM_FMT Ante Meridian affix, e.g., AM 48

PM_FMT Post Meridian affix, e.g., PM

Theinput lines may appear in any order (if an input line appears more than once for
the same value, the last line for that value is used).

After processing thefile, mklanginfo  prints the string name and string value for each
language information constant listed above to the standard error in the order specified
above. The null string is used as a value for any language information constant not
specified; nl_langinfo  will use the default value for the C locale (U.S. English
values) for these unset constants.

If afilenameis specified on the command name, mklanginfo  writes the compiled
output to f nane.out ; otherwise, the output iswritten to the standard output. The
format isalist of al of the null-terminated string values (without newlines).

Diagnostic  If an error occursin reading thefile or in the syntax, an error message is printed to the
standard error and the program exits with exit code 1. On success, the program exits
with exit code O.

Examples  Thedefaults for the BEA Tuxedo system (locale C) arelocated in
$TUXDIR/locale/C/lang.text . To provide French values, an administrator might
do the following: mkdir $TUXDIR/locale/french cd $TUXDIR/locale/french

cp $TUXDIR/locale/C/lang.text. ed lang.text... convert to French
values w g mklanginfo lang.text > LANGINFO
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Files

Notices

See Also

$TUXDI R/l ocal e/ C/ l ang. text - the default values for the Clocale
$TUXDIR/locale/C/LANGINFO - the “compiled” file for the C locale
$TUXDIR/locale/xx/LANGINFO - the “compiled” file for the “xx”

locale

The mklanginfo  command and the resulting LANGINFOfile are needed only if the
BEA Tuxedo system compatibility functions for setlocale (), strftime (), or
nl_langinfo () are used. The functions provided with the UNIX system use a
different set and format of files.

setlocale  (3c), strftime  (3c), nl_langinfo ~ (3c), langinfo  (5)
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Name

Synopsis

Description

Examples

pi c_uf or m—picture toUFORM conversion program

pic_ uform|[-I [astchar] [-f firstchar] [-s fillchar] [-r rows]
infile outfile

pi c_uf or mis a tool used to create a skeletBxarMsource definitiondut fi I €) from
an edit file image of a form (f i I e). The placement of fields and literals on the form
is identical to their placement in the edit file.

No differentiation is made between protected and unprotected fields. Fields are
designated as follows:

The last line of all fields begins withast char. By default this is- but it can be reset
with the-1 option. All other lines of fields begin withi r st char . By default this is
= but it can be reset with thé option. All other positions in fields contaim / / char .
fill char defaults to a, but may be reset with the option. The tab character (),
or the space character, (" "), can not be used as substitutes for the defaults.

A new page is indicated by a form fe@fRL- L). New pages are automatically
generated when the number of rows on a page exceedsathargument on the
command line. By default the maximum number of rows on a page is 24. The last rov
on a page is always reserved for the status line sorowy1 rows are available on
each page.

All text (other than fields) is assumed to be literals.

The input:

THIS IS A TEST MASK
+ + +
+ + +
AL
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The output:

#SERVI CE NAME=NULL
#FORM STATUSLI NE=24 FLAGS="-"
#PAGE FLAGS="-" STATUSLI NE=24

*ROW COL M N LINES WDTH FLAGS VALUE

1 25 0 1 19 L "THIS IS A TEST MASK"
+2 1 0 1 12 U

- 33 0 1 12 U

- 65 0 1 12 U

+1 1 0 1 12 U

- 33 0 1 12 U

- 65 0 1 12 U

#PAGE FLAGS="-" STATUSLI NE=24

*ROW COL M N LINES WDTH FLAGS VALUE

+1 25 0 1 8 L "PAGE TWO'
+2 1 0 3 13 U

Notices ~ Whenever the form edit image changes and a new UFORMskeleton is produced, all
modifications made to the old skeleton, such as validations, help messages, etc., must
be made to the new skeleton.

See Also  BEA Tuxedo Data Entry System Guide
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Name
Synopsis

Description

gmadni n—Queue manager administration program
[ QUCONFI G=<devi ce>] qmadnmi n [ <devi ce>]

With the commands listed belognadni n provides for creation, inspection and
modification of message queues. The name of the device (file) on which the universe
device list resides (or will reside) for the queue space may either be specified as a
command line argument or via the environment varighteoNFI G. If both are

specified, the command option is used.

As a system-provided servermrdni n does not go through normal initialization, so it
does not pick up the value 0of OGPFX. As a result, any log entries generated by
gmadni n commands are written to the current working directory. This is corrected by
setting and exporting th& OGPFX environment variable to the pathname of the
directory where the userlog is located.

gmadni n uses the greater than sighas a prompt. Arguments are entered separated
by white space (tabs and/or spaces). Arguments that contain white space may be
enclosed within double quotes; if an argument enclosed within double quotes contain
a double quote, the internal double quote must be escaped with a backslash.
Commands will prompt for the information if it is not given on the command line. A
warning message is displayed and the prompt shown again, if a required argument |
not entered.

The user can exit the program by enteringr CTRL- d> when prompted for a
command. Output from a command may be terminated by hiRagk; the program
then prompts for the next command. Hitting return when prompted for a command
repeats the previously executed command, except after a break.

Note that there is no way to effectively cancel a command once youREmeSN\;
hitting BREAK only terminates output from the command, if any. Therefore, be sure that
you type a command exactly as you intended before preREURN.

Output fromgmadni n commands is paginated according to the pagination command
in use (see thpagi nat e subcommand below).

When first enteringimadni n, no queue space is opened. A queue space is created
usinggspacecr eat e and is opened usingppen. Thegaborttrans, qcl ose,
gqchangepri o, gchangequeue, gchangeti ne, qcomi tt rans, qchange, qcr eat e,
qdel et emsg, gi nfo,ql i st,qgprinttrans andgset commands can only be executed
when a queue space is open.
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gmadmin
Commands

Commands may be entered either by their full name or their abbreviation (if available,
the abbreviation is listed below in parentheses following the full name), followed by
any appropriate arguments. Arguments appearing in square brackets, [], are optional;
thosein curly braces, {}, indicate a selection from mutually exclusive options.

chdl [dl i ndex [newdevi ce]]

Change the name for a universal device list entry. The first argument is the index of
the deviceon the universal devicelist that isto be changed (deviceindexesarereturned
by I'i dI ). The program will prompt for it if not provided on the command line. The
second argument is the new device name. If not provided on the command line, the
program prints the current device name and then prompts for a new one. The nameis
limited to 64 charactersin length. Files or datawill no longer be accessibleviatheold
name after the device name is changed so this command must be used cautiously. A
more detailed description of the Universal Device List and Volume Table of Contents
are provided in the BEA WebL ogic Enterprise Administration Guide.

crdl [device[offset [size]]]

Create an entry inthe universal devicelist. Note: Thefirst entry inthe device
list must correspond to the device that is pointed to by QVCONFI Gand must
have an offset of 0. If arguments are not provided on the command line, the
program will prompt for them. The arguments are the device name, the block
number at which space may begin to be allocated, and the number of physical
pages (disk sectors) to be alocated. More than one extent can be allocated to
agiven file (for example, allocate / Dave/ wai fs 0 500 and then allocate

/ Dave/ wai f s 1000 500 for atotal of 1000 blocks allocated but blocks 500
through 999 are unused). Several blocks from the first device entry are used
by the devicelist and table of contents. Up to 25 entries may be created on the
devicelist.

dsdl [-y] [dIlindex]
Destroy an entry found in the universal devicelist. The dl i ndex argument is
theindex on the universal devicelist of the devicethat isto beremoved from
the devicelist. If not provided on the command line, the program will prompt
for it. Entry 0 cannot be removed until al vTOC files and other device list
entries are destroyed first (since entry 0 contains the device which holds the
devicelist and table of contents, destroying it aso destroys these two tables).
vTocfiles can be removed only by removing the associated entities (for
example, by destroying a queue space that resides on the device). The
program prompts for confirmation unless- y is specified.
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echo (e) [{off |on}]

Echo input command lines when set to on. If no option is given, then the
current setting istoggled, and the new setting is printed. The initial settingis
of f.

hel p (h) [{command|all}]

Print help messages. If conmand is specified, the abbreviation, arguments,
and description for that command are printed. al | causes adescription of all
commands to be displayed. Omitting all arguments causes the syntax of all
commands to be displayed.

i pcrm[-f] [-y] [queue_space_nane]

i pcr mremovesthe IPC data structures used for the specified queue space. If
not provided on the command line, the program prompts for the queue space
name. If the specified queue space is open in gmadni n, it will be closed.

i pcr mknows all IPC resources used by the queue space and is the only way
that the | PC resources should be removed. gmadni n ensures that no other
processes are attached to the queue space before removing the | PC resources.
The-f option can be specified to force removal of IPC resources even if the
other processes are attached. This command promptsfor confirmation before
execution if the-f option is specified, unlessthe-y option is specified.

i pcs [queue_space_nane]

i pcs liststhe IPC data structures used for aqueue space, if any (none may be
used if the queue spaceis not opened by any process). If not provided on the
command line, the program prompts for the queue space name.

lidl [dlindex]

livtoc

Print the universal device list. For each device the following is listed: the
index, the name, the starting block, and the number of blocks on the device.
In verbose mode, amap is printed that shows free space (starting address and
size of free space). If dI i ndex is specified, then only theinformation for that
devicelist entry is printed.

Print information for all vTOC table entries. The information printed for each
entry includesthe name of the vTOCtable, the device on whichitisfound, the
offset of the vTOC table from the beginning of the device and the number of
pages alocated for that table. There are a maximum of 100 entriesin the
VTOC.
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pagi nat e (page) [{of f | on}]
Paginate output. If no option is given, then the current setting will betoggled,
and the new setting is printed. The initia setting is on, unless either standard
input or standard output is a non-terminal device. Pagination may only be
turned on when both standard input and standard output are terminal devices.
The shell environment variable PAGER may be used to override the default
command used for paging output. The default paging command is the pager
indigenous to the native operating system environment, for example, the
command pg isthe default on UNIX system operating environments.

gaborttrans (gabort) [-y] [t rani ndex]
Heuristically abort the precommitted transaction associated with the specified
transaction index, t r ani ndex. The program will prompt for the transaction
index if not specified on the command line. If the transaction is known to be
decided and the decision wasto commit, gabor t t r ans will fail. Theindex is
taken from the previous execution of the gpri ntt r ans command.
Confirmation is requested unlessthe - y option is specified. This command
should be used with care.

gaddext [queue_space_nane [pages]]
Add an extent to the queue space. The queue space must not be active (no
processes can be attached to the queue space). If not specified on the
command line, the program prompts for the queue space name and the
number of additional physical pages to alocate for the queue space. If the
specified queue spaceisopen in gmadni n, it will be closed. The humber of
pages will be rounded down to the nearest multiple of bits-per-byte divided
by 2 (normally 4). Space will be allocated from extents defined in the UDL
associ ated with the QVCONFI G device. Each new queue space extent uses an
additional entry in the vTOC (amaximum of 100 entries are available). The
gueue manager namesthe extents such that they can be quickly identified and
associ ated with the queue space.

gchange [queue_nane [out - of - or der [retries [del ay [hi gh [l ow[cmd]]1]1]]
Modify a queuein the currently open queue space. The arguments may be
given on the command line or the program will prompt for them: the queue
name, whether out-of-order enqueuing is allowed (not allowed, top of queue,
before a specified msgi d); the number of retries and delay time in seconds
between retries; and the high and low limits for execution of athreshold
command and the threshold command itself. The out-of-order values are
none, t op, or msgi d. Botht op and nsgi d may be specified separated by a
comma. The threshold values are used to allow for automatic execution of a
command when athreshold is reached. The high limit specifies when the
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command is executed. The low limit must be reached before the command
will be executed again when the high limit is reached. For example, if the
limits are 100 and 50 messages, the command will be executed when 100
messages are on the queue, and will not be executed again until the queue has
been drained down to 50 messages and has filled again to 100 messages. The
gueue capacity can be specified in bytes or blocks used by the queue (number
followed by a"b" or "B" suffix), percentage of the queue space used by the
gueue (number followed by a"%"), or total number of messages on the queue
(number followed by an "m"). The threshold type for the high and low
threshold values must be the same. It is optional whether or not the typeis
specified on thelow value, but if specified, it must match the high value type.
When specified on the command line, the threshold command should be
enclosed in double quotation marksif it containswhite space. Theretry count
indicates how many times a message can be dequeued and the transaction
rolled back, causing the message to be put back on the queue. A delay
between retries can also be specified. When the retry count is reached, the
message is moved to the error queue defined for the queue space. If it does
not exist, the message is dropped. The queue ordering values for the queue
cannot be changed.

gchangepri o (qcp) [-y] [newpriority]

This command can be used to change the message priority for messages on a
gueuethat allows priority asan ordering criteria. The queuethat isaffected is
set using the gset command and the selection criteria for limiting the
messages to be updated are set using the gscan command. If no selection
criteriaare set, then all messages on the queue will be changed: confirmation
isrequested before this is done unless the - y option is specified. It is
recommended that the gl i st command be executed to see what messages
will bemodified (thisreducestypographical errors). The newpri ori t y value
specifies the new priority which will be used when the message(s) are
forwarded for processing. It must be in the range 1 to 100, inclusive. If not
provided on the command line, the program will prompt for it.

gchangequeue (qcq) [-y] [newgueue]

This command can be used to move messages to a different queue within the
same queue space. The queue from which messages are moved is set using
the gset command and the selection criteria for limiting the messages to be
moved are set using the gscan command. If no selection criteriaare set, then
all messages on the queue will be moved: confirmation is requested before
thisis done unless the - y option is specified. It is recommended that the

gl i st command be executed to see what messages will be moved (this
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reduces typographical errors). The newgueue val ue specifies the new queue
name to which the message(s) will be moved. If not provided on the
command line, the program will prompt for it.

gchangetime (qct) [-y] [newt i ne]
This command can be used to change the execution time for messages on a
gueuethat allowstime as an ordering criteria. The queuethat is affected is set
using the gset command and the selection criteriafor limiting the messages
to be updated are set using the gscan command. If no selection criteria are
set, then all messages on the queue will be changed: confirmationisrequested
before thisis done unlessthe - y option is specified. It is recommended that
theqgl i st command be executed to see what messages will be modified (this
reducestypographical errors). The newt i me value can beeither relativetothe
current time or an absolute value. If not provided on the command line, the
program will prompt for it. The format of arelative onet i ne is +seconds>
where seconds> isthe number of seconds from now that the messageisto be
executed (0 impliesimmediately). The format of an absolute newtimeis
YY[ MM DD[ HH MM SS] 1111 whichisdescribed in gscan.

qcl ose
Close the currently open queue space.

gcommittrans (qcommit) [-y][tranindex]
Heuristically commit the precommitted transaction associated with the
specified transaction index t r ani ndex. The program will prompt for the
transaction index if not specified on the command line. If the transaction is
known to be decided and the decision was to abort, gconmi t t r ans will fail.
Theindex is taken from the previous execution of the gqpri ntt r ans
command. Confirmation is requested unlessthe - y option is specified. This
command should be used with care.

qgcreate (qcr) [queue_nane [qorder [out-of-order [retries [delay
[hi gh [I ow [end]]]]]]]]

Create a queue in the currently open queue space. The arguments may be
given on the command line or the program will prompt for them: the queue
name, the queue ordering (fifo or lifo, by priority, by time); whether
out-of -order enqueuing is allowed (not alowed, top of queue, before a
specified nsgi d); the number of retries and delay time in seconds between
retries; and the high and low limitsfor execution of athreshold command and
the threshold command itself. The queue ordering valuesarefifo,lifo,
priority andtime. When specifying the queue ordering, the most
significant sort value must be specified first, followed by the next most
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significant sort value, etc.; fifo orlif o canonly be specified asthe least
significant (or only) sort value. If neither fi f o or I i f o is specified, then the
defaultisfi f o within whatever other sort criteriaare specified. Multiple sort
values may be specified separated by commas. The out-of-order values are
none, t op or nsgi d. Both t op and nsgi d may be specified separated by a
comma. The threshold values are used to allow for automatic execution of a
command when athreshold is reached. The high limit specifies when the
command is executed. The low limit must be reached before the command
will be executed again when the high limit is reached. For example, if the
limits are 100 and 50 messages, the command will be executed when 100
messages are on the queue, and will not be executed again until the queue has
been drained below 50 messages and has filled again to 100 messages. The
gueue capacity can be specified in bytesor blocks used by the queue (number
followed by a"b" or "B" suffix), percentage of the queue space used by the
gueue (number followed by a"%"), or total number of messages on the queue
(number followed by an "m"). The threshold type for the high and low
threshold values must be the same. It is optional whether or not the typeis
specified on thelow value, but if specified, it must match the high value type.
When specified on the command line, the threshold command should be
enclosed in double quotation marksif it containswhite space. Theretry count
indicates how many times a message can be dequeued and the transaction
rolled back, causing the message to be put back on the queue. A delay
between retries can also be specified. When the retry count is reached, the
message is moved to the error queue defined for the queue space. If it does
not exist, the message is dropped.

qdel etensg (qdltm [-y]
This command can be used to del ete messages from a queue. The queue that

isaffected is set using the gset command and the selection criteria for
limiting the messages to be deleted are set using the gscan command. If no
selection criteria are set, then all messages on the queue will be deleted:
confirmation is requested before thisis done. It is recommended that the

gl i st command be executed to see what messages will be deleted (this
reduces typographical errors). This command prompts for confirmation
unless the - y option is specified.

qdestroy (qds) [{ -p | -f }] [-y] [queue_nane]
Destroy the named queue. By default, an error is returned if requests exist on

the queue or a process is attached to the queue space. The - p option can be
specified to "purge" any messages from the queue and destroy it, if no
processes are attached to the queue space. The - f option can be specified to
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"force" deletion of aqueue, even if messages or processes are attached to the
queue space; if amessageis currently involved in a transaction the command
fails and an error is written to user | og. This command prompts for
confirmation before proceeding unless the - y option is specified.

qgi nf o [queue_nane]
List information for associated queue or for al queues. This command lists
the number of messages on the specified queue or al queues if no argument
is given, and the amount of space used by the messages associated with the
gueue. In verbose mode, this command also lists the queue creation
parameters for each queue.

glist (ql)
This command lists messages on a queue. The queue that is affected is set
using the gset command and the selection criteriafor limiting the messages
to belisted are set using the gscan command. If no selection criteria are set,
then all messages on the queue will be listed. For each message selected, the
message identifier is printed. The scheduled processing timeis printed if
execution time isamong the sort criteriafor the queue, and for messages that
have a scheduled retry time (dueto rollback of atransaction). The correlation
identifier is printed if present and if ver bose mode is on.

gopen [queue_space_nane]
Open andinitiaizetheinternal structuresfor the specified queue space. If not
provided on the command line, the program will prompt for it. If a queue
spaceis already opened in gnadni n, it is closed.

gprinttrans (qpt)
Print transaction table information for currently outstanding transactions. The

transaction identifier, an index used for aborting or committing transactions
with gabort trans or gconmi t t r ans, and transaction status are printed.

gscan [{ [-t tinmel[-tinme2]][-ppriorityl[-priority2]][-m nsgid]

[-i corrid]|none}]
This command sets the selection criteria used for the gchangepri o,
gchangequeue, qchangetine, qdel etensg, andgli st commands. An
argument of none indicates no selection criteria; all messages on the queue
will be affected. Executing this command with ho argument printsthe current
selection criteriavalues. When command-line options give avalue range (for
example, -t or - p) then the value range may not contain white space. The - t
option can be used to indicate atime value or atime range. The format of
tineland tinme2is: YY[ MM DD[ HH MM SS]1]1] specifying the year,
month, day, hour, minute, and second. Unitsomitted from the date-timevalue
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default to their minimum possible values. For example, 7502 is equivalent to
750201000000. The years 00-37 are treated as 2000-2037, 70-99 are treated
as 1970-1999 and 38-69 are invalid. The - p option can be used to indicate a
priority value or apriority range. Priority values are in the range 1 to 100,
inclusive. The - moption can be used to indicate a message identifier value,
assigned to a message by the system when it is enqueued. The message
identifier is unique within a queue and its value may be up to 32 charactersin
length. Valuesthat are shorter than 32 characters are padded on the right with
nulls (0x0). Backslash and non-printable characters (including white space
characters like space, newline, and tab) must be entered with a backslash
followed by a two-character hexadecimal value for the character (for
example, spaceis 20, asin hello20world). The -i option can be used to
indicate an correlation identifier value associated with a message. The
identifier value is assigned by the application, stored with the enqueued
message, and passed on to be stored with any reply or error message response
such that the application can identify responses to particular requests. The
value may be up to 32 charactersin length. Vaues that are shorter than 32
characters are padded on the right with nulls (0x0). Backslash and
non-printable characters (including white space characters like space,
newline, and tab) must be entered with a backslash followed by a
two-character hexadecimal value for the character (for example, spaceis 20,
asin "my20id20vaue").

set [queue_nane]

This command sets the queue name that is used for the gchangepri o,
gchangequeue, gchangetime, qdel etensg, and gl i st commands.
Executing this command with no argument prints the current queue name.

gsi ze [pages [queues [transactions [processes [nessages]]]]]

Compute the size of shared memory needed for a queue space with the
specified sizein pages, queues, concurrent transactions,processes,
and queued nessages. If the values are not provided on the command line,
the program will prompt for them. The number of system semaphores needed
will also be printed.

gspacechange (gspch) [ queue_space _nane [ipckey [trans [procs
[messages [errorq [inityn [blocking]]]1]]]

Change the parametersfor aqueue space. The queue space must not be active
(no processes can be attached to the queue space). If not provided on the

command line, the program will prompt for the information. The values are
describedingspacecr eat e. If the specified queue spaceisopeningmadni n,
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it will be closed. To add new extents, gaddext must be used. The number of
gueues cannot be modified.

gspacecreate (qgspc) [queue_space _nane [i pckey [pages [queues [trans
[procs [nessages [errorqg [inityn [blocking]]]1]1]1]11]

Create a queue space for queued messages. If not provided on the command

line, the program will prompt for the information: the queue space name, the

i pckey for the shared memory segment and semaphore; number of physical

pages to alocate for the queue space; the number of queues; the number of
concurrent transactions; the number of processes concurrently attached to the
gueue space; the number of messages that may be queued at one time; the

name of an error queue for the queue space; whether or not to initialize pages

on new extents for the queue space; and the blocking factor for doing queue
spaceinitialization and warm start disk input/output. The number of physical

pages will be rounded down to the nearest multiple of bits-per-byte divided

by 2 (normally 4). Theerror queue isused to hold messagesthat have reached

the maximum number of retries (they are moved from their original queueto

the error queue). The system administrator is responsible for ensuring that

this queue is drained. The number of physical pages allocated must be large
enough to hold the overhead for the queue space (one page plus one page per
queue). If theinitialization option is specified as“y” or “y”, then the space

used to hold the queue space is initialized and this command may run for a
while. In verbose mode, a period (.) is printed to the standard output after
completing initialization of each 5% of the queue space. If the initialization
option is not turned on but the underlying device is not a character special
device, then the file will be initialized if it not already the size specified for
the extent (that is, the file will be grown to allocate the specified space). When
reading and writing blocks during creation of the queue space and during
warm start (restart of the queue space), the size of input and output operations
will be done as a multiple of the disk page size as specified by the blocking
factor.

gspacedestroy (qgspds) [-f] [-y] [queue_space_nane]

Destroy the named queue space. If not provided on the command line, the
program will prompt for it. If the specified queue space is opemani n,

it will be closed. By default, an error is returned if processes are attached to
the queue space or if requests exist on any queues in the queue space. See the
gdest roy command for destroying queues that contain requests.fThe

option can be specified to "force" deletion of all queues, even if they may

have messages or processes are attached to the queue space. This command
prompts for confirmation before proceeding unless theption is specified.
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$

gspacel i st (gspl) [queue_space_nane]
List the creation parameters for the queue space. If not specified on the
command line, the program will prompt for it. If a queue space name is not
entered, then the parameters for the currently open queue space are printed
(an error occurs if a queue space is not open and avalue is not entered). In
addition to printing the val uesfor the queue space (as set either when creating
the queue space with gspacecr eat e or as they were last changed with
gspacechange), the sizes for al queue space extents are printed.

quit (a) .
Terminate the session.

verbose (v) [{off | on}]
Produce output in verbose mode. If no option isgiven, then the current setting
will be toggled, and the new setting is printed. The initial settingisof f .

! shel | command
Escape to shell and execute shel I conmand.

Repeat previous shell command.

# [text]
Lines beginning with "#" are comment lines and are ignored.

<CR>
Repeat the last command.

Example  Thefollowing sequence shows how to set up a queue.

QVICONFI G=/ dev/ rawfs grmadm n

grmadm n - Copyright (c) 1987 ATT;, 1991 USL. All rights reserved.
QVCONFI G=/ dev/ rawf s

#

#
#
#
#
#
#
>

create the list of devices on which the queue space

can exist; specify two devices, 80000 and 600

bl ocks, respectively

NOTE: the first one will actually contain the device |ist

create first device on a raw slice

crdl /dev/rawfs 0 80000

Created device /dev/rawfs, offset 0, size 80000 on /dev/rawfs

#
#
#
>

74

create another device on a UNIX file

crdl /hone/ queues/FS 0 600
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Created devi ce /hone/ queues/FS, offset 0, size 600 on /dev/raws
#

# if you want a list of the device |ist

#

> v \erbose node is now on

> lidl
uni versal device index. O:
nanme: /dev/rawfs
start: O
si ze: 20000
free space map(1l entry used 47 avail abl e)
size[1]: 79974 addr[1]: 26
uni versal device index. 1:
name: /home/ queues/FS
start: O
si ze: 600
free space map(1l entry used 47 avail abl e)
size[1l]: 600 addr[1]: O
#
# create a queue space
#
> gspacecreate
Queue space name: myqueuespace
| PC Key for queue space: 42000
Si ze of queue space in disk pages: 50000
Number of queues in queue space: 30
Number of concurrent transactions in queue space: 20
Number of concurrent processes in queue space: 30
Number of messages in queue space: 20000
Error queue nanme: ERRORQ
Initialize extents (y, n [default=n]): vy
Bl ocking factor [default=16]: 16

open queue space

gopen nyqueuespace

HHV HHH

use queue space defaults for queue

> qcreate

Queue nane: servicel

queue order (priority, tine, fifo, lifo): fifo

out - of - ordering enqueuing (top, nsgid, [default=none]): top, nmsgid

retries [default=0]: 1

retry delay in seconds [default=0]: 30

Hgh limt for queue capacity warning (b for bytes used, B for blocks used
% for percent used, mfor nessages [defaul t=100%): 100m

Reset (low) limt for queue capacity warning [defaul t=0n]: 50
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queue capacity command: /usr/app/bin/mil adm n nyqueuespace servicel
#

# get out of the program

#

> q

Seaurity  The system administrator for the queue must be the same as the BEA Tuxedo
administrator. The device on which the queue resides must be owned by the
administrator and gmadmni n can only be run asthe administrator for the queue. All IPC
resources allocated for the queue will be owned by the queue administrator and will be
created with mode 0600.

Portability — gmadni n is supported as a BEA Tuxedo-supplied administrative tool on UNIX
operating systemsonly. It cannot be run from a workstation.

See Also  BEA WebLogic Enterprise Administration Guide.
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rex(1)
Name

Synopsis

Description

r ex—off-line regular expression compiler and tester
Compiling:

rex pattern-file Cfile

Testing:

rex pattern [file...]

When invoked without argumentsex reads regular expressions from the standard
input and writes initialized character arrays to the standard output. Normally, the
output would be included in a C program to preclude the need for cadlirogp(3c).

This saves on both execution time and program size. The comraarempiles the
regular expressions on the standard input (normally redirected from an input file) and
writes the output to the standard output (normally redirected to an output file).

The input file may contain several patterns, each of the foame string
[string...]

wherenane is the C name to be used for the output arraysandng is the regular
expression enclosed with double quotes. Where more thast eheg follows anane

they are concatenated into asve' i ng. (Multiple st ri ngs are strictly a formatting
convenience.) If double quotes occur in the pattern they need to be preceded by a
backslash. The output may be included in a C program or compiled and later loaded.
In the C program that uses thex output,r emat ch(abc, | i ne, 0) will apply the

regular expression namedc tol i ne.

Sample input file:
<cname “[a-zA-Z_][a-(3c)-Z0-9 ]*"

th “W\(([0-9}{3)$ON)”
"([0-9}{3$1"

“([0-9){4h)$2"
Corresponding outpult:
[* pattern: “[a-aA-Z_][a-zA-Z0-9_]*" */

char cname|] = {
040,0,0206,012,0,0210,0141,0172,0210,0101,0132,0137,

-}
f* pattern: "W\(([0-91{3})$0WN)([0-91{3})$1-([0-9]{4})$2" */

BEA Tuxedo Reference Manual 77



rex(1)

78

char tn[] = {

063, 0, 050, 0202, 0225, 013, 0, 03, 0206, 06, 0, 0210, 060, 071,

A

r ex can be used to try patterns against test data by invoking it with one or more
arguments. The first argument is taken as a pattern (regular expression) to be applied
to each line of the files whose names are mentioned in the remaining arguments. If no
filename arguments are given the standard input is used. The special filename, - , may
be used as an argument to refer to the standard input.

When matching text isfound, the line containing the match is printed and the matching
portion of theline is underlined. In addition, any text extracted for specified
subpatternsis printed on separate line(s).

For example, the command
rex "(" )([0-9]+)$0(]|$)’
with input

or 200 programrers in one week.
This sentence has 3 erors.
| need 12 bad nen.

produces

or 200 programrers in one week.

$0 = ‘200’

This sentence has 3 errors.

$0 = 3
| need 12 bad nen.

$0 = ‘12’

Diagnostics  r ex prints the associated error messages for errors returned from r econp() or
remat ch() (seereconp(3c)). Other errors include file open errors, argument errors,
etc. and are self-explanatory.

See Also  reconp(3c)
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Name
Synopsis

Description

ti dl —Interface Definition Language compiler
tidl [option] ... filename [option]...

tidl parses the input IDL and related ACF source file, and optionally generates a
header file, and client and server stubs and aukxiliary files. The generated source code
can be compiled using compilers for Classic C, ANSI C, or C++.

The command-line arguments include the input IDL source file and options to control
the actions of the IDL compiler. The options are as follows:

-client type
This option specifies the client-side files to be generated. The valugpédor
are as follows:

al |
Generates client stub and auxiliary files. This is the default if the
-cl i ent option is not specified.

st ub
Generates client stub file only.

aux
Generates client auxiliary file only. Currently, auxiliary files are not
generated so this option has no effect.

none

Generates no client files.

-server type
This option specifies the server-side files to be generated. The valtgsefor
are as follows:

al |
Generates server stub and auxiliary files. This is the default if the
-server option is not specified.

st ub
Generates server stub file only.

aux
Generates server auxiliary file only. Currently, auxiliary files are not
generated so this option has no effect.

none

Generates no server files.
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-cstub fil ename
Specifies the filename for the client stub file. If the filename does not have a
. ¢ extension, the IDL compiler will add it. The default client stub name (if
- cst ub isnot specified) is the base name of the IDL source file (the simple
filename without any directory prefix, or any suffix following a period) with
_cst ub. ¢ appended. The associated client stub object fileis the name of the
client stub filewith . ¢ changed to . o.

-sstub fil ename
Specifiesthe filename for the server stub file. If the filename does not have a
. ¢ extension, the IDL compiler will add it. The default server stub name (if
- sst ub isnot specified) is the base name of the IDL source file (the simple
filename without any directory prefix, or any suffix following a period) with
_sst ub. ¢ appended. The associated server stub object fileisthe name of the
server stub filewith . ¢ changed to . o.

-caux fil ename
Specifiesthe filename for the client auxiliary file. If the filename does not
havea. c extension, the IDL compiler will add it. The default client auxiliary
name (if - caux is not specified) isthe base name of the IDL sourcefile (the
simple filename without any directory prefix, or any suffix following a
period) with _caux. ¢ appended. The associated client auxiliary object fileis
the name of the client auxiliary file with . ¢ changed to . o.

-saux fil ename
Specifies the filename for the server auxiliary file. If the filename does not
havea. c extension, the DL compiler will add it. The default server auxiliary
name (if - saux is not specified) isthe base name of the IDL sourcefile (the
simple filename without any directory prefix, or any suffix following a
period) with _saux. ¢ appended. The associated server auxiliary object fileis
the name of the server auxiliary filewith . ¢ changed to . o.

- header fil enanme
Specifies the filename for the generated header file. The default header
filename (if - header isnot specified) isthe base name of the IDL sourcefile
(the simple filename without any directory prefix, or any suffix following a
period) with . h appended.

-out directory
Specifiesthe directory in which output files are created. The default (if - out
isnot specified) is to put the files in the present working directory.
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-keep t ype
Specifies which file typesto retain. By default, the IDL compiler createsaC
source file (for example, aclient stub), uses the C compiler to produce an
object file, and deletes the C source file. The file typesthat can be retained
are asfollows:

none
Does not create any files or invoke the C compiler.

c_soaurce
Saves only the C source files and does not invoke the C compiler.

obj ect
Saves only the object files, deleting the C source files (this is the default).

al
Saves both the C source and object files.

-1 directory

Specifies adirectory in which to search for imported IDL files and include
files. White spacefollowing the- I isoptional. The- 1 option can be specified
multipletimesto list multiple directories. The default behavior isto search the
present working directory, then the directories specified with the - 1 optionin
the order specified, and then the system IDL directory ($TUXDI R/ i ncl ude).
Thisorder isalso used to passinclude directories to the C preprocessor and C
compiler. If afile existsin more than one directory, thefirst onethat is found
in the search order is used.

-no_def __idir
When used with no - 1 options, specifies that only the present working
directory be searched for import and include files. When used with one or
more - | options, specifiesthat only the - I directories be searched (not the
present working directory or the system IDL directory).

-cpp_cnmd "cmd"
Specifies the C preprocessor command to invoke for expanding source files.
By default, the C preprocessor isnot invoked on DOS and OS/2, and defaults
to/lib/cpp,/usr/ccs/libl/cpp,or/usr/lib/cpp (inthat order)
otherwise.

-nNo_cpp
Specifies that the C preprocessor not be invoked to expand source files. This
implies that the source files cannot have preprocessor directives (such as
macro replacements and #include).
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-cpp_opt "opt"

Specifiesadditional optionsto be passed to the C preprocessor. The default is
the null string. The IDL compiler invokes a command line composed of the
valuesfor - cpp_cnd, - cpp_opt, - Dand - U arguments (in the order
specified), - 1 arguments (in the order specified), and the sourcefilename (the
IDL or ACF filename).

- D nane[ =def ]

- Unane

Defines a name and optionally a value that is passed to the C preprocessor.
More than one symbol can be defined by specifying the - D option more than
once. White space following the - D isoptional.

Undefines a name for C preprocessor. More than one symbol can be
undefined by specifying the - Uoption morethan once. White spacefollowing
the - Uisoptional.

-cc_cnmd "cnd"

-cc_opt

Specifies the C compiler command for creating object files. The default (if

-cc_cmd isnot specified) is"cc -c".
" opt "

Specifies additional C compiler options. The default (if - cc_opt isnot

specified) isthe null string. The IDL compiler invokes a command line

composed of the valuesfor - cc_cnd, - cc_opt , -1 arguments (in the order

specified), and the source filename (the stub or auxiliary filename).

-synt ax_check

Specifies that the input source file be checked for syntax errors without
generating any output files.

-no_warn

Specifies that warning messages from the compiler are not to be printed.

-confirm

Displays IDL compiler options chosen (either explicitly or implicitly)
without compilation of the source file. When used with the - v option, it
indicates what actions would be taken without the - conf i r moption without
executing them (for example, messages are printed for parsing input files,
creating and compiling output files).

Specifies verbose mode. Messages are printed to the standard error output
indicating actions being taken (for example, parsing input files, creating and
compiling output files).
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-version

-stdin

-cepv

Displays the version of the IDL compiler.

Takesthe IDL source input from standard input instead of afile. Default
filenames are generated asif theinput IDL sourcefileisnamed "a. i dI " (for
example, the default client stub file will be named "a_cst ub. c").

Generates a Client Entry Point VVector (CEPV). By default, functions in the
client stub module are named the same as the operation namesin theinterface
definition. However, thiswill not allow for multiple versions of theinterface,
interfaces with the same operation names, or both local and remote versions
of the same functionsto belinked into the same client program (the operation
names will be multiply defined). When the - cepv option is specified, the
function names will be declared local to the client stub and a Client Entry
Point Vector (array of function pointers) will be defined (globally) in the
client stub with the name i nt er face_vmaj or_ni nor_c_epv, where

i nt er f ace isthe interface name, naj or isthe major version number, and
minor is the minor version number. The interface operations must be called
indirectly using the addresses in the CEPV.

-no_nepv

-error

Does not generate a Manager (server) Entry Point Vector (MEPV). By
default, it is assumed that the application functions in the server are named
the same asthe operation namesin theinterface definition. However, thiswill
not allow for multiple versions of the interface, interfaces with the same
operation names, or both local and remote versions of the same functionsto
belinked into the same server program (the operation names will be multiply
defined). Normally, a Manager Entry Point V ector (array of function
pointers) is defined (globally) in the server stub with the name
interface_vmaj or_ni nor_s_epv, wherej nt er f ace isthe interface
name, maj or isthe major version number, and minor is the minor version
number, and initialized with the operation names. It is used to call the
application service functions. When the - no_nepv option is specified, the
MEPV is not generated in the server stub and the application is responsible
for setting up the structure. In thisway, the application can set the entry point
names to whatever is used by the application instead of names based on the
operations.

al |
Specifies additional error checking. By default, the IDL compiler quits after
50 errors are detected.
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-port [evel
Specifiesthe level of portability checking. The following levels are
supported:

case

Specifies that warnings messages are to be printed if two identifiers differ
only in case.

none
Specifies no additional portability checking isto be done. Thisisthe default.

-no_enum |lit
Specifiesthat enumeration literalsare not to be generated in the stub files. By
default, enumeration literals are generated.

-use_const
Specifiesthat ANSI C const declarations are to be used for constant values
instead of #define definitions.

For the IDL sourcefileand any imported IDL files, the compiler searchesfor arelated
ACFwitha. acf suffix added to the base name of the DL sourcefile. The directories
that are searched are the same directories specified for the C preprocessor (see- 1 and
-no_def _i di r above), plusACFfilesare searched for in the directory specified in the
IDL source filename.

Notices ThelDL filenamet base. i dl isreserved for use by the IDL compiler.
Examples  Hereisan example IDL sourcefile, mat hi.idI .

[ uui d( 2048A080- 0BOF- 14F8- 26E0- 930269220000) ]
interface mat hl

{
inport "math2.idl";

long add_op([in] long firstl, [in] |long second);
long sub_op([in] long firstl, [in] |long second);

}

Here is a sample ACF source file, mat h1. acf .

[ aut o_handl €]
interface mat hl

{

i nclude "stdio";
[code] add_op([fault_status,conmstatus] result);

}
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See Also

Thefollowing command linewill compilemat h1.i dI generating client sideonly files
out/mat hl_cs.c andout/mathl_cs. o (no auxiliary files are needed), along with
out/ mat h1. h. The IDL compiler will look for mat h2. i dI (which might have the
division and multiplication operations) in the current directory, in the app
subdirectory, and in $TUXDI R/ i ncl ude.

tidl mathl.idl -lapp -client all -server none -keep all
-cstub mathl _cs -out app

uui dgen(1)
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Name

Synopsis

Description

t1i st en—generic listener process

tlisten [-d device] -1 nlsaddr [-u {uid-#| uid-nane}] [-z bits] \
-Z bits ]

t1isten is a network independent listener process that runglasan process on

BEA Tuxedo application processors and provides remote service connections for othe
BEA Tuxedo processes, for exampleboot (1). The following command-line

options are used hyl i sten:

-d device

Full pathname of the network device. This parameter is optional. For release:
prior to version 6.4, it should be used if the underlying network provider
requires it.

-1 nl saddr

Network address at which the process listens for connections.

TCP/IP addresses may be specified in the following forms:
"Il host nane: port_nunber" "/ # #. #. #:port_nunber"

In the first formatt | i st en finds an address fdtost nane using the local

name resolution facilities (usually DNSjost name must be the local

machine, and the local name resolution facilities must unambiguously resolve
host nane to the address of the local machine. In the second example, the
“###4#" is in dotted decimal format. In dotted decimal format, gésthould

be a number from to 255. This dotted decimal number represents the IP
address of the local machine. In both of the above formats, nunber is

the TCP port number at which thei st en process will listen for incoming
requestsport _nunber can either be a number betweeand65535 or a

name. Ifport _nunber is a name, then it must be found in the network
services database on your local machine. The address can also be specified
hexadecimal format when preceded by the characters “0x”. Each character
after the initial “Ox” is a number betweerand9 or a letter betweef andF

(case insensitive). The hexadecimal format is useful for arbitrary binary
network addresses such as IPX/SPX or TCP/IP. The address can also be
specified as an arbitrary string.The value should be the same as that specifie
for the NLSADDR parameter in th®ETWORK section of the configuration file.
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Environment
Variables

-u{ui d-# uid-nane}
t1i st en will runastheindicated user. This option supports the startup of
t1isten aspart of system initialization by r oot . Thisoption is required if
theuser runningtlistenisroot. Thetli sten process can therefore be
started by r oot , but will not run asr oot . Non-r oot usersof thet|i sten
command do not need to use the - u option. Non-r oot users can set the - u
option, but it can only be set to their own user 1D and is effectively a no-op.
Each instantiation of at i st en process on a processor is capable of
supporting all BEA Tuxedo applications that use the same application
administrator user I1D.

-z [0] 40| 128]
When establishing a network link between a BEA Tuxedo administrative
processand t| i st en, require at least this minimum level of encryption. 0
means no encryption, while 40 and 128 specify the length (in bits) of the
encryption key. If this minimum level of encryption cannot be met, link
establishment will fail. The default value is 0.

-Z [0] 40| 128]
When establishing a network link between a BEA Tuxedo administrative
processand t! i st en, allow encryption up to thislevel. 0 means no
encryption, while 40 and 128 specify the length (in bits) of the encryption
key. Thedefault valueis128. The- z or - Z optionsareavailable only if either
the Internationa or Domestic BEA Tuxedo system Security Add-on Package
isinstalled.

Thet | i st en process authenticates most servicerequests. t | i st en readsafilewitha
list of passwords, and any process requesting a service must present at least one of the
passwords found in thefile. If the APPDI R environment variable is set, passwords will
beobtained from afilenamed APPDI R/ . adni t | i st en. pw. If thisfileisnot found, the
system will look for TUXDI R/ udat aobj / t 1 i st en. pw, which is created when the
BEA Tuxedo system isinstalled. A zero-length or missing password file disables
password checking. When running inthisinsecure mode, thet | i st en and any process
connectingto t1i st en will generate a userlog warning message.

Processes which request servicesfromt | i st en such ast nboot find the passwordsto
be used during authentication in files on their own machines. They use the same
methods asthet | i st en to find their password files.

m TUXD R must be set and exported beforethe t 1 i st en command is invoked.

m LD LI BRARY_PATH must be set for SVR4 applications that use shared objects. It
must be set to TUXDI R/ | i b prior to starting thet | i st en process.
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Link-level
Encryption

Termination

Recommended
Use

Network
Addresses

m APPDI Rto provide the location of thet | i st en password file.

m  ULOGPFX can be used to direct the file in which log messages are placed.

Note: During the installation process, an administrative password file is created.
When necessary BEA Tuxedo searches for thisfile in the following
directories (in the order shown):

- APPDIR/.admtlisten. pw

- TUXDI R/ udat aobj /tlisten. pw
Toensurethat your administrative password filewill befound, make
sure you have set the APPDI R and/or the TUXDI R environment
variables.

If thelink-level encryption featureis in operation betweent | i st en and arequesting
process such ast mboot , then link-level encryption will be negotiated and activated
before authentication occurs.

Theonly way to stop at | i st en process with normal termination is by sending it a
S| GTERMsignal.

We recommend that you start onet | i st en process for each application upon system
startup. Remember to set the TUXDI R and APPDI R environment variables before
invokingtl i sten.

One alternative method for starting thet | i st en processistostartit manualy. The - u
option can be omitted if thet | i st en processis started by the application
administrator. Duplicatet | i st en command invocations using the same network
address will terminate automatically and gracefully log an appropriate message.

Suppose the local machine on which thet ! i st en isbeing runisusing TCP/IP
addressing and is named backus. conpany. com with address 155. 2. 193. 18.
Further suppose that the port number at which thet | i st en should accept requestsis
2334. Assumethat port number 2334 has been added to the network services database
under the name bankapp- nl saddr . The address specified by the-1 option could be
represented in the following ways:

/1155, 2. 193. 18: bankapp- nl saddr
//155. 2. 193. 18: 2334

/ I backus. conpany. com bankapp- nl saddr
/ I backus. conpany. com 2334
0x0002091E9B02C112
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The last of these representations is hexadecimal format. The 0002 isthefirst part of a
TCP/IP address. The 091E is the port number 2334 trandated into a hexadecimal
number. After that each element of the IP address 155. 2. 193. 12 istrandated into a
hexadecimal number. Thusthe 155 becomes 9B, 2 becomes 02 and so on.

For a STARLAN network, arecommended addressof unane.t | i st en will usualy yield
aunique name.

Windows NT ~ Administrative privileges on aremote Microsoft Windows NT machine are required
Control Panel  inorder to start at! i st en process on that machine through the Control Panel Applet.
Applet

See Also  ubbconfi g(5)
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Name
Synopsis

Description

t mdm n—BEA Tuxedo Bulletin Board command interpreter
tmadnin [ -r 1 [ -c ] [ -v ]

With the commands listed belowgyadni n provides for inspection and modification

of Bulletin Boards and associated entities in either a uniprocessor, multiprocessor, 0
networked environment. THRUXCONFI G andTUXOFFSET environment variables are
used to determine the location and offset where the BEA Tuxedo configuration file ha:
been loaded.

If t madni n is invoked with the c option, it enters configuration mode. The only valid
commands areef aul t, echo, hel p, quit, verbose, livtoc, crdl, lidl,
dsdl , i ndl , anddunpt | og. t madmi n may be invoked in this mode on any node,
including inactive nodes. A node is considered activerfini n can join the
application as an administrative process or client (via a rurBghy

The-r option instructs madni n to enter the Bulletin Board as a client instead of the
administrator and provides read-only access. This is useful if it is desired to leave th
administrator slot unoccupied. Only oneadni n process can be the administrator at

a time. When ther option is specified by a user other than the BEA Tuxedo
administrator and security is turned on, the user will be prompted for a password.

The- v option causesnadni n to display the BEA Tuxedo version number and license
number. After printing out the informationgadni n exits. If the- v option is entered
with either of the other two options, the others are ignored; only the information
requested by thev option is displayed.

Normally,t madni n may be run on any active node within an active application. If it
is run on an active node that is partitioned, then commands are limited to read only
access to the local Bulletin Board. These command indlbide, bbpar s, bbst at ,

def aul t, dunp, dunpt | og, echo, hel p,i nt erfaceparns, printacti veobj ect,
printclient,printinterface,printfactory,printjdbcconnpool,printnet,
printqueue,printroute,printserver,printservice,printtrans,

print group,reconnect,quit,serverparms,servi ceparns, andver bose, in

addition to the configuration commands. If the partitioned node is the backup node fo
theMASTER (specified as the second entry on MASTER parameter in thBESOURCES
section of the configuration file), tmast er command is also available to make this
node theVASTER for this part of the partitioned application.
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If theapplication isinactive, t madni n can only berun onthe MASTER processor. In this
mode, all of the configuration mode commands are available plus the TLOG commands
(crlog, dslog,andinl og)and boot .

Oncet madni n has been invoked, commands may be entered at the prompt (*>"
according to the following syntax: command [ ar gunent s] .

Several commonly occurring arguments can be given defaults viathe def aul t
command. Commands that accept parameters set viathe def aul t command check
def aul t to seeif avalue has been set. If one has not, an error message is returned.

In anetworked or multiprocessor environment, asingle Bulletin Board can be accessed
by setting adef aul t nachi ne (thelogical nachi ne i d (LM D) aslisted in the
MACHI NES section of the UBBCONFI Gfile). If thedef aul t nachi neissettoal |, all
Bulletin Boards are accessed. If nachi ne is set to DBBL, the distinguished Bulletin
Board isaddressed. The def aul t nachi ne is shown as part of the prompt, asin:
MASTER>.

If machi neisnot set viathedef aul t command, the DBBL is addressed (thelocal BBL
isused in aSHM configuration).

The machi ne value for acommand can generally be obtained from the def aul t
setting (pri nt ser ver isan example). A caution isrequired here, however, because
some commands (the TLOG commands, for example) act on devices found through
TUXCONFI G, adef aul t setting of DBBL or al | resultsin an error. There are some
commands where the machi ne value must be provided on the command line

(I ogst art isan example); the value does not appear as an argument to the - moption.

After being set, a default remainsin effect until the session is ended, unless changed
by another def aul t command. Defaults may be overridden by entering an explicit
value on the command line, or unset by entering the value *. The effect of an override
lasts for a single instance of the command.

Output from t madm n commands is paginated according to the pagination command
in use (see the pagi nat e subcommand below).

There are some commands that have either verbose or terse output. The ver bose
command can be used to set the default output level. However, each command (except
boot, shut down andconfi g) takesa-v or-t option to turn verbose or terse output
on for that command only. When output is printed in terse mode, some of the
information (for example, LM D or GROUP hame, service or server name) may be
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truncated. Truncation may be at either the left or right end of the value. The more
important end of the value is not truncated. Truncation isindicated by aplussign (+).
The entire value may be seen by re-entering the command in verbose mode.

tmadmin  Commands may be entered either by their full name or their abbreviation (asgiven in

Commands  parentheses), followed by any appropriate arguments. Arguments appearing in square
brackets, [], are optional; those in curly braces, {}, indicate a selection from mutually
exclusive options. Note that command-line options that do not appear in square
brackets need not appear on the command line (that is, they are optional) if the
corresponding default has been set viathe def aul t command. Ellipsesfollowing a
group of optionsin curly brackets, {} ..., indicate that more than one of the options may
appear on the command line (at least one must appear).

aborttrans (abort) [ -yes ] [ -g groupnane] trani ndex
If gr oupnane is specified (on the command line or by default), abort the
transaction associated with the specified transaction index ¢ r ani ndex at the
specified server group. Otherwise, notify the coordinator of the transaction to
abort the global transaction. If the transaction is known to be decided and the
decision was to commit, abor t t r ans will fail. Theindex istaken from the
previous execution of the pri nt t r ans command. To completely get rid of a
transaction, pri nttrans and abor t t r ans must be executed for al groups
that are participantsin the transaction. This command should be used with

care.
addnmodul e (anod) -g groupname -i srvid
-n nmodul e_nanme -j nmin_jar
[-Clocal _classpath] [-Ainitialization_args]

Deploys the specified module. The gr oupnane, srvi d, module’s logical

name frodul e_nane) and the implementingai n_j ar file must be

specified. Theyr oupnanme andsr vi d parameters are used to limit the scope
of the request. The two optional parameters can be used to specify a local
class path and initialization arguments. Theal _cl asspat h parameter

can be used to specify additional classes that may be required by the

mai n_j ar file. For example, this parameter could be used for third-party
classes, business libraries, etc. It follows the standard Java class path
semantics and is searched after the system/server class path and the

mai n_j ar file are searched. Only JAR or ZIP files may be specified.

This command is used to deploy modules dynamically, that is, while the
server is running, also referred to as hot (run-time) deployment. In response
to this command, the JavaServer deploys the new module and makes it
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availabletoitsclients. If an error occurs during the deployment attempt, it is
logged to the userlog and displayed to the t madni n user at the console.

Note: If theJavaServer specified in thiscommand does not have hot depl oyment
enabled, the request fails and no change is made. For information on
enabling hot deployment, see the description of theDw e. dynani ¢ option
in the “Using Server Command-Line Options” section@hé&pter 3 of
the in theBEA WebLogic Enterprise Administration Guide..

advertise (adv) {-q gaddress|[ -g groupnane]

[-i srvid]|-g groupnane-i srvid} service[: func]
Creates an entry in the service table for the indicated serdicei ce may
be mapped onto a functidrunc. If gaddr ess is not specified, then both
gr oupnane andsrvi d are required to uniquely identify a server. If this
service is to be added to an MSSQ set, all servers in the set will advertise the
service. If all servers in an MSSQ set cannot advertise the service, the
advertisement is disallowed. Services beginning with the character ' ' are

reserved for use by system servers and will fail to be advertised for
application servers.

bbcl ean (bbc) nachi ne
Checks the integrity of all accessers of the Bulletin Board residing on
machinenmachi ne, and thedbBBL as well.bbcl ean will gracefully remove
dead servers and will restart them if they are marked as restartable. It will also
remove those resources no longer associated with any processes. As its last
step,bbcl ean causes theBBL to check the status of eaBBL. If any BBL
does not respond withiBCANUNI T seconds, it is marked as partitioned. To
clean only the Distinguished Bulletin Boardachine should be specified as
DBBL. In SHM modepbcl ean restarts th®BL, if it has failed; thenachine
parameter is optional.

bbpar ns (bbp)
Prints a summary of the Bulletin Board's parameters, such as the maximum
number of servers, objects, interfaces, and services.

bbsread (bbls) nachi ne
Lists the IPC resources for the Bulletin Board on macmaehine. In SHV

mode, themachine parameter is optional. Information from remote machines
is not available.

bbst at s (bbs)
Prints a summary of Bulletin Board statistics. (See siiest at s)
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boot (b) [options]

Thiscommand isidentical tothet mboot (1) command. Seet mboot (1) for an
explanation of options and restrictions on use.

broadcast (bcst) [-mmachine][-u usrnane] [-c cltnane] [text]

Broadcasts an unsolicited notification message to all selected clients. The
message sent isatyped buffer of the type STRI NGwith the databeing text. text
may be no more than 80 charactersin length. If text isto contain multiple
words, then it must be enclosed in quotation marks (“text text"). If any
parameter is not set (and does not have a default), then it is taken to be the
wildcard value for that identifier.

changel oad (chl) [- mnachi ne] {- q gaddr ess [- g gr oupnane]
[-i srvid]-s service |-ggroupname-i srvid -s service |-1 interface
[- g groupnane]} new oad

Changes the load associated with the specified service or interface to

new oad. If gaddr ess is not specified, then both gr oupnane and srvi d
must be specified. For BEA WebL ogic Enterprise, i nt er f ace may be
specified. If machi neissettoal | orisnot set, the changeis made on all
machines; otherwise, alocal change is made on the specified machi ne. Local
changes are over-ridden by any subsequent global (or local) changes.

changenodul e (cnod) -g groupname -i srvid
-n nmodul e_nanme -j nmin_jar
[-C local _classpath] [-A initialization_args]

Redeploys the specified module. The gr oupnane, srvi d, module’s logical
name frodul e_nane) and the implementingai n_j ar file must be

specified. Theyr oupnane andsr vi d parameters are used to limit the scope

of the request. Theodul e_name parameter identifies the module to be

updated. The two optional parameters can be used to specify a local class pa

and initialization arguments. Thecal _cl asspat h parameter can be used
to specify additional classes that may be required bydhe_j ar file. For
example, this parameter could be used for third-party classes, business

libraries, etc. It follows the standard Java class path semantics and is searche

after the system/server class path andhthien_j ar file are searched. Only
JAR or ZIP files may be specified.

This command is used to redeploy modules dynamically, that is, while the

server is running, also referred to as hot (run-time) redeployment. In responsi
to this command, the JavaServer redeploys the module and makes it availabl
to its clients. If an error occurs during the redeployment attempt, it is logged

to the userlog and displayed to theadni n user at the console.
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Note: Using the changenodul e command to redeploy amodule is ashortcut for
requesting undeployment, immediately followed by deployment—a
process that requires that all the parameters necessary for deployment be
specified again. Theai n_j ar file that is specified must be different from
the JAR file that was specified when the module was originally deployed;
this is because the Java run-time environment will usually still be using the
previous JAR and will have it locked. The and the A options, if
specified, do not necessarily have to match the values that were specified
when the module was originally deployed.

Note: If the JavaServer specified in this command does not have hot deployment
enabled, the request fails and no change is made. For information on
enabling hot deployment, see the description obtthe@. dynani ¢ option
in the “Using Server Command-Line Options” section@hé&pter 3 of
the BEA WebLogic Enter prise Administration Guide..

changepriority (chp) [-mnachine]{-q gaddress [-g groupnane]

[-i srvid]-sservice |-ggroupname-i srvid-sservice |-1 interface [-g

gr oupnane] } newpr i
Changes the dequeuing priority associated with the specified service or
interface tanewpr i . If gaddr ess is not specified, then boyr oupname and
srvi d must be specified. For BEA WebLogic Enterpris&,er f ace may be
specified. Ifnachi ne is set toal | or is not set, the change is made on all
machines; otherwise, a local change is made on the spemnitiétine. Local
changes are over-ridden by any subsequent global (or local) changes.

changetrace (chtr) [-m machine]l[-g groupnane] [-i srvid] newspec
Changes the runtime tracing behavior of currently executing processes to
newspec. (Seet nt r ace(5) for the syntax ofeuspec.) To change the trace
specification of a specific currently-running server process, supplytaed
-i options. To change the configuration of currently-running server
processes in a specific group, supply-theption without the i option. To
change the configuration of all currently-running client and server processes
on a particular machine, specify th@option. If none of theg, -i, and-m
options is supplied, then all non-administrative processes on the default
machine are affected. This command does not affect the behavior of clients
or servers that are not currently executing, nor /WS clients.
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changetrantine (chtt) [-mmnachine]{-q gaddress|[-g groupnane] -

[-i srvid]-sservicel|-ggroupname -i srvid-s service|-I1 interface

[-g groupnane] } newt!im
Changes the transaction timeout value associated with the specified service
or interface to newt | i m If gaddr ess is not specified, then both gr oupnane
and srvi d must be specified. For BEA WebL ogic Enterprise, i nt er f ace
may be specified. If machi neissettoal | orisnot set, the changeis made on
all machines; otherwise, alocal change is made on the specified nachi ne.
L ocal changes are over-ridden by any subsequent global (or local) changes.

committrans (comit) [ -yes ] -g groupnane trani ndex
Commits the transaction associated with the specified transaction index
t rani ndex at the specified server group. commi tt r ans will fail if the
transaction has not been pre-committed at the specified server group or if the
transaction is known to be abort-only. Theindex is taken from the previous
execution of the pri nt t rans command. This command prompts for
confirmation before proceeding unless the - yes option isused. This
command should be used with care.

config (conf)
This command isidentical to thet nconf i g(1) command. Seet nconfi g(1)
for an explanation of its use.

crdl -b bl ocks -z confi g-o configoffset [-Onewdef of fset |[ newdevi ce]
Creates an entry in the universal devicelist. bl ocks specifies the number of
physical blocks to be allocated on the device. The default b/ ocks vaueis
initialized to 1000 blocks. conf i gof f set specifies the block number at
which space may begin to be allocated. If the - o option isnot given and a
default has not been set, the value of the environment variable FSOFFSET is
used. If FSOFFSET isnot set, the default is 0. conf i g pointsto thefirst device
(which contains the device list); it must be an absolute pathname (starting
with /). If the - z option is not given and a default has not been set, the path
named by the FSCONFI G environment variable is used. The newdevi ce
argument to the cr dl command, if specified, points to the device being
created; it must be an absol ute pathname (starting with /). If this parameter is
not given, the neudevi ce defaults to the config device. newdef of f set
specified an offset to the beginning of newdevi ce. If not specified with the
- O(capital O) option of default, the default is 0 (zero).

crlog (crlg) -mnachi ne
Creates the DTP transaction log for the named or default machi ne (it cannot
be"DBBL" or "all"). An error isreturned if a TLOGis not defined for the
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machine on the configuration. This command references the TUXCONFI Gfile
to determine the BEA Tuxedo file system containing the TLOG, the name of
the TLOG in that file system, the offset, and the size (see ubbconf i g(5)).

def aul t (d) [- g gr oupnane] [-i srvi d] [- mmachi ne] [-u usr nane] [- ¢ ¢l t nane]
[-q gaddress] [-s service] [-b bl ocks] [-o of fset] [-z config] [-a{ 0] 1] 2}]
[-1 interface][-B objectid][-r routingnane][-pjdbcconnpool]

dsdl

[

Sets the corresponding argument to be the default group name, server ID,
machine, username, client name, queue address, service name, device blocks,
device offset, or UDL configuration device path, which must be an absolute
pathname starting with / . See pri nt ser vi ce for information onthe - a
option. For BEA WebL ogic Enterprise systems, you can aso set
corresponding arguments to be the default object interface name, object ID,
factory-based routing name, or JDBC connection pool. When the object ID
parameter is specified (with - B), the machine argument (- m) must also be
specified. All defaults may be unset by specifying * as an argument. If
machi ne has been set to a machine identifier, and | ater retrievals are to be
done from the Distinguished Bulletin Board, machi ne should be set to DBBL.
Unsetting the nachi ne (- m*) is equivalent to setting it to DBBL. If the

def aul t command is entered with no arguments, the current defaults are
printed.

-yes ] -zconfig[-ooffset]dlindex

Destroys an entry found in the universal devicelist. The dl i ndex argument
is the index on the universal device list of the device that is to be removed
from the device list. Entry 0 cannot be removed until all vTocfilesand other
devicelist entries are destroyed first (because entry 0 contains the device
which holds the device list and table of contents, destroying it also destroys
thesetwo tables). conf i g pointsto the device containing the universal device
list; it must be an absol ute pathname (starting with /). If the - z option is not
given and a default has not been set, the path named by the FSCONFI G
environment variable isused. of f set specifies an offsetinto confi g. If the
- o option is not given and adefault has not been set, the value of the
environment variable FSOFFSET isused. If FSOFFSET isnot set, the default is
0. This command prompts for confirmation before proceeding unless the
-yes option is used.

dsl og (dsl g) [ -yes ] - mnachi ne

Destroysthe DTP transaction log for the named or default machine (it cannot
be"DBBL" or "all"). An error isreturned if a TLOGis not defined for the
machine, if the application is not inactive, or if outstanding transaction
records exist on the log. The term outstanding transactions means that a
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global transaction has been committed but an end-of -transaction has not yet
been written. This command references the TUXCONFI Gfile to determine the
BEA Tuxedo file system containing the TLOG and name of the TLOGin that
file system. This command prompts for confirmation before proceeding
unless the - yes option is specified.

dunp (du) fil enane

Dumpsthe current Bulletin Board into thefile fi | enane.

dunptlog (dl)-z config[-ooffset |[-nnanme][-g groupnane] fil enane

Dumps an ASCI | version of the TLOG into the specified filename. The TLOG
islocated on the specified config and offset, and has the specified name. If the
- n option is not given and a default has not been set, the name"TLOG" is
used. config points to the device containing the universal device list; it must
be an absolute pathname (starting with /). If the - z option isnot given and a
default has not been set, the path named by the FSCONFI G environment
variableis used. The - o offset option can be used to specify an offset into
config. If the - o option is not given and a default has not been set, the value
of the environment variable FSOFFSET is used. If FSOFFSET isnot set, the
default is 0. If groupname is specified, then only log records for transactions
where that group is the coordinator will be dumped.

echo (e) [{off | on}]

Echoes input command lines when set to on. If no option is given, then the
current setting istoggled, and the new setting is printed. The initial settingis
of f.

hel p (h) [{command|all}]

Prints help messages. If command is specified, the abbreviation, arguments,
and description for that command are printed. al | causes adescription of all
commands to be displayed. Omitting all arguments causes the syntax of all
commands to be displayed.

initdl (indl)[-yes]-zconfig[-ooffset ] dlindex

Reinitializes adevice onthe devicelist. The argument dlindex isthe index of
the device on the universal devicelist of the device that isto bereinitialized.
All spaceon the specified deviceisfreed; thismeansthat any files, etc., stored
on the device may be overwritten in the future so this command must be used
cautiously. This command prompts for confirmation before proceeding
unless the - yes option is used. conf i g pointsto the device containing the
universal devicelist; it must be an absolute pathname (starting with /). If the
- z option is not given and a default has not been set, the path named by the
FSCONFI G environment variable is used. The - o of f set option can be used
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inlog|

to specify an offset into config. If the - o option is not given and a default has
not been set, the value of the environment variable FSOFFSET is used. If
FSOFFSET is not set, the default is 0.

-yes | - mnmachi ne

Reinitializes the DTP transaction log for the named or def aul t machine (it
cannot be "DBBL" or "all"). An error isreturned if a TLOGis not defined for
the machine or if the application is not inactive. If outstanding transactions
exist on the TLOG, data may be inconsistent across resource managers acting
as participants in these transactions since the resource managers may abort
the local transaction instead of correctly committing the transaction. This
command references the TUXCONFI Gfile to determine the BEA Tuxedo file
system containing the TLOG and name of the TLOG in that file system. This
command promptsfor confirmation before proceeding unlessthe - yes option
is specified.

interfaceparns (i fp)-g groupnane -1 interface

Printsinformation about a specific object interface, including the name of the
interface, and the load, priority, timeout, and transaction timeout value
associated with it. The gr oupname and i nt er f ace arguments must be
unique.

lidl -z config[-o0offset][dlindex]

livtoc

Prints the universal device list. For each device the following is listed: the
name, the starting block, and the number of blocks on the device. In verbose
mode, amap is printed which shows free space (starting address and size of
free space). If dlindex is specified, then only the information for that device
list entry isprinted. config pointsto the device containing the universal device
list; it must be an absol ute pathname (starting with /). If the - z option is not
given and a default has not been set, the path named by the FSCONFI G
environment variable isused. The - o offset option can be used to specify an
offset into config. If the- o option is not given and adefault has not been set,
the value of the environment variable FSOFFSET is used. If FSOFFSET is not
set, the default isO.

-z config[-ooffset ]

Printsinformation for all vToCtable entries. The information printed for each
entry includes the name of the VTOC table, the device on whichitisfound, the
offset of the VTCC table from the beginning of the device and the number of
pages allocated for that table. conf i g points to the device containing the
universal device list; it must be an absolute pathname (starting with /). If the
-z option is not given and adefault has not been set, the path named by the
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FSCONFI G environment variable is used. The - o of f set option can be used
to specify an offset into conf i g. If the- o option is not specified, the value of
the environment variable FSOFFSET isused. If FSOFFSET is not set, the
default is 0.

| oadt| og -mmnachi ne fil enane

Readsthe ASCI | version of a TLOGfrom the specified filename (produced by
dunpt | og) into the existing TLOG for the named or def aul t machi ne (it
cannot be"DBBL" or "dl").

| ogstart machi ne

Forces awarm start for the TLOGinformation on the specified machine. This
should normally be done following al oadt | og and after disk relocation
during server group migration.

master (m [ -yes ]

If run on the backup node when partitioned, the backup node takes over asthe
acting master node and a DBBL is booted to take over administrative
processing. If run on the master node when the backup node s acting as the
master, the DBBL is migrated to the master node, and the backup node is no
longer the acting master node. This command prompts for confirmation
before proceeding unless the - yes option is specified.

mi gr at egr oup (m gg) [- cancel ] gr oup_nane

Theni gr at egr oup command takes the name of a server group. If the
configuration file specifies the M GRATE option and an alternate location for
the group, al serversin group_name are migrated to the aternate location.
Servers must be shutdown for migration with the command: shut down - R
- g groupnane. The - Roption retains server namesin the Bulletin Board so
that migration can be done. The migration can be canceled after the

shut down - Rby the command: ni gr at egr oup -cancel groupname. The
- cancel option deletes the server names from the Bulletin Board.

m gratemach (mgm [-cancel] nachine

All serversrunning on the specified machine are migrated to their alternate
location. Servers must be shutdown for migration with the command:

shut down -R -1 machi ne When theni gr at emachi ne command is used,
all server groups located on machine must have the same alternate location
(otherwise ni gr at egr oup must be used). Migration of an LM D (that is,
machine) that contains /Host gateway serversimplies the migration of these
gateway serversto the alternate LM D. Specifying the - cancel option causes
the cancellation of an in progress migration. In progress means that the
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servers have been shutdown with the - R option on t nshut down but have not
yet been migrated.

pagi nat e (page) [{of f | on}]
Paginates output. If no option is given, then the current setting will be
toggled, and the new setting is printed. heinitial setting is on, unless either
standard input or standard output isanon-t ty device. Pagination may only
be turned on when both standard input and standard output aretty
devices.The shell environment variable PAGER may be used to override the
default command used for paging output. The default paging command is
indigenous to the native operating system environment, for example, the
command pg isthe default in a UNIX system operating environment.

passwd
Prompts the administrator for a new application password in an application

requiring security.

pcl ean (pcl ) machi ne
pcl ean first forcesabbcl ean on the specified machi ne to restart or cleanup
any serversthat may requireit. If machi ne ispartitioned, entriesfor processes
and services identified as running on machi ne are removed from all
non-partitioned Bulletin Boards. If machi ne is not partitioned, any processes
or services that can not be restarted or cleaned up are removed.

printclient (pclt) [-mmachine][-u usrnane][-c cltnane]
Printsinformation for the specified set of client processes. If no arguments or
defaults are set, then information on dl clientsis printed. The-m -u, and
- ¢ options or defaults can be used to restrict the information to any
combination of machine, username, or client name.

printconn (pc) [-mmachi ne]
Printsinformation about conversational connections. The- moption or default
can be used to restrict the information to connectionsto or from the specified
machine. A machine value of "all" or "DBBL" will printinformation from all
machines.

printactiveobject (pao) [-Bobjectid][-mnachi ne]
Printsinformation about objects that are active in the domain. The
information includes the object ID, interface name, service name, program
name, group I D, process|D, reference count, and type. The command accepts
an object ID and amachine ID as optional parameters. If no object ID is
specified, information for al active objectsis printed. If no machine ID is
specified, information is provided for al active objects on the machine where
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the command isissued. Any object ID that contains over 128 charactersis
displayed as a 40-character, alphanumeric, hash value. Types are either
CORBA or JAVA.

printfactory (pf)
Prints information about object factories registered with the factory finder.
Theinformation includes the name of the interface, itsfactory identifier, and
attributes of the current factory status. This command takes no arguments.

printgroup (pg) [- mnachi ne] [-g groupnane]
Prints server group table information. The default is to print information for
all groups. The - g and - moptions or defaults can be used to restrict the
information to a combination of group or machine. The information printed
includes the server group name, the server group number, primary and
alternate LMIDs, and the current location.

printinterface (pif) [-mmachine][-g groupnane][-1 interface]
Prints information about specified object interfaces, including the interface
name, queue name, group 1D, machine ID, routing name, and the number of
reguestsdone by the interface. The command accepts amachine name, group
name, and interface name as optional parameters. If a machine nameis
specified, the number of active objectsfor theinterfaceis printed. Otherwise,
ahyphen (- ) indicatesthat theinformation about active objectsisunavailable.

printjdbcconnpool (pjcp) [-g groupnane] [-i srvid]
[-p jconnpool nane]
Prints information about JDBC connection pools. The default prints

information about all connection pools configured inthe domain. The display
can be restricted by group, server, or connection pool using the- g, -i , and
- p options. High-water mark of connections, clients currently waiting, and
other details are displayed in verbose mode. For more information, see the
BEA WebLogic Enterprise Administration Guide..

printnodul e (pnod) [-g groupnane] [-i srvid]
Displaysinformation about all the modulesinstalled in the domain (such as

EJB or CORBA Java archivefiles).

printnet (pnw) [ mach_Iist ]
Prints network connection information. Thedefault isto print information for
all machines. The printnet command optionally takes acomma separated list
of machines (LM Ds) as arguments. If specified, information isrestricted to
network connections involving the specified machines. For each machine, an
indication isgiven if the machineis partitioned. If not partitioned,
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information is printed indicating the machines to which it is connected and
counts of messages in and out.

pri nt queue (pq) [gaddr ess]
Prints queue information for all application and administrative servers. The
default is to print information about all queues. The gaddress command line
or default can be used to restrict information to a specific queue. Output
includes the server name and the name of the machine on which the queues
reside.

printroute (pr) [-r routingnane]
Printsinformation about factory-based routing definitions, including routing

name, type, field, and ranges. If r out i ngnane is not specified, al existing
routes are displayed. Thiscommands printsroutesfor both BEA Tuxedo data
dependent routing and BEA WebL ogic Enterprise factory-based routing. The
type field in the output displays FACTORY for factory-based routing entries
and SERVER for data-dependent routing entries. When information for
data-dependent routing entries has been requested in verbose mode, the
output includes buffer type and field type.

printserver (psr) [-mmachi ne] [- g groupnane] [-i srvid] [-q gaddr ess]
Printsinformation for application and administrative servers. The-q,-m - g
and -i options can be used to restrict the information to any combination of
gueue, machine, group or server. Information specific to JavaServersis
printed only in verbose mode.

print servi ce (psc) [- mnachi ne] [- g groupnane] [-i srvid][-a { 012 }]
[-q gaddress] [- s servi ce]
Printsinformation for application and administrative services. The- q,- m - g,
-i and - s options can be used to restrict the information to any combination
of queue address, machine, group, server or service. The- a option allowsyou
to select the class of service; - a0 limits the display to application services,
- al selects application services plus system services callable by an
application, - a2 selects both of those plus system services callable by BEA
Tuxedo.

printtrans (pt) [-g groupnane] [-mnachi ne]
Prints global transaction table information for either the specified or the
default machine. If machineis"al I " or "DBBL," then information will be
merged together from transaction tables at all non-partitioned machinesinthe
application. The command line or default groupname value can be used to
restrict the information to transactions where the group is a participant
(including the coordinator) in the transaction. When printed in terse mode, the
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quit (q)

transaction identifier, an index used for aborting or committing transactions
with aborttrans or conmi t t r ans, transaction status, and count of
participantsis printed. In verbose mode, transaction timeout information and
participant information (for example, server group hames and statuses
including who the coordinator is) is also printed.

Terminates the session.

reconnect (rco) non-partitioned_machinel partitioned_nachi ne2

Initiates a new connection from the non-partitioned machine to the
partitioned machine. r econnect forces anew connection from the
non-partitioned machineto the partitioned machine. If aconnectionisalready
active, it is closed before the reconnect. This may cause in-transit messages
to be logt, resulting in transaction timeouts. It is possible for a machine or
network connection to be down, but the network interface driver will continue
to accept and buffer requests without any error indication to the BRI DGE. In
this case, r econnect will fail, forcing the BRI DGE to recognize that the
remote machine cannot be reached. Note that in most cases, after network
problems are resol ved, the BRI DGE reconnects automatically, making manual
intervention (with r econnect ) unnecessary.

removenodul e (rmod) -g groupnanme -i srvid -n nodul e_nane

Undeploysthe specified module. The gr oupnane and sr vi d parameters are
used to limit the scope of the request. The modul e_nane parameter identifies
the module to be removed.

This command is used to undeploy modules dynamically, that is, while the
server isrunning, also referred to ashot (run-time) undeployment. In response
to this command, the JavaServer undeploys the module and it is no longer
available to clients. If an error occurs during the undeployment attempt, it is
logged to the userlog and displayed to the t nadni n user at the console.

Note: If the JavaServer specified in thiscommand does not have hot deployment

enabled, the request fails and no change is made. For information on
enabling hot deployment, see the description of the DM e. dynani ¢ option
in the “Using Server Command-Line Options” section@hé&pter 3 of
the BEA WebLogic Enterprise Administration Guide..
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resume (res) {-q gaddress |-g groupnane |-i srvid|-s service]|-1

interface} ...
Resumes (unsuspend) services. The-q,-g,-s,-1,and-i options can be
used to restrict the resumed services to any combination of queue, group,
service, interface, and server. (At least one of these options must be specified
or have adefault.) Thus> resume -q servq8 isashorthand way of
unsuspending all services advertised on the queue with the address ser vg8s.
Once a suspended service is resumed, the offering server will be selected as
acandidate server for that service, aswell asfor other (unsuspended) services
it may offer. If multiple servers arereading from a single queue, the status of
aparticular serviceisreflected in all servers reading from that queue.

server parms (srp)-g groupnane-i srvid
Prints the parameters associated with the server specified by gr oupnane and
srvi dfor agroup.

servi ceparns (scp) -g groupnane-i srvid-s service
Prints the parameters associated with the service specified by gr oupnane,
srvi dand servi ce.

shnstats (sstats)[ex | app]
If MODEL SHMisspecified inthe configuration file, shnst at s can be used to
assure more accurate statistics. When entered with no argument, shist at s
returns the present setting of the TMACCSTATS flag of the bbpar ns. opt i ons
member of the Bulletin Board structure. This tells you whether statistics
presently being gathered are exact or approximate. If the command is entered
with ex specified, shnst at s turns on the TMACCSTATS flag, locks the
Bulletin Board and zeroes out the counters for server table, queue table and
service table entries.

shut down (st op) [opt i ons]
Thiscommand isidentical to thet nshut down(1) command. t mshut down
options can be used to select serversto be stopped. See t nshut down(1) for
an explanation of options and restrictions on use.

suspend (susp) {-q gaddress |-g groupnane |-i srvid|-s service |-1
interface} ...
Suspends services. The-q,-g,-s,-1,and-i optionscan be used to restrict
the suspended servicesto any combination of queue, group, service, interface,
and server (At least one of these options must be specified or have a default.)
Thus> suspend -q servqg8 isashorthand way of suspending all services
advertised on the queue with the address ser vg8. When aserviceis
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suspended, the offering server will no longer be selected as acandidate server
for that service, although it will continue to be selected to process other
services it may offer. Queued requests for the suspended service are
processed until the queue is drained. If multiple servers are reading from a
single queue, the status of a particular serviceisreflected in all servers
reading from that queue.

unadverti se (unadv)
{-q gaddress [-g groupnane] [-i srvid]|-g groupnane-i srvid}
service
Removes an entry in the service table for the indicated service. If gaddress
is not specified, then both gr oupnane and srvi d are required to uniquely
identify aserver. Specifying either aqueueor aparticular server on that queue
achieve the same results. If this service is to be removed from a multiple
server, single queue (M SSQ) set, then the advertisement for service will be
removed from all serversreading from that queue.

ver bose (v) [{of f |on}]
Produces output in verbose mode. If no option is given, then the current
setting will be toggled, and the new setting is printed. The initial setting is
of f. The-v (verbose) and -t (terse) optionson individual commands can be
used to temporarily override the current setting.

! shel | command
Escapes to shell and execute shellcommand.

Repeats previous shell command.

# [text]
Lines beginning with "#" are comment lines and are ignored.

CR>
Repeats the last command.

When t madmi n runs as the administrator, it does not pass through security sinceit is
already checked to be the application administrator’s login ID.

The only time that t madni n may run as someone other than the application
administrator is if the-r option is used to access the application as aclient. If such a
user invokest madni n with the - r option, and if security is turned on for the
application, then the application password is required to access application data. If
standard input isaterminal, then t madni n will prompt the user for the password with
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echo turned off on the reply. If standard input is not aterminal, the password is
retrieved from the environment variable, APP_PW If this environment variable is not
specified and an application password isrequired, then t madni n will fail.

t madm n actsasan application client if the-r option isused or if it cannot register as
the application administrator. If thisisthe case, then the APP_Pwenvironment variable
must be set to the application password in asecurity application if standard input isnot
from aterminal.

If thet madmi n command is entered before the system has been booted, the following
message is displayed:

No bull etin board exists. Entering boot node

>

t madm n then waits for aboot command to be entered.

If thet madni n command is entered, without the - ¢ option, on an inactive node that is
not the MASTER, the following message is displayed and the command terminates:

Cannot enter boot nobde on non-naster node.

If an incorrect application password is entered or is not available to a shell script
through the environment, then alog message is generated, the following message is
displayed and the command terminates:

Invalid password entered.

t madmi n may be run on any node within an active interoperating application.
However, the commands and command-lineargumentsavail abl e arerestricted to those
available viat madni n in the release corresponding to the node where t madni n is
running. For example, the commands br oadcast , passwd and pri nt cl i ent are not
available on Release 4.1 nodes.

t madmi n is supported as a BEA Tuxedo-supplied administrative tool on UNIX
operating systems only.

The machine option has no effect in a non-networked uniprocessor environment.

t m oadcf (1), t mboot (1), t mehut down(1), conpi | ati on(5), ubbconfi g(5), BEA
WebLogic Enterprise Administration Guide.
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Name

Synopsis

Description

t nboot —bring up a BEA Tuxedo configuration

tnboot [-I Imid] [-g grpnane]l [-i srvid] [-s aout] [-0 sequence]
[-S] [-Al [-b] [-B /mid [-T grpnane] [-e conmand] [-wW [-y] [-d]
[-n] [-c] [-M [-di]

t nboot brings up a BEA Tuxedo application in whole or in part depending on the
options specifiedt mboot can be invoked only by the administrator of the Bulletin
Board (as indicated by th& Dparameter in the configuration file) or byot . t nboot

can be invoked only on the machine identified)&STER in theRESOURCES section of

the configuration file, or the backup acting as MASTER, that is, with thedBBL

already running (via theast er command in madmi n(1)). Except, if the b option is
used; in that case, the system can be booted from the backup machine without it havil
been designated as thieSTER.

With no optionst nboot executes all administrative processes and all servers listed in
the SERVERS section of the configuration file named by the environment variables,
TUXCONFI GandTUXOFFSET. If the MODEL is MP, aDBBL administrative server is started
on the machine indicated by thaSTER parameter in thBESOURCES section. An
administrative serveBgL) is started on every machine listed in teHI NES section.
For each group in theROUPS section,TMS servers are started based onTBNAVE
andTMSCOUNT parameters for each entry. All administrative servers are started
followed by servers in th8ERVERS sections. AnyTvs or gateway servers for a group
are booted before the first application server in the group is bootedUKieNFI G

file is propagated to remote machines as necessasyot normally waits for a
booted process to complete its initialization (thatpsyri ni t () ) before booting the
next process.

Booting a gateway server implies that the gateway advertises its administrative
service, and also advertises the application services representing the foreign service
based on theLoPT parameter for the gatewayA(will cause all services defined when
the gateway is built witbui | dgat eway (1) to be advertised;s can be used to give a

list of services). If the instantiation has the concept of foreign servers, these servers a
booted by the gateway at this time.

Booting anLM D is equivalent to booting all groups on that D.

Application servers are booted in the order specified bgEEENCE parameter, or in
the order of server entries in the configuration file (see descriptigsbironf i g(5)).

If two or more servers in th&ERVERS section of the configuration file have the same
SEQUENCE parameter, thennboot may boot these servers in parallel and will not
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continue until they all completeinitiaization. Each entry in the SERVERS section can
have aM N and MAX parameter. t mboot boots M Napplication servers (the default is 1
if M Nis not specified for the server entry) unlessthe-i option is specified; using the
-i option causesindividual serversto be booted up to MAX occurrences.

If aserver can not be started, adiagnostic iswritten on the central event log (and to the
standard output, unless - q is specified), and t mboot continues—except that if the

failing process is 8BL, servers that depend on tigsL are silently ignored; if the

failing process is ®BBL, t mboot ignores the rest of the configuration file. If a server

is configured with an alternatev D and fails to start on its primary machineboot
automatically attempts to start the server on the alternate machine and, if successful,
sends a message to @BL to update the server group sectiolmokCONFI G

For servers in th8ERVERS section, onlyCLOPT, SEQUENCE, SRVGRP andSRvI D are

used byt mboot . Collectively, these are known as the server's boot parameters. Once
the server has been booted, it reads the configuration file to find its runtime parameters.
(Seeubbconfi g(5) for a description of all parameters.)

All administrative and application servers are booted wiPDI R as their current
working directory. The value &fPPDI Ris specified in the configuration file in the
MACHI NES section for the machine on which the server is being booted.

The search path for the server executablesmdl R, followed byTUXDI R/ bi n,

followed by/ bi n and/ usr/ bi n, followed by anyPATH specified in the&eNvFI LE for
theMACHI NE. The search path is only used if an absolute path name is not specified for
the server. Values placed in the servexgrl LE are not used for the search path.

When a server is booted, the variabtexDl R, TUXCONFI G TUXOFFSET, and

APPDI R, with values specified in the configuration file for that machine, are placed in
the environment. The environment variabiie LI BRARY_PATH is also placed in the
environment of all servers. Its value defaults to

$APPDI R: $TUXDI R/ i b: /1ib:/usr/lib:1ib>where lib>is the value of the first
LD_LI BRARY_PATH= line appearing in the machimVFI LE. Seeubbconf i g(5) for

a description of the syntax and use of ENeFI LE.

The ULOGPFX for the server is also set up at boot time based on the parameter for the
machine in the configuration file. If not specified, it default$4BPDI R ULOG.

All of these operations are performed before the application initialization function,
tpsvrinit(), is called.
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Many of the command-line options of t mboot serveto limit the way in which the
system is booted and can be used to boot a partial system. The following options are
supported:

-l Imd
For each group whoseassociated LM D parameter isImid, all TMs and gateway
servers associated with the group are booted and all serversin the SERVERS
section associated with those groups are executed.

-g grpnane
All TMs and gateway servers for the group whose SRVGRP parameter is
grpname are started followed by all serversinthe SERVERS section associated
with that group. TVS servers are started based on the TMSNAME and TMSCOUNT
parameters for the group entry.

-i srvid
All serversin the SERVERS section whose SRVI D parameter is srvid are
executed.

-s aout
All serversin the SERVERS section with name aout are executed. This option
can also be used to boot TM S and gateway servers; normally this option
would be used in this way in conjunction with the - g option.

-0 sequence
All serversin the SERVERS section with SEQUENCE parameter sequence are

executed.

-S
All serversin the SERVERS section are executed.

-A
All administrative servers for machines in the MACHI NES section are
executed. Use this option to guarantee that the DBBL and all BBL and BRI DGE
processes are brought up in the correct order (see also the - Moption).

-b
Boots the system from the BACKUP machine, (without having to make it the
MASTER).

-B/Imd
A BBL isstarted on a processor with logical name Imid.

-M

This option starts administrative servers on the master machine. If the MODEL
isMP, aDBBL administrative server is started on the machine indicated by the
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-dl

MASTER parameter in the RESOURCES section. A BBL is started on the MASTER
machine, and a BRI DGE is started if the LAN option and a NETWORK entry are
specified in the configuration file.

Causes command-line options to be printed on the standard output. Useful
when preparing to use sdb to debug application services.

-T grpnane

All TMs serversfor the group whose SRVGRP parameter isgrpname are started
(based on the TMSNAME and TMSCOUNT parameters associated with the group
entry). This option is the same as booting based on the TVs server name (- s
option) and the group name (- g).

-e command

Causes command to be executed if any process failsto boot successfully.
command can be any program, script, or sequence of commands understood
by the command interpreter specified in the SHELL environment variable.
This allows an opportunity to bail out of the boot procedure. If command
contains white space, the entire string must be enclosed in quotes. This
command is executed on the machine on which t mboot isbeing run, not on
the machine where the server is being booted.

Informst nboot not to wait for servers to complete initialization before
booting another server. Thisoption should be used with caution. BBLs depend
on the presence of avalid DBBL, ordinary serversrequire arunning BBL on the
processor on which they are placed. These conditions cannot be guaranteed if
servers are not started in a synchronized manner. This option overrides the
waiting that is normally done when servers have sequence numbers.

Assumes ayes answer to a prompt that asksif all administrative and server
processes should be booted. (The prompt appears only when the command is
entered with none of the limiting options.)

Suppresses the printing of the execution sequence on the standard outpuit. It
implies-y.

The execution sequence is printed, but not performed.

Minimum IPC resources needed for this configuration are printed.
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Whenthe-1,-g,-i,-0,and-s options are used in combination, only serversthat
satisfy all qualifications specified will bebooted. The- 1, - g, - s, and - T options cause
TNVB servers to be booted; the- | , - g, and - s options cause gateway serversto be
booted; the-1,-g,-i,-0,-s,and- Soptionsapply to application servers. Optionsthat
boot application servers will fail if a BBL is hot available on the machine.The - A, - M
and - B options apply only to administrative processes.

The standard input, standard output, and standard error file descriptors will be closed
for all booted servers.

t nboot must run on the master node, which in an interoperating application must be
the highest release available. t mboot detects and reports configuration file conditions
that would lead to the booting of administrative servers such as workstation listeners
on sites that cannot support them.

t nboot issupported asaBEA Tuxedo-supplied administrative tool on UNIX
operating systemsonly.

During the installation process, an administrative password file is created. When
necessary, BEA Tuxedo searches for thisfilein the following directories (in the order
shown): APPDI R/ . adn t | i st en. pw TUXDI R/ udat aobj / t i st en. pw. TO ensure
that your password file will be found, make sure you have set the APPDI R and/or
TUXDI R environment variables.

If the link-level encryption feature isin operation between t mboot andtl i sten,
link-level encryption will be negotiated and activated first to protect the process by
which messages are authenticated.

If TUXCONFI Gis set to a non-existent file, two fatal error messages are displayed:
error processing configuration file configuration file not found.

If t mboot failsto boot aserver, it will exit with exit code 1 and the user log should be
examined for further details; otherwise it will exit with exit code 0.

If tmboot is run on an inactive non-master node, afatal error message is displayed:
tnboot cannot run on a non-master node.

If t mboot isrun on an active node that is not the acting master node, afatal error
message is displayed: t nboot cannot run on a non acting-nmaster node in
an active application.

If the same | PCKEY is used in more than one TUXCONFI Gfile, t mboot failswith the
following message: Confi guration fil e parameter has been changed since
| ast tnboot.
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If there are multiple node names in the MACHI NES section in anon-LAN configuration,
afatal error messageisdisplayed: Mul ti pl e nodes not all owed in MACHI NES
for non-LAN application.

If t1i stenisnotrunning onthe MASTER machinein aLAN application, awarning
message will be printed. In this case, t radni n(1) will not be ableto runin
administrator mode on remote machines; it will be limited to read-only operations.
This also means that the backup site will be unable to reboot the master site after
failure.

Examples  To start only those servers located on the machines logically named CS0 and CS1:
tmboot -1 CSO -1 CS1.Tostart only those servers named CREDEB and belonging to
group DBGL: t mhoot -g DBGL -s CREDEBL. To boot aBBL on the machinelogically
named PES, aswell asal those serverswhoselocation is specified asPES: t mboot - B
PE8 -1 PES.

To view minimum |IPC resources needed for the configuration: t mboot - c.
The following is an example of the output produced by the - ¢ option:

Ipc sizing (mninum /T values only)

Fi xed M ni nuns Per Processor
SHW N 1
SHMVALL: 1

SEMVAP:  SEMWNI
Variable M ni muns Per Processor

SEMUME, A SHMVAX

SEMVNU, * *
Node SEMWS SEMVBL SEMVSL SEMVWNI  MSGW  MSGMAP  SHVBEG
sf pup 60 1 60 A+ 1 10 20 76K
sfsup 63 5 63 A+ 1 11 22 76K

The number of expected application clients per processor should be added to each
MSGWNI value. MsGVAP should be twice MSGWNI . SHVM N should always be set to 1.

The minimum | PC requirements can be compared to the parameters set for your
machine. See the System Administrator’s Guide for your machine for information
about how to change these parameters. If the - y option is used, the display will differ
dlightly from the above example.
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Notices  Thet mboot command ignores the hangup signal (SI GHUP). If asigna is detected
during boot, the process continues.

Minimum I PC resources displayed with the - ¢ option apply only to the configuration
described in the configuration file specified; | PC resources required for a resource
manager, for amask cache, or for other BEA Tuxedo configurations are not considered
in the calculation.

See Also  t madmi n(1), t mehut down(1), t mi oadcf (1), ubbconfi g(5), BEA WebLogic
Enterprise Administration Guide.
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Name

Synopsis

Description

t mconfi g—dynamically update and retrieve information about the BEA Tuxedo
configuration for a running system

tnconfig

tmconfi g is an interactive program that can be used to update some of the
configuration file parameters, or MIB attributes, and add records to some of the
TUXCONFI G sections while the BEA Tuxedo application is runningzonfi g

manages a buffer that contains input field values to be added, updated, or retrieved and
displays output field values and status after each operation completes. The user can
update the input buffer using any available text editor.

tmconfi g is a BEA Tuxedo system client. (It will show upta®onfig with the
username being the login name in thedni n printclient command.) If the
application is using theECURI TY feature, it will prompt for the application password.

t mconfi g first prompts for the desired section followed by a prompt for the desired
operation.

The prompt for the section is as follows.

Section: 1) RESOURCES, 2) MACHI NES, 3) GROUPS 4) SERVERS 5) SERVI CES
6) NETWORK 7) ROUTING gq) QUIT 9) WSL 10) NETGROUPS 11) NETMAP [1]:

The default section appears in square brackets at the end of the prompt.
t mconfi g then prompts for the desired operation.

Qperation: 1) FIRST 2) NEXT 3) RETR EVE 4) ADD 5) UPDATE
6) CLEAR BUFFER 7) QUI T [1]:

The default operation is printed in square brackets at the end of the prompt. Entering
return will select this option. The other options are selected by entering the number and
RETURN.

The currently supported operations are:

m Fl RST—Retrieve the first record from the specified section. No key fields are
needed (they are ignored if in the input buffer).

m NEXT—Retrieve the next record from the specified section, based on the key
fields in the input buffer.
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m RETRI EVE—Retrieve the indicated record from the specified section by key
field(s).

m ADD—Add the indicated record in the specified section. Any fields not specified
(unless required) take their default values as specifiaddnonf i g(5). The
current value for all fields is returned in the output buffer. This operation can
only be done by the System/T administrator.

m UPDATE—Update the record specified in the input buffer in the selected section.
Any fields not specified in the input buffer remain unchanged. The current value
for all fields is returned in the input buffer. This operation can only be done by
the BEA Tuxedo administrator.

m CLEAR BUFFER—Clear the input buffer (all fields are deleted). After this
operationt nconf i g immediately prompts for the section again

m QU T—EXxit the program gracefully (the client is terminated). A value fafr
any prompt also exits the program.

For administrator operations, the effective user identifier must match the BEA Tuxedc
Administrator User Identifier (UID) for the machine on which this program is
executed. When a record is updated or added, all default values and validations use
by t m oadcf (1) are enforced.

t nconf i g then prompts whether or not to edit the input buffet.er editor to

add/ nodi fy fields [n]? Entering a value of will put the input buffer into a
temporary file and execute the text editor. The environment vaeabieR is used to
determine which editor to be used and the defaelli§ he input format is in
fieldnamef/field value pairs and is described inItNRUT FORVAT section below. The

field names associated with eadsBCONFI G section are listed in tables in the
subsections below. The semantics of the fields and associated ranges, default value
restrictions, etc. are describeduisbconf i g(5). Note that permissions values are
specified in decimal, not octal. In most cases, the field name is the same as the
KEYWORD in theUBBCONFI Gfile, prefixed with “TA_". When the user completes

editing the input buffet,nconf i g reads it. If more than one line occurs for a particular
field name, the first occurrence is used and other occurrences are ignored. If any erro
occur, a syntax error will be printed andconf i g prompts whether or not to correct
the problemEnt er editor to correct?

If the problem is not corrected (responggthen the input buffer will contain no fields.
Otherwise, the editor is executed again.

Finally, t rconf i g asks if the operation should be doRex f or m operation [y]?
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Input Format

Limitations

When the operation completes, t nconf i g printsthereturnvalueasinRet ur n val ue
TAXK followed by the output buffer fields. The processthen beginsagain with aprompt
for the section. All output buffer fields are availablein the input buffer unlessthe
buffer is cleared.

Entering break at any time restarts the interaction at the prompt for the section.

When QUI Tisselected, t ntonf i g promptsfor creating abackup ASCII version of the
configuration: Unl oad TUXCONFI G file into ASCII backup [y]? If abackupis
selected, t nconf i g promptsfor thefilename. Backup fi | ename [ UBBCONFI G ? On
success, t mconf i g indicates that a backup was created; otherwise an error is printed.

Input packets consist of lines formatted as follows:
fl dnanme fldval
The field name is separated from the field value by one or more tabs.

Lengthy field values can be continued on the next line by having the continuation line
begin with one or more tabs (which are dropped when read back into t mconf i g).

Empty lines consisting of a single newline character are ignored.

To enter an unprintable character in the field value or to start afield value with a tab,
use a backsl ash followed by the two-character hexadecimal representation of the
desired character (seeasci i (5) in aUNIX reference manual). A space, for example,
can be entered in the input dataas\20. A backslash can be entered using two backslash
characters. t nconf i g recognizesall input in thisformat, but the greatest usefulness of
the hexadecimal format is for non-printing characters.

The following are general limitations of the dynamic reconfiguration capability:

m Valuesfor key fields (as indicated in the following sections) may not be
modified. If thekey fields are modified in the editor buffer and the operation is
done, then a different record will be modified based on the new values of the
key fields. Key fields can be modified, when the system is down, by reloading
the configuration file.

m Fields at the LM Dlevel cannot be modified while the LM D is booted; similarly
fields at the GROUP level cannot be modified while the GROUP is booted.

m  Many of the RESOURCES parameters cannot be updated on a running system.

m Dynamic deletions are not be supported. Deletions must be done off-line.
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between
tmconfig,

ubbconfig and

MIBs

When Attributes
(Fields) Can Be
Updated and
Who Can Do It

RESOURCES

118

Section

Notes

m  When you attempt to update a parameter in the wrong section (for example,
updating the MACHI NES parameter ENVFI LE while in the RESOURCES section), the
operation will appear to succeed (that is, t nconf i g will return TAOK) but the
change will not appear in your unloaded UBBCONFI Gfile.

In what are now ancient releases of BEA Tuxedo all application configuration was
accomplished by editing an ASCI| file, the UBBCONFI Gfile, that contained al the
configuration parameters for an application. A later version compiled that file into a
binary format known as TUXCONFI G, by using t m oadcf (1).Y et another release
introduced t nconf i g, which enabled dynamic updates (that is, updates while the
systemwas active) of anumber of TUXCONFI Gparameters. A more recent devel opment
was the introduction of BEA Tuxedo Management Information Bases (MIBs) which
redefined BEA Tuxedo resourcesinto classes and attributes. With the advent of M1Bs,
the BEA Tuxedo system also provided an admin API that enables an administrator (or
auser) to access and change the attributes of an application programmatically. To keep
documentation from getting out of synch, BEA Tuxedo documentation will no longer
maintain section tablesin thisreference pagefort nconf i g, except for thetablefor the
Network Section. Instead, you will be referred to the appropriate M1B class where the
attributes can be found.

Onefeature of the former t nconf i g tableswas a column that told when afield can be
updated.That information is carried in the MIB reference pages, but in a form that
reguires alittle more digging on your part. See the description of Permissionsin

M B(5). The Permissions columnsin MIB tableslook like typical read, write and
execute permissions that you may familiar with for files, but they carry more weight
than that. For example, by using additional lettersthey can indicate whether or not the
field can be changed when the system is active.

Study the description in M B(5) before you attempt to uset nconfi g.

For attributesin this section, please seethe T_DOvAI Nclassinthe TM M B(5) reference
page.

The ADD operation is not valid for this section. Since there is only one record in this
section, the RETRI EVE operation isthe same as the FI RST operation (no key field is
required). The NEXT operation will always return record not found.

Changesto TA_LDBAL, TA CMIRET, and TA_SYSTEM ACCESS only affect new clients
and serversthat are subsequently booted. TA_SYSTEM ACCESS cannot be changed if
NO_OVERRI DE is specified and any server entries exist that don't match the specified
accesstype (PROTECTED or FASTPATH). Changesto TA_NOTI FY and TA_AUTHSVC only
affect new clientsthat are subsequently started.
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MACHINES
Section

Notes

GROUPS
Section

SERVERS
Section

Notes

Services Section

Notes

NETWORK
Section

Updates to parameters other than those listed above will not appear in your unloaded
ASCII backup file.

For attributes in this section, please see the T_MACHI NE classin the TM M B(5)
reference page.

A machine cannot be added unless LAN appears in the OPTI ONS in the RESOURCES
section.

Updates to parameters other than those listed above will not appear in your unloaded
ASCII backup file.

For attributes in this section, please see the T_GROUP classin the TM M B(5) reference
page.

For attributesin this section, please seethe T_SERVERclassin the TM M B(5) reference
page.

Parameter changes in the SERVERS section take effect the next time that an associated
server isbooted (and not restarted) If multiple serversaredefined in an M5SQset (using
TA_RQADDR), they must have the same services booted (that is, changesto TA_CLOPT
or ENVFI LE must not affect the services that are booted such that they don't match
currently booted servers). If TA_MAX ischanged, automatic spawning of conversational
serversfor the new server identifiers will not happen until one or more serversin the
server set are booted.

For attributes in this section, please seethe T_SERVI CE class and the T_SVCGRP class
in the TM_M B(5) reference page.

Parameter changes in the SERVI CES section take effect the next time a server offering
the service is booted (and not restarted). Updatesto TA_ ROUTI NGNAME are allowed
only with amissing or NULL valued TA SRVGRP field. In this case, all matching
*SERVI CES entrieswill havetheir TA_ ROUTI NGNAME updated simultaneously. The
TA_ROUTI NGNAME corresponds to the ROUTI NG field in the * SERVI CES section.

Updates to parameters other than those listed above will not appear in your unloaded
ASCII backup file.

The following table lists the fields in the NETWORK section.
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Notes

ROUTING
Section

Notes

WSL Section

Notes

NETGROUPS
Section

NETMAP
Section

Security

NETWORK Section

Field | dentifier Field Type  Update Notes

TA LMD string No key

TA_NADDR string Sys ASCII format (noembedded NUL L
characters)

TA_ BRI DGE string Sys

TA_NLSADDR string Sys ASCII format (noembedded NUL L
characters)

A record cannot be added while the associated LM Dis booted.

No operations can be done on the NETWORKS section unless LAN appears in the
OPTI ONS in the RESOURCES section.

Updates to parameters other than those listed above will not appear in your unloaded
ASCII backup file.

For attributes in this section, please see the T_ROUTI NG classin the TM M B(5)
reference page.

The ROUTI NG section cannot be updated while the system isrunning. New ROUTI NG
section entries may be added provided the Bulletin Board sizing parameters MAXDRT,
MAXRFT and MAXRTDATA in the RESOURCES section were set to allow for growth.

For attributes in this section, please see the T_W&L classin the TM M B(5) reference
page.

TheT_WsL class should be used to update the CLOPT for WSL servers, eventhough this
isavailable viathe SERVER section.

For attributes in this section, please see the T_WsL Class in the TM M B(5) reference
page.

For attributesin thissection, please seethe T_NETMAP ClassintheTM M B(5) reference
page.

If t ntonfi gisruninasecureapplication, it requiresan application password to access
the application. If the standard input isaterminal, t nconf i g prompts the user for the
password with echo turned off on the reply. If the standard input is not a terminal, the
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Workstation
Client

Environment
Variables

Diagnostics

password is retrieved from the environment variable, APP_PW If this environment
variable is not specified and an application password is required, then t nconf i g will
fail.

AsaWorkstation client, the command is named wt nconf on DOS and wt ntonfi g
otherwise. The UPDATE and ADD commands are not supported (TAEPERMI S returned).

tmconfi g resetsthe FI ELDTBLS and FLDTBLDI Renvironment variablesto pick up the
${ TUXDI R}/ udat aobj / t padni n field table. TUXDI R must be set correctly.

APP_PWmust be set to the application password in a secure application if standard
input is not from aterminal .

TUXCONFI G (for non-workstation clients) and WSADDR and possibly WSDEVI CE and
WSTYPE (for Workstation clients) must be set correctly such that the program can
register asaclient.

tmconfi g fallsif it cannot alocate atyped buffer, if it cannot determine the

/ et ¢/ passwd entry for the user, if it cannot becomeaclient process, if it cannot create
atemporary filein /t np for the input buffer editing, or if it cannot reset the
environment variables FI ELDTBLS or FLDTBLDI R.

The return value printed by t nconf i g after each operation completesindicates the
status of the requested operation. There are three classes of return values.

The following return values indicate a problem with permissions or a BEA Tuxedo
communications error. They indicate that the operation did not complete successfully.

[TAEPERM
The calling process specified a TA_UPDATE or TA_ADD opcode but is not
running as the BEA Tuxedo administrator.

[TAESYSTEM
A BEA Tuxedo error has occurred. The exact nature of the error iswritten to
userl og(3).

[TAECS]
An operating system error has occurred.

[TAETI ME]
A blocking timeout occurred. The input buffer is not updated so no
information is returned for retrieval operations. The status of update
operations can be checked by doing aretrieval on the record that was being
updated.
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Thefollowing return values indicate a problem in doing the operation itself and
generally are semantic problems with the application data in the input buffer. The
string field TA_STATUS will be set in the output buffer indicating the problem. The
string field TA_BADFLDNAME will be set to the field name for the field containing the
value that caused the problem (assuming the error can be attributed to a single field).

[TAERANGE]
A field value out of range or isinvalid.

[TAEI NCONSI S]
A field value or set of field values are inconsistently specified (that is,
specifying an existing RQADDR va ue for a different SRVGRP and
SERVERNAME).

[TAECONFI G
An error occurred while reading the TUXCONFI Gfile.

[TAEDUPLI CATE]
The operation attempted to add a duplicate record.

[TAENCTFOUND]
Therecord specified for the operation was not found.

[TAEREQUI RED]
A field value isrequired but not present.

[TAESI ZE]
A field value for astring field istoo long.

[TAEUPDATE]
The operation attempted to do an update that is not allowed.

[TAENOSPACE]
The operation attempted to do an update but there was not enough space in
the TUXCONFI Gfile and/or the Bulletin Board.

Thefollowing return values indicate that the operation was successful, at least at the
MASTER site.

[TAXK]
The operation succeeded. No updates were done to the TUXCONFI Gfile or the
Bulletin Board.
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[TAUPDATED]
The operation succeeded. Updates were made to the TUXCONFI Gfile and/or
the Bulletin Board.

[TAPARTI AL]
The operation succeeded at the MASTER site but failed at one or more
non-MASTER sites. The non-MASTER sites will be marked asinvalid or
partitioned. See the administrator’s guide for further information.

Interoperability =~ The UPDATE and ADD operations are not allowed if aBEA Tuxedo 4.0 or 4.1 nodeis
booted. These nodes must be shutdown before doing these operations. When
re-booted, they will pick up the changes.

tmunloaddf ~ When using t munl oadcf (1) to print entries in the configuration, certain field values
Compatibility  are not printed if they are not set (for strings) or O (for integers), or if they match the
default value for the field. These fields will always appear in the output buffer when
usingt nconfi g. Inthisway, it makesit easier for theadministrator toretrieve an entry
and update afield that previously was not set. The entry will have the field name
followed by atab but no field value.

Example  Inthefollowing example, t nconf i g isused to correct the network address specified
on aWorkstation Listener server. It happensto be the first entry in the servers section.
For illustration purposes, ed(1) isused for the editor.

$ EDI TOR=ed tntonfig

Section:1) RESOURCES, 2) MACHI NES, 3) GROUPS 4) SERVERS 5) SERVI CES
6) NETWORK 7) ROUTING gq) QUIT 9) WSL 10) NETGROUPS 11) NETMAP [1]: 4

Qperation: 1) FIRST 2) NEXT 3) RETRI EVE 4) ADD 5) UPDATE
6) CLEAR BUFFER 7) QUIT [1]: 1

Enter editor to add/nodify fields [n]? <return>

Perform operation [y]? <return>

Return val ue TAXK

Buf fer contents:

TA_OPERATI ON 4
TA_SECTI ON 3
TA_SRVI D 2
TA M N 1
TA_MAX 1
TA_RQPERM 432
TA_RPPERM 432
TA_MAXGEN 1
TA_GRACE 86400
TA_STATUS Operation conpl eted successfully
TA_SRVGRP WDBG
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TA SERVERNAME  W\BL

TA CLOPT -A -- -d/dev/tcp -M4 -n2 -x5 -n0x0002f e19c00b6d6b
TA CONV N
TA REPLYQ N
TA RESTART N

Section: 1) RESOURCES, 2) MACH NES, 3) GROUPS 4) SERVERS 5) SERVI CES
6) NETWORK 7) ROUTING q) QU T 9) WBL [4] 10) NETGROUPS 11) NETMAP [4]: <return>
Qperation: 1) FIRST 2) NEXT 3) RETRIEVE 4) ADD 5) UPDATE

6) CLEAR BUFFER 7) QUIT [1]: 5

Enter editor to add/nodify fields [n]? vy

240

/ CLOPT/ s/ 6d6b/ 690E/ p

TA CLOPT -A -- -d/dev/tcp -M4 -nR2 -x5 -n0x0002f e19c00b690E
w

240

q

Perform operation [y]? <return>

Ret urn val ue TAUPDATED

Buf f er contents:

TA_OPERATI ON 1

TA_SECTI ON 3

TA SRVID 2

TA MN 1

TA_MAX 1

TA_RQPERM 432

TA_RPPERM 432

TA_MAXCGEN 1

TA_GRACE 86400

TA_STATUS Updat e conpl et ed successfully
TA_SRVGRP WDBG

TA _SERVERNAME WAL

TA _CLOPT -A -- -d/dev/tcp -M4 -n2 -x5 -n0x0002f e19c00b690E
TA_CONV N

TA_REPLYQ N

TA_RESTART N

Section: 1) RESCURCES, 2) MACH NES, 3) GROUPS 4) SERVERS 5) SERVI CES

6) NETWORK 7) ROUTING q) QU T 9) WAL [1] 10) NETGROUPS 11) NETMAP {1}: q
Unl oad TUXCONFI G file into ASCII backup [y]? <return>

Backup fil ename [ UBBCONFI G ? <return>

Configuration backed up i n UBBCONFI G

$ # boot the changed server

$ tnmboot -s WSL -i 2

See Also  tm oadcf (1), t mboot (1), user | 0g(3c), ubbconfi g(5), TM M B(5).
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tmloadcf(1)
Name
Synopsis

Description

t m oadcf —parse aUBBCONFI Gfile and load binaryrUXCONFI G configuration file
tmoadcf [-n] [-y] [-c] [-b blocks] {ubbconfig file | -}

tm oadcf reads a file or the standard input that iSBBCONFI G syntax, checks the
syntax, and optionally loads a binamyXxCONFI G configuration file. Ther'UXCONFI G
and (optionally)TUXOFFSET environment variables point to tmelXCoNFI Gfile and
(optional) offset where the information should be storetioadcf can only be run on
the MASTER machine, as defined in tIRESOURCES section of theJBBCONFI G file,
unless the c or- n option is specified.

tm oadcf prints a warning message if it finds any section ofUBBCONFI G file
missing, other than a missiNETWORK section in a configuration where theN

OPTI ONis not specified (sagbbconf i g(5)) or a missindgROUTI NGsection. If a syntax
error is found while parsing the input fiteql oadcf exits without performing any
updates to th@UXCONFI Gfile.

The effective user identifier of the person runningoadcf must match thel D, if
specified, in theRESOURCES section of theJBBCONFI Gfile.

The- c option tot n oadcf causes the program to print minimum IPC resources
needed for this configuration. Resource requirements that vary on a per-processor
basis are printed for each processor in the configurationTTXeONFI Gfile is not
updated.

The- n option tot nl oadcf causes the program to do only syntax checking of the
ASCII UBBCONFI Gfile without actually updating theUXCONFI G file.

After syntax checking,n oadcf checks to see if the file pointed to DYXCONFI G

exists, is a valid WebLogic Enterprise or BEA Tuxedo system file system, and contains
TUXCONFI Gtables. If these conditions are not true, the user is prompted to decide if
they want ni oadcf to create and initialize the file withmi ti al i ze TUXCONFI G

file: path [y, g]?. Prompting is suppressed if the standard input or output are
not terminals, or if they option is specified on the command line. Any response other
than ‘y” or “Y” will causet ni oadcf to exit without creating the configuration file.

If the TUXCONFI Gfile is not properly initialized, and the user has given the go-ahead,
tm oadcf creates the BEA Tuxedo system file system and then creaf@s$atenrl G
tables. If the b option is specified on the command line, its argument is used as the
number of blocks for the device when creating the BEA Tuxedo system file system. If
the value of the b option is large enough to hold the n@WXCONFI Gtables,
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t m oadcf will use the specified value to create the new file system; otherwise,

t m oadcf will print an error message and exit. If the - b option is not specified,

t m oadcf will create anew file system large enough to hold the TUXCONFI Gtables.
The- b option isignored if the file system aready exists.

The- b option ishighly recommended if TUXCONFI Gisaraw device (that has nhot been
initialized) and should be set to the number of blocks on the raw device. The - b option
isnot recommended if TUXCONFI Gisaregular UNIX file.

If the TUXCONFI Gfileisdetermined to already have beeninitialized, t m oadcf ensures
that the system described by that TUXCONFI Gfileis not running. If the systemis
running, t m oadcf prints an error message and exits.

If the system is not running and TUXCONFI Gfilealready exists, t m oadcf will prompt
the user to confirm that the file should be overwritten with

Real |y overwite TUXCONFIG file [y, q]?

Prompting is suppressed if the standard input or output are not aterminal or if the -y
option is specified on the command line. Any response other ytian “Y” will cause
t m oadcf to exit without overwriting the file.

If the SECURI TY parameter is specified in tRESOURCES section of the configuration,
thent m oadcf will flush the standard input, turn off terminal echo and prompt the user
for an application password as follows:

Enter Application Password?
Reent er Application Password?

The password is limited to 30 characters. The option to load the ABBIONFI Gfile
via the standard input (rather than a file) cannot be used wheBab® TY parameter
is turned on. If the standard input is not a terminal, that is, if the user cannot be
prompted for a password (as withex e file, for example), then the environment
variableAPP_Pwis accessed to set the application password. If the environment
variableAPP_Pwis not set with the standard input not a terminal, thr@adcf will
print an error message, generate a log message and fail to |dackdasF Gfile.

Assuming no errors, and if all checks have passddadcf loads theJBBCONFI Gfile
into theTUXCONFI Gfile. It will overwrite all existing information found in the
TUXCONFI Gtables.

Note that some values are rounded during the load and may not match when they a
unloaded. These include but are not limitetdAERFT andVAXRTDATA.
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Interoperability

Environment
Variables

Examples

Diagnostics

See Also

When t ml oadcf encounters a continuous string of five or more asterisks (*) in a
UBBCONFI Gfile, it treats this as a placeholder for a password and prompts the user to
create the password. The password is then stored in TUXCONFI Gin encrypted form.
Thisfeature appliesto the OPENI NFOstatement in the GROUPS section or a DBPASSWORD
or PROPS statement in the JDBCCONNPOOLS section of the UBBCONFI Gfile. The

t munl oadcf utility can be used to storethe encrypted password in the UBBCONFI Gfile,
using the double at sign (@@ as delimiters. See the BEA WebL ogic Enterprise
Administration Guide. for more information about encrypting passwords.

t m oadcf must run on the master node, which must be the latest release available in
an interoperating application.

The environment variable APP_Pwmust be set for appli cationsthat have the SECURI TY
parameter specified and must run t m oadcf with something other than aterminal as
the standard input.

To load aconfiguration file from UBBCONFI Gfile BB. shm initialized the device with
2000 blocks: t m oadcf -b2000 -y BB.shm

If an error is detected in the input, the offending line is printed to standard error along
with amessage indicating the problem. If asyntax error isfound in the UBBCONFI Gfile
or the system iscurrently running, noinformationisupdated in the TUXCONFI Gfileand
tm oadcf exitswith exit code 1.

If t M oadcf isrun by aperson whose effective user identifier does not match the Ul D
specified in the UBBCONFI Gfile, the following error message is displayed:

*** UDis not effective user |D ***

If t M oadcf isrun on anon-master node, the following error message is displayed:
tm oadcf cannot run on a non-master node.

If t M oadcf isrun on an active node, the following error message is displayed:

tm oadcf cannot run on an active node.

Upon successful completion, t m oadcf exits with exit code 0. If the TUXCONFI Gfile
is updated, auser | og message is generated to record this event.

t munl oadcf (1), ubbconfi g(5), BEA WebLogic Enterprise Administration Guide.
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Name t nshut down—shutdown a set of BEA Tuxedo servers
Synopsis  t nshut down [ opt i ons]
Description  t nshut down stops the execution of a set of servers or removes the advertisements ¢

128

a set of services listed in a configuration file. Only the administrator of the Bulletin
Board (as indicated by the D parameter in the configuration file) osot can invoke
thet mshut down commandt mshut down can be invoked only on the machine
identified agvASTER in theRESOURCES section of the configuration file, or the backup
acting as th&ASTER, that is, with theédBBL already running (via theast er command

in t madmi n(1)). An exception to this is theP option which is used on partitioned
processors (see below).

With no optionst nshut down stops all administrativaMs, and gateway servers, and
servers listed in thBERVERS section of the configuration file named by the

TUXCONFI G environment variable and removes their associated IPC resources. For
each group, all servers in tBERVERS section, if any, are shut down followed by any
associated gateway servers (for foreign groups)rasaervers. Administrative
servers are shut down last.

Application servers witholBEQUENCE parameters are shut down first in reverse order
of the server entries in the configuration file, followed by servers SEHQUENCE
parameters that are shut down from high to low sequence number. If two or more
servers in th&SERVERS Section of the configuration file have the saBEQUENCE
parameter, thenmshut down may shut down these servers in parallel. Each entry in
theSERVERS Section may have an optionalN andvAX parametett nshut down shuts
down all occurrences of a server (upx occurrences) for each server entry, unless
the-i option is specified; using thé option causes individual occurrences to be shut
down.

If it is not possible to shut down a server, or remove a service advertisement, a
diagnostic is written on the central event log (seer | og(3c)). The following is a
description of all options:

-l Imd

For each group whose associatedD parameter ismid, all servers in th8ERVERS
section associated with the group are shut down, followed bynhgnd gateway
servers associated with the group.
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-g grpnane

All serversin the SERVERS section associated with the specified group (that is, whose
SRVGRP parameter isgrpname) are shut down, followed by all TMS and gateway servers
for the group. TMS servers are shut down based on the TVSNAMVE and TMSCOUNT
parameters for the group entry. For aforeign group, the gateway servers for the
associated entry in the HOST section are shut down based on GATENAME and
GATECOUNT. Shutting down a gateway implies its administrative serviceand al
advertised foreign services are unadvertised, in addition to stopping the process.

-i srvid
All serversin the SERVERS section whose SRVI D parameter is srvid are shut
down. Do not enter a SRVI D greater than 30,000; this indicates system
processes (that is, TMSs or gateway servers) that should only be shut down via
the-1 or-g options.

-S aout
All serversin the SERVERS section with name aout are shut down. Thisoption
can aso be used to shut down TVS and gateway servers.

-0 sequence
All serversin the SERVERS section with SEQUENCE parameter sequence are

shut down.

-S
All serversin the SERVERS section are shut down.

-A
All administrative servers are shut down.

-M
This option shuts down administrative servers on the master machine. The
BBL is shut down on the MASTER machine, and the BRI DGE is shut down if the
LAN option and a NETWORK entry are specified in the configuration file. If the
MODEL is MP, the DBBL administrative server is shut down.

-BImd
The BBL on the processor with logical name Imid is shut down.

-T grpnane
All Tvs serversfor the server group whose SRVGRP parameter is grpname are
shut down (based on the TMSNAME and TMSCOUNT parameters associated with
the server group entry).

-wdel ay

Tellst mshut down to suspend all selected servers immediately and waits for
shutdown confirmation for only del ay seconds before forcing the server to
shut down by sending a SI GTERMand then a SI &I LL signal to the server.
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Note: servers to which the - woption may be applied should not catch the
UNIX signal SI GTERM

-k {TERV KI LL}

-HImd

-PImd

t mshut down suspends all selected serversimmediately and forces them to
shut down in an orderly fashion (TERM) or preemptively (KiI LL). Note: This
option mapsto the UNIX signals SI GTERMand SI GKI LL on platformswhich
support them. By default, a S| GTERMinitiates orderly shutdown in a BEA
Tuxedo server. Application resetting of SI GTERMcould cause to be unable to
shut down the server.

Assumes ayes answer to a prompt that asksif all administrative and server
processes should be shut down. (The prompt appears only when the command
is entered with none of the limiting options.)

Suppresses the printing of the execution sequence on the standard output. It
implies-y.

The execution sequence is printed, but not performed.

For migration operations only, shuts down a server on the original processor
without deleting its Bulletin Board entry in preparation for migration to
another processor. The - Roption must be used with either the- | or - g option
(for example, t mshut down -1 Imid - R). The M GRATE option must be
specified in the RESOURCES section of the configuration file.

Shuts down BBLS even if clients are still attached.

On auniprocessor, all administrative and applications servers on the node
associated with the specified Imid are shut down. On a multiprocessor (for
example, 3B4000), all PEs are shut down, even if only one PE is specified.

Withthisoption, t nshut down attachesto the Bulletin Board on the specified
Imid, ensuresthat this/ m d is partitioned from therest of the application (that
is, does not have access to the DBBL ), and shuts down all administrative and
application servers. It must be run on the processor associated with the / mi d
in the MACHI NES section of the configuration file.
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Diagnostics

Examples

Notices

See Also

The-1,-g,-s, and - T options cause TMs serversto be shut down; the-1,-g,and-s
options cause gateway serversto be shut down; the-1,-g,-i,-s,-0,and - S options
apply to application servers; the - A, - M and - B options apply only to administrative
processes. Whenthe-1,-g,-i,-0,and-s options are used in combination, only
serversthat satisfy all qualifications specified will be shut down.

If the distributed transaction processing featureis being used such that global
transactions are in progress when servers are shut down, transactions that have not yet
reached the point where commit is logged after precommit will be aborted;
transactions that have reached the commit point will be completed when the servers
(for example, TMS) are booted again.

t mshut down must run on the master node, which in an interoperating application must
be the highest release available.

If t mshut down failsto shut down aserver or afatal error occurs, it will exit with exit
code 1 and the user log should be examined for further details; otherwise it will exit
with exit code 0.

If t mehut down isrun on an active node that is not the acting master node, afatal error
message isdisplayed: t mshut down cannot run on a non acting-master node
in an active application.

If shutting down a process would partition active processes from the DBBL, afatal error
message isdisplayed: cannot shut down, causes partitioning.

If a server has died, the following somewhat ambiguous message is produced:
CVMDTUX_CAT: 947 Cannot shutdown server GRPID

To shut down the entire system and remove all BEA Tuxedo | PC resources (forceiit if
confirmation not received in 30 seconds): t mshut down -w 30. To shut down only
those servers located on the machine with / mi d of CS1. Sincethe-1 option restricts
the action to servers listed in the SERVERS section, the BBL on CS1 is not shut down:

t mshut down -| CS1

Thet nshut down command ignoresthe hangup signal (SI GHUP). If asignal isdetected
during shutdown, the process continues.

t madmi n(1), t nboot (1), ubbconfi g(5), BEA WebLogic Enterprise Administration
Guide.
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tmunloadcf(1)
Name t nunl oadcf —unload binaryTUXCONFI G configuration file
Synopsis  t nunl oadcf
Description  t nunl oadcf translates th&@UXCONFI G configuration file from the binary

OPENI NFO=" Or acl

132

Portability

Examples

Diagnostics

See Also

representation into ASCII. This translation is useful for transporting the file in a
compact way between machines with different byte orderings and backing up a cop
of the file in a compact form for reliability. The ASCII format is the same as is
described irubbconfi g(5).

t munl oadcf reads values from theUXCONFI Gfile pointed to by th&UXCONFI G and
TUXOFFSET environment variables and writes them to its standard output.

Note that some values are rounded during configuration and may not match values s
during tmloadcf or via the TMIB interface. These include but are not limitsXarT
andMAXRTDATA.

When aTUXCONFI G contains a password that was encrypted usihgadcf ,
t munl oadcf stores that password in encrypted form inWBBCONFI G file using the
double at sign@@) as delimiters. For example:

e_XA: O acl e_XA+Acc=P/ Scott/ @N0986F7733D4 @@ SesTnm=30+LogDi t =/ t np"

For BEA Tuxedo applicationsjunl oadcf is supported only on non-workstation
sites running BEA Tuxedo system Release 6.0 or later.

To unload the configuration inusr/ TUXEDQ t uxconf i g into the file
t confi g. backup run:

t munl oadcf > tconfig. backup

t munl oadcf checks that the file pointed to by thexCONFI G environment variable
exists, is a valid BEA Tuxedo system file system, and conTaiRSONFI Gtables. If
any of these conditions is not metunl oadcf prints an error message and exits with
error code 1. Upon successful completiomynl oadcf exits with exit code 0.

t m oadcf (1), ubbconf i g(5), BEA WebLogic Enterprise Administration Guide.
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tpacladd(1)

Name

Description

Portability

Diagnostics

See Also

t pacl add—add a new Access Control List on the system

TUXCONFI Gt uxconfig tpacladd [-g gid[,gid...]] [-t type] nanme

Invokingt pacl add adds a new Access Control List entry to the BEA Tuxedo security
data files. This information is used for BEA Tuxedo access control to services, events,
and application queues. A BEA Tuxedo configuration \@#HTUR TY set to

USER_AUTH, ACL, or MANDATORY_ACL must be created before running this command
successfully.

The following options are available:

-g gid,...
A list of one or more existing group's integer identifiers or character-string
names. This option indicates what groups have access to the named object. If
not specified, an entry is added with no groups.

-t type
The type of the object. It can be one=df), DEQ, SERVI CE, or POSTEVENT.
The default iSERVI CE.

nane
A unique string of printable characters that specifies the name of a service,
event, or application queue for which access is to be granted. It may not
contain a colon:(), pound sign#), or a newline\(n).

Before running this command, the application must be configured using either the
graphical user interface om oadcf (1).t pacl add must be run on the configuration
MASTER if the application is not active; if active, this command can run on any active
node.

This command is available only on non-workstation sites running BEA Tuxedo
Release 6.0 or later.

Thet pacl add command exits with a return codetofipon successful completion.

t pacl del (1),t pacl nod(1),t pgr padd(1),t pgr pdel (1),t pgr pnod(1), AUTHSVR(5),
BEA WebLogic Enterprise Administration Guide.
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tpaclcvt(1)

Name t pacl cvt —convert BEA Tuxedo security data files
Synopsis  TUXCONFI G=t uxconfi g tpaclcvt [-u userfile] [-g groupfile]

Description  t pacl cvt checks and converts the existing user file used by the BEA Tuxedo systerr
5 AUTHSVRinto the format used for BEA Tuxedo system 6. It will also generate a group
file based onl et ¢/ gr oup or a similar file. The following options are available:

-u userfile
The name of the BEA Tuxedo user file. If not specified, the user file is not
converted.

-g groupfile
The name of the group file, normally /etc/group. If not specified, the group
file is not converted.

Before running this command, the application must be configured using either the
graphical user interface on oadcf (1).t pacl cvt must be run on the configuration
MASTER when the application is not active.

Portability = This command is available only on non-workstation sites running BEA Tuxedo
Release 6.0 or later.

See Also  t pgr padd(1),t pusradd(1), AUTHSVR(5), BEA WebL ogic Enterprise Administration
Guide.
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Name tpacl del —delete an Access Control List
Synopsis  TUXCONFI G=t uxconfi g tpacl del [-t typel nanme

Description  Invokingt pacl del deletes an existing Access Control List entry from the BEA
Tuxedo security data files. A BEA Tuxedo configuration vBHTCURI TY set to
USER_AUTH, ACL, or MANDATORY_ACL must be created before running this command
successfully.

The following options are available:

-t type
The type of the object. It can be one=tif), DEQ, SERVI CE, or POSTEVENT. If
not specified, the default type3$&RvI CE.

nane
Identifies the existing ACL entry to be deleted.

Before running this command, the application must be configured using either the
graphical user interface om oadcf (1).t pacl del must be run on the configuration
MASTER if the application is not active; if active, this command can run on any active
node.

Portability = This command is available only on non-workstation sites running BEA Tuxedo
Release 6.0 or later.

Diagnostics  Thet pacl del command exits with a return codetofipon successful completion.

See Also  tpacl add(1), t pacl nod(1), AUTHSVR(5), BEA WebL ogic Enterprise Administration
Guide.
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Name
Synopsis

Description

Portability

Diagnostics

See Also

t pacl mod—modify an Access Control List on the system
TUXCONFI G=t uxconfig tpaclmod [-g gid[,gid...]] [-t type] nane

Invokingt pacl nod modifies an Access Control List entry in the BEA Tuxedo security
data files, replacing the group identifier list. This information is used for BEA Tuxedo
access control to services, events, and application queues. A BEA Tuxedo
configuration withSECURI TY set toUSER_AUTH, ACL, or MANDATORY_ACL must be
created before running this command successfully.

The following options are available:

-g gid,...
A list of one or more existing group's integer identifiers or character-string

names. This option indicates what groups have access to the named object.
not specified, the entry is modified to have no groups.

-t type
The type of the object. It can be oneEdf), DEQ, SERVI CE, or POSTEVENT.
The default isSERVI CE.

nane
An existing ACL name.

Before running this command, the application must be configured using either the
graphical user interface on oadcf (1).t pacl nod must be run on the configuration
MASTER if the application is not active; if active, this command can run on any active
node.

This command is available only on non-workstation sites running BEA Tuxedo
Release 6.0 or later.

Thet pacl nod command exits with a return codetfipon successful completion.

t pacl add(1), t pacl del (1), AUTHSVR(5), BEA WebL ogic Enter prise Administration
Guide.
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Name
Synopsis

Description

Notices

Portability

Compatibility

Examples

t paddusr —create a BEA Tuxedo password file
tpaddusr usrnane file [cltnanme [uid]]

This command allows an application administrator to create a UNIX system style
password file suitable for use with the BEA Tuxe@dTHSVR(5) servert paddusr

adds the usersrnane to the password filéi I e (the file cannot béet ¢/ passwd) .

The administrator is prompted for an initial password to be associated with the user.
fi I e will be created if necessary with permissions 0@&00.nane, if specified,

indicates a further qualifier on the password enisgname and/orclthame may be
specified as the character "' which is considered a wildcaxUbySVR(5). ui d, if
specified, indicates the numeric user identifier to be returned with a successful
authentication of the uset! t nane andui d default to *' and -1 respectively if not
specified.

Thec! t nane valuest psysadmandt psysop are treated specially BWUTHSVR(5)
when processing authentication requests. Théseane values will not be matched
against wildcara ! t name specifications in the password file.

Additionally, regardless of the order of addition to the password file, wildcard entries
are considered after explicitly specified values. An authentication request is
authenticated against only the first matching password file entry.

This command is available only on UNIX system sites running BEA Tuxedo Release
5.0 or later.

This command is used to configure userssiECURI TY USER_AUTH. For compatibility
with SECURI TY ACL or MANDATORY_ACL (including the ability to migrate to these
security levels), the following restrictions should be applied.

1. Usernames should be unique and not use the wildcard.

2. User identifiers should be greater than 0, less than 128K, and unique.
3. The filename should WAPPDI R/ t pusr .

These restrictions are enforced by tipesr add(1) command.

The following sequence of command invocations shows the construction of a simple
password file.

$ # 1. Add usrnane foo with wildcard cltnane and no uid
$ t paddusr foo /hone/tuxapp/pwfile
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# 2. Add usrnanme foo with cltname bar and uid 100

t paddusr foo /hone/tuxapp/ pwfile bar 100

# 3. Add usrnane foo with tpsysadm cltname and no uid

t paddusr foo /hone/tuxapp/ pwfil e tpsysadm

# 4. Add wildcard usrname with tpsysop cltname and no uid
t paddusr '*’ /[ hone/ tuxapp/ pwfil e t psysop

# 5. Add w |l dcard usrnane with wldcard cltnane and no uid
t paddusr '*’ /[ home/ tuxapp/ pwfile **’

DA PHHPHHH B

The following table shows the password file entry (indicated by numbers shown
above) used to authenticate various requests for access to the application. N/A
indicates that the request is disallowed because no password file entry existsto be
matched against.

Usrnanme Cltname Password Entry

“foo” "bar" 2

"foo" "™ 1

"foo" "tpsysadm" 3
"foo" "tpsysop" 4
"guest" "tpsysop" 4
"guest" "bar" 5
"guest" "tpsysadm" N/A

Lastly, following is an example SERVERSection entry for an instance of AUTHSVRhat
works with the password file generated above.

AUTHSVR SRVGRP=G SRVID=1 RESTART=Y GRACE=0 MAXGEN=2 CLOPT="-A---f
/home/tuxapp/pwfile”

See Also  tpdelusr (1), tpmodusr (1), tpusradd (1), tpusrdel (1), tpusrmod (1), AUTHSVKS)
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Name
Synopsis

Description

Notices

Portability

Compatibility

See Also

t pdel usr —Delete a user from a BEA Tuxedo password file
tpdel usr usrnane file [ cltnang]

This command allows an application administrator to maintain a UNIX system style
password file suitable for use with the BEA Tux@di@HSVR(5) serverdepl et es is
used to delete the password file entry for the indicatedane/cat t | enen

combination (th& i/ e cannot bé et c. / passed). cat t | enen defaults to ' if not
specified. Wildcards specified fosrname and/orc/ t name match only the
corresponding wildcard entry in the password file, they are not expanded to all
matching entries.

Theclthamevalues psysadmandt psysop are treated specially ByWTHSVR(5) when
processing authentication requests. Thaismme values will not be matched against
wildcard ¢/ t nanme specifications in the password file.

Additionally, regardless of the order of addition to the password file, wildcard entries
are considered after explicitly specified values. An authentication request is
authenticated against only the first matching password file entry.

This command is available only on UNIX system sites running BEA Tuxedo Release
5.0 or later.

This command is used to configure userssiECURI TY USER_AUTH. For compatibility
with SECURI TY ACL or MANDATORY_ACL (including the ability to migrate to these
security levels), the following restrictions should be applied.

1. Usernames should be unique and not use the wildcard.

2. User identifiers should be greater than 0, less than 128K, and unique.
3. The filename should WAPPDI R/ t pusr .

These restrictions are enforced by tipasr del (1) command.

t paddusr (1),t produsr (1), t pusr add(1),t pusr del (1),t pusr nod(1), AUTHSVR(5),
BEA WebLogic Enterprise Administration Guide.
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name
Synopsis

Description

Portability

Diagnostics

See Also

t pgr padd—add a new group on the system
TUXCONFI G=t uxconfi g tpgrpadd [-g gid] grpnanme

Thet pgr padd command creates a new group definition on the system by adding the
appropriate entry to the BEA Tuxedo security data files. This information is used for
BEA Tuxedo system authentication with tierHSVR(5) server and for access control.

A BEA Tuxedo configuration witlSECURI TY set toUSER_AUTH, ACL, or

MANDATORY_ACL must be created before running this command successfully.

The following options are available:

-g gid
The group identifier for the new group. This group identifier must be a
non-negative decimal integer below 16id defaults to the next available
(unique) identifier greater than 0. Group identifier O is reserved for the
“other” group.

grpnane
A string of printable characters that specifies the name of the new group. It
may not include a pound sign (#), comma (,), colon (:) or a newline (n).

Before running this command, the application must be configured using either the
graphical user interface on oadcf (1).t pgr padd must be run on the configuration
MASTER if the application is not active; if active, this command can run on any active
node.

This command is available only on non-workstation sites running BEA Tuxedo systernr
Release 6.0 or later.

Thet pgr padd command exits with a return codetfipon successful completion.

t pgr pdel (1),t pgr pmod(1), t pusr add(1), tpusrdel(1)t pusr nod(1), AUTHSVR(5),
BEA WebLogic Enterprise Administration Guide.
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Name
Synopsis

Description

Portability

Diagnostics

See Also

t pgr pdel —delete a group from the system
TUXCONFI G=t uxconfi g tpgrpdel grpname

Thet pgr pdel command removes a group definition from the system by deleting the
entry for the relevant group from the BEA Tuxedo security data files. It does not,
however, remove the group ID from the user file. A BEA Tuxedo configuration with
SECURITY setto USER_AUTH, ACL, or MANDATORY_ACL must be created
before running this command successfully.

The following options are available:

gr pnane
The name of an existing group to be deleted.

Before running this command, the application must be configured using either the
graphical user interface om oadcf (1).t pgr pdel must be run on the configuration
MASTER if the application is not active; if active, this command can run on any active
node.

This command is available only on non-workstation sites running BEA Tuxedo system
Release 6.0 or later.

Thet pgr pdel command exits with a return codetfipon successful completion.

t pgr padd(1),t pgr pnod(1),t pusr add(1),t pusr del (1),t pusr nod(1), AUTHSVR(5),
BEA WebLogic Enterprise Administration Guide.

BEA Tuxedo Reference Manual 141



tpgrpmod(1)

tpgrpmod(1)

142

Name
Synopsis

Description

Portability

Diagnostics

See Also

t pgr prod—modify a group on the system
TUXCONFI G=t uxconfi g tpgrprnod [-g gid] [-n name] grpnane

Thet pgr pnod modifies the definition of the specified group by modifying the
appropriate entry to the BEA Tuxedo security data files. A BEA Tuxedo configuration
with SECURITY set to USER_AUTH, ACL, or MANDATORY_ACL must be
created before running this command successfully.

The following options are available:

-g gid
The new group identifier for the group. This group identifier must be a
non-negative decimal integer below 16K. Group identifier O is reserved for
the “other” group.

-n nane
A string of printable characters that specifies the new name of the group. It
may not include a comma (,), colon (:) or a newline (n).

grpnane
The current name of the group to be modified.

Before running this command, the application must be configured using either the
graphical user interface om oadcf (1).t pgr pmod must be run on the configuration
MASTER if the application is not active; if active, this command can run on any active
node.

This command is available only on non-workstation sites running BEA Tuxedo systernr
Release 6.0 or later.

Thet pgr pnrod command exits with a return codetfipon successful completion.

t pgr padd(1),t pgr pdel (1),t pusradd(1),t pusrdel (1),t pusr mod(1), AUTHSVR(5),
BEA WebLogic Enterprise Administration Guide.
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Name
Synopsis

Description

Notices

Portability

Compatibility

See Also

t produsr —maintain a BEA Tuxedo system password file
tprodusr usrnane file [ cltnang]

This command allows an application administrator to maintain a UNIX system style
password file suitable for use with the BEA Tuxedo systemiSVR(5) server. ABEA
Tuxedo configuration with SECURITY set to USER_AUTH, ACL, or
MANDATORY_ACL must be created before running this command successfully.

t produsr is used to modify the password for the indicated user in the password file
fil e (the file cannot be /etc/passwd). The administrator is prompted for a new
password to be associated with the usernane defaults to *' if not specified.
Wildcards specified fousr name and/orc! t name match only the corresponding
wildcard entry in the password file, they are not expanded to all matching entries.

Thec! t nane valuest psysadmandt psysop are treated specially BWUTHSVR(5)
when processing authentication requests. Théseane values will not be matched
against wildcara ! t nane specifications in the password file.

Additionally, regardless of the order of addition to the password file, wildcard entries
are considered after explicitly specified values. An authentication request is
authenticated against only the first matching password file entry.

This command is available only on UNIX system sites running BEA Tuxedo system
Release 5.0 or later.

This command is used to configure userssiEEUR TY USER_AUTH. For compatibility
with SECURI TY ACL or MANDATORY_ACL (including the ability to migrate to these
security levels), the following restrictions should be applied.

1. Usernames should be unique and not use the wildcard.

2. User identifiers should be greater than 0, less than 128K, and unique.
3. The filename should WAPPDI R/ t pusr .

These restrictions are enforced by tipesr nod(1) command.

t paddusr (1) ,t pdel usr(1),t pusr add(1),t pusrdel (1),t pusr nod(1),AUTHSVR(5),
BEA WebLogic Enterprise Administration Guide.
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Name

Synopsis

Description

t pusr add—add a new principal on the system

TUXCONFI G=t uxconfig tpusradd [-u uid] [-g gid] [-c client_nane]
usrnane

Invokingt pusr add adds a new principal (user or domain) entry to the BEA Tuxedo
security data files. This information is used for per-user authentication with the
AUTHSVR(5) server. A BEA Tuxedo system configuration WB#CURI TY set to
USER_AUTH, ACL, or MANDATORY_ACL must be created before running this command
successfully.

The system file entries created with this command have a limit of 512 characters pe
line. Specifying long arguments to several options may exceed this limit.

The following options are available:

-u uid
The user identification numbarnd must be a positive decimal integer below
128K.uid must be unique within the list of existing identifiers for the
application.uid defaults to the next available (unique) identifier greater than
0.

-g gid
An existing group's integer identifier or character-string name. This option
defines the new user's group membership It defaults to the “other” group
(identifier 0).

-c client_nane
A string of printable characters that specifies the client name associated with
the user. If specified, it generally describes the role of the associated user, an
provides a further qualifier on the user entry. It may not contain a cdlon (
or a newline f). If not specified, the default is the wildcard "*' which will
authenticate successfully for any client name specified.

usr nane
A string of printable characters that specifies the new login name of the user
It may not contain a colon), pound sign#), or a newliner{). The username
must be unique within the list of existing users for the application.

The administrator is prompted for an initial password to be associated with the user.
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Portability

Diagnostics

Examples

See Also

Before running this command, the application must be configured using either the
graphical user interface or t ml oadcf (1). t pusr add must be run on the configuration
MASTER if the application is not active; if active, this command can run on any active
node.

See AUTHSVR(5) for further information about per-user authentication and configuring
administrator permissions.

Thiscommand isavailable only on non-workstation sites running BEA Tuxedo system
Release 6.0 or later.

Thet pusr add command exits with areturn code of 0 upon successful completion.

The following sequence of command invocations shows the construction of asimple
user file.

$ # 1. Add usrnane foo with w ldcard cltnane and no uid
$ tpusradd -c '*’ foo

$ # 2. Add usrnane foo with cltname bar and uid 100

$ tpusradd -u 100 -c bar foo

$ # 3. Add usrnane foo with tpsysadm cltnane and no uid
$ tpusradd -c tpsysadm f oo

Thefollowing table showsthe user entry (indicated by numbers shown above) used to
authenticate various requests for access to the application and the associated Uid/Gid.
N/A indicates that the request is disallowed because no user file entry existsto be
matched against.

Usrnane Cltnane Password Entry Uid Gd
"foo0" "bar" 2 100 0
"foo0" " 1 1 0
"foo" "t psysadnt 3 0 8192
"guest" "t psysadnt N A N A N A

Lastly, following is an example SERVERS section entry for an instance of AUTHSVR
that works with the user file generated above.

AUTHSVR SRVGRP=G SRVID=1 RESTART=Y GRACE=0 MAXGEN=2 CLOPT="-A"

tpgrpadd (1), tpgrpdel (1), tpgrpmod (1), tpusrdel (1), tpusrmod (1), AUTHSVES),
BEA WebLogic Enterprise Administration Guide.
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Name
Synopsis

Description

Portability

Diagnostics

See Also

t pusr del —delete a user from the system
TUXCONFI G=t uxconfi g t pusrdel usrnane

Thet pusr del command deletes a principal (user or domain name) definition from the
system. It removes the definition of the specified user. A BEA Tuxedo configuration
with SECURI TY set toUSER_AUTH, ACL, or MANDATCORY_ACL must be created before
running this command successfully.

usr nane specifies an existing username to be deleted.

Before running this command, the application must be configured using either the
graphical user interface on oadcf (1).t pusr add must be run on the configuration
MASTER if the application is not active; if active, this command can run on any active
node.

This command is available only on non-workstation sites running BEA Tuxedo systernr
Release 6.0 or later.

Thet pusrdel command exits with a return codetfipon successful completion.

t pgr padd(1), t pgr pdel (1), t pgr prod(1),t pusradd(1),t pusr nod(1).
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Name

Synopsis

Description

t pusr mod—modify user information on the system

TUXCONFI G=tuxconfig tpusrmod [-u uid ] [-g gid] [-c client_nane]
[-I new_ login] [-p] usrnane

Invoking t pusr mod modifies a principal (user or domain) entry to the BEA Tuxedo
security data files. This information is used for BEA Tuxedo system authentication
with the AUTHSVR(5) server. A BEA Tuxedo system configuration WBH#CURI TY set

to USER_AUTH, ACL, or MANDATORY_ACL must be created before running this command
successfully.

The system file entries created with this command have a limit of 512 characters per
line. Specifying long arguments to several options may exceed this limit.

The following options are available:

-u uid
The new user identification numbefd must be a positive decimal integer
below 128K.uid must be unique within the list of existing identifiers for the
application.

-g gid
An existing group's integer identifier or character-string name. It redefines
the user's group membership.

-c client_nanme
A string of printable characters that specifies the new client name for the user.
It may not contain a colon J or a newliner).

-1 new_ login
A string of printable characters that specifies the new login name of the user.
It may not contain a colon), pound sign#), or a newlinerf). The username
must be unique within the list of existing users for the application. This option
also implies the p option to re-set the password.

-p
t pusr mod will modify the password for the indicated user. The administrator
is prompted for a new password to be associated with the user.

usr nane
A string of printable characters that specifies the name of an existing user to
be modified.
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Before running this command, the application must be configured using either the
graphical user interface or t m oadcf (1). t pusr add must be run on the configuration
MASTERif the application is not active; if active, this command can run on any active
node.

See AUTHSVR(5) for further information about per-user authentication and configuring
administrator permissions.

Portability =~ Thiscommand isavailable only on non-workstation sitesrunning BEA Tuxedo system
Release 6.0 or later.

Diagnostics  Thet pusr mod command exits with a return code of 0 upon successful completion.

See Also  t pgr padd(1), t pgr pdel (1), t pgr prod(1), t pusr add(1), t pusr del (1), AUTHSVR(5),
BEA WebLogic Enterprise Administration Guide.
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Name

Synopsis

Description

Errors

See Also

t uxadm—BEA Tuxedo Web GUI CGI gateway

http://cgi-bin/tuxadnf TUXDI R=TUXEDO directory |
INIFILE=initialization_file][other_paraneters]

t uxadmis a common gateway interface (CGI) process used to initialize the Web GUI
from a browser. As shown in the synopsis above, this program is usable only as a
location, or URL from a Web browser; it would not normally be executed from a
standard command-line prompt. It uses@ERY_STRI NG environment variable to
parse its argument list, as is normal for CGI programs.

t uxadmparses its arguments and finds a Web GUI initialization file. Ifrtidl R
parameter is present, the initialization file is taken to be

$TUXDI R/ udat aobj / webgui / webgui . i ni by default. If tha NI FI LE option is

present, then the value of that parameter is taken to be the full path to the initialization
file. Other parameters may also be present. Any additional parameters can be used to
override values in the initialization file. See the st en reference page for a complete

list of initialization file parameters. (Note that tHeCRYPTBI TS parameter may not be
overridden by the uxadmprocess unless the override is consistent with the values
allowed in the actual initialization file.)

The normal action afuxadmis to generate, to its standard output, HTML commands
that build a Web page that launches the Web GUI applet. The general format of the
Web page is controlled by th&MPLATE parameter of the initialization file, which

contains arbitrary HTML commands, with the special stri@@PPLET% on a line by

itself in the place where the Web GUI applet should appear. By using other parameters
from the initialization file (such aSCDEBASE, W DTH, HEI GHT, and so on) a correct

APPLET tag is generated that contains all the parameters necessary to create an instance
of the Web GUI.

t uxadmgenerates HTML code that contains an error message if a failure occurs.
Because of the way CGI programs operate, there is no reason to return an error code
of any kind fromt uxadm

w i st en(1), t uxwsvr (1)
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Name
Synopsis

Description

Portability

Environment

150

Variables

TuxShel | —shell interface to BEA Tuxedo system utilities for Macintosh
TuxShel |

This Macintosh executable runs BEA Tuxedo system utilities. The user, using a worc
processor, creates a script of the utilities to be run, making sure to save the script in
text-only format. The user then runs this script usingrtiecommand under tha LE
menu. The user can also specify certain environment variables wiERMhRONVENT
command, located under tReLE menu. Under th&Tl LI TI ES menu can be found
wud(1) andwud32(1). The only other option under tRELE menu isQUI T, which quits

the TuxShell.

TuxShel | runs a user defined script. The script accepts the BEA Tuxedo system
commandsgencat (1), mkl angi nf o(1), mkf | dhdr (1), nkf | dhdr 32(1), bkenq(1),

vi ewc(1),vi ewc32(1),vi ewdi s(1) andvi ewdi s32(1). Environment variables can be
set and unset with thget andunset commandsSet andunset have the following
format:

Set Nane Val ue
Unset Name

Command-line options for any of the utilities may be specified in the script. However,
no utility can read fronst di n, so any attempt to do so will log an error.

If either thevi ewc (1) orvi ewc32(1) utility is to be run with the MPW compiler or the
Metrowerks compiler, then thol Ser ver program (available from Apple) must be
running, with theTuxbl Rand Commands environment variables set properly. If the
THINK C compiler is to be used then tWeEWC DNR. prj project must be located in
the{ TUXDI R} : | i b directory. If the Metrowerks compiler is being used, then:

e The MPW tools that are delivered with the Metrowerks compiler must be
installed.

e Themuscri pt script (found insTUXDI R/ bi n) is executed by the viewc and
viewc32 compilers.

TuxShel | was designed to run on Macintosh systems.

If thevi ewc(1) orvi ewc32(1) is to be run, then thecvariable must be set Tl NK_C
if the THI NK C compiler is to be used. If these utilities are to be used with the MPW
compiler, then theC variable must be set tppl ec. If vi ewc(1) orvi enc32(1) is to
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be run with the Metrowerks compiler, then the CC variable must be set to mwer ks and
the MAERKS_MPWvariable must be set to the directory containing the MPW tools that
come with the Metrowerks compiler.

Diagnostics  The{ TUXDI R} : bi n directory will contain st dout andst derr filesresulting from the
run of the script. Other messages may be logged in the ULOGfile.

Note that view files compiled for THINK C are not compatible with view files
compiled for the Metrowerks compiler.

See Also  gencat (1), mkf I dhdr (1), nkf | dhdr 32(1), mkl angi nf o(1), vi ewc(1), vi ewc32(1),
vi ewdi s(1), vi ewdi s32(1), bkenq(1), wud(1), wud32(1)
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Name

Synopsis

Description

t uxwsvr —Mini Web server for use with BEA Tuxedo Web GUI

tuxwsvr - nlsaddr [ -d device] [-L logfile]l [-F]

-i initialization file

t uxwsvr is a World Wide Web server process that can be used to support the BEA
Tuxedo Web GUI by customers who do not have a commercial Web server or a
public-domain Web server on the machine where the BEA Tuxedo Web GUI
processes are runninguxwsvr places itself in the background when invoked unless
otherwise specified, and continues running until the machine shuts down or the

t uxwsvr process is killed using an operating system command.

t uxwsvr contains all functionality necessary to support the BEA Tuxedo Web GUI,
but does not include many features present in commercial Web servers, such as
preforked processes, server-side HTML includest(m files), default directory
indexes, andt t ps connections. (Note, however, that the BEA Tuxedo Web GUI can
be run in secure mode without &t ps connection since it implements its own
encryption protocol.) For performance reasons, the generic Web server does not
perform reverse DNS lookups for received requests.

The following command-line options are used: bywsvr :

-1 nl saddr
Network address at which the process listens for connections. TCP/IP
addresses may be specified in the following forms:

"// host nane: port_nunber"
"//# #. # # port_number”

In the first formatt uxwsvr finds an address fdwosthame using the local

name resolution facilities (usually DNShostname must be the local

machine, and the local name resolution facilities must unambiguously resolve
hosthame to the address of the local machine. In the second example, the
“###4#" is in dotted decimal format. In dotted decimal format, gésthould

be a number from to 255. This dotted decimal number represents the IP
address of the local machine. In both of the above formpats,number is

the TCP port number at which thei st en process will listen for incoming
requestsport_number can either be a number betweeand65535 or a

name. Ifport_number is a name, then it must be found in the network services
database on your local machine. The address can also be specified in
hexadecimal format when preceded by the characters “0x”. Each character
after the initial “Ox” is a number betweerand9 or a letter betweef andF
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Initialization File
Format

(case insensitive). The hexadecimal format is useful for arbitrary binary
network addresses such as IPX/SPX or TCP/IP. The address can & so be
specified as an arbitrary string. For example, string addresses are used in
STARLAN networks.

-d devi ce
Full pathname of the network device. For Tuxedo Release 6.4 or higher, this
parameter is optional. For prior releases, it should be used if required by the
underlying network provider (for example, t cp).

-L/logfile
Prefix of the name of thefile used by t uxwsvr tolog Web requests and error
messages. The actual name of the logfile isformed by adding a
seven-character string (. mmddyy) indicating the month, day, and year to this
prefix. If this option is not specified, the Web server log file prefix iswWB in
the current directory. The first log message written on each successive day
that the t uxwsvr process runsiswritten to anew file.

Specifiesthat t uxwsvr should runin the foreground rather than placing itself
in the background. This option is mainly useful for testing and debugging.
(Thet uxwsvr processautomatically runsin the background unlessotherwise
specified; the trailing ampersand (&) on the command lineis not required.)

-i initialization file
Aninitialization file must be specified on every t uxwsvr command line. The
command-line option that lets you do sois-i . The following section
describes the format of an initidization file.

An initialization file contains mappings to directories needed by the Web server and,
possibly, some comment lines. (The latter are marked by # signs at the beginning of
the line.) Each non-comment line consists of three fields separated by white space.

Table 0-10 Initialization File Format

Fiedd Contents

1 Either "HTML" or "CGl," indicating the type of files (HTML files or executable
CGI programs) residing in the directory described in thisline.

2 A path prefix. (If aparticular request matches more than one prefix, the first
matching prefix mapping in the fileis chosen.)
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A Note about
Changing the
Initialization File

Example of a
UNIX system
Initialization File

Table 0-10 Initialization File For mat

Field Contents

3 The directory or file to which the path prefix (in Field 2) is mapped.

Thelast non-comment linein theinitialization file must have a prefix of '/'. If any line
prior to the last non-comment line in the initialization file has a prefix of '/', awarning
message is generated.

Theinitidization fileis read once at startup time. Thus, if you make any changesto
thisfile, you must stop and restart t uxwsvr before your changes will take effect.

Thefollowing is an example of an initialization file for a UNIX system.

Cd /cgi-bin [/home/ TUXEDQ udat aobj / webgui / cgi - bi n
Cd /webgui / honme/ TUXEDQ udat aobj / webgui / cgi - bi n

HTML. /java / honme/ TUXEDQ udat aobj / webgui / j ava
HTML / doc / home/ TUXEDQ doc
HTM. / / hone/ TUXEDQO udat aobj / webgui

Suppose the Web server is running on port 8080 on the following machine:
t uxmach. acrme. com
Enter arequest to either of the following URLSs:

htt p://tuxmach. acme. com 8080/ cgi - bi n/ t uxadn?TUXDI R=/ horre/ TUXEDO
http://tuxmach. acme. com 8080/ webgui / t uxadn?TUXDI R=/ home/ TUXEDO

Y our request will have two effects:

(a) It will invoke the program
/ hone/ TUXEDQ udat aobj / webgui / t uxadm

(b) It will set the environnent variable QUERY_STRI NG
to TUXDI R=/ home/ TUXEDO i n the program
as stated in the Wrld Wde Wb CA specification.

Notethat it is not agood idea to specify $TUXDI R/ bi n as avaluefor an initialization
file CGlI directory since doing so makes it possible for Web users to invoke any BEA
Tuxedo executable. (Such users would not, however, be able to see the output from
executables other than t uxadmsince these other executables are not written as CGlI
programs.)

154 BEA Tuxedo Reference Manual



tuxwsvr(1)

Example of a
Windows NT
Initialization File

Termination

Recommended
Use

Also, note that in the example above thefirst HTML line is redundant since the second
HTML linewould map subdirectories of / j ava to the same filepath. Nevertheless, we
have included this line since some users might wish to place their Java classfilesin a
location other than the one in which they have stored their HTML documents.

The following is an example of an initidization file for aWindows NT system.

HTM. / TUXEDO webgui D \ TUXEDO\ ht m docs

Cd /cgi-bin C\cgi-bin
HTM. /] ava D: \ TUXEDO\ udat aobj \ webgui \ j ava
HTM. / D: \ TUXEDO\ udat aobj \ webgui

Suppose the Web server isrunning on port 80 on machinent svr 1. Enter thefollowing
URL:

http:// ntsvr1l/ TUXEDO webgui / pagel. ht m

The following file will be retrieved:

D: \ TUXEDO ht n docs\ pagel. ht m

Presumably thisfile is a customer-created page that will invoke the Web GUI.

Thereisonly one way to achieve a normal termination of at uxwsvr process: by
sending it a SI GTERMsignal.

Inthe current release of BEA Tuxedo System/T, thet uxwsvr processis provided asa
Web server for the BEA Tuxedo administrative GUI for those customers who do not
haveacommercial Web server. On UNIX systems, we recommend adding a command
line of the following format to UNIX initialization scripts so that the Web server will
be started automatically:

TUXDI R=t uxdi r _pat hname $TUXDI R/ bi n/t uxwsvr \
-l nlsaddr -i initialization file

t uxdi r_pat hnane represents the full pathname of the location of the System/T
softwarefor that application. n/ saddr isthe network-dependent address to be used by
thist uxwsvr process.

One dternative method for starting the t uxwsvr processisto start it manually using
the command line recommended above. A second dternative isto use cr on jobsto
start the t uxwsvr process periodically (daily, or perhaps even more often). Duplicate
t uxwsvr command invocations using the same network address will terminate
automatically and gracefully log an appropriate message.
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Network
Addresses

See Also

The only restriction on the network address specified for the t uxwsvr process by the
application administrator is that it be a unique address on the specified network. For a
STARLAN network, arecommended address of unane. t uxwsvr will usualy yield a
unique name. For TCP/IP, the address is formed from a unique port selected by the
application administrator paired with the node identifier for thelocal machine, that is,
0x0002ppppnnnnnnnn. Unique port values for a particular machine (pppp) need to be
negotiated among users of that network/machine combination; higher port numbers
tend to be better since lower numbers are frequently used for system related services.
The appropriate value for the node field (nnnnnnnn) can be found in the /etc/hosts file
by using the following steps:

Step 1: Enter unane -n
Ret ur ns node_nane

Step 2: Enter grep node_name /etc/ hosts
Returns 182.11.108. 107 node_nane

Y ou must convert the dot notation into eight hexadecimal digits.

Suppose the local machine on which thet uxwsvr isbeing runisusing TCP/IP
addressing. The machine is named backus. conpany. comand its addressis

155. 2. 193. 18. Further suppose that the port number at which thet uxwsvr should
accept requestsis2334. Assumethat port number 2334 has been added to the network
services database under the name bankapp- t uxwsvr . The address specified by the- |
option could be represented in any of several ways:

/1155. 2. 193. 18: bankapp-t uxwsvr
//155. 2. 193. 18: 2334

/ I backus. conmpany. com bankapp-t uxwsvr
/ I backus. conmpany. com 2334
0x0002091E9B02C112

Thelast line shows how to represent the address in hexadecimal format: 0002 isthe
first part of a TCP/IP address, 091E is a hexadecimal tranglation of the port number
2334, and 9B02C112 isthe hexadecimal translation of the IPaddress, 155. 2. 193. 18.
(Inthe latter trandation, 155 becomes 9B, 2 becomes 02, and so on.)

For aSTARLAN network, a recommended address of uname.t uxwsvr will usually
yield a unique name.

t uxadm(1), wt i sten(l)
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Name
Synopsis

Description

Notices

Examples

t xr pt —BEA Tuxedo system server/service report program
txrpt [-t] [-n nanmes] [-d nmmi’dd] [-s tinme] [-e ting]

t xr pt analyzes the standard error output of a BEA Tuxedo system server to provide a
summary of service processing time within the server. The report shows the number of
times dispatched and average elapsed time in seconds of each service in the period
coveredt xr pt takes its input from the standard input or from a standard error file
redirected as input. Standard error files are created by servers invoked with the
option from theser vopt s(5) selection; the file can be named by specifying it with the

- e servopt s option. Multiple files can be concatenated into a single input stream for
txr pt . Options ta xr pt have the following meaning:

-t
Orders the output report by total time usage of the services, with those
consuming the most total time printed first. If not specified, the report is
ordered by total number of invocations of a service.

-n nanes
Restricts the report to those services specifieddnyes. names is a
comma-separated list of service names.

-d nm dd
Limits the report to service requests on the manth,and daydd, specified.
The default is the current day.

-stinme
Restricts the report to invocations starting after the time given hyi e
argument. The format farme is hr[:min[:sec]].

-etinme
Restricts the report to invocations that finished before the spetiifiedThe
format fortime is the same as the flag.

The report produced kiyr pt covers only a single day. If the input file contains
records from more than one day, thieoption controls the day reported on.

Make sure that theLOGDEBUG variable is not set tp when a server is collecting
statistics for analysis viaxr pt . Debugging messages in the file will be misinterpreted
byt xrpt .

For the following command line:
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txrpt -nSVC1 -d10/ 15 -s11:01 -el14:18 new

Thereport produced looks like this:

START AFTER: Thu COct 15 11:01: 00 1992
END BEFORE: Thu Cct 15 14:18:00 1992
SERVI CE SUMVARY REPORT
SVCNAME  11a-12n 13p- 14p 14p- 15p TOTALS
Num Avg Num Avg Nunm Avg Nuni Avg
SVC1 2/0.25 3/0.25 1/0. 96 6/ 0. 37
TOTALS 2/0.25 3/0.25 1/ 0. 96 6/ 0. 37

The above example shows that SVC1 was requested atotal of six timeswithin the
specified period and that it took an average of 0.37 seconds to process the request.

See Also  servopts(5)
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Name

Synopsis

Description

Options

ud, w—BEA Tuxedo driver program

ud [-p] [-ddelay] [-eerror_limt] [-r] [-ssleeptine] [-ttineout]
[-n] [-u{n ]| u] j}] [-Wisrname] [-Ccltnane] [-Sbuffersize]
ud32 [options]

wud [ options]

wud32 [options]

ud reads an input packet from its standard input uséng r ead(3fml). The packet

must contain a field identified as the name of a service. The input packet is transferred
to an FML fielded buffergBFR) and sent to the service. If the service that receives the
FBFR is one that adds records to a databasg@rovides a method for entering bulk
fielded data into a database known to the BEA Tuxedo system.

By using flags (SeENPUT FORMAT) to begin the lines of the input packet, you can use
ud to test BEA Tuxedo services.

By default, after sending tt®BFR to the serviceyd expects a returRBFR. The sent
and replyFBFRs are printed tad's standard output; error messages are printed to
standard error.

ud32 uses FML32 buffers of typeBFR32.

wud andwud32 are versions aid andud32 built using the workstation libraries. On
sites supporting just workstation, only tled andwud32 commands will be present.

ud supports the following options:

P Suppresses printing of the sent and returned fielded buffers.

-d
Expects a delayed reply for every request.ay specifies the maximum
delay time in seconds before time out. If a timeout occurs, an error message
is printed orst derr . If ud receives reply messages for previous requests
within the delay time, they will be indicated as delayed RTN packets. Hence,
it is possible to receive more than one reply packet within a delay time
interval. The-d option is not available fotud on DOS operating systems.

-eerror_limt
ud stops processing requests when errors exceed the limit specified in
error_Iimt.Ifnolimitis specified, the default is 25.
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ud should not expect areply message from servers.

-s sleeptine
Sleeps between sends of input buffers. s/ eept i ne isthetime, in seconds, of
the sleep.

-t tinmeout
ud should send requestsin transaction mode. t i neout isthetime, in seconds,
before the transaction istimed out. The-d del ay and - r (no reply) options
are not allowed in combination with the -t option.

-uf{n| ulj}
Specifies how the request buffer is modified before reading each new packet.
Then optionindicatesthat the buffer should be reinitialized (treated as new).
Theu option indicates that the buffer should be updated with the reply buffer
using Fupdat e(3fml). The j optionindicatesthat the reply buffer should be
joined with the request buffer using Foj oi n(3fml).

Reinitializesthe buffer before reading each packet (i.e., treat each buffer asa
new buffer). This option is equivalent to - un and is maintained for
compatibility.

-U usrnane
Use usr nane as the username when joining the application.

-S buffersize
If the default buffer sizeis not large enough, the - S option can be used to
raise the limit. buf f er si ze can be any humber up to MAXLONG.

The-d del ay and-r options are mutually exclusive.

Input packets consist of lines formatted as follows:

[ fl ag] fl dname fl dval

flagisoptiona. If f1 ag isnot specified, a new occurrence of the field named by
f I dnane with value f/ dval is added to the fielded buffer. If f | ag is specified, it
should be one of:

+
Occurrence 0 of f/ dname in FBFR should be changed to f I dval .

Occurrence 0 of f/ dname should be deleted from FBFR. The tab character is
required; f / dval isignored.
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Processing
Model

Thevauein f 1 dnanme should be changed. Inthiscase, f/ dval specifiesthe
name of afield whose value should be assigned to the field named by
fl dnane.

Thelineistreated as a comment and is ignored.

If f1 dnane istheliteral value SRVCNV, f/ dval isthe name of the service to which
FBFRIis to be passed.

Lengthy field values can be continued on the next line by having the continuation line
begin with atab.

A line consisting only of the newline character ends the input and sends the packet to
ud.

If an input packet begins with a line consisting of the character n followed by the
newline character, the FBFRis reinitialized. FBFRreinitialization can be specified for
all packetswith the - un option on the command line.

To enter an unprintable character in the input packet, use the escaping convention
followed by the hexadecimal representation of the desired character (see ASCI | (5) in
aUNIX reference manual). An additional backslash is needed to protect the escape
from the shell. A space, for example, can be entered in the input data as 20. ud
recognizes all input in this format, but its greatest usefulness is for non-printing
characters.

Initially, ud reads a fielded buffer from its standard input and sends it to the service
whose nameisgiven by thef | dval of thelinewheref | dname equals SRVCNM Unless
the -r option isselected, ud waitsfor areply fielded buffer. After obtaining the reply,
ud reads another fielded buffer from the standard input. In so doing, ud retains the
returned buffer as the current buffer. This means that the lines on the standard input
that form the second fiel ded buffer are taken to be additionsto the buffer just returned.
That is, the default action is for ud to maintain a current buffer whose contents are
added to by a set of input lines. The set is delimited by ablank line. ud may be
instructed to discard the current buffer (that is, to reinitialize its FBFR structure) either
by specifying the - un option on the command line, or by including aline whose only
character isthe letter n asthefirst line of an input set. ud may beinstructed to merge
the contents of the reply buffer into the request buffer by specifying either the - uu
option (Fupdat e is used) or the - uj option (Foj oi n is used).
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Portability

Environment
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Variables

Diagnostics

Notices

Examples

If ud isrunin asecurity application, it requires an application password to access the
application. If standard input is aterminal, ud prompts the user for the password with
echo turned off on the reply. However, since ud accepts bulk input on standard input,
standard input will typically be afile and not aterminal. In this case, the password is
retrieved from the environment variable, APP_PW If this environment variable is not
specified and an application password is required, then ud will fail.

These commands are supported as BEA Tuxedo-supplied clients on UNIX and
MS-DOS operating systems.

FLDTBLDI Rand FI ELDTBLS must be set and exported. FLDTBLDI R must include
$TUXDI R/ udat aobj inthelist of directories. FI ELDTBLS must include Usysf | ds as
one of thefield tables.

APP_PWmust be set to the application password in a security application if standard
input is not from aterminal. TPI DATA must be set to the application specific data
necessary to join the application in asecurity application with an authentication server
if standard input is not from aterminal.

WSNADDR, WSDEVI CE and optionally WSTYPE must be set if accessisfrom a
workstation. See conpi | at i on(5) for more details on setting environment variables
for client processes.

ud failsif it cannot become a client process, if it cannot create the needed FBFRS, or if
it encounters a UNIX system error. It also failsif it encounters more than 25 errorsin
processing a stream of input packets. These can be syntax errors, missing service
names, errors in starting or committing a transaction, timeouts and errorsin sending
the input FBFR or in receiving the reply FBFR.

Thefina fielded buffer in the input stream should be terminated by a blank line.

$ud <ECF>

SRVCNM BUY

CLI ENT J. Jones
ADDR 21 Val |l ey Road
STOCK AAA
SHARES 100

<CR>

+SRVCN\M SELL
+STOCK XXX
+SHARES 300
STOCK YYY
SHARES 150

<CR>
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n
SRVCNM
CLI ENT
ADDR
STOCK
SHARES
<CR>
+SRVCNM
+STOCK
+SHARES
<CR>

EOF

$

BUY

T. Smith

1 Main Street
BBB

175

SELL
777
100

Inthisexample, ud first sends afielded buffer to the service BUY with CLI ENT field set
to J. Jones, ADDRfield set to 21 Valley Road, STOCK field to AAA, and SHARES field set

to 100.

When the fielded buffer is returned from the BUY service, ud uses the next set of lines
to change SRVCNMto SELL, STOCK to XXX, and SHARES to 300. Also, it creates an

additional occurrence of the STOCK field with value YYY and an additional occurrence
of the SHARES field with value 150. Thisfielded buffer isthen sent to the SELL service

(the new value of the SRVCNMfield).

When SELL sends back areply fielded buffer, ud discardsit by beginning the next set
of lineswith aline containing only the character n. ud then begins building an entirely
new input packet with a SRVYCNMof BUY, CLI ENT of value T.  Sni t h, and so on.

Fextread(3fml), conpi I ati on(5), asci i (5) inaUNIX system reference manual,
BEA Tuxedo Programmer’s GuidBEA Tuxedo FML Programmer's Guid2EA
WebLogic Enterprise Administration Guide

BEA Tuxedo Reference Manual

163



udfk_test(1)

udfk_test(1)

Name udf k_t est —verify user-defined function key file
Synopsis  udfk_test [-v] file

Description  Reports on errors in thide containing user-defined function keys. THeis normally
passed tai o(1) with the- u option.m o can also detect an incorrectly formatfidd,
but its diagnostics are limited, compared to thosedok t est . When run with the
- v option,udf k_t est prints the character sequence associated withreach
command, based on the contentg iofe.

See Also i o(1), udf k(5)

164 BEA Tuxedo Reference Manual



uuidgen(1)

uuidgen(1)
Name
Synopsis

Description

Network
Address

uui dgen—generate a Universal Unique Identifier (UUID)
uuidgen [-o0 filenane] [{-i | -n nunber}] [-v] [-h] [-7]

uui dgen, by default, generates a Universal Unique Identifier (UUID) on the standard
output.The UUID is used to uniquely identifier an IDL interface definition. The format
for a UUID string consists of eight hexadecimal digits followed by a dash, followed by
three groups of four hexadecimal digits separated by dashes, followed by a dash and
twelve hexadecimal digits (see the Examples below).

The followinguui dgen(1) options are supported:

-
Produces an IDL file template, including a UUID string (Eeenpl es for
the file format). This option cannot be specified with theoption.

-n nunber
Generates the specified number of UUID strings. This option cannot be
specified with the i option.

-o filenane
Redirects the output to the specified file.

Displays the version number foni dgen(1) but does not generate a UUID
string.

-hor-?
Displays help information farui dgen(1).

The generation of the UUID requires the availability of a 48-bit IEEE 802 address.
Since this is not available in all environments and the method of determination is not
portable, several methods are available for use with the BEA Tuxedo system version
of uui dgen.

m If the NADDR environment variable is set to a value of the form
num num num num
then it is taken to be a Internet-style address and converted.

m Otherwise, if the WSNADDR environment variable is set to a value of the form
Oxnnnnnnnnnnnnnnnn

then it is taken to be a hexadecimal network address, as used in workstation.
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m Otherwisg, if not DOS, the unane for the machine is used to look up the
machine entry in/ et ¢/ host s to get the Internet-style address.

m Otherwise, awarning is printed and 00.00.00.00 is used.

Note that in each of these cases, a 32-bit address isformed and the remainder of the
address (for 48-hits) is treated as 00.00.

Diagnostics  uui dgen will exit with a non-zero exit code if an invalid command-line option is
specified, or if it cannot openthe output file. A warningisprinted if aninvalid network
address value is given and the value 00. 00. 00. 00 is used.

Examples  Generate a UUl D string:

uui dgen
23C67E00- 71B6- 11C9- 9DFC- 08002BOECEF1

Generate an IDL template for devel oping an interface definition:

uui dgen -

[ uui d( B5F8DB80- 3CCA- 14F8- 1E78- 930269370000) ]
interface | NTERFACE

{

}

Generate two UUID strings:

uui dgen -n 2

COB37080- 3CCA- 14F8- 265F- 930269370000
COB37081- 3CCA- 14F8- 2CDB- 930269370000

SeeAlso  tidl (1)
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Name

Synopsis

Description

vi ewc, vi ewc32—view compiler for BEA Tuxedei ews

viewc [-n] [-d viewdir] [-C] viewfile [viewfile ...]
view3d2 [-n] [-d viewdir] [-C] viewfile [viewfile ...]

vi ewc is a view compiler program. It takes a source viewfile and produces:

A binary file, which is interpreted at runtime to effect the actual mapping of data
betweerFM buffers and C structures.

m One or more header files, and

m Optionally COBOL copy files. Wheni ewc is executed a C compiler must be
available.

vi ewc32 is used for 32-bit FML. It uses thé ELDTBLS32 andFLDTBLDI R32
environment variables.

Theviewfile is a file containing source view descriptions. More thanwireef i | e
can be specified on the ewc command line as long as the savhEwname is not used
in more than ongiewfile.

By default, all views in th&iewfile are compiled and two or more files are created: a
view object file (suffixed with V) and a C header file (suffixed witth). The name of
the object file isvi ewfi | e. Vin the current directory unless an alternate directory is
specified through thed option. C header files are created in the current directory.

If the - C option is specified, then one COBOL copy file is created for gbEW
defined in theviewfile. These copy files are created in the current directory.

At vi ewc compile time, the compiler matches eéchl di d and field name specified

in thevi ewf i | e with information obtained from the field table file, and stores
mapping information in an object file for later use. Therefore, it is essential to set and
export the environment variablesELDTBLS andFLDTBLDI Rto point to the related

field table file. For more information o ELDTBLS andrFLDTBLDI Rplease refer to the

BEA Tuxedo FML Programmer’s Guide and theBEA Tuxedo Programmer’s Guide

If thevi ewc compiler can not match afield name withitsfi el di d because either the
environment variables are not set properly or the field table file does not contain the
field name, awarning message Field not founds displayed.

With the- n option, it ispossible to create aview description file for a C structure that
is not mapped to an FM_ buffer. The BEA Tuxedo Programmer’s Guidels how to
create and use such an independent view description file.
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Portability

Thefollowing options are interpreted by vi ewc:

-n
Used when compiling a view description file for a C structure that does not
map to an FM buffer. It informs the view compiler not to look for FML
information.

-d viewdir
Used to specify that the view object fileis to be created in a directory other
than the current directory.

-C
Used to specify that COBOL copy files are to be created.

Theoutput view fileisabinary filethat is machine and compiler dependent. That is, it
will not work to generate a view on one machine with a specific compiler and useit on
another machine type or with a compiler that generates structure offsets differently
(that is, different padding or packing).

When aview file description fileis compiled on DOS or OS/2, the name of the object
filehasa. w suffix instead of a. Vv suffix because the filenames are not case
dependent. The following additional options are recognized.

-m{m| |
tml Sp}ecifiesthe memory model to be used for compilation and linking of a
client. The supported values for this option are mand | for the medium and
large memory models, respectively. The large memory model is the default
for this option. The - moption is supported for DOS only.

-¢ {m| b}
Specifies the C compilation system to be used. The supported value for this
option is mfor the Microsoft C compiler. The Microsoft C compiler is the
default for this option. The - ¢ option is supported for DOS and Windows
only.

-1filenane
Specifiesthat pass 1 should be run, and the resulting batch file should be
caled fi I ename. bat should be created. After thisfileis created, it, should
be executed before running pass 2. Using pass 1 and pass 2 increases the size
of the viewsthat can be compiled.

-2 fil enane
Specifiesthat pass 2 should be run to complete processing, using the output
from pass 1.
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See Also  Fi ntro(3), BEA Tuxedo Programmer’s Guide

BEA Tuxedo Reference Manual 169



viewdis(1)

viewdis(1)

170

Name
Synopsis

Description

See Also

vi ewdi s, vi ewdi s32—view disassembler for binary viewfiles
viewdis viewobjfile ... viewdis32 viewbjfile ...

vi ewdi s disassembles a view object file produced by the view compiler and displays
view information in viewfile format. In addition, it displays the offsets of structure
members in the associated structure.

One or morevi ewobj f i | es (suffixed with. V) can be specified on the command line.
By default, thevi enobj fi I e in the current directory is disassembled. If this is not
found, an error message is displayed.

Since the information in the ewobj 7i | e was obtained from a match of each
fiel di d and field name in the viewfile with information in the field table file, it is
important to set and export the environment variablés DTBLS andFLDTBLDI R

The output of/i ewdi s looks the same as the original view description(s), and is
mainly used to verify the correctness of the compiled object view descriptions.

vi ewdi s32 is used for 32-bit FML. It uses th ELDTBLS32 andFLDTBLDI R32
environment variables.

vi ewc(1), BEA Tuxedo FML Programmer’s Guide
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Name
Synopsis

Description

Initialization File

w i st en—BEA Tuxedo Web GUI listener process
wisten [-i initialization file]

w i st en is a listener process that receives incoming connections from Web GUI
applets and starts a Web GUI gateway prooasst €d). All wl i st en options are
taken from an initialization file that is specified by theoption. If the-i option is not
given, thersTUXDI R/ udat aobj / webgui / webgui . i ni is used as the default
initialization file. The format and parameters allowed in the initialization file are
described below. A default initialization file is generated during system installation.

w i st en places itself in the background when invoked (unless the initialization file
contains th&EOREGROUND=Y parameter), and continues running until the machine shuts
down or thewt i st en process is killed through an operating system command.

The following command-line option is used biyi st en:

-i initialization file
Specifies thatd i st en should use theni tiali zation_fil e specified for
parameters used during Web GUI sessions. The format of the initialization
file is specified below. Most parameters of the initialization file are set to
reasonable values at BEA Tuxedo installation time. If this option is not
specified on the command line, then the default initialization file location is
$TUXDI R/ udat aobj / webgui / webgui . i ni .

The initialization file specified by thei option contains parameters that allow the
applet,w i st en process, and gateway process to coordinate certain pieces of
configuration information necessary for the connection and subsequent operation of
the Web GUI.

Most of the parameters contained in the initialization file are configured when BEA
Tuxedo is installed. Other parameters may be added automatically when the Web GUI
is being run, in response to user input. For example, if you connect to a domain, the
GUI adds a listing for that domain to the initialization file. The next time you use the
pull-down Domain menu (above the Power Bar in the main GUI window), you will see
the new domain listed. Do not be alarmed if you notice that lines have been added or
changed in your initialization file without your having explicitly edited the file.
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Theinitialization file consists of commentary lines (blank linesor lines beginning with
the # character) and keyword lines. Keyword lines are of the form keywor d=val ue.
The allowed keywords and values are outlined below:

TUXDI R=di rect ory
The directory in which the BEA Tuxedo softwareisinstalled. Thereis no

default for this parameter; you must assign avalue. Notethat if the-i option
isnot giventow i st en, then TUXDI R must be set in the environment (and
normally should be set to the value specified in the initialization file.)

NADDR=net wor k_addr ess
Specifiesthe network addressto be used by wl i st en. Thereisno default for
this parameter; you must assign avalue. Theformat of the network addressis
thesameasthat allowed by t 1 i st en and other BEA Tuxedo commands. (See
“NETWORK ADDRESSES,” below, for a complete description.)

DEVI CE=devi ce
Specifies the network device to be usediwbyst en. This variable is
optional. For releases prior to BEA Tuxedo 6.4, the default is the empty
string, which means that no network device has been selected. (This is
appropriate for some systems, such as Microsoft Windows NT.) Use the sam
value here that you would use for theeoption oft 1 i st en. On some UNIX
systems the value should béev/ t cp; whether or not you assign this value
depends on the operating system.

FOREGROUND=[ Y| NI
Specifies whethem i st en should run in the foreground. The defaulllis

meaning thaw i st en will put itself in the background automatically. The
only reason to use this option is for testing and debugging.

W DTH=pi xel s and HElI GHT=pi xel s
Specifies the width and height, respectively, for the applet. This area is usec

for password prompting if security is enabled. The defaults are 400 and 150
respectively.

FRAVEW DTH=pi xel s and FRAMEHElI GHT=pi xel s
Specifies the width and height, respectively, for the main applet window in

which administration takes place. The defaults are 750 and 550, respectively

ENCRYPTBI TS=[ 0| 40]
Sets the encryption mode used by the gateway and applet connection. The

default iso, meaning there is no encryption. If the option is chosen, then
40-bit RC4 encryption will take place. In this casel ast en password file
must exist and authentication must occur in order to exchange encryption
keys.
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DOCBASE=docunent _r oot
Specifies the document base where the BEA Tuxedo Web GUI helpfilesare

found. This parameter is set during BEA Tuxedo installation and, under
normal circumstances, it should not be changed afterward. Thereisno default
for this parameter; you must assign avalue in the initialization file.

CODEBASE=app! et _r oot
Specifies the URL for the code base where BEA Tuxedo Web GUI applet

files are found. This parameter is set during BEA Tuxedo installation and,
under normal circumstances, it should not be changed afterward. Thereisno
default for this parameter; you must assign avaluein the initialization file.

SNAPDI R=snapshot _di rectory
Specifies the server directory path in which userlog snapshot files and event

log snapshot files are stored. (The value of SNAPDI Risafull pathnamerather
than aURL.) It is set during BEA Tuxedo installation and, under normal
circumstances, it should not be changed afterward. Thereisno default for this
parameter; you must assign avalue in the initialization file.

SNAPBASE=ht t p_r oot
Specifies the URL base in which userlog snapshot files and event log

snapshot filesare stored. (The value of SNAPBASE isa URL rather than afull
pathname.) It is set during BEA Tuxedo installation and, under normal
circumstances, it should not be changed afterward. Thereisno default for this
parameter; you must assign avalue in the initialization file.

TEMPLATE=t enpl at e_pat h
Specifies the pathname of the template file used to deliver the Web GUI

applet to the user at startup time. The template file must contain the string
Y%APPLET%0N alineby itself, which isthe placein thefile where the Web GUI
applet will appear. Therest of thefile should be astandard HTM L format file
that typically containsinstructions, alogo, or other information for use by the
Web GUI administrator. The default pathname is:
$TUXDI R/ udat aobj / webgui / webgui . ht m

INIFILE=init_file
Specifiesthefull path for theinitialization fileto be used by the applet. Under
normal circumstances, theinitialization fileitself is used, but it istechnically
possible for the applet user to use aninitiaization file other than the one used
by the gateway process. We do not recommend using an alternative
initialization file, however, because if two initialization files are used they
must be kept consistent with each other. For example, the NADDR and
CODEBASE parameters, as well as, various directory parameters, must be set
to identical values, and the value of the ENCRYPTBI TS parameter must be
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Recommended

174

Use

Network
Addresses

consistent between the two files. Thus an application in which two files are
used is more error prone than an application in which only oneis used.

FLDTBLDI R32=fi el d tabl e dir and FlI ELDTBLS32=fj el d tabl es
Specifies the field table directories and values, respectively, for use with the
Web GUI. These parameters are set to the proper values by the BEA Tuxedo
installation program; under normal circumstancesthey should not be changed
later.

The only way to stop awl i st en process with anormal termination is by sending it a
S| GTERMsignal.

To Ensure Automatic Starting of the Listener

To make sure the Web GUI listener is started automatically, we recommend adding a
command line in the following format to your UNIX system initialization scripts:

$TUXDI R bin/wisten -i initialization file

To start thew i st en process manually, enter the command line shown above after a
system prompt.

To Ensure Administrative Password Will Be Found

During the installation process, an administrative password file is created. When
necessary, BEA Tuxedo searches for thisfile in the following directories (in the order
shown):

APPDI R/ . adnml t| i sten. pw; TUXDI R/ udat aobj /tli sten. pw

To ensurethat your administrative password file will be found, make sure you have set
the APPDI R and/or TUXDI R environment variables.

Supposethelocal machineonwhichwi i st enisbeingrunisusing TCP/I P addressing.
The machine is named backus. conpany. comand its addressis 155. 2. 193. 18.

Further suppose that the port number at which wl i st en should accept requests is
2334. Assumethat port number 2334 has been added to the network services database
under the name bankapp- nl saddr . The address specified by the-1 option may be
represented in any of severa ways:

/1155. 2. 193. 18: bankapp- nl saddr
//155. 2. 193. 18: 2334

/ I backus. conmpany. com bankapp-nl saddr
/ I backus. company. com 2334
0x0002091E9B02C112
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The last line shows how to represent the addressin hexadecimal format: 0002 is the
first part of a TCP/IP address, 091E isthe hexadecimal translation of the port number
2334, and 9B02CU2 is an element-by-element hexadecimal translation of the IP
address, 155. 2. 193. 18. (Inthelatter translation, 155 becomes9B, 2 becomes02, and
so on.)

For a STARLAN network, arecommended address of unanme.w i st en will usualy yield
aunique name.

See Also  tuxadnm(1), t uxwsvr (1)
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