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About This Document

This document provides reference information on commands delivered with the BEA
Tuxedo software. Thereference pages are arranged in al phabetical order by command
name.

What You Need to Know

This document isintended for the following audiences:

m administrators who are interested in configuring and managing applicationsin a
BEA Tuxedo environment

m  gpplication developers who are interested in programming applicationsin a BEA
Tuxedo environment

This document assumes a familiarity with the BEA Tuxedo platform and either C or
COBOL programming.

e-docs Web Site

BEA product documentation is available on the BEA corporate Web site. From the
BEA Home page, click on Product Documentation or go directly to the “ e-docs”
Product Documentation page at http://e-docs.bea.com.
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http://e-docs.bea.com

How to Print the Document

Y ou can print acopy of thisdocument from aWeb browser, onefileat atime, by using
the File—>Print option on your Web browser.

A PDF version of thisdocument is available on the BEA Tuxedo documentation Home
page on the e-docs Web site (and also on the documentation CD). Y ou can open the
PDF in Adobe Acrobat Reader and print the entire document (or aportion of it) in book
format. To access the PDFs, open the BEA Tuxedo documentation Home page, click
the PDF files button and select the document you want to print.

If you do not have the Adobe Acrobat Reader, you can get it for free from the Adobe
Web site at http://www.adobe.com/.

Related Information

Related documents are listed in the See Also section of each reference page.

Contact Us!

Vi

Y our feedback on the BEA Tuxedo documentation isimportant to us. Send us e-mail
at docsupport@bea.com if you have questions or comments. Y our commentswill be
reviewed directly by the BEA professionals who create and update the BEA Tuxedo

documentation.

In your e-mail message, please indicate that you are using the documentation for the
BEA Tuxedo 8.0 release.
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If you have any questions about this version of BEA Tuxedo, or if you have problems
installing and running BEA Tuxedo, contact BEA Customer Support through BEA
WebSupport at www.bea.com. Y ou can also contact Customer Support by using the
contact information provided on the Customer Support Card, which isincluded in the
product package.

When contacting Customer Support, be prepared to provide the following information:
®m Your hame, e-mail address, phone humber, and fax number

m Your company name and company address

m Your machine type and authorization codes

m The name and version of the product you are using

m A description of the problem and the content of pertinent error messages

Documentation Conventions

The following documentation conventions are used throughout this document.

Convention Item

boldfacetext  Indicates terms defined in the glossary.

Ctrl+Tab Indicates that you must press two or more keys simultaneously.

italics Indicates emphasis or book titles.
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Convention

Item

nonospace Indicates code samples, commands and their options, data structures and
t ext their members, data types, directories, and file names and their extensions.
Monospace text also indicates text that you must enter from the keyboard.
Examples:
#i ncl ude <iostreamh> void main () the pointer psz
chnod u+w *
\tux\ dat a\ ap
. doc
t ux. doc
Bl TMAP
fl oat
nonospace Identifies significant words in code.
bol df ace Example:
t ext . .
void commt ()
nonospace Identifies variables in code.
italic Example:
t ext .
String expr
UPPERCASE Indicates device names, environment variables, and logical operators.
TEXT Examples:
LPT1
SIGNON
OR
{1} Indicates a set of choicesin a syntax line. The braces themselves should

never be typed.

Indicates optional itemsin asyntax line. The brackets themselves should
never be typed.

Example:

buil dobjclient [-v] [-0 nane | [-f file-list]...

[-1 file-list]...

Separates mutually exclusive choicesin a syntax line. The symbol itself
should never be typed.

BEA Tuxedo Command Reference



Convention

Item

Indicates one of the following in acommand line:

m  That an argument can be repeated several timesin acommand line

m  That the statement omits additional optiona arguments

m  That you can enter additional parameters, values, or other information
The dlipsisitself should never be typed.

Example:

buil dobjclient [-v] [-0 name ] [-f file-list]...
[-1 file-list]...

Indicates the omission of items from a code example or from a syntax line.

The vertical ellipsisitself should never be typed.

BEA Tuxedo Command Reference
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Section 1 - Commands

Table 1 BEA Tuxedo Commands

Name Description

Introduction to BEA Tuxedo Provides an introduction to the commands available for setting up and
Commands maintaining your BEA Tuxedo application

bl dc_dce(1) Builds a BEA Tuxedo system client that can be called via OSF/ DCE
bl ds_dce(1) Buildsa BEA Tuxedo system server that calls OSF/ DCE

buil dclient(1)

Constructs a BEA Tuxedo client module

bui | dobj client (1)

Constructs a CORBA client application.

bui | dobj server (1)

Constructs a CORBA server application.

bui | dserver (1)

Constructs a BEA Tuxedo server load module

bui | dt ms( 1) Constructs a transaction manager server load module

bui | dwsh( 1) Builds a customized workstation handler process

cobcc(1) COBOL compilation interface

drmadmi n( 1) Administration command interpreter for BEA Tuxedo Domains

dm oadcf (1)

Parses a DMCONFI Gfile and loads a binary BDMCONFI G configuration file

dmunl oadcf (1)

Unloads a BDMCONFI Gfile (a binary Domains configuration file)

gencat (1) Generates a formatted message catalog
geni cf (1) Generates an ICF file.
idl (1) Compiles the Object Management Group (OMG) Interface Definition

Language (IDL) file and generates the files required for the interface.
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Section 1 - Commands

Table 1 BEA Tuxedo Commands

Name

Description

i dl 2ir (1)

Creates the Interface Repository and |oads interface definitions into it.

idltojava(l)

CompilesIDL filesto Java source code based on IDL to Java mappings defined
by the OMG.

ir2id (1) Shows the contents of an Interface Repository.
i rdel (1) Deletes the specified object from an Interface Repository.
I'SL(1) Enables access to BEA Tuxedo objects by remote BEA Tuxedo clients

using [1OP.

nBi dl t oj ava( 1)

Compiles the Object Management Group (OMG) Interface Definition
Language (IDL) file and generates client stub and server skeleton filesrequired
for the interface definitions being implemented in Java.

nkf | dhdr
mkf | dhdr 32( 1)

Creates header filesfrom field tables

nkl angi nf o( 1)

Compiles language-information constants for alocale

grmadmi n( 1) Administration command interpreter for Queue manager

rex(1) Offline regular expression compiler and tester

tidl (1) Interface Definition Language compiler

tlisten(1) Generic listener process

t madm n( 1) Command interpreter for BEA Tuxedo bulletin boards

t mboot (1) Brings up a BEA Tuxedo configuration

trconfig, Dynamically updates and retrieves information about a running BEA Tuxedo
wt ntonfig(1) application, as either a native client or a Workstation client

tm pcrn(1) Removes | PC resources allocated by a BEA Tuxedo application on alocal

machine

t m oadcf (1)

Parses a UBBCONFI Gfile (atext-format configuration file) and loads a
TUXCONFI Gfile (abinary configuration file)

t nshut down( 1)

Shuts down a set of BEA Tuxedo servers
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Table 1 BEA Tuxedo Commands

Name

Description

t munl oadcf (1)

Unloads a TUXCONFI Gfile (a binary configuration file)

t opendpasswd( 1)

Adds a BEA TOP END password for the TOP END Domain Gateway feature
of the BEA Tuxedo system

t pacl add(1)

Adds anew Access Control List entry on the system

tpacl cvt (1)

Converts BEA Tuxedo security datafiles

t pacl del (1)

Deletes an Access Control List entry

t pacl nod( 1)

Modifies an Access Control List entry on the system

t paddusr (1)

Creates a BEA Tuxedo password file

t pdel usr (1)

Deletes auser from aBEA Tuxedo password file

t pgr padd( 1)

Adds anew group to the system

t pgr pdel (1)

Deletes a group from the system

t pgr pnod( 1)

Modifies a group on the system

t pnodusr (1)

Maintains a BEA Tuxedo system password file

t pusradd(1)

Adds anew principal to the system

t pusrdel (1)

Deletes auser from the system

t pusrnod( 1)

Modifies user information on the system

t uxadn( 1)

CGl gateway for the BEA Tuxedo Administration Console

tuxwsvr (1)

Mini-Web server for use with the BEA Tuxedo Administration Console

txrpt(1) BEA Tuxedo system server/service report program
ud, wud(1) BEA Tuxedo driver program
uui dgen( 1) Generates a Universal Unique Identifier (UUI D)

vi ewc, view32(1)

Views compiler for BEA Tuxedo vi ews

viewdi s, viewdi s32(1)

Views disassembler for binary viewfiles
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Section 1 - Commands

Table 1 BEA Tuxedo Commands

Name Description

W isten(1) BEA Tuxedo Administration Console listener process
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Introduction to BEA Tuxedo Commands

Introduction to BEA Tuxedo Commands

Description

Reference Page
Command
Syntax

The BEA Tuxedo Command Reference describes, in alphabetic order, shell-level
commands delivered with the BEA Tuxedo software.

Unless otherwise noted, commands described in the Synopsis section of areference
page accept options and other arguments according to the following syntax and should
be interpreted as explained below.

name [ -option ...][cndarg...]
where nane isthe name of an executablefile and opt i on isastring of one of
thefollowingtwotypes: noargl etter . . . orargletter optarg [,...]

An option isaways preceded by a“- ".

noargl etter
A single letter representing an opt i on that requires no option-argument.
More than one noar gl et t er can be grouped after a“-”

optarg
A character string that satisfiesa preceding ar gl et t er . Multiple opt ar gs
followingasinglear gl et t er must be separated by commas, or separated by
white space and enclosed in quotes.

cndarg
A pathname (or other command argument) that represents an operand of the
command.

(dash) By itself meansthat additional arguments are provided in the standard
input.

(two dashes) Means that what follows are arguments for a subordinate
program.

Surrounding an opt i on or cndar g, mean that the option or argument is not
required.

BEA Tuxedo Command Reference 5



Section 1 - Commands

{3}
Surrounding cndar gs that are separated by an or sign, mean that one of the

choices must be selected if the associated option is used.

Means that multiple occurrences of the opt i on or cndar g are permitted.
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bldc_dce(1)

bldc_dce(1)

Name

Synopsis

Description

See Also

bl dc_dce—Builds a BEA Tuxedo ATMI client that can be called via OSF/ DCE.

bl dc_dce [-0 output file] [-i idl _options] [-f firstfiles]
[-] Tastfiles] [idl _file . . .]

bl dc_dce parsesany input IDL and related ACF source files and combines them with
C source and object files and the OSF/ DCE librariesto generate aBEA Tuxedo ATMI
client that can be called via DCE RPC (it is a DCE RPC client).

The command line arguments include the input IDL source file and options to control
the actions of the IDL compiler. The options are as follows:

-0 output _file
The default filenameisa. out .

-i idl_options
Specifies options to be passed to the IDL compiler. Options associated with
the C compilation system are automatically provided by this program. This
option can be used to provide the - no_nmepv option such that the application
can provide aManager Entry Point Vector.

-f firstfiles
Specifies compiler options, C source and object filesto be included on the
compilation before the BEA Tuxedo ATMI system and OSF/ DCE libraries.

-l lastfiles
Specifies C librariesto be included on the compilation after the BEA Tuxedo
ATMI system and OSF/ DCE libraries.

tidl (1)

BEA Tuxedo Command Reference 7



Section 1 - Commands

blds_dce(1)

Name

Synopsis

Description

See Also

bl ds_dce—Builds a BEA Tuxedo ATMI server that calls OSF/ DCE.

bl ds_dce [-0 output file] [-i idl _options] [-f firstfiles]
[-1 lastfiles] [-s service] [idl _file . . .]

bl ds_dce parsesany input IDL and related A CF sourcefiles and combinesthem with
C source and object files and the OSF/ DCE librariesto generate aBEA Tuxedo ATMI
server that can make DCE RPC calls. The primary use of thiscommand isto makeaBEA
Tuxedo system-to-OSF/ DCE gateway process.

The command line argumentsinclude the input IDL source file and options to control
the actions of the IDL compiler. The options are as follows:

-0 output_file
The default filenameis a. out .

-i idl _options
Specifies options to be passed to the IDL compiler. Options associated with
the C compilation system are automatically provided by this program. This
option can be used to provide the - no_nepv option such that the application
can provide aManager Entry Point Vector.

-f firstfiles
Specifies compiler options, C source and object filesto be included on the
compilation before the BEA Tuxedo ATMI system and OSF/ DCE libraries.

-1 lastfiles
Specifies C librariesto beincluded on the compilation after the BEA Tuxedo
ATMI system and OSF/ DCE libraries.

-sservice[,service . . .]
Specifies the services to be advertised by the server.

tidl (1)

8 BEA Tuxedo Command Reference



buildclient(1)

buildclient(1)

Name

Synopsis

Description

bui | dcl i ent —Constructs a BEA Tuxedo ATMI client module.

buildclient [ -C] [
[ -f firstfiles] [ -

-v] [ {-r rrmane | -w} ] [ -0 nane]
| lastfiles]
bui | dcl i ent isusedto construct aBEA Tuxedo ATMI client module. The command
combines the files supplied by the-f and - I options with the standard BEA Tuxedo
ATMI librariesto form aload module. The load moduleis built by bui | dcl i ent
using the default C language compilation command defined for the operating system
in use. The default C language compilation command for the UNIX systemisthecc(1)
command described in UNIX system reference manuals.

-V
Specifiesthat bui | dcl i ent should work in verbose mode. In particular, it
writes the compilation command to its standard output.

-W
Specifies that the client is to be built using the workstation libraries. The
default is to build a native client if both native mode and workstation mode
libraries are available. This option cannot be used with the - r option.

- rmane

Specifiesthe resource manager associated with thisclient. Thevaluer mane
must appear in the resource manager table located in
$TUXDI R/ udat aobj / RM Each linein thisfileis of the form:;

rnmane: rnstructure_nane: | i brary_nanes

(Seebui | dt ns( 1) for further details.) Using ther mane value, the entry in
$TUXDI R/ udat aobj / RMis used to include the associated libraries for the
resource manager automatically and to set up the interface between the
transaction manager and resource manager properly. Other values can be
specified as they are added to the resource manager table. If the-r optionis
not specified, the default is that the client is not associated with a resource
manager. Refer to the UBBCONFI G( 5) reference page.

Specifies the filename of the output load module. If not supplied, the load
moduleis named a. out .

BEA Tuxedo Command Reference 9
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Environment
Variables

TUXDI R

CFLAGS

Specifiesone or more user filesto beincluded inthe compilation and link edit
phases of bui | dcl i ent first, before the BEA Tuxedo ATMI libraries. If
more than one file is specified, filenames must be separated by white space
and the entire list must be enclosed in quotation marks. This option may be
specified multipletimes. The CFLAGS and ALTCFLAGS environment variabl es,
described below, should be used to include any compiler options and their
arguments.

Specifiesone or more user filesto beincluded inthe compilation and link edit
phases of bui | dcl i ent last, after the BEA Tuxedo ATMI libraries. If more
than onefileis specified, filenames must be separated by white space and the
entire list must be enclosed in quotation marks. This option may be specified
multiple times.

Specifies COBOL compilation.

bui | dcl i ent usestheenvironment variable TUXDI Rto find the BEA Tuxedo
ATMI librariesand i ncl ude files to use during compilation of the client
process.

bui | dcl i ent normally usesthe default C language compilation command to
produce the client executable. The default C language compilation command
is defined for each supported operating system platform and is defined as
cc(1) for UNIX system. In order to allow for the specification of an aternate
compiler, bui | dcl i ent checksfor the existence of an environment variable
named CC. If CC does not existinbui | dcl i ent’senvironment, or if it isthe
string ™ ", bui | dcl i ent will usethe default C language compiler. If CCdoes
exist in the environment, its value is taken to be the name of the compiler to
be executed.

The environment variable CFLAGS istaken to contain aset of argumentsto be
passed as part of the compiler command line. Thisisin addition to the
command line option “- 1 ${ TUXDI R}/ i ncl ude” passed automatically by
bui | dcli ent . If CFLAGS does not exist inbui | dcl i ent 's environment, or
if itisthestring” ", no compiler command line arguments are added by

bui | dcl i ent.
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buildclient(1)

ALTCC

Note:

When the - C option is specified for COBOL compilation, bui | dcl i ent
normally uses the BEA Tuxedo shell cobcc which in turn callscob to
produce the client executable. In order to allow for the specification of an
alternate compiler, bui | dcl i ent checksfor the existence of an environment
variable named ALTCC. If ALTCC does not exist inbui | dclient’s
environment, or if itisthestring” ", bui | dcl i ent usescobcc. If ALTCC does
exist in the environment, its value is taken to be the name of the compiler
command to be executed.

On aWindows system, the ALTCC and ALTCFLAGS environment variables are
not applicable and setting them will produce unexpected results. Y ou must
compile your application first using a COBOL compiler and then pass the
resulting object fileto the bui | dcl i ent (1) command.

ALTCFLAGS

Note:

COBOPT

COBCPY

The environment variable ALTCFLAGS is taken to contain a set of additional
arguments to be passed as part of the COBOL compiler command line when
the - C option is specified. Thisisin addition to the command line option:

“-1${TUXDI R}/ i ncl ude”

This option is passed automatically by bui | dcl i ent . Whenthe- Coptionis
used, putting compiler options and their argumentsin thebui | dcl i ent -f
option generates errors; they must be put in ALTCFLAGS. If not set, then the
valueis set to the same value used for CFLAGS, as specified above.

See the note under the description of the ALTCC environment variable.

The environment variable COBOPT is taken to contain a set of additional
arguments to be used by the COBOL compiler, when the - C option is
specified.

The environment variable COBCPY indicates which directories contain a set of
COBOL copy filesto be used by the COBOL compiler, when the - C option
is specified.

LD _LI BRARY_PATH (Unix systems)

The environment variable LD_LI BRARY_PATH indicates which directories
contain shared objects to be used by the COBOL compiler, in addition to the
BEA Tuxedo system shared objects. Some Unix systems require different

BEA Tuxedo Command Reference 11
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Portability

Examples

See Also

environment variables. For HP-UX systems, use the SHLI B_PATH
environment variable. FOR AlX systems, use the LI BPATH environment
variable.

LI B (Windows NT systems)
Indicatesalist of directorieswithin whichto find libraries. A semicolon (;) is
used to separate the list of directories.

Thebui | dcl i ent compilation tool is supported on the following platforms:
m  Any platform on which the BEA Tuxedo ATMI server environment is supported
m  Any Workstation platform running a 32-bit Windows operating system

Filenames specified in the bui | dcl i ent command line must conform to the syntax
and semantics of the resident operating system.

CC=ncc CFLAGS="-1 /APPDI R/include"; export CC CFLAGS
buildclient -0 enpclient -f enp.c -f "userlibl.a userlib2. a"

COBCPY=$TUXDI R/ cobi ncl ude

COBOPT="- C ANS85 - C ALI G\=8 - C NO BMCOWP - C TRUNC=ANSI - C OSEXT=cbhl "
COBDI R=/ usr/1ib/cobol LD LI BRARY_PATH=$COBDI R/ coblib: $TUXDIR/ | i b
export COBOPT COBCPY COBDI R LD LI BRARY_PATH

buildclient -C -0 enpclient -f nanme.cbl -f "userlibl.a userlib2. a"

bui | dserver (1), buildtns(1), conpilation(5)
cc(1),1d(2) inaUNIX system reference manual
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buildobjclient(1)

Name

Synopsis

Description

Options

bui | dobj cl i ent —Constructs a CORBA client application.

buil dobjclient [-v][-0 nane] [-f firstfile-syntax]
[-1 lastfile-syntax] -P

Usethe bui I dobj cl i ent command to construct a CORBA client application. The
command combines the files specified inthe - f and -1 options with the standard
CORBA librariesto form aclient application. The client application is built using the
default C++ language compile command defined for the operating system in use.

All specified . ¢ and . cpp files are compiled in one invocation of the compilation
system for the operating system in use. Users may specify the compiler to invoke by
setting the CC environment variabl e to the name of the compiler. If the CC environment
variable is not defined when bui | dobj cl i ent isinvoked, the default C++ language
compile command for the operating system in use will be invoked to compileal . ¢
and . cpp files.

Users may specify options to be passed to the compiler by setting the CFLAGS or the
CPPFLAGS environment variables. If CFLAGS isnot defined when bui | dobj cl i ent is
invoked, the bui | dobj cl i ent command uses the value of CPPFLAGS if that variable
is defined.

-V
Specifiesthat thebui | dobj ¢l i ent command should work in verbose mode.
In particular, it writes the compile command to its standard output.

-0 nane
Specifiesthe name of the client application generated by thiscommand. If the
name is not supplied, the application fileisnamed cl i ent <. t ype>, where
typeis an extension that is dependent on the operating system for an
application (for example, on a UNIX system, there would not be at ype; on
aWindows system, thet ype would be . EXE).

-f firstfile-syntax
Specifies afile to be included first in the compile and link phases of the
bui | dobj cl i ent command. The specified file isincluded before the
CORBA libraries are included. There are three ways of specifying afile or
files, asshownin Table 2.

BEA Tuxedo Command Reference 13
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Table 2 Specifying the Fir st Filename(s)

Filename Specification Definition
-f firstfile Onefileis specified.
-f "filel.cpp file2.cpp file3.cpp ..." Multiplefiles may be specified if

they are enclosed in quotation
marks and are separated by white
space.

Note: Filenames that include spaces are not supported

Note: The-f option may be specified multiple times.

-1 lastfil e-syntax
Specifies afile to be included last in the compile and link phases of the
bui | dobj cl i ent command. The specified fileisincluded after the CORBA
libraries are included. There are three ways of specifying afile, as shownin
Table 3.

Table 3 Specifying the L ast Filename(s)

Filename Specification Definition
-1 lastfile Onefileis specified.
-1 "filel.cpp file2.cpp file3.cpp ..." Multiplefilesmay be specified if

they are enclosed in quotation
marks and are separated by white
space.

Note: The -1 option may be specified multiple times.

-P
Specifies that the appropriate POA libraries should be linked into the image
(that is, librariesthat allow aclient to also function asaserver). Theresulting
image can act as a server and can use the Cal | backs wrapper class for
creating objects. Theresulting joint client/server cannot take advantage of the
object state management and transaction management provided by the BEA
Tuxedo TP Framework. The - P switch should have been passed to the IDL
compiler when generating the client. Use bui | dobj ser ver to build a server
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Environment
Variables

with all the support provided by the TP Framework. The default isto not link
in the server libraries; that is, the default isto create aclient only, not ajoint
client/server.

-h or -?
Provides help that explainsthe usage of thebui | dobj cl i ent command. No
other action results.

TUXDI R
Findsthe CORBA libraries and include filesto use when compiling the client

applications.

Indicates the compiler to use to compile al fileswith. c or . cpp file
extensions. If not defined, the default C++ language compile command for
the operating system in use will be invoked to compileal . ¢ and . cpp files.

CFLAGS
Indicates any argumentsthat are passed as part of the compiler command line
for any fileswitha. c or. cpp fileextensions. If CFLAGS doesnot exist inthe
bui | dobj cl i ent command environment, the bui | dobj ¢l i ent command
checks for the CPPFLAGS environment variable.

CPPFLAGS

Note: Arguments passed by the CFLAGS environment variable take priority over
the CPPFLAGS variable.
Contains a set of arguments that are passed as part of the compiler command
linefor any fileswitha. c or . cpp file extensions.

Thisisin addition to the command line option " - | $( TUXDI R) / i ncl ude"
for UNIX systems or the command line option /1 99UXDI R4 i ncl ude for
Windows systems, which is passed automatically by the bui | dobj cl i ent
command. If CPPFLAGS does not exist in the bui | dobj cl i ent command
environment, no compiler commands are added.

LD_LI BRARY_PATH (UNIX systems)
I ndicates which directories contain shared objectsto be used by the compiler,
in addition to the objects shared by the CORBA software. A colon (:) isused
to separate the list of directories. Some Unix systems require different
environment variables. For HP-UX systems, use the SHLI B_PATH
environment variable. FOR AlX systems, use the LI BPATH environment
variable.
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LI B (Windows systems)
Indicatesalist of directorieswithin whichto find libraries. A semicolon (;) is
used to separate the list of directories.

Portability ~ Thebui | dobj cl i ent command is not supported on client-only CORBA systems.

Examples  The following example builds a CORBA client application on a Windows system:

set CPPFLAGS=-| %APPDI R% i ncl ude
bui l dobjclient -o enpclient.exe -f enp_c.cpp -I userlibl.lib

The following example builds a CORBA client application on a UNIX system using
the c shell:

set env CPPFLAGS=$APPDI R/ i ncl ude
bui l dobjclient -o enpclient -f enp_c.cpp -1 userlibl.a
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Name

Synopsis

Description

Options

bui | dobj ser ver —Constructs a CORBA server application.

bui | dobj server [-v] [-0 nane] [-f firstfile-syntax]
[-1 lastfile-syntax] [-r rmane]

Usethe bui | dobj ser ver command to construct a CORBA server application. The
command combinesthefilesspecifiedinthe -f and -1 optionswiththe mainroutine
and the standard CORBA librariesto form a server application. The server application
is built using the default C++ compiler provided for the platform.

All specified . ¢ and . cpp files are compiled in one invocation of the compilation
system for the operating system in use. Users may specify the compiler to invoke by
setting the CC environment variabl e to the name of the compiler. If the CC environment
variable is not defined when bui | dobj ser ver isinvoked, the default C++ language
compile command for the operating system in use will be invoked to compileal . ¢
and . cpp files.

Users may specify options to be passed to the compiler by setting the CFLAGS or the
CPPFLAGS environment variables. If CFLAGS isnot defined when bui | dobj server is
invoked, the bui | dobj ser ver command uses the value of CPPFLAGS if that variable
is defined.

-V
Specifiesthat thebui | dobj ser ver command should work in verbose mode.
In particular, it writes the compile command to its standard output.

-0 nanme
Specifies the name of the server application generated by this command. If
the name is not supplied, the application fileis named ser ver <. t ype>,
where type is the extension that is dependent on the operating system for an
application (for example, on UNIX systems, there would not be at ype; on
Windows NT systems, thet ype would be . EXE).

-f firstfile-syntax
Specifies afile to be included first in the compile and link phases of the
bui | dobj ser ver command. The specified file isincluded before the
CORBA libraries are included. For adescription of the three ways to specify
afileor files, see Table 2, “ Specifying the First Filename(s),” on page 14.
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-1 lastfil e-syntax
Specifies afile to be included last in the compile and link phases of the
bui | dobj ser ver command. The specified fileisincluded after the CORBA
libraries are included. For a description of the three ways to specify afile or
files, see Table 3, “ Specifying the Last Filename(s),” on page 14.

-r rmane
Specifiesthe resource manager associated with thisserver. Thevaluer mane
must appear intheresource manager tablelocated in $TUXDI R/ udat aobj / RM
on UNIX systems or %UXDI R% udat aobj \ RM on Windows NT systems.

Each entry in thisfileis of the form:

rnmane: rnstructure_nane: | i brary_nanes.

Using the r mane value, the entry in $TUXDI R/ udat aobj / RMor

9@ UXDI RvA udat aobj \ RMautomatically includes the associated libraries for
the resource manager and properly sets up the interface between the
transaction manager and the resource manager. The value TUXEDQ' SQL
includes the libraries for the BEA Tuxedo System/SQL resource manager.
Other values can be specified asthey are added to the resource manager table.
If the -r optionis not specified, the default is to use the null resource
manager.

-h or -7
Provideshelp that explainsthe usage of the bui | dobj ser ver command. No
other action results.

Environment  TUXDI R
Variables Findsthe CORBA librariesandincludefilesto usewhen compiling the server
application.

Indicates the compiler to use to compile al fileswith . c or . cpp file
extensions that are passed in through the —I or -f options.

CFLAGS
Specifiesany argumentsthat are passed as part of the compiler command line
for any fileswith . c or . cpp file extensions. If CFLAGS does not exist in the
bui | dobj ser ver command environment, the buildobjserver command
checks for the CPPFLAGS environment variable.
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Portability

Examples

CPPFLAGS

Note: Arguments passed by the CFLAGS environment variable take priority over
the CPPFLAGS environment variable.

Contains a set of arguments that are passed as part of the compiler command
linefor any fileswith a. c or . cpp file extensions. Thisisin addition to the
command line option - I $( TUXDI R) /i ncl ude for UNIX systemsor the
command line option /1 %rUXDI R% i ncl ude for Windows NT systems,
which is passed automatically by the bui | dobj ser ver command. If
CPPFLAGS does not existinthebui | dobj ser ver command environment, no
compiler commands are added.

LD_LI BRARY_PATH (UNIX systems)
I ndicates which directories contain shared objectsto be used by the compiler,
in addition to the CORBA shared objects. A colon (;) is used to separate the
list of directories. Some Unix systems require different environment
variables. For HP-UX systems, use the SHLI B_PATH environment variable.
FOR AIX systems, use the LI BPATH environment variable.

LI B (Windows NT systems)
Indicatesalist of directorieswithin whichto find libraries. A semicolon (;) is
used to separate the list of directories.

Thebui | dobj ser ver command is not supported on client-only CORBA systems.

The following example builds a CORBA server application on a UNIX system using
theenp_s.cppandenp_i.cpp files:

bui | dobj server -r TUXEDOQ SQL -0 unobserved
-f “enp_s.cpp enp_i.cpp”

The following example shows how to use the CCand CFLAGS environment variables
withthebui | dobj ser ver command. The example also showshow to link inthe math
library on UNIX systems using the Bourne or Korn shellsusingthe -f and -1 m
options:

CFLAGS=-g CC=/bin/cc \
bui | dobj server -r TUXEDO'SQ -0 TLR -f TLR o -f util.o -I -Im

The following example shows how to use the bui | dobj ser ver command on UNIX
systems with no resource manager specified:

bui | dobj server -0 PRINTER -f PRI NTER. o
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Sample RM  Thefollowing are sample RM filesfor all the supported operating system platforms:

Files )
WindowsNT

Oracl e_XA; xaosw; C:\ Orant\rdbns73\ xa\ xa73.1ib
C\Oant\pro22\lib\msvc\sqllibl8.1ib

UNIX

Or acl e_XA: xaosw. - LEORACLE_HOMVE/ rdbns/ i b
- LBORACLE_HOVE/ preconp/lib -lc
- L/ home4/ n01/ app/ oracl e/ product/7.3.2/1ib -Isql -lclntsh
-Isqlnet -Incr -Icomon -lgeneric -lepc -Inlsrtl3 -1c3v6
-lcore3 -lsocket -Insl -Im-Idl -Ithread

Digital UNIX

O acl e_XA: xaosw. - L8{ ORACLE_HOME}/ i b -1 xa
${ ORACLE_HOME}/ i b/ 1'i bsql .a -1sqlnet -lncr -1sqlnet
${ORACLE HOVE}/Ilib/libclient.a -l comon -1generic -1sql net
-l ncr -1sgl net ${ORACLE_HOVE}/Ilib/libclient.a -1common
-lgeneric -lepc -lepcpt -Inlsrtl3 -1¢c3v6 -1core3
-Ilnlsrtl3 -lcore3d -Inlsrtl3 -Im

AlX

O acl e_XA: xaosw. - LB{ ORACLE_HOME} /i b -1xa -1sqgl -1sqlnet
-lncr -lclient -lcomon -lgeneric -lepc -Inlsrtl3 -1c3v6
-lcore3 -Im-11d

HP-UX : Oracle 8.04

O acl e XA xaosw. - LB{ ORACLE HOVE}/lib -lclntsh
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Name

Synopsis

Description

bui | dser ver —Constructs a BEA Tuxedo ATMI server load module.

buil dserver [-C] [-s { @ilenane | service[,service . . . ]
[:func]| :func } ] [-v] [-0 outfile] [-f firstfiles]
[-1 lastfiles] [{-r]|-g} rmmane] [-K] [-t]

bui | dser ver isused to construct a BEA Tuxedo ATMI server load module. The
command combines the files supplied by the - f and -1 options with the standard
server main routine and the standard BEA Tuxedo ATMI libraries to form aload
module. The load module is built by the cc (1) command, which bui | dser ver
invokes. (Seecc(1) inany UNIX system reference manual.) The optionsto

bui | dser ver have the following meaning:

-V
Specifiesthat bui | dser ver should work in verbose mode. In particular, it
writes the compilation command to its standard output.

-o outfile

Specifies the name of the file the output load module isto have. If not
supplied, the load module is named SERVER.

-ffirstfiles
Specifiesone or more user filesto beincluded in the compilation and link edit
phases of bui | dser ver first, before the BEA Tuxedo ATMI libraries. If
more than onefile is specified, filenames must be separated by white space
and the entire list must be enclosed in quotation marks. This option may be
specified multipletimes. The CFLAGS and ALTCFLAGS environment variabl es,
described below, should be used to include any compiler options and their
arguments.

-1 lastfiles
Specifiesone or more user filesto beincluded in the compilation and link edit
phases of bui | dser ver last, after the BEA Tuxedo ATMI libraries. If more
than onefileis specified, filenames must be separated by white space and the
entire list must be enclosed in quotation marks. This option may be specified
multiple times.
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- rmane

Specifiesthe resource manager associated with thisserver. Thevaluer mane
must appear in the resource manager table located in
$TUXDI R/ udat aobj / RM Each linein thisfileis of the form:

rmane: rstruct ure_nane: | i brary_nanes

(Seebui | dt ns( 1) for further details.) Using the r mane value, the entry in
$TUXDI R/ udat aobj / RMis used to include the associated libraries for the
resource manager automatically and to set up the interface between the
transaction manager and resource manager properly. Other values can be
specified as they are added to the resource manager table. If the-r optionis
not specified, the default is to use the null resource manager. Refer to the
UBBCONFI (( 5) reference page.

-s { @filenane |service[,service..][:func] |:func}]

Specifies the names of services that can be advertised when the server is
booted. Service names (and implicit function names) must be less than or
equal to 15 charactersin length. An explicit function name (that is, a name
specified after acolon) can be up to 128 charactersin length. Names longer
than these limits are truncated with a warning message. When retrieved by

t madm n(1) or TM_M B(5), only thefirst 15 characters of a name are
displayed. (Seeser vopt s(5) .) All functionsthat can be associated with a
service must be specified with this option. In the most common case, aservice
is performed by afunction that carriesthe same name; that is, thex serviceis
performed by function x. For example, the following specification builds the
associated server with servicesx, y, and z, each to be processed by afunction
of the same name:

-s X,Y,2

In other cases, aservice (or several services) may be performed by afunction
of adifferent name. The following specification builds the associated server
with services x, y, and z, each to be processed by the function abc:

-S X,Y, z:abc

Spaces are not allowed between commas. Function name is preceded by a
colon. In another case, the service name may not be known until run time.
Any function that can have a service associated with it must be specified to
bui | dser ver . To specify afunction that can have a service name mapped to
it, put acolon in front of the function name. For example, the following
specification builds the server with afunction pgr , which can have a service
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association. t padverti se(3c) could be used to map a service name to the
pgr function.

-s :pgr

A filename can be specified with the - s option by prefacing the filename
with the @’ character. Each line of thisfile istreated as an argument to the
- s option. You may put commentsin thisfile. All comments must start with
the‘# character. Thisfile can be used to specify all thefunctionsin the server
that may have services mapped to them.

The - s option may appear several times. Note that services beginning with
the*.’ character arereserved for systemuse, and bui | dser ver will fail if the
- s option is used to include such a service in the server.

Specifies COBOL compilation.

bui | dser ver normally usesthe cc command to producethea. out . In order
to allow for the specification of an alternate compiler, bui | dser ver checks
for the existence of a shell variable named CC. If CC does not exist in

bui | dser ver csenvironment, or if itisthestring" ", bui | dser ver will use
cc asthe compiler. If CC does exist in the environment, its valueis taken to
be the name of the compiler to be executed. Likewise, the shell variable
CFLAGS istaken to contain a set of parameters to be passed to the compiler.

Keeps the server main stub. bui | dser ver generates amain stub with data
structures such as the service table and amai n() function. Thisis normally
compiled and then removed when the server isbuilt. Thisoption indicatesthat
the source file should be kept (to see what the source filenameis, usethe - v

option).

Note: Thegenerated contents of thisfile may change from releaseto release; DO
NOT count on the data structures and interfaces exposed in this file. This
option is provided to aid in debugging of build problems.

Specifies multithreading. If you want your servers to be multithreaded, this
optionismandatory. If this option is not specified and you try to boot aserver
with a configuration file in which the value of MAXDI SPATCHTRHREADS is
greater than 1, awarning message is printed in the user log and the server
reverts to single-threaded operation.
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Environment
Variables

TUXDI R

CFLAGS

ALTCC

Note:

The purpose of this option isto prevent an administrator from trying to boot,
as amultithreaded server, a server that is not programmed in athread-safe
manner.

bui | dser ver usestheenvironment variable TUXDI Rtofind the BEA Tuxedo
ATMI libraries and include files to use during compilation of the server
process.

bui | dser ver normally usesthedefault C language compilation command to
produce the server executable. The default C language compil ation command
is defined for each supported operating system platform and is defined as
cc(1) for the UNIX system. In order to alow for the specification of an
alternate compiler, bui | dser ver checksfor the existence of an environment
variable named CC. If CC does not exist in thebui | dser ver environment, or
ifitisthestring"", bui | dser ver will usethe default C language compiler.
If CC does exist in the environment, its value is taken to be the name of the
compiler to be used.

The environment variable CFLAGS istaken to contain aset of argumentsto be
passed as part of the compiler command line. Thisisin addition to the
command line option "- I ${ TUXDI R}/ i ncl ude" passed automatically by
bui | dser ver . If CFLAGS does not exist in bui | dser ver 's environment, or
if itisthestring” ", no compiler command line arguments are added by

bui | dserver.

When the - C option is specified for COBOL compilation, bui | dser ver
normally uses the BEA Tuxedo shell cobcc(1) whichinturn callscob to
produce the server executable. In order to allow for the specification of an
alternate compiler, bui | dser ver checksfor the existence of an environment
variable named ALTCC. If ALTCC does not exist in bui | dserver’s
environment, or if itisthestring" ", bui | dser ver will usecobcec. If ALTCC
does existintheenvironment, itsvalueistaken to be the name of the compiler
command to be executed.

On a Windows system, the ALTCC and ALTCFLAGS environment variables are
not applicable and setting them will produce unexpected results. Y ou must
compile your application first using a COBOL compiler and then pass the
resulting object file to the bui | dser ver (1) command.
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Compatibility

Portability

Notices

ALTCFLAGS
The environment variable ALTCFLAGS is taken to contain a set of additional
arguments to be passed as part of the COBOL compiler command line when
the - Coption is specified. Thisisin addition to the command line option
"-1${ TUXDI R}/ i ncl ude" passed automatically by bui | dser ver . Whenthe
- Coption is used, putting compiler options and their argumentsin the
bui | dserver -f option will generate errors; they must be put in
ALTCFLAGS. If not set, then thevalueis set to the same val ue used for CFLAGS,
as specified above.

Note: See previous note, under ALTCC environment variable.

COBOPT
The environment variable COBOPT is taken to contain a set of additional
arguments to be used by the COBOL compiler, when the - C option is
specified.

COBCPY
The environment variable COBCPY indicateswhich directories contain a set of
COBOL copy filesto be used by the COBOL compiler, when the - C option
is specified.

LD LI BRARY_PATH (Unix systems)
The environment variable LD_LI BRARY_PATH indicates which directories
contain shared objects to be used by the COBOL compiler, in addition to the
BEA Tuxedo shared objects. Some Unix systems require different
environment variables. For HP-UX systems, use the SHLI B_PATH
environment variable. FOR AlX systems, use the LI BPATH environment
variable.

LI B (Windows NT systems)
Indicatesalist of directorieswithin whichto find libraries. A semicolon (;) is
used to separate the list of directories.

In earlier releases, the - g option was allowed to specify agenopt i on of sql or
dat abase. For upward compatibility, this option is a synonym for the - r option.

Thebui | dser ver compilation tool is supported on any platform on which the BEA
Tuxedo ATMI server environment issupported. RM XA librariesare not supported on
the Windows platform.

Some compilation systems may require some code to be executed within the mai n() .
For example, this could be used toinitialize constructorsin C++ or initialize thelibrary
for COBOL. A general mechanism is available for including application codein the
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Examples

See Also

server mai n() immediately after any variable declarations and before any executable
statements. Thiswill allow for the application to declare variables and execute
statements in one block of code. The application exit is defined as follows: #i f def
TMVAI NEXI T #i ncl ude "mai nexi t. h" #endif. To usethisfeature, the application
should include " - DTMVAI NEXI T" in the ALTCFLAGS (for COBOL) or CFLAGS (for C)
environment variables and provide amai nexi t . h in the current directory (or use the
- I include option to include it from another directory).

For example, Micro Focus Cobol V3.2.x with a PRN number with the last digits
greater than 11.03 requires that cobi ni t () be called in mai n before any COBOL
routines, if using shared libraries. This can beaccomplished by creatinganai nexi t . h
filewith acall to cobi ni t () (possibly preceded by afunction prototype) and
following the procedure above.

Thefollowing example shows how to specify the resource manager (- r TUXEDQ' SQL)
libraries on the bui | dser ver command line;

bui |l dserver -r TUXEDO SQL -s OPEN ACCT -s CLOSE ACCT -o ACCT
-f ACCT.o -f appinit.o -f util.o

The following example shows how bui | dser ver can be supplied CC and CFLAGS
variables and how - f can be used to supply a- | moption to the cClineto link in the
math library:

CFLAGS=-g CC=/bin/cc buildserver -r TUXEDO SQL -s DEPOSI T
-s WTHDRAWAL -s INQURY -o TLR -f TLR o -f util.o -f -Im

The following example shows use of the bui | dser ver command with no resource
manager specified:

bui |l dserver -s PRINTER -0 PRINTER -f PRI NTER o

The following example shows COBOL compilation:

COBCPY=$TUXDI R/ cobi ncl ude COBOPT="-C ANS85 -C ALI G\=8 - C NO BMCOWP
-C TRUNC=ANS| -C OSEXT=cbl" COBDI R=/usr/1i b/ cobol

LD_LI BRARY_PATH=$COBDI R/ cobl i b export COBOPT COBCPY COBDI R

LD LI BRARY_PATH bui l dserver -C -r TUXEDQ SQL -s OPEN_ACCT

-s CLOSE_ACCT -0 ACCT -f ACCT.o -f appinit.o -f util.o

bui | dt ms( 1), servopt s(5), UBBCONFI ( 5)

C compiler and linker documentation in the reference manual for your operating
system
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Name
Synopsis

Description

bui | dt ms—Constructs a transaction manager server load module.
buildtnms [ -v ] -0 nane -r rmnane
bui | dt ms is used to construct a transaction manager server load module.

While several TM servers are provided with the BEA Tuxedo system, new resource
managers may be provided to work with the BEA Tuxedo system for distributed
transaction processing. The resource manager must conform to the X/OPEN XA
interface. Thefollowing four items must be published by the resource manager vendor:
the name of the structure of typexa_swi t ch_t that contains the name of the resource
manager, flags indicating capabilities of the resource manager, and function pointers
for the actual XA functions; the name of the resource manager that is contained in the
name element of thexa_swi t ch_t structure; the name of the object filesthat provide
the services of the XA interface and supporting software; and the format of the
information string supplied to the OPENI NFO and CLOSEI NFO parametersin the
UBBCONFI G configuration file. See UBBCONFI G( 5) .

When integrating a new resource manager into the BEA Tuxedo system, thefile
$TUXDI R/ udat aobj / RMmust be updated to include the information about the
resource manager. The format of thisfileis

rmnane: rmstructure_nane: library_nanes

where r m nane isthe resource manager name, r m st r uct ur e_nane isthe name of
thexa_swi t ch_t structure, and | i brary_nanes isthelist of object files for the
resource manager. White space (tabs and/or spaces) is allowed before and after each
of the values and may be embedded within the! i br ary_names. The colon (:)
character may not be embedded within any of the values. Lines beginning with apound
sign (#) are treated as comments and are ignored.

A transaction manager server for the new resource manager must be built using

bui | dt ms and installed in $TUXDI R/ bi n. bui | dt ms usesthe bui | dserver (1)
command to build the resulting a. out . The optionsto bui | dt ms have the following
meaning:
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Portability

Examples

See Also

Specifiesthat bui | dt ms should work in verbose mode. In particular, it writes
the bui | dser ver command to its standard output and specifiesthe -v
option to bui | dser ver .

-0 nane
Specifies the name of the file the output load module is to have.

-r rmnane
Specifies the resource manager associated with this server. The value
r m_nanme must appear in the resource manager table located in
$TUXDI R/ udat aobj / RM The entry associated with ther m nane vaueis
used to include the correct libraries for the resource manager automatically
and properly to set up the interface between the transaction manager and
resource manager (using the xa_swi t ch_t structure).

bui | dt ms usesthebui | dser ver commandto producethea. out . bui | dser ver uses
the CC and CFLAGS environment variables, if set, for the compiler and compiler flags,
respectively. Seebui | dser ver (1) for further details.

bui | dt ms is supported as a BEA Tuxedo system-supplied compilation tool on any
platform on which the BEA Tuxedo ATMI or CORBA server environment is
supported. RM XA libraries are not supported on the Windows platform.

buildtnms -o $TUXDI R/ bin/ TMS_XYZ -r XYZ/ SQL # TM5S for XYZ resource
nanager

bui | dserver (1), UBBCONFI G( 5)
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Name
Synopsis

Description

bui | dwsh—Builds customized workstation handler process.
buildwsh [ -v ] [ -o nanme] [ -f files]

bui | dwsh isused to construct a customized BEA Tuxedo ATMI workstation handler
module. Thefilesincluded by the caller should include only the application buffer type
switch and any required supporting routines. The command combines the files
supplied by the - f option with the standard BEA Tuxedo ATMI libraries necessary to
form aworkstation handler load module. The load moduleis built by the cc(1)
command described in UNIX system reference manuals, which bui | dwsh invokes.
The optionsto bui | dwsh have the following meaning:

-V
Specifiesthat bui | dwsh should work in verbose mode. In particular, it writes
the cc command to its standard output.

-0 nanme
Specifies the filename of the output workstation handler load module. The
name specified here must al so be specified with the - wwWsHnanme option of the
WBL(5) serverinthe SERVER section of theconfigurationfile. If not supplied,
the load module is named WsH.

-ffirstfiles
Specifies one or more user files to be included in the compilation and/or link
edit phases of bui | dwsh. Source files are compiled using the either the cc
command or the compilation command specified through the CCenvironment
variable. Object files resulting from compilation of source files and object
files specified directly as argumentsto the - f option are included after all
object files necessary to build a base workstation handler process and before
the BEA Tuxedo ATMI libraries. If morethan onefileis specified, filenames
must be separated by white space and the entire list must be enclosed in
guotation marks. This option can be specified multiple times.

bui | dwsh normally usesthe cc command to producethea. out . In order to allow for
the specification of an alternate compiler, bui | dwsh checksfor the existence of ashell
variable named CC. If cCdoesnot exist inbui | dwsh’senvironment, or if itisthestring
""" bui | dwsh will use cc asthe compiler. If CCdoes exist in the environment, itsvalue
is taken to be the name of the compiler to be executed. Likewise, the shell variable
CFLAGS istaken to contain a set of parameters to be passed to the compiler.
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If your application uses shared libraries, it is not necessary to go through this compile
and link process. See “Managing Typed Buffers’ in Programming BEA Tuxedo ATMI
Applications Using C.

Portability ~ Thebui | dwsh compilation tool is supported on any platform on which the BEA
Tuxedo ATMI server environment is supported.

Examples  CC=ncc CFLAGS="-1 $TUXDI R/include”; export CC CFLAGS buil dwsh
-0 APPWSH -f apptypsw. o

See Also  bui l dclient (1), WsL(5)

cc(l1), 1 d(1) inaUNIX system reference manual
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cobcee(1)

Name
Synopsis

Description

cobcc—COBOL compilation interface.
cobcc [option . . . ] filenane .

cobcc isused as an interface shell to the COBOL compiler. It isinvoked, by default,
when bui | dcl i ent (1) or bui | dserver (1) isexecuted with the- C (COBOL)
option. This can be overridden by specifying the ALTCC environment variable.

Thefollowing list indicates the options recognized by cobcc. To usethese options, set
the environment variable ALTCFLAGS to the string of options to be recognized by
cobcc whenrunningbui | dcl i ent orbui | dser ver . Consult your documentation for
the COBOL and C compilers to see what effect the various options have.

Note: OnaWindows system, the ALTCC and ALTCFLAGS environment variables are
not applicable and setting them will produce unexpected results. Y ou must
compile your application first using a COBOL compiler and then pass the
resulting object filetothe bui | dcl i ent (1) or bui | dserver (1) command.

Note that for cobcc, unlike cc and cob, all options must come before any filenames.

-C
This option specifies that the link phase should be suppressed. That is,
compilation will be done but an executable program will not be generated.

-p-g -r -0
These options are passed directly to the COBOL compiler.

-1 argunent
This option and its argument are passed directly to the COBOL compiler
(with no white space separating them).

-L argunent
This option and its argument are passed directly to the COBOL compiler
(with one space separating them).

-ooutput_file
This option is used to specify the name of the executable file that is output
from the link stage.
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See Also

-E-P-S
These options are passed through the COBOL compiler to the C compiler,
and also cause suppression of the link phase.

-A-C-H-f -G
These options are passed through the COBOL compiler to the C compiler.

-W
This option causes warnings to be suppressed from both the COBOL and C
compilers.

-Dar gunent
This option and its argument are passed through the COBOL compiler to the
C compiler. It isused to define macrosin C.

{-T-Y-U-l -B-X-F -q} argunent
Each of these options takes an argument.The option and its argument are
passed through the COBOL compiler to the C compiler.

-V -v
Each of these optionsis passed both to the COBOL compiler and the C
compiler.

-a -S
Each of these optionsis passed to the loader.

-u argunent
This option and its argument are passed to the |oader.

- W ar gunent

The argument may consist of up to three comma-separated fields. If the first
part of the argument is-p or -0, it is passed to the C compiler. If it startswith
-a, it is passed to the assembler. If it startswith -I , it is passed to the loader.
If it startswith -C, it is passed to the COBOL compiler. Otherwise, it is passed
through to the C compiler.

The options and their arguments and the filenames are passed to the COBOL compiler
with the correct options so that the right information is processed by the COBOL
compiler, the C compiler, or the loader. The COBOL compiler name is assumed to be
cob and already in the PATH.

bui l dclient (1), buildserver(1)
cc(1) inaUNIX system reference manual

Micro Focus COBOL/2 Operating Guide, Micro Focus Ltd.
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dmadmin(1)

Name
Synopsis

Description

Administration
Mode
Commands

dmadni n—BEA Tuxedo Domains Administration Command Interpreter.
dmadmin [ -c ]

dmadni n isan interactive command interpreter used for the administration of domain
gateway groups defined for aparticular BEA Tuxedo application. This page describes
the use of dmadni n for both TDomain gateways and the TOP END Domain Gateway
(TEDG) feature of the BEA Tuxedo system. dnadni n can operate in two modes:
administration mode and configuration mode.

dmadni n enters administration mode when called with no parameters. Thisis the
default. Inthismode, dnadni n can be run on any active node (excluding workstations)
within an active application. Application administrators can use thismode to obtain or
change parameters on any active domain gateway group. Application administrators
may also use this mode to create, destroy, or reinitialize the DMILOGfor a particular
local domain. Inthis case, the domain gateway group associated with that local domain
must not be active, and dnmadni n must be run on the machine assigned to the
corresponding gateway group.

dmadni n enters configuration mode when it isinvoked with the - ¢ option or when the
config subcommand isinvoked. Application administrators can use this mode to
update or add new configuration information to the binary version of the domain
configuration file (BDMCONFI G).

dmadni n requires the use of the Domains administrative server (DMADM) for the
administration of the BDMCONFI Gfile, and the gateway administrative server (GAVADM)
for the reconfiguration of active domain gateway groups. (There is one GAWADM per

gateway group.)

Once dmadni n has been invoked, commands may be entered at the prompt (“>"
according to the following syntax:

command [ ar gunent s]

Several commonly occurring arguments can be given defaults via the def aul t
command. Commands that accept parameters set viathe def aul t command check
def aul t to seeif avalue has been set. If one has not, an error message is returned.
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Once set, adefault remains in effect until the session is ended, unless changed by
another def aul t command. Defaults may be overridden by entering an explicit value
on the command line, or unset by entering the value“*”. The effect of an overridelasts
for asingle instance of the command.

Output from dmadmi n commands is paginated according to the pagination command
in use (see the pagi nat e subcommand below).

Commands may be entered either by their full name or their abbreviation (shownin
parentheses) followed by any appropriate arguments. Arguments appearing in square
brackets, [], are optional; those in curly braces, {}, indicate a selection from mutually
exclusive options. Note that for many commands| ocal _domai n_nane isarequired
argument, but note also that it can be set with the def aul t command.

The following commands are available in adni ni st r at i on mode:

advertise (adv) -d |ocal _domai n_nane [{ |service}]
Advertises al remote services provided by the named local domain or the
specified remote service.

audit (audit) -dlocal _domai n_name [{of f |on}]
Activates (on) or deactivates (of f ) the audit trace for the named local
domain. If no option is set, then the current setting will be toggled between
the valueson and of f , and the new setting will be printed. Theinitial setting
isof f.

When amulti-domain transaction is created in BEA Tuxedo 8.0 or later
software, the domain transaction auditing feature will automatically write the
global transaction 1D (GTRID) from theremote (parent) domaininto the audit
log of the local (subordinate) domain, along with the local GTRID.

Theaudit record contains colon-delimited string fieldsin the following order:
process ID, local domain name, remote domain name, service name, local
GTRID (only in transaction mode), parent GTRID (only in transaction
mode), audit record type (string), and current timestamp.

chbktime (chbt) -d | ocal _domai n_nane -t bktine
Changes the blocking timeout for a particular local domain.

config (config)
Enters configuration mode. Commands issued in this mode follow the
conventions defined in the section “ Configuration Mode Commands” later in
this reference page.
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connect (co) -d local _domai n_name [-Rrenote_domai n_nane]
Connectsthe local domain gateway to the remote gateway. If the connection
attempt fails and you have configured the local domain gateway to retry a
connection, repeated attempts to connect (via automatic connection retry
processing) are made. (If - Risnot specified, then the command appliesto all
remote domains configured for thislocal gateway.)

crdm og (crdlog)[-dlocal _domai n_nane]
Createsthe domain transaction log for the named local domain on the current
machine (the machine where dmadni n is running). The command uses the
parameters specified in the DMCONFI Gfile. This command failsif the named
local domain is active on the current machine or if the log already exists.

default (d) [-dlocal _domain_nane]
Setsthe corresponding argument to be the default local domain. Defaults may
be unset by specifying "*" as an argument. If the default command is entered
with no arguments, the current defaults are printed.

di sconnect (dco) -dlocal _domai n_nanme [-R renot e_donmai n_nane]
Breaks the connection between the local domain gateway and the remote
gateway and does not initiate connection retry processing. If no connectionis
active, but automatic connection retry processing isin effect, then stop the
automatic retry processing. (If - R isnot specified, then the command applies
to al remote domains configured for thislocal gateway.)

dsdm og (dsdlg) -d |ocal _domain_nane|[-y ]

Destroys the domain transaction log for the named local domain on the
current machine (that is, the machine where dmadni n isrunning). An error is
returned if aDMILOGIs not defined for thislocal domain, if the local domain
isactive, or if outstanding transaction records exist in the log. The term
outstanding transactions meansthat aglobal transaction has been committed
but an end-of-transaction has not yet been written. Thiscommand promptsfor
confirmation before proceeding unless the - y option is specified.

echo (e) [{off |on}]
Echoesinput command lineswhen set to on. If no optionis given, the current
setting istoggled, and the new setting is printed. Theinitia setting is off.

forgettrans (ft) -dlocal _domain_nane[-t tran_id]
Forgets one or al heuristic log records for the named local domain. If the
transaction identifier t r an_i d isspecified, then only the heuristic log record
for that transaction is forgotten. The transaction identifier t ran_i d can be
obtained from the pri nt t r ans command or from the ULOGfile.
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hel p (h) [command]

Prints help messages. If command is specified, the abbreviation, arguments,
and description for that command are printed. Omitting all arguments causes
the syntax of all commands to be displayed.

indm og (indlg) -d local_domain_nane[-y]

Reinitializes the domain transaction log for the named local domain on the
current machine (that is, the machine where dmadni n isrunning). An error is
returned if aDMILOG s not defined for thislocal domain, if the local domain
isactive, or if outstanding transaction records exist in the log. The term
outstanding transactions meansthat aglobal transaction has been committed
but an end-of-transaction has not yet been written. The command promptsfor
confirmation before proceeding unless the - y option is specified.

pagi nat e (page) [{of f | on}]

passwd

Paginates output. If no option is given, then the current setting will be
toggled, and the new setting is printed. Theinitial setting is on, unless either
standard input or standard output is a non-tty device. Pagination may only be
turned on when both standard input and standard output are tty devices.The
shell environment variable PAGER may be used to override the default
command used for paging output. The default paging command is the
indigenous one to the native operating system environment, for example, the
command pg is the default on UNIX system operating environments.

(passwd) [ -r ]l ocal _domai n_nane r enot e_donai n_nane

Prompts the administrator for new passwords for the specified local and
remote domains. The - r option specifies that existing passwords and new
passwords should be encrypted using anew key generated by the system. The
password islimited to at most 30 characters. passwd is not supported by the
TOP END Domain Gateway.

printdomain (pd) -d | ocal domai n_nane

Prints information about the named local domain. Information printed
includes alist of connected remote domains, alist of remote domains being
retried (if any), global information shared by the gateway processes, and
additional information that is dependent on the domain type instantiation.

printstats (pstats) -dlocal _domai n_nane

Prints statistical and performance information gathered by the named local
domain. The information printed is dependent on the domain gateway type.
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printtrans (pt) -d | ocal _domai n_name
Prints transaction information for the named local domain. The output for
each transaction record contains the following colon-delimited string fields:

process | D:local domain name:renote donmmin nane: service
nanme: |l ocal GTRID:renmbte GTRID:record type:tinmestanp

If the transaction islocal to the domain, ther enot e GTRI Dfield will be
empty between the colon delimiters.

quit (q)
Terminates the session.

resume (res) -d |local _domain_name[{ -all |service}]
Resumes processing of either the specified service or all remote services
handled by the named local domain.

stats (stats) -d local _domai n_nane [{ of f |on |reset }]
Activates(on), deactivates(of f ), or resets(r eset ) statisticsgathering for the
named local domain. If no option is given, then the current setting will be
toggled between the values on and of f , and the new setting will be printed.
Theinitial settingisof f .

suspend (susp) -d local _domain_name [{ -all |service}]
Suspends one or all remote services for the named local domain.

t opendpasswd (tepasswd) [-r] |ocal _donmai n_nane
Prompts the administrator for anew BEA TOP END password for the
specified local domain. The - r option specifies that existing passwords and
new passwords should be encrypted using anew key generated by the system.
The password is limited to at most 12 characters.

The new password is used when sending an RTQ message to aBEA TOP
END system on which security is enabled. The user ID that is passed isthe
DOMAI NI D of the local domain. t opendpasswd is supported only for TOP
END Domain Gateways.

unadvertise (unadv) -dlocal _domain_nane[{-all |service}]
Unadvertises one or all remote services for the named local domain.

verbose (v) [{off |on}]
Produces output in verbose mode. If no option is given, then the current
setting will be toggled, and the new setting is printed. Theinitial setting is
of f.
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Mode
Commands

! shel | conmand
Escapes to shell and executes shel | conmand.

Repeats previous shell command.

# [text]
Lines beginning with "#" are comment lines and are ignored.

<CR>
Repeats the last command.

The dmadni n command enters configuration mode when executed with the - ¢ option
or when the conf i g subcommand is used. In this mode, dmadni n allows run-time
updates to the BDMCONFI Gfile. dmadni n manages a buffer that contains input field
values to be added or retrieved, and displays output field values and status after each
operation completes. The user can update the input buffer using any available text
editor.

drmadni n first prompts for the desired section followed by a prompt for the desired
operation.

The prompt for the section is as follows:

Section:
1) RESOURCES 2) LOCAL_DOMAI NS
3) REMOTE_DOMAI NS 4) LOCAL_SERVI CES
5) REMOTE_SERVI CES  6) ROUTI NG
7) ACCESS_CONTROL 8) PASSWORDS
9) TDOMAI NS 10) CSITPS
11) SNADOVG 12) LOCAL_REMOTE_USER
13) REMOTE_USERS 14) SNACRVG
15) SNASTACKS 16) SNALI NKS
18) TOPEND 19) ©sl TPX
qQ QUIT

Enter Section [1]:

The number of the default section appearsin square brackets at the end of the prompt.
Y ou can accept the default by pressing RETURN or ENTER. To select another section
enter its number, then press RETURN or ENTER.

dmadni n then prompts for the desired operation.

Oper ati ons:
1) FIRST 2) NEXT
3) RETRI EVE 4) ADD
5) UPDATE 6) DELETE
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7) NEWSECTION 8) QUIT
Enter Operation [1]:

The number of the default operation is printed in square brackets at the end of the
prompt. Pressing RETURN or ENTER sel ects this option. To select another operation
enter its number, then press RETURN or ENTER.

The currently supported operations are:

1. FI RST—retrievesthefirst record from the specified section. No key fields are
needed (they areignored if in the input buffer).

2. NEXT—retrieves the next record from the specified section, based on the key
fieldsin the input buffer.

3. RETRI EVE—retrieves the indicated record from the specified section by key
field(s) (see fields description below).

4. ADD—adds the indicated record in the specified section. Any fields not specified
(unless required) take their defaults as specified in DMCONFI G 5) . The current
valuefor all fieldsisreturned in the output buffer. This operation can only be
done by the BEA Tuxedo administrator.

5. UPDATE—updates the record specified in the input buffer in the selected section.
Any fields not specified in the input buffer remain unchanged. The current value
for al fieldsisreturned in the input buffer. This operation can only be done by
the BEA Tuxedo administrator.

6. DELETE—deletes the record specified in the input buffer from the selected
section. This operation can only be done by the BEA Tuxedo system
administrator.

7. NEW SECTI ON—clears the input buffer (all fields are deleted). After this
operation, dmadm n immediately prompts for the section again.

8. QUI T—exitsthe program gracefully (dmadmi n isterminated). A value of q for
any prompt also exits the program.

For configuration operations, the effective user identifier must match the BEA Tuxedo
administrator user identifier (Ul D) for the machine on which this program is executed.
When arecord is updated or added, all defaults and validations used by dm oadcf ( 1)

are enforced.

dmadni n then prompts you to indicate whether you want to edit the input buffer:
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Configuration
Input Format

Enter editor to add/nodify fields [n]?

Entering avalue of y putsthe input buffer into atemporary file and executes the text
editor. The environment variable EDI TOR is used to determine which editor isto be
used; the default is ed. The input format is a set of field name/field value pairsand is
described in the “ Configuration Input Format” section below. The field names
associated with each DMCONFI G section are listed in tables in the subsections below.
The semantics of the fields and associated ranges, defaults, restrictions, and so on are
described in DMCONFI G( 5) and DMCONFI G f or GWTOPEND( 5) . Inmost cases, thefield
name isthe same as the KEYWORD in the DMCONFI Gfile, prefixed with "TA_". When the
user completes editing the input buffer, dmadmi n readsit. If more than onelineis
included for a particular field name, thefirst lineisused and other lines areignored. If
any errors occur, asyntax error is printed and dnmadni n prompts you to indicate
whether you want to edit the file to correct the problem:

Enter editor to correct?

If the problemisnot corrected (responsen), then theinput buffer will contain nofields.
Otherwise, the editor is executed again.

Finally, dmadni n asks whether the operation should be executed:
Perform operation [y]?

When the operation completes, dmadni n printsthe return valueasin Ret ur n val ue
TAXK followed by the output buffer fields. The process then begins again with a
prompt for the section. All output buffer fields are available in the input buffer unless
the buffer is cleared.

Entering break at any time restarts the interaction at the prompt for the section.

When " QUI T is selected, dmadmi n prompts for authorization to create a backup text
version of the configuration file:

Unl oad BDMCONFI G file into ASCI I backup [y]?

If abackup is selected, dmadni n prompts for afilename:

Backup fil ename [ DMCONFI G

On success, dnadni n indicates that a backup was created; otherwise, an error is
printed.

Input packets consist of lines formatted as follows:

fl dnanme fl dval
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Configuration
Limitations

Domains
Terminology
Improvements

Restrictions for
Configuration
Field Identifiers/
Updates

The field name is separated from the field value by one or more tabs (or spaces).

Lengthy field values can be continued on the next line by having the continuation line
begin with one or more tabs (which are dropped when read back into dmadni n).

Empty lines consisting of a single newline character are ignored.

To enter an unprintable character in the field value or to start afield value with atab,
use a backslash followed by the two-character hexadecimal representation of the
desired character (see ASCI | (5) in aUNIX reference manual). A space, for example,
can be entered inthe input dataas\20. A backslash can be entered using two backslash
characters. dmadmi n recognizes all input in this format, but its greatest usefulnessis
for non-printing characters.

The following are general limitations of the dynamic domain reconfiguration
capability:

m Valuesfor key fields (as indicated in the following sections) may not be
modified. Key fields can be modified, when the system is down, by reloading
the configuration file.

m  Dynamic deletions cannot be applied when local domains are active (the
corresponding gateway group is running).

In thisrelease, some of the domains terminology is changing. The Domains MIB uses
improved class and attribute terminology to describe the interaction between local and
remote domains. While thisimproved terminology is more accurate than previous
domains terminology, the scope of changes to domains-related documentation and
error messages is limited in this release. The improved terminology has been applied
to the DM_M B classes, reference page, and error messages, the DMCONFI Gfile syntax,
and various DMCONFI G error messages.

For backwards compatibility, aliases are provided between the DMCONFI Gterminology
used prior to thisrelease and theimproved Domains MIB terminology. In thisrelease,
DMCONFI G accepts both versions of the terminology. For details, see “Domains
Terminology Improvements’ inthe DM M B(5) reference page.

The following sections describe, for each DMCONFI G section, the field identifiers
associated with each DMCONFI Gfield, the field type of each identifier, and when each
field can be updated. All applicable field values are returned with the retrieval
operations. Fieldsthat are allowed and/or required for adding arecord are described in
DMCONFI G(5) and DMCONFI G f or GWIOPENDX 5) . Fields indicated below as key are
key fields that are used to uniquely identify arecord within section. These key fields
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arerequired to be in the input buffer when updates are done and are not allowed to be
updated dynamically. The Updat e column indicates when afield can be updated. The
possible values are:

m  Yes—can be updated at any time.

m  NoGW—cannot be updated dynamically while the gateway group representing the
local domain is running.

m  No—cannot be updated dynamically while at least one gateway group is running.

Configuring the ~ Thefollowing table lists the fieldsin the DM_LOCAL_DOVAI NS section.
DM_LOCAL

_DOMAINS  Table4DM_LOCAL_DOMAINSSECTION

Section

Field I dentifier Type Update Notes
TA_LDOM String NoGW Key
TA_AUDI TLOG String NoGW
TA_BLOCKTI ME Numeric  NoGW
TA_CONNECTI ON_PQLI CY String NoGW
TA_DOVAI NI D String NoGW
TA_DMILOGDEV String NoGW
TA_DMILOGNAME String NoGW
TA_DMTLOGSI ZE Numeric  NoGW
TA_GWNCRP String NoGW
TA_MAXRDOM Numeric  NoGW
TA_MAXRDTRAN Numeric  NoGW
TA_MAXRETRY Numeric  NoGW
TA_MAXTRAN Numeric  NoGW
TA_RETRY_| NTERVAL Numeric  NoGW
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Table4 DM_LOCAL_DOMAINSSECTION

Field Identifier

Type

Update

Notes

TA_SECURI TY

String

NoGW

TDomain format:
{NONE | APP_PW|

DM _PW

TEDG format:

{NONE | CLEAR| SAFE |
PRI VATE}

OSITPX format:

{ NONE| DM_PW

TA_TYPE

String

NoGW

format:{ TDOVAI N |
oSl TP | CSI TPX |
TOPEND}

Configuring the ~ The following table lists the fields in the DM_REMOTE_DOMAI NS section.

DM_REMOTE

_DOMAINS  Table5DM_REMOTE_DOMAINS SECTION

Section

Field I dentifier Type Update Notes

TA_RDOM String No Key

TA _DOVAI NI D String No

TA _TYPE String No Format: { TDOVAI N| CSI TP |
TOPEND}

Configuring the ~ The DM_TDOWAI N section contains the network addressing parameters required by
DM_TDOMAIN  TDOMAI N type domains. The following table lists the fieldsin this section.

Section

Table6 DM_TDOMAIN SECTION

Field I dentifier Type Update
TA_LDOM or TA_RDOM String  No/NoGW
TA_NWADDR String No/NoGW  Text format

(no embedded NULL characters)
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Table 6 DM_TDOMAIN SECTION

Field I dentifier Type Update Notes

TA_NWDEVI CE String . No/NoGW

If the domain identifier (TA_LDOV) is alocal domain identifier, then the TA_ NWADDR
and TA_NWDEVI CE fields can be updated if the gateway group representing that local
domain is not running.

Configuring the  The DM _GOsI TP section contains the network addressing parameters required by oSl TP
DM_OSITP  type domains. The following table lists the fieldsin this section.

Section
Note: For BEA Tuxedo 8.0 or later, you must use the DM_0OSI TPX domain to

configure the network addressing parameters for OSI TP 4.0 or later.

Table7DM_OSITP SECTION

Field I dentifier Type Update Notes
TA_LDOM or TA_RDOM String No/NoGW Key
TA_APT String No/NoGW

TA_AEQ String No/NoGW

TA_AET String No/NoGW

TA_ACN String No/NoGW

TA_API D String No/NoGW

TA_AEI D String No/NoGW

TA_PRCFI LE String No/NoGW

If the domain identifier (TA_LDOM) isalocal domain identifier, then the other fieldsin
this table can be updated if the gateway group representing that local domain is not
running.
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Configuring the
DM_OSITPX
Section

Configuring the
DM_TOPEND
Section

Table8 DM _OSITPX SECTION

The DM_0sI TPX section contains the network addressing parameters required by
oSl TPX type domains. The following table liststhe fieldsin this section.

Field I dentifier Type Update Notes
TA_LDOM or TA_RDOM String No/NoGW Key
TA _AET String No/NoGW
TA_NWADDR String No/NoGW

TA TSEL String No/NoGW

TA_TAI LORPATH String No/NoGW

TA PSEL String No/NoGW

TA_SSEL String No/NoGW

TA _DNSRESOLUTI ON String No/NoGW

TA_M NENCRYPTBI TS Numeric No/NoGW
TA_MAXENCRYPTBI TS Numeric No/NoGW

TA_MULTI PLEXI NG Numeric No/NoGW

TA _XATM ENCCDI NG String No/NoGW

TA_OPTI ONS String No/NoGW
TA_EXTENSI ONS String No/NoGW

The DM_TOPEND section contains the network addressing parameters required by
TOPEND type domains. The following table liststhe fieldsin this section.
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If the domain identifier (TA_LDOM isalocal domain identifier, then the other fieldsin
this table can be updated if the gateway group representing that local domain is not
running.
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Configuring the
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DM_LOCAL
SERVICES
Section
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Table9 DM_TOPEND SECTION

Field Identifier

Type

Update

Notes

TA_LDOM or TA_RDOM

String

No/NoGW

Key

TA_NWADDR

String

No/NoGW

ASCII format (no
embedded NULL
characters)

TA_NWDEVI CE

String

No/NoGW

ASCII format (no
embedded NULL
characters)

TA_TP_SYSTEM

String

No/NoGW

BEA TOP END
system name

TA_TE_PWD

String

NoGW

BEA TOP END
password

Appliesonly to
local entries

If

m Thedomain identifier isaloca domain identifier (TA_LDOM), and

m  The gateway group representing that local domain is not running (NoGW

then the TA_NWADDR, TA_NWDEVI CE, TA_TP_SYSTEM and TA_TE_PWD fields can be
updated. If the domain identifier is aremote domain identifier (TA_RDOM), then the
TA_NWADDR, TA_NVDEVI CE, and TA_TP_SYSTEMfields cannot be updated while any
gateway group is running (No). Note that TE_TE_PWD applies only to local domain

identifiers (TA_LDOM).

Thefollowing table lists the fieldsin the DM_LOCAL_SERVI CES section.

Table10 DM_LOCAL_SERVICES SECTION

Field I dentifier Type Update
TA_SERVI CENAME String No
TA_LDOM String Yes
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Table 10 DM_LOCAL_SERVICES SECTION

Field I dentifier Type Update Notes

TA_RNAME String Yes Not applicableto TEDG

TA ACLNAME String Yes

TA _BUFTYPE String Yes

TA BUFSTYPE String Yes

TA_OBUFTYPE String Yes

TA _OBUFSTYPE String Yes

TA_TE_PRODUCT String NoGW Applicableto TEDG only

TA _TE_FUNCTI ON String NoGW Applicable to TEDG only

TA _TE_TARCET String NoGW Applicableto TEDG only

TA TE_QUALI FI ER Numeric NoGW Applicableto TEDG only

TA_TE_RTQGROUP String NoGW Applicableto TEDG only

TA TE_RTONAME String NoGW Applicable to TEDG only

TA _TYPE String NoGW Format: { SERVI CE |
QSPACE | QNAME}
Applicableto TEDG only

TA | NRECTYPE String Yes Applicable to OSITPX
only

TA | NRECSTYPE String Yes Applicable to OSITPX
only

TA_OUTRECTYPE String Yes Applicable to OSITPX
only

TA OUTRECSTYPE String Yes Applicable to OSITPX
only

TA_COUPLI NG String Yes Applicable to OSITPX

only
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Configuring the  The following table lists the fieldsin the DM REMOTE_SERVI CES section.
DM_REMOTE_

SERVICES  Table 11 DM_REMOTE_SERVICES SECTION

Section

Field I dentifier Type Update Notes

TA_SERVI CENAME String No Key

TA_RDOM String No Key

TA_LDOM String No Key

TA_RNAME String Yes Not applicable to TEDG

TA_CONV String NoGW Format: { Y| N}

TA_BUFTYPE String Yes

TA_BUFSTYPE String Yes

TA_OBUFTYPE String Yes

TA_OBUFSTYPE String Yes

TA_ROUTI NGNAME String Yes

TA_TRANTI ME numeric Yes

TA_TE_PRCDUCT Sring Yes Applicableto TEDG only

TA_TE_FUNCTI ON Sring Yes Applicableto TEDG only

TA_TARCGET Sring Yes Applicableto TEDG only

TA_TE_QUALI FI ER Numeric Yes Applicableto TEDG only

TA_TE_RTQGROUP Sring Yes Applicableto TEDG only

TA_TE_RTOQNAME Sring Yes Applicableto TEDG only

TA_TYPE Sring Yes Format: { SERVI CE |
QSPACE | QNAME}
Applicable to TEDG only

TA_| NRECTYPE String Yes Applicable to OSITPX
only
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Configuring the
DM_ROUTING
Section

Table 11 DM_REMOTE_SERVICES SECTION

Field I dentifier Type Update Notes

TA | NRECSTYPE String Yes Applicableto OSITPX
only

TA_OUTRECTYPE String Yes Applicableto OSITPX
only

TA OUTRECSTYPE String Yes Applicableto OSITPX
only

TA_AUTOPREPARE String Yes Applicable to OSITPX
only

TA_TPSUTTYPE String Yes Applicableto OSITPX
only

TA_REMIPSUT String Yes Applicableto OSITPX

only

The following table lists the fields in the DM_ROUTI NG section.

Table 12 DM_ROUTING SECTION

Field I dentifier Type Update Notes
TA_ROUTI NGNAME String No Key
TA _FI ELD String Yes

TA _RANGE String Yes

TA _BUFTYPE String Yes
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Configuring the
DM_ACCESS_
CONTROL
Section

Configuring the
DM_
PASSWORDS
Section

Diagnostics in
Configuration
Mode

The following table lists the fields in the DM_ACCESS_CONTROL section.

Table13DM_ACCESS CONTROL SECTION

Field I dentifier Type Update Notes
TA_ACLNAME String No Key
TA_RDOM String Yes

Thefollowing tableliststhefieldsin the DM_PASSWORDS section. This section does not
apply to the TEDG.

Table 14 *DM_PASSWORDS SECTION

Field I dentifier Type Update Notes

TA_LDOM String No Key

TA_RDOM String No Key

TA_LPWD String Yes Format: { Y| N| U}
TA_RPWD String Yes Format: { Y| N| U}

The TA_LPWD and TA_RPWD show the existence of a defined password for the local
and/or the remote domain. Passwords are not displayed. If an UPDATE operation is
selected, the value of the corresponding field must be set to U. The program will then
prompt with echo turned off for the corresponding passwords.

drmadni n failsif it cannot allocate an FML typed buffer, if it cannot determine the
/et c/ passwd entry for the user, or if it cannot reset the environment variables
FI ELDTBLS or FLDTBLDI R.

The return value printed by dmadni n after each operation completes indicates the
status of the requested operation. There are three classes of return values.

The following return values indicate a problem with permissions or a BEA Tuxedo
communications error. They indicate that the operation did not compl ete successfully.

[TAEPERM
The calling process specified an ADD, UPDATE, or DELETE operation but it is
not running asthe BEA Tuxedo administrator. Update operations must berun
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by the administrator (that is, the user specified in the Ul D attribute of the
RESOURCES section of the TUXCONFI Gfile).

[TAESYSTEM
A BEA Tuxedo error has occurred. The exact nature of the error iswritten to
userl og(3c).

[TAECS]
An operating system error has occurred.

[TAETI ME]
A blocking timeout occurred. The input buffer was not updated so no
information was returned for retrieval operations. The status of update
operations can be checked by doing aretrieval on the record that was being
updated.

The following return values indicate a problem in doing the operation itself and
generally are semantic problems with the application data in the input buffer. The
string field TA_STATUS will be set in the output buffer and will contain short text
describing the problem. The string field TA_BADFLDNANME will be set to the field name
for the field containing the value that caused the problem (assuming the error can be
attributed to asingle field).

[TAECONFI G
An error occurred while the BDMCONFI G file was being read.

[TAEDUPLI CATE]
The operation attempted to add a duplicate record.

[TAEI NCONSI S]
A field value or set of field values are inconsistently specified.

[TAENOTFOUND]
The record specified for the operation was not found.

[TAENGCSPACE]
The operation attempted to do an update but there was not enough space in
the BDMCONFI Gfile.

[TAERANGE]
A field valueis out of range or isinvalid.

[TAEREQUI RED]
A field valueisrequired but not present.
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Example

[TAESI zE]
A field valuefor a string field istoo long.

[TAEUPDATE]
The operation attempted to do an update that is not allowed.

The following return values indicate that the operation was successful.

[TAXK]
The operation succeeded. No updates were made to the BDMCONFI Gfile.

[TAUPDATED]
The operation succeeded. Updates were made to the BDMCONFI Gfile.

When using drunl oadcf to print entriesin the configuration, optional field valuesare
not printed if they are not set (for strings) or O (for integers). These fields will always
appear in the output buffer when using dmadni n. Inthisway, it makesit easier for the
administrator to retrieve an entry and update afield that previously was not set. The
entry will have the field name followed by atab but no field value.

In the following example, dnmadni n is used to add a new remote domain. For
illustration purposes, ed( 1) isused for the editor.

$ EDI TOR=ed dnmadmin

> config

Sect i ons:
1) RESOURCES 2) LOCAL_DOVAI NS
3) REMOTE_DOVAI NS 4) LOCAL_SERVI CES
5) REMOTE_SERVI CES 6) ROUTI NG
7) ACCESS_CONTROL 8) PASSWORDS
9) TDOMAI NS 10) CSITPS
11) SNADOVS 12) LOCAL_REMOTE_USER
13) REMOTE_USERS 14) SNACRVS
15) SNASTACKS 16) SNALI NKS
18) TOPEND q) QT

Enter Section [1]: 2
Oper ati ons:

1) FIRST 2) NEXT
3) RETRIEVE 4) ADD
5) UPDATE 6) DELETE

7) NEWSECTION 8) QUIT
Enter Operation [1]: 4
Enter editor to add/nodify fields [n]? vy

a

TA_RDOM BO5
TA_DOMVAI NI D BA. BANKO5
TA_TYPE TDOVAI N
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q

Perform operation [y]? <return>
Ret urn val ue TAUPDATED

Buf fer contents:

TA_OPERATI ON 4

TA_SECTI ON 2
TA _DOVAI NI D BA. BANKO5
TA_RDOM B05
TA_TYPE TDOVAI N
TA_STATUS Updat e conpl et ed successfully
Qper ati ons:
1) FIRST 2) NEXT
3) RETRIEVE 4) ADD
5) UPDATE 6) DELETE

7) NEWSECTION 8) QU T
Enter Operation [4]: 7

Section:
1) RESQOURCES 2) LOCAL_DQOVAI NS
3) REMOTE_DOMAI NS 4) LOCAL_SERVI CES
5) REMOTE_SERVI CES 6) ROUTI NG
7) ACCESS_CONTROL 8) PASSWORDS
9) TDOVAI NS 10) CsI TPS
11) SNADOVB 12) LOCAL_REMOTE_USER
13) REMOTE_USERS 14) SNACRVB
15) SNASTACKS 16) SNALI NKS
18) TOPEND q) QUT

Enter Section [1]: 9
Qper ati ons:

1) FIRST 2) NEXT
3) RETRIEVE 4) ADD
5) UPDATE 6) DELETE

7) NEWSECTION 8) QU T
Enter Operation [6]: 4
Enter editor to add/nmodify fields [n]? vy
a

TA_RDOM BO5

TA_NWADDR 0x00020401c0066d05
TA_NWDEVI CE /dev/tcp

w

55

q

Perform operation [y]? <return>
Ret urn val ue TAUPDATED

Buf f er contents:

TA_OPERATI ON 4
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Security

Environment
Variables

General
Diagnostics

TA _SECTI ON 8
TA_RDOM BO5
TA_NWADDR 0x00020401c0066d05
TA NWDEVI CE /dev/tcp
TA_STATUS Updat e conpl eted successfully
Oper ati ons:
1) FIRST 2) NEXT
3) RETRI EVE 4) ADD
5) UPDATE 6) DELETE

7) NEWSECTION 8) QU T
Enter Operation [4]: 8
> quit

The dmadni n program ends.

If dmadmi n isrun using the Ul D of the application administrator, it is assumed that the
user isatrusted user and security is bypassed. If dmadmi n isrun with another user ID,
and the security option is enabled in the TUXCONFI Gfile, then the corresponding
application password is required to start the dmadni n program. If standard input isa
terminal, then dmadni n will prompt the user for the password with echo turned off. If
standard input is not aterminal, the password is retrieved from the environment
variable, APP_PW If this environment variable is not specified and an application
password is required, then dmadni n will fail to start.

When running with another user 1D (other than the UID of the administrator) only a
limited set of commandsis available.

dmadni n resetsthe FI ELDTBLS and FLDTBLDI R environment variablesto pick up the
${ TUXDI R}/ udat aobj / dmadni n field table. Hence, the TUXDI R environment
variable should be set correctly.

If the application requires security and the standard input to dnadmi n isnot from a
terminal, then the APP_PwWenvironment variable must be set to the corresponding
application password.

The TUXCONFI G environment variable should be set to the pathname of the BEA
Tuxedo configuration file.

If thedmadm n command is entered before the system has been booted, the following
message is displayed:

No bulletin board exists. Only | ogging commands are avail abl e.

drmadni n then prompts for the corresponding commands.
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Interoperability

Portability

See Also

If an incorrect application password is entered or is not available to a shell script
through the environment, then alog message is generated, the following messageis
displayed, and the command terminates. | nval i d password ent ered.

dmadni n must be installed on BEA Tuxedo Release 5.0 or later. Other nodesin the
same domain with a Release 5.0 gateway may be BEA Tuxedo Release 4.1 or later.

The dmadmi n administrative tool is supported on any platform on which the BEA
Tuxedo server environment is supported.

dm oadcf (1), tmadm n(1),topendpasswd(1), DMADM 5), DMCONFI ( 5) ,
DMCONFI G f or GATOPEND( 5)

Using the BEA Tuxedo Domains Component
Using the BEA Tuxedo TOP END Domain Gateway with ATMI Applications

BEA Tuxedo Command Reference 55



Section 1 - Commands

dmloadcf(1)

56

Name
Synopsis

Description

dm oadcf —Parses a DMCONFI Gfile and loads a binary BDMCONFI G configuration file.
dm oadcf [-c] [-n] [-y] [-b blocks] {DMCONFIG file | - }

dml oadcf readsafileor standard input that isin DMCONFI G syntax, checksthe syntax,
and optionally loads a binary BDMCONFI G configuration file. The BDMCONFI G
environment variable points to the pathname of the BDMCONFI Gfile where the
information should be stored.

dm oadcf printsan error messageif it finds any required section of the DMCONFI Gfile
missing. If asyntax error isfound whiletheinput fileis being parsed, dm oadcf exits
without performing any updates to the BDMCONFI Gfile.

dni oadcf requires the existence of the $TUXDI R/ udat aobj / DMIYPE file. Thisfile
defines valid domain types. If thisfile does not exist, dnl oadcf exits without
performing any updates to the BDMCONFI Gfile.

The effective user identifier of the person running dm oadcf must matchtheul Din
the RESOURCES section of the TUXCONFI Gfile.

The - ¢ option to dnl oadcf causes the program to print the minimum amount of 1PC
resources needed for each local domain (gateway group) in this configuration. The
BDMCONFI Gfile is not updated.

The- n optionto dnl oadcf causesthe program to do only syntax checking of the text
DMCONFI Gfile without updating the BDMCONFI Gfile.

After syntax checking, dml oadcf checks whether the file referenced by the
BDMCONFI G environment variable exists, isavalid BEA Tuxedo file, and contains
BDMCONFI Gtables. If these conditions are not true, dmi oadcf givesthe user a chance
to create and initialize the file by displaying the following prompt:

Initialize BDMCONFI G file:path[y, q]?

Here pat h isthe complete filename of the BDMCONFI Gfile. Prompting is suppressed if
the standard input and output are not directed to aterminal, or if the - y optionis
specified on the command line. Any response other than “y” or “Y” causesdmi oadcf
to exit without creating a binary configuration file.
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Domains
Terminology
Improvements

If the BDMCONFI Gfile is not properly initialized, and the user has entered y after the
Initialize BDMCONFI G fil e prompt, thendnl oadcf createsthe BEA Tuxedo file
system and creates the BDMCONFI Gtables. If the- b option is specified on the command
ling, its argument defines the number of blocks for the device when the BEA Tuxedo
file system is created. If the value of the - b option is large enough to hold the new
BDMCONFI Gtables, dm oadcf usesthe specified value to create the new file system;
otherwise, dnl oadcf printsan error message and exits. If the - b option is not
specified, dnl oadcf createsanew file system large enough to hold the BDMCONFI G
tables. The - b option isignored if the file system already exists. The- b option is
highly recommended if BDMCONFI Gisaraw device (that is, adevice that has not been
initialized). In this case, - b should be used to set the number of blocks on the raw
device. The - b option is not recommended if BDMCONFI Gisaregular UNIX file.

If the BDMCONFI Gfile has been initialized already, dm oadcf ensures that the local
domain described by that BDMCONFI Gfileis not running. If alocal domain is running,
dm oadcf printsan error message and exits. Otherwise, dn oadcf , to confirm that the
file should be overwritten, prompts the user with:

“Real ly overwite BDMCONFIG file [y, q]?”

Prompting is suppressed if the standard input or output are not aterminal or if the -y

optionisspecified on the command line. Any response other than“y” or “Y” will cause
dm oadcf to exit without overwriting thefile.

If the SECURI TY parameter is specified in the RESOURCES section of the TUXCONFI G
file, then dnl oadcf flushesthe standard input, turns off terminal echo, and prompts
the user for an application password as follows: Ent er Appl i cati on Password?
The password islimited to 30 characters. The option to load the text DMCONFI Gfilevia
the standard input (rather than afile) cannot be used when this SECURI TY parameter is
turned on. If the standard input isnot aterminal, that is, if the user cannot be prompted
for apassword (aswith aher e file, for example), then the environment variable
APP_PWis accessed to set the application password. If the environment variable
APP_PWis not set with the standard input not aterminal, then dm oadcf will print an
error message, generate alog message and fail to load the BDMCONFI Gfile.

If no errors have occurred and all checks have passed, dnl oadcf loads the DMCONFI G
file into the BDMCONFI Gfile. It overwrites all existing information found in the
BDMCONFI G tables.

In thisrelease, some of the domains terminology is changing. The Domains MIB uses
improved class and attribute terminology to describe the interaction between local and
remote domains. While thisimproved terminology is more accurate than previous
domains terminology, the scope of changes to domains-related documentation and
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Portability

Environment
Variables

Examples

Diagnostics

error messages is limited in this release. The improved terminology has been applied
to the DM_M B classes, reference page, and error messages, the DMCONFI Gfile syntax,
and various DMCONFI G error messages. For details, see “ Domains Terminology
Improvements” inthe DM_M B(5) reference page.

For backwards compatibility, aliases are provided between the DMCONFI Gterminology
used prior to thisrelease and theimproved Domains MIB terminology. In thisrelease,
dm oadcf accepts both versions of the DMCONFI Gterminology. dnunl oadcf ,
however, generates a DMCONFI Gfile that uses the improved domains terminology by
default. Use the - ¢ option of dnunl oadcf to generate a DMCONFI Gfile that uses the
previous domains terminology.

The dm oadcf administrative tool is supported on any platform on which the BEA
Tuxedo server environment is supported.

The environment variable APP_Pwmust be set for applications on which security is
required (the SECURI TY parameter in the TUXCONFI Gfileis set to APP_PW and
dm oadcf isrunwith standard input directed to a destination other than aterminal.

The BDMCONFI G environment variable should point to the BDMCONFI Gfile.

The following example shows how a binary configuration file is |oaded from the
bank. dntonfi g text file. The BDMCONFI Gdeviceis created (or reinitialized) with
2000 blocks:

dm oadcf -b 2000 bank. dntonfig

If an error is detected in the input, the offending line is printed to standard error, along
with amessage indicating the problem. If asyntax error isfound in the DMCONFI G file
or thesystemis currently running, no information is updated in the BDMCONFI Gfileand
dni oadcf exitswith exit code 1.

If dm oadcf isrun on an active node, the following error message is displayed:
*** dm oadcf cannot run on an active node ***

If dnl oadcf isrun by aperson whose effective user identifier does not match the ul D
specified in the TUXCONFI Gfile, the following error message is displayed:

*** UDis not effective user |ID ***

Upon successful completion, dm oadcf exitswith exit code 0. If the BDMCONFI Gfile
isupdated, auser | og message is generated to record this event.
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See Also

dmunl oadcf (1), DMCONFI G( 5) , DMCONFI G f or GWTOPEND( 5) , UBBCONFI §( 5)
Administering BEA Tuxedo Applications at Run Time
Using the BEA Tuxedo Domains Component

Using the BEA Tuxedo TOP END Domain Gateway with ATMI Applications
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Terminology
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60

Portability

drmunl oadcf —Unloads the binary BDMCONFI G domain configuration file.
dmunl oadcf [-c]

drrunl oadcf transates the BDMCONFI G configuration file from the binary
representation into text. Thistranslation isuseful for transporting thefile in a compact
way between machineswith different byte orderings, and for making abackup copy of
the file in acompact form for reliability. The text format isthe same as that described
in DMCONFI X 5) .

dmunl oadcf reads values from the BDMCONFI Gfile referenced by the BDMCONFI G
environment variable and writes them to standard output.

In this release, dnunl oadcf , by default, generates a DMCONFI Gfile that uses the
improved domains terminology. Refer to the following section, “Domains
Terminology Improvements,” for details. Usethe - ¢ option to generate a DMCONFI G
file that uses the previous domains terminology.

In thisrelease, some of the domains terminology is changing. The Domains MIB uses
improved class and attribute terminology to describe the interaction between local and
remote domains. While this improved terminology is more accurate than previous
domains terminology, the scope of changes to domains-related documentation and
error messages is limited in this release. The improved terminology has been applied
to the DM_M B classes, reference page, and error messages, the DMCONFI Gfile syntax,
and various DMCONFI G error messages. For details, see “ Domains Terminology
Improvements” inthe DM_M B(5) reference page.

For backward compatibility, aliases are provided between the DMCONFI Gterminol ogy
used prior to thisrelease and theimproved Domains MIB terminology. In thisrelease,
dm oadcf accepts both versions of the DMCONFI Gterminology. dnunl oadcf ,
however, generates a DMCONFI Gfile that uses the improved domains terminology by
default. Use the - ¢ option of dnunl oadcf to generate a DMCONFI Gfile that uses the
previous domains terminology.

The drmunl oadcf command is supported on any platform on which the BEA Tuxedo
server environment is supported.
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Examples

Diagnostics

See Also

To unload the configuration in / usr / t uxedo/ BDMCONFI Ginto thefile
bdntonfi g. backup:

BDMCONFI G=/ usr / t uxedo/ BDMCONFI G drmunl oadcf > bdntonfi g. backup

dmunl oadcf checksthat the file referenced by the BDMCONFI G environment variable
exists, isavalid BEA Tuxedo file system, and contains BDMCONFI Gtables. If any of
these conditions is not met, dnmunl oadcf printsan error message and exits with error
caode 1. Upon successful completion, dmunl oadcf exitswith exit code 0.

dm oadcf (1) , DMCONFI G( 5) , DMCONFI G f or GAWTOPEND( 5)
Using the BEA Tuxedo Domains Component
Using the BEA Tuxedo TOP END Domain Gateway with ATMI Applications

BEA Tuxedo Command Reference 61



Section 1 - Commands

gencat(1)

62

Name
Synopsis

Description

gencat —Generates a formatted message catal og.
gencat [-m catfile nsgfile

The gencat utility merges the message text source file(s) msgf i | e into aformatted
message databasecat fi | e. The databasecat fi | e iscreated if it does not already
exist. If cat fi | e does exist its messages are included inthenew cat fi |l e. If set and
message numbers collide, the new message text defined in nsgf i | e replaces the old
message text currently contained incat f i | e. The message text source file (or set of
files) input to gencat can contain either set and message numbers or simply message
numbers, in which casethe set NL_SETD (seenl _t ypes(5) ) isassumed.

Theformat of amessagetext sourcefileisdefined inthelist below. Notethat thefields
of amessage text source line are separated by a single ASCII space or tab character.
Any other ASCII spaces or tabs are considered to be part of the subsequent field.

$set n comment
Wheren specifiesthe set identifier of the following messages until the next
$set , $del set , or end-of-file appears. n must be a number in the range
(1- {NL_SETMAX}). Set identifiers within asingle source file need not be
contiguous. Any string following the set identifier istreated asacomment. If
no $set directiveis specified in a message text sourcefile, al messages are
located in the default message set. NL_SETD.

$del set n conment
Deletesmessage set n from an exi sting message catal og. Any string following
the set number istreated as a comment. (Note: if n isnot avalid setitis
ignored.)

$ comment
A line beginning with adollar symbol ($) followed by an ASCI| space or tab
character istreated as a comment.

m nessage_t ext
The mdenotes the message identifier, which isanumber in the range
(2- {NL_msGwvax}). (Do not confuse this message text syntax with the - m
command line option described under NOTES.) The message text is stored in
the message catalog with the set identifier specified by the last $set
directive, and with message identifier m If the message text is empty, and an
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ASCII space or tab field separator is present, an empty string is stored in the
message catal 0g. |If amessage source line has a message number, but neither
afield separator nor message text, the existing message with that number (if
any) isdeleted from the catal og. M essage identifiers need not be contiguous.
The length of message text must be in the range (0- { NL_TEXTMAX}).

$quote c
This line specifies an optional quote character ¢, which can be used to
surround message text so that trailing spaces or null (empty) messages are
visible in amessage source line. By default, or if an empty $quot e directive
is supplied, no quoting of message text is recognized. Empty linesin a
message text source file are ignored. Text strings can contain the special
characters and escape sequences defined in the following table.

Description Symbol Escape Sequence
Newline NL(LF) \n

Horizontal tab HT \t

Vertical tab VT \v

Backspace BS \b

Carriage return CR \r

Form feed FF \ f

Backslash \ \\

Bit pattern ddd \ ddd

The escape sequence \ddd consists of a backslash followed by 1, 2, or 3 octal digits,
which are taken to specify the value of the desired character. If the character following
abackslash is not one of those specified, the backslash isignored.

A backslash followed by an ASCII newline character is also used to continue a string
on the following line. Thus, the following two lines describe a single message string:

1 This line continues \
to the next line
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which is equivalent to:
1 This line continues to the next |ine

Portability  gencat issupported on any platform on which the BEA Tuxedo server environment
is supported.

Notices ~ Thisversion of gencat produces a catalog that at runtimeisread into mal | oc’ed
space. Shared catal ogs available with some versions of gencat are not available. On
some systems, generation of mal | oc’ed catalogs requires that the - moption be
specified. This option can be specified on the command line, but has no effect.
mal | oc’ed catalogs are the default; the - moption is supported for compatibility only.

The catalog file generated by this command is limited in size to 64K. Larger catalog
filesresult in an error being reported by this command and no catalog file being
generated.

See Also  nl _types(5)
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Name
Synopsis

Description

Options

geni cf —Generates an Implementation Configuration File (1CF).
geni cf [options] idl-filenane...

Giventhei dl - fi | ename(s), generates an ICFfilethat providesthe code generation
process with additional information about policies on implementations and the
relationship between implementations and the interface they implement. If an ICFfile
isprovided asinput to thei dI command, thei di command generates server code for
only the implementation/interface pairs specified in the ICF file.

The generated | CF file has the samefilename asthefirsti dl - f i | ename specified on
the command line, but withan . i cf extension.

If incorrect OMG IDL syntax is specifiedinthe i dl - fi | ename(s) file, appropriate
errors are returned.

-Didentifier=[definition]
Performs the same function asthe #def i ne C++ preprocessor directive; that
is, the - D option defines atoken string or a macro to be substituted for every
occurrence of agiven identifier in the definition file. If adefinitionis not
specified, the identifier is defined as 1. Multiple - D options can be specified.
White space between the - D option and the identifier is optional.

-1 pat hnane
Specifies directories within which to search for include files, in addition to
any directories specified with the #i ncl ude OMG IDL preprocessor
directive. Multiple directories can be specified by using multiple- 1 options.

There aretwo types of #i ncl ude OMG IDL preprocessor directives. system
(for example, <a. i dl >) and user (for example, "a.idl"). On UNIX
systems, the path for system#i ncl ude directoriesis/ usr /i ncl ude and any
directories specified with the - | option; the path for user #i ncl ude
directivesisthelocation of the file containing the #i ncl ude directive,
followed by the path specified for the system #i ncl ude directive. On
Windows 2000 systems, no distinction is made between the system

#i ncl ude directories and the user #i ncl ude directives.
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-h and -?
Provides help that explains the usage of the geni cf command. No other
action results.

Example  Thiscommand createsthe enp. i cf file: genicf enp.idl.

See Also  idl (1)
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Name
Synopsis

Description

i dl —Compilesthe Object Management Group (OMG) Interface Definition Language
(IDL) file and generates the files required for the interface.

id [-i] [-Didentifier[=value]] [-] pathname][-h] [-P] [-T]
id -filenane... [ icf-filenane...]

Giventhe provided i dl -fi | ename() file(s) and optional i cf-fil ename() file(s),
thei dl command generates the following files:

idl-filenane_c.cpp
Client stub (includes embedded user-defined data type functions).

idl-filenanme_c.h
Class definitions for interfaces.

idl-filenane_s.cpp
Server skeleton containing an implementation of the POA_skel et on classes.

id-filename_s.h
POA_skel et on class definitions,

idl-filename_i.cpp
Example version of the implementation. Thisfile is generated only when the
-i optionisgiven.

id-filename_i.h
Class definition of an example implementation that inherits from the
PQOA_skel et on class. Thisfileisgenerated only whenthe-i optionisgiven.

Note: If any ICF files are specified, the information within the ICF filesis used to
provide the code generator with information about the
interface/implementations that override the defaults. Typically, an activation
policy and atransaction policy for an implementation may be specified in the
ICFfile. If no ICF filesare specified, default policies are in effect for all of the
interfaces specified in the OMG IDL file, and skeleton code for al of the
interfacesis generated. If an i cf-fil ename isprovided asinput to thei dI
command, only theimplementation/interfaces specifiedinthei cf - fi | enane
are generated as part of the server.
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Parameter

Options

The IDL compiler places the generated client stub information in the
filename_c.cpp and fil ename_c. h files. The generated server skeleton
informationisplaced inthe fil enane_s. cpp and fil enanme_s. h files,

The IDL compiler overwrites the generated client stub files (f i | enane_c. cpp and

fil ename_c. h), and the generated server skeletonfiles (fi | enane_s. cpp and

fil enane_s. h). Any previous versions are destroyed.

When using the- i option, the IDL compiler overwrites the sample implementation class
definitionfile(f i | enane_i . h). Previousversions are destroyed. The sample implementation
file(fi | enane_i . cpp) isoverwritten, however, any code contained within the code
preservation blocks is preserved and restored in the newly generated file. To avoid the loss of
data, it is recommended that you copy the sample implementation files(fi | ename_i . h and
fil ename_i . cpp) to asafelocation before regenerating these files.

If an unknown option is passed to this command, the offending option and a usage
message is displayed to the user, and the compile is not performed.

id filenane
The name of one or more files that contain OMG |IDL statements.

-Didentifier[=definition]
Performsthe samefunction asthe #def i ne C++ preprocessor directive; that
is, the - D option defines atoken string or a macro to be substituted for every
occurrence of agiven identifier in the definition file. If a definition is not
specified, the identifier is defined as 1. Multiple - D options can be specified.
White space between the - D option and the name is optional.

-1 pat hnanme
Specifies directories within which to search for include files, in addition to
any directories specified with the #i ncl ude OMG IDL preprocessor
directive. Multiple directories can be specified by using multiple - 1 options.

Therearetwotypesof #i ncl ude OMG IDL preprocessor directives: syst em
(for example, <a. i dl >) anduser (for example, "a. i dl "). The path for
system #i ncl ude directoriesisthe system include directory and any
directories specified with the -1 option. The path for user #i ncl ude
directivesisthelocation of the file containing the #i ncl ude directive,
followed by the path specified for the system #i ncl ude directive.

By default, the text in files included with an #i ncl ude directive is not
included in the client and server code that is generated.
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Resultsini dl -fi | ename_i . cpp files being generated. These files contain
example templates for the implementations that implement the interfaces
specified in the OMG IDL file.

Note: When using thei dl command - i option to update your implementation
files, proceed as follows to update your implementation files:

Back up your implementation files.

If you are migrating from BEA ObjectBroker to BEA Tuxedo, edit your
generated implementation files to change the code preservation block delimiters
from “ OBB_PRESERVE _BEG N’ and “ OBB_PRESERVE _END' toO

“ MB_PRESERVE_BEG N’ and “ M3_PRESERVE END’.

If you added include files to your method implementation file (* _i . cpp), edit the
file and move the includes inside the | NCLUDES preservation block.

Regenerate your edited implementation files (using thei dI command with the
-i option).

If you previously made modifications to the implementation definition file

(*_i . h), edit the newly generated definition file and add your modifications back
in. Be sure to put your modifications inside the code preservation blocks so
subsequent updates will automatically retain them. Pay particular attention to the
implementation constructor and destructor functions; the function signatures have
been changed in thisrelease.

If you previously made modifications outside the preservation blocks of the
method implementation file (*_i . cpp) or to the implementation constructor and
destructor functions, edit the newly generated file and add those modifications.
Be sure to put the modifications inside a preservation block so subsequent
updates will automatically retain them.

Generates server code that uses the POA instead of the TP Framework. With
this option specified, the skeleton class does not inherit from the TP
Framework Tobj _Ser vant Base class, but instead inherits directly from the
Por t abl eSer ver : : Ser vant Base class. By default, the skeleton class uses
the TP Framework. So you must use this switch when you are devel oping
joint client/servers as these servers do not use the TP framework.

Not having the Tobj _Ser vant Base classin theinheritance tree for a servant
means that the servant does not have act i vat e_obj ect and
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Examples

See Also

deact i vat e_obj ect methods. In CORBA serversthese methods are called
by the TP Framework to dynamically initialize and save a servant’s state
before invoking a method on the servant. For CORBA joint client/servers,
user-written code must explicitly create a servant and initialize a servant’s
state; therefore, the Tobj _Ser vant Base operations are not needed. When
using the - P option, ICF files are not used because the TP Framework is not
available.

-T
Generates tie-based servant code that allows the use of delegation to tie an
instance of a C++ implementation class to the servant. This option alows
classesthat are not related to skeletons by inheritance to implement CORBA
object operations. Thisoption is set to off by default.

-hor-?
Provides help that explains the usage of thei dI command. No other action
results.

id enp.idl

id enp.idl enp.icf

geni cf (1)
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idI2ir(1)

Name
Synopsis
Options

Description

Parameters

i dI 2i r—Creates the Interface Repository and loads interface definitionsinto it.
idl2ir [options] definition-filenane-Iist
The options are as follows:

[-f repository-nane] [-c]
[-Didentifier[=definition]]
[-1 pathnane [-I pathnane] [...]] [-Ni|e}]

Use this command to create the Interface Repository and to load it with interface
definitions. If norepository file exists, thiscommand createsit. If arepository file does
exist, this command loads the specified interface definitionsinto it and, in effect,
updates the file.

One of the side effects of doing thisisthat a new Interface Repository databasefileis
created.

definition-filename-1|i st
A list of file specifications containing the repository definitions. These files
aretreated asonelogical file and are loaded in one operation.

-f repository-nanme
The filename of the Interface Repository file. If you do not specify the -
option, thei dl 2i r command createsrepository.ifr as the Interface
Repository fileon UNIX systemsand repository_1.ifr on Microsoft
Windows 2000 systems.

Indicates that a new repository isto be created. If arepository exists and this
optionis specified, thei dl 2i r command ignores the existing repository and
replaces it with anew one. If arepository exists and this option is not
specified, thei dl 2i r command updates the existing repository.

-Didentifier[=definition]
Performsthe samefunction asthe#def i ne preprocessor directive; that is, the
- D option defines atoken string or a macro to be substituted for every
occurrence of a given identifier in the definition file. If adefinitionis not
specified, the identifier is defined as 1.Y ou can specify multiple - D options.
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-1 pat hnane
Specifies a directory within which to search for include files, in addition to
any directories specified with the #i ncl ude OMG IDL preprocessor
directive.

There aretwo types of #i ncl ude OMG IDL preprocessor directives: system
(for example, <a. i dl >) and user (for example, "a. i dl ). The path for
system #i ncl ude directivesis/ usr/i ncl ude for UNIX systems, and any
directories specified with the - 1 option. The path for system #i ncl ude
directivesisthelocal directory for WindowsNT systems, and any directories
specified with the - 1 option.

The path for user #i ncl ude directivesisthe current directory and any
directories specified with the- I option. Multiple- 1 options can be specified.

Note: Additional definitions loaded into the interface repository while the server
processfor the Interface Repository isrunning are not accepted until the server
process for the Interface Repository is stopped and started again.
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IdItojava(l)

Name

Synopsis

Description

i dI t oj ava—CompilesIDL filesto Java source code based on IDL to Java mappings
defined by the OMG.

idltojava [idltojava Command Fl ags] [idltojava Command Opti ons]
filenanme ...

nBidltojava [idltojava Command Fl ags] [idltojava Command Opti ons]
filenanme ...

Toruni dl t oj ava on Client-side IDL files, use the following command:
idltojava <flags> <options> <idl-files>

Thei dl t oj ava command requires a C++ pre-processor, and is used to generate
deprecated names. Thecommandi dl t oj ava generates Javacode asisappropriate for
the client-side ORB.

Note: A remotejoint client/server isaclient that implements server objectsto be
used as callback objects. The server role of the remotejoint client/server is
considerably less robust than that of a CORBA server. Neither the client nor
the server hasany of the BEA Tuxedo system administrative and infrastructure
components, such ast madni n, JINDI registration, and 1SL/ISH (hence, none
of scalability and reliability attributes of BEA Tuxedo ATMI system).

Torunn8i dl t oj ava on Server-side IDL files, use the following command:
nBi dl toj ava <fl ags> <options> <idl-files>

Note: Thensi dl t oj ava compiler isdeprecated in thisrelease. BEA Systems
recommends using thei dI t oj ava compiler to generate client stubs for
CORBA Javaclients and CORBA Javajoint client/servers.

The server-side ORB is built to use non-deprecated names. The command
n8i dl t oj ava generates Java code using non-deprecated names as is appropriate for
the server-side ORB.

Thei dI t oj ava command compiles IDL source code into Java source code. Y ou then
usethej avac compiler to compile that source to Java bytecodes.
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Options

Thecommandi dl t oj ava isusedtotranslate IDL source codeinto genericclient stubs
and generic server skeletons which can be used for callbacks. The command

nBi dl t oj ava isused to trandate IDL into generic client stubs and CORBA server
skeletons.

The IDL declarations from the named IDL files are translated to Java declarations
according to the mappings specified in the OMG IDL to Java mappings.

Thei dl t oj ava compiler provided with the BEA Tuxedo system CORBA
environment includes several enhancements, extensions and additions that are not
present in the original Sun Microsystems, Inc. version of the compiler. The BEA
Tuxedo system specific revisions are summarized here.

The BEA Tuxedo systemii dl t oj ava compiler:

m Differsfrom that described in the Sun Microsystems, Inc. documentation in
behavior and defaults of the flags.

m Includes anew #pragmatag: #pr agnma | D <nane> <Repostitory_i d>

m Includes anew #pragmatag: #pr agna ver si on <name> <m n>

m Extendsthe#pragma prefi x towork oninner scope. A blank prefix reverts.
m  Allows unions with Boolean discriminators

m  Allow declarations nested inside complex types

Note: Several option descriptions have been added here that are not documented in
the original Sun MicrosystemsInc. i dl t oj ava compiler documentation.

Option Description

-j javaDirectory Specifiesthat generated Javafiles should be written to the given
javaDi rect ory. Thisdirectory isindependent of the - p
option, if any.

-J filesFile Specifiesthat alist of thefilesgenerated by i dl t oj ava should
bewrittentofil esFil e
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Option

Description

-p package-nane

Specifies the name of an outer package to enclose al the
generated Java. It has the same function as#pr agma
j avaPackage.

Y ou must include an outer package. The compiler does not do
thisfor you. If you do not have an outer package, the

i dl t oj ava compiler will till generate Javafilesfor you but
you will get a Java compiler error when you try to compile the
* . javafiles.

Thefollowing options areidentical to the equivalent C/C++ compiler options (cpp):

-1 directory Specifies adirectory or path to be searched for files that are
#included in IDL files. Thisoptionis passed to the preprocessor.

-D synbol Specifies a symbol to be defined during preprocessing of the
IDL files. Thisoption is passed to the preprocessor.

- U synbol Specifies a symbol to be undefined during preprocessing of the

IDL files. Thisoption is passed to the preprocessor.

Command Flags ~ Theflags can be turned on by specifying them as shown, and they can be turned off by
prefixing them with the |etters no- . For example, to prevent the C preprocessor from
being run on the input IDL files, use - f no- cpp.

The table below includes descriptions of all flags.

Flag Description

-flist-flags Requests that the state of al the- f flags be printed. The default value of this
flagisof f.

-flist -debug-flags Provides alist of debugger flags

-fcasel ess Request that case not be significant in keywords and identifiers. The default

value of thisflag ison.

-fclient Requeststhe generation of the client side of the IDL files supplied. The default
value of thisflagisof f.

-fecpp Requests that the idl source be run through the C/C++ preprocessor before
being compiled by theidltojava compiler. The default value of thisflagison.
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-fignore-duplicates

Specifiesthat duplicatedefinitionsbeignored. Thismay be useful if compiling
multipleidl files at one time. The default value of thisflagisof f .

-flist-options

Lists the options specified on the command line. The default value of thisflag
isof f.

-fmap-incl uded-files

Specifies that java files be generated for definitions included by #i ncl ude
preprocessor directives. The default value for thisflag isof f which specifies
that the javafiles for included definitions not be generated.

-fserver Requests the generation of the server side of the IDL files supplied. The
default value of thisflagisof f .

-fverbose Requests that the compiler comment on the progress of the compilation. The
default value of thisflagisof f .

-fversion Requests that the compiler print its version and timestamp. The default value

of thisflagisof f .

- fwar n- pragna

Requests that warning messages be issued for unknown or improperly
specified #pr agna’s. The default value of thisflagison.

-fwrite-files

Requests that the derived javafiles be written. The default value of thisflagis
on. You might specify - f no-write-fil es if youwished to check for
errors without actually writing thefiles.

76

Notes  TheBEA Tuxedo system idltojavacompiler processes#pr agma somewhat differently
from the Sun Microsystems, Inc. idltojava compiler.

Reposi toryPrefi x="prefix"
A default repository prefix can also be requested with the line #pr agna
prefix "requested prefix" a thetop-level intheIDL fileitself.

#pragma j avaPackage "package"
Wraps the default package in one called package. For example, compiling an
IDL module M normally creates a Java package M. If the module declaration
is preceded by:

#pragma j avaPackage browser

the compiler will create the package Minside package browser. This pragma
is useful when the definitions in one IDL module will be used in multiple
products. The command line option - p can be used to achieve the same result
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#pragma | D scoped-nane "I DL: <pat h>: <ver si on>"
Specifies the repository ID of the identifier scoped-name. This pragma may
appear any wherein an IDL file. If the pragma appears inside a complex type
such as structure or union then only as much of scoped-name need be
specified to specify the element. A scoped-nameis of the form
out er _nane: : nane: : i nner _nane. The <pat h>component of the
repository id is a series of identifiers separated by forward slashes (/) . The
<ver si on>component is adecimal number MM mm where MMis the major
version number and nmis the minor version number.
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78

Name
Synopsis

Options

Description

Parameters

Shows the contents of an Interface Repository.
ir2idl [options] [interface-nane]
The options are as follows:

[-f repository-nane] [-n]
[-t interface-type] [-o0 filenane]

This command shows the contents of an Interface Repository. By directing the output
toafilewiththe- o option, you can extract the OMG IDL filefrom the repository. By
default, the repository fileisrepository.ifr.

i nterface-nane
The name of the interface whose contents are to be shown. If you do not
specify an interface name, all interfaces in the repository are shown.

-f repository-nane
The name of the repository to search for the interface definitions. If you do
not specify the - f option, reposi tory.ifr isused.

Specifies that the output should not include those objects that were inherited.

-t interface-type
Indicates the type of objects to display. The object type must be one of the
following keywords:

Attribute
Const ant
Exception
Interface
Met hod
Modul e
Operati on
Typedef

If you do not specify this option, the default isto display all of the types.

-o filename
Thefile specification for the file in which to write the retrieved OMG IDL
statements. The default is standard output.
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Name Deletesthe specified object from an Interface Repository.
Synopsis irdel [-f repository-name] [-i id] object-nane

Description  This command del etes the specified interface from the repository. Only interfaces not
referenced from another interface can be deleted. By default, the repository fileis
repository.ifr.

Parameters  -f repository-nane
An optional parameter that specifies an Interface Repository. The
reposi t or y- nane valueisthefile specification of an Interface Repository.
If this option is not specified, ther eposi tory. i fr isused asthe default.

-iid

Therepository i d for the specified object. Thei d isused asasecondary level
of lookup. If thei d does not match thei d of the named object, the object is
not deleted.

obj ect - nane
The name of the interface to delete from the repository. The name can be a
simple object name or a scoped name, for example, MODL: : | NTERF2: : OP3
(operation OP3 iswithin interface | NTERF2, which isin application MOD1).
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Name Enablesaccessto BEA Tuxedo objects by remote BEA Tuxedo clients using 11OP.

Synopsis 1 SL SRVGRP="i dentifier"
SRVI D="nunber "

CLOPT= ] [ servopts options ] -- -n netaddr
{det ect| war n| none} ]
device ]

princi pal _nane]
{client]|handl er| bot h| none} ]
m nh ]

maxh ]

Cient-tinmeout]

x nmpx-factor ]

[-H external - net addr]
#options for Qutbound I1CP
[-a

[ - o out bound- max- connecti ons]
[-s Server-tineout]

[-u out-npx-users]

#options for SSL

[-a]

[-R renegotiation-interval]

S secure port]

v {detect|warn|none} ]

z [0] 40| 56| 128] ]

Z [0] 40| 56] 128]] "

"T-A
[-C
[-d
[-E
[-K
[-m
[-M
[-T
[_

[_
[_
[_
[_

Description  The IIOP Server Listener (ISL) isa BEA Tuxedo-supplied server command that
enablesaccessto BEA Tuxedo objectsby remote BEA Tuxedo clientsusing 11OP. The
application administrator enables access to the application objects by specifying the
[1OP Server Listener as an application server in the SERVERS section. The associated
command-line options are used to specify the parameters of the [1OP Server Listener
and I1OP Server Handlers.

Thelocation, server group, server | D, and other generic server-related parameters are
associated with the ISL using the standard configuration file mechanisms for servers.
ISL command-line options allow for customization.
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Parameters

Each ISL booted as part of an application facilitates application access for alarge
number of remote BEA Tuxedo clients by providing access viaa single, well-known
network address. The IllOP Server Handlers are started and stopped dynamically by the
ISL, as necessary, to meet the incoming load.

For joint client/servers, if the remote joint client/server ORB supports bidirectional
I1OP connections, the I SL can use the same inbound connection for outbound invokes
to the remote joint client/server. The ISL also allows outbound invokes (outbound
I1OP) to objects located in ajoint client/server that is not connected to an ISH. This
capability is enabled when the —~O option is specified. The associated command-line
options allow configuration of outbound I10P support:

-A
Indicatesthat the | SL isto be booted to offer al its services. Thisisadefault,
but it is shown to emphasize the distinction between system-supplied servers
and application servers. Thelatter can be booted to offer only asubset of their
available services. The double-dash (- - ) marksthe beginning of parameters
that are passed to the | SL after it has been booted.

Y ou specify thefollowing optionsin the CLOPT string after the double-dash (- - ) inthe
CLOPT parameters:

-n net addr
Specifies the network address to be used by a server listener to accept
connections from remote CORBA clients. The remote client must set the
environment variable (TOBJADDR) to this value, or specify the value in the
Bootstrap object constructor. See the C++ Programming Reference for
details. Thisisthe only required parameter.

TCP/IP addresses must be specified in one of the following two formats:

"/l host name: port_nunber"
"[#. #. #. #:port_nunber"

Inthefirst format, the domain finds an address for host name using the local
name facilities (usually DNS). The host must be the local machine, and the
local name resol ution facilities must unambiguously resolve host name tothe
address of the local machine.

Note: The hostname must begin with a letter character.

In the second format, the " #. #. #. #" is the dotted decimal format. |n dotted
decimal format, each # must be anumber from 0 to 255. This dotted decimal
number represents the | P address of the local machine.
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In both of the above formats, por t _number isthe TCP port number at which
the domain process listens for incoming requests. por t _nurber canbea
number between 0 and 65535 or aname. If port _nunber isaname, it must
be found in the network services database on your local machine.

Note: The JavaTobj _Boot st rap object usesashort typeto storethe
port _nunber . Therefore, you must use aport _nunber intherange of O
to 32767 if you plan to support connections from Java clients.

Note: The network address that is specified by programmersin the Bootstrap
constructor or in TOBJ ADDR must exactly match the network addressin the
application’ s UBBCONFI Gfile. The format of the address aswell asthe
capitalization must match. If the addresses do not match, the call to the
Bootstrap constructor will fail with a seemingly unrelated error message:

ERROR: Unofficial connection fromclient at
<tcp/ip address>/<port-nunber>:

For example, if the network addressis specified as// TRI XI E: 3500 inthe
I SL command line option string, specifying either // 192. 12. 4. 6: 3500
or//trixie: 3500 intheBootstrap constructor or in TOBJADDRWill cause
the connection attempt to fail.

On UNIX systems, use the uname - n command on the host system to
determine the capitalization used. On Windows NT systems, see the host
system's Network control panel to determine the capitalization used.

Note: Unlike the BEA Tuxedo system Workstation Listener (WSL), the format
of the network addressesislimited to/ / host : port . The reason for this
limitation is that the host name and port number are used by BEA Tuxedo
servers; the host name does not appear as such in the hexadecimal format,
and it could only be passed to the servers using the dotted | P address
format.

[-a]
Specifiesthat certificate-based authentication should be enabled when
accepting an SSL connection from aremote application.

[- C detect|warn| none]
Determines how the I10OP Listener/Handler will behave when unofficial
connections are made to it. The default value is detect.
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The official way for the CORBA client to connect to the I|OP
Listener/Handler is via a Bootstrap object. The unofficial connectionis
established directly from an IOR. For example, aclient could connect to one
I1OP Listener/Handler viaaBootstrap object and then, perhapsinadvertently,
connect to asecond |1OP Listener/Handler by using an |OR that containsthe
host and port of the second |1OP Listener/Handler. Typically, thisis not the
case. Usually, the client uses IORs that contain the host and port of the [1OP
Listener/Handler that the client connected to via a Bootstrap object. Use of
such IORs does not cause an additional connection to be made.

Caution: The use of unofficial connections can cause problems for remote client
applicationsthat usetransactions. The application may have the notion that
invocations on both the official and unofficial connectionswithin the same
transaction have succeeded; however, in reality, only invocations on the
official connection are ACID (Atomicity, Consistency, Isolation, and
Durability).

A value of det ect causesthe ISL/ISH to raise aNO_PERM SSI ON exception
when an unofficial connection is detected. A value of war n causesthe
ISL/ISH to log a message to the user log exception when an unofficial
connection is detected; no exception will beraised. A value of none causes
the ISL/ISH to ignore unofficial connections.

[-d device]
Specifies the device filename used for network access by the server listener
and its server handlers. This parameter is optional because some transport
providers (for example, sockets) do not require a device name. However,
other providers (for example, TLI) do require a device name. In the case of
TLI, this option is mandatory. There is no default for this parameter. (This
does not apply to Windows 2000 systems.)

[-E principal _ nane]
An optional parameter that indicates the identity of the principal that is
required in order to establish atrusted connection pool. A trusted connection
pool can only be established if a CORBA application is configured to require
usersto be authenticated.

If aremote client application attempts to propagate per-request security
information over aconnection that is not part of atrusted connection pool, the
accompanying propagated security information will be ignored.

BEA Tuxedo Command Reference 83



Section 1 - Commands

84

[-K {client]|handl er| both| none}]
Directsthe client, or the ISH process, or baoth, to activate the network
provider's KEEPALI VE option. This option improves the speed and reliability
of network failure detection by actively testing an idle connection’s state at
the protocol stack level. The availability and timeout thresholds for this
feature are determined by operating system tunable parameters.

A value of cl i ent configures this option for the client; avalue of handl er
configures this option for the ISL; and avalue of bot h will configure both
sides of the connection. The default valueis none, in which case neither side
has the KEEPALI VE option configured.

Note: TheKEEPALI VEinterval isan operating system parameter, so changing the
value affects any other applications that enable KEEPALI VE. Many
platforms have a two-hour default value that may be longer than desired.

Thisoption is not available on all platforms. A userlog warning messageis
generated if the KEEPALI VE option is specified but is not available on the
ISH's machine. If KEEPALI VE is requested but is not available on the client’s
machine, the setting is ignored.

[-m m nh]
Specifies the minimum number of handlers that should be available in
conjunction with thisISL at any given time. The default is0. The ISL will
start this many | SHsimmediately upon being booted and will not deplete the
supply of 1SHs below this number until the administrator issues a shutdown
tothe ISL. The default value for this parameter is 0. The legal rangeis
between 0 and 255.

[ - M maxh]
Specifies the maximum number of handlers that should be availablein
conjunction with thisISL at any given time. The Handlers are started as
necessary to meet the demand of remote BEA Tuxedo clients attempting to
access the system. The default value for this parameter is equal to the setting
for MAXWSCLI ENTS on thelogica machine, divided by the multiplexing factor
for thisISL (see- x option below), rounded up by one. Thelegal rangefor this
parameter is between 1 and 4096. The value must be equal to or greater than
m nh.

[-T dient-tinmeout]
Specifiestheinactive client timeout option. Theinactive client timeout isthe
time (in minutes) allowed for aclient to stay idle. If aclient does not make
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any requests within this time period, the |1OP Listener/Handler disconnects
the client. If thisargument is not given or is set to 0, the timeout isinfinite.

[-x npx-factor]

Thisisan optional parameter used to control the degree of multiplexing
desired within each ISH. Thevaluefor this parameter indicates the number of
remote BEA Tuxedo clients that can be supported simultaneously by each
ISH. The ISH ensures that new handlers are started as necessary to handle
new remote BEA Tuxedo clients. Thisvalue must be greater than or equal to
1 and less than or equal to 4096. The default value for this parameter is 10.

[-H external netadder]

Specifies the external network address to be set as the host and port in
interoperabl e object references returned to clients of the ISL. It has the same
format asthelSL CLOPT - n net addr option. Thisfeatureisuseful when an
I1OP, or remote, client needs to connect to an ISL through afirewall.

This option (uppercase | etter O) enables outbound 11 OP to objectsthat are not
located in aclient that is connected to an | SH. Since the—Ooption requires a
small amount of extraresources, the default isto not allow outbound 11OP.

[ -0 out bound- max- connecti ons]

This option (lowercase letter 0) specifies the maximum number of outbound
connections that each ISH may have. In effect, it limits the number of
simultaneous Outbound 11 OP sockets that any single | SH under the control of
this ISL will have active at onetime.

This option requires that the —O (uppercase letter O) option is aso specified.
The value of this option must be greater than 0, but not more than 4096. An
additional requirement is that the value of this option,

(out bound- max- connect i ons) times the maximum number of handlers,
must be less than 32767. The default for this option is 20.

[-R renegotiation-interval]

Specifies the renegotiation internal in minutes. If a connection does not have
arenegotiation in the specified interval, the I 1OP Listener/Handler will
reguest that the client renegotiate the session for inbound connections or
actually perform the renegotiation in the case of outbound connections. The
default is 0 minutes which resultsin no periodic session renegotiations.
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[-S secure-port]

Specifiesthe port number that the 11OP Listener/Handler should useto listen
for secure connections using the SSL protocol. Y ou can configure the [IOP
Listener/Handler to allow only secure connections by setting the port
numbers specified by the - S and - n options to the same value.

[-s Server-tineout]

Server-timeout is the time, in minutes, allowed for aremote server to remain
idle. If aremote server does not receive any requests within thistime period,
the ISL disconnects the outbound I1OP connection to the server. The ISH
reconnects to the remote server on subsequent requests. This option can be
used for server platforms that are unstable. Note that thisis a best-attempt
valueinthat thel SL doesnot disconnect the connection before thistimeisup,
but does not guarantee to disconnect the connection once the exact time has
elapsed. This option requires that the —O (uppercase letter O) option is also
specified. The value must be greater than or equal to 1. If this option is not
specified, the default is 60 (one hour).

[-u out-nmpx-users]

An optional parameter used to control the degree of outbound multiplexing
desired within each ISH. The value for this option indicates the number of
outbound 110P users (native clients or servers) that can be supported
simultaneoudly by each outbound I1OP connection in the ISH. The ISL
ensuresthat new | SHs are started, as necessary, to handle new users up to the
value of thisoption (out - npx- user s) . This option requires that the —O
(uppercase letter O) option isalso specified. This option must be greater than
0 (zero), but not more than 1024; the default valueis 10.

[-v {detect]|warn|none}]

Determines how the 11OP Listener/Handler will behave when adigital
certificate for a peer of an outbound connection initiated by the BEA object
request broker (ORB) isreceived as part of the Secure Sockets Layer (SSL)
protocol handshake. The validation is only performed by the initiator of a
secure connection and confirms that the peer server is actually located at the
same network address as specified by the domain name in the server’ sdigital
certificate. Thisvalidation is not technically part of the SSL protocol but is
similar to the check done in web browsers.

A value of det ect causesthe BEA ORB to verify that the host specified in
the object reference used to make the connection matches the domain name
specified in the peer server’sdigital certificate. If the comparison fails, the
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Portability

Interoperability

BEA ORB refuses the authenticate the peer and drops the connection. The
det ect valueisthe default value.

A vaueof war n causesthe BEA ORB to verify that the host specified in the
object reference used to make the connection matches the domain name
specified in the peer’ s digital certificate. If the comparison fails, the BEA
ORB logs a message to the user log but continues to process the connection.

A value of none causesthe BEA ORB to not perform the peer validation and
to continue to process the connection.

The - v parameter is only availableif licensesfor SSL and LLE (link level
encryption) areinstalled.

[-z | 0] 40| 56| 128]]
Specifies the minimum level of encryption when establishing a network
connection between a client and the I1OP Listener/Handler. 0 means no
encryption while 40, 56, and 128 specify the length (in bits) of the encryption
key. If thisminimum level of encryption cannot be met, aconnection will not
be established. Thisoptionisonly availableif licensesfor SSL and LLE (link
level encryption) areinstalled.

[-Z | 0] 40| 56| 128] ]
Specifies the maximum level of encryption when establishing a network
connection between a client and the I1OP Listener/Handler. 0 means no
encryption while 40, 56, and 128 specify the length (in bits) of the encryption
key. The default iswhatever capability isspecified by thelicense. Thisoption
isonly availableif licensesfor SSL and LLE (link level encryption) are
installed.

ThellOP Server Listener issupported asaBEA Tuxedo-supplied server on UNIX and
Microsoft Windows NT operating systems.

The ISL works with any [10P compliant ORB.
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Depending on the type of remote object and the desired outbound |110OP configuration,
you may have to perform additional programming tasks. Table 15 liststhe
requirements for each type of object and outbound 110OP configuration.

Table 15 Programming Requirements for Using Outbound 110OP

Types of Asymmetric Paired-connection Bidirectional Requirements

Objects Requirements Requirements

Remotejoint  Setl SL CLOPT Usethe Usethe

client/servers - Ooption. Tobj _Bootstrap::register CORBA :ORB::create_policy
_cal | back_port method to method to set Bi Di r Pol i cy onthe
register the callback port. POA.

Foreign Setl SL CLOPT  Not applicable. If the foreign ORB supports the POA

(non-CORBA) - Ooption. and Bi Di r Pol i cy, usethe

ORBs

CORBA: : ORB: : create_policy
method to set Bi Di r Pol i cy on the
POA.

Remoteclients

Remote clients are not servers, so outbound I11OP is not possible.

Native joint Outbound I1OP is not used.
client/servers
Nativeclients  Outbound I1OP is not used.
Network  Suppose the local machine on which the ISL is being runis using TCP/IP addressing
Addresses  and is named backus. conpany. com with address 155. 2. 193. 18. Further suppose
that the port number at which the ISL should accept requestsis 2334. The address
specified by the - | option could be:
//155.2.193. 18: 2334
/| backus. conpany. com 2334
Examples  * SERVERS

I SL SRVGRP="1SLGRP" SRVI D=1002 RESTART=Y GRACE=0

CLOPT="-A -- -n //piglet:1900 -d /dev/tcp"
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ma3idltojava(l)

Name

Synopsis

Description

Note: Thens8i dl t oj ava compiler isdeprecated in thisrelease. BEA Systems
recommends using thei dI t oj ava compiler to generate client stubs for
CORBA Javaclients and CORBA Javajoint client/servers.

Compilesthe Object Management Group (OMG) Interface Definition Language (IDL)
file and generates client stub and server skeleton files required for the interface
definitions being implemented in Java. Use this command only when you are creating
a Java server application.

nBidltojava [-p] [-] javaDirectory] [-ldirectory][-Dsynbol]
[-Usynbol] [-foptions] idl-filenane...

Then8i dl t o] ava command compiles OMG IDL source files into Java source code.
Y ou then use the javac compiler to compile that source into Java bytecodes. The OMG
IDL declarations from the named OMG IDL files are trandated to Java declarations
according to the mapping from OMG IDL to Java.

Giventheprovided i dl - fi | ename file(s), then8i dl t oj ava command generatesthe
following files for each interface defined in the server application’s OMG IDL file:

i nterface-nane.java
Contains the Java version of the interface definitionsin the OMG IDL file.
Each interface implementation extends the or g. ong. CORBA. Obj ect class.

_interface-naneStub.java
Isthe client stub file.

_interface-nanel npl Base. j ava
Isthe Server skeleton file, which is extended by the server application’s
object implementation classes.

i nt erface-naneHel per.java
Contains the helper class for the object.

i nt erface-naneHol der. j ava
Contains the holder class for the object.

Then8i dl t o] ava compiler generates the client stub and server skeleton files. Any
previous versions are overwritten.
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If an unknown option is passed to this command, the offending option and a usage
message is displayed to the user, and the compile is not performed.

Parameter i dl-fil enane
Represents the name of one or more files that contain OMG IDL statements.

Options - p package
Specifiesthat generated Java classes should be part of the given package. The
compiler creates the appropriate directory hierarchy and storesthe generated
filesin the directory that correspondsto their package. If you specify the -j
option, the hierarchy is created under the specified directory. Otherwise, the
hierarchy is created under the current directory. Y ou can override this option
by using #pr agna j avaPackage inthe OMG IDL sourcefile.

-j javaDirectory
Specifiesthat generated Javafiles should bewritten to the specified directory.
This directory isindependent of the - p option, if used.

- | directory
Specifies directories within which to search for includefiles, in addition to
any directories specified with the #i ncl ude OMG IDL preprocessor
directive. Multiple directories can be specified by using multiple -1 options.

There aretwo typesof #i ncl ude OMG IDL preprocessor directives:

syst em (for example, <a.idl >) and user (for example, "a.idl"). The
path for system #i ncl ude directoriesisthe system include directory and any
directories specified with the - 1 option. The path for user #i ncl ude
directivesisthelocation of thefile containing the #i ncl ude directive,
followed by the path specified for the system #i ncl ude directive.

By default, the text in filesincluded with an #i ncl ude directiveis not
included in the client and server code that is generated.

- Dsymbol
Specifies a symbol to be defined during OMG IDL file preprocessing. The
n8i dl t oj ava command passes this symbol to the preprocessor.

- Usymbol
Specifies asymbol to be undefined during OMG IDL file preprocessing. The
n8i dl t oj ava command passes this symbol to the preprocessor.
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Examples

- f options
Y ou can enable the following options by specifying them as shown, and
disable them by appending the string no- . For example, to prevent the C
preprocessor from being run on the input OMG IDL files, specify - f no- cpp.

-flist-flags
Displaysthe state of al -f flags. By default, this option is disabled.

-fclient
Generates the client application files. By default, this optionis
enabled.

-fserver
Generates the server application files. By default, thisoptionis
enabled.

-fverbose
Specifiesthat the n8i dI t oj ava command should work in verbose
mode. |n particular, it writes command output to its standard outpui.
By default, this option is disabled.

-fversion
Specifies that the compiler printsits version and timestamp. By
default, this option is disabled.

The following command generates only the server application filesfor Si npl e. i dl :
nBidltojava -fno-client Sinple.id
The following command generates only the client application filesfor Si npl e. i dI :

nBi dltoj ava -fno-server Sinple.id
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92

Name

Synopsis

Description

Errors

Examples

nkf | dhdr, mkf | dhdr 32—Creates header files from field tables.

nkfldhdr [-d outdir] [ field table... ]
nkfldhdr32 [-d outdir] [ field table... ]

nkf | dhdr trandates each field table file to a corresponding header file suitable for
inclusion in C programs. The resulting header files provide #def i ne macros for
converting from field names to field IDs. Header filenames are formed by
concatenating a. h to the simple filename for each file to be converted.

Thefield table names may be specified on the command line; each fileis converted to
a corresponding header file.

If the field table names are not given on the command line, then the program uses the
FI ELDTBLS environment variable asthe list of field tables to be converted, and
FLDTBLDI R environment variable as alist of directories to be searched for thefiles.
FI ELDTBLS specifies acomma-separated list of field table filenames. If FI ELDTBLS
hasno value, f | d. t bl is used asthe name of the (only) field tablefile (in this case,
the resulting header file will be (f 1 d. t bl . h). The FLDTBLDI R environment variable
isacolon-separated list of directoriesin whichto look for each field table whose name
is not an absolute pathname; the search for field tablesis very similar to the search for
executable commands using the UNIX system PATH variable. If FLDTBLDI Ris hot
defined, only the current directory is searched. Thus, if no field table names are
specified on the command line and FI ELDTBLS and FLDTBLDI Rare not set, mkf | dhdr
will convert thefield tablef I d. t bl inthe current directory into the header file
fld.tbl.h.

The - d option is available to specify that the output header files are to be created in a
directory other than the present working directory.

nkf | dhdr 32 isused for 32-bit FML. It uses the FI ELDTBLS32 and FLDTBLDI R32
environment variables.

Error messages are printed if the field table load fails or if an output file cannot be
created.

FLDTBLDI R=/ proj ect/fl dthls
FI ELDTBLS=maskft bl , DBf t bl , mi scftbl,
export FLDTBLDI R FI ELDTBLS
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mkf | dhdr producesthe#i ncl ude filesmaskftbl . h,DBftbl . h,andmi scftbl.hin
the current directory by processing the filesmaskf t bl , DBf t bl , and i scft bl in
directory / proj ect/fl dthbls.

With environment variables set asin the example above, the command nkf | dhdr

- d$FLDTBLDI Rpr ocesses the sameinput field-table files, and produces the same
output files, but places them in the directory given by the value of the environment
variable FLDTBLDI R.

Thecommand kf | dhdr nyfi el dsprocesses theinputfilemyfi el ds and produces
myfi el ds. h inthe current directory.

See Also  Introductionto FML Functions, fi el d_t abl es(5)
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mklanginfo(1)

Name

Synopsis

Description

nkl angi nf o—Compiles language information constants for alocale.

nkl angi nfo [fnane]

This program takes the file specified as an argument, and convertstheinput into afile
suitable for placement in $TUXDI R/ | ocal e/xx/ LANG NFOwhere xx is a specific
locale. The standard input is used if afile argument is not specified. The language
values are used by set | ocal e(3c), strftime(3c),andnl _| angi nfo(3c).

nkl angi nf o readsinput lines, ignoring lines that begin with white spaceor ‘# . Value

input lines must be of the form:

<t oken> = “val ue”

The characters between the t oken and the double-quoted val ue can be anything but
a double quote as long as white space appears after the token. If val ue isthe null
string, the line isignored. Otherwise, t oken must be either an integer between 1 and

48, inclusive, or astring, asfollows:

Integer String

DAY 1
DAY 2
DAY 3
DAY 4
DAY 5
DAY 6
DAY_7
ABDAY_1
ABDAY 2
ABDAY_3
ABDAY_4
ABDAY 5
ABDAY_6
ABDAY_7

9

Day
Day
Day
Day
Day
Day
Day

1
2
3
4
5
6

7

Val ue

of the
of the
of the
of the
of the
of the
of the

Abbr evi at ed
Abbr evi at ed
Abbr evi at ed
Abbr evi at ed
Abbr evi at ed
Abbr evi at ed
Abbr evi at ed
Mont h
Mont h
Mont h
Mont h
Mont h
Mont h
Mont h
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we
we
we
we
we
we
we
day
day
day
day
day
day
day
he
he
he
he
he
he
he

ek,
ek,
ek,
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ek,
ek,
ek,
1

for
for
for
for
for
for
for

of

2 of

3
4
5
6

7

of
of
of
of
of

year,
year,
year,
year,
year,
year,
year,

t he
t he
t he
t he
t he
t he
t he
for
for
for
for
for
for
for

exanpl e,
exanpl e,
exanpl e,
exanpl e,
exanpl e,
exanpl e, Fr
exanpl e,

week, for
week, for
week, for
week, for
week, for
week, for
week, for
exanpl e,
exanpl e,
exanpl e,
exanpl e,
exanpl e,
exanpl e,
exanpl e,

Sunday 2
Monday 3
Tuesday 4
Wednesday 5
Thur sday 6

iday 7

Sat urday 8

exanpl e
exanpl e
exanpl e
exanpl e
exanpl e
exanpl e
exanpl e
January 16
February 1
March 18
April 19
May 20
June 21
July 22

Sun
Mon
Tue
Wed
Thu
Fri

Sat

7

9

10
11
12
13
14
15
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MON_8 Month 8 of the year, for exanple, August 23

MON_9 Month 9 of the year, for exanple, Septenber 24
MON_10 Month 10 of the year, for exanple, Cctober 25
MON 11 Month 11 of the year, for exanple, Novenber 26
MON_12 Month 12 of the year, for exanple, Decenber 27

ABMON_1 Abbrevi ated nmont h
ABMON_2 Abbrevi ated nmont h
ABMON_3 Abbrevi at ed nmont h
ABMON_4  Abbreviated nonth
ABMON_5 Abbrevi ated nmonth
ABMON_6 Abbrevi ated nmont h
ABMON_7 Abbrevi ated nmont h
ABMON_8 Abbrevi ated nmonth
ABMON_9 Abbrevi at ed nmont h

of the year, for exanple, Jan 28
of the year, for exanple, Feb 29
of the year, for exanple, Mar 30
of the year, for exanple, Apr 31
the year, for exanple, My 32
of the year, for exanple, Jun 33
of the year, for exanple, Jul 34
of the year, for exanple, Aug 35
of the year, for exanple, Sep 36

O©Coo~NOOOThA, WNE
o
=

ABMON_10 Abbreviated nonth 10 of the year, for exanple, Cct 37
ABMON_11 Abbreviated nmonth 11 of the year, for exanple, Nov 38
ABMON_12 Abbreviated nonth 12 of the year, for exanple, Dec 39
RADI XCHAR Radi x character, for exanple, .’ 40

THOUSEP  Separator for thousands 41

YESSTR Affirmative response string, for exanple, yes 42
NOSTR Negative response string, for exanple, no 43

CRNCYSTR Currency synbol 44

DTFMI string for formatting date and tinme, for exanple, “%% %% %t 0Y" 45
D_FMr string for formatting date, for exanple, “%m %/ %" 46
T_FMT string for formatting time, for exanple, “H %M %" 47
AM_FMT Ante Meridian affix, for exanple, AM 48

PM_FMT Post Meridian affix, for exanple, PM

Diagnostic

Theinput lines may appear in any order. If an input line appears more than once for
the same value, the last line for that value is used.

After processing thefile, nkl angi nf o printsthe string name and string value for each
language information constant shown in the previous code listing to the standard error
in the order specified in the listing. The null string is used as a value for any language
information constant not specified; nl _I angi nf o uses the default value for the C
locale (U.S. English values) for these unset constants.

If afilenameis specified on the command name, nkl angi nf o writes the compiled
output to f nane.out ; otherwise, the output is written to the standard output. The
format isalist of al of the null-terminated string values (without newlines).

If an error occursin reading the file or in the syntax, an error message is printed to the
standard error and the program exits with exit code 1. On success, the program exits
with exit code O.
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Examples  The defaults for the BEA Tuxedo system (locale C) are located in
$TUXDI R/ | ocal e/ T/ | ang. t ext . To provide French values, an administrator might
do the following (on a UNIX system platform):

nkdi r $TUXDI R/ | ocal e/ french
cd $TUXDI R/ | ocal e/ french

cp $TUXDI R/l ocal e/ C/' | ang. t ext
ed | ang. t ext

convert to French values

w

q
nkl angi nfo | ang.text > LANG NFO

Files $TUXDI R/ | ocal e/ T/ | ang. t ext —the default values for the C locale
$TUXDI R/ | ocal e/ ¢/ LANG NFO—the “compiled” file for the C locale
$TUXDI R/ | ocal e/ xx/ LANG NFO—the *“compiled” file for the xx locale

Notices  Therkl angi nf o command and the resulting LANG NFOfile are needed only if the
BEA Tuxedo system compatibility functionsfor set | ocal e(),strftime(), or
nl _I angi nf o() are used. The functions provided with the UNIX system use a
different set and format of files.

See Also  nl _| angi nfo(3c),setlocal e(3c),strftime(3c),|anginfo(5)
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gmadmin(1)

Name
Synopsis

Description

gmadni n—Queue manager administration program.
[ QUCONFI G=<devi ce>] gmadm n [ <devi ce>]

With the commandslisted inthisentry, gmadni n supportsthe creation, inspection, and
modification of message queues. The universal device list (UDL) mapsthe physical
storage space on a machine on which the BEA Tuxedo ATMI systemisrun. An entry
inthe UDL pointsto the disk spacein which the queues and messages of a queue space
are stored. The name of the device (file) on which the UDL resides (or will reside) for
the queue space may be specified either as a command line argument or via the
environment variable QVCONFI G. If both are specified, the command option is used.

Asasystem-provided command, gnadni n does hot undergo normal initialization, so
it does not pick up the value of ULOGPFX from the UBBCONFI Gfile. Asaresult, any log
entries generated by gmadni n commands are written to the current working directory.
Thisis corrected by setting and exporting the ULOGPFX environment variable to the
pathname of the directory in which the userlog is located.

gmadni n uses the greater than sign (>) as a prompt. Arguments are entered separated
by white space (tabs and/or spaces). Arguments that contain white space may be
enclosed within double quotes; if an argument enclosed within double quotes contains
adouble quote, the internal double quote must be preceded with a backsl ash.
Commands prompt for required information if it is not given on the command line. A
warning message is displayed and the prompt shown again, if arequired argument is
not entered. Commands do not prompt for information on optional parameters.

A user can exit the program by entering q or <CTRL- d> when prompted for a
command. Output from a command may be terminated by pressing BREAK; the
program then prompts for the next command. Hitting return when prompted for a
command repeats the previously executed command, except after a break.

Note that thereis no way to effectively cancel acommand once you press RETURN;
hitting BREAK only terminates output from the command, if any. Therefore, be sure
that you type a command exactly asyou intended before pressing RETURN.

Output from gmadmi n commands is paginated according to the pagination command
in use (see the pagi nat e subcommand below).
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When grmadni nisinitially entered, no queue spaceisopened. To create a queue space,
run gspacecr eat e; to openit, run qopen. Thegaborttrans, gcl ose,

gchangepri o, gchangequeue, gchanget i ne, gchangeexpti me, gcommi ttrans,
gchange, qcr eat e, qdel et ensg, gi nfo, gl i st,gprinttrans andgset commands
can be executed only when a queue space is open.

The following table lists the gmadni n commands grouped by functional type.

Command Command Purpose
Type
General
echo Echoes input command lines
hel p Prints help messages
pagi nat e Paginates output
qui t Terminates the session
verbose Produces output in verbose mode
I shel | conmand Escapes to shell and executesshel | conmand
I Repeats previous shell command
# Indicates comment lines
<CR> Repeats the last command
Queue Space
chdl Changes the name for a universal device list entry
crdl Creates an entry in the universal device list
dsdl Destroys an entry found in the universal device list
i pcrm Removes | PC data structures used for the queue space
i pcs Lists IPC data structures used for the queue space
lidl Prints the universal devicelist
l'ivtoc Prints information for all vTQOC table entries
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Command Command Purpose
Type
gaddext Adds an extent to the queue space
gcl ose Closes the currently open queue space
gopen Opens and initializes structures for the queue space
gsi ze Computes the size of shared memory needed for a queue space
gspacechange Changes the parameters for a queue space
gspacecreate Creates a queue space for queued messages
gspacedestroy Destroys the named queue space
gspacel i st Lists the creation parameters for the queue space
Queue
gchange Modifies a queue in the currently open queue space
gcreate Creates a queue in the currently open queue space
gdestroy Destroys the named queue
ginfo Listsinformation for associated queue or for all queues
Message
gchangeexp Changes the expiration time for messages on a queue

gchangepri o

Changes the priority for messages on a queue

gqchangequeue

Moves messages to a different queue within the same queue
space

gchangeti ne

Changes the execution time for messages on a queue

gdel et ensg

Deletes messages from a queue

glist Lists messages on a queue
gscan Sets selection criteria used by other commands
gset Sets the queue name used by other commands
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Command
Type

Command Purpose

Transaction

gaborttrans Aborts a precommitted transaction

gcommi ttrans Commits a precommitted transaction

gprinttrans Prints transaction table information for outstanding

transactions

100

gmadmin
Commands

Commands may be entered either by their full name or their abbreviation (if available,
the abbreviation is listed below in parentheses following the full name), followed by
any appropriate arguments. Arguments appearing in square brackets ([]) are optional;
thosein curly braces ({}) indicate a selection from mutually exclusive options.

chdl [dl i ndex [newdevi ce]]

Changes the name for a universal device list entry. The first argument is the
index of the device on the universal device list that isto be changed (device
indexesarereturned by | i dl ). The program promptsfor itif itisnot provided
on the command line.

The second argument is the new device name. If adevice nameis not
provided on the command line, the program prints the current device name
and then prompts for anew one. The name is limited to 64 charactersin
length. Use this command cautiously; files and dataare not accessible viathe
old name after the device name is changed.

For more information about printing the Universal Device List (UDL) and
Volume Table of Contents (VTOC), see Administering BEA Tuxedo
Applications at Run Time.

crdl [devi ce [of fset [size]]]

Createsan entry intheuniversal devicelist. Note: Thefirst entry inthedevice
list must correspond to the device that is referenced by QVCONFI G and must

have an offset of 0. If arguments are not provided on the command line, the
program prompts for them.

The arguments are the device name, the block number at which space may
begin to be alocated, and the number of physical pages (disk sectors) to be
allocated.
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More than one extent can be allocated to agiven file. Y ou can, for example,
alocate/ app/ queues/ nyspace 0 500, and then allocate

/ app/ queues/ myspace 1000 500, for atotal of 1000 blocks allocated with
blocks 500 through 999 not being used.

Several blocksfrom thefirst device entry are used by the devicelist and table
of contents. Up to 25 entries may be created on the devicelist.

dsdl [-y] [dl i ndex]
Destroys an entry found in the universal devicelist. Thedl! i ndex argument
isthe index on the universal devicelist of the device that is to be removed
from the devicelist. If it is not provided on the command line, the program
promptsfor it. Entry 0 cannot beremoved until al vTocfilesand other device
list entries are destroyed. (Because entry 0 contains the device that holds the
devicelist and table of contents, destroying it also destroysthese two tables.)
vTC files can be removed only by removing the associated entities (for
example, by destroying a queue space that resides on the device). The
program prompts for confirmation unless - y is specified.

echo (e) [{of f |on}]
Echoes input command lines when set to on. If no option is given, then the
current setting istoggled, and the new setting is printed. Theinitial setting is
of f.

hel p (h) [{conmand |al | }]
Prints help messages. If acomand is specified, the abbreviation, arguments,
and description for that command are printed. The al | argument causes a
description of all commands to be displayed.

If no arguments are specified on the command line, the syntax of all
commands s displayed.

i pcrm[-f][-y] [queue_space_nane]
Removes the |PC data structures used for the specified queue space. If a
gueue space nameis not provided on the command line, the program prompts
for one. If the specified queue space is open in gnadni n, it will be closed.
i pcr mknows all IPC resources used by the queue space and is the only way
that the | PC resources should be removed. gmadni n ensures that no other
processes are attached to the queue space before removing the | PC resources.
The-f option can be specifiedto forceremoval of IPC resourcesevenif other
processes are attached. This command prompts for confirmation before
executionif the-f option is specified, unlessthe-y optionisspecified. All

BEA Tuxedo Command Reference 101



Section 1 - Commands

102

non-persistent messages in the specified queue space are permanently lost
when this command compl etes successfully.

i pcs [queue_space_nane]

Liststhe IPC data structures used for a queue space, if any (none may be used
if the queue spaceisnot opened by any process). If aqueue space nameisnot
provided on the command line, the program prompts for one.

lidl [dlindex]

livtoc

Prints the universal device list. For each device the following islisted: the
index, the name, the starting block, and the number of blocks on the device.
In verbose mode, amap is printed that shows free space (starting address and
size of free space). If dl i ndex is specified, then only theinformation for that
devicelist entry is printed.

Printsinformation for all vTOCtable entries. The information printed for each
entry includes the name of the vTOC table, the device on whichitisfound, the
offset of the vTOC table from the beginning of the device and the number of
pages alocated for that table. There are a maximum of 100 entriesin the
VTCC.

pagi nat e (page) [{of f| on}]

Paginates output. If no option isgiven, then the current setting istoggled, and
the new settingisprinted. Theinitial setting ison, unlesseither standard input
or standard output isanon-terminal device. Pagination may beturned on only
when both standard input and standard output are terminal devices.

The default paging command is the pager indigenous to the native operating
system environment. The command pg, for example, isthe default command
on the UNIX operating system. The shell environment variable PAGER may
be used to override the default command used for paging output.

gaborttrans (gabort) [-y] [t rani ndex]

Heuristically aborts the precommitted transaction associated with the
specified transaction index, t r ani ndex. If the transaction index is not
specified on the command line, the program promptsfor it. If the transaction
is known to be decided and the decision wasto commit, gabort t r ans fails.
Theindex is taken from the previous execution of the qpri ntt rans
command. Confirmation is requested unlessthe - y option is specified. This
command should be used with care.
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gaddext [queue_space_name [pages]]
Adds an extent to the queue space. The queue space must not be active (no
processes can be attached to the queue space). If a queue space name and the
number of additional physical pagesto alocate for the queue space are not
specified on the command line, the program promptsfor them. If the specified
gueue spaceisopenin gmadm n, it will be closed. The number of physical
pages is rounded down to the nearest multiple of four pages (see
gspacecr eat e for clarification and examples). Space is allocated from
extents defined in the UDL associated with the QVCONFI G device. Each new
gueue space extent uses an additional entry in the VTOC (a maximum of 100
entries are available). The queue manager names the extents such that they
can be identified quickly and associated with the queue space. All
non-persistent messages in the specified queue space are permanently lost
when this command compl etes successfully.

gchange [queue_name [out - of -order [retries [del ay [hi gh [I ow[crd]]]]]]]

[-d persist[nonpersist][-n nhigh, nl ow, ncnd]

[-edefault_relative_expiration_tine]
Modifies a queuein the currently open queue space. The required arguments
may be given on the command line or the program will prompt for them.
These are the queue name, whether out-of-order enqueuing is allowed (not
allowed, top of queue, or before a specified msgi d); the number of retriesand
delay time in seconds between retries; and the high and low limits for
execution of athreshold command and the threshold command itself for
persistent messaging.

The out-of-order valuesarenone, t op, and msgi d. Botht op and nmsgi d may
be specified, separated by a comma.

Thethreshold valuesare used to allow for automatic execution of acommand
when athreshold isreached for persistent messages. The high limit specifies
when the command is executed. The low limit must be reached before the
command is executed again when the high limit is reached. For example, if
the limits are 100 and 50 messages, the command is executed when 100
messages are on the queue, and it is not executed again until the queueis
drained down to 50 messages and isfilled again to 100 messages. The queue
capacity can be specified in bytes or blocks used by the queue (number
followed by ab or B suffix), percentage of the queue space used by the queue
(nunber followed by a%, or total number of messages on the queue (nunber
followed by an m). The threshold type for the high and low threshold values
must be the same. It is optional whether or not the typeis specified onthelow
value, but if specified, it must match the high value type. The message (m)
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suffix spans both persistent and non-persistent messages. The other threshold
suffixes apply only to persistent messages. Use the - n option to specify
threshold values for non-persistent messages. When specified on the
command line, the threshold command should be enclosed in double
quotation marksif it contains white space. The retry count indicates how
many times a message can be dequeued and the transaction rolled back,
causing the message to be put back on the queue. A delay between retries can
also be specified. When the retry count is reached, the message is moved to
the error queue defined for the queue space. If no error queue has been
defined, the message is dropped. The queue ordering values for the queue
cannot be changed. L ow-priority messages are dequeued after every ten
messages, even if the queue still contains high-priority messages.

The - d option specifies the default delivery policy for the queue. The valid
valuesfor the - d option are per si st and nonper si st . When the default
delivery policy isper si st , enqueued messages with no explicitly specified
delivery mode are delivered using the persistent (disk-based) delivery
method. When the policy isnonper si st , enqueued messages with no
explicitly specified delivery mode are delivered using the non-persistent (in
memory) delivery method. If the - d option is not specified, the system does
not prompt for information and the default delivery policy is unchanged.
When the default delivery policy is modified, the delivery quality of service
isnot changed for messages aready in the queue. If the queue being modified
isthe reply queue named for any messages currently in the queue space, the
reply quality of serviceis not changed for those messages as a result of
changing the default delivery policy of the queue.

If a non-persistent message cannot be enqueued due to an exhausted or
fragmented memory area, the enqueuing operation fails, even if thereis
sufficient persistent storage for the message. If a persistent message cannot
be enqueued dueto an exhausted or fragmented disk, the enqueuing operation
fails, even if there is sufficient non-persistent storage for the message.

If the amount of memory reserved for non-persistent messages in a queue
spaceis zero (0), no spaceis reserved for non-persistent messages. (See
gspacecr eat e and gspacechange for information on specifying the
non-persistent message memory area.) In this case, attempts to enqueue a
non-persistent message fail. This includes messages with no specified
delivery quality of service for which the target queue has a default delivery
policy of nonper si st .
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The - n option specifies the threshold values used for automatic execution of
a command when a non-persistent storage area threshold is reached. The
nhi gh limit specifies when the command ncnd is executed. The nl ow limit
must be reached before the command will be executed again when the nhi gh
limit isreached. If the - n option is specified, the nhi gh, nl ow, and ncnd
values must all be supplied, or the command fails. The ncnd value may be
specified as an empty string. If the - n option is not specified, the program
does not prompt for information.

The memory capacity (amount of non-persistent data in the queue) can be
specified as one of the following threshold types: bytes (b), blocks (B), or
percentage (nunber followed by 9. The threshold type for the nhi gh and
nl owvalues must be the same. For example, if nhi gh is set to 100%, then
nl ow, if specified, must also be specified as a percentage. The threshold type
of thenl owvalueisoptional. If the - n option is not specified, the default
threshold values for non-persistent messaging are unchanged. If ncnd
contains white space, it must be enclosed in double quotation marks.

The msuffix of the[ ... [hi gh[l ow{cnd]]] . .. ] thresholds appliesto all
messages in a queue, including both persistent and non-persistent messages,
and therefore is not available with nhi gh and nl ow. The[ ...

[hi gh[l ow{cnd]]] . . . ] thresholds specified without the - msuffix apply to
persistent (disk-based) messages only.

The-edefault _rel ative_expiration_tinme option setsan expiration
time for all messages enqueued to the queue that do not have an explicitly
specified expiration time. The expiration time may be either arelative
expirationtimeor none. When the expiration timeisreached and the message
has not been dequeued or administratively deleted, the message is removed
from the queue, all resources associated with the message are reclaimed by
the system, and statistics are updated. If the expiration time is before the
message availability time, the messageis not available for dequeuing unless
either the availability or expiration time is changed so that the availability
time is before the expiration time. In addition, these messages are removed
from the queue at expiration time even if they were never available for
dequeuing. If a message expires during atransaction, the expiration does not
cause the transaction to fail. Messages that expire while being enqueued or
dequeued within atransaction are removed from the queue when the
transaction ends. There is no notification when a message has expired.

If the - e option isnot specified, the default expiration time of the queueis not
changed. When the queue’ s expiration time is modified using gchange, the
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expiration times for messages already in the queues are not modified. If the
- e option is not specified, the program does not prompt for it.

Theformat of arelativedefaul t _rel ative_expiration_tineis
+seconds where seconds isthe number of seconds from the time that the
gueue manager successfully completes the operation to the time that the
message expires. A value of zero (0) indicates immediate expiration.The
value of def aul t _rel ative_expiration_time may aso be set to the
string none. The none string indicates that messages that are enqueued with
no explicit expiration time will not expire unless an expiration time is
explicitly assigned to them.

gchangeexp (gce) -y [newt i me]

Changes the expiration time for messages on a queue. When a message
expires, it is removed from the queue, all resources used by the message are
reclaimed by the system, and the relevant statistics are updated. If the
expiration time is before the message availability time, the message is not
available for dequeuing unless either the availability or expiration timeis
changed so that the availability timeisbefore the expiration time. In addition,
these messages are removed from the queue at expiration time even if they
were never availablefor dequeuing. If amessage expires during atransaction,
the expiration does not cause the transaction to fail. Messages that expire
while being enqueued or dequeued within atransaction are removed from the
gueue when the transaction ends. Thereisno notification when amessage has
expired.

The queue for which an expiration time is set is selected using the gset
command. Selection criteriafor limiting the messages to be updated are set
with thegscan command. If no selection criterionis set, then all messageson
the queue are changed. By default, a confirmation is requested before the
expiration timeis set. The - y option specifies no prompt for confirmation.
Thenewt i me value can be relative to either the current time, an absolute
value, or none. If the newt i me value is not provided on the command line,
the program prompts for it.

M essages enqueued by versions of the BEA Tuxedo ATMI system that do not
support message expiration cannot be modified to have an expiration time
even when the queue manager responsible for changing the value supports
message expiration. If messages affected by qchangeexp have been
engueued by one of theseversions of the BEA Tuxedo ATMI system, an error
message indicates that some of the selected messages were not modified due
to this limitation.
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A relative expiration time is relative to when the request arrives at the queue
manager process. The format of arelative newt i me is +seconds where
seconds isthe number of seconds from the time that the queue manager
successfully compl etes the operation to the time that the message expires. If
seconds is set to zero (0), messages expire immediately. An absolute
expiration timeis determined by the clock on the machine where the queue
manager process resides. The format of an absolute newt i ne is

YY[MM DD[HH[MV[SS]]]]] as described in gscan. The value of newt i me may
also be set to the string none, which indicates that affected messages never
expire.

gchangepri o (qcp) [-y] [newpriori ty]
Changes the priority for messages on a queue. The queue that is affected is
set using the gset command and the selection criteriafor limiting the
messages to be updated are set using the gscan command.

If no selection criteria are set, then all messages on the queue are changed:
confirmation isrequested beforethisisdone unlessthe - y optionisspecified.
It isrecommended that the gl i st command be executed to see what
messages will be modified (this reduces typographical errors). The

newpri ority value specifies the new priority which will be used when the
message(s) are forwarded for processing. It must be in the range 1 to 100,
inclusive. If not provided on the command line, the program will prompt for
it.

gchangequeue (qcq) [- y] [newqueue]
Moves messagesto adifferent queue within the same queue space. The queue
from which messages are moved is set using the gset command and the
selection criteriafor limiting the messages to be moved are set using the
gscan command. If no selection criteria are set, then al messages on the
gueue are moved: confirmation isrequested before thisis done unlessthe - y
option is specified. It is recommended that the gl i st command be executed
to see what messages will be moved (this reduces typographical errors). The
newqueue Vvalue specifies the name of the queue to which messages will be
moved. If newqueue is not specified on the command line, the program
promptsfor it. The delivery quality of service of amessageis not changed to
match the default delivery policy of newqueue.

When messages with an expiration time are moved, the expiration timeis
considered an absolute expiration time in the new queue, even if it was
previously specified as arelative expiration time.
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gchangetime (qct) [-y] [newt i me]

qcl ose

Changes the message availability time for messages on aqueue. The queueis
specified using the gset command. The selection criteriafor limiting the
messages to be updated are set using the gscan command.

If no selection criteria are set, then all messages on the queue are changed:
confirmation isrequested before thisis done unlessthe - y option is specified.
It is recommended that the gl i st command be executed to see what
messages will be modified (this reduces typographical errors). The newt i me
value can be either relative to the current time or an absolute value. If not
provided on the command line, the program will prompt for it. The format of
arelativeonet i me is+seconds where seconds isthe number of seconds
from now that the message is to be executed (0 implies immediately). The
format of an absolute newt i ne isYY[MV DD[HH MV[SS]]]]], as described in
gscan.

Closes the currently open queue space. All non-persistent messages in the
specified queue space are permanently lost when this command completes
successfully.

gcomi ttrans (qconmi t) [-y] [t rani ndex]

Heuristically commits the precommitted transaction associated with the
specified transaction index t r ani ndex. The program will prompt for the
transaction index if not specified on the command line. If the transaction is
known to be decided and the decision was to abort, gconmi t t r ans will fail.
Theindex is taken from the previous execution of the qpri ntt r ans
command. Confirmation is requested unlessthe - y option is specified. This
command should be used with care.

gcreate (qcr) [queue_nane [qorder [out-of-order [retries [del ay
[high [l ow [end]]]]IN]] [-d per si st |nonper si st] [-n nhi gh, nl ow, ncnd]
[-edefault_relative_expiration_tine]

Creates a queue in the currently open queue space. The required arguments
may be given on the command line or the program will prompt for them.
These are the queue name, the queue ordering (fifo or lifo, by expiration time,
by priority, by time); whether out-of-order enqueuing is alowed (not
allowed, top of queue, before a specified nsgi d); the number of retries and
delay time in seconds between retries; the high and low limits for execution
of athreshold command; and the threshold command itself for persistent

messages.
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The queue ordering valuesarefifo,lifo,priority,expiration,and

t i me. When specifying the queue ordering, the most significant sort value
must be specified first, followed by the next most significant sort value, and
soon;fifoorlifo canbespecified only astheleast significant (or only)
sortvalue. If neitherfifoorlifoisspecified, thenthedefaultisfi f o within
whatever other sort criteriaare specified. If expi rati on is specified,
messages with no expiration time are dequeued after all messages with an
expiration time. Multiple sort values may be specified separated by commas.
The out-of-order values are none, t op, or nsgi d. Botht op and nsgi d may
be specified, separated by a comma.

Thethreshold values are used to allow for automatic execution of acommand
when athreshold isreached for persistent messages. The high limit specifies
when the command is executed. The low limit must be reached before the
command will be executed again when the high limit isreached. For example,
if the limits are 100 and 50 messages, the command will be executed when
100 messages are on the queue, and will not be executed again until the queue
has been drained below 50 messages and has filled again to 100 messages.

The queue capacity can be specified in bytes or blocks used by the queue
(number followed by ab or B suffix), percentage of the queue space used by
the queue (nunber followed by a %), or total number of messages on the
queue (nunber followed by an m). The threshold type for the high and low
threshold values must be the same. The message (m) suffix spans both
persistent and non-persistent messages. The other threshold suffixes apply
only to persistent messages. Usethe - n option to specify threshold valuesfor
non-persistent messages. It is optional whether or not the typeis specified on
the low value, but if specified, it must match the high value type. When
specified on the command line, the threshold command should be enclosed in
double quotation marksiif it contains white space.

Theretry count indicates how many times a message can be dequeued and the
transaction rolled back, causing the message to be put back on the queue. A
delay between retries can also be specified. When the retry count is reached,
the message is moved to the error queue defined for the queue space. If an
error queue has not been defined, the message is dropped. L ow-priority
messages are dequeued after every ten messages, even if the queue till
contains high-priority messages.

The - d option specifies the default delivery policy for the queue. The valid
valuesfor the - d option are per si st and nonper si st . When the default
delivery policy isper si st , enqueued messages with no explicitly specified

BEA Tuxedo Command Reference 109



Section 1 - Commands

110

delivery mode are delivered using the persistent (disk-based) delivery
method. When the policy isnonper si st , enqueued messages with no
explicitly specified delivery mode are delivered using the non-persistent (in
memory) delivery method. If the - d option is not specified, the system does
not prompt for information and the default delivery policy for the queueis
per si st . When the default delivery policy is modified, the delivery quality
of serviceis not changed for messages already in the queue.

If a non-persistent message cannot be enqueued due to an exhausted or
fragmented memory area, the enqueuing operation fails, even if thereis
sufficient persistent storage for the message. If a persistent message cannot
be enqueued dueto an exhausted or fragmented disk, the enqueuing operation
fails, even if there is sufficient non-persistent storage for the message.

If the amount of memory reserved for non-persistent messages in a queue
spaceis zero (0), no spaceisreserved for non-persistent messages. (See
gspacecr eat e and gspacechange for information on specifying the
non-persistent message memory area.) In this case, attempts to enqueue a
non-persistent message fail. Thisincludes messages with no specified
delivery quality of service for which the target queue has a default delivery
policy of nonper si st.

The - n option specifies the threshold values used for automatic execution of
a command when a non-persistent storage area threshold is reached. The
nhi gh limit specifies when the command ncnd is executed. The nl ow limit
must be reached before the command will be executed again when the nhi gh
limit isreached. If the - n option is specified, the nhi gh, nl ow, and ncnd
values must all be supplied, or the command fails. The ncnd value may be
specified as an empty string. If the - n option is not specified, the program
does not prompt for information.

The memory capacity (amount of non-persistent datain the queue) can be
specified as one of the following threshold types: bytes (b), blocks (B), or
percentage (number followed by 99. The threshold type for the nhi gh and
nl ow values must be the same. For example, if nhi gh is set to 100%, then
nl ow, if specified, must also be specified as a percentage. The threshold type
of the nl owvalueis optional. If the- n option is not specified, the default
threshold values are used (100%for nhi gh and 0%for nl ow) and ncrd is set
to* . If ncnd contains white space, it must be enclosed in double quotation
marks.
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The msuffix of the[ ... [hi gh[l ow{cnd]]] . .. ] thresholds appliesto all
messages in a queue, including both persistent and non-persistent messages,
and therefore is not available with nhi gh and nl ow. The[ ...

[hi gh[l ow{cnd]]] . . . ] thresholds specified without the - msuffix apply to
persistent (disk-based) messages only.

The-edefault _rel ative_expiration_tinme option setsan expiration
time for all messages enqueued to the queue that do not have an explicitly
specified expiration time. The expiration time may be either arelative
expirationtimeor none. When the expiration timeisreached and the message
has not been dequeued or administratively deleted, the message is removed
from the queue, all resources associated with the message are reclaimed by
the system, and statistics are updated. If the expiration time is before the
message availability time, the messageis not available for dequeuing unless
either the availability or expiration time is changed so that the availability
time is before the expiration time. In addition, these messages are removed
from the queue at expiration time even if they were never available for
dequeuing. If a message expires during atransaction, the expiration does not
cause the transaction to fail. Messages that expire while being enqueued or
dequeued within atransaction are removed from the queue when the
transaction ends. There is no notification when a message has expired.

If the - e option isnot specified, the default expiration time of the queueis set
to none. When the queue’ s expiration timeis modified using gchange, the
expiration times for messages already in the queues are not modified. If the
- e option is not specified, the program does not prompt for it.

Theformat of arelativedefaul t _rel ative_expiration_tinmeis
+seconds where seconds isthe number of seconds from the time that the
gueue manager successfully completes the operation to the time that the
message expires. A value of zero (0) indicates immediate expiration.The
value of def aul t _rel ati ve_expiration_time may also be set to the
string none. The none string indicates that messages that are enqueued with
no explicit expiration time will not expire unless an expiration timeis
explicitly assigned to them.

qdel et ensg (qdl t m) [- y]
Deletes messages from a queue. The queue is specified using the gset

command. The selection criteria for limiting the messages to be deleted are
set using the gscan command. If no selection criteria are set, then all

messages on the queue are deleted: confirmation is requested before thisis
done. It is recommended that the gl i st command be executed to see what
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messages will be deleted (this reduces typographical errors). This command
prompts for confirmation unlessthe - y option is specified.

qdestroy (qds) [{ -p | -f }][-y] [queue_nane]

Destroysthe named queue. By default, an error isreturned if requestsexist on
the queue or a process is attached to the queue space. The - p option can be
specified to “purge” any messages from the queue and destroy it, if no
processes are attached to the queue space. The - f option can be specified to
“force” deletion of aqueue, even if messages or processes are attached to the
queue space; if amessageis currently involved in atransaction the command
failsand an error is written to the user | og. This command prompts for
confirmation before proceeding unless the - y option is specified.

gi nf o [queue_nane]

Listsinformation for associated queue or for all queues. This command lists
the following: the number of messages on the specified queue (or all queues
if noargument isgiven); theamount of space used by the messages associated
with the queue (both persistent and non-persistent); the number of messages
being delivered persistently and non-persistently; the total number of
messages in the specified queues, and the amount of space used by the
persistent and non-persistent messages. In verbose mode, this command also
lists the queue creation parameters for each queue, the default expiration for
the queue (if any), the sort criteria, and the default delivery policy for the
queue.

glist (ql)

Lists messages on a queue. The queueis specified using the gset command.
The selection criteria for limiting the messages to be listed are set using the
gscan command. If no selection criteria are set, then all messages on the
queue will belisted.

For each message selected, the message identifier is printed along with the
message priority, the number of retries already attempted, message length,
delivery quality of service, the quality of service for any replies, and the
expiration time (if any). The message availability timeis printed if oneis
associ ated with the message, or for messages that have a scheduled retry time
(due to rollback of atransaction). The correlation identifier is printed if
present and ver bose modeis on.
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gopen [queue_space_nane]
Opens and initializes the internal structures for the specified queue space. If
aqueue space is not specified on the command line, the program prompts for
it. If aqueue spaceisaready openingmadmi n, it is closed.

gprinttrans (gpt)
Prints transaction table information for currently outstanding transactions.

Theinformationincludesthetransaction identifier, anindex used for aborting
or committing transactions with gabor t t r ans or gcomni t t r ans, and the
transaction status.

gscan [{ [-t timel[-time2]][-ppriorityl[-priority2]][-m nsgid]

[-i corrid][-d delivery_node][-e timel[-tine2]]|none}]
Sets the selection criteria used for the qchangepri o, gchangequeue,
gchanget i me, qdel et emsg, and gl i st commands. An argument of none
indicates no selection criteria; all messages on the queue will be affected.
Executing thiscommand with no argument printsthe current selection criteria
values. When command line options give avalue range (for example, - t , - e,
or - p) thevaluerange may not contain white space. The- t option can be used
toindicate atime value or atimerange. Theformat of ti ne1 andti ne2 is.
YY[ MM DD[HH[MV[ SS]]]1] specifying the year, month, day, hour, minute, and
second. Units omitted from the date-time value default to their minimum
possible values. For example, “ 7502 is equivalent to “750201000000.” The
years 00-37 are treated as 2000-2037, years 70-99 are treated as 1970-1999,
and 38-69 are invalid. The - p option can be used to indicate a priority value
or apriority range. Priority valuesarein therange 1 to 100, inclusive. The- m
option can be used to indicate a message identifier value, assigned to a
message by the system when it is enqueued. The messageidentifier is unique
within aqueue and its value may be up to 32 charactersin length. Vauesthat
are shorter than 32 characters are padded on the right with nulls (0x0).
Backdlash and non-printable characters (including white space characters
such as space, newline, and tab) must be entered with a backslash followed
by atwo-character hexadecimal valuefor the character (for example, spaceis
\20, asin“hel | o\ 20wor | d"). The-i option can be used to indicate an
correlation identifier value associated with amessage. Theidentifier valueis
assigned by the application, stored with the enqueued message, and passed on
to be stored with any reply or error message response such that the application
can identify responses to particular requests. The value may be up to 32
charactersin length. Valuesthat are shorter than 32 characters are padded on
the right with nulls (0x0). Backslash and non-printable characters (including
white space characters such as space, newline, and tab) must be entered with
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abackslash followed by atwo-character hexadecimal value for the character
(for example, space is\20, asin ny\ 201 D\ 20val ue).

Thevalid valuesfor the- d del i ver y_node option are per si st and
nonper si st . This option specifies the delivery mode of messages sel ected
by gscan so that an operator can take action based on the delivery method.

The- e option can be used to indicate an expiration time or an expiration time
range. Theformat of ti nel andti me2 isthesameasti mel andti ne2 for
the-t option.

gset [queue_nane]
Sets the queue name that is used for the gchangepri o, gqchangequeue,
gchanget i me, qdel et emsg, and gl i st commands. Executing this
command with no argument prints the current queue name.

gsi ze [pages [queues [transactions [processes [messages]]]]]

[-A actions] [-Hhandl es] [- Ccur sors] [ - Oowner s] [- Qt np_queues]

[-f filter_menory] [-n nonpersistent_msg_menory[b, B]]

[-ooverfl ow nenory]
Computes the size of shared memory needed for a queue space with the
specified sizein pages, queues, (concurrent) t r ansact i ons, pr ocesses,
and (queued) messages. If the values are not provided on the command line,
the program prompts for them. The number of system semaphores needed is
also printed. Valid values for the remaining options are described in the
gspacecr eat e option.

gspacechange (gspch) [queue_space_nane [i pckey [trans [procs

[messages [errorq [inityn [bl ocki ng]]]]11]] [- A actions] [-Hhandl es]

[-Ccursors][-Oowners] [-Qtnmp_queues] [-f filter_nmenory]

[- n nonper si st ent _nsg_menor y[b, B]] [- 0 overfl ow _menory]
Changes the parameters for a queue space. The queue space must not be
active (that is, no processes can be attached to it). If the required information
isnot provided on the command line, the program promptsfor it. Valid values
are described in the gspacecr eat e section of this page. If the specified
gueue space is open in gmadni n, it isclosed. To add new extents, gaddext
must be used. The number of queues cannot be modified.

gspacecr eat e (gspc) [queue_space_nane [i pckey [pages [queues [trans
[procs [messages [errorq[inityn [bl ocki ng]]1]11111] [- A acti ons]

BEA Tuxedo Command Reference



gmadmin(1)

[-Hhandl es] [-Ccursors] [ -Oowners] [- Qt mp_queues] [-f fil ter_nenory]

[- n nonper si st ent _nsg_nenor y[b, B]] [- o overf| ow_nenory]
Creates a queue space for queued messages. If not provided on the command
line, the program prompts for the following information: the queue space
name, thei pckey for the shared memory segment and semaphore; number of
physical pagesto allocate for the queue space; the number of queues; the
number of concurrent transactions; the number of processes concurrently
attached to the queue space; the number of messages that may be queued at
one time; the name of an error queue for the queue space; whether or not to
initialize pages on new extents for the queue space; and the blocking factor
for doing queue space initialization and warm start disk input/output.

The number of physical pages requested is rounded down to the nearest
multiple of four pages. For example, arequest of 50 pagesresultsin amemory
allocation of 48 pages, and arequest of 52 pages results in a memory
allocation of 52 pages. The error queue is used to hold messages that have
reached the maximum number of retries (they are moved from their original
gueue to the error queue). The administrator is responsible for ensuring that
this queue is drained.

The number of physical pages allocated must be large enough to hold the
overhead for the queue space (one page plus one page per queue). If the
initialization option is specifiedas‘y’ or 'Y,’ then the space used to hold the
gueue spaceisinitialized and this command may run for awhile. In verbose
mode, aperiod (. ) is printed to the standard output after completing
initialization of each 5% of the queue space. If theinitialization option is not
turned on but the underlying deviceis not a character specia device, thenthe
filewill beinitialized if it not already the size specified for the extent (that is,
the file will be grown to allocate the specified space).

When reading and writing blocks during creation of the queue space and
during warm start (restart of the queue space), the size of input and output
operations will be calculated as a multiple of the disk page size as specified
by the blocking factor.

The-Aacti ons option specifies the number of additional actions that the
Queuing Services component can handle concurrently. When a blocking
operation is encountered and additional actions are available, the blocking
operation is set aside until it can be satisfied. After setting aside the blocking
operation, another operation request can be handled. When the blocking
operation compl etes, the action associated with the operation is made
available for a subsegquent operation. An operation failsif ablocking
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operation is requested and cannot be immediately satisfied and there are no
actions available. The system reserves actions equivalent to the number of
processesthat can attach to aqueue space so that each queue manager process
may have at least one blocking action. Beyond the system-reserved number
of blocking actions, the administrator may configure the system to be ableto
accommodate additional blocking actions beyond the reserve. If the -A

acti ons option is not specified, the default is zero. If the —A option is not
specified, the program does not prompt for it.

The-Hhandl es option specifiesthe number of handlesthat users of that the
Queuing Services component may use concurrently. Objects manipulated by
the Queuing Services API require handles to access the objects. When an
object is opened by acall tothe API, anew handleis created and returned to
the user. When an object handleis closed, the handle is made available for
subsequent open object operations. When the AP is used by an application,
the administrator must configure the system to accommodate the maximum
number of handlesthat will be opened concurrently. If the—Hhandl es option
is not specified, the default is zero. If the —H option is not specified, the
program does not prompt for it. An operation failsif a user attempts to open
aqueuing services object and there are no handles available. Thisoption is
not currently used by the BEA Tuxedo ATMI system. Adjusting this value
has no effect on BEA Tuxedo ATMI applications other than unnecessarily
consuming shared memory resources.

The-Ccur sor s option specifies the number of cursors that users of that the
Queuing Services component may use concurrently. Cursors are used to
navigate a queue. When a cursor is destroyed, the cursor resources are made
available for subsequent cursor creation operations. When the cursors are
used by an application, the administrator must configure the system to
accommodate the maximum number of cursors that will be allocated
concurrently. If the—Ccur sor s optionis not specified, the default is zero. If
the —C option is not specified, the program does not prompt for it. An
operation failsif a user attempts to create a cursor and there are no cursor
resources available. BEA Tuxedo ATMI applications need not adjust this
value. Thisoption is not currently used by the BEA Tuxedo ATMI system.
Adjusting this value has no effect on BEA Tuxedo ATMI applications other
than unnecessarily consuming shared memory resources.

The -Oowner s option specifies the number of additional BEA Tuxedo
infrastructure authenticated users that may concurrently use the Queuing
Servicesresources. There is one owner record per user, regardless of the
number of open handles for the user. When there are no open handles for a
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user, the owner record is made available for subsequent users. The system
reserves owners equivalent to the number of actions so that each action may
beinitiated by a different owner. Beyond the system-reserved number of
ownersthat may be concurrently using queuing services resources, the
administrator may configure the system to accommodate additional owners
beyond the reserve. If the—Oowner s option is not specified, the default is
zero. If the—Ooption is not specified, the program does not prompt for it. An
operation failsif auser attempts to open a handle when they currently do not
have any open handles, and there are no owners available. Thisoption is not
currently used by the BEA Tuxedo ATMI system. Adjusting thisvalue hasno
effect on BEA Tuxedo ATMI applications other than unnecessarily
consuming shared memory resources.

The-Qt np_queues option specifies the number of temporary queues that
may be opened concurrently in the Queuing Services component of the BEA
Tuxedo infrastructure. Temporary queues reduce the need for administrators
to configure each queue used by an application. They are used by dynamic
self-configuring applications. M essages enqueued to temporary queues are
not persistent. When all handlesto atemporary queue are closed, the
temporary queue resources are made available for subsequent temporary
gueue creation. When the temporary queues are used by an application, the
administrator must configure the system to accommodate the maximum
number of temporary queues that will be active concurrently. If the—-Q

t mp_queues optionisnot specified, the default is zero. If the—Qoptionisnot
specified, the program does not prompt for it. An open operation failsif auser
attempts to open a temporary queue and there are no temporary queue
resources available. This option is not currently used by the BEA Tuxedo
ATMI system. Adjusting this value has no effect on BEA Tuxedo ATMI
applications other than unnecessarily consuming shared memory resources.

The-f filter_memory option specifies the size of the memory areato
reserve in shared memory to hold the compiled representation of user defined
filters. The memory sizeis specified in bytes. Filtersare used by the Queuing
Services component of the BEA Tuxedo infrastructure for message selection
in dequeuing and cursor operations. Filters may be specified using various
grammars but are compiled into an BEA Tuxedo infrastructure normal form
and stored in shared memory. Filters are referenced by a handle returned
when they are compiled. When afilter is destroyed, the memory used by the
filter is made available for subsequent compiled filters. When thefilters are
defined by an application, the administrator must configure the system to
accommodate the maximum number of filters that will be concurrently
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compiled. If the—f filter_menory optionisnot specified, the default is
zero. If the—f option isnot specified, the program does not prompt for it. An
operation failsif auser attemptsto create anew filter and thereis not enough
memory allocated for the compiled version of the filter. This option is not
currently used by the BEA Tuxedo ATMI system. Adjusting thisvalue hasno
effect on BEA Tuxedo ATMI applications other than unnecessarily
consuming shared memory resources.

The-n nonpersi st ent _nmsg_menor y option specifies the size of the area
to reserve in shared memory for non-persistent messagesfor al queuesin the
gueue space. The size may be specified in bytes (b) or blocks (B), where the
block sizeisequivalent to the disk block size. The[bB] suffix isoptional and,
if not specified, the default is blocks. If the - n option is not specified, the
memory size defaults to zero (0). Also, if the - n option is not specified, the
program does not prompt for it.

If the valueis specified in bytes (b) for nonper si st ent _nsg_rnenory, the
system dividesthe specified value by the number of bytes per page (page size
is equivalent to the disk page size), rounds down the result to the nearest
integer, and allocates that number of pages of memory. For example,
assuming a page size of 1024 bytes (1K B), arequested value of 2000b results
inamemory allocation of 1 page (1024 bytes), and arequested val ue of 2048b
resultsin amemory alocation of 2 pages (2048 bytes). Requesting avalue
less than the number of bytes per page results in an allocation of O pages

(0 bytes).

If the valueis specified in blocks (B) for nonper si st ent _nsg_nenory and
assuming that one block of memory is equivalent to one page of memory, the
system allocates the same value of pages. For example, a requested value of
50B resultsin amemory allocation of 50 pages.

If the nonper si st ent _msg_menor y for a queue spaceis zero (0), no space
isreserved for non-persistent messages. In this case, attempts to enqueue a
non-persistent message fail. Persistent and non-persistent storage are not
interchangeable. If a non-persistent message cannot be enqueued due to an
exhausted or fragmented memory area, the enqueuing operation fails, even if
thereis sufficient persistent storage for the message. If a persistent message
cannot be enqueued due to an exhausted or fragmented disk, the enqueuing
operation fails, even if thereis sufficient non-persistent storage for the

message.
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The-o overfl ow _menory option specifies the size of the memory areato
reserve in shared memory to accommodate peek load situations where some
or al of the allocated shared memory resources are exhausted. The memory
sizeis specified in bytes. Additional objects will be allocated from this
additional memory on afirst-come-first-served basis. When an object created
in the additional memory is closed or destroyed, the memory is released for
subsequent overflow situations. If the—o over f | ow_nenory option is not
specified, the default is zero. If the —o option is not specified, the program
does not prompt for it. This additional memory space may yield more objects
than the configured number, but there is no guarantee that additional memory
isavailable for any particular object at any given point in time. Currently,
only actions, handles, cursors, owners, temporary queues, timers, and filters
use the overflow memory.

gspacedest roy (gspds) [-f] [- y] [queue_space_nane]
Destroys the named queue space. If not provided on the command line, the
program will prompt for it. If the specified queue spaceis openin gmadmi n,
it will be closed. By default, an error is returned if processes are attached to
the queue space or if requests exist on any queuesin the queue space. Seethe
qdest r oy command for destroying queues that contain requests. The - f
option can be specified to “force” deletion of all queues, even if they may
have messages or processes are attached to the queue space. This command
promptsfor confirmation before proceeding unlessthe - y option is specified.
All non-persistent messages in the specified queue space are lost when this
command completes successfully.

(gspl ) [queue_space_nane]
Lists the creation parameters for the queue space. If not specified on the
command line, the program will prompt for it. If a queue space name is not
entered, then the parameters for the currently open queue space are printed.
(Anerror occursif aqueue spaceis not open and avalue is not entered.) In
addition to printing the values for the queue space (as set when creating the
gueue space with gspacecr eat e or when they were last changed with
gspacechange), this command shows the sizes for all queue space extents.
It aso shows the amount of system-reserved memory as well as the total
amount of configured shared memory. The amount of memory allocated for
shared memory resources may not match the amount requested when the
amount of memory is requested in bytes (b); seethe-n
nonper si st ent _msg_menory optioningspacecr eat e for clarification and
examples.
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qui t (a)
Terminates the session.

ver bose (v) [{of f |on}]
Produces output in verbose mode. If no option is given, then the current
setting will be toggled, and the new setting is printed. Theinitial setting is
of f.

! shel | cormand
Escapes to shell and execute shel | conmand.

Repeats previous shell command.

# [text]
Lines beginning with # are comment lines and are ignored.

<CR>
Repeats the last command.

Example  The following sequence shows how to set up a queue.

$ QVCONFI G=/ dev/rawfs gmadmi n

gmadm n - Copyright (c) 1987 ATT; 1991 USL. Al rights reserved.
QVICONFI G=/ dev/ rawf s

# create the list of devices on which the queue space

# can exist; specify two devices, 80000 and 600

# bl ocks, respectively

# NOTE: the first one will actually contain the device |ist

#

# create first device on a raw slice

#

> crdl /dev/rawfs 0 80000

Created device /dev/irawfs, offset 0, size 80000 on /dev/rawfs
#

# create another device on a UNIX file

#

> crdl /hone/ queues/ FS 0 600

Creat ed device /home/ queues/FS, offset O, size 600 on /dev/rawfs
#

#if you want a list of the device |ist

#

> v \Verbose node is now on

> 1idl

uni versal device index. O:
nane: /dev/rawfs
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start: O
si ze: 20000
free space map(1l entry used 47 avail able):
size[1l]: 79974 addr[1]: 26
uni versal device index. 1:
nanme: /home/ queues/ FS
start: O
si ze: 600
free space map(1l entry used 47 avail able):
size[1l]: 600 addr[1]: O
#
# create a queue space
#
> gspacecreate
Queue space nanme: nyqueuespace
| PC Key for queue space: 42000
Si ze of queue space in disk pages: 50000
Nunber of queues in queue space: 30
Nurmber of concurrent transactions in queue space: 20
Nunber of concurrent processes in queue space: 30
Nunber of nessages in queue space: 20000
Error queue nanme: ERRORQ
Initialize extents (y, n [default=n]): vy
Bl ocking factor [default=16]: 16

open queue space

gopen nyqueuespace

HHV HHH

use queue space defaults for queue

gcreate

Queue nane: servicel

gqueue order (priority, time, fifo, lifo): fifo

out - of -ordering enqueuing (top, nsgid, [default=none]): top,nsgid

retries [default=0]: 1

retry delay in seconds [default=0]: 30

H gh limt for queue capacity warning (b for bytes used, B for blocks used
% for percent used, mfor nessages [defaul t=100%): 100m

Reset (low) limt for queue capacity warning [default=0nm: 50

gueue capacity command: /usr/app/bin/mailadm n myqueuespace servicel

#

# get out of the program

#

> q

\Y
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Security

Portability

Windows

Standard /0

122

See Also

The administrator for the queue must be the same as the BEA Tuxedo administrator.
The device on which the queue resides must be owned by the administrator and
grmadni n can only be run as the administrator for the queue. All 1PC resources
allocated for the queue will be owned by the queue administrator and will be created
with mode 0600.

gmadni n is supported on any platform on which the BEA Tuxedo ATMI server
environment is supported.

In order to carry out acommand that you have configured withinagmadmi n() session,
such astheqchange ... Queue capacity command, the Windows

Creat eProcess() function spawns achild process asa DETACHED PROCESS. This
type of process does not have an associated console for standard input/output.
Therefore, for instance, if you use standard command line syntax to set the gchange
... Queue capacity conmand to runabuilt-in command (such asdi r ordat e) and
then pipe or redirect the standard output to afile, the file will be empty when the
command completes.

As an example of resolving this problem, suppose that for the gchange ... Queue
capaci ty command you want to capture dat e information in afile using command
date /t > x.out.Toaccomplish thistask interactively, you would proceed as
follows:

grmadmi n
> gopen your (space
> gchange your Qnane

> go through all the setups... the threshol d queue capacity warning,
and so on
> "Queue capacity command: " cnd /c date /t > X.out

To accomplish thistask from acommand file, say your Fi | e. cnd, you would add the
commanddate /t > x.out toyourFil e. cnd and then proceed as follows:

gqmadm n
> gopen your (space
> gchange your Qnane

> go through all the setups... the threshol d queue capacity warning,
and so on
> "Queue capacity command: " yourFile.cnd

Administering BEA Tuxedo Applications at Run Time
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Name

Synopsis

Description

r ex—Offline regular expression compiler and tester.
Compiling:

rex pattern_file Cfile

Testing:

rex pattern [file . . . ]

When invoked without arguments, r ex reads regular expressions from the standard
input and writes initialized character arrays to the standard output. Normally, the
output isincluded ina C program. This saves on both execution time and program size.
The command r ex compiles the regular expressions on the standard input (normally
redirected from an input file) and writes the output to the standard output (normally
redirected to an output file).

Theinput file may contain several patterns, each with the following form:
name string[string...]

Here nane isthe C name to be used for the output array and st ri ng isthe regular
expression enclosed with doubl e quotes. Where morethan onest ri ng followsanane
they are concatenated into one st ri ng. (Multiple st ri ngs are strictly aformatting
convenience.) If double quotes occur in the pattern they need to be preceded by a
backslash.

The output may be included in a C program or compiled and later loaded. Inthe C
program that usesther ex output, r emat ch(abc, | i ne, 0) appliesthe regular
expression named abc to 1 i ne.

The following is asampleinput file:
chame “la-zA-Z J[a-(3c)-20-9 1*”

tn “V\N\\(([0-9]{3})$0\\\\)”
“([0-91{3}) 81"

“([0-9]1{4})s2"
The following is the corresponding output:
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/* pattern: “[a-aA-Z ][a-zA-Z0-9 ]*" */

char cnane[] = {

040, 0, 0206, 012, 0, 0210, 0141, 0172, 0210, 0101, 0132, 0137,

I

/* pattern: "\\\\(([0-9]{3})$0\\\\)([0-9]{3})$1-([0-9]{4})$2" */
char tn[] = {

063, 0, 050, 0202, 0225, 013, 0, 03, 0206, 06, 0, 0210, 060, 071,

T

r ex can be used to try patterns against test data by invoking it with one or more
arguments. The first argument is taken as a pattern (regular expression) to be applied
to each line of the files whose names are mentioned in the remaining arguments. If no
filename arguments are given the standard input is used. The special filename, - , may
be used as an argument to refer to the standard input.

When matching text isfound, the line containing the match is printed and the matching
portion of the line is underlined. In addition, any text extracted for specified
sub-patternsis printed on separate line(s).

For exampl e, the command:
rex ' (" )([0-91+)$0(]|$)’
with input:

or 200 programmers in one week.
This sentense has 3 erors.
I need 12 bad nen.

produces:

or 200 programers in one week.

$0 = " 200

This sentense has 3 erors.

$0 = "3
| need 12 bad nen.

$0 = 12
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Diagnostics  Errorsinclude file open errors, argument errors, and so on, and are self-explanatory.

See Also  regular expression information in t psubscri be( 3c)
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Name ti dl —Interface Definition Language compiler.
Synopsis  tidl [option] . . . filename [option].

Description  ti dl parsestheinput IDL and related ACF source file, and optionally generates a
header file, and client and server stubs and auxiliary files. The generated source code
can be compiled using compilersfor Classic C, ANSI C, or C++.

The command line argumentsinclude the input IDL source file and optionsto control
the actions of the IDL compiler. The following list describes the options.

-client type
Thisoption specifiesthe client-sidefilesto be generated. Thevauesfort ype
areasfollows:

al |
Generates client stub and auxiliary files. Thisis the default if the
-cli ent optionisnot specified.

stub
Generates client stub file only.

aux
Generatesclient auxiliary fileonly. Currently, auxiliary filesare not
generated so this option has no effect.

none

Generates no client files.

-server type
This option specifies the server-side files to be generated. The values for
type areasfollows:

al |
Generates server stub and auxiliary files. Thisisthe default if the
- server option is not specified.

stub
Generates server stub file only.
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aux
Generates server auxiliary fileonly. Currently, auxiliary filesarenot
generated so this option has no effect.

none
Generates no server files.

-cstubfil ename
Specifies the filename for the client stub file. If the filename does not have a
. ¢ extension, the IDL compiler will add it. The default client stub name (if
- cst ub isnot specified) is the base name of the IDL source file (the simple
filename without any directory prefix, or any suffix following a period) with
_cst ub. ¢ appended. The associated client stub object file isthe name of the
client stub filewith . ¢ changed to . o.

-sstubfil ename
Specifiesthe filename for the server stub file. If the filename does not have a
. ¢ extension, the IDL compiler will add it. The default server stub name (if
- sst ub isnot specified) is the base name of the IDL source file (the simple
filename without any directory prefix, or any suffix following a period) with
_sst ub. ¢ appended. The associated server stub object fileisthe name of the
server stub file with . ¢ changed to . o.

-caux fil enanme
Specifies the filename for the client auxiliary file. If the filename does not
havea. c extension, the IDL compiler will addit. Thedefault client auxiliary
name (if - caux is not specified) is the base name of the IDL sourcefile (the
simple filename without any directory prefix, or any suffix following a
period) with _caux. ¢ appended. The associated client auxiliary object fileis
the name of the client auxiliary filewith . ¢ changed to . o.

-saux fil enanme
Specifies the filename for the server auxiliary file. If the filename does not
havea. c extension, the DL compiler will add it. The default server auxiliary
name (if - saux is not specified) is the base name of the IDL sourcefile (the
simple filename without any directory prefix, or any suffix following a
period) with _saux. c appended. The associated server auxiliary object fileis
the name of the server auxiliary file with . ¢ changed to . o.

- header fil enanme
Specifies the filename for the generated header file. The default header
filename (if - header isnot specified) isthe base name of the IDL sourcefile
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(the simple filename without any directory prefix, or any suffix following a
period) with . h appended.

-out directory
Specifiesthe directory in which output files are created. The default (if - out
is not specified) isto put the files in the present working directory.

-keep type
Specifieswhich filetypesto retain. By default, the IDL compiler createsaC
source file (for example, aclient stub), uses the C compiler to produce an
object file, and deletes the C source file. The file types that can be retained
are asfollows:

none
Does not create any files or invoke the C compiler.

c_source
Saves only the C source files and does not invoke the C compiler.

obj ect
Saves only the object files, deleting the C source files (thisisthe
default).

al |
Saves both the C source and object files.

-1 directory

Specifies adirectory in which to search for imported IDL files and include
files. White spacefollowing the- I isoptional. The- | option can be specified
multipletimesto list multiple directories. The default behavior isto search the
present working directory, then the directories specified with the- | optionin
the order specified, and then the system IDL directory ($TUXDI R/ i ncl ude).
Thisorder isalso used to passinclude directoriesto the C preprocessor and C
compiler. If afile existsin more than onedirectory, the first one that is found
in the search order is used.

-no_def _idir
When used with no - 1 options, specifies that only the present working
directory be searched for import and include files. When used with one or
more - | options, specifiesthat only the- 1 directories be searched (hot the
present working directory or the system IDL directory).

-cpp_cnd "cmd"
Specifiesthe C preprocessor command to invoke for expanding source files.
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-no_cpp
Specifiesthat the C preprocessor not be invoked to expand source files. This
implies that the source files cannot have preprocessor directives (such as
macro replacements and #i ncl ude).

-cpp_opt "opt"
Specifies additional optionsto be passed to the C preprocessor. The defaultis
the null string. The IDL compiler invokes a command line composed of the
valuesfor - cpp_cnd, - cpp_opt, - D, and - U arguments (in the order
specified), - I arguments (in the order specified), and the source filename (the
IDL or ACF filename).

- Dname[=def ]
Defines a name and optionally a value that is passed to the C preprocessor.
More than one symbol can be defined by specifying the - D option more than
once. White space following the - D is optional.

- Unanme
Undefines a name for C preprocessor. More than one symbol can be
undefined by specifying the - U option more than once. White spacefollowing
the - Uisoptional.

-cc_cmd "cnmd"
Specifies the C compiler command for creating object files. The default (if
-cc_cmd isnot specified) is"cc -c".

-cc_opt "opt"
Specifies additional C compiler options. The default (if - cc_opt isnot
specified) isthe null string. The IDL compiler invokes acommand line
composed of the valuesfor - cc_cnd, - cc_opt, -1 arguments (in the order
specified), and the source filename (the stub or auxiliary filename).

-synt ax_check
Specifies that the input source file be checked for syntax errors without
generating any output files.

-no_warn
Specifies that warning messages from the compiler are not to be printed.

-confirm
Displays IDL compiler options chosen (either explicitly or implicitly)
without compilation of the source file. When used with the - v option, it
indicates what actions would be taken without the - conf i r moption but it
does not executing those actions. For example, messages are printed for
parsing input files, and for creating and compiling output files.
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Specifies verbose mode. Messages are printed to the standard error output
indicating actions being taken (for example, parsing input files, and creating
and compiling output files).

-version

-stdin

- cepv

Displaysthe version of the IDL compiler.

Takes the IDL source input from standard input instead of afile. Default
filenames are generated asif the input IDL source fileisnamed a. i dI (for
example, the default client stub fileisnamed a_cst ub. c).

Generates a Client Entry Point Vector (CEPV). By default, functionsin the
client stub module are given the same names as operations in the interface
definition. However, this naming convention does not allow for multiple
versions of the interface, interfaces with the same operation names, or both
local and remote versions of the same functions to be linked into the same
client program (the operation names will be defined more than once).

When the - cepv option is specified, the function names are declared local to
the client stub and a Client Entry Point Vector (array of function pointers) is
defined (globally) in the client stub with the name

i nterface_vmaj or _m nor_c_epv, wherei nt er f ace istheinterface
name, maj or isthe major version number, and i nor isthe minor version
number. The interface operations must be called indirectly using the
addressesin the CEPV.

- no_mnepv

Does not generate a Manager (server) Entry Point Vector (MEPV). By
default, it is assumed that the application functionsin the server are given the
same names as operations in the interface definition. However, this naming
convention does not allow for multiple versions of the interface, interfaces
with the same operation names, or both local and remote versions of the same
functionsto be linked into the same server program (the operation names are
defined more than once). Normally, a Manager Entry Point Vector (array of
function pointers) is defined (globally) in the server stub with the name

i nterface_vmaj or_ninor_s_epv, wherei nt er f ace istheinterface
name, maj or isthe major version number, and i nor isthe minor version
number, and initialized with the operation names. It is used to call the
application service functions. When the - no_nepv option is specified, the
MEPV is not generated in the server stub and the application is responsible
for setting up the structure. In thisway, the application can set the entry point
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Notices

Examples

names to those names used by the application instead of names based on the

operations.

-error al

Specifies additional error checking. By default, the IDL compiler quits after

50 errors are detected.

-port |l eve
Specifiesthe level of portability checking. The following levels are
supported:

case

Specifies that warnings messages are to be printed if two identifiers

differ only in case.

none

Specifiesno additional portability checking isto bedone. Thisisthe

default.

-no_enumlit

Specifiesthat enumeration literals are not to be generated in the stub files. By

default, enumeration literals are generated.

-use_const

Specifiesthat ANSI C const declarations are to be used for constant values

instead of #def i ne definitions.

For the IDL source file and any imported IDL files, the compiler searchesfor arelated
ACF witha. acf suffix added to the basename of the IDL sourcefile. The directories
that are searched are the same directories specified for the C preprocessor (see- 1 and
-no_def _i di r above), plusACFfilesare searched for inthedirectory specified inthe

IDL source filename.
The IDL filenamet base. i dI isreserved for use by the IDL compiler.
Thefollowing is an example IDL sourcefile, mat h1.idl :

[ uui d(2048A080- OBOF- 14F8- 26E0- 930269220000) ]
interface mathl

{
import "math2.idl";

I ong add_op([in] long firstl, [in] long second);
I ong sub_op([in] long firstl, [in] long second);
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See Also

Thefollowing is a sample ACF sourcefile, mat h1. acf :

[aut o_handl €]
interface mat hl

{

i nclude "stdio";
[code] add_op([fault_status,conmstatus] result);

}

The following command line compiles mat h1. i dI , generating client-side only files
out/ mathl_cs. c andout/ mat h1_cs. o (no auxiliary files are needed), along with
out/ mat h1. h. The IDL compiler looks for mat h2. i dI (which might have the
division and multiplication operations) in the current directory, in the app
subdirectory, and in $TUXDI R/ i ncl ude.

tidl mathl.idl -lapp -client all -server none -keep all
-cstub mathl_cs -out app

uui dgen(1)

BEA Tuxedo Command Reference



tlisten(1)

tlisten(1)

Name
Synopsis

Description

tlisten—Generic listener process.
tlisten[-ddevice]-I| nlsaddr [-u{uid-# |uid-nane}][-zbits][-Zbits]

tli st en isanetwork-independent listener process that runs as a daemon process on
BEA Tuxedo ATMI application processors and provides remote service connections
for other BEA Tuxedo ATMI processes, for example, t mboot (1) . The following
command line optionsareused by t | i st en.

-d devi ce
Full pathname of the network device. This parameter isoptional. For releases
prior to version 6.4, it should be used if the underlying network provider
requiresit.

-1 nl saddr
Network address at which the process listens for connections. TCP/IP
addresses may be specified in either of the following forms:

“// host nane: port_nunber”

“I[#. #. #. # port_nunber”

Inthefirst format, t | i st en finds an address for host name using the local
name resol ution facilities (usually DNS). host name must be the local
machine, and thelocal nameresol ution facilities must unambiguously resolve
host nane to the address of the local machine.

In the second example, the string #. #. #. # isin dotted decimal format. In
dotted decimal format, each # should be anumber from 0 to 255. This dotted
decimal number representsthe | P address of the local machine. In both of the
above formats, por t _nunber isthe TCP port number at which thet | i st en
process listens for incoming requests. The value of port _nunber can be
either a name or anumber between 0 and 65535.

Note: Some port numbers may bereserved for the underlying transport protocols
(such as TCP/IP) used by your system. Check the documentation for your
transport protocolsto find out which numbers, if any, are reserved on your
system.
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If port _number isaname, then it must be found in the network services
database on your local machine. The address can also be specified in
hexadecimal format when preceded by the characters “0x”. Each character
after theinitia “0x” isanumber between 0 and 9 or aletter between Aand F
(caseinsensitive). The hexadecimal format is useful for arbitrary binary
network addresses such as IPX/SPX or TCP/IP. The address can also be
specified asan arbitrary string. The value should be the same asthat specified
for the NLSADDR parameter in the NETWORK section of the configuration file.

- u {ui d- # | ui d- name}
t1isten will run asthe indicated user. This option supports the start up of
t1isten aspart of system initialization by r oot . Thisoption isrequired if
theuser running tlistenisroot. Thetli st en process can therefore be
started by r oot , but will not run asr oot . Non-r oot usersof thet i sten
command do not need to use the - u option. Non-r oot users can set the - u
option, but it can only be set to their own user 1D and is effectively a no-op.
Each instantiation of at i st en process on a processor is capable of
supporting all BEA Tuxedo ATMI applicationsthat use the same application
administrator user 1D.

-z[0]40]|56]128]
Specifies the minimum level of encryption required when a network link is
being established between a BEA Tuxedo administrative process and
t1isten.0 meansno encryption, while40, 56, and 128 specify thelength (in
bits) of the encryption key. If this minimum level of encryption cannot be
met, link establishment fails. The default value is0. This option is available
only if alicense for BEA Tuxedo Security (either International, or U.S. and
Canada) isinstalled.

Note: Thelink-level encryption value of 40 bitsis provided for backward
compatibility.

-Z[0 40|56 |128]
Specifies the maximum level of encryption allowed when a network link is
being established between a BEA Tuxedo administrative process and
t1i st en.0 meansno encryption, while40, 56, and 128 specify thelength (in
bits) of the encryption key. The default valueis 128. Thisoption isavailable
only if alicense for BEA Tuxedo Security (either International, or U.S. and
Canada) isinstalled.

Note: Thelink-level encryption value of 40 bitsis provided for backward
compatibility.
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Environment
Variables

Link-level
Encryption

Termination

Thet | i st en process authenticates most servicerequests. t | i st en readsafilewitha
list of passwords, and any process requesting a service must present at least one of the
passwords found in the file. If the APPDI R environment variableis set, passwords will
be obtained from afilenamed APPDI R/ . admi t | i st en. pw. If thisfileisnot found, the
system will look for TUXDI R/ udat aobj / t | i st en. pw, which is created when the
BEA Tuxedo ATMI systemisinstalled. A zero-length or missing password file
disables password checking. When running in this insecure mode, thet 1 i st en and
any process connecting tot | i st en will generate a userlog warning message.

Processes that request servicesfromt | i st en, such ast mboot , find the passwordsto
be used during authentication in files on their own machines. They use the same
methods asthet | i st en to find their password files.

m  TUXDI Rmust be set and exported before thet | i st en command isinvoked.

m LD LI BRARY_PATH must be set for SVR4 applications that use shared objects. It
must be set to TUXDI R/ | i b prior to starting thet | i st en process. Some Unix
systems require different environment variables. For HP-UX systems, use the
SHLI B_PATH environment variable. FOR AIX systems, use the LI BPATH
environment variable.

®m APPDI Risset to provide the location of thet 1 i st en password file.

m  ULOGPFX can be used to direct the file in which log messages are placed.

Note: During theinstallation process, an administrative password fileis created.
When necessary, the BEA Tuxedo ATMI system searches for thisfilein the
following directories (in the order shown):

m APPDI R/ .adnitlisten. pw
m  TUXDI R/ udat aobj /tli sten. pw

To ensurethat your administrative password file will be found, make sure you
have set the APPDI R and/or the TUXDI R environment variables.

If the link-level encryption featureisin operation betweent | i st en and arequesting
process such ast nboot , then link-level encryption will be negotiated and activated
before authentication occurs.

Theonly way to stop at | i st en process with normal termination is by sending it a
SI GTERMsignal.
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Use

Network
Addresses

Windows

Control Panel

136

Applet

See Also

We recommend that you start onet | i st en process for each application upon system
startup. Remember to set the TUXDI R and APPDI R environment variables before
invokingt!isten.

Onealternative method for startingthet | i st en processistostartit manually. The - u
option can be omitted if thet 1 i st en processis started by the application
administrator. Duplicatet | i st en command invocations using the same network
address will terminate automatically and gracefully log an appropriate message.

Suppose the local machine on which thet | i st en isbeing runisusing TCP/IP
addressing and is named backus. conpany. com with address 155. 2. 193. 18.
Further suppose that the port number at whichthet I i st en should accept requestsis
2334. Assumethat port number 2334 has been added to the network services database
under the name bankapp- nl saddr . The address specified by the -1 option can be
represented in the following ways:

/1155. 2. 193. 18: bankapp- nl saddr
//155. 2. 193. 18: 2334

/ I backus. company. com bankapp- nl saddr
/ I backus. conpany. com 2334
0x0002091E9B02C112

The last of these representations is hexadecimal format. The 0002 isthefirst part of a
TCP/IP address. The 091E is the port number 2334 translated into a hexadecimal
number. After that each element of the IP address 155. 2. 193. 12 istranslated into a
hexadecimal number. Thus the 155 becomes 9B, 2 becomes 02, and so on.

For a STARLAN network, a recommended address of uname.t | i st en usualy yieldsa
unigue name.

Administrative privileges on aremote Windows machine are required in order to start
atlisten processon that machine through the Control Panel Applet.

UBBCONFI & 5)
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Name
Synopsis

Description

t madm n—BEA Tuxedo bulletin board command interpreter.
tmadmin [ -r 1] [ -c ] [ -v ]

With the commands listed in this entry, t madmi n provides for the inspection and
maodification of bulletin boards and associated entities in a uniprocessor,
multiprocessor, or networked environment. The TUXCONFI G and TUXOFFSET
environment variables are used to determine the location and offset at which the BEA
Tuxedo configuration file isloaded.

If t madmi n isinvoked with the - ¢ option, it enters configuration mode. The only valid
commands are def aul t, echo, hel p, qui t, ver bose, | i vtoc,crdl,lidl,dsdl,

i ndl , and dunpt | og. t radmi n may be invoked in this mode on any node, including
inactive nodes. A node is considered activeif t radni n can join the application as an
administrative process or client (viaarunning BBL).

The-r optioninstructst madni n to enter the bulletin board asaclient instead of asthe
administrator; in other words, it requests read-only access. Thisoption isuseful if you
want to |eave the administrator slot unoccupied.

Note: If you decide to usethis option, however, be aware that you will not get all the
information you get by running t madmi n without the - r option. Specificaly,
t madmi n -r doesnot report load values for servers running at remote sites.

Only onet madni n process can be the administrator at atime. When the - r optionis
specified by auser other than the BEA Tuxedo administrator and security isturned on,
the user is prompted for a password.

The- v option causest madni n to display the BEA Tuxedo version number and license
number. After printing out the information, t madni n exits. If the- v option is entered
with either of the other two options, the others are ignored; only the information
reguested by the - v option is displayed.

Normally, t madmi n may be run on any active node within an active application. If it
isrun on an active node that is partitioned, then commands are limited to read-only
access to the local bulletin board. These command include bbl s, bbpar s, bbst at
def aul t,dunp,dunpt | og, echo, hel p,i nterfaceparns, printactiveobject,
printclient,printinterface, printfactory, printnet,printqueue,
printroute, printserver,printservice,printtrans,printgroup,
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reconnect,quit, serverparms, servi cepar s, and ver bose, in addition to the
configuration commands. If the partitioned node is the backup node for the MASTER

(specified as the second entry on the MASTER parameter in the RESOURCES section of
the configuration file), the mast er command is also available to make this node the
MASTER for this part of the partitioned application.

If theapplicationisinactive, t madni n can berun only on the MASTER processor. In this
mode, all of the configuration mode commands are available plus the TLOG commands
(crl og, dsl og, andi nl og) and boot .

Oncet madni n has been invoked, commands may be entered at the prompt (>)
according to the following syntax:

command [ar gument s]

Several commonly occurring arguments can be given defaults viathe def aul t
command. Commands that accept parameters set viathe def aul t command check
def aul t to see whether avalue has been set. If avalue has not been set, an error
message is returned.

In anetworked or multiprocessor environment, asingle bulletin board can be accessed
by setting adef aul t machi ne (thelogical machi ne 1 D (LM D) aslisted in the
MACHI NES section of the UBBCONFI Gfile). If thedef aul t machi neissettoal |, al
bulletin boards are accessed. If machi ne issetto DBBL, the distinguished bulletin board
isaddressed. The def aul t machi ne is shown as part of the prompt, asin: MASTER>.

If machi ne isnot set viathedef aul t command, the DBBL isaddressed (thelocal BBL
isused in a SHM configuration).

The nachi ne value for acommand can generally be obtained from the def aul t
setting (pri nt server isan example). A caution isrequired here, however, because
some commands (the TLOG commands, for example) act on devices found through
TUXCONFI G, adef aul t settingof DBBL or al | resultsinan error. For some commands,
such asl ogst ar t , you must specify the value of machi ne on the command line; the
value does not appear as an argument to the - moption.

Once set, adefault remains in effect until the session is ended, unless changed by
another def aul t command. Defaults may be overridden by entering an explicit value
on the command line, or unset by entering the value“*”. The effect of an overridelasts
for asingle instance of the command.

Output from t madmi n commands is paginated according to the pagination command
in use (see the description of the pagi nat e subcommand later in this entry).
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There are some commands that have either verbose or terse output. Thever bose
command can be used to set the default output level. However, each command (except
boot , shut down, and conf i g) takesa- v or -t option to turn on verbose or terse
output for that command only. When output is printed in terse mode, someinformation
(for example, LM D or GROUP name, service name, or server name) may be truncated.
Thistypeof truncationisindicated by aplussign, +, at the end of the value. The entire
value may be seen by reentering the command in verbose mode.

Commands may be entered either by their full name or their abbreviation (as givenin
parentheses), followed by any appropriate arguments. Arguments appearing in square
brackets, [], are optional; those in curly braces, {}, indicate a selection from mutually
exclusive options. Note that command line options that do not appear in square
brackets need not appear on the command line (that is, they are optional) if the
corresponding default has been set viathe def aul t command. Ellipses following a
group of optionsin curly brackets, {}. . . , indicate that more than one of the options
listed may appear on the command line (at |east one must appear).

aborttrans (abort)[-yes][-g groupname]tranindex
If gr oupnarre is specified (on the command line or by default), aborts the
transaction associated with the specified transaction index t r ani ndex at the
specified server group. Otherwise, notifies the coordinator of the transaction
to abort the global transaction. If the transaction is known to be decided and
the decision wasto commit, abor t t r ans will fail. Theindex is taken from
the previous execution of the pri nt t rans command. To completely get rid
of atransaction, pri nttrans and abor t t r ans must be executed for al
groupsthat are participantsin the transaction. This command should be used
with care.

advertise (adv) {-q gaddress [ -g groupnane ]

[-i srvid]|-ggroupname -i srvid} servicel[: func]
Creates an entry in the service table for the indicated service. ser vi ce may
be mapped onto afunction f unc. If gaddr ess is hot specified, then both
groupname and srvi d are required to uniquely identify a server. If this
servi ce isto be added to an MSSQ set, al serversin the set will advertise
the service. If al serversin an MSSQ set cannot advertise the service, the
advertisement is disallowed. Services beginning with the character *.’ are
reserved for use by system servers and will fail to be advertised for
application servers.

bbcl ean (bbc) machi ne
Checkstheintegrity of all accessersof the bulletin board residing on machine
machi ne, and the DBBL aswell. bbcl ean gracefully removes dead servers
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and restarts them if they are marked as restartable. It also removes those
resources no longer associated with any processes. Asitslast step, bbcl ean
causes the DBBL to check the status of each BBL. If any BBL does not respond
within SCANUNI T seconds, it is marked as partitioned. To clean only the
Distinguished bulletin board, machi ne should be specified as DBBL. In SHM
mode, bbcl ean restartsthe BBL, if it has failed; the machi ne parameter is
optional.

bbpar ns (bbp)
Prints a summary of the bulletin board' s parameters, such as the maximum
number of servers, objects, interfaces, and services.

bbsr ead (bbl s) machi ne
Lists the IPC resources for the bulletin board on machine nachi ne. In SHv
mode, themachi ne parameter isoptional. Information from remote machines
isnot available.

bbstats (bbs)
Prints a summary of bulletin board statistics. (See also shnst at s.)

boot (b) [options]
Thiscommand isidentical tothet mboot () command. Seet nmboot (1) foran
explanation of options and restrictions on use.

broadcast (bcst) [-mmachi ne] [-u usrname] [-c clt nane] [t ext]
Broadcasts an unsolicited notification message to all selected clients. The
message sent is atyped buffer of the type STRI NGwith the databeing t ext .
t ext may be no more than 80 charactersin length. If t ext isto contain
multiple words, then it must be enclosed in quotation marks (“ t ext text”).
If any parameter is not set (and does not have adefault), then it istaken to be
the wildcard value for that identifier.

changel oad (chl ) [- mmachi ne] {- q gaddr ess [- g gr oupnane]

[-i srvid]-sservice |-ggroupnane -i srvid -sservice |-1 interface

[-g groupnane] } new oad
Changes the load associated with the specified service or interface to
new oad. If gaddr ess is not specified, then both gr oupnane and sr vi d
must be specified. For CORBA environments, i nt er f ace may be specified.
If machi ne issettoal | orisnot set, the change is made on all machines;
otherwise, alocal change is made on the specified machi ne. Local changes
are overridden by any subsequent global (or local) changes.

BEA Tuxedo Command Reference



tmadmin(1)

changepriority (chp) [-mmachi ne] {-q gaddress [-g groupnane]

[-i srvid]-sservice |-ggroupname-i srvid-sservice |-1 interface [-g

groupname] } newpri
Changes the dequeuing priority associated with the specified service or
interfaceto newpri . If gaddr ess is not specified, then both gr oupnane and
srvi d must be specified. For CORBA environments, i nt er f ace may be
specified. If machi ne issettoal I or isnot set, the change is made on all
machines; otherwise, alocal change is made on the specified machi ne. Local
changes are overridden by any subsequent global (or local) changes.

changetrace (chtr) [- m machi ne] [-g groupnane] [-i srvid] newspec
Changes the run-time tracing behavior of currently executing processes to
newspec. (Seet nt race(5) for the syntax of newspec.) To changethetrace
specification of aspecific currently running server process, supply the- g and
-i options. To change the configuration of currently-running server
processes in aspecific group, supply the - g option without the-i option. To
change the configuration of all currently-running client and server processes
on aparticular machine, specify the - moption. If none of the-g, -i,and-m
options is supplied, then all non-administrative processes on the default
machine are affected. This command does not affect the behavior of clients
or serversthat are not currently executing, nor Workstation clients.

changetrantime (chtt) [- mmachi ne] {-q gaddress [-g groupnane] -

[-i srvid]-sservice|-ggroupname -i srvid-sservice|-l interface

[-g groupname] } newtlim
Changes the transaction timeout val ue associated with the specified service
or interfaceto newt | i m If gaddr ess isnot specified, then both gr oupnane
andsr vi d must be specified. For CORBA environments, i nt er f ace may be
specified. If machi ne issettoal I orisnot set, the change is made on all
machines; otherwise, alocal change is made on the specified machi ne. Local
changes are overridden by any subsequent global (or local) changes.

conmttrans (commit) [ -yes ] -ggroupnane tranindex
Commits the transaction associated with the specified transaction index
t rani ndex at the specified server group. conmi t t r ans will fail if the
transaction has not been precommitted at the specified server group or if the
transaction is known to be abort-only. The index is taken from the previous
execution of the pri nt t r ans command. This command prompts for
confirmation before proceeding unless the - yes option isused. This
command should be used with care.
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config (conf)
This command isidentical to thet nconfi g command. Seet ntonfi g,
wt nconfi g(1) for an explanation of its use.

crdl -b bl ocks -z config-oconfigoffset [-Onewdefof fset ][ newdevice ]
Creates an entry in the universal devicelist. bl ocks specifies the number of
physical blocks to be allocated on the device. The default bl ocks valueis
initialized to 1000 blocks. conf i gof f set specifies the block number at
which space may begin to be allocated. If the - o option is not given and a
default has not been set, the value of the environment variable FSOFFSET is
used. If FSOFFSET isnot set, the default isO. conf i g pointsto thefirst device
(which contains the device list); it must be an absolute pathname (starting
with /). If the - z option is not given and a default has not been set, the path
named by the FSCONFI G environment variable is used. The newdevi ce
argument to the cr dI command, if specified, points to the device being
created; it must be an absolute pathname (starting with /). If this parameter is
not given, the newdevi ce defaults to the config device. newdef of f set
specified an offset to the beginning of newdevi ce. If not specified with the
- O(capital O) option of default, the default is O (zero).

crlog (crl g) - mmachi ne
Creates the DTP transaction log for the named or default machi ne (it cannot
be “DBBL” or “all”). An error is returned if a TLOGis not defined for the
machine on the configuration. This command references the TUXCONFI Gfile
to determine the BEA Tuxedo file system containing the TLOG, the name of
the TLOGIn that file system, the offset, and the size (see UBBCONFI G 5) ).

defaul t (d) [- g gr oupname] [-i srvi d][- mmachi ne] [- uusrnane] [- ¢ cl t nane]

[-ggaddress] [-sservice] [-bblocks] [-ooffset][-zconfig][-a{ 0|1]2}]

[-1 interface][-B objectid][-r routingname]
Sets the corresponding argument to be the default group name, server ID,
machine, user name, client name, queue address, service name, device blocks,
device offset, or UDL configuration device path (it must be an absolute
pathname starting with /). See pri nt ser vi ce for information on the - a
option. For CORBA environments, you can al so set corresponding arguments
to be the default object interface name, object ID, or factory-based routing
name. When the objectID parameter is specified (with - B), the machine
argument (- m) must also be specified. All defaults may be unset by specifying
* asan argument. If machi ne has been set to a machine identifier, and later
retrievals are to be done from the Distinguished bulletin board, machi ne
should be set to DBBL. Unsetting the nachi ne (- m*) is equivalent to setting
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ittoDBBL. If thedef aul t command isentered with no arguments, the current
defaults are printed.

dsdl [-yes]-zconfig[-ooffset ]dlindex
Destroys an entry found in the universal devicelist. Thedl! i ndex argument
isthe index on the universal devicelist of the device that is to be removed
from the device list. Entry O cannot be removed until al vTocfiles and other
devicelist entries are destroyed first (because entry 0 contains the device
which holds the device list and table of contents, destroying it also destroys
thesetwo tables.) conf i g pointsto the device containing the universal device
list; it must be an absolute pathname (starting with /). If the - z option is not
given and a default has not been set, the path named by the FSCONFI G
environment variableis used. of f set specifiesan offset into confi g. If the
- o option is not given and a default has not been set, the value of the
environment variable FSOFFSET isused. If FSOFFSET isnot set, the default is
0. This command prompts for confirmation before proceeding unless the
-yes option is used.

dsl og (dsl g) [ - yes ] - mmachi ne
Destroysthe DTP transaction log for the named or default machi ne (it cannot
be“DBBL" or “dl”). An error is returned if aTLOGis not defined for the
machine, if the application is not inactive, or if outstanding transaction
records exist on the log. The term outstanding transactions means that a
global transaction has been committed but an end-of-transaction has not yet
been written. This command references the TUXCONFI Gfileto determinethe
BEA Tuxedo file system containing the TLOG and name of the TLOGin that
file system. This command prompts for confirmation before proceeding
unlessthe - yes option is specified.

dunp (du) fil ename
Dumps the current bulletin board into thefilef i | ename.

dunptlog (dl )-zconfig[-ooffset ][-nname][-ggroupnane]fil enane
Dumps atext version of the TLOG into the specified f i | ename. The TLOGis
located on the specified conf i g and of f set , and has the specified nane. If
the - n option is not given and a default has not been set, the name“ TLOG”
isused. conf i g pointsto the device containing the universal device list; it
must be an absolute pathname (starting with /). If the - z option is not given
and adefault has not been set, the path named by the FSCONFI G environment
variableisused. The - o of f set option can be used to specify an offset into
confi g. If the- o option isnot given and adefault has not been set, the value
of the environment variable FSOFFSET is used. If FSOFFSET is not set, the
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default isO. If gr oupname is specified, then only log records for transactions
where that group is the coordinator are dumped.

echo (e) [{of f |on}]

Echoes input command lines when set to on. If no option is given, then the
current setting istoggled, and the new setting is printed. The initial setting is
of f.

hel p (h) [{command |al | }]

Prints help messages. If command is specified, the abbreviation, arguments,
and description for that command are printed. al | causes adescription of al
commands to be displayed. Omitting all arguments causes the syntax of all

commands to be displayed.

initdl (indl)[-yes]-zconfig[-ooffset ]dlindex

Reinitializes adevice on the device list. The argument dI i ndex isthe index
of the device on the universal device list of the device that isto be
reinitialized. All space on the specified device is freed; this means that any
files, etc., stored on the device may be overwritten in the future so this
command must be used cautiously. This command prompts for confirmation
before proceeding unlessthe - yes optionisused. conf i g pointsto thedevice
containing the universal devicelist; it must be an absol ute pathname (starting
with /). If the - z option is not given and a default has not been set, the path
named by the FSCONFI Genvironment variableisused. The- o of f set option
can be used to specify an offset into conf i g. If the- o option isnot given and
adefault has not been set, the value of the environment variable FSOFFSET is
used. If FSOFFSET is not set, the default is O.

inlog[-yes]-mmachine

Reinitializesthe DTP transaction log for the named or def aul t nachi ne (it
cannot be“DBBL” or “al”). An error is returned if aTLOG s not defined for
the machine or if the application is not inactive. If outstanding transactions
exist on the TLOG, data may be inconsi stent across resource managers acting
as participants in these transactions since the resource managers may abort
the local transaction instead of correctly committing the transaction. This
command references the TUXCONFI Gfile to determine the BEA Tuxedo file
system contai ning the TLOG and name of the TLOG in that file system. This
command promptsfor confirmation before proceeding unlessthe- yes option
is specified.
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interfaceparms (ifp)-g groupname -1 interface

Print information about a specific object interface, including the name of the
interface, and the load, priority, timeout, and transaction timeout value
associated with it. The gr oupname and i nt er f ace arguments must be
unique. Thiscommand is only used in CORBA environments.

lidl -z config[-ooffset ][dlindex]

livtoc

Prints the universal device list. For each device the following islisted: the
name, the starting block, and the number of blocks on the device. In verbose
mode, amap is printed which shows free space (starting address and size of
free space). If dI i ndex isspecified, then only the information for that device
list entry is printed. conf i g points to the device containing the universal
deviceligt; it must be an absolute pathname (starting with /). If the - z option
isnot given and a default has not been set, the path named by the FSCONFI G
environment variableis used. The - o of f set option can be used to specify
an offset into conf i g. If the - o option isnot given and adefault has not been
s&t, the value of the environment variable FSOFFSET is used. If FSOFFSET is
not set, the default is 0.

-z config[-ooffset ]

Printsinformation for all vTOCtable entries. The information printed for each
entry includesthe name of the vTOC table, the device on whichitisfound, the
offset of the vTOC table from the beginning of the device and the number of
pages alocated for that table. conf i g pointsto the device containing the
universal devicelist; it must be an absolute pathname (starting with /). If the
- z option is not given and a default has not been set, the path named by the
FSCONFI G environment variable is used. The - o of f set option can be used
to specify an offsetinto conf i g. If the- o option isnot specified, the value of
the environment variable FSOFFSET is used. If FSOFFSET is hot set, the
default is 0.

| oadt| og - mmachi ne fil enane

Reads the text version of a TLOG from the specified f i | ename (produced by
dunpt | og) into the existing TLOGfor the named or def aul t machi ne (it
cannot be “DBBL"” or “al”).

| ogstart machi ne

Forcesawarm start for the TLOGinformation on the specified machi ne. This
should normally be done following al oadt | og and after disk relocation
during server group migration.
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master (m [ -yes ]
If mast er isrunon the backup node when partitioned, the backup node takes

over as the acting master node and a DBBL is booted to take over
administrative processing. If mast er isrun on the master node when the
backup nodeisacting asthe master, the DBBL ismigrated to the master node,
and the backup node is no longer the acting master node. This command
prompts for confirmation before proceeding unlessthe - yes optionis
specified.

mi gr at egr oup (ni gg) [- cancel ] gr oup_nane
Theni gr at egr oup command takes the name of a server group. If the
configuration file specifies the M GRATE option and an alternate location for
the group, all serversin gr oup_nane are migrated to the aternate location.
Servers must be shut down for migration with the following command:

shutdown -R -g groupnane

The- Roption retains server namesin the bulletin board so that migration can
be done. The migration can be canceled after the shut down - R by the
following command:

m gr at egroup -cancel groupnane

The - cancel option deletes the server names from the bulletin board.

m gratemach (mgm [-cancel] machine
All servers running on the specified nachi ne are migrated to their alternate
location. Servers must be shut down for migration with the following
command:

shut down -R -1 nachine

When the ni gr at emachi ne command is used, all server groups located on
machi ne must have the same alternate location (otherwise ni gr at egr oup
must be used). Migration of an LM D (that is, machine) that contains Domains
gateway servers implies the migration of these gateway serversto the
alternate LM D. Specifying the - cancel option causes amigration that is
already in progressto be cancelled. In other words, the servers have been shut
down—uwith thet mshut down - R command—nbut have not yet been
migrated.

pagi nat e (page) [{of f | on}]

Paginates output. If no option isgiven, then the current setting istoggled, and
the new settingisprinted. Theinitial setting ison, unlesseither standard input
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passwd

or standard output isanon-tty device. Pagination may be turned on only
when both standard input and standard output aret t y devices.

The default paging command is indigenous to the native operating system
environment. In aUNIX operating system environment, for example, the
default paging command is pg.The shell environment variable PAGER may be
used to override the default command used for paging output.

Prompts the administrator for a new application password in an application
requiring security.

pcl ean (pcl ) machi ne

printcl

pcl ean first forcesabbcl ean onthe specified machi ne to restart or clean up
any serversthat may requireit. If machi ne ispartitioned, entriesfor processes
and services identified as running on machi ne are removed from all
non-partitioned bulletin boards. If machi ne isnot partitioned, any processes
or services that cannot be restarted or cleaned up are removed.

i ent (pclt)[- mmachi ne] [-u usrname] [-c¢ cl t name]
Printsinformation for the specified set of client processes. If no arguments or
defaults are set, then information on all clientsis printed. In amulticontexted
client, pri nt cl i ent produces a separate entry for each context. The-m - u,
and - ¢ options or defaults can be used to restrict the information to any
combination of machine, user name, or client name.

print conn (pc) [- mmachi ne]

Printsinformation about conversational connections. The - moption or default
can be used to restrict the information to connections to or from the specified
machine. A machi ne value of “al” or “DBBL" printsinformation from all
machines.

printactiveobject (pao) [-Bobjectid][-mmachine]

Print information about objectsthat are activeinthedomain. Theinformation
includes the object ID, interface name, service name, program name, group
ID, process I D, and reference count. The command accepts an object 1D and
amachine D asoptional parameters. If no object 1D is specified, information
for al active objectsis printed. If no machine ID is specified, information is
provided for all active objects on the machine where the command isissued.
Any object ID that contains over 128 charactersis displayed as a
40-character, alphanumeric, hash value.
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printfactory (pf)
Print information about object factories registered with the factory finder.
The information includes the name of the interface, its factory identifier, and
attributes of the current factory status. This command takes no arguments.
This command is only used in CORBA environments.

print group (pg) [- mmachi ne] [- g gr oupnane]
Prints server group table information. The default is to print information for
all groups. The - g and - moptions or defaults can be used to restrict the
information to a combination of group or machine. The information printed
includes the server group name, the server group number, primary and
alternate LMIDs, and the current location.

printinterface (pif) [-mmachine][-ggroupname] [-1 interface]
Print information about specified object interfaces, including the interface
name, queue name, group 1D, machine ID, routing name, and the number of
requests done by theinterface. The command accepts a machine name, group
name, and interface name as optional parameters. If amachine nameis
specified, the number of active objectsfor the interfaceis printed. Otherwise,
ahyphen (- ) indicatesthat theinformation about active objectsisunavailable.
This command is only used in CORBA environments.

printnet (pnw) [ mach_list ]

Prints network connection information. The default isto print information for
all machines. The pri nt net command optionally takes a comma-separated
list of machines (LM Ds) asarguments. If such alistis provided, information
isrestricted to network connections involving the specified machines. For
each machine, the information indicates whether the machine is partitioned.
If amachine is not partitioned, information is printed indicating the other
machines to which it is connected and counts of messages in and out.

print queue (pq) [qgaddr ess]
Prints queue information for all application and administrative servers. The
default isto print information about al queues. Thegaddr ess command line
or default can be used to restrict information to a specific queue. Output
includes the server name and the name of the machine on which the queues
reside.

printroute (pr) [-r routingname]
Print information about factory-based routing definitions, including routing
name, type, field, and ranges. If r out i ngname is not specified, all existing
routes are displayed. This commands prints routes for both BEA TUXEDO
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data dependent routing and CORBA factory-based routing. The typefieldin
the output displays FACTORY for factory-based routing entries and SERVERfor
data-dependent routing entries. When informati on for data-dependent routing
entries has been requested in verbose mode, the output includes buffer type

and field type. This command isonly used in CORBA environments.

printserver (psr)[- mmachi ne] [- g groupnane] [-i srvid][-q gaddress]
Printsinformation for application and administrative servers. The- g, - m - g,
and -i options can be used to restrict the information to any combination of
gueue address, machine, group, and server. In amulticontexted server,
printserver printsasingle entry for all contextsin the server.

printservice (psc) [- mmachi ne] [-g groupnane] [-i srvid][-a {0]1]2 }]
[- g gaddr ess] [- s servi ce]
Printsinformation for application and administrative services. The- g,- m - g,
-i and - s options can be used to restrict the information to any combination
of queue address, machine, group, server or service. The- a option allowsyou
to select the class of service: - a0 limits the display to application services,
- al selects application services plus system services that can be called by an
application, - a2 selects both of those, plus system servicesthat can be called
by the BEA Tuxedo system.

printtrans (pt)[-g groupnane] [- mmachi ne]
Prints global transaction table information for either the specified or the
default machine. If machi ne is“al | ” or “DBBL,” then information is merged
together from transaction tables at all non-partitioned machinesin the
application. The command line or default gr oupnane value can be used to
restrict the information to transactions in which the group is a participant
(including the coordinator).

When printed in terse mode, the following information is provided: the
transaction identifier, an index used for aborting or committing transactions
with abort t rans or conmi t t r ans, the transaction status, and a count of
participants.

Inverbose mode, transacti on timeout information and parti cipant information
(for example, server group names and status, including the identity of the
coordinator) is also printed.

qui t (q)
Terminates the session.
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reconnect (rco)non-partitioned_machinel partitioned_machi ne2

Initiates a new connection from the non-partitioned machine to the
partitioned machine. r econnect forcesanew connection from the
non-partitioned machineto the partitioned machine. If aconnectionisalready
active, it is closed before the reconnect. This may cause in-transit messages
to be logt, resulting in transaction timeouts. It is possible for amachine or
network connection to be down, but the network interface driver will continue
to accept and buffer requests without any error indication to the BRI DGE. In
this case, r econnect will fail, forcing the BRI DGE to recognize that the
remote machine cannot be reached. Note that in most cases, after network
problems are resol ved, the BRI DGE reconnects automatically, making manual
intervention (with r econnect ) unnecessary.

resune (res) {-q gaddress |- g groupnane |-i srvid|-s service]|-]I
interface} ...

Resumes (unsuspend) services. The-q,-g,-s,-1,and-i options can be
used to restrict the resumed services to any combination of queue, group,
service, interface (CORBA environments only), and server. (At least one of
these options must be specified or have a default.) Thus the following
command line provides a shortcut method of unsuspending all services
advertised on the queue with the address ser vg8:

> resume -q servg8

Once a suspended service is resumed, the offering server is selected asa
candidate server for that service, aswell asfor other (unsuspended) services
it may offer. If multiple servers are reading from a single queue, the status of
aparticular serviceisreflected in all servers reading from that queue.

server parms (srp)-ggroupnanme -i srvid

Prints the parameters associated with the server specified by gr oupnane and
srvi d for agroup.

servi ceparnms (scp) -ggroupnanme-i srvid-s service

Prints the parameters associated with the service specified by gr oupnane,
srvi d, and servi ce.

shnstats (sstats)[ex |app]

If MODEL SHMisspecified inthe configuration file, shnst at s can be used to
assure more accurate statistics. When entered with no argument, shnst at s
returns the present setting of the TMACCSTATS flag of the bbpar ms. opt i ons
member of the bulletin board structure. Thistells you whether statistics
presently being gathered are exact or approximate. If the command is entered
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withex specified, shnst at s turnsonthe TMACCSTATS flag, locksthe bulletin
board, and zeroes out the counters for server table, queue table, and service
table entries.

shut down (st op) [opt i ons]
This command isidentical to thet nshut down() command. t nshut down
options can be used to select serversto be stopped. Seet mshut down( 1) for
an explanation of options and restrictions on use.

suspend (susp) {-q gaddress |-g groupnarme |-i srvid|-sservice |-1

interface} ...
Suspends services. The-q,-g,-s,-1,and-i options can be used to restrict
the suspended servicesto any combination of queue, group, service, interface
(CORBA environments only), and server (At least one of these options must
be specified or have a default.) Thus the following command provides a
shortcut method of suspending all services advertised on the queue with the
address ser vg8:

> suspend -q servqg8

When a serviceis suspended, the offering server is no longer selected as a
candidate server for that service, although it continues to be selected to
process other servicesit may offer. Queued requestsfor the suspended service
are processed until the queueis drained. If multiple servers are reading from
asingle queue, the status of a particular service isreflected in all servers
reading from that queue.

unadverti se (unadv) {- q gaddr ess [- g gr oupname] [-i srvid]|-g groupnane

-i srvid} service
Removesan entry inthe servicetablefor theindicated ser vi ce. If gaddr ess
is not specified, then both gr oupname and srvi d are required to uniquely
identify aserver. Specifying either aqueue or aparticular server onthat queue
achieve the same results. If thisser vi ce isto be removed from amultiple
server, single queue (MSSQ) set, then the advertisement for ser vi ce is
removed from all servers reading from that queue.

verbose (v) [{of f | on}]
Produces output in verbose mode. If no option is given, then the current
setting istoggled, and the new settingisprinted. Theinitial settingisof f . The
-v (verbose) and - t (terse) options on individual commands can be used to
temporarily override the current setting.
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Variables

Diagnostics

! shel | conmand
Escapes to the shell and execute shel | command.

Repeats previous shell command.

# [text]
Lines beginning with "#" are comment lines and are ignored.

<CR>
Repeats the last command.

When t madmi n runs as the administrator, it does not pass through security sinceit is
already checked to be the application administrator’ slogin ID.

The only time that t madnmi n may run as someone other than the application
administrator isif the-r option is used to access the application asaclient. If such a
user invokest madmi n with the - r option, and if security isturned on for the
application, then the application password is required to access application data. If
standard input isaterminal, thent madni n promptsthe user for the password with echo
turned off on the reply. If standard input is not aterminal, the password is retrieved
from the APP_Pwenvironment variable. If this environment variable is not specified
and an application password is required, then t madni n fails.

t madm n actsas an application client if the-r optionisused or if it cannot register as
the application administrator. If thisisthe case, and if standard input is not from a
terminal, then the APP_Pwenvironment variable must be set to the application
password in a security application.

If thet madm n command is entered before the system has been booted, the following
message is displayed:

No bul letin board exists. Entering boot node
>
t madni n then waits for aboot command to be entered:

If thet madni n command is entered, without the - ¢ option, on an inactive nodethat is
not the MASTER, the following message is displayed and the command terminates:

Cannot enter boot nbde on non-master node.

If an incorrect application password is entered or is not available to a shell script
through the environment, then alog message is generated and the command
terminates, after displaying the following message:
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Invalid password entered.

Interoperability  t madni n may be run on any node within an active interoperating application.
However, the commands and command line arguments available are restricted to those
available viat madmi n in the release corresponding to the node on which t madni n is
running. For example, the br oadcast , passwd, and pri nt cl i ent commands are not
available on Release 4.1 nodes.

Portability  t madni n issupported on any platform on which the BEA Tuxedo server environment
is supported.

Notices ~ The machi ne option has no effect in a non-networked uniprocessor environment.
See Also  tnboot (1),tm oadcf (1), tnshutdown(1), conpil ation(5), UBBCONFI G(5)

Administering BEA Tuxedo Applications at Run Time
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Name

Synopsis

Description

t mboot —Brings up a BEA Tuxedo configuration.

tnmboot [-1 Imd] [-g grpname] [-i srvid] [-s aout] [-0 sequence]
[-S] [-Al [-b] [-Blnid] [-T grpname] [-e command] [-wW [-y] [-d]
[-n] [-c] [-M [-d1]

t mboot brings up a BEA Tuxedo application in whole or in part, depending on the
options specified. t mhoot can be invoked only by the administrator of the bulletin
board (as indicated by the Ul D parameter in the configuration file) or by r oot . The

t mboot command can be invoked only on the machine identified as MASTER in the
RESOURCES section of the configuration file, or the backup acting as the MASTER, that
is, with the DBBL already running (viathenmast er commandint madm n( 1) ). Except,
if the- b optionisused; inthat case, the system can be booted from the backup machine
without it having been designated as the MASTER.

With no options, t mboot executes all administrative processesand all serverslistedin
the SERVERS section of the configuration file named by the TUXCONFI G and
TUXOFFSET environment variables. If the MODEL is MP, a DBBL administrative server is
started on the machine indicated by the MASTER parameter in the RESOURCES section.
An administrative server (BBL) is started on every machine listed in the MACHI NES
section. For each group in the GROUPS section, TVS servers are started based on the
TMSNAME and TMSCOUNT parameters for each entry. All administrative servers are
started followed by serversin the SERVERS sections. Any TVs or gateway serversfor a
group are booted before the first application server in the group is booted. The
TUXCONFI Gfileis propagated to remote machines as necessary. t mboot normally
waits for abooted process to completeitsinitialization (that is, t psvri ni t () ) before
booting the next process.

Booting a gateway server implies that the gateway advertises its administrative
service, and also advertises the application services representing the foreign services
based on the CLOPT parameter for the gateway. If the instantiation has the concept of
foreign servers, these servers are booted by the gateway at this time.

Booting an LM Dis equivalent to booting all groups on that LM D.

Application servers are booted in the order specified by the SEQUENCE parameter, or in
the order of server entriesin the configuration file (see the description in

UBBCONFI G( 5) ). If two or more servers in the SERVERS section of the configuration
file have the same SEQUENCE parameter, then t mboot may boot these serversin
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parallel and will not continue until they all complete initialization. Each entry in the
SERVERS section can have aM N and MAX parameter. t mboot boots M N application
servers (thedefaultis1if M Nisnot specified for the server entry) unlessthe-i option
is specified; using the-i option causesindividual serversto be booted up to MAX
occurrences.

If aserver cannot be started, adiagnostic iswritten on the central event log (and to the
standard output, unless - q is specified), and t mboot continues—except that if the
failing processisaBBL, serversthat depend on that BBL are silently ignored. If the
failing processisaDBBL, t mboot ignores the rest of the configuration file. If aserver
is configured with an aternate LM D and failsto start on its primary machine, t nboot
automatically attempts to start the server on the alternate machine and, if successful,
sends a message to the DBBL to update the server group section of TUXCONFI G.

For serversin the SERVERS section, only CLOPT, SEQUENCE, SRVGRP, and SRVI D are
used by t mboot . Collectively, these are known as the server’ s boot parameters. Once
the server has been booted, it reads the configuration file to find its run-time
parameters. (See UBBCONFI G( 5) for adescription of all parameters.)

All administrative and application servers are booted with APPDI R as their current
working directory. The value of APPDI Ris specified in the configuration file in the
MACHI NES section for the machine on which the server is being booted.

The search path for the server executablesis APPDI R, followed by TUXDI R/ bi n,
followed by / bi n and/ usr/ bi n, followed by any PATH specified in the ENVFI LE for
the MACHI NE. The search path is used only if an absolute pathname is not specified for
the server. Values placed in the server’s ENVFI LE are not used for the search path.

When aserver isbooted, the variables TUXDI R, TUXCONFI G, TUXOFFSET, and APPDI R,
with values specified in the configuration file for that machine, are placed in the
environment. The environment variable LD_LI BRARY_PATH is aso placed in the
environment of all servers. Its value defaults to

$APPDI R $TUXDI R/ | i b: /i b:/usr/lib:lib>where<lib>isthevalueof thefirst
LD_LI BRARY_PATH= line appearing in the machine ENVFI LE. See UBBCONFI G( 5) for
adescription of the syntax and use of the ENVFI LE. Some Unix systems require
different environment variables. For HP-UX systems, use the SHLI B_PATH
environment variable. FOR AlX systems, use the LI BPATH environment variable.

The ULOGPFX for the server is also set up at boot time based on the parameter for the
machine in the configuration file. If not specified, it defaults to $APPDI R/ ULOG.

All of these operations are performed before the application initialization function,
tpsvrinit(),iscaled.
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Many of the command line options of t mboot serveto limit the way in which the
system is booted and can be used to boot a partial system. The following options are
supported.

-l Imd
For each group whose associated LM D parameter is| ni d, all TMs and
gateway servers associated with the group are booted and all serversin the
SERVERS section associated with those groups are executed.

-g grpnane
All TVB and gateway servers for the group whose SRVGRP parameter is
gr pname are started, followed by all serversin the SERVERS section
associated with that group. TVs servers are started based on the TVMSNAME and
TMSCOUNT parameters for the group entry.

-i srvid
All serversin the SERVERS section whose SRVI D parameter issrvi d are
executed.

-sS aout
All serversin the SERVERS section with nameaout are executed. Thisoption
can also be used to boot TMS and gateway servers, normally thisoption is
used in this way in conjunction with the - g option.

-0 sequence
All serversin the SERVERS section with SEQUENCE parameter sequence are

executed.

-S
All serversin the SERVERS section are executed.

-A
All administrative servers for machines in the MACHI NES section are
executed. Use this option to guarantee that the DBBL and all BBL and BRI DGE
processes are brought up in the correct order. (See also the description of the
- Moption.)

-b
Boot the system from the BACKUP machine (without making this machine the
MASTER).

-BImd

A BBL is started on a processor with logical name ni d.
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-dl

This option starts administrative servers on the master machine. If the MODEL
isMP, aDBBL administrative server is started on the machine indicated by the
MASTER parameter in the RESOURCES section. A BBL is started on the MASTER
machine, and a BRI DGE is started if the LAN option and a NETWORK entry are
specified in the configuration file.

Causes command line options to be printed on the standard output. Useful
when preparing to use sdb to debug application services.

-T grpnane

All TVs serversfor the group whose SRVGRP parameter isgr pnane are started
(based on the TMSNAME and TMSCOUNT parameters associated with the group
entry). This option is the same as booting based on the TVS server name (- s
option) and the group name (- g).

- e command

Causes command to be executed if any process fails to boot successfully.
command can be any program, script, or sequence of commands understood
by the command interpreter specified in the SHELL environment variable.
This allows an opportunity to bail out of the boot procedure. If conmand
contains white space, the entire string must be enclosed in quotes. This
command is executed on the machine on which t mboot isbeing run, not on
the machine on which the server is being booted.

Note: If you choose to do redirection or piping on a Windows 2000 system, you

must use one of the following methods:

m Do redirection or piping from within a command file or script.

= To do redirection from within the queue manager administration

program, precede the command with cnd. For example:
cmd /c ipconfig > out.txt

m |f you choose to create a binary executable, you must allocate a console

within the binary executable using the Windows Al | ocConsol e() API
function

Informst nboot to boot another server without waiting for serversto

completeinitialization. This option should be used with caution. BBLs depend
on the presence of avalid DBBL; ordinary serversrequire arunning BBL on the
processor on which they are placed. These conditions cannot be guaranteed if
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servers are not started in a synchronized manner. This option overrides the
waiting that is normally done when servers have sequence humbers.

Assumes ayes answer to a prompt that asksif all administrative and server
processes should be booted. (The prompt appears only when the command is
entered with none of the limiting options.)

Suppresses the printing of the execution sequence on the standard output. It
implies-y.

The execution sequence is printed, but not performed.

Minimum IPC resources needed for this configuration are printed.

Whenthe-1,-g,-i,-0,and-s options are used in combination, only servers that
satisfy all qualifications specified arebooted. The- 1 , - g, - s, and - T options cause TV
serversto be booted; the -1, - g, and - s options cause gateway servers to be booted;
the-1,-g,-i,-0,-s,and- S options apply to application servers. Options that boot
application serversfail if aBBL is not available on the machine.The- A, - M and - B
options apply only to administrative processes.

The standard input, standard output, and standard error file descriptors are closed for
all booted servers.

Interoperability  t mboot must run on the master node, which in an interoperating application must be
the highest release available. t mboot detects and reports configuration file conditions
that would lead to the booting of administrative servers such as Workstation listeners
on sitesthat cannot support them.

Portability  t mboot issupported on any platform on which the BEA Tuxedo server environment
is supported.

Environment  During the installation process, an administrative password file is created. When
Variables  necessary, the BEA Tuxedo system searches for thisfile in the following directories
(inthe order shown): APPDI R/ . admi t | i st en. pwand
TUXDI R udat aobj / t I i st en. pw. To ensure that your password file will be found,
make sure you have set the APPDI R and/or TUXDI R environment variables.

Link-Level  If thelink-level encryption feature is in operation betweent nboot andt i st en,
Encryption  link-level encryption will be negotiated and activated first to protect the process
through which messages are authenticated.
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Diagnostics

Examples

If TUXCONFI Gis set to a non-existent file, two fatal error messages are displayed:
B error processing configuration file

m configuration file not found

If t mhoot failsto boot a server, it exits with exit code 1 and the user log should be
examined for further details. Otherwise t mboot exits with exit code 0.

If t mboot isrun on an inactive non-master node, afatal error message is displayed:
t nboot cannot run on a non-master node.

If t mboot isrunon an active nodethat isnot the acting master node, thefollowing fatal
error message is displayed:

t mboot cannot run on a non acting-master node in an active
appl i cation.

If the same | PCKEY is used in more than one TUXCONFI Gfile, t nboot failswith the
following message:

Configuration file paraneter has been changed since | ast tnboot

If there are multiple node namesin the MACHI NES section inanon-LAN configuration,
the following fatal error message is displayed:

Mil tiple nodes not allowed in MACH NES for non-LAN application.

If t1isten isnot running on the MASTER machinein a LAN application, awarning
message is printed. In this case, t madmi n( 1) cannot run in administrator mode on
remote machines; it islimited to read-only operations. This also meansthat the backup
site cannot reboot the master site after failure.

To start only those servers|ocated on the machineslogically named CS0 and CS1, enter
the following command:

tnmboot -1 CSO -1 Csi

To start only those servers named CREDEB that belong to the group called DBGL, enter
the following command:

tmboot -g DBGL -s CREDEB1

To boot aBBL on the machinelogically named PES, aswell as all those serverswith a
location specified as PES, enter the following command.

tmboot -B PE8 -1 PE8
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To view minimum |IPC resources needed for the configuration, enter the following
command.

tmboot -c
The following is an example of the output produced by the - ¢ option:

I pc sizing (m ni mum BEA Tuxedo val ues only)

Fi xed M ni muns Per Processor
SHWI N 1
SHVALL: 1

SEMVAP: SEMWNI
Vari abl e M ni muns Per Processor

SEMUME, A SHVIVAX

SEMWNU, * *
Node SEMWS SEMVBL SEMVBL SEMWNI  MSGWNIL  MSGVAP  SHVBEG
sf pup 60 1 60 A+ 1 10 20 76K
sfsup 63 5 63 A+ 1 11 22 76K

where 1 = A = 8.

The number of expected application clients per processor should be added to each
MSGWNI value. MSGVAP should be twice MSGWNI . SHVM N should always be set to 1.

The minimum I PC requirements can be compared to the parameters set for your
machine. See the system administration documentation for your machine for
information about how to change these parameters. If the- y option isused, the display
will differ slightly from the previous example.

Notices  Thet nboot command ignores the hangup signal (SI GHUP). If asignal is detected
during boot, the process continues.

Minimum IPC resources displayed with the - ¢ option apply only to the configuration
described in the configuration file specified; |PC resources required for aresource
manager or for other BEA Tuxedo configurations are not considered in the calcul ation.

See Also  tmadmi n(1),tm oadcf (1), tnshutdown(1), UBBCONFI G 5)

Administering BEA Tuxedo Applications at Run Time
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Name

Synopsis

Description

t mconfi g, wt nconf i g—Dynamically updates and retrieves information about a
running BEA Tuxedo application, as either a native client or aWorkstation client.

tnconfig
wt nconfig

t mconf i g isaninteractive program that can be used to update some configuration file
parameters, or MIB attributes, and to add records to parts of the TUXCONFI Gfile while
the BEA Tuxedo application isrunning. t nconf i g manages a buffer that contains
input field values to be added, updated, or retrieved. When an operation is completed,
t mconf i g displaysoutput field values and status. The user can update the input buffer
using any available text editor.

tnconfi g isaBEA Tuxedo native client, and wt nconfi g isaWorkstation client, as
you can seein the output of thet madni n/pri nt cl i ent command sequence. If the
application isusing the SECURI TY feature, t nconf i g prompts for the application
password.

Note: Because the same functionality is provided by both t ntonfi g and
wt nconf i g—the only difference being that t nconfi g isaBEA Tuxedo
native client and wt nconfi g isaBEA Tuxedo Workstation client—we refer
onlytot nconf i g throughout most of thisreference page. Y ou can assumethat
the functionality described hereis provided by wt nconfi g, aswell.

t mconfi g first promptsfor the desired section, and then for the desired operation. The
prompt for the section appears as follows:

Section:1) RESOURCES, 2) MACHI NES, 3) GROUPS 4) SERVERS 5) SERVI CES
6) NETWORK 7) ROUTING gq) QUIT 9) WSL 10) NETGROUPS 11) NETMAP [1]:

The default section appears in square brackets at the end of the prompt.
t mconf i g then prompts for the desired operation:

Operation: 1) FIRST 2) NEXT 3) RETRIEVE 4) ADD 5) UPDATE
6) CLEAR BUFFER 7) QUIT [1]:
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The default operation is shown in square brackets at the end of the prompt. To select
the default, simply enter RETURN. To select another option, enter the appropriate
number and RETURN.

The following operations are currently supported.

1. FI RST—retrievesthefirst record from the specified section. No key fields are
needed. (Any key fields that are in the input buffer areignored.)

2. NEXT—retrieves the next record from the specified section, based on the key
fieldsin the input buffer.

3. RETRI EVE—retrieves the indicated record from the specified section by key
field(s).

4. ADD—adds the indicated record in the specified section. Any fields not specified
(unless required) take their default vaues as specified in UBBCONFI G(5) . The
current value for all fields is returned in the output buffer. This operation can be
done only by the BEA Tuxedo system administrator.

5. UPDATE—updates the record specified in the input buffer in the selected section.
Any fields not specified in the input buffer remain unchanged. The current value
for al fieldsis returned in the input buffer. This operation can be done only by
the BEA Tuxedo administrator.

6. CLEAR BUFFER—clearsthe input buffer (all fields are deleted). After this
operation, t mconf i g immediately prompts for the section again.

7. QU T—exitsthe program gracefully (the client is terminated). A value of g for
any prompt also exits the program.

For administrator operations, the effective user identifier must match the BEA Tuxedo
administrator user identifier (UID) for the machine on which this program i s executed.
When arecord is updated or added, all default values and validations used by

t m oadcf (1) areenforced.

t mconf i g then prompts you to indicate whether or not you want to edit the input
buffer:

Enter editor to add/nmodify fields [n]?

Entering avalue of y puts the input buffer into atemporary file and executes the text
editor. The environment variable EDI TOR is used to determine which editor isto be
used. The default ised. Theinput format isin field name/field value pairsand is
described in the “Input Format” section below. The field names associated with each
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Input Format

UBBCONFI G section are listed in tables in the subsections below. The semantics of the
fields and associated ranges, default values, restrictions, and so on, are described in
UBBCONFI G 5) . Note that permissions values are specified in decimal, not octal. In
most cases, the field name is the same as the KEYWORD in the UBBCONFI Gfile, prefixed
with TA .

When the user completes editing the input buffer, t nconf i g readsit. If more than one
line occurs for a particular field name, the first occurrence is used and other
occurrences are ignored. If any errors occur, a syntax error isprinted and t nconfi g
prompts you to indicate whether you want to correct the problem:

Enter editor to correct?

If the problem is not corrected (response n), then the input buffer contains no fields.
Otherwise, the editor is executed again.

Finally, t nrconf i g asks whether the operation should be performed:
Perform operation [y]?

When the operation completes, t nconf i g printsthereturnvalue(asinRet ur n val ue
TAXK), followed by the output buffer fields. The process then begins again with a
prompt for the section. All output buffer fields are availablein the input buffer unless
the buffer is cleared.

Entering a break at any time restarts the interaction at the prompt for the section.

When QUI T is selected, t nconf i g prompts you to create a backup text version of the
configuration:

Unl oad TUXCONFI G file into ASCI I backup [y]?
If you select a backup, t nconf i g prompts for afilename:
Backup fil ename [ UBBCONFI G ?

On success, t nconf i g indicates that a backup was created; otherwise an error is
printed.

Input packets consist of lines formatted as follows:

fl dnanme fl dval

The field name is separated from the field value by one or more tabs.
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Limitations

Relationship
between
tmconfig,
UBBCONFIG,
and the MIBs

Lengthy field values can be continued on the next line by having the continuation line
begin with one or more tabs (which are dropped when read back intot nconfi g).

Empty lines consisting of a single newline character are ignored.

To enter an unprintable character in the field value or to start afield value with atab,
use a backslash followed by the two-character hexadecimal representation of the
desired character (see ASCII(5) in aUNIX reference manual). A space, for example,
can beenteredintheinput dataas\ 20. A backsash can be entered using two backslash
characters. t nrconf i g recognizes al input in thisformat, but the hexadecimal format
ismost useful for non-printing characters.

The following are general limitations of the dynamic reconfiguration capability.

1. Vauesfor key fields (asindicated in the following sections) may not be modified.
If key fields are modified in the editor buffer and the operation is done, then a
different record will be modified, based on the new values of the key fields. Key
fields can be modified, when the system is down, by reloading the configuration
file.

2. Fieldsat the LM Dlevel cannot be modified while the LM Dis booted; similarly
fields at the GROUP level cannot be modified while the GROUP is booted.

3. Many of the RESOURCES parameters cannot be updated on a running system.
4. Dynamic deletions are not supported. Deletions must be done offline.

5. If you attempt to update a parameter in the wrong section (for example, if you try
to update the ENVFI LE parameter in the MACHI NES section while working in the
RESOURCES section), the operation appears to succeed (that is, t nconfi g returns
TAOK) but the change does not appear in your unloaded UBBCONFI Gfile.

In early releases of the BEA Tuxedo system all application configuration was
accomplished by editing the UBBCONFI Gfile, atext file that contained all the
configuration parameters for an application. Users of later releases of the system
compiled the UBBCONFI Gfile into a binary file known as TUXCONFI G by running the
t m oadcf (1) command. A subsequent releaseintroducedt nconf i g, acommand that
supports dynamic updating (that is updating of an active system) of various
TUXCONFI G parameters.
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When Attributes
(Fields) Can Be
Updated and
Who Can Do It

RESOURCES
Section

Notes

MACHINES
Section

Notes

A more recent development was the introduction of the BEA Tuxedo Management
Information Bases (MIBs), which redefined BEA Tuxedo resources into classes and
attributes. Along with the M1Bs, the BEA Tuxedo system also provided an
administration API that enabled an administrator (or a user) to access and change the
attributes of an application programmaticaly.

With one exception, this entry of the BEA Tuxedo Command Reference (that is,
tmconfig, wtnconfig(1)) providesbrief descriptionsonly of the various classes of
the MIBs. The exception is the Network class, for which a detailed description is
provided here ont nconfi g() . For details about all other sections, see TM M B(5) .

Onefeature of the former t nconfi g tables was a column that contained avalue
indicating whether afield could be updated. That information is provided in the MI1B
reference pages, but in aform that requires alittle more digging on your part. See the
description of Permissionsin M B( 5) . The Permissions columnsin MIB tables
resembl e the read, write, and execute permissions that are used to restrict access to
files, but they convey more information and designate more control than simplefile
permissions. For example, by valuesin the Permissions columnsin MIB tables can
indicate whether or not afield can be changed when the system is active.

Study the description in M B(5) before you attempt to uset ntonfi g.

For attributes in this section, see the description of the T_DOMAI Nclassin TM M B(5) .

The ADD operation isnot valid for this section. Because thereisonly onerecord in this
section, the RETRI EVE operation is the same as the FI RST operation (no key field is
required). The NEXT operation always returns a record not found.

Changesto TA_LDBAL, TA CMIRET, and TA_SYSTEM ACCESS affect only new clients
and servers that are subsequently booted. TA_SYSTEM ACCESS cannot be changed if
NO_OVERRI DE is specified and any server entries exist that do not match the specified
access type (PROTECTED or FASTPATH). Changesto TA_NOTI FY and TA_AUTHSVC
affect only new clients that are subsequently started.

Updates to parameters other than those listed above do not appear in your unloaded
text backup file.

For attributesin this section, see the description of the T_MACHI NE classin TM M B(5) .

A machine cannot be added unless LAN appears in the OPTI ONS in the RESOURCES
section.
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GROUPS
Section

SERVERS
Section

Notes

Services Section

166

Notes

NETWORK
Section

Updates to parameters other than those listed above do not appear in your unloaded
text backup file.

For attributes in this section, see the description of the T_GROUP classin TM M B(5) .

For attributesin this section, see the description of the T_SERVERclassin TM M B(5) .

Parameter changes in the SERVERS section take effect the next time that an associated
server isbooted (and not restarted). If multiple serversare defined in an MSSQset (using
TA_RQADDR), they must have the same services booted (for example, changes to
TA_CLOPT or ENVFI LE must not affect the services that are booted such that they do
not match currently booted servers). If TA_MAX is changed, automatic spawning of
conversational serversfor the new server identifiersisnot performed until one or more
serversin the server set are booted.

For attributes in this section, see the descriptions of the T_SERVI CE and T_SVCGRP
classesin TM M B(5) .

Parameter changes in the SERVI CES section take effect the next time a server offering
the service is booted (and not restarted). Updates to TA_ ROUTI NGNAME are allowed
only if thereisno valuein the TA_SRVGRP field or if the value of that fieldisNULL. In
this case, the TA_ROUTI NGNAME attribute is simultaneously updated in all matching
SERVI CES entries. The TA_ROUTI NGNAME corresponds to the ROUTI NGfield in the
SERVI CES section.

Updates to parameters other than those listed above do not appear in your unloaded
text backup file.

The following table lists the fields in the NETWORK section.

NETWORK SECTION

Field I dentifier Field Type  Update Notes

TA_LM D String No Key

TA_NADDR String Sys ASCII format (no embedded NUL L
characters)

TA_ BRI DGE String Sys
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Notes

ROUTING
Section

Notes

WSL Section

Notes

NETGROUPS
Section

NETMAP
Section

Security

Workstation
Client

NETWORK SECTION

Field I dentifier Field Type  Update Notes

TA_NLSADDR String Sys ASCII format (no embedded NULL
characters)

A record cannot be added while the associated LM D is booted.

No operations can be done on the NETWORKS section unless LAN appearsin the
OPTI ONS in the RESOURCES section.

Updates to parameters other than those listed above do not appear in your unloaded
text backup file.

For attributesin this section, seethe description of the T_ROUTI NGclassin TM M B(5) .

The ROUTI NG section cannot be updated while the system is running. New ROUTI NG
section entries may be added if three parametersin the RESOURCES section that control
the size of the bulletin board—MAXDRT, MAXRFT, and MAXRTDATA—are set to allow for
growth.

For attributes in this section, see the description of the T_WSL classin TM_ M B(5) .

The T_WsL class should be used to update the CLOPT for Workstation Listener servers,
even though thisis available via the SERVER section.

For attributes in this section, see the description of the T_WSL classin TM M B(5) .

For attributes in this section, see the description of the T_NETMAP classin TM M B(5) .

Ift rconfi gisruninasecureapplication, it requiresan application password to access
the application. If the standard input is aterminal, t nconf i g prompts the user for the
password with echo turned off on thereply. If the standard input is not aterminal, the
password is retrieved from the APP_Pwenvironment variable. If this environment

variableis not specified and an application password isrequired, thent nconf i g fails.

As aWorkstation client, the command is named wt nconf i g. The UPDATE and ADD
commands are hot supported; TAEPERMI S returned.
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Environment

168

Variables

Diagnostics

t mconfi g resetsthe FI ELDTBLS and FLDTBLDI R environment variablesto pick up the
${ TUXDI R}/ udat aobj / t padni n field table. TUXDI R must be set correctly.

APP_PWmust be set to the application password in a secure application if standard
input is not from aterminal.

Before your client can join a BEA Tuxedo application, you must set several
environment variables:

m Fort mconfi g you must set the TUXCONFI G environment variable.

m  For w ntonfi g you must set the WBNADDR environment variable. You may also
have to set WSDEVI CE, depending on the network protocol used by the BEA
Tuxedo system. Which network protocol is used depends, in turn, on the
platform on which your application is running. To find out which network
protocols are used on your platform, see Appendix A, “Platform Data Sheets,” in
the BEA Tuxedo Installation Guide.

t meconfi g failsif it cannot allocate atyped buffer, if it cannot determine the

/ et c/ passwd entry for the user, if it cannot become aclient process, if it cannot create
atemporary filein/ t np for editing theinput buffer, or if it cannot reset the FI ELDTBLS
or FLDTBLDI R environment variable.

Thereturn value printed by t nconf i g after the completion of each operation indicates
the status of the requested operation. There are three classes of return values.

The following return values indicate a problem with permissions or a BEA Tuxedo
communications error. They indicate that the operation did not compl ete successfully.

[TAEPERM
The calling process specified a TA_ UPDATE or TA_ADD opcode but is not
running as the BEA Tuxedo administrator.

[TAESYSTEM
A BEA Tuxedo error has occurred. The exact nature of the error iswrittento
userl og(3c).

[TAECS]
An operating system error has occurred.

[TAETI ME]
A blocking timeout occurred. The input buffer is not updated so no
information is returned for retrieval operations. The status of update
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operations can be checked by doing aretrieval on the record that was being
updated.

The following return values indicate a problem in doing the operation itself and
generally are semantic problems with the application data in the input buffer. The
string field TA_STATUS is set in the output buffer indicating the problem. The string
field TA_BADFLDNAME is set to the field name for the field containing the value that
caused the problem (assuming the error can be attributed to a single field).

[TAERANGE]
A field valueis out of range or isinvalid.

[TAEI NCONSI S]
A field value or set of field valuesisinconsistently specified (for example,
san existing RQADDR value is specified for a different SRVGRP and
SERVERNAME).

[TAECONFI G
An error occurred while the TUXCONFI Gfile was being read.

[TAEDUPLI CATE]
The operation attempted to add a duplicate record.

[TAENCTFOUND]
The record specified for the operation was not found.

[TAEREQUI RED]
A field valueisrequired but is not present.

[TAESI ZE]
A field valuefor astring field is too long.

[TAEUPDATE]
The operation attempted to do an update that is not allowed.

[TAENGCSPACE]
The operation attempted to do an update but there was not enough space in
the TUXCONFI Gfile and/or the bulletin board.

The following return values indicate that the operation was successful, at least at the
MASTER site.

[TAXK]
The operation succeeded. No updates were done to the TUXCONFI Gfile or the
bulletin board.
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Interoperabilty

tmunloadcf
Compatibility

Example

[TAUPDATED]
The operation succeeded. Updates were made to the TUXCONFI Gfile and/or
the bulletin board.

[TAPARTI AL]
The operation succeeded at the MASTER site but failed at one or more
non-MASTER sites. The non-MASTER sites will be marked as invalid or
partitioned. See the administrator’s guide for further information.

The UPDATE and ADD operations are not allowed if a BEA Tuxedo System Release 4.0
or 4.1 node is booted. These nodes must be shut down before these operations are
performed. When rebooted, they will pick up the changes.

Whent munl oadcf (1) isrunto print entriesin the configuration, certain field values
are not printed if they are not set (for strings) or O (for integers), or if they match the
default value for the field. These fields always appear in the output buffer when
tmconfi g isused. In thisway, it makesit easier for the administrator to retrieve an
entry and update afield that previously was not set. The entry will havethe field name
followed by atab but no field value.

In the following example, t nconfi g isused to correct the network address specified
on aWorkstation Listener server. It happensto bethe first entry in the Servers section.
The editor used in the exampleised( 1) .

$ EDI TOR=ed tntonfig

Section: 1) RESOURCES, 2) MACHI NES, 3) GROUPS 4) SERVERS 5) SERVI CES
6) NETWORK 7) ROUTING gq) QUIT 9) WSL 10) NETGROUPS 11) NETMAP [1]: 4

Operation: 1) FIRST 2) NEXT 3) RETRIEVE 4) ADD 5) UPDATE
6) CLEAR BUFFER 7) QUIT [1]: 1

Enter editor to add/nodify fields [n]? <return>

Perform operation [y]? <return>

Return val ue TAK

Buf fer contents:

TA_OPERATI ON
TA_SECTI ON
TA_SRVI D
TA M N
TA_MAX
TA_RQPERM
TA_RPPERM
TA_MAXGEN
TA_GRACE
TA_STATUS
TA_SRVGRP

4
3
2
1
1

432

432

1

86400

Qperation conpl eted successfully
WDBG
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TA SERVERNAME WL

TA CLOPT -A-- -d/dev/itcp -MA -n2 -x5 -n0x0002f e19c00b6d6b
TA_CONV N
TA_REPLYQ N
TA RESTART N

Section: 1) RESOURCES, 2) MACHI NES, 3) GROUPS 4) SERVERS 5) SERVI CES
6) NETWORK 7) ROUTING q) QUIT 9) WSL [4]10) NETGROUPS 11) NETMAP [4]: <return>
Qperation: 1) FIRST 2) NEXT 3) RETRIEVE 4) ADD 5) UPDATE

6) CLEAR BUFFER 7) QUIT [1]: 5

Enter editor to add/nodify fields [n]? vy

240

/| CLOPT/ s/ 6d6b/ 690E/ p

TA CLOPT -A-- -d/dev/itcp -MA -n2 -x5 -n0Ox0002f e19c00b690E
w

240

q

Perform operation [y]? <return>

Ret urn val ue TAUPDATED

Buf fer contents:

TA_OPERATI ON 1

TA_SECTI ON 3

TA_SRVI D 2

TA M N 1

TA_MAX 1

TA_ RQPERM 432

TA_RPPERM 432

TA_MAXGEN 1

TA _GRACE 86400

TA_STATUS Updat e conpl et ed successful ly
TA_SRVGRP VDBG

TA _SERVERNAME WEL

TA CLOPT -A-- -d/dev/itcp -M4 -n2 -x5 -n0Ox0002f e19c00b690E
TA_CONV N

TA_REPLYQ N

TA RESTART N

Section: 1) RESOURCES, 2) MACHI NES, 3) GROUPS 4) SERVERS 5) SERVI CES

6) NETWORK 7) ROUTING gq) QUIT 9) WL [1] 10) NETGROUPS 11) NETMAP {1}: g
Unl oad TUXCONFI G file into ASCI I backup [y]? <return>

Backup fil ename [ UBBCONFI G ? <return>

Confi guration backed up in UBBCONFI G

$ # boot the changed server

$ tnboot -s WBL -i 2

See Also  tnboot (1),tm oadcf (1), userl og(3c), TM M B(5), UBBCONFI G 5)
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Name

Synopsis

Description

Diagnostics

t mi pcr m—Removes | PC resources allocated by a BEA Tuxedo ATMI application on
alocal machine.

tm pcrm[-y] [-n] [TUXCONFI G fil e]

t mi pcr mcleans up the IPC resources allocated by a BEA Tuxedo ATMI application
such as shared memory, message queues, and semaphores. The command is normally
run after an unusual error situation such as afailed shutdown. Under normal
conditions, the BEA Tuxedo ATMI system cleansup all allocated | PC resources when
it is shut down. The IPC resources that are removed include those used by the core
BEA Tuxedo ATMI system and the Workstation component.

t mi pcr mworks only on the local server machine; it does not clean up IPC resources
on the remote machinesin a BEA Tuxedo configuration. The name of the TUXCONFI G
file must be specified, either as the value of the TUXCONFI G environment variable or
on the command line. The TUXCONFI G file must exist and it must be readable.

Only an administrator or someone with the proper permissions can run this command
successfully. The command assumesthat it can attach to the shared memory segments
that store the bulletin board (BB), and attempts to remove the |PC resources stored in
the bulletin board and referenced from it. Such removal attempts may fail dueto other
conditions on the system. If detected, such failures are reported.

The following options are supported:

-y
Answersyesto all prompts.

Does not remove | PC resources. Instead, displays alist of IPC resourceson
st dout and exits.

TUXCONFI G fil e
Compl ete pathname of the TUXCONFI Gfile. If not specified, the default isthe
value of the TUXCONFI G environment variable.

If the TUXCONFI Gfile cannot be found, afatal error occurs and the following message
is displayed:

Cannot open tuxconfig file
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Examples

If the TUXCONFI Gfile cannot beread, afatal error occurs and the following messageis
displayed:

Execut e perm ssion denied, not application adm nistrator

If an attempt to attach to the bulletin board shared memory fails, afatal error occurs
and the following message is displayed:

Cannot attach to BB!

The command generally runsin an interactive mode, and prompts the user for
responses to questions when necessary. If the- y optionisspecified, t mi pcr mdoesnot
prompt the user, but assumes the answer to every questionisyes. If the-n optionis
specified, t pi pcr msimply displays alist of IPC resources (on st dout ) and exits; no
I PC resources are removed.

The following example demonstrates how this command is typically used:

$ tm pcrm / hone/ user/ apps/tuxconfig

Looking for I PC resources in TUXCONFIG file
/ honme/ user/ apps/ t uxconfig

The follow ng | PC resources were found:

Message Queues:
0x2345
0x3456

Semaphor es:
0x34567
0x45678

Shared Menory:
0x45678
0x56789

Renove these | PC resources (y/n)?:. y
Renoving | PC resources ...done!

Thefollowing example code printsalist of the IPC resourcesfor aBEA Tuxedo ATMI
application on alocal machinein afilecaledi pcli st:

tmpcrm-n /hone/ user/apps/tuxconfig >ipclist
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Name
Synopsis

Description

t m oadcf —Parses a UBBCONFI Gfile and load binary TUXCONFI G configuration file.
tmoadcf [-n] [-y] [-c] [-b blocks] {UBBCONFIG file | -}

t m oadcf reads afile or the standard input that isin UBBCONFI G syntax, checks the
syntax, and optionally loads a binary TUXCONFI G configuration file. The TUXCONFI G
and (optionally) TUXOFFSET environment variables point to the TUXCONFI Gfileand
(optional) offset where theinformation should be stored. t i oadcf canberunonly on
the MASTER machine, as defined in the RESOURCES section of the UBBCONFI Gfile,
unlessthe- ¢ or - n option is specified.

Note: The pathname specified for the TUXCONFI G environment variable must match
exactly (including case) the pathname specified for the TUXCONFI G parameter
withinthe MACHI NES section of the UBBCONFI Gfile. Otherwise, t m oadcf (1)
cannot be run successfully.

tm oadcf prints awarning messageif it finds any section of the UBBCONFI Gfile
missing, other than a missing NETWORK section in a configuration for which the LAN
OPTI ONisnot specified (see UBBCONFI G( 5) ) or amissing ROUTI NGsection. If asyntax
error isfound while parsing the input file, t m oadcf exits without performing any
updates to the TUXCONFI Gfile.

The effective user identifier of the person running t m oadcf must match the U D, if
specified, in the RESOURCES section of the UBBCONFI Gfile.

The - c optiontot m oadcf causesthe program to print alist of the minimum IPC
resources needed for this configuration. Resource requirements that vary on a
per-processor basis are printed for each processor in the configuration. The
TUXCONFI Gfileis not updated.

The - n optionto t nl oadcf causes the program to do only syntax checking of
UBBCONFI G (the text version of the configuration file) without actually updating the
TUXCONFI Gfile.

After checking the syntax, t m oadcf checkswhether: (a) the file referenced by
TUXCONFI Gexists; (b) itisavalid BEA Tuxedo system file system; and (c) it contains
TUXCONFI Gtables. If these conditions are not true, t m oadcf promptsyou to indicate
whether you want the command to create and initialize TUXCONFI G.
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Initialize TUXCONFIG file: path [y, q]?

Prompting is suppressed if the standard input or output is not aterminal, or if the-y
option is specified on the command line. Any response other thany or Y causes
t m oadcf to exit without creating the configuration file.

If the TUXCONFI Gfile is not properly initialized, and you have indicated approval,

t m oadcf createsthe BEA Tuxedo system file system and then createsthe TUXCONFI G
tables. If the - b option is specified on the command line, its argument is used as the
number of blocks for the device when creating the BEA Tuxedo system file system. If
the value of the - b option is large enough to hold the new TUXCONFI Gtables,

t m oadcf usesthe specified valueto create the new file system; otherwise, t m oadcf
prints an error message and exits. If the - b option isnot specified, t m oadcf createsa
new file system large enough to hold the TUXCONFI Gtables. The - b option isignored
if the file system already exists.

The - b option is highly recommended if TUXCONFI Gisaraw device (that is, if itisa
device that has not been initialized) and should be set to the number of blocks on the
raw device. The - b option is not recommended if TUXCONFI Gisaregular UNIX file.

If it is determined that the TUXCONFI Gfile has already been initialized, t nl oadcf
ensures that the system described by that TUXCONFI Gfileis not running. If the system
isrunning, t n oadcf printsan error message and exits.

If the system is not running and a TUXCONFI Gfile already exists, t nl oadcf prompts
you to confirm that the file should be overwritten:

Real |y overwite TUXCONFIG file [y, q]?

Prompting is suppressed if the standard input or output is not aterminal or if the-y
option is specified on the command line. Any response other thany or Y causes
t m oadcf to exit without overwriting the file.

If the SECURI TY parameter is specified in the RESOURCES section of the configuration
file, thent n oadcf flushesthe standard input, turns off terminal echo, and prompts
the user for an application password, as follows:

Enter Application Password?
Reent er Application Password?

The password is limited to 30 characters. The option to load UBBCONFI G (the text
version of the configuration file) via standard input (rather than afile) cannot be used
when the SECURI TY parameter isturned on. If standard input is not aterminal, that is,
if the user cannot be prompted for a password (aswith aher e file, for example), then
the APP_Pwenvironment variable is accessed to set the application password. If the
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APP_PWenvironment variable is not set and standard input is not aterminal, then
t m oadcf printsan error message, generates alog message, and fails to load the
TUXCONFI Gfile.

Assuming no errors, andif all checkshave passed, t M oadcf loadsthe UBBCONFI Gfile
into the TUXCONFI Gfile. It overwritesall existing information found in the TUXCONFI G
tables.

Note that some values are rounded during the load and may not match when they are
unloaded. These include but are not limited to MAXRFT and MAXRTDATA.

t m oadcf must run on the master node. In an interoperating application, the master
node must be running the highest release available.

t m oadcf issupported on any platform on which the BEA Tuxedo server environment
is supported.

Theenvironment variable APP_PWmust be set for applicationsfor which the SECURI TY
parameter is specified and runt ml oadcf with something other than aterminal as
standard input.

To load a configuration file from UBBCONFI Gfile BB. shm initialized the device with
2000 blocks:

tm oadcf -b2000 -y BB.shm

If an error is detected in the input, the offending line is printed to standard error along
with amessageindicating the problem. If asyntax error isfound in the UBBCONFI Gfile
or thesystem s currently running, no information is updated in the TUXCONFI Gfileand
t m oadcf exitswith exit code 1.

If t M oadcf isrun by aperson whose effective user identifier does not match the ul D
specified in the UBBCONFI Gfile, the following error message is displayed:

*** UDis not effective user |D ***

If t M oadcf isrun on anon-master node, the following error message is displayed:
tm oadcf cannot run on a non-master node.

If t M oadcf isrun on an active node, the following error message is displayed:

tm oadcf cannot run on an active node.

Upon successful completion, t m oadcf exits with exit code 0. If the TUXCONFI Gfile
isupdated, auser | og message is generated to record this event.

BEA Tuxedo Command Reference



tmloadcf(1)

See Also  t munl oadcf (1), UBBCONFI & 5)

Administering BEA Tuxedo Applications at Run Time
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Name
Synopsis

Description

t mshut down—Shuts down a set of BEA Tuxedo servers.
t mshut down [ opti ons]

t mshut down stops the execution of a set of servers or removes the advertisements of
aset of serviceslisted in a configuration file. Only the administrator of the bulletin
board (asindicated by the Ul D parameter in the configuration file) or r oot caninvoke
the t mshut down command. t mrshut down can be invoked only on the machine
identified as MASTER in the RESOURCES section of the configuration file, or the backup
acting asthe MASTER, that is, with the DBBL already running (viathe mast er command
int madmi n( 1) ). An exception to thisisthe - P option which is used on partitioned
processors (see below).

With no options, t mshut down stops all administrative, TMs, and gateway servers, and
servers listed in the SERVERS section of the configuration file named by the
TUXCONFI G environment variable, and removes the | PC resources associated with
them. For each group, all serversin the SERVERS section, if any, are shut down,
followed by any associated gateway servers (for foreign groups) and TVs servers.
Administrative servers are shut down last.

Application servers without SEQUENCE parameters are shut down first in reverse order
of the server entriesin the configuration file, followed by servers with SEQUENCE
parameters that are shut down from high to low sequence number. If two or more
servers in the SERVERS section of the configuration file have the same SEQUENCE
parameter, then t mshut down may shut down these serversin parallel. Each entry in
the SERVERS section may have an optional M Nand MAX parameter. t nshut down shuts
down all occurrences of aserver (up to MAX occurrences) for each server entry, unless
the-i optionisspecified; usingthe-i option causesindividual occurrencesto be shut
down.

If it is not possible to shut down a server, or remove a service advertisement, a
diagnostic is written on the central event log (see user | og( 3c) ). Thefollowingisa
description of all options:

-l Imid
For each group whose associated LM D parameter is| ni d, all serversin the
SERVERS section associated with the group are shut down, followed by any
TMVs and gateway servers associated with the group.
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-g grpnane
All serversin the SERVERS section associated with the specified group (that
is, for which the SRVGRP parameter is set to gr pnane) are shut down,
followed by al TMs and gateway serversfor the group. TM S servers are shut
down based on the TMSNAME and TMSCOUNT parameters for the group entry.
For aforeign group, the gateway serversfor the associated entry in the HOST
section are shut down based on GATENAME and GATECOUNT. Shutting down a
gateway implies not only that the processitself is stopped; it also impliesthat
the administrative service for the gateway and all advertised foreign services
are unadvertised.

-i srvid
All serversin the SERVERS section for which the SRvI D parameter is set to
srvi d are shut down. Do not enter avaluefor SRvI Dgreater than 30,000; this
indicates system processes (that is, TMss or gateway servers) that should only
be shut down viathe -1 or - g option.

- S aout
All serverslisted in the SERVERS section with the name aout are shut down.
This option can also be used to shut down TVs and gateway servers.

-0 sequence
All serversin the SERVERS section for which the SEQUENCE parameter is set
to sequence are shut down.

-S
All serverslisted in the SERVERS section are shut down.

-A
All administrative servers are shut down.

-M
This option shuts down administrative servers on the master machine. The
BBL is shut down on the MASTER machine, and the BRI DGE is shut down if the
LAN option and a NETWORK entry are specified in the configuration file. If the
MODEL is MP, the DBBL administrative server is shut down.

-Blmd
The BBL on the processor with the logical name| ni d is shut down.

- T grpnane

All Tvs serversfor the server group for which the SRVGRP parameter is set to
gr pname are shut down (based on the TMSNAME and TMSCOUNT parameters
associated with the server group entry).
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-wdel ay

Tellst mshut down to suspend all selected serversimmediately and waits for
shutdown confirmation for only del ay seconds before forcing the server to
shut down by sending a SI GTERMand then a SI &I LL signal to the server.

Becausethe SI &I LL signal cannot be trapped, any processthat receivesitis
terminated immediately, regardless of the code being executed by the process
at that time. Such behavior may cause structural damageto the bulletin board
if the process being stopped was updating the bulletin board when it was
terminated.

Note: Serversto which the - woption may be applied should not catch the UNIX

signal SI GTERM

Note: When aserver is shut down based on receipt of a Sl GKI LL signal, entries

may remain in the bulletin board. When the bulletin board liaison (BBL) is
due to shut down, these entries are detected and the BBL does not shut
down. A second t mshut down command may be required to complete
system shutdown.

-k {TERM| KI LL}

t mshut down suspends all selected serversimmediately and forces them to
shut down in an orderly fashion (TERM or preemptively (KI LL).

Becausethe SI &I LL signal cannot be trapped, any processthat receivesitis
terminated immediately, regardless of the code being executed by the process
at that time. Such behavior may cause structural damageto the bulletin board
if the process being stopped was updating the bulletin board when it was
terminated.

Note: Thisoption mapstothe UNIX signalsSI GTERMand SI GKI LL on platforms

that support them. By default, a SI GTERMinitiates an orderly shutdown in
aBEA Tuxedo server. If SI GTERMIs reset by an application, the BEA
Tuxedo system may be unable to shut down the server.

Note: When aserver is shut down based on receipt of a Sl GKI LL signal, entries

may remain in the bulletin board. When the bulletin board liaison (BBL) is
due to shut down, these entries are detected and the BBL does not shut
down. A second t mshut down command may be required to complete
system shutdown.
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-HInmid

-PlInmid

Assumes ayes answer to a prompt that asks whether all administrative and
server processes should be shut down. (The prompt appears only when the
command is entered with none of the limiting options.)

When the - y option is specified, all services are unadvertised immediately
from the bulletin board and any subsequent service callsfail.

Suppresses the printing of the execution sequence on standard output. It
implies-y.

The execution sequence is printed, but not performed.

For migration operations only, shuts down a server on the original processor
without deleting its bulletin board entry in preparation for migration to
another processor. The - Roption must be used with either the- | or - g option
(for example, t nshut down -1 | mi d - R). The M GRATE option must be
specified in the RESOURCES section of the configuration file.

Shuts down BBLS even if clients are still attached.

On a uniprocessor, al administrative and applications servers on the node
associated with the specified | ni d are shut down. On a multiprocessor (for
example, 3B4000), all PEs are shut down, even if only one PE is specified.

With this option, t mshut down attachesto the bulletin board on the specified
| mi d, ensuresthat this| ni d is partitioned from the rest of the application
(that is, that it does not have access to the DBBL), and shuts down all
administrative and application servers. It must be run on the processor
associated with the | ni d in the MACHI NES section of the configuration file.

The-1,-g,-s, and- T options cause TMS serversto be shut down; the-1,-g,and-s
options cause gateway serversto be shut down; the-1,-g,-i,-s, -0, and- Soptions
apply to application servers; the - A, - M and - B options apply only to administrative
processes. Whenthe-1,-g,-i, -0, and-s options are used in combination, only
serversthat satisfy all the qualifications specified are shut down.
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If the distributed transaction processing feature is being used such that global
transactions are in progress when servers are shut down, transactions that have not yet
reached the point at which acommit islogged after a precommit are aborted;
transactions that have reached the commit point are completed when the servers (for
example, TVB) are booted again.

t mshut down must run on the master node. In an interoperating application the master
node must be running the highest release available. t mshut down detects and reports
configuration file conditions that would lead to the shutting down of Release 4.2
administrative servers on Release 4.1 sites.

t mshut down is supported on any platform on which the BEA Tuxedo server
environment is supported.

If t mshut down failsto shut down aserver or if afatal error occurs, t mshut down exits
with exit code 1 and the user log should be examined for further details; otherwise it
exits with exit code 0.

If t rehut down isrun on an active node that is not the acting master node, afatal error
message is displayed:

t nshut down cannot run on a non acting-master node in an active
appl i cation.

If shutting down aprocesswould partition active processes from the DBBL, afatal error
message is displayed:

cannot shutdown, causes partitioning.
If aserver has died, the following somewhat ambiguous message is produced.
CMDTUX_CAT: 947 Cannot shut down server GRPID

To shut down the entire system and remove all BEA Tuxedo IPC resources (forceit if
confirmation is not received in 30 seconds), run the following command:

t nrshut down -w 30

To shut down only those servers located on the machine for which the value of | ni d
is Cs1, enter the following command:

t mshut down -1 CS1

Becausethe- 1 option restricts the action to serverslisted in the SERVERS section, the
BBL on CS1 is not shut down.
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Notices  Thet nshut down command ignoresthe hangup signal (SI GHUP). If asignal isdetected
during shutdown, the process continues.

See Also  tmadmi n(1),tnboot (1), UBBCONFI G 5)

Administering BEA Tuxedo Applications at Run Time
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Diagnostics

See Also

t munl oadcf —Unloads binary TUXCONFI G configuration file.
t munl oadcf

t munl oadcf trandates the TUXCONFI G configuration file from the binary
representation into text format. Thistranslation is useful for transporting thefilein a
compact way between machines with different byte orderings and backing up a copy
of thefilein a compact form for reliability. The text format is described in

UBBCONFI G( 5) .

t munl oadcf reads valuesfrom the TUXCONFI Gfile referenced by the TUXCONFI Gand
TUXOFFSET environment variables and writes them to its standard outpui.

Starting in BEA Tuxedo release 7.1, passwords can be used for multiple resources. For
example, you can include a password in the OPENI NFO string for a resource manager.
When t munl oadcf isrun for a TUXCONFI G configuration file containing a password,
the password appears in an encrypted form in the output. This encrypted form may
only be uploaded back into the system once.

Note that some values are rounded during configuration and may not match values set
during t m oadcf or viathe TMIB interface. These include but are not limited to
MAXRFT and MAXRTDATA.

t munl oadcf issupported only on any platform on which the BEA Tuxedo server
environment is supported.

Enter the following command to unload the configuration in
/usr/tuxedo/ t uxconfi g intothefilet confi g. backup.

TUXCONFI G=/ usr/ t uxedo/ t uxconfi g tmunl oadcf > tconfig. backup

t munl oadcf checksthat: (a) the file referenced by the TUXCONFI G and TUXOFFSET
environment variables exists; (b) it isavalid BEA Tuxedo system file system; and (c)
it contains TUXCONFI Gtables. If any of these conditionsisnot met, t nunl oadcf prints
an error message and exits with error code 1. Upon successful completion,

t munl oadcf exitswith exit code 0.

t m oadcf (1) , UBBCONFI G 5)

Administering BEA Tuxedo Applications at Run Time
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t opendpasswd—Adds a BEA TOP END password for the TOP END Domain
Gateway feature of the BEA Tuxedo ATMI system.

dmadmi n
> topendpasswd [-r] | ocal _domai n_nane

t opendpasswd can be executed only as a subcommand of dmadni n( 1) .

This subcommand prompts the administrator for anew BEA TOP END password for
the specified local domain. The - r option specifies that existing passwords and new
passwords should be encrypted using a new key generated by the system. The
password cannot exceed 12 characters. This password is used when sending an RTQ
message to aBEA TOP END system on which security isenabled. The user ID that is
passed is the DOvAI NI D of the local domain.

Before this subcommand can be run, the application must be configured using either
the BEA Administration Console, or thet ml oadcf (1) anddm oadcf (1) commands.
dmadni n may be run on any active node.

The dmadmi n t opendpasswd subcommand exits with areturn code of 0 upon
successful completion.

dnmadmi n

>t opendpasswd | dom

Enter Local Dommi n Password:
Re-enter Local Dommi n Password:

dmadmi n( 1)
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t pacl add—Adds a new Access Control List on the system.
tpacladd [-g G D,AD. . . ]] [-t type] nane

Invoking t pacl add adds anew Access Control List (ACL) entry to the BEA Tuxedo
ATMI security datafiles. Thisinformation is used for BEA Tuxedo ATMI access
control to services, events, and application queues. A BEA Tuxedo configuration with
SECURI TY set to USER_AUTH, ACL, or MANDATORY_ACL must be created before you can
run this command successfully.

The following options are available.

-g GdD,...
A list of one or more existing group’ sinteger identifiers or character-string
names. This option indicates which groups have access to the named object.
If this option is not specified, an entry is added with no groups.

-t type
Thetype of the object. It can be one of the following: ENQ DEQ, SERVI CE, or
POSTEVENT. The default is SERVI CE.

nanme
A unique string of printable characters that specifies the name of a service,
event, or application queue for which accessis to be granted. It may not
contain acolon (: ), pound sign (#), or anewline (\ n).

Before running this command you must: (a) configure the application, using either the
graphical user interface or t nl oadcf (1) ; and (b) set the TUXCONFI G environment
variable to point to your TUXCONFI Gfile. t pacl add must be run on the configuration
MASTERif the application is not active. If the application is active, this command can
run on any active node.

This command is available on any platform on which the BEA Tuxedo ATMI server
environment is supported.

Thet pacl add command exits with areturn code of 0 upon successful completion.
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See Also  tpacl del (1), tpacl mod(1),tpgrpadd(1),tpgrpdel (1),tpgrpnod(1),
AUTHSVR( 5)
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Name
Synopsis

Description

Portability

See Also

t pacl cvt —Converts BEA Tuxedo ATMI security datafiles.
tpaclcvt [-u userfile] [-g groupfile]

t pacl cvt checksand convertsthe existing user file used by one version of AUTHSVR
(the version available with BEA Tuxedo Release 5.0) into the format used by BEA
Tuxedo Release 6.0. It also generates agroup file based on/ et ¢/ gr oup (or asimilar
file) and convertsthe/ et ¢/ passwd file.

The following options are available.

-u userfile
The name of the BEA Tuxedo user file. If not specified, the user fileis not
converted.

-g groupfile
The name of the group file, normally / et ¢/ gr oup. If not specified, the group
fileis not converted.

Before running this command you must: (a) configure the application, using either the
graphical user interface or t nl oadcf (1) ; and (b) set the TUXCONFI G environment
variable to point to your TUXCONFI Gfile. t pacl cvt must be run on the configuration
MASTER when the application is not active.

This command is available on any platform on which the BEA Tuxedo ATMI server
environment is supported.

t pgr padd(1),tpusradd(1), AUTHSVR(5)
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Name
Synopsis

Description

Portability

Diagnostics

See Also

t pacl del —Deletes an Access Control List.
tpacldel [-t type] nane

Invoking t pacl del deletes an existing Access Control List (ACL) entry from the
BEA Tuxedo ATMI security datafiles. A BEA Tuxedo configuration with SECURI TY
set to USER_AUTH, ACL, or MANDATORY_ACL must be created before you can run this
command successfully.

The following options are available.

-t type
Thetype of the object. It can be one of the following: ENQ DEQ, SERVI CE, or
POSTEVENT. If not specified, the default type is SERVI CE.

nane
Identifier for the existing ACL entry to be deleted.

Before running this command you must: (a) configure the application, using either the
graphical user interface or t m oadcf (1) ; and (b) set the TUXCONFI G environment
variable to point to your TUXCONFI Gfile. t pacl del must be run on the configuration
MASTERif the application is not active. If the application is active, this command can
run on any active node.

This command is available on any platform on which the BEA Tuxedo ATMI server
environment is supported.

Thet pacl del command exits with areturn code of 0 upon successful completion.
t pacl add(1),t pacl nod(1), AUTHSVR(5)
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Name
Synopsis

Description

Portability

Diagnostics

See Also

t pacl mod—Modifies an Access Control List on the system.
tpaclnod [-g A D[,dD...]] [-t type] name

Invoking t pacl mod modifiesan Access Control List (ACL) entry inthe BEA Tuxedo
security datafiles, replacing the group identifier list. Thisinformationisused for BEA
Tuxedo ATMI access control to services, events, and application queues. A BEA
Tuxedo configuration with SECURI TY set to USER_AUTH, ACL, or MANDATORY_ACL
must be created before you can run this command successfully.

The following options are available.

-g GdD,...
A list of one or more existing group’ sinteger identifiers or character-string
names. This option indicates which groups have access to the named object.
If this option is not specified, the entry is modified to have no groups.

-t type
Thetype of the object. It can be one of the following: ENQ DEQ, SERVI CE, or
POSTEVENT. The default is SERVI CE.

nane
An existing ACL name.

Before running this command you must: (a) configure the application, using either the
graphical user interface or t m oadcf (1) ; and (b) set the TUXCONFI G environment
variable to point to your TUXCONFI Gfile. t pacl mod must be run on the configuration
MASTER if the application is not active. If the application is active, this command can
run on any active node.

This command is available on any platform on which the BEA Tuxedo ATMI server
environment is supported.

Thet pacl mod command exits with areturn code of 0 upon successful completion.
t pacl add(1),t pacl del (1), AUTHSVR( 5)
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Name
Synopsis

Description

Notices

Portability

Compatibility

Examples

t paddusr —Creates a BEA Tuxedo password file.
t paddusr usrnanme file [cltname [U D]]

This command allows an application administrator to create a UNIX system style
password file suitable for use with the BEA Tuxedo AUTHSVR(5) server. t paddusr
adds the user usr name to the password filef i | e (the file cannot be/ et ¢/ passwd).
The administrator is prompted for an initial password to be associated with the user. If
necessary, fi | e is created with permissions 0600. cl t nane, if specified, indicates a
further qualifier on the password entry. usr nane and/or cl t name may be specified as
the asterisk (*) which is considered awildcard by AUTHSVR( 5) . If specified, Ul D
indicates the numeric user identifier to be returned with a successful authentication of
the user. If not specified, cl t nane and Ul D default to* and - 1, respectively.

Thecl t name valuest psysadmandt psysop are treated specially by AUTHSVR( 5)
when authentication requests are processed. These cl t nane values are not matched
against wildcard cl t nane specifications in the password file.

Additionally, regardless of the order of addition to the password file, wildcard entries
are considered after explicitly specified values. An authentication request is
authenticated against only the first matching password file entry.

This command is available on any platform on which the BEA Tuxedo ATMI server
environment is supported.

Thiscommand isused to configure usersfor SECURI TY USER_AUTH. For compatibility
with SECURI TY ACL or MANDATORY_ACL (including the ability to migrate to these
security levels), the following restrictions should be applied.

m  Usernames should be unique and should not include the wildcard character.

m  User identifiers should be unique. They should be greater than 0 and less than
128K.

m  Thefilename should be $APPDI R/ t pusr.
These restrictions are enforced by thet pusr add( 1) command.

The following sequence of command invocations shows how to construct asimple
password file.
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See Also

# 1. Add usrnane foo with wildcard cltnane and no U D

t paddusr foo /home/tuxapp/ pwile

# 2. Add usrnanme foo with cltname bar and U D 100

t paddusr foo /hone/tuxapp/pwfile bar 100

# 3. Add usrname foo with tpsysadm cltnanme and no U D

t paddusr foo /hone/tuxapp/pwile tpsysadm

# 4. Add wildcard usrname with tpsysop cltnane and no U D
t paddusr ' *’ /home/tuxapp/ pwile tpsysop

# 5. Add wildcard usrname with wildcard cltname and no U D
tpaddusr '*’ /[hone/tuxapp/pwile '*’

R R e R

The following table shows the password file entry (indicated by the numbers shown
above) used to authenti cate various requestsfor accessto the application. N Aindicates
that the request is disallowed because the password file does not include an entry
against which a match can be attempted.

Usrnane C tnane Password Entry

f oo "bar 2
f oo’ " 1
"foo" "t psysadni 3
"foo" "t psysop" 4
"guest" "tpsysop" 4

"guest" "bar" 5
"guest" "tpsysadnt N A

The following is an example SERVERS section entry for an instance of AUTHSVR that
works with the password file generated above.

AUTHSVR SRVGRP=G SRVI D=1 RESTART=Y GRACE=0 MAXGEN=2 CLOPT="-A -- -f
/ home/ t uxapp/ pwfil e”

t pdel usr (1), tpnodusr(1),tpusradd(1l),tpusrdel (1),tpusrnod(1),
AUTHSVR( 5)

BEA Tuxedo Command Reference



tpdelusr(1)

tpdelusr(1)

Name
Synopsis

Description

Notices

Portability

Compatibiltiy

See Also

t pdel usr —Deletes a user from a BEA Tuxedo password file.
t pdel usr usrnanme file [cltnane]

This command allows an application administrator to maintain a UNIX system style
password file suitable for use with the BEA Tuxedo AUTHSVR(5) server.t pdel usr is
used to del ete the password file entry for theindicated usr nane/cl t name combination
(thefil e cannot be/ et c/ passwd). cl t name defaultsto **’ if not specified.
Wildcards specified for usr nane and/or cl t nane match only the corresponding
wildcard entry in the password file; they are not expanded to all matching entries.

Thecl t name valuest psysadmandt psysop are treated specially by AUTHSVR( 5)
when authentication requests are being processed. These cl t nane values are not
matched against wildcard cl t name specificationsin the password file.

Additionally, regardless of the order in which entries are added to the password file,
wildcard entries are considered after explicitly specified values. An authentication
reguest is authenticated against only the first matching password file entry.

This command is available on any platform on which the BEA Tuxedo ATMI server
environment is supported.

Thiscommand isused to configure usersfor SECURI TY USER_AUTH. For compatibility
with SECURI TY ACL or MANDATORY_ACL (including the ability to migrate to these
security levels), the following restrictions should be applied.

m  User names should be unique and should not include the wild-card character.

m  User identifiers should be unique and should be greater than 0 and less than
128K.

m  Thefilename should be $APPDI R/ t pusr.
These restrictions are enforced by thet pusr del (1) command.

t paddusr (1), t pnodusr(1),tpusradd(l),tpusrdel (1), tpusrnod(1),
AUTHSVR( 5)

Administering BEA Tuxedo Applications at Run Time
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name
Synopsis

Description

Portability

Diagnostics

See Also

t pgr padd—Adds a new group on the system.
tpgrpadd [-g G D] grpnane

Thet pgr padd command creates a new group definition on the system by adding the
appropriate entry to the BEA Tuxedo security datafiles. Thisinformation is used for
BEA Tuxedo system authentication with the AUTHSVR( 5) server and for access
control. A BEA Tuxedo configuration with SECURI TY set to USER_AUTH, ACL, or
MANDATORY_ACL must be created before you can run this command successfully.

The following options are available.

-g G D
The group identifier for the new group. This group identifier must be a
non-negative decimal integer below 16K. G D defaults to the next available
(unique) identifier greater than 0. Group identifier O isreserved for the
“other” group.

gr pnane
A string of printable characters that specifies the name of the new group. It
may not include a pound sign (#), commad (, ), colon (: ) or anewline (\n).

Before running this command you must: (a) configure the application, using either the
graphical user interface or t nl oadcf (1) ; and (b) set the TUXCONFI G environment
variable to point to your TUXCONFI Gfile. t pgr padd must be run on the configuration
MASTERif the application is not active. If the application is active, this command can
run on any active node.

This command is available on any platform on which the BEA Tuxedo server
environment is supported.

Thet pgr padd command exits with areturn code of 0 upon successful completion.

t pgr pdel (1), tpgrpnod(1),tpusradd(l),tpusrdel (1),tpusrnod(1),
AUTHSVR( 5)
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Name
Synopsis

Description

Portability

Diagnostics

See Also

t pgr pdel —Deletes a group from the system.
t pgr pdel grpname

Thet pgr pdel command removes a group definition from the system by deleting the
entry for the relevant group from the BEA Tuxedo security datafiles. It does not,
however, remove the group ID from the user file. A BEA Tuxedo configuration with
SECURI TY set to USER_AUTH, ACL, or MANDATORY_ACL must be created before you can
run this command successfully.

The following option is available.

gr pnane
The name of an existing group to be del eted.

Before running this command you must: (a) configure the application, using either the
graphical user interface or t m oadcf (1) ; and (b) set the TUXCONFI G environment
variable to point to your TUXCONFI Gfile. t pgr pdel must be run on the configuration
MASTER if the application is not active. If the application is active, this command can
run on any active node.

This command is available on any platform on which the BEA Tuxedo server
environment is supported.

Thet pgr pdel command exits with areturn code of 0 upon successful completion.

t pgr padd(1),tpgrpnod(1l),tpusradd(l),tpusrdel (1),tpusrnod(1),
AUTHSVR( 5)

Administering BEA Tuxedo Applications at Run Time
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Name
Synopsis

Description

Portability

Diagnostics

See Also

t pgr prod—M odifies a group on the system.
tpgrpnod [-g G D] [-n nanme] grpnane

Thet pgr prod modifies the definition of the specified group by modifying the
appropriate entry to the BEA Tuxedo security datafiles. A BEA Tuxedo configuration
with SECURI TY setto USER_AUTH, ACL, or MANDATORY_ACL must be created beforeyou
can run this command successfully.

The following options are available.

-g G D
The new group identifier for the group. This group identifier must be a
non-negative decimal integer below 16K. Group identifier O isreserved for
the “other” group.

- N name
A string of printable characters that specifies the new name of the group. It
may not include acommac(, ), colon (: ) or anewline (\ n).

gr pname
The current name of the group to be modified.

Before running this command you must: (a) configure the application, using either the
graphical user interface or t n oadcf (1) ; and (b) set the TUXCONFI G environment
variable to point to your TUXCONFI Gfile. t pgr pmod must be run on the configuration
MASTER if the application is not active. If the application is active, this command can
run on any active node.

This command is available on any platform on which the BEA Tuxedo server
environment is supported.

Thet pgr pmod command exits with areturn code of 0 upon successful completion.

t pgr padd(1),tpgrpdel (1),tpusradd(1),tpusrdel (1),tpusrnod(1),
AUTHSVR( 5)
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Name
Synopsis

Description

Notices

Portability

Compatibility

t pnrodusr —Maintains a BEA Tuxedo system password file.
t produsr usrnanme file [cltnane]

This command allows an application administrator to maintain a UNIX system style
password file suitable for use with the BEA Tuxedo system AUTHSVR( 5) server. A
BEA Tuxedo configuration with SECURI TY set to USER_AUTH, ACL, or
MANDATORY_ACL must be created before you can run this command successfully.

t pnrodusr isused to modify the password for the indicated user in the password file
file (thefilecannot be/ et ¢/ passwd). The administrator is prompted for a new
password to be associated with the user. cl t nanme defaultsto “*” if not specified.
Wildcards specified for usr nane and/or cl t nane match only the corresponding
wildcard entry in the password file; they are not expanded to all matching entries.

Thecl t name valuest psysadmandt psysop are treated specially by AUTHSVR( 5)
when authentication requests are being processed. These cl t nane values are not
matched against wildcard cl t name specifications in the password file.

Additionally, regardless of the order in which entries are added to the password file,
wildcard entries are considered after explicitly specified values. An authentication
regquest is authenticated against only the first matching password file entry.

This command is available on any platform on which the BEA Tuxedo ATMI server
environment is supported.

Thiscommand isused to configure usersfor SECURI TY USER_AUTH. For compatibility
with SECURI TY ACL or MANDATORY_ACL (including the ability to migrate to these
security levels), the following restrictions should be applied.

m  Usernames should be unique and should not include the wildcard.

m  User identifiers should be unique. They should be greater than 0 and less than
128K.

m  Thefilename should be $APPDI R/ t pusr .

These restrictions are enforced by thet pusr nod( 1) command.

BEA Tuxedo Command Reference 197



Section 1 - Commands
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Name
Synopsis

Description

t pusr add—Adds a hew principal on the system.
tpusradd [-u UD] [-g GD [-c client_nane] usrnane

Invoking t pusr add adds a new principa (user or domain) entry to the BEA Tuxedo
security datafiles. Thisinformation is used for per-user authentication with the
AUTHSVR( 5) server.

Before you can run this command successfully, you must:

m  Configure the application, using either the graphical user interface or
tm oadcf (1).

m  Set the TUXCONFI G environment variable to point to your TUXCONFI Gfile.
m  Set SECURI TY to USER_AUTH, ACL, or MANDATORY_ACL.

t pusr add must be run on the configuration MASTER if the application is not active; if
active, this command can run on any active node.

The system file entries created with this command have alimit of 512 characters per
line. Specifying long arguments to several options may exceed this limit.

The following options are available.

-u UD
The user identification number. Ul D must be apositive decimal integer below
128K. Ul D must be unique within the list of existing identifiers for the
application. Ul Ddefaults to the next available (unique) identifier greater than
0.

-g GD
An existing group’ sinteger identifier or character-string name. This option
defines the new user’ s group membership It defaults to the “other” group
(identifier 0).

-c client_nane
A string of printable characters that specifies the client name associated with
theuser. If specified, it generally describestherole of the associated user, and
provides a further qualifier on the user entry. It may not contain acolon (: )
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Portability

Diagnostics

Examples

See Also

or anewline (\ n). If not specified, the default isthe wildcard ‘** which will
authenticate successfully for any client name specified.

usr namne
A string of printable characters that specifies the new login name of the user.
It may not contain a colon (: ), pound sign (#), or anewline (\ n). The user
name must be unique within the list of existing users for the application.

The administrator is prompted for aninitial password to be associated with the user.

See AUTHSVR( 5) for further information about per-user authentication and configuring
administrator permissions.

This command is available on any platform on which the BEA Tuxedo server
environment is supported.

Thet pusr add command exits with areturn code of 0 upon successful completion.

The following sequence of command invocations shows the construction of asimple
user file.

$ # 1. Add usrnane foo with cltname bar and U D 100

$ tpusradd -u 100 -c bar foo

$ # 2. Add usrnanme foo with tpsysadm cltnane and no U D
$ tpusradd -c tpsysadm foo

Thefollowing table showsthe user entry (indicated by the numbers shown above) used
to authenticate various requests for access to the application and the associated UID
and GID. N Aindicates that the request is disallowed because there is no entry in the
user file against which a match can be attempted.

Usrnane Cl tname Password Entry U d Gd
"foo" "bar" 2 100 0
"foo" " 1 1 0
"foo" "t psysadnt 3 0 8192
"guest" "tpsysadnt N A N A N A

Thefollowing is an example “SERVERS’ section entry for an instance of AUTHSVR
that works with the user file generated above.

AUTHSVR SRVGRP=G SRVI D=1 RESTART=Y GRACE=0 MAXGEN=2 CLOPT="-A"

t pgr padd(1),tpgrpdel (1),tpgrprod(1l),tpusrdel (1),tpusrnod(1),
AUTHSVR( 5)
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Name t pusrdel —Deletes a user from the system.
Synopsis  t pusrdel usrnane

Description  Thet pusr del command deletesaprincipal (user or domain name) definition from the
system. It removes the definition of the specified user. usr nanme specifiesthe existing
username to be deleted.

Before you can run this command successfully, you must:

m  Configure the application, using either the graphical user interface or
tm oadcf (1).

m  Set the TUXCONFI G environment variable to point to your TUXCONFI Gfile.
m  Set SECURI TY to USER_AUTH, ACL, or MANDATORY_ACL.

t pusr add must be run on the configuration MASTER if the application is not active. If
the application is active, this command can run on any active node.

Portability =~ This command is available on any platform on which the BEA Tuxedo server
environment is supported.

Diagnostics ~ Thet pusr del command exits with a return code of 0 upon successful completion.

See Also  tpgrpadd(1),tpgrpdel (1),tpgrprmod(1),tpusradd(1),tpusrmod(1)
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Name

Synopsis

Description

t pusr mod—M odifies user information on the system.

tpusrnmod [-u UD] [-g GD] [-c client_nane] [-| new_|login] [-p]
usrname

Invoking t pusr mod modifies a principal (user or domain) entry to the BEA Tuxedo
security datafiles. Thisinformation is used for BEA Tuxedo system authentication
with the AUTHSVR( 5) server.

Before you can run this command successfully, you must:

m  Configure the application, using either the graphical user interface or
tm oadcf (1).

m  Set the TUXCONFI G environment variable to point to your TUXCONFI Gfile.
m  Set SECURI TY to USER_AUTH, ACL, or MANDATORY_ACL.

t pusr add must be run on the configuration MASTER if the application is not active. If
the application is active, this command can run on any active node.

The system file entries created with this command have alimit of 512 characters per
line. Specifying long arguments to several options may exceed this limit.

The following options are available.

-u U D
The new user identification number. Ul D must be a positive decimal integer
below 128K. Ul D must be unique within the list of existing identifiersfor the
application.

-g GD
An existing group’ s integer identifier or character-string name. It redefines
the user’ s group membership.

-cclient_nane
A string of printable charactersthat specifiesthe new client namefor the user.
It may not contain acolon (: ) or anewline (\ n).
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-1 new_login
A string of printable characters that specifies the new login name of the user.
It may not contain a colon (: ), pound sign (#), or anewline (\ n). The user
name must be unique within thelist of existing usersfor the application. This
option also implies the - p option to reset the password.

-p
t pusr mod modifiesthe password for the indicated user. The administrator is
prompted for a new password to be associated with the user.

usr nane
A string of printable characters that specifies the name of an existing user to
be modified.

See AUTHSVR( 5) for further information about per-user authentication and configuring
administrator permissions.

Portability ~ This command is available on any platform on which the BEA Tuxedo server
environment is supported.

Diagnostics ~ Thet pusr nod command exits with a return code of 0 upon successful completion.

See Also  tpgrpadd(1),tpgrpdel (1),tpgrprmod(1),tpusradd(1),tpusrdel (1),
AUTHSVR( 5)
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Name

Synopsis

Description

Errors

See Also

t uxadm—BEA Tuxedo Administration Console CGI gateway.

http://cgi-bin/tuxadn] TUXDI R=t uxedo_di rectory |
INIFILE=initialization_file][other_paraneters]

t uxadmis a common gateway interface (CGI) process used to initialize the
Administration Console from a browser. As shown in the “Synopsis’ section, this
program can be used only as alocation, or URL from a Web browser; normally itis
not executed from astandard command line prompt. Like other CGI programs, t uxadm
uses the QUERY_STRI NG environment variable to parseits argument list.

t uxadmparses its arguments and finds a Administration Console initiaization file. If
the TUXDI R parameter is present, theinitialization file is taken to be

$TUXDI R/ udat aobj / webgui / webgui . i ni by default. If the | NI FI LE option is
present, then the value of that parameter istaken to be the full path to theinitialization
file. Other parameters may also be present.

Any additional parameters can be used to override valuesin theinitialization file. See
thew i st en reference page for acomplete list of initialization file parameters. The
ENCRYPTBI TS parameter may not be overridden by the t uxadmprocess unless the
override is consistent with the values allowed in the actual initialization file.

The normal action of t uxadmisto generate, to its standard output, HTML commands
that build a Web page that launches the Administration Console applet. The general
format of the Web page is controlled by the TEMPLATE parameter of the initialization
file, which contains arbitrary HTML commands, with the special string %APPLET%0nN
aline by itself in the place where the Administration Console applet should appear.
Through the use of other parameters from the initialization file (such as CODEBASE,
W DTH, HEI GHT, and so on) a correct APPLET tag is generated that contains al the
parameters necessary to create an instance of the Administration Console.

t uxadmgenerates HTML code that contains an error message if afailure occurs.
Because of the way CGI programs operate, there is no reason to return an error code
of any kind from t uxadm

tuxwsvr (1) ,wisten(1)
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Name

Synopsis

Description

t uxwsvr —Mini Web Server for use with BEA Tuxedo Administration Console.

tuxwsvr -| nlsaddr [-d device] [-L logfile] [-F]

-i initialization_file

tuxwsvr isaWorld Wide Web server process that can be used to support the BEA
Tuxedo Administration Console by customers who do not have acommercial Web
server or a public-domain Web server on the machine on which the BEA Tuxedo
Administration Console processes are running. t uxwsvr placesitself in the
background when invoked unless otherwise specified, and continues running until the
machine shuts down or thet uxwsvr processis killed using an operating system
command.

t uxwsvr contains all functionality necessary to support the BEA Tuxedo
Administration Console, but does not include many features present in commercial
Web servers, such as preforked processes, server-sideHTML includes (. sht i files),
default directory indexes, and ht t ps connections. (Note, however, that the BEA
Tuxedo Administration Console can be run in secure mode without an ht t ps
connection sinceit implementsits own encryption protocol.) For performance reasons,
the generic Web server does not perform reverse DNS lookups for received reguests.

The following command line options are used by t uxwsvr .

-1 nl saddr
Network address at which the process listens for connections. TCP/IP
addresses may be specified in the following forms.

"/Ihost nane: port _number"
“Il#. #. #. #: port _nunber"

Inthe first format, t uxwsvr finds an address for host name using the local
name resolution facilities (usually DNS). host name must be the local
machine, and thelocal nameresol ution facilities must unambiguously resolve
host nane to the address of the local machine.

In the second exampl e, the dotted decimal format (#. #. #. #) isused. In
dotted decimal format, each # should be a number from 0 to 255. This dotted
decimal number represents the |P address of the local machine.
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Format

In both of the above formats, por t _number isthe TCP port number at which
thet | i sten processwill listen for incoming requests. port _nunber can
either be a number between 0 and 65535 or aname. If port _nunber isa
name, then it must be found in the network services database on your local
machine. The address can also be specified in hexadecimal format when
preceded by the characters“0x”. Each character after theinitial “0x” iseither
anumber between 0 and 9, or aletter between A and F (case insensitive). The
hexadecimal format is useful for arbitrary binary network addresses such as
IPX/SPX or TCP/IP. The address can also be specified as an arbitrary string.
For example, string addresses are used in STARLAN networks.

-d devi ce
Full pathname of the network device. For Release 6.4 or higher, this
parameter is optional. For prior releases, it should be used if required by the
underlying network provider (for example, t cp).

-Llogfile
Prefix of the name of thefile used by t uxwsvr tolog Web requests and error
messages. The actual name of the logfileisformed by adding a
seven-character string (. mmddyy—indicating the month, day, and year) to
this prefix. If this option is not specified, the Web server log file prefix isvB
inthe current directory. The first log message written on each successive day
that thet uxwsvr processrunsis written to anew file.

Specifiesthat t uxwsvr should run inthe foreground rather than placing itself
in the background. This option is mainly useful for testing and debugging.
(Thet uxwsvr processautomatically runsin the background unless otherwise
specified; the trailing ampersand (&) on the command lineis not required.)

-iinitialization_file
Aninitialization file must be specified on every t uxwsvr command line. The
command line option that lets you do so is-i . The following section
describes the format of an initialization file.

Aninitialization file contains mappings to directories needed by the Web server and,
possibly, some comment lines. (The latter are marked by # signs at the beginning of
the line.) Each non-comment line consists of three fields separated by white space.
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Table 16 I nitialization File For mat

Field Contents

1 Either HTM. or CQ , indicating the type of files (HTML files or executable CGI
programs) residing in the directory described in thisline.

2 A path prefix. (If a particular request matches more than one prefix, the first
matching prefix mapping in thefileis chosen.)

3 The directory or file to which the path prefix (in Field 2) is mapped.

Thelast non-comment linein theinitialization filemust have aprefix of /. If any line
prior to thelast non-comment linein theinitialization file hasaprefix of ‘/ *, awarning
message is generated.

Theinitiaization file is read once at startup time. Thus, if you make any changes to
thisfile, you must stop and restart t uxwsvr before your changes will take effect.

The following is an example of an initialization file for aUNIX system.

Cd /cgi-bin /honme/tuxedo/ udat aobj/webgui/cgi-bin
Cd /webgui / hone/ t uxedo/ udat aobj / webgui / cgi - bi n

HTML /j ava / hone/ t uxedo/ udat aobj / webgui / j ava
HTM. / doc / hone/ t uxedo/ doc
HTM. / / home/ t uxedo/ udat aobj / webgui

Suppose the Web server isrunning on port 8080 on the following machine;
t uxmach. acrme. com
Enter arequest to either of the following URLSs:

http://tuxmach. acne. com 8080/ cgi - bi n/ t uxadn?TUXDI R=/ hone/ t uxedo
http://tuxmach. acmre. com 8080/ webgui / t uxadn?TUXDI R=/ hone/ t uxedo

Y our request has two effects:
m |tinvokesthe following program:
/ hone/ t uxedo/ udat aobj / webgui / t uxadm

m |t setsthe environment variable QUERY_STRI NGto TUXDI R=/ horre/ t uxedo in
the program, as stated in the World Wide Web CGlI specification.
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Use

Notethat it isnot agood ideato specify $TUXDI R/ bi n asavalue for aninitialization
file CGlI directory since doing so makes it possible for Web users to invoke any BEA
Tuxedo executable. (Such users cannot, however, see the output from executables
other than t uxadmsince these other executables are not written as CGI programs.)

Also, note that in the previous example the first HTML line is redundant since the
second HTML line maps subdirectories of / j ava to the same path. Nevertheless, we
have included this line since some users might wish to place their Java classfilesin a
location other than the one in which they have stored their HTML documents.

The following is an example of an initialization file for a Windows system.

HTM. /tuxedo/ webgui D:\\tuxedo\\htnm docs

Cd /cgi-bin C:\\cgi-bin
HTM. /j ava D: \\ t uxedo\ \ udat aobj \ \ webgui \\j ava
HTM. / D: \\ t uxedo\ \ udat aobj \ \ webgui

Suppose the Web server is running on port 80 on machine ntsvrl. Enter the following
URL:

http://ntsvrl/tuxedo/ webgui/pagel. ht m
Thefollowing fileis retrieved:
D: \\ tuxedo\\ ht M docs\\ pagel. ht m

Presumably thisfileis a customer-created page that invokes the Administration
Console.

Thereis only one way to achieve anormal termination of at uxwsvr process: by
sending it a SI GTERMsignal.

In the current release of the BEA Tuxedo system, thet uxwsvr processisprovided as
aWeb server for the BEA Tuxedo administrative GUI for those customers who do not
have acommercial Web server. On UNIX systems, we recommend adding acommand
line of the following format to UNIX initialization scripts so that the Web server will
be started automatically.

TUXDI R=t uxdi r _pat h_nane $TUXDI R/ bi n/tuxwsvr -1 nlsaddr -i
initialization_file

t uxdi r _pat h_name represents the full pathname of the location of the BEA Tuxedo
system software for that application. nl saddr isthe network-dependent addressto be
used by thist uxwsvr process.
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One aternative method for starting thet uxwsvr processisto start it manually using
the command line recommended above. A second alternative isto use cr on jobsto
start thet uxwsvr process periodically (daily, or perhaps even more often). Duplicate
t uxwsvr command invocati ons using the same network address terminate
automatically and gracefully log an appropriate message.

The only restriction on the network address specified for the t uxwsvr process by the
application administrator isthat it be a unique address on the specified network. For a
STARLAN network, arecommended address of uname. t uxwsvr usually yields a
unique name. For TCP/IP, the address is formed from a unique port selected by the
application administrator paired with the node identifier for the local machine, that is,
0x0002ppppnnnnnnnn. Unique port valuesfor aparticular machine (pppp) need to be
negotiated among users of that network/machine combination; higher port numbers
tend to be better since lower numbers are frequently used for system-related services.
The appropriate value for the node field (nnnnnnnn) can befound inthe/ et ¢/ host s
file by completing the following steps:

1. Enterunane -n

The system returns node_nane.

2. Enter grep node_nane /etc/hosts

The system returns 182. 11. 108. 107 node_nane.
3. Convert the dot notation into eight hexadecimal digits.

Suppose the local machine on which thet uxwsvr isbeing runisusing TCP/IP
addressing. The machine is named backus. conpany. comand its addressis

155. 2. 193. 18. Further suppose that the port number at which the t uxwsvr should
accept requestsis 2334. Assume that port number 2334 has been added to the network
services database under the name bankapp- t uxwsvr . The address specified by the- |
option can be represented in any of several ways.

m //155.2.193. 18: bankapp-t uxwsvr

m //155.2.193.18: 2334

m //backus. conpany. com bankapp-t uxwsvr
m //backus. conpany. com 2334

B 0x0002091E9B02C112
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The last line shows how to represent the address in hexadecimal format: 0002 isthe
first part of a TCP/IP address, 091E is a hexadecimal translation of the port number
2334, and 9B02C112 isthe hexadecimal trandation of the IP address, 155. 2. 193. 18.
(In the latter trandation, 155 becomes 9B, 2 becomes 02, and so on.)

For aSTARLAN network, arecommended address of uname.t uxwsvr usualy yields
aunigue name.

See Also  tuxadn(1),wisten(1)
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Name txrpt —BEA Tuxedo ATMI system server/service report program.
Synopsis  txrpt [-t] [-n names] [-d mmdd] [-s tine] [-e tine]

Description  t xr pt analyzesthe standard error output of a BEA Tuxedo ATMI system server to
provide asummary of service processing time within the server. The report showsthe
number of times dispatched and average el apsed timein seconds of each serviceinthe
period covered. t xr pt takesitsinput from the standard input or from a standard error
fileredirected asinput. Standard error files are created by serversinvoked with the - r
option from the ser vopt s(5) selection; the file can be named by specifying it with
the- e ser vopt s option. Multiple files can be concatenated into a single input stream
for t xr pt . Optionsto t xr pt have the following meaning.

-t
Orders the output report by total time usage of the services, with those
consuming the most total time printed first. If this option is not specified, the
report is ordered by total number of invocations of a service.

- N nanes
Restricts the report to those services specified by names. nanes isa
comma-separated list of service names.

-d nmm dd
Limitsthereport to servicerequests on the month (mm) and day (dd) specified.
The default is the current day.

-stime
Restricts the report to invocations starting after the time given by thet i me
argument. The format for ti me ishr [: m n[: sec]].

-etime
Restrictsthe report to invocati onsthat finished beforethe specifiedt i me. The
format for t i ne isthe same asthe format of - s flag.

The report produced by t xr pt coversonly asingle day. If theinput file contains
records from more than one day, the - d option controls the day reported on.
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Notices ~ Make sure that the ULOGDEBUG variable is not set to y when a server is collecting
statisticsfor analysisviat xr pt . Debugging messagesin thefilewill be misinterpreted
by t xrpt .

Examples  For the following command line:
txrpt -nSVC1 -d10/15 -s11:01 -el4:18 new

the report produced looks like the following:

START AFTER: Thu Cct 15 11:01:00 1992
END BEFORE: Thu Oct 15 14:18:00 1992
SERVI CE SUMVARY REPORT
SVCNAME ~ 1la-12n 13p- 14p 14p- 15p TOTALS
Nunm Avg Nuni Avg Num Avg Nuni Avg
SvCl 2/0.25 3/0.25 1/0.96 6/ 0. 37
TOTALS 2/ 0. 25 3/0.25 1/0.96 6/ 0. 37

The above example shows that SVC1 was requested atotal of six timeswithin the
specified period and that it took an average of 0.37 seconds to process the request.

See Also  servopts(5)
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Name

Synopsis

Description

Options

ud, wud—BEA Tuxedo ATMI driver program.

ud [-p] [-ddelay] [-eerror_limt] [-r] [-ssleeptine] [-ttineout]
[-n] [-u{n] u] j}] [-Uusrnane] [-Ccltnane] [-Sbuffersize]
ud32 [options]

wud [options]

wud32 [options]

ud reads an input packet from its standard input using Fext r ead() (seeFextread,
Fext read32(3f m ) for details). The packet must contain afield identified asthe
name of aservice. Theinput packet istransferred to an FML fielded buffer (FBFR) and
sent to the service. If the service that receives the FBFRis one that adds recordsto a
database, ud provides amethod for entering bulk fielded datainto a database known to
the BEA Tuxedo ATMI system.

By using flags (see “Input Format™) to begin the lines of the input packet, you can use
ud to test BEA Tuxedo ATMI services.

By default, after sending the FBFR to the service, ud expects areturn FBFR. The sent
and reply FBFRs are printed to ud’s standard output; error messages are printed to
standard error.

ud32 uses FML 32 buffers of type FBFR32.

wud and wud32 are versions of ud and ud32 built using the Workstation libraries. On
sites that support only Workstation, only thewud and wud32 commands are provided.

ud supports the following options.

-p
Suppresses printing of the fielded buffers that were sent and returned.

-d
Expects a delayed reply for every request. del ay specifies the maximum
delay time, in seconds, before timeout. If timeout occurs, an error message is
printed onst der r . If ud receivesreply messagesfor previousrequestswithin
the delay time, they are indicated as delayed RTN packets. Hence, it is
possible to receive more than one reply packet within a delay time interval.
The - d option is not available for wud on DOS operating systems.
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Input Format

-eerror_limt
ud stops processing requests when errors exceed the limit specified in
error_linit.If nolimitisspecified, the default is 25.

ud should not expect a reply message from servers.

-s sleeptine
Sleeps between sends of input buffers. sl eept i ne isthetime, in seconds, of
the sleep.

-t tineout
ud should send requestsin transaction mode. t i meout isthetime, in seconds,
before the transaction istimed out. The-d del ay and - r (no reply) options
are not allowed in combination with the - t option.

-u {nfulj}
Specifies how the request buffer is modified before reading each new packet.
Then option indicatesthat the buffer should be reinitialized (treated as new).
Theu option indicatesthat the buffer should be updated with the reply buffer
using Fupdat e() . Thej option indicates that the reply buffer should be
joined with the request buffer using Foj oi n() . (See Fupdat e,
Fupdat e32(3f m ) and Foj oi n, Foj oi n32(3fm ) for details.)

Reinitializes the buffer before reading each packet (that is, treat each buffer
as anew buffer). Thisoption is equivalent to - un and is maintained for
compatibility.

-U usrnane
Uses usr nane as the username when joining the application.

-S buffersize
If the default buffer size is not large enough, the - S option can be used to
raise the limit. The value of buf f er si ze can be any number up to MAXLONG.

The-d del ay and-r optionsare mutually exclusive.
Input packets consist of lines formatted as follows:
[fI ag]f!l dnane | dval

fl agisoptional. If f I ag is not specified, a new occurrence of the field named by
f1 dname with valuef | dval isadded to thefielded buffer. If f | ag is specified, it
should be one of the following:
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Occurrence O of f | dname in FBFR should be changed to f | dval .

Occurrence 0 of f | dnane should be deleted from FBFR. The tab character is
required; f I dval isignored.

Thevalueinfl dname should be changed. In thiscase, f | dval specifiesthe
name of afield whose value should be assigned to the field named by
f1 dnare.

Thelineistreated as a comment; it isignored.

If 1 dname isthe literal value SRVCNM, f | dval isthe name of the service to which
FBFRisto be passed.

Lengthy field values can be continued on the next line by putting atab at the beginning
of the continuation line.

A line consisting only of the newline character ends the input and sends the packet to
ud.

If an input packet begins with aline consisting of the character n, followed by the
newline character, the FBFR is reinitialized. FBFR reinitialization can be specified for
all packets with the - un option on the command line.

To enter an unprintable character in the input packet, use the escape convention
followed by the hexadecimal representation of the desired character. (For details, see
asci i (5) inaUNIX reference manual.) An additional backslash is needed to protect
the escape from the shell. A space, for example, can be entered in theinput dataas\ 20.
ud recognizes al input in this format, but its greatest usefulnessis for non-printing
characters.

Initially, ud reads afielded buffer from its standard input and sends it to the service
whose nameis given by thef | dval of thelineinwhichfl dname equals SRVCNM
Unlessthe- r optionisselected, ud waitsfor areply fielded buffer. After obtaining the
reply, ud reads ancther fielded buffer from the standard input. In so doing, ud retains
thereturned buffer asthe current buffer. Thismeansthat thelines on the standard input
that form the second fielded buffer are taken to be additionsto the buffer just returned.
That is, the default action isfor ud to maintain a current buffer whose contents are
added to by a set of input lines. The set is delimited by a blank line. ud may be
instructed to discard the current buffer (that is, to reinitialize its FBFR structure), either
by specifying the - un option on the command line, or by including alinein which the
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only character isthe letter n, specified asthe first line of an input set. ud may be
instructed to merge the contents of the reply buffer into the request buffer by
specifying either the - uu option (Fupdat e isused) or the - uj option (Foj oi n isused).

If ud isrunin asecurity application, it requires an application password to access the
application. If standard input isaterminal, ud prompts the user for the password with
echo turned off on the reply. However, since ud accepts bulk input on standard input,
standard input is typicaly afile rather than aterminal. In this case, the password is
retrieved from the environment variable APP_PW If this environment variableis not
specified and an application password is required, then ud fails.

These commands are supported on any platform on which the BEA Tuxedo ATMI
server environment is supported.

FLDTBLDI R and FI ELDTBLS must be set and exported. FLDTBLDI R must include
$TUXDI R/ udat aobj inthelist of directories. FI ELDTBLS must include Usysf | ds as
one of thefield tables.

APP_PWmust be set to the application password in a security application if standard
input is not from aterminal. TPI DATA must be set to the application-specific data
necessary to join the application in a security application with an authentication server
if standard input is not from aterminal.

WSNADDR, WSDEVI CE, and optionally WSTYPE must be set if accessisfrom a
workstation. See conpi | ati on(5) for more details on setting environment variables
for client processes.

ud failsif it cannot become a client process, if it cannot create the needed FBFRS, or if
it encountersa UNIX system error. It also failsif it encounters more than 25 errorsin
processing a stream of input packets. These can be syntax errors, missing service
names, errorsin starting or committing a transaction, timeouts, and errors in sending
the input FBFR or in receiving the reply FBFR.

Thefina fielded buffer in the input stream should be terminated by a blank line.

$ud <ECF>

SRVCNM BUY

CLI ENT J. Jones

ADDR 21 Vall ey Road
STOCK AAA

SHARES 100

<CR>

+SRVCNM SELL

+STOCK XXX

+SHARES 300
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STOCK YYY
SHARES 150

<CR>

n

SRVCNM BUY

CLI ENT T. Snmith
ADDR 1 Main Street
STOCK BBB
SHARES 175

<CR>

+SRVCN\M SELL
+STOCK 277
+SHARES 100

<CR>

ECF

$

Inthisexample, ud first sendsafielded buffer to the service BUY with the CLI ENT field
set to J. Jones, the ADDR field set to 21 Valley Road, the STOCK field set to AAA, and the
SHARES field set to 100.

When the fielded buffer is returned from the BUY service, ud uses the next set of lines
to change SRVCNMto SELL, STOCK to XXX, and SHARES to 300. Also, it creates an
additional occurrence of the STOCK field with value YYY and an additional occurrence
of the SHARES field with avalue of 150. This fielded buffer is then sent to the SELL
service (the new value of the SRVCNMfield).

When SELL sends back areply fielded buffer, ud discardsit by beginning the next set
of lineswith aline containing only the character n. ud then begins building an entirely
new input packet with SRVCNM set to BUY, CLI ENT setto T. Smi t h, and so on.

See Also  Fextread, Fextread32(3fm),conpilation(5)
asci i (5) inaUNIX system reference manual
Programming BEA Tuxedo ATMI Applications Using C
Programming BEA Tuxedo ATMI Applications Using FML

Administering BEA Tuxedo Applications at Run Time
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uuidgen(l)

Name
Synopsis

Description

Network
Address

uui dgen—Generates a Universal Unique Identifier (UUID).
uuidgen [-o filename] [{-i | -n nunber}] [-v] [-h] [-7]

uui dgen, by default, generates a Universal Unique Identifier (UUI D) on the standard

output.The UUI Dis used to uniquely identifier an IDL interface definition. The format
for auul D string consists of eight hexadecimal digitsfollowed by adash, followed by
three groups of four hexadecimal digits separated by dashes, followed by a dash and

twelve hexadecimal digits. (For samples of thisformat, see “ Examples.”)

The following uui dgen(1) options are supported.
-1
Producesan IDL filetemplate, including auul D string. (See “Examples’ for

samples of the file format.) This option cannot be specified with the-n
option.

- n nunber

Generates the specified number of UUI D strings. This option cannot be
specified with the - i option.

-o filenane
Redirects the output to the specified file.

Displays the version number for uui dgen( 1) but does not generate a UUl D
string.

-hor-?
Displays help information for uui dgen(1) .

The generation of the UUI D requires the availability of a 48-bit |EEE 802 address.
Because thistype of addressis not available in all environments and the method of
determination is not portable, several methods are available for use with the BEA
Tuxedo system version of uui dgen.

m |f the NADDR environment variable is set to a value of the form:
num num num num

it is assumed to be an Internet-style address and converted accordingly.
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m Otherwisg, if the WBNADDR environment variable is set to avalue of the form:
OXxnnnnnnnnnnnnnnnn

it is assumed to be a hexadecimal network address, as used in Workstation.

m Otherwiseg, if not DOS, the unane for the machine is used to look up the
machine entry in/ et ¢/ host s to get the Internet-style address.

m  Otherwise, awarning is printed and 00. 00. 00. 00 is used.

Note that in each of these cases, a 32-bit address is formed and the remainder of the
address (for 48-bits) istreated as 00. 00.

uui dgen exitswith anon-zero exit codeif aninvalid command line optionis specified,
or if it cannot open the output file. A warning is printed if an invalid network address
value is given and the value 00. 00. 00. 00 is used.

To generate a UUI D string, enter the following command:

uui dgen
23C67E00- 71B6- 11C9- 9DFC- 08002BOECEF1

Togeneratean IDL templatefor devel oping an interface definition, enter thefollowing
command:

uui dgen -

[ uui d( B5F8DB80- 3CCA- 14F8- 1E78-930269370000) ]
i nterface | NTERFACE

{

}

To generate two UUID strings, enter the following command:
uui dgen -n 2

COB37080- 3CCA- 14F8- 265F- 930269370000

COB37081- 3CCA- 14F8- 2CDB- 930269370000

tidl (1)
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Name

Synopsis

Description

vi ewc, vi ewc32—View compiler for BEA Tuxedo ATMI views.

viewc [-n] [-d viewdir] [-C] viewfile [viewmfile . . . ]
viewc32 [-n] [-d viewdir] [-C] viewWile [viewfile . . . ]

vi ewc isaview compiler program. It takes a source viewfile and produces:

m A binary file, which isinterpreted at run time to effect the actual mapping of
data between FM_ buffers and C structures.

m  Oneor more header files.

m Optionally COBOL copy files. (Whenvi ewc is executed a C compiler must be
available)

vi ewc32 isused for 32-bit FML. It usesthe FI ELDTBLS32 and FLDTBLDI R32
environment variables.

Thevi ewfi | e isafilecontaining source view descriptions. Morethan onevi ewfi | e
can be specified on thevi ewc command line aslong asthe same Vi Ewnameisnot used
inmorethan onevi ewfil e.

By default, all viewsinthevi ewf i | e are compiled and two or morefiles are created:
aview object file (with a. v suffix) and a C header file (with a. h suffix). The name
of the object fileisvi ewfi | e. Vinthe current directory unless an alternate directory
is specified through the - d option. C header files are created in the current directory.

If the - C option is specified, then one COBOL copy fileis created for each vi EW
defined inthe vi ewf i | e. These copy files are created in the current directory.

Atvi ewc compiletime, the compiler matcheseach fi el di d and field name specified
inthevi ewfi | e with information obtained from the field table file, and stores
mapping information in an object file for later use. Therefore, it is essential to set and
export the environment variables FI ELDTBLS and FLDTBLDI Rto point to the related
field table file. For more information on FI ELDTBLS and FLDTBLDI R, see
Programming BEA Tuxedo ATMI Applications Using FML and Programming BEA
Tuxedo ATMI Applications Using C.

BEA Tuxedo Command Reference



viewc, viewc32(1)

Environment
Variables

Portability

If thevi ewc compiler cannot match afield namewith itsfi el di d because either the
environment variables are not set properly or the field table file does not contain the
field name, awarning message, Fi el d not found, isdisplayed.

With the - n option, it is possible to create aview description file for a C structure that
isnot mapped to an FM_ buffer. Programming BEA Tuxedo ATMI Applications Using
C discusses how to create and use such an independent view description file.

The following options are interpreted by vi ewc.

-n
Used when compiling aview description file for a C structure that does not
map to an FML buffer. It informs the view compiler not to look for FML
information.

-dviewdir
Used to specify that the view object file isto be created in a directory other
than the current directory.

Used to specify that COBOL copy files are to be created.

CcC
vi ewc normally uses the default C language compilation command to
produce the client executable. The default C language compilation command
is defined for each supported operating system platform and is defined as
cc(1) for aUNIX system. In order to allow for the specification of an
alternate compiler, vi ewc checksfor the existence of an environment variable
named CC. If CC does not exist in vi ewc’s environment, or if it isthe string
"", vi ewc will use the default C language compiler. If CC does exist in the
environment, its value is taken to be the name of the compiler to be executed.

CFLAGS
The environment variable CFLAGS istaken to contain a set of argumentsto be
passed as part of the compiler command line. If CFLAGS does not exist in
vi ewc’s environment, or if itisthe string " ", no compiler command line
arguments are added by bui | dcl i ent .

The output view fileisabinary file that is machine and compiler-dependent. It is not
possible to generate aview on one machine with a specific compiler and use that view
file on another machine type or with a compiler that generates structure offsets
differently (for example, with different padding or packing).

The following additional options are recognized.
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See Also

-c{m| b}
Specifies the C compilation system to be used. The supported value for this
option is mfor the Microsoft C compiler. The Microsoft C compiler isthe
default for this option. The - ¢ option is supported for Windows only.

-1fil enane
Specifies that pass 1 should be run, and the resulting batch file called
fil ename. bat should be created. After thisfileis created, it, should be
executed before running pass 2. Using pass 1 and pass 2 increases the size of
the views that can be compiled.

-2filename
Specifies that pass 2 should be run to compl ete processing, using the output
from pass 1.

Introduction to FML Functions

Programming BEA Tuxedo ATMI Applications Using C
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viewdis, viewdis32(1)

Name
Synopsis

Description

See Also

vi ewdi s, vi ewdi s32—View disassembler for binary viewfiles.
viewdis viewobjfile . . . viewdis32 viewobjfile

vi ewdi s disassembles aview object file produced by the view compiler and displays
view information in viewfile format. In addition, it displays the offsets of structure
membersin the associated structure.

Oneor morevi ewobj fi | es (with a Vv suffix) can be specified on the command line.
By default, the vi ewobj fi | e in the current directory is disassembled. If thisis not
found, an error message is displayed.

Because the information in the vi ewobj f i | e was obtained from a match of each
fi el di d and field name in the viewfile with information in the field table file, it is
important to set and export the environment variables FI ELDTBLS and FLDTBLDI R.

The output of vi ewdi s looks the same asthe original view description(s), and is
mainly used to verify the accuracy of the compiled object view descriptions.

vi ewdi s32 isused for 32-bit FML. It uses the FI ELDTBLS32 and FLDTBLDI R32
environment variables.

viewc, view32(1)

Programming BEA Tuxedo ATMI Applications Using FML
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Name
Synopsis

Description

Initialization File

w i st en—BEA Tuxedo Administration Console listener process.
wisten [-i initialization file]

w i st en isalistener processthat receivesincoming connectionsfrom Administration
Console applets and starts a Administration Console gateway process (wgat ed). All
w i st en optionsaretaken from aninitialization file that is specified by the-i option.
If the-i optionisnot given, then $TUXDI R/ udat aobj / webgui / webgui . i ni isused
asthedefaultinitiaization file. Theformat and parametersallowed intheinitialization
file are described below. A default initialization file is generated during system
installation.

w i st en placesitself in the background when invoked (unlessthe initialization file
containsthe FOREGROUND=Y parameter), and continues running until the machine shuts
down or thew i st en processis killed through an operating system command.

The following command line option is used by wi i st en.

-iinitialization_file
Specifiesthat wl i st en should usethei ni tialization_fil e specifiedfor
parameters used during Administration Console sessions. The format of the
initialization fileis specified below. Most parameters of the initialization file
are set to reasonable values when the BEA Tuxedo system isinstalled. If this
option isnot specified on the command line, thenthe default initialization file
location is $TUXDI R/ udat aobj / webgui / webgui . i ni .

Theinitialization file specified by the-i option contains parameters that allow the
applet, wl i st en process, and gateway process to coordinate certain pieces of
configuration information necessary for the connection and subsequent operation of
the Administration Console.

Most of the parametersin theinitialization file are configured when the BEA Tuxedo
systemisinstalled. Other parameters may be added automatically when the
Administration Console is being run, in response to user input. For example, if you
connect to adomain, the console adds alisting for that domain to theinitialization file.
The next time you use the pull-down Domain menu, you will see the new domain
listed. Do not be alarmed if you notice that lines have been added or changed in your
initialization file without your having explicitly edited thefile.
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Theinitialization file consists of commentary lines (blank lines or lines beginning with
the # character) and keyword lines. Keyword lines are of the form keywor d=val ue.
The following list describes valid keywords and values for them.

TUXDI R=di rect ory
The directory in which the BEA Tuxedo software isinstalled. Thereisno
default for this parameter; you must assign avalue. Notethat if the-i option
isnot giventow i st en, then TUXDI R must be set in the environment (and
normally should be set to the value specified in the initialization file).

NADDR=net wor k_addr ess
Specifiesthe network addressto be used by wi i st en. Thereisno default for
this parameter; you must assign avalue. Theformat of the network addressis
thesameasthat allowed by t | i st en and other BEA Tuxedo commands. (See
“Network Addresses,” below, for a complete description.)

DEVI CE=devi ce
Specifies the network device to be used by wi i st en. Thisvariableis
optional. For releases prior to version 6.4, the default is the empty string,
which means that no network device has been selected. (Thisis appropriate
for some systems, such as Microsoft Windows.) Use the same val ue here that
you would use for the - d option of t | i st en. On some UNIX systems the
value should be / dev/ t cp. Whether or not you assign this value depends on
the operating system.

FOREGROUND=[Y | N
Specifies whether wi i st en should run in the foreground. The default isN,
meaning that wi i st en putsitself in the background automatically. The only
reason to use this option is for testing and debugging.

W DTH=pi xel s and HEI GHT=pi xel s
Specifies the width and height, respectively, for the applet. Thisareais used
for password prompting if security is enabled. The defaults are 400 and 150,
respectively.

FRAMVEW DTH=pi xel s and FRAMEHEI GHT=pi xel s
Specifies the width and height, respectively, for the main applet window in
which administration tasks are performed. The defaults are 750 and 550,
respectively.

ENCRYPTBI TS=[0 | 40]
Sets the encryption mode used by the gateway and applet connection. The
default is 0, meaning there is no encryption. If the 40 option is chosen, then
40-bit RC4 encryption will take place. Inthiscase, at | i st en password file
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must exist and authentication must occur in order to exchange encryption
keys.

DOCBASE=docunent _r oot

Specifiesthe document base where the BEA Tuxedo Administration Console
help files are found. This parameter is set during installation of the BEA
Tuxedo system and, under normal circumstances, it should not be changed
afterward. Thereis no default for this parameter; you must assign avaluein
theinitialization file.

CODEBASE=appl et _r oot

Specifiesthe URL for the code base where the BEA Tuxedo Administration
Console applet filesarefound. This parameter is set during installation of the
BEA Tuxedo system and, under normal circumstances, it should not be
changed afterward. Thereis no default for this parameter; you must assign a
valuein theinitialization file.

SNAPDI R=snapshot _directory

Specifies the server directory path in which userlog snapshot files and event
log snapshot files are stored. (The value of SNAPDI Risafull pathname rather
than a URL.) It is set during installation of the BEA Tuxedo system and,
under normal circumstances, it should not be changed afterward. Thereisno
default for this parameter; you must assign avaluein the initialization file.

SNAPBASE=ht t p_r oot

Specifiesthe URL base in which userlog snapshot files and event log
snapshot files are stored. (The value of SNAPBASE isa URL rather than afull
pathname.) It is set during installation of the BEA Tuxedo system and, under
normal circumstances, it should not be changed afterward. Thereisno default
for this parameter; you must assign avalue in theinitialization file.

TEMPLATE=t enpl at e_pat h

Specifiesthe pathname of thetemplatefile used to deliver the Administration
Console applet to the user at startup time. The template file must contain the
string %APPLET%o0n a line by itself, which is the place in the file where the
Administration Console applet will appear. The rest of the file should be a
standard HTML format file that typically contains instructions, alogo, or
other information for use by the Administration Console administrator. The
default pathname is: $TUXDI R/ udat aobj / webgui / webgui . ht m

INNFILE=init_file

Specifiesthefull path for theinitialization fileto be used by the applet. Under
normal circumstances, theinitialization fileitself isused, but it istechnically
possiblefor the applet user to use an initialization file other than the one used
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Termination

Recommended
Use

Network
Addresses

by the gateway process. We do not recommend using an alternative
initialization file, however, because if two initialization files are used they
must be kept consistent with each other. For example, the NADDR and
CODEBASE parameters, aswell as various directory parameters, must be set to
identical values, and the value of the ENCRYPTBI TS parameter must be
consistent between the two files. Thus an application in which two files are
used is more error prone than an application in which only oneis used.

FLDTBLDI R32=fi el d_tabl e_di r and FI ELDTBLS32=fi el d_t abl es
Specifiesthe field table directories and values, respectively, for use with the
Administration Console. These parameters are set to the proper values by the
installation program for the BEA Tuxedo system; under normal
circumstances they should not be changed later.

The only way to stop awl i st en process with anormal termination is by sending it a
SI GTERMsignal.

m  To ensure that the Administration Console listener is started automatically, we
recommend adding a command line in the following format to your UNIX
system initialization scripts:

$TUXDI RFbin/wisten -i initialization file

m  To start thew i st en process manually, enter the command line shown above
after a system prompt.

m  To ensure the administrative password will be found—during the installation
process, an administrative password file is created. When necessary, the BEA
Tuxedo system searches for thisfile in the following directories (in the order
shown):

APPDI R/ . adnm tlisten.pw TUXD R udataobj/tlisten.pw

To ensure that your administrative password file will be found, make sure you
have set the APPDI R and/or TUXDI R environment variables.

Supposethelocal machineonwhichw i st en isbeingrunisusing TCP/IP addressing.
The machine is named backus. conpany. comand its addressis 155. 2. 193. 18.

Further suppose that the port number at whichwi i st en should accept requestsis
2334.

Note: Some port numbers may bereserved for the underlying transport protocols
(such as TCP/IP) used by your system. Check the documentation for your
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transport protocolsto find out which numbers, if any, are reserved on your
system.

Assume that port number 2334 has been added to the network services database under
the name bankapp- nl saddr . The address specified by the -1 option may be
represented in any of several ways:

/1 155. 2. 193. 18: bankapp- nl saddr
/1155.2.193. 18: 2334

/ I backus. conpany. com bankapp- nl saddr
/ I backus. company. com 2334
0x0002091E9B02C112

The last line shows how to represent the address in hexadecimal format: 0002 isthe
first part of a TCP/IP address, 091E is the hexadecimal trand ation of the port number
2334, and 9B02CLR is an element-by-element hexadecimal translation of the IP
address, 155. 2. 193. 18. (Inthelatter trandation, 155 becomes 9B, 2 becomes02, and
soon.)

For a STARLAN network, a recommended address of uname.w i st en usualy yieldsa
unigue name.

See Also  tuxadn(1),tuxwsvr(1)
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