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Section 1 - Commands

BEA Tuxedo Commands

Name

Description

Introduction to BEA Tuxedo
Commands

Provides an introduction to the commands available for setting up and
maintai ning your BEA Tuxedo application

bl dc_dce(1)

Builds a BEA Tuxedo system client that can be called via OSF/ DCE

bl ds_dce(1)

Builds aBEA Tuxedo system server that calls OSF/ DCE

bui I dclient (1)

Constructs a BEA Tuxedo client module

bui I dcl t (1)

ConstructsaBEA Tuxedo Workstation client program for MS-DOS, Windows,
Windows NT, and OS/2

bui | dserver (1)

Constructs a BEA Tuxedo server load module

bui | dt ms( 1) Constructs a transaction manager server load module

bui | dwsh( 1) Builds a customized workstation handler process

cobcc(1) COBOL compilation interface

dmadm n( 1) Administration command interpreter for BEA Tuxedo Domains

dm oadcf (1)

Parses a DMCONFI Gfile and loads a binary BDMCONFI G configuration file

dmunl oadcf (1)

Unloads a BDMCONFI Gfile (abinary Domains configuration file)

gencat (1)

Generates a formatted message catalog

nkf | dhdr
nkf | dhdr 32( 1)

Creates header files from field tables

nkl angi nf o(1)

Compiles language-information constants for alocae
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BEA Tuxedo Commands

Name Description

gmedni n( 1) Administration command interpreter for Queue manager

rex(1) Off-line regular expression compiler and tester

tidl(1) Interface Definition Language compiler

tlisten(l) Generic listener process

t madm n( 1) Command interpreter for BEA Tuxedo bulletin boards

tmboot (1) Brings up a BEA Tuxedo configuration

tmconfi g, Dynamically update and retrieve information about a running BEA
wt nconfig(1) Tuxedo application, as either a native client or aworkstation client
tm perm(1) Removes IPC resources allocated by a BEA Tuxedo application on aloca

machine

tm oadcf (1)

Parses a UBBCONFI Gfile (atext-format configuration file) and loads a
TUXCONFI Gfile (abinary configuration file)

t nshut down( 1)

Shuts down a set of BEA Tuxedo servers

t munl oadcf (1)

Unloads a TUXCONFI Gfile (a binary configuration file)

t opendpasswd(1)

AddsaBEA TOP END password for the TOP END Domain Gateway feature
of the BEA Tuxedo system

t pacl add( 1)

Adds anew Access Control List entry on the system

tpacl cvt (1)

Converts BEA Tuxedo security datafiles

t pacl del (1)

Deletes an Access Control List entry

t pacl nod( 1)

Modifies an Access Control List entry on the system

t padduser (1)

Creates a BEA Tuxedo password file

tpdel usr (1)

Deletes a user from a BEA Tuxedo password file

t pgr padd( 1)

Adds a new group to the system

t pgr pdel (1)

Deletes a group from the system

6 BEA Tuxedo Command Reference



BEA Tuxedo Commands

Name

Description

t pgr pnod( 1)

M odifies a group on the system

t produsr (1)

Maintains a BEA Tuxedo system password file

t pusradd(1)

Adds anew principa to the system

t pusrdel (1)

Deletes a user from the system

t pusrnod(1)

M odifies user information on the system

t uxadm( 1)

CGI gateway for the BEA Tuxedo Web GUI

t uxwsvr (1)

Mini-Web server for use with the BEA Tuxedo Web GUI

txrpt(1) BEA Tuxedo system server/service report program
ud, wud(1) BEA Tuxedo driver program
uui dgen(1) Generates a Universal Unique Identifier (UUI D)

viewc, view32(1)

Views compiler for BEA Tuxedovi ews

viewdi s, viewdis32(1)

Viewsdisassembler for binary viewfiles

wisten(1)

BEA Tuxedo Web GUI listener process

BEA Tuxedo Command Reference
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Introduction to BEA Tuxedo Commands

8

Description

Reference Page
Command
Syntax

The BEA Tuxedo Command Reference describes, in alphabetic order, shell-level
commands delivered with the BEA Tuxedo software.

Unless otherwise noted, commands described in the Synopsis section of areference
page accept options and other arguments according to the following syntax and should
be interpreted as explained below.

name [ -option ...][cmdarg...]
where nane isthe name of an executablefileand opt i onisastring of one of
thefollowingtwotypes: noargl etter . . . orargletter optarg[,...]

An option is always preceded by &'

noargl etter
is a single letter representing apt i on that requires no option-argument.
More than oneioar gl et t er can be grouped after a™

optarg
is a character string that satisfies a preceding et t er . Multiple opt ar gs
following a singlear g/ et t er must be separated by commas, or separated by
white space and enclosed in quotes.

cndarg
is a path name (or other command argument) that represents an operand of tt
command.

(dash) by itself means that additional arguments are provided in the standar
input.

(two dashes) means that what follows are arguments for a subordinate
program.

[1]
surrounding aropt i on or cndar g, mean that the option or argument is not

required.
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Introduction to BEA Tuxedo Commands

{1}

surrounding cndar gs that are separated by an or sign, mean that one of the
choices must be selected if the associated option is used.

means that multiple occurrences of the opt i on or cndar g are permitted.

BEA Tuxedo Command Reference 9
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bldc_dce(1)

10

Name

Synopsis

Description

See Also

bl dc_dce - build a BEA Tuxedo system client that can be called via OSF/ DCE

bl dc_dce [-0 output file] [-i idl_options] [-f firstfiles]
[-1 lastfiles] [idl_file . . .]

bl dc_dce parsesany input IDL and related ACF source files and combines them with
C source and object filesand the OSF/ DCE librariesto generate aBEA Tuxedo system
client that can be called viaDCE RPC (itisaDCE RPC client).

The command-line arguments include the input IDL sourcefile and optionsto control
the actions of the IDL compiler. The options are as follows:

-0 output _file
The default filenameisa. out .

-i idl_options
Specifies options to be passed to the IDL compiler. Options associated with
the C compilation system are automatically provided by this program. This
option can be used to provide the - no_nepv option such that the application
can provide a Manager Entry Point Vector.

-f firstfiles
Specifies compiler options, C source and object filesto be included on the
compilation before the BEA Tuxedo system and OSF/ DCE libraries.

-1 lastfiles
Specifies C librariesto be included on the compilation after the BEA Tuxedo
system and OSF/ DCE libraries.

tidl (1)
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blds_dce(1)

Name

Synopsis

Description

See Also

bl ds_dce - build a BEA Tuxedo system server that calls OSF/ DCE

bl ds_dce [-0 output _file]l [-i idl _options] [-f firstfiles]
[-I lastfiles] [-s service] [idl _file . . .]

bl ds_dce parsesany input IDL and related ACF source files and combinesthem with
C source and object files and the OSF/ DCE librariesto generate aBEA Tuxedo system
server that can make DCE RPC calls. The primary use of this command isto make a
BEA Tuxedo system-to-OSF/ DCE gateway process.

The command-line argumentsinclude theinput IDL source file and options to control
the actions of the IDL compiler. The options are as follows:

-0 output_file
The default filenameis a. out .

-i idl_options
Specifies options to be passed to the IDL compiler. Options associated with
the C compilation system are automatically provided by this program. This
option can be used to provide the - no_nepv option such that the application
can provide a Manager Entry Point Vector.

-f firstfiles
Specifies compiler options, C source and object files to be included on the
compilation before the BEA Tuxedo system and OSF/ DCE libraries.

-1 lastfiles
Specifies C librariesto beincluded on the compilation after the BEA Tuxedo
system and OSF/ DCE libraries.

-s service[, service . . .]
Specifies the services to be advertised by the server.

tidl (1)

BEA Tuxedo Command Reference 11
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Name

Synopsis

Description

bui | dcl i ent - construct a BEA Tuxedo client module

buildclient [ -C]1 [ -v] [ {-r romane | -w} ] [ -0 nane]
[ -f firstfiles] [ -|I lastfiles]

bui | dcl i ent isused to construct a BEA Tuxedo client module. The command
combines the files supplied by the-f and - I options with the standard BEA Tuxedo
librariesto form aload module. The load moduleis built by bui | dcl i ent using the
default C language compil ation command defined for the operating systemin use. The
default C language compilation command for the UNIX system isthe cc (1) command
described in UNIX system reference manuals.

-V
specifiesthat bui | dcl i ent should work in verbose mode. In particular, it
writes the compilation command to its standard output.

-W
specifies that the client is to be built using the workstation libraries. The
default is to build a native client if both native mode and workstation mode
libraries are available. This option cannot be used with the - r option.

-r rmane

specifies the resource manager associated with this client. The value r rnane
must appear in the resource manager table located in
$TUXDI R/ udat aobj / RM Each linein thisfileis of the form:

rmane: rnstructure_nane: |l i brary_nanes

(Seebui | dt ms( 1) for further details.) Using the r mane value, the entry in
$TUXDI R/ udat aobj / RMis used to include the associated libraries for the
resource manager automatically and to set up the interface between the
transaction manager and resource manager properly. Other values can be
specified asthey are added to the resource manager table. If the-r optionis
not specified, the default is that the client is not associated with a resource
manager. Refer to the UBBCONFI G( 5) reference page.

specifies the filename of the output load module. If not supplied, the load
moduleis named a. out .

BEA Tuxedo Command Reference
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specifies one or more user filesto beincluded in the compilation and link edit
phases of bui | dcl i ent first, before the BEA Tuxedo libraries. If more than
one fileis specified, filenames must be separated by white space and the
entire list must be enclosed in quotation marks. This option may be specified
multiple times. The CFLAGS and ALTCFLAGS environment variables,
described below, should be used to include any compiler options and their
arguments.

specifies one or more user filesto beincluded in the compilation and link edit
phasesof bui | dcl i ent last, after the BEA Tuxedo libraries. If morethan one
fileisspecified, filenames must be separated by white space and the entirelist
must be enclosed in quotation marks. This option may be specified multiple
times.

specifies COBOL compilation.

Environment TUXDI R

Variables bui | dcl i ent usesthe environment variable TUXDI Rtofind the BEA Tuxedo
system libraries and i ncl ude files to use during compilation of the client
process.

cC

bui | dcl i ent normally usesthe default C language compilation command to
produce the client executable. The default C language compilation command

is defined for each supported operating system platform and is defined as

cc(1) for UNIX system. In order to alow for the specification of an alternate
compiler, bui | dcl i ent checks for the existence of an environment variable
named CC. If CC does not exist in bui | dcl i ent’s environment, or if it is the
string" ", bui I dcl i ent will use the default C language compilerctf does

exist in the environment, its value is taken to be the name of the compiler to
be executed.

CFLAGS
The environment variableFLAGS is taken to contain a set of arguments to be
passed as part of the compiler command line. This is in addition to the
command line option-1 ${ TUXDI R}/ i ncl ude” passed automatically by
bui | dcl i ent . If CFLAGS does not exist ibui | dcl i ent’s environment, or
if it is the string" ", no compiler command-line arguments are added by
bui | dcl i ent.

BEA Tuxedo Command Reference 13
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ALTCC

Note:

When the - Coption is specified for COBOL compilation, bui | dcl i ent
normally usesthe BEA Tuxedo shell cobcc whichinturn callscob to

produce the client executable. In order to allow for the specification of an
alternate compiler, bui | dcl i ent checksfor the existence of an environment
variable named ALTCC. If ALTCC does not exist in bui | dcl i ent’s
environment, or if it is the string', bui | dcl i ent usesobcc. If ALTCCdoes
exist in the environment, its value is taken to be the name of the compiler
command to be executed.

On a Windows NT system, ti& TCC andALTCFLAGS environment variables

are not applicable and setting them will produce unexpected results. You mus
compile your application first using a COBOL compiler and then pass the
resulting object file to theui | dcl i ent (1) command.

ALTCFLAGS

Note:

COBOPT

COBCPY

The environment variableL TCFLAGS is taken to contain a set of additional
arguments to be passed as part of the COBOL compiler command line wher
the- C option is specified. This is in addition to the command-line option

“-1${TUXDI R} /i ncl ude”

passed automatically i | dcl i ent . When the C option is used, putting
compiler options and their arguments in bl dcl i ent -f option
generates errors; they must be puslilfCFLAGS. If not set, then the value is
set to the same value used GRLAGS, as specified above.

See the note under the description ofAh®&CC environment variable.

The environment variableOBOPT is taken to contain a set of additional
arguments to be used by the COBOL compiler, when theption is
specified.

The environment variabl@OBCPY indicates which directories contain a set of
COBOL copy files to be used by the COBOL compiler, when theption
is specified.

LD LI BRARY_PATH

The environment variableD LI BRARY_PATH indicates which directories
contain shared objects to be used by the COBOL compiler, in addition to the
BEA Tuxedo system shared objects.

BEA Tuxedo Command Reference
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Portability

Examples

See Also

Thebui I dcl i ent compilation tool is supported on the following platforms:
m  Any platform on which the BEA Tuxedo server environment is supported
m  Any Workstation platform running a 32-bit Windows operating system

Filenames specified in the bui | dcl i ent command line must conform to the syntax
and semantics of the resident operating system.

CC=ncc CFLAGS="-1 /APPD R/include"; export CC CFLAGS
buildclient -o enpclient -f enp.c -f "userlibl.a userlib2. a"

COBCPY=$TUXDI R/ cobi ncl ude

COBOPT="- C ANS85 - C ALI GN=8 - C NO BMCOWP - C TRUNC=ANSI - C OSEXT=cbl "
COBDI R=/ usr/1i b/ cobol LD_LI BRARY_PATH=$COBDI R/ cobli b: $TUXDIR/ | i b

export COBCPT COBCPY COBDI R LD LI BRARY_PATH

buildclient -C -0 enpclient -f name.cbl -f "userlibl.a userlib2.a"

bui I dclt (1), buil dserver (1), buil dtns(1),conpilation(5)
cc(1),1d(2) inaUNIX system reference manual

BEA Tuxedo Command Reference 15
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buildclt(1)

Name

Synopsis

Description

bui | dcl t - construct a BEA Tuxedo Workstation client program for MS-DOS,
Windows 3.x, and OS/2 16-bit.

buildclt [ -C] [ -v] [ -m{m]|] I} ][ -c{m] b] i} ]
[ —-o name ] [ -f firstfiles] [ -F Firstlibs ] [ -| libfiles ]
[ -W] [ -O] [ -P] [ -d deffile]

bui | dcl t isused to construct a BEA Tuxedo workstation client program for
MS-DOS, Windows 3.x, and OS/2 16-bit. The command combines the files supplied
by the-f and-1 optionswiththe standard BEA Tuxedo librariesto form an executable
program. The load module is built by bui | dcl t using the C and COBOL language
compilation commands defined for the operating system in use. The options to

bui | del t havethe following meaning:

-V
specifiesthat bui | dcl t should work in verbose mode. In particular, it writes
the compilation command to its standard output.

-0 nane
specifies the filename of the output program. If not supplied, the program is
named cl i ent . exe.

-f firstfiles
specifies one or more user files (or options to the compiler or linker) to be
included on the command linefirst, beforethe BEA Tuxedo libraries. If more
than onefileis specified, filenames must be separated by white space and the
entire list must be enclosed in double quotation marks. This option may be
specified multiple times.

-FFirstlibs
specifies one or more standard or import (not dynamic-link) libraries to be
included before the BEA Tuxedo libraries. If more than one fileis specified,
filenames must be separated by white space and the entire list must be
enclosed in double quotation marks. This option may be specified multiple
times.

-l I'ibfiles
specifies one or more standard or import (not dynamic-link) libraries to be
included after the BEA Tuxedo libraries. If more than onefileis specified,

16 BEA Tuxedo Command Reference
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Microsoft C
Compilation

filenames must be separated by white space and the entire list must be
enclosed in double quotation marks. This option may be specified multiple
times.

-d deffile
specifies amodule definition file used for linking an MS Windows 3.x or
0S/2 16-bit program.

-m{m]| I}
specifiesthe memory model to be used for compilation and linking of aclient.
The values for this option aremand | for the medium and large memory
models, respectively. The large memory model is the default value for this
option. The medium memory model is no longer supported for DOS. The
memory model needs only to be specified for Windows 3.x and OS/2 16-bit
compilation.

-c {m] i}
specifies the compilation system to be used. The supported values for this
option aremori for the Microsoft C/C++ compiler, or the IBM CSET?2
compiler, respectively. The Microsoft C compiler isthe default valuefor this
option. The IBM CSET2 compiler can be used only for OS/2 32-bit

compilation.
-W
compiles and links an MS Windows 3.x client.
-0
compiles and links an OS/2 character-mode client.
-P
compiles and links an OS/2 Presentation Manager client.
-C

specifies COBOL compilation.

The following environment variables must be set for the COBOL environment.

COBCPY
The environment variable COBCPY indicates which directories contain a set of
COBOL copy filesto be used by the COBOL compiler.

Thebui | del t command assumesthat directoriesfor needed libraries are specified in
the environment variables | NCLUDE and LI B. They might look like the following:

I NCLUDE=C: \ TUXEDO\ | NCLUDE; C: \ NET\ TOOLKI T\ | NCLUDE; C: MsVC\ | NCLUDE
LI B=C: \ NET\ TOOLKI T\ LI B; C: \ W NDEW LI B; C: \ MSVC\ LI B; C: \ TUXEDO LI B;

BEA Tuxedo Command Reference 17



Section 1 - Commands

18

Examples

Note that in the above example, C:M SV C isthe directory where MS Visual C++
resides; earlier versions such as C600 or C700 can be used. Note that in the above
example, C:NET isthedirectory whereNovell Lan Workplaceresides; earlier versions
resided in C:XLN and can be used.

Note that COBOL source filesthat reference ATMI calls must be compiled with the
LI TLI NK option.

The names of al libraries used for linking the client followed by the files specified in
the-1 option are put into atemporary response file and linking is done using the
command line:

LINK firstfiles, outname @npfile

arethefilenames specified with the- f option, outnameisthe output filename (default
client.exe), and tmpfileisthe temporary responsefilename. The-f option should
be used to include any necessary optionsto be passed to LI NK (for example,

/ ST: 10000 to set the default stack size to 10000 bytes). The -1 option should be used
toinclude any necessary network provider libraries (for example, i i bsock. | i b). To
create an executable that can be debugged using Codevi ew (assuming that the object
files have been compiled with the - zi option), use-f / CO.

MS-DOS C Compilation:

buildclt -cm-m -0 enp.exe -f "/CO ST: 10000/ SE: 200" -f enp.obj -
I'1ibsock.lib

WINDOWS C Compilation:

buildclt -W -cm -mm -0 emp.exe -f “/CO emp.obj” -d emp.def rc -k
emp.res emp.exe

OS2 16-hit:

buildclt -O -cm -ml -0 emp.exe -f “/NOI/ST:15000/CO emp.obj” -d
emp.def

DOS/WINDOWS/OS2 COBOL Compilation:

COBCPY=C:\TUXEDO\COBINC

COBDIR=C:\COBOL\LBR;C:\COBOL\EXEDLL
PATH=C:\C700BIN\;C:COBOLEXEDLL;...

TUXDIR=C:\TUXEDO
INCLUDE=C:\TUXEDO\INCLUDE;C:\XLN\TOOLKIT\INCLUDE;C:\C700\INCLUDE
LIB=CAXLN\TOOLKIT\LIB;C:\C700\LIB;C:\TUXEDO\LIB;C:\COBOL\LIB

COBOL EMP.CBL OMF"OBJ" LITLINK
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See Also

DOS:

BU LDCLT -C -0 EMP. EXE -f EMP+M-C7| NTF+C7DCSI F+C7DOSLB \
-f “/NOD/NOE/SE:300/CO/ST:10000” -| LLIBSOCK

WINDOWS:
BUILDCLT -C -W -0 EMP.EXE -f EMP -d EMP.DEF -f */NOD/NOE/CO/SE:300”
0Ss2:

BUILDCLT -C -P -0 EMP.EXE -f EMP+MFC6INTF+C60S2IF+C60S2LB -d
EMP.DEF \ -f“/NOD/NOE/SE:300/CO”

Microsoft C/C++ Programming Techniques, Microsoft Corporation
Micro Focus COBOL/2 Operating Guide, Micro Focus Ltd.
Micro Focus COBOL/2 Workbench for DOSand OS2, Micro Focus Ltd.
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buildserver(1)

20

Name

Synopsis

Description

bui | dser ver - construct a BEA Tuxedo server load module

bui | dserver [-C [-s { @ ilename | service[,service . . . ]
[:func]| :func } 1 [-v] [-0 outfile] [-f firstfiles]
[-1 lastfiles] [{-r|-9} rmmane] [-k] [-t]

bui | dser ver isused to construct aBEA Tuxedo server load module. The command
combines the files supplied by the - f and -1 options with the standard server main
routine and the standard BEA Tuxedo librariesto form aload module. The load
moduleis built by the cc(1) command, which bui | dser ver invokes. (Seecc(1) in
any UNIX system reference manual.) Theoptionsto bui | dser ver havethefollowing
meaning:

-V
specifiesthat bui | dser ver should work in verbose mode. In particular, it
writes the compilation command to its standard output.

-0 outfile

specifies the name of the file the output load module isto have. If not
supplied, the load module is hamed SERVER.

-f firstfiles
specifiesone or more user filesto beincluded in the compilation and link edit
phases of bui | dser ver first, beforethe BEA Tuxedo libraries. If more than
onefileis specified, filenames must be separated by white space and the
entirelist must be enclosed in quotation marks. This option may be specified
multiple times. The CFLAGS and ALTCFLAGS environment variables,
described below, should be used to include any compiler options and their
arguments.

-1 lastfiles
specifiesone or more user filesto beincluded in the compilation and link edit
phasesof bui | dser ver last, after theBEA Tuxedo libraries. If morethan one
fileisspecified, filenames must be separated by white space and theentirelist
must be enclosed in quotation marks. This option may be specified multiple
times.
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-r rmane
specifies the resource manager associ ated with this server. Thevalue r rnane
must appear in the resource manager table located in
$TUXDI R/ udat aobj / RM Each linein thisfileis of the form:

rmane: rnstructure_nane: | i brary_names

(Seebui | dt ns( 1) for further details.) Using the r mane value, the entry in
$TUXDI R/ udat aobj / RMis used to include the associated libraries for the
resource manager automatically and to set up the interface between the
transaction manager and resource manager properly. Other values can be
specified as they are added to the resource manager table. If the-r optionis
not specified, the default isto use the null resource manager. Refer to the
UBBCONFI G 5) reference page.

-s { @filenane|service[,service..][:func] | :func} ]
specifies the names of services that can be advertised when the server is
booted. Service names (and implicit function names) must be less than or
equa to 15 charactersin length. An explicit function name (that is, a name
specified after a colon) can be up to 128 characters in length. Names longer
than these limits are truncated with a warning message. When retrieved by
t madmi n( 1) or TM_M B(5), only the first 15 characters of a name are
displayed. (Seeser vopt s(5).) All functions that can be associated with a
service must be specified with thisoption. Inthe most common case, aservice
is performed by afunction that carries the same name; that is, the x serviceis
performed by function x. For example, the specification

A

will build the associated server with servicesx, y, and z, each to be processed
by afunction of the same name. In other cases, aservice (or several services)
may be performed by afunction of adifferent name. The specification

-S X,y,z:abc

builds the associated server with servicesx, y, and z, each to be processed by
thefunction abc. Spaces are not allowed between commas. Function nameis
preceded by acolon. In another case, the service name may not be known
until runtime. Any function that can have a service associated with it must be
specifiedtobui | dser ver . To specify afunction that can have aservicename
mapped to it, put a colon in front of the function name. For example, the
specification
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-s :pgr

builds the server with afunction pqr , which can have a service association.
t padverti se(3c) could be used to map aservice nameto thepqgr function.

A filename can be specified with the - s option by prefacing thefilename with
the’'@’ character. Each line of thisfileis treated as an argument to the - s
option. Y ou may put commentsin thisfile. All comments must start with the
'# character. Thisfile can be used to specify all the functionsin the server that
may have services mapped to them.

The - s option may appear several times. Note that services beginning with
the’.’ character are reserved for system use, and bui | dser ver will fail if the
- s option is used to include such a servicein the server.

specifies COBOL compilation.

bui | dser ver normally usesthecc command to producethea. out . In order
to alow for the specification of an alternate compiler, bui | dser ver checks
for the existence of a shell variable named CC. If CC does not exist in

bui | dser ver csenvironment, or if itisthestring " ", bui | dser ver will use
cc asthe compiler. If CC does exist in the environment, its value is taken to
be the name of the compiler to be executed. Likewise, the shell variable
CFLAGS istaken to contain a set of parameters to be passed to the compiler.

keeps the server main stub. bui | dser ver generates a main stub with data

structures such as the service table and amai n() function. Thisis normally
compiled and then removed when the server isbuilt. Thisoptionindicatesthat
the source file should be kept (to see what the source filenameis, usethe - v

option).

Note: Thegenerated contents of thisfile may changefrom releaseto release; DO
NOT count on the data structures and interfaces exposed in thisfile. This
option is provided to aid in debugging of build problems.

specifies multithreading. If you want your servers to be multithreaded, this
optionis mandatory. If thisoption is not specified and you try to boot aserver
with a configuration file in which the value of MAXDI SPATCHTRHREADS is
greater than 1, awarning message is printed in the user log and the server
reverts to single-threaded operation.
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The purpose of thisoption isto prevent an administrator from trying to boot,
as amultithreaded server, a server that is not programmed in athread-safe
manner.

Environment  TUXDI R
Variables bui | dser ver usestheenvironment variable TUXDI Rtofind the BEA Tuxedo
libraries and include files to use during compilation of the server process.

bui | dser ver normally usesthe default C language compilation command to
produce the server executable. The default C language compilation command

is defined for each supported operating system platform and is defined as

cc(1) for the UNIX System. In order to allow for the specification of an
alternate compiler, bui | dser ver checksfor the existence of an environment
variable named CC. If CCdoesnot exist in bui | dser ver 's environment, or if

it is the string' ", bui | dser ver will use the default C language compiler. If
CC does exist in the environment, its value is taken to be the name of the
compiler to be used.

CFLAGS
The environment variableFLAGS is taken to contain a set of arguments to be
passed as part of the compiler command line. This is in addition to the
command line option-1 ${ TUXDI R}/ i ncl ude" passed automatically by
bui | dser ver. If CFLAGS does not exist ibui | dser ver's environment, or
if it is the string" ", no compiler command-line arguments are added by
bui | dser ver.

ALTCC
When the C option is specified for COBOL compilatiobyi | dser ver
normally uses the BEA Tuxedo shelibcc( 1) which in turn callsob to
produce the server executable. In order to allow for the specification of an
alternate compilehui | dser ver checks for the existence of an environment
variable namedLTCC. If ALTCC does not exist ibui | dser ver’s
environment, or if it is the string', bui | dser ver will usecobcc. If ALTCC
does exist in the environment, its value is taken to be the name of the compiler
command to be executed.

Note: On a Windows NT system, th& TCC andALTCFLAGS environment variables
are not applicable and setting them will produce unexpected results. You must
compile your application first using a COBOL compiler and then pass the
resulting object file to theui | dser ver (1) command.
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Compatibility

Portability

Notices

ALTCFLAGS
The environment variable ALTCFLAGS is taken to contain a set of additional
arguments to be passed as part of the COBOL compiler command line when
the - C option is specified. Thisisin addition to the command line option
"- 1 ${ TUXDI R} /i ncl ude" passed automatically by bui | dser ver . When the
- C option is used, putting compiler options and their argumentsin the
bui | dserver -f optionwill generate errors; they must be put in
ALTCFLAGS. If not set, then thevalueis set to the same val ue used for CFLAGS,
as specified above.

Note: See previous note, under ALTCC environment variable.

COBOPT
The environment variable COBOPT is taken to contain a set of additional
arguments to be used by the COBOL compiler, when the - C option is
specified.

COBCPY
Theenvironment variable COBCPY indicates which directories contain a set of
COBOL copy filesto be used by the COBOL compiler, when the - C option
is specified.

LD LI BRARY_PATH
The environment variable LD_LI BRARY_PATH indicates which directories
contain shared objects to be used by the COBOL compiler, in addition to the
BEA Tuxedo shared objects.

In earlier releases, the - g option was allowed to specify a genopt i on of sql or
dat abase. For upward compatibility, this option is a synonym for the - r option.

Thebui | dser ver compilation tool is supported on any platform on which the BEA
Tuxedo server environment is supported. RM XA libraries are not supported on the
Windows NT platform.

Some compilation systems may require some code to be executed within the mai n() .
For example, thiscould beused to initialize constructorsin C++ or initializethelibrary
for COBOL. A general mechanism is available for including application code in the
server mai n() immediately after any variable declarations and before any executable
statements. Thiswill alow for the application to declare variables and execute
statements in one block of code. The application exit is defined as follows. #i f def
TMVAI NEXI T #i ncl ude "mai nexit.h" #endif.To usethisfeature, theapplication
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See Also

should include " - DTMVAI NEXI T in the ALTCFLAGS (for COBOL) or CFLAGS (for C)
environment variables and provide amai nexi t . h in the current directory (or use the
- I include option to include it from another directory).

For example, Micro Focus Cobol V3.2.x with aPRN number with the last digits
greater than 11.03 requires that cobi ni t () be called in mai n before any COBOL
routines, if using shared libraries. This can beaccomplished by creatingamai nexit . h
filewith acall to cobi ni t () (possibly preceded by a function prototype) and
following the procedure above.

Thefollowing example shows how to specify theresource manager (-r TUXEDQ SQL)
libraries on the bui | dser ver command line;

bui | dserver -r TUXEDQ SQL -s OPEN ACCT -s CLOSE _ACCT -0 ACCT
-f ACCT.o -f appinit.o -f util.o

The following example shows how bui | dser ver can be supplied CC and CFLAGS
variables and how - f can be used to supply a- | moption to the cClineto link in the
math library:

CFLAGS=-g CC=/bin/cc buildserver -r TUXEDQ SQL -s DEPCSI T
-s WTHDRAWAL -s INQURY -o TLR -f TLR o -f util.o -f -Im

The following example shows use of the bui | dser ver command with no resource
manager specified:

bui | dserver -s PRINTER -0 PRI NTER -f PRINTER. 0

The following example shows COBOL compilation:

COBCPY=$TUXDI R/ cobi ncl ude COBOPT="-C ANS85 -C ALI G\=8 - C NO BMCOWP
- C TRUNC=ANSI -C OSEXT=chl" COBDI R=/usr/Ii b/ cobol

LD_LI BRARY_PATH=$COBDI R/ cobl i b export COBOPT COBCPY COBDI R

LD LI BRARY_PATH bui | dserver -C -r TUXEDQ SQ@ -s OPEN_ACCT

-s CLOSE_ACCT -0 ACCT -f ACCT.o -f appinit.o -f util.o

bui I dt ns( 1), servopts(5), UBBCONFI G 5)

C compiler and linker documentation in the reference manual for your operating
system
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Name
Synopsis

Description

bui | dt ms - construct a transaction manager server load module
buildtms [ -v ] -0 nane -r rmnane
bui | dt ms is used to construct a transaction manager server load module.

While several TM servers are provided with the BEA Tuxedo system, new resource
managers may be provided to work with the BEA Tuxedo system for distributed
transaction processing. The resource manager must conform to the X/OPEN XA
interface. Thefollowing four items must be published by theresource manager vendor:
the name of the structure of type xa_swi t ch_t that containsthe name of the resource
manager, flags indicating capabilities of the resource manager, and function pointers
for the actual XA functions; the name of the resource manager that is contained in the
name element of thexa_swi t ch_t structure; the name of the object filesthat provide
the services of the XA interface and supporting software; and the format of the
information string supplied to the OPENI NFO and CLOSEI NFO parametersin the
UBBCONFI G configuration file. See UBBCONFI G( 5) .

When integrating a new resource manager into the BEA Tuxedo system, thefile
$TUXDI R udat aobj / RMmust be updated to include the information about the
resource manager. The format of thisfileis

rm nanme: rm structure_nane: |i brary _nanes

where rm nane isthe resource manager name, r m st r uct ur e_nane is the name of
thexa_swi t ch_t structure, and /i brary nanes isthelist of object files for the
resource manager. White space (tabs and/or spaces) is allowed before and after each
of the values and may be embedded withinthe /i brary nanes. The colon (:)
character may not be embedded within any of the values. Lines beginning with apound
sign (#) are treated as comments and are ignored.

A transaction manager server for the new resource manager must be built using

bui | dt ms and installed in $TUXDI R/ bi n. bui | dt ms usesthebui | dser ver (1)
command to build the resulting a. out . The optionsto bui | dt ms have the following
meaning:
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Portability

Examples

See Also

-V
specifiesthat bui | dt ms should work in verbose mode. In particular, it writes
the bui | dser ver command to its standard output and specifiesthe -v
option to bui | dser ver.

-0 nane
specifies the name of the file the output load moduleis to have.

-r rmnane

specifies the resource manager associated with this server. The value

rm name must appear in the resource manager table located in

$TUXDI R/ udat aobj / RM The entry associated with the r m nane vaueis
used to include the correct libraries for the resource manager automatically
and properly to set up the interface between the transaction manager and
resource manager (using the xa_swi t ch_t structure).

bui | dt ms usesthebui | dser ver command to producethea. out . bui | dser ver uses
the CC and CFLAGS environment variables, if set, for the compiler and compiler flags,
respectively. See bui | dserver (1) for further details.

bui | dt ms is supported as a BEA Tuxedo system-supplied compilation tool on any
platform onwhich the BEA Tuxedo server environment is supported. RM XA libraries
are not supported on the Windows NT platform.

buildtns -0 $TUXDI R/ bi n/f TMS_XYZ -r XYZ/ SQL # TMS for XYZ resource
nmanager

bui | dserver (1), UBBCONFI  5)
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Name
Synopsis

Description

bui | dwsh - build customized workstation handler process
buildwsh [ -v ] [ -0 nane] [ -f files]

bui | dwsh isused to construct acustomized BEA Tuxedo workstation handler module.
Thefilesincluded by the caller should include only the application buffer type switch
and any required supporting routines. The command combinesthefiles supplied by the
- f option with the standard BEA Tuxedo libraries necessary to form aworkstation
handler load module. The load module is built by the cc(1) command described in
UNIX system reference manuals, which bui | dwsh invokes. The optionstobui | dwsh
have the following meaning:

-V
specifiesthat bui | dwsh should work in verbose mode. In particular, it writes
the cc command to its standard output.

-0 nane
specifies the filename of the output workstation handler load module. The
name specified here must al so be specified with the - w WsHhane option of the
WBL(5) serverintheSERVERsection of theconfigurationfile. If not supplied,
the load module is named WsH.

-f firstfiles
specifies one or more user filesto be included in the compilation and/or link
edit phases of bui | dwsh. Source files are compiled using the either thecc
command or the compilation command specified through the CC environment
variable. Object files resulting from compilation of source files and object
files specified directly as arguments to the - f option are included after all
object files necessary to build a base workstation handler process and before
the BEA Tuxedo libraries. If more than onefileis specified, filenames must
be separated by white space and the entire list must be enclosed in quotation
marks. This option can be specified multiple times.

bui | dwsh normally usesthe cc command to produce the a. out . In order to allow for

the specification of an alternate compiler, bui | dwsh checks for the existence of ashell
variablenamed CC. If cCdoesnot existinbui | dwsh’s environment, or if it is the string

", bui | dwsh will usecc as the compiler. Ii€C does exist in the environment, its value
is taken to be the name of the compiler to be executed. Likewise, the shell variable
CFLAGS is taken to contain a set of parameters to be passed to the compiler.
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If your application uses shared libraries, it is not necessary to go through this compile
and link process. See “Managing Typed BuffersPiogramming a BEA Tuxedo
Application Using C.

Portability = Thebui | dwsh compilation tool is supported on any platform on which the BEA
Tuxedo server environment is supported.

Examples CC=ncc CFLAGS="-1 $TUXDIR/include”; export CC CFLAGS buildwsh
-0 APPWSH -f apptypsw.o

See Also  buildclient(1) , WSL(5)

cc(1), Id (1) in aUNIX system reference manual
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Name
Synopsis

Description

cobcc - COBOL compilation interface
cobcc [option . . . ]| filenane .

cobcc isused as an interface shell to the COBOL compiler. It isinvoked, by default,
when bui | dcl i ent (1) or bui | dserver (1) isexecuted with the- C(COBOL)
option. This can be overridden by specifying the ALTCC environment variable.

Thefollowing list indicatesthe optionsrecognized by cobcc. To usethese options, set
the environment variable ALTCFLAGS to the string of optionsto be recognized by
cobcc whenrunning bui | dcl i ent or bui | dser ver . Consult your documentation for
the COBOL and C compilers to see what effect the various options have.

Note: OnaWindowsNT system, the ALTCC and ALTCFLAGS environment variables
arenot applicable and setting them will produce unexpected results. Y ou must
compile your application first using a COBOL compiler and then pass the
resulting object file to the bui | dcl i ent (1) or bui | dserver (1) command.

Note that for cobcc, unlike cc and cob, al options must come before any filenames.

-C
This option specifies that the link phase should be suppressed. That is,
compilation will be done but an executable program will not be generated.

-p -g -r -0O
These options are passed directly to the COBOL compiler.

-1 argunent
This option and its argument are passed directly to the COBOL compiler
(with no white space separating them).

-L argunent

This option and its argument are passed directly to the COBOL compiler
(with one space separating them).

-ooutput_file
This option is used to specify the name of the executable file that is output
from the link stage.
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-E -P -S
These options are passed through the COBOL compiler to the C compiler,
and also cause suppression of the link phase.

-A-C-H-f -G
These options are passed through the COBOL compiler to the C compiler.

This option causes warnings to be suppressed from both the COBOL and C
compilers.

-Dargunent
This option and its argument are passed through the COBOL compiler to the
C compiler. It is used to define macrosin C.

{-T-Y-U-l -B-X-F -q} argunent
Each of these options takes an argument.The option and its argument are
passed through the COBOL compiler to the C compiler.

Each of these options is passed both to the COBOL compiler and the C
compiler.

-a -s
Each of these options is passed to the loader.

-u argunent
This option and its argument are passed to the loader.

-W ar gunent
The argument may consist of up to three comma-separated fields. If the first
part of the argument is-p or -0, it is passed to the C compiler. If it startswith
-a, it is passed to the assembler. If it starts with -1 , it is passed to the loader.
If it startswith -C, it is passed to the COBOL compiler. Otherwise, it ispassed
through to the C compiler.

The options and their arguments and the filenames are passed to the COBOL compiler
with the correct options so that the right information is processed by the COBOL
compiler, the C compiler, or the loader. The COBOL compiler name is assumed to be
cob and aready in the PATH.

bui l dclient(1),buildserver(1)

cc(1) in aUNIX system reference manual

Micro Focus COBOL/2 Operating Guide, Micro Focus Ltd.
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Administration

32

Mode
Commands

dmadni n - BEA Tuxedo Domains Administration Command Interpreter
dmadmn [ -c ]

dmadni n isan interactive command interpreter used for the administration of domain
gateway groups defined for aparticular BEA Tuxedo application. This page describes
the use of dmadni n for both TDomain gateways and the TOP END Domain Gateway
(TEDG) feature of the BEA Tuxedo system. dmadmni n can operate in two modes:
administration mode and configuration mode.

dmadni n enters administration mode when called with no parameters. Thisisthe
default. Inthismode, dmadni n can be run on any active node (excluding workstations)
within an active application. Application administrators can use this mode to obtain or
change parameters on any active domain gateway group. Application administrators
may also use this mode to create, destroy, or reinitialize the DMTLOG for a particular
local domain. Inthis case, the domain gateway group associated with that |ocal domain
must not be active, and dmadni n must be run on the machine assigned to the
corresponding gateway group.

dmadni n entersconfiguration mode when it isinvoked with the - ¢ option or when the
config subcommand isinvoked. Application administrators can use this mode to
update or add new configuration information to the binary version of the domain
configuration file (BDMCONFI G).

dmadni n requires the use of the Domains administrative server (DVADM) for the
administration of the BDMCONFI Gfile, and the gateway administrative server (GAMDM
for the re-configuration of active domain gateway groups. (There is one GWADM per

gateway group.)
Once dmadni n has been invoked, commands may be entered at the prompt (“>"
according to the following syntax:

command [ ar gunent s]

Several commonly occurring arguments can be given defaults vithal t
command. Commands that accept parameters set viefthel t command check
def aul t to see if a value has been set. If one has not, an error message is returned
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Once set, a default remains in effect until the session is ended, unless changed by

another def aul t command. Defaults may be overridden by entering an explicit value

on the command line, or unset by entering the value “*". The effect of an override lasts
for a single instance of the command.

Output fromdmadni n commands is paginated according to the pagination command
in use (see thpagi nat e subcommand below).

Commands may be entered either by their full name or their abbreviation (shown in
parentheses) followed by any appropriate arguments. Arguments appearing in square
brackets, [], are optional; those in curly braces, {}, indicate a selection from mutually
exclusive options. Note that for many commahdsal _donai n_nane is a required
argument, but note also that it can be set withi#fi@ul t command.

The following commands are availableaitini ni st r at i on mode:

advertise (adv) -d /ocal _domai n_nane [{| service}]
Advertise all remote services provided by the named local domain or the
specified remote service.

audit (audit) -d/ocal_domain_nane [{off |on}]
Activate (on) or deactivate (off) the audit trace for the named local domain.
If no option is given, then the current setting will be toggled between the
valueson andof f , and the new setting will be printed. The initial setting is
of f.

chbktime (chbt) -d /ocal _donai n_nane -t bktine
Change the blocking timeout for a particular local domain.

confi g (config)
Enter configuration mode. Commands issued in this mode follow the
conventions defined in the section “Configuration Mode Commands” later in
this reference page.

connect (co) -d /ocal _domai n_nane [-Rrenote_donai n_nane]
Connect the local domain gateway to the remote gateway. If the connection
attempt fails and you have configured the local domain gateway to retry a
connection, repeated attempts to connect (via automatic connection retry
processing) is made. ({RRis not specified, then the command applies to all
remote domains configured for this local gateway.)

crdm og (crdlog)[-d/ocal _donain_nane]
Create the domain transaction log for the named local domain on the current
machine (that is, the machine whémadni n is running). The command uses
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the parameters specified in the DMCONFI Gfile. This command failsif the
named local domain is active on the current machine or if the log aready
exists.

default (d) [-d/ocal_donain_nane]
Set the corresponding argument to be the default local domain. Defaults may
be unset by specifying "*" as an argument. If the default command is entered
with no arguments, the current defaults are printed.

di sconnect (dco) -d/ocal_donain_nane[-R renpte_donain_nane]
Break the connection between the local domain gateway and the remote
gateway and do not initiate connection retry processing. If no connection is
active, but automatic connection retry processing isin effect, then stop the
automatic retry processing. (If - R isnot specified, then the command applies
to all remote domains configured for thislocal gateway.)

dsdm og (dsdl g) -d /ocal_domai n_nanme|[ -y ]
Destroy the domain transaction log for the named local domain onthe current
machine (that is, the machinewheredmadni n isrunning). Anerror isreturned
if aDMILOGis not defined for thislocal domain, if the local domain is active,
or if outstanding transaction records exist in the log. The term outstanding
transactions means that a global transaction has been committed but an
end-of-transaction has not yet been written. This command prompts for
confirmation before proceeding unless the - y option is specified.

echo (e) [{off |on}]
Echo input command lines when set to on. If no option is given, then the
current setting istoggled, and the new setting is printed. The initial settingis
off.

forgettrans (ft) -d/ocal_domain_name[-t tran_id]
Forget one or all heuristic log records for the named local domain. If the
transaction identifier t ran_i dis specified, then only the heuristic log record
for that transaction will be forgotten. The transaction identifier t ran_i d can
be obtained from the pri nt t r ans command or from the ULOGfile.

hel p (h) [command]
Print help messages. If command is specified, the abbreviation, arguments,
and description for that command are printed. Omitting all arguments causes
the syntax of all commands to be displayed.
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indmog (indlg) -d /ocal _domain_nane|-y ]

Reinitialize the domain transaction log for the named local domain on the
current machine (that is, the machine wherednmadni n isrunning). Anerror is
returned if a DMTLOGis not defined for thislocal domain, if thelocal domain
is active, or if outstanding transaction records exist in the log. Theterm
outstanding transactions means that a global transaction has been committed
but an end-of -transaction has not yet been written. The command promptsfor
confirmation before proceeding unless the - y option is specified.

pagi nat e (page) [{of f | on}]

passwd

Paginate output. If no option is given, then the current setting will betoggled,
and the new setting is printed. The initia setting is on, unless either standard
input or standard output isanon-tty device. Pagination may only beturned on
when both standard input and standard output are tty devices.The shell
environment variable PAGER may be used to override the default command
used for paging output. The default paging command isthe indigenous oneto
the native operating system environment, for example, the command pg isthe
default on UNIX System operating environments.

(passwd) [ -r ]/ ocal _domai n_nane renot e_domai n_nane

Prompts the administrator for new passwords for the specified local and
remote domains. The - r option specifies that existing passwords and new
passwords should be encrypted using anew key generated by the system. The
password islimited to at most 30 characters. passwd is not supported by the
TOP END Domain Gateway.

printdomain (pd) -d [ocal _domain_nane

Print information about the named local domain. Information printed includes
alist of connected remote domains, alist of remote domains being retried (if
any), global information shared by the gateway processes, and additional
information that is dependent on the domain type instantiation.

printstats (pstats) -d/ocal_domai n_nane

Print statistical and performance information gathered by the named local
domain. The information printed is dependent on the domain gateway type.

printtrans (pt) -d /ocal _donai n_nane

Print transaction information for the named local domain.

quit (q)

Terminate the session.
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resunme (res) -d /ocal _domain_nane[{ -all |service}]
Resume processing of either the specified service or all remote services
handled by the named local domain.

stats (stats) -d /ocal_dormai n_nane [{ off |on|reset }]
Activate (on), deactivate (off), or reset (reset) statistics gathering for the
named local domain. If no option is given, then the current setting will be
toggled between the values on and off, and the new setting will be printed.
Theinitial settingisof f .

suspend (susp) -d /ocal _domain_nane[{ -all |service}]
Suspend one or all remote services for the named local domain.

t opendpasswd (tepasswd) [-r] [ocal_domai n_nane
Prompts the administrator for anew BEA TOP END password for the
specified local domain. The - r option specifies that existing passwords and
new passwordsshould be encrypted using anew key generated by the system.
The password is limited to at most 12 characters.

The new password is used when sending an RTQ messageto a BEA TOP
END system on which security is enabled. The user ID that is passed isthe
DOMVAI NI D of the local domain. t opendpasswd is supported only for TOP
END Domain Gateways.

unadvertise (unadv) -d/ocal_domain_nane[{-all |service}]
Unadvertise one or all remote services for the named local domain.

verbose (v) [{off |on}]
Produce output in verbose mode. If no option isgiven, then the current setting
will be toggled, and the new setting is printed. The initial settingisof f .

! shel | command
Escape to shell and execute shel I conmand.

Repeat previous shell command.
# [text]
Lines beginning with "#" are comment lines and are ignored.

<CR>
Repeat the last command.
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Mode
Commands

The dmadni n command enters configuration mode when executed with the - ¢ option
or when the conf i g subcommand isused. In this mode, dmadni n allows run-time
updates to the BDMCONFI Gfile. dmadni n manages a buffer that containsinput field
values to be added or retrieved, and displays output field values and status after each
operation completes. The user can update the input buffer using any available text
editor.

dmadni n first prompts for the desired section followed by a prompt for the desired
operation.

The prompt for the section is as follows:

Secti on:
1) RESOURCES 2) LOCAL_DOMAI NS
3) REMOTE_DOVAI NS 4) LOCAL_SERVI CES
5) REMOTE_SERVI CES 6) ROUTI NG
7) ACCESS CONTROL 8) PASSWORDS
9) TDOVAI NS 10) OSI TPS
11) SNADOVS 12) LOCAL_ REMOTE USER
13) REMOTE_USERS 14) SNACRMVS
15) SNASTACKS 16) SNALI NKS
18) TOPEND q QUT

Enter Section [1]:

The number of the default section appears in square brackets at the end of the prompt.
Y ou can accept the default by pressing RETURN or ENTER. To select another section
enter its number, then press RETURN or ENTER.

dmadni n then prompts for the desired operation.

Operati ons:

1) FIRST 2) NEXT
3) RETRIEVE 4) ADD
5) UPDATE 6) DELETE

7) NEWSECTION 8) QU T
Enter Operation [1]:

The number of the default operation is printed in square brackets at the end of the
prompt. Pressing RETURN or ENTER selects this option. To select another operation
enter its number, then press RETURN or ENTER.

The currently supported operations are:

1. FI RST - Retrieve the first record from the specified section. No key fields are
needed (they are ignored if in the input buffer).
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2. NEXT - Retrieve the next record from the specified section, based on the key
fieldsin the input buffer.

3. RETRI EVE - Retrieve the indicated record from the specified section by key
field(s) (seefields description below).

4. ADD- Add the indicated record in the specified section. Any fields not specified
(unless required) take their defaults as specified in DMCONFI G( 5) . The current
value for dl fieldsis returned in the output buffer. This operation can only be
done by the BEA Tuxedo administrator.

5. UPDATE - Update the record specified in the input buffer in the selected section.
Any fields not specified in the input buffer remain unchanged. The current value
for al fieldsisreturned in the input buffer. This operation can only be done by
the BEA Tuxedo administrator.

6. DELETE - Delete the record specified in the input buffer from the selected section.
This operation can only be done by the BEA Tuxedo system administrator.

7. NEW SECTI ON- Clear the input buffer (all fields are del eted). After this operation,
dmadni n immediately prompts for the section again.

8. QUI T - Exit the program gracefully (dmadni n isterminated). A vaue of g for any
prompt also exits the program.

For configuration operations, the effective user identifier must match the BEA Tuxedo
administrator user identifier (Ul D) for the machine on which this program is executed.
When arecord is updated or added, all defaults and validations used by dmi oadcf (1)
are enforced.

dmadni n then prompts you to indicate whether you want to edit the input buffer.
Enter editor to add/nodify fields [n]?

Entering avalue of y puts the input buffer into atemporary file and executes the text

editor. The environment variable EDI TOR is used to determine which editor isto be

used; the default ised. The input format is a set of field name/field value pairs and is
described in the “ Configuration Input Format” section below. The field names
associated with eaddMCONFI G section are listed in tables in the subsections below.
The semantics of the fields and associated ranges, defaults, restrictions, and so on
described imMOONFI G( 5) andDMOONFI G f or GWIOPEND( 5) . In most cases, the field
name is the same as tkieyWoRD in theDMCONFI Gfile, prefixed with 'TA_". When the

user completes editing the input bufféradni n reads it. If more than one line is
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Input Format

included for aparticular field name, the first lineisused and other lines areignored. I
any errors occur, a syntax error is printed and dnadni n prompts you to indicate
whether you want to edit the file to correct the problem.

Enter editor to correct?

If the problem isnot corrected (responsen), thentheinput buffer will contain nofields.
Otherwise, the editor is executed again.

Finally, dmadni n asks whether the operation should be executed.
Perform operation [y]?

When the operation completes, dnadni n printsthe return value asin Ret ur n val ue
TAXK followed by the output buffer fields. The process then begins again with a
prompt for the section. All output buffer fields are available in the input buffer unless
the buffer is cleared.

Entering break at any time restarts the interaction at the prompt for the section.

When " QUI T* is selected, dmadmi n prompts for authorization to create a backup text
version of the configuration file:

Unl oad BDMCONFI G file into ASCII backup [y]?

If abackup is selected, dmadnmi n prompts for afilename.

Backup fil enane [ DMCONFI G

On success, dmadni n indicates that a backup was created; otherwise, an error is
printed.

Input packets consist of lines formatted as follows:
fl dnanme fldval
The field name is separated from the field value by one or more tabs (or spaces).

Lengthy field values can be continued on the next line by having the continuation line
begin with one or more tabs (which are dropped when read back into dmadmi n).

Empty lines consisting of a single newline character are ignored.

To enter an unprintable character in the field value or to start afield value with a tab,
use a backsl ash followed by the two-character hexadecimal representation of the
desired character (see ASCI | (5) in a UNIX reference manual). A space, for example,
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40

Updates

can be entered in the input data as\20. A backslash can be entered using two backslash
characters. dmadmi n recognizes all input in thisformat, but its greatest usefulness is
for non-printing characters.

Thefollowing are general limitations of the dynamic domain reconfiguration
capability:

m Vauesfor key fields (asindicated in the following sections) may not be
modified. Key fields can be modified, when the system is down, by reloading
the configuration file.

m Dynamic deletions cannot be applied when local domains are active (the
corresponding gateway group is running).

In this release, some of the domains terminology is changing. The Domains MIB uses
improved class and attribute terminol ogy to describe the interaction between local and
remote domains. While this improved terminology is more accurate than previous
domains terminology, the scope of changes to domains-related documentation and
error messagesislimited in thisrelease. The improved terminology has been applied
to the DM _M B classes, reference page, and error messages, the DMCONFI G file syntax,
and various DMCONFI G error messages.

For backwards compatibility, aliases are provided between the DMCONFI Gterminology
used prior to thisrelease and the improved Domains M 1B terminology. Inthisrelease,
DMCONFI G accepts both versions of the terminology. For details, see “Domains
Terminology Improvements” in theM M B(5) reference page.

The following sections describe, for ed®ONFI G section, the field identifiers
associated with eadWCONFI G field, the field type of each identifier, and when each
field can be updated. All applicable field values are returned with the retrieval
operations. Fields that are allowed and/or required for adding a record are described
DMCONFI G( 5) andDMCONFI G for GAWTOPEND( 5) . Fields indicated below asy are

key fields that are used to uniquely identify a record within section. These key fields
are required to be in the input buffer when updates are done and are not allowed to |
updated dynamically. Thepdat e column indicates when a field can be updated. The
possible values are:

m Yes—Can be updated at any time.

m NoGNM—Cannot be updated dynamically while the gateway group representing the
local domain is running.

m No—Cannot be updated dynamically while at least one gateway group is
running.

BEA Tuxedo Command Reference



dmadmin(1)

Configuring the
DM_LOCAL_D
OMAINS
Section

The following table lists the fieldsin the DM _LOCAL_DOVAI NS section.

DM_LOCAL_DOMAINS SECTION

Field Identifier Type Update Notes

TA LDOM string NoGW key

TA _AUDI TLOG string NoGW

TA_BLOCKTI ME numeric  NoGW

TA_CONNECTI ON_POLI CY string NoGW

TA DOVAI NI D string NoGW

TA DMILOGDEV string NoGW

TA DMILOGNAME string NoGW

TA DMILOGSI ZE numeric  NoGW

TA GNCRP string NoGW

TA_MAXRDOM numeric  NoGW

TA_MAXRDTRAN numeric  NoGW

TA_MAXRETRY numeric  NoGW

TA_NMAXTRAN numeric  NoGW

TA_RETRY_| NTERVAL numeric  NoGW

TA SECURI TY string NoGW TDomain format:
{NONE | APP_PW|
DM_PV}
TEDG format:
{NONE | CLEAR | SAFE|
PRI VATE}

TA TYPE string NoGW format:{ TDOVAI N |

CS| TP | TOPEND}
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Configuringthe  Thefollowing table lists the fields in the DM_REMOTE_DQVAI NS section.

DM_REMOTE_
DOMAINS  pM_REMOTE_DOMAINS SECTION

Section : —
Field I dentifier Type Update Notes
TA_RDOM string No key
TA_DOVAI NI D string No
TA_TYPE string No format: { TDOVAI N| CSI TP |
TOPEND}

Configuringthe  The DM_TDOMAI N section contains the network addressing parameters required by
DM_TDOMAIN  TDOMAI N type domains. The following table lists the fields in this section.

Section
DM_TDOMAIN SECTION
Field | dentifier Type Update Notes
TA LDOM or TA RDOM string No/NoGW  key
TA_NWADDR string No/NoGW  text format

(no embedded NULL characters)

TA_NVDEVI CE string No/NoGW

If the domain identifier (TA_LDOM) is alocal domain identifier, then the TA_ NWADDR
and TA_NWDEVI CE fields can be updated if the gateway group representing that local
domain is not running.

Configuringthe  The DM _OSI TP section contains the network addressing parameters required by osI TP
DM_OSITP  type domains. The following table lists the fields in this section.

Section
DM_OSITP SECTION
Field | dentifier Type Update Notes
TA _LDOM or TA_RDOM string No/NoGW key
TA_APT string No/NoGW
TA_AEQ string No/NoGW
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DM_TOPEND
Section

DM_OSITP SECTION

Field Identifier Type Update Notes
TA _AET string No/NoGW
TA ACN string No/NoGW
TA _API D string No/NoGW
TA _AEI D string No/NoGW
TA PRCFI LE string No/NoGW

If the domain identifier (TA_LDOV) isalocal domain identifier, then the other fieldsin
thistable can be updated if the gateway group representing that local domain is not

running.

The DM_TOPEND section contains the network addressing parameters required by
TOPEND type domains. The following table lists the fields in this section.

DM_TOPEND SECTION

Field Identifier

Type

Update

Notes

TA_LDOM or TA_RDOM

string

No/NoGW

key

TA_NWADDR

string

No/NoGW

ASCII format (no
embedded NULL
characters)

TA_NWDEVI CE

string

No/NoGW

ASCII format (no
embedded NULL
characters)

TA_TP_SYSTEM

string

No/NoGW

BEA TOP END
system name

TA_TE_PWD

string

NoGW

BEA TOP END
password. Applies
only to local
entries.
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Configuring the
DM_LOCAL_SE
RVICES Section

If

m Thedomain identifier isaloca domain identifier (TA_LDOM), and

m Thegateway group representing that local domain is not running (NoGN

then the TA_NWADDR, TA_NWDEVI CE, TA_TP_SYSTEM and TA_TE_PwWDfields can be
updated. If the domain identifier is aremote domain identifier (TA_RDOM), then the
TA_NWADDR, TA_NWDEVI CE, and TA_TP_SYSTEMfields cannot be updated while any
gateway group is running (No). Note that TE_ TE_PWD applies only to local domain

identifiers (TA_LDOM.

Thefollowing table lists the fields in the DM_LOCAL_SERVI CES section.

DM_LOCAL_SERVICES SECTION

Field I dentifier Type Update Notes

TA_SERVI CENAME string No key

TA_LDOM string Yes

TA_RNAVE string Yes Not applicableto TEDG

TA_ACLNAME string Yes

TA _BUFTYPE string Yes

TA_BUFSTYPE string Yes

TA_OBUFTYPE string Yes

TA_OBUFSTYPE string Yes

TA_TE_PRCDUCT string NoGW Applicableto TEDG
only

TA_TE_FUNCTI ON string NoGW Applicableto TEDG
only

TA _TE_TARGET string NoGW Applicableto TEDG
only

TA_TE_QUALI FI ER numeric NoGW Applicableto TEDG
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Configuring the

DM_REMOTE_
SERVICES

Section

DM_LOCAL_SERVICESSECTION

Field Identifier Type Update Notes

TA TE_RTQGROUP string NoGW Applicableto TEDG
only

TA TE _RTONAME string NoGW Applicableto TEDG
only

TA TYPE string NoGW Format: { SERVI CE |

QSPACE | QNAME}
Applicableto TEDG
only

The following table lists the fields in the DM REMOTE_SERVI CES section.

DM_REMOTE_SERVICESSECTION

Field Identifier Type Update Notes

TA SERVI CENAME string No key

TA RDOM string No key

TA LDOM string No key

TA RNAME string Yes Not applicable to TEDG
TA _CONV string NoGW format: { YN}

TA BUFTYPE string Yes

TA BUFSTYPE string Yes

TA OBUFTYPE string Yes

TA OBUFSTYPE string Yes

TA ROUTI NGNAMVE string Yes

TA_TRANTI ME numeric Yes

TA TE_PRODUCT string Yes Applicableto TEDG only
TA TE_FUNCTI ON string Yes Applicableto TEDG only
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DM_REMOTE_SERVICES SECTION

Field I dentifier Type Update Notes

TA _TARGET string Yes Applicableto TEDG only
TA TE_QUALI FI ER numeric Yes Applicableto TEDG only
TA_TE_RTQGROUP string Yes Applicableto TEDG only
TA_TE_RTQNAMVE string Yes Applicableto TEDG only
TA_TYPE string Yes Format: { SERVI CE |

QSPACE | QNAVE}
Applicable to TEDG only

Configuringthe  Thefollowing table lists the fields in the DM_ROUTI NG section.

DM_ROUTING
Section DM _ROUTING SECTION
Field | dentifier Type Update Notes
TA_ROUTI NGNAME string No key
TA _FI ELD string Yes
TA_RANGE string Yes
TA _BUFTYPE string Yes

Configuringthe  Thefollowing table lists the fields in the DM_ACCESS_CONTROL section.

DM_ACCESS_C
ONTROL  DM_ACCESS CONTROL SECTION
Section Field I dentifier Type Update Notes
TA_ACLNAME string key
TA_RDOM string Yes

Configuringthe  Thefollowing tableliststhefieldsin the DM PASSWORDS section. This section does hot

DM_PASSWOR  apply to the TEDG.
DS Section
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Mode

*DM_PASSWORDS SECTION

Field Identifier Type Update Notes

TA LDOM string No key

TA RDOM string No key

TA LPWD string Yes format: { Y|N|U}
TA RPWD string Yes format: { Y|N|U}

The TA_LPWD and TA_RPWD show the existence of a defined password for the local
and/or the remote domain. Passwords are not displayed. |If an UPDATE operation is
selected, the value of the corresponding field must be set to U. The program will then
prompt with echo turned off for the corresponding passwords.

dmadni n failsif it cannot allocate an FML typed buffer, if it cannot determine the
/et c/ passwd entry for the user, or if it cannot reset the environment variables
FI ELDTBLS or FLDTBLDI R.

The return value printed by dmadni n after each operation completes indicates the
status of the requested operation. There are three classes of return values.

The following return values indicate a problem with permissions or a BEA Tuxedo
communications error. They indicate that the operation did not compl ete successfully.

[TAEPERM
The calling process specified an ADD, UPDATE, or DELETE operation but it is
not running asthe BEA Tuxedo administrator. Update operations must be run
by the administrator (that is, the user specified in the Ul D attribute of the
RESQOURCES section of the TUXCONFI Gfile).

[TAESYSTEM
A BEA Tuxedo error has occurred. The exact nature of the error iswritten to
userl og(3c).

[TAECS]
An operating system error has occurred.

[TAETI ME]
A blocking timeout occurred. The input buffer was not updated so no
information was returned for retrieval operations. The status of update
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operations can be checked by doing aretrieval on the record that was being
updated.

Thefollowing return values indicate a problem in doing the operation itself and
generally are semantic problems with the application data in the input buffer. The
string field TA_STATUS will be set in the output buffer and will contain short text
describing the problem. The string field TA_ BADFLDNAME will be set to the field name
for the field containing the value that caused the problem (assuming the error can be
attributed to asingle field).

[TAECONFI G
An error occurred while the BDMCONFI G file was being read.

[TAEDUPLI CATE]
The operation attempted to add a duplicate record.

[TAEI NCONSI S]
A field value or set of field values are inconsistently specified.

[TAENCTFOUND]
Therecord specified for the operation was not found.

[TAENOSPACE]
The operation attempted to do an update but there was not enough space in
the BDMCONFI Gfile.

[TAERANGE]
A field valueis out of range or isinvalid.

[TAEREQUI RED]
A field value isrequired but not present.

[TAESI ZE]
A field value for astring field istoo long.

[TAEUPDATE]
The operation attempted to do an update that is not allowed.

Thefollowing return values indicate that the operation was successful.

[TAXK]
The operation succeeded. No updates were made to the BDMOONFI Gfile.

[TAUPDATED]
The operation succeeded. Updates were made to the BDMCONFI Gfile.
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When using dmunl oadcf to print entriesin the configuration, optional field values are
not printed if they are not set (for strings) or O (for integers). These fields will always
appear in the output buffer when using dmadni n. Inthisway, it makesit easier for the
administrator to retrieve an entry and update a field that previously was not set. The

entry will have the field name followed by atab but no field value.

In the following example, dmadni n isused to add a new remote domain. For
illustration purposes, ed(1) is used for the editor.

$ EDl TOR=ed dnmadni n

> config

Secti ons:
1) RESOURCES 2) LOCAL_DOMAI NS
3) REMOTE_DOVAI NS 4) LOCAL_SERVI CES
5) REMOTE_SERVI CES 6) ROUTI NG
7) ACCESS CONTROL 8) PASSWORDS

9) TDOMAI NS 10) OsSI TPS
11) SNADOVS 12) LOCAL_REMOTE_USER
13) REMOTE_USERS 14) SNACRMS
15) SNASTACKS 16) SNALI NKS
18) TOPEND q QUT
Enter Section [1]: 2
Operati ons:
1) FIRST 2) NEXT
3) RETRIEVE 4) ADD
5) UPDATE 6) DELETE

7) NEWSECTION 8) QU T
Enter Operation [1]: 4
Enter editor to add/nodify fields [n]? vy
a
TA RDOM B05
TA DOVAI NI D BA. BANKO5
TA TYPE TDOVAI N
w
53
q
Perform operation [y]? <return>
Ret urn val ue TAUPDATED
Buf fer contents:
TA OPERATI ON 4

TA_SECTI ON 2
TA_DOVAI NI D BA. BANKO5
TA_RDOM B05
TA_TYPE TDOVAI N
TA_STATUS Updat e conpl eted successfully
Operati ons:
1) FIRST 2) NEXT
3) RETRIEVE 4) ADD
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5) UPDATE 6) DELETE
7) NEWSECTION 8) QU T
Enter Operation [4]: 7
Section:
1) RESOURCES 2) LOCAL_DOWAI NS
3) REMOTE_DOMAI NS 4) LOCAL_SERVI CES
5) REMOTE_SERVI CES  6) ROUTI NG
7) ACCESS_CONTROL 8) PASSWORDS

9) TDOWAI NS 10) ©sl TPS
11) SNADOMVB 12) LOCAL_REMOTE_USER
13) REMOTE_USERS 14) SNACRVB

15) SNASTACKS 16) SNALI NKS

18) TOPEND q QT

Enter Section [1]: 9
Oper at i ons:

1) FI RST 2) NEXT
3) RETR EVE 4) ADD
5) UPDATE 6) DELETE

7) NEWSECTION 8) QU T
Enter Operation [6]: 4
Enter editor to add/nodify fields [n]? y
a
TA RDOM B05
TA NWADDR 0x00020401c0066d05
TA_NWDEVI CE /dev/tcp
w
55
q
Perform operation [y]? <return>
Ret urn val ue TAUPDATED
Buf f er contents:
TA OPERATI ON 4

TA_SECTI ON 8
TA_RDOM BO5
TA_NWADDR 0x00020401¢c0066d05
TA_NWDEVI CE /dev/tcp
TA_STATUS Updat e conpl et ed successfully
Oper at i ons:
1) FIRST 2) NEXT
3) RETRI EVE 4) ADD
5) UPDATE 6) DELETE

7) NEWSECTION 8) QU T
Enter Operation [4]: 8
> quit

The dnmadni n program ends.
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Variables

General
Diagnostics

Interoperability

Portability

See Also

If dmadni n isrun using the Ul D of the application administrator, it is assumed that the
user isatrusted user and security is bypassed. If dmadmi n isrun with another user 1D,
and the security option is enabled in the TUXCONFI Gfile, then the corresponding
application password is required to start the dnmadni n program. If standard input is a
termina, then dnadni n will prompt the user for the password with echo turned off. If
standard input is not aterminal, the password is retrieved from the environment
variable, APP_PW If this environment variable is not specified and an application
password is required, then dmadni n will fail to start.

When running with another user ID (other than the UID of the administrator) only a
limited set of commandsis available.

dmadni n resetsthe FI ELDTBLS and FLDTBLDI R environment variables to pick up the
${ TUXDI R}/ udat aobj / dmadni n field table. Hence, the TUXDI R environment
variable should be set correctly.

If the application requires security and the standard input to dmadni n isnot from a
termina, then the APP_Pwenvironment variable must be set to the corresponding
application password.

The TUXCONFI G environment variable should be set to the path name of the BEA
Tuxedo configuration file.

If the dmadmi n command is entered before the system has been booted, the following
message is displayed:

No bull etin board exists. Only | oggi ng conmands are avail abl e.

dmadni n then prompts for the corresponding commands.

If an incorrect application password is entered or is not available to a shell script
through the environment, then alog message is generated, the following message is
displayed, and the command terminates: | nval i d password ent er ed.

dmadnmi n must beinstalled on BEA Tuxedo Release 5.0 or later. Other nodes in the
same domain with a Release 5.0 gateway may be BEA Tuxedo Release 4.1 or later.

The dmadni n administrative tool is supported on any platform on which the BEA
Tuxedo server environment is supported.

dm oadcf (1), t madm n(1),topendpasswd(1), DMADM 5), DMCONFI ( 5) ,
DMCONFI G f or GWI'OPEND( 5)

Using the BEA Tuxedo Domains Component
Using the BEA Tuxedo TOP END Domain Gateway
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Name
Synopsis

Description

dm oadcf - parse a DMCONFI Gfile and load a binary BDMCONFI G configuration file
dm oadcf [-c] [-n] [-y] [-b blocks] {DMCONFIG file | - }

dm oadcf readsafileor standard input that isin DMCONFI Gsyntax, checks the syntax,
and optionally loads a binary BDMCONFI G configuration file. The BDMCONFI G
environment variable points to the path name of the BDMCONFI G file where the
information should be stored.

dm oadcf printsan error messageif it finds any required section of the DMCONFI Gfile
missing. If asyntax error isfound while the input fileisbeing parsed, dm oadcf exits
without performing any updates to the BDMOONFI Gfile.

dnl oadcf reguires the existence of the $TUXDI R/ udat aobj / DMTYPE file. Thisfile
defines valid domain types. If thisfile does not exist, dn oadcf exits without
performing any updates to the BDMCONFI G file.

The effective user identifier of the person running dm oadcf must match theul Din
the RESOURCES section of the TUXCONFI Gfile.

The - ¢ option to dnl oadcf causes the program to print the minimum amount of IPC
resources heeded for each local domain (gateway group) in this configuration. The
BDMCONFI Gfile is not updated.

The- n optionto dm oadcf causes the program to do only syntax checking of the text
DMCONFI Gfile without updating the BDMCONFI Gfile.

After syntax checking, dml oadcf checks whether the file referenced by the
BDMCONFI G environment variable exists, isavalid BEA Tuxedo file, and contains
BDMCONFI Gtables. If these conditions are not true, dnl oadcf givesthe user a chance
to create and initialize the file by displaying the following prompt:

Initialize BDMCONFI G file:path[y, q]?

Here pat h isthe complete filename of the BDMCONFI Gfile. Prompting is suppressed if
the standard input and output are not directed to aterminal, or if the -y optionis
specified on the command line. Any response other thaar*Y” causesini oadcf
to exit without creating a binary configuration file.
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If the BDMCONFI Gfile is not properly initialized, and the user has entered y after the
Initialize BDMOONFIG fil e prompt, thendm oadcf createsthe BEA Tuxedofile
system and creates the BDMCONFI Gtables. If the - b option is specified on the command
line, its argument defines the number of blocks for the device when the BEA Tuxedo
file system is created. If the value of the - b option islarge enough to hold the new
BDMOONFI Gtables, dm oadcf uses the specified value to create the new file system;
otherwise, dnl oadcf prints an error message and exits. If the - b option is not
specified, dn oadcf creates anew file system large enough to hold the BDMCONFI G
tables. The - b option isignored if the file system already exists. The - b option is
highly recommended if BDMCONFI Gisaraw device (that is, adevice that has not been
initialized). In this case, - b should be used to set the number of blocks on the raw
device. The - b option is not recommended if BDMOONFI Gis aregular UNIX file.

If the BDMCONFI Gfile has been initialized already, dm oadcf ensuresthat the local
domain described by that BDMCONFI Gfile is not running. If alocal domain is running,
dm oadcf printsan error message and exits. Otherwise, dn oadcf , to confirm that the
file should be overwritten, prompts the user with:

“Really overwrite BDMCONFIG file [y, ]?”

Prompting is suppressed if the standard input or output are not aterminal or if the -y
option is specified on the command line. Any response other $tiam “Y” will cause
dm oadcf to exit without overwriting the file.

If the SECURI TY parameter is specified in tIRESOURCES section of the'UXCONFI G

file, thendni oadcf flushes the standard input, turns off terminal echo, and prompts
the user for an application password as follo#vs:er Appl i cati on Password?

The password is limited to 30 characters. The option to load themesitF Gfile via

the standard input (rather than a file) cannot be used whesEthiRl TY parameter is
turned on. If the standard input is not a terminal, that is, if the user cannot be prompted
for a password (as withteer e file, for example), then the environment variable
APP_PWis accessed to set the application password. If the environment variable
APP_PWis not set with the standard input not a terminal, theroadcf will print an

error message, generate a log message and fail to loBoMbaNFI Gfile.

If no errors have occurred and all checks have pagstdadcf loads theDMCONFI G
file into theBDMCONFI Gfile. It overwrites all existing information found in the
BDMCONFI Gtables.

In this release, some of the domains terminology is changing. The Domains MIB uses
improved class and attribute terminology to describe the interaction between local and
remote domains. While this improved terminology is more accurate than previous
domains terminology, the scope of changes to domains-related documentation and
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Portability

Environment
Variables

Examples

Diagnostics

error messagesislimited in thisrelease. The improved terminology has been applied
to the DM _M B classes, reference page, and error messages, the DMCONFI G file syntax,
and various DMCONFI G error messages. For details, see “Domains Terminology
Improvements” in th&v M B(5) reference page.

For backwards compatibility, aliases are provided betweebMb@NFI Gterminology

used prior to this release and the improved Domains MIB terminology. In this release
dm oadcf accepts both versions of tBCONFI Gterminology.dnunl oadcf

however, generatestACONFI G file that uses the improved domains terminology by
default. Use thec option ofdnunl oadcf to generate BMCONFI Gfile that uses the
previous domains terminology.

Thednl oadcf administrative tool is supported on any platform on which the BEA
Tuxedo server environment is supported.

The environment variablePP_Pwmust be set for applications on which security is
required (theSECURI TY parameter in th&UXCONFI Gfile is set toaPP_PW and
dm oadcf is run with standard input directed to a destination other than a terminal.

The BDMCONFI G environment variable should point to BBEVCONFI G file.

The following example shows how a binary configuration file is loaded from the
bank. dntonf i g text file. TheBDMOONFI G device is created (or reinitialized) with
2000 blocks:

dm oadcf -b 2000 bank.dntonfig

If an error is detected in the input, the offending line is printed to standard error, along
with a message indicating the problem. If a syntax error is found DMb@NFI G file

or the system is currently running, no information is updated iBkeONFI Gfile and

dni oadcf exits with exit code 1.

If dml oadcf is run on an active node, the following error message is displayed:
*** dm oadcf cannot run on an active node ***

If dm oadcf is run by a person whose effective user identifier does not matththe
specified in the'UXCONFI Gfile, the following error message is displayed:

*** UDis not effective user ID ***

Upon successful completiodn oadcf exits with exit code 0. If thBDMCONFI Gfile
is updated, aser | og message is generated to record this event.
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See Also

dnunl oadcf (1), DMCONFI G( 5) , DMOONFI G f or GWIOPEND( 5) , UBBCONFI &( 5)
Administering a BEA Tuxedo Application at Run Time
Using the BEA Tuxedo Domains Component

Using the BEA Tuxedo TOP END Domain Gateway
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Name  dnunl oadcf - unload binary BDMCONFI Gdomain configuration file
Synopsis  dnunl oadcf [-c]

Description  dnunl oadcf translates the BDMCONFI G configuration file from the binary
representation into text. Thistranslation is useful for transporting thefile in acompact
way between machineswith different byte orderings, and for making a backup copy of
the filein a compact form for reliability. The text format is the same as that described
in DMCONFI &(5) .

dmunl oadcf reads values from the BDMCONFI Gfile referenced by the BDMCONFI G
environment variable and writes them to standard output.

In this release, dmunl oadcf , by default, generates a DMCONFI Gfile that uses the
improved domains terminology. Refer to the following section, “Domains
Terminology Improvements,” for details. Use the option to generate BVCONFI G
file that uses the previous domains terminology.

Domains  In this release, some of the domains terminology is changing. The Domains MIB use
Terminology  improved class and attribute terminology to describe the interaction between local an
Improvements  remote domains. While this improved terminology is more accurate than previous

domains terminology, the scope of changes to domains-related documentation and
error messages is limited in this release. The improved terminology has been applie
to theDM M B classes, reference page, and error messageviatiF G file syntax,
and variouMCONFI G error messages. For details, see “Domains Terminology
Improvements” in th&v M B(5) reference page.

For backward compatibility, aliases are provided betweebNbeNFI G terminology

used prior to this release and the improved Domains MIB terminology. In this release
dm oadcf accepts both versions of tBCONFI Gterminology.dnunl oadcf

however, generatestACONFI G file that uses the improved domains terminology by
default. Use thec option ofdnunl oadcf to generate BMCONFI Gfile that uses the
previous domains terminology.

Portability = Thednunl oadcf command is supported on any platform on which the BEA Tuxedo
server environment is supported.
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Examples

Diagnostics

See Also

To unload the configuration in/ usr/ t uxedo/ BDMCONFI Ginto thefile
bdnronfi g. backup:

BDMCONFI G=/ usr / t uxedo/ BDMCONFI G drmunl oadcf > bdntonfig. backup

dmunl oadcf checks that the file referenced by the BDMCONFI G environment variable
exists, isavalid BEA Tuxedo file system, and contains BDMCONFI Gtables. If any of
these conditions is not met, dmunl oadcf printsan error message and exits with error
code 1. Upon successful completion, dnmunl oadcf exits with exit code 0.

dml oadcf (1), DMCONFI &( 5) , DMCONFI G for GWIOPEND( 5)
Using the BEA Tuxedo Domains Component
Using the BEA Tuxedo TOP END Domain Gateway
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Name
Synopsis

Description

gencat - generate aformatted message catalog
gencat [-m catfile nsgfile

Thegencat utility merges the message text source file(s) nsgf i I e into a formatted
message database cat f i | e. The database cat fi I e iscreated if it does not already
exist. If cat fil e doesexist its messages are included inthenew cat fi I e. If set and
message humbers collide, the new message text defined in nmsgf i I e replaces the old
message text currently contained in cat f i I e. The message text source file (or set of
files) input togencat can contain either set and message numbers or simply message
numbers, in which casethe set NL_SETD (seenl _t ypes(5)) is assumed.

Theformat of amessage text source fileisdefined inthelist below. Note that the fields
of amessage text source line are separated by a single ASCII space or tab character.
Any other ASCII spaces or tabs are considered to be part of the subsequent field.

$set n coment
Where n specifiesthe set identifier of the following messages until the next
$set, $del set, or end-of-file appears. n must be a number in the range
(1- {NL_SETMAX}). Set identifiers within a single source file need not be
contiguous. Any string following the set identifier istreated asacomment. If
no $set directive is specified in a message text sourcefile, al messages are
located in the default message set. NL_SETD.

$del set n conment
Deletes message set n from an existing message catalogue. Any string
following the set number istreated as acomment. (Note: if nisnot avalid set
itisignored.)

$ comment
A line beginning with adollar symbol ($) followed by an ASCII space or tab
character istreated as a comment.

m nessage_t ext
The mdenotes the message identifier, which is a number in the range
(2- {NL_ms@wax}). (Do not confuse this message text syntax with the - m
command-line option described under NOTES.) The message text is stored in
the message catal ogue with the set identifier specified by the last $set
directive, and with message identifier m If the message text isempty, and an
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$quot e

ASCII space or tab field separator is present, an empty string is stored in the
message catalog. If amessage source line has a message number, but neither
afield separator nor message text, the existing message with that number (if
any) is deleted from the catalogue. M essage identifiers need not be
contiguous. The length of message text must be in the range

(0- { NL_TEXTMAX}).

[

Thisline specifies an optional quote character ¢, which can be used to
surround message text so that trailing spaces or null (empty) messages are
visible in amessage source line. By default, or if an empty $quot e directive
is supplied, no quoting of message text isrecognized. Empty linesin a
message text source file areignored. Text strings can contain the special
characters and escape sequences defined in the following table.

Description Symbol Escape Sequence
newline NL(LF) \n

horizontal tab HT \t

vertical tab VT \v

backspace BS \b

carriage return CR \r

form feed FF \ f

backslash \ \\

bit pattern ddd \ ddd

The escape sequence \ddd consists of abackslash followed by 1, 2, or 3 octal digits,

which ar

etaken to specify the value of the desired character. If the character following

abackdlash is not one of those specified, the backdash is ignored.

A backs|

ash followed by an ASCII newline character is also used to continue a string

on the following line. Thus, the following two lines describe a single message string:

1 This
to the

line continues \
next |ine
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Portability

Notices

See Also

which is equivalent to:
1 This line continues to the next line

gencat issupported on any platform on which the BEA Tuxedo server environment
is supported.

Thisversion of gencat produces acatalog that at run-timeisread intomal | oc’ed
space. Shared catalogs available with some versiogenoht are not available. On
some systems, generationnaf | oc’ed catalogs requires that thenoption be
specified. This option can be specified on the command line, but has no effect.
mal | oc’ed catalogs are the default; theoption is supported for compatibility only.

The catalog file generated by this command is limited in size to 64K. Larger catalog
files result in an error being reported by this command and no catalog file being
generated.

nl _types(5)
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mkfldhdr, mkfldhdr32(1)

Name

Synopsis

Description

Errors

Examples

nkf | dhdr, nkf| dhdr 32 - create header files from field tables

nkfldhdr [-d outdir] [ field table... ]
nkfldhdr32 [-d outdir] [ field table... ]

nkf | dhdr translates each field table file to a corresponding header file suitable for
inclusion in C programs. The resulting header files provide #def i ne macros for
converting from field namesto field IDs. Header filenames are formed by
concatenating a . h to the simple filename for each file to be converted.

Thefield table names may be specified on the command line; each file is converted to
a corresponding header file.

If the field table names are not given on the command line, then the program uses the
FI ELDTBLS environment variable as the list of field tablesto be converted, and
FLDTBLDI R environment variable as alist of directories to be searched for the files.
FI ELDTBLS specifies acomma-separated list of field table filenames. If FI ELDTBLS
hasno value, f1 d. t bl isused asthe name of the (only) field table file (in this case,
the resulting header file will be (f I d. t bl . h). The FLDTBLDI R environment variable
isacolon-separated list of directoriesin whichtolook for each field table whose name
isnot an absolute path name; the search for field tablesis very similar to the search for
executable commands using the UNIX System PATH variable. If FLDTBLDI Ris not
defined, only the current directory is searched. Thus, if no field table names are
specified on the command line and FI ELDTBLS and FLDTBLDI Rare not set, mkf | dhdr
will convert thefield tablef | d. t bl in the current directory into the header file
fld.tbl.h.

The - d option is available to specify that the output header files are to be created in a
directory other than the present working directory.

nkf | dhdr 32 isused for 32-bit FML. It usesthe FI ELDTBLS32 and FLDTBLDI R32
environment variables.

Error messages are printed if the field table load fails or if an output file cannot be
created.

FLDTBLDI R=/ proj ect/fldtbls

FI ELDTBLS=maskftbl, DBf t bl , mi scfthl,
export FLDTBLDI R FI ELDTBLS
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nkf | dhdr producesthe#i ncl ude filesmaskft bl . h,DBf t bl . h,andni scftbl . hin
the current directory by processing the files maskf t bl , DBf t bl , and mi scft bl in
directory / proj ect/fldthls.

With environment variables set as in the example above, the command nkf | dhdr

- d$FLDTBLDI Rpr ocesses the sameinput field-table files, and produces the same
output files, but places them in the directory given by the value of the environment
variable FLDTBLDI R.

Thecommand nkf | dhdr nyfi el dspr ocesses theinput filenyf i el ds and produces
nyf i el ds. h inthe current directory.

See Also  Introduction to FML Functions, fi el d_t abl es(5)
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mklanginfo(1)

Name
Synopsis

Description

nkl angi nf o - compile language information constants for alocale
nkl angi nfo [ fnane]

This program takes the file specified as an argument, and converts the input into afile
suitable for placement in $TUXDI R/ | ocal e/xx/ LANG NFOwhere xx is a specific
locale. The standard input is used if afile argument is not specified. The language
values are used by set | ocal e(3c),strftime(3c),andnl _I angi nfo(3c) .

nkl angi nf o readsinput lines, ignoring lines that begin with white space or '#. Vaue
input lines must be of the form

<token>=" val ue"

The characters between the t oken and the double-quoted val ue can be anything but
a double quote as long as white space appears after the token. If val ue isthe null
string, the line isignored. Otherwise, t oken must be either an integer between 1 and
48, inclusive, or astring, asfollows.

Integer String Value 1

DAY_1 Day 1 of the week, for example, Sunday 2

DAY_2 Day 2 of the week, for example, Monday 3

DAY_3 Day 3 of the week, for example, Tuesday 4

DAY_4 Day 4 of the week, for example, Wednesday 5
DAY_5 Day 5 of the week, for example, Thursday 6

DAY_6 Day 6 of the week, for example, Friday 7

DAY_7 Day 7 of the week, for example, Saturday 8
ABDAY_1 Abbreviated day 1 of the week, for example, Sun 9
ABDAY_2 Abbreviated day 2 of the week, for example, Mon 10
ABDAY_3 Abbreviated day 3 of the week, for example, Tue 11
ABDAY_4 Abbreviated day 4 of the week, for example, Wed 12
ABDAY_5 Abbreviated day 5 of the week, for example, Thu 13
ABDAY_6 Abbreviated day 6 of the week, for example, Fri 14
ABDAY_7 Abbreviated day 7 of the week, for example, Sat 15
MON_1 Month 1 of the year, for example, January 16
MON_2  Month 2 of the year, for example, February 17
MON_3  Month 3 of the year, for example, March 18

MON_4  Month 4 of the year, for example, April 19

MON_5 Month 5 of the year, for example, May 20

MON_6  Month 6 of the year, for example, June 21

MON_7  Month 7 of the year, for example, July 22
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MON_8 Month 8 of the year, for exanple, August 23
MON_9 Month 9 of the year, for exanple, Septenber 24
MON_10 Month 10 of the year, for exanple, Cctober 25
MON_ 11 Month 11 of the year, for exanple, Novenber 26
MON_12 Month 12 of the year, for exanple, Decenber 27

ABMON 1 Abbr evi at ed nont h
ABMON 2 Abbr evi at ed nont h
ABMON 3 Abbr evi at ed nont h
ABMON 4 Abbr evi at ed nont h
ABMON 5 Abbr evi at ed nont h
ABMON 6 Abbr evi at ed nont h
ABMON 7 Abbr evi at ed nont h
ABMON 8 Abbr evi at ed nont h
ABMON 9 Abbr evi at ed nont h

of the year, for exanple, Jan 28
of the year, for exanple, Feb 29
of the year, for exanple, Mar 30
of the year, for exanple, Apr 31
the year, for exanple, My 32
of the year, for exanple, Jun 33
of the year, for exanple, Jul 34
of the year, for exanple, Aug 35
of the year, for exanple, Sep 36

OCoO~NOUDWNPE
o
=

ABMON_10 Abbrevi ated month 10 of the year, for exanple, Cct 37
ABVMON_11 Abbrevi ated nmonth 11 of the year, for exanple, Nov 38
ABMON_12 Abbrevi ated nmonth 12 of the year, for exanple, Dec 39
RADI XCHAR Radi x character, for exanple, '.’ 40

THOUSEP  Separator for thousands 41

YESSTR Affirmative response string, for exanple, yes 42
NOSTR Negati ve response string, for exanple, no 43
CRNCYSTR Currency synbol 44

D_T_FMT string for formatting date and time, for example, “%a%hb%d%H:%M:0Y” 45
D_FMT  string for formatting date, for example, “%m/%d/%y" 46

T_FMT  string for formatting time, for example, “H:%M:%S” 47

AM_FMT Ante Meridian affix, for example, AM 48

PM_FMT Post Meridian affix, for example, PM

Diagnostic

Theinput lines may appear in any order. If an input line appears more than once for
the same value, the last line for that valueis used.

After processing thefile, mklanginfo  prints the string name and string value for each
language information constant shown in the previous code listing to the standard error
inthe order specified in thelisting. The null string is used as avalue for any language
information constant not specified; nl_langinfo uses the default value for the C
locale (U.S. English values) for these unset constants.

If afilenameis specified on the command name, mklanginfo  writes the compiled
output to f nane.out ; otherwise, the output iswritten to the standard output. The
format isalist of al of the null-terminated string values (without newlines).

If an error occursin reading thefile or in the syntax, an error messageis printed to the
standard error and the program exits with exit code 1. On success, the program exits
with exit code O.
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Examples

Files

Notices

See Also

The defaults for the BEA Tuxedo system (locale C) are located in
$TUXDI R/ | ocal e/ T | ang. t ext . To provide French values, an administrator might
do the following (on a UNIX system platform):

nkdir $TUXDI R/ | ocal e/ f rench
cd $TUXDI R/ | ocal e/ french

cp $TUXDI R/ I ocal e/ C/ | ang. t ext
ed | ang. text

convert to French values
w

q
nkl angi nfo | ang.text > LANG NFO

$TUXDI R/ | ocal e/ T/ | ang. t ext - the default values for the C locale
$TUXDI R/ | ocal e/ T/ LANG NFO - the “compiled” file for the C locale
$TUXDI R/ | ocal e/ xx/ LANG NFO - the “compiled” file for thexx locale

Thenkl angi nf o command and the resultingNG NFOfile are needed only if the
BEA Tuxedo system compatibility functions feet | ocal e(),strftime(), or

nl _l angi nf o() are used. The functions provided with the UNIX System use a
different set and format of files.

nl _langi nfo(3c),setlocale(3c),strftinme(3c),I|anginfo(5)

BEA Tuxedo Command Reference 65



Section 1 - Commands

qmadmin(1)

66

Name
Synopsis

Description

gmadni n - queue manager administration program
[ QUCONFI G=<devi ce>] qmadnmi n [ <devi ce>]

Withthe commandslisted in thisentry, gmadni n supportsthe creation, inspection, and
modification of message queues. The universal device list (UDL) mapsthe physical
storage space on a machine on which the BEA Tuxedo systemis run. An entry in the
UDL points to the disk space in which the queues and messages of a queue space are
stored. The name of the device (file) on which the UDL resides (or will reside) for the
gueue space may be specified either as a command-line argument or via the
environment variable QUCONFI G. If both are specified, the command option is used.

As a system-provided command, gmadni n does not undergo normal initialization, so
it does not pick up thevalue of ULOGPFX from the UBBCONFI Gfile. Asaresult, any log
entries generated by gmadni n commands are written to the current working directory.
Thisis corrected by setting and exporting the ULOGPFX environment variable to the
path name of the directory in which the userlog is located.

gmadni n uses the greater than sign (>) as a prompt. Arguments are entered separated
by white space (tabs and/or spaces). Arguments that contain white space may be
enclosed within double quotes; if an argument enclosed within double quotes contains
adouble quote, the internal double quote must be preceded with a backslash.
Commands prompt for required information if it is not given on the command line. A
warning message is displayed and the prompt shown again, if arequired argument is
not entered. Commands do not prompt for information on optional parameters.

A user can exit the program by entering q or <CTRL- d> when prompted for a
command. Output from a command may be terminated by pressing BREAK; the
program then prompts for the next command. Hitting return when prompted for a
command repeats the previously executed command, except after a break.

Note that there is no way to effectively cancel acommand once you press RETURN;
hitting BREAK only terminates output from the command, if any. Therefore, be sure
that you type a command exactly as you intended before pressing RETURN.

Output from gmadnmi n commandsiis paginated according to the pagination command
in use (seethe pagi nat e subcommand below).
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When gnadni n isinitially entered, no queue space isopened. To create a queue space,
run gspacecr eat e; to open it, run qopen. The gabor tt r ans, qcl ose,
gqchangepri o, gchangequeue, gchanget i ne, qchangeexpti me, gcomi ttrans,

gchange, qcr eat e, qdel et ensg, gi nfo, gl i st,qprinttrans and gset commands
can be executed only when a queue space is open.

The following table lists the gmadni n commands grouped by functional type.

Command Command Purpose

Type

Generd
echo Echo input command lines
hel p Print help messages
pagi nate Paginate output
quit Terminate the session
ver bose Produce output in verbose mode
' shel I command Escape to shell and execute shel | conmand
' Repest previous shell command
# Indicate comment lines
<CR> Repeat the last command

Queue Space
chdl Change the name for a universal device list entry
crdl Create an entry in the universal devicelist
dsdl Destroy an entry found in the universal device list
ipcrm Remove | PC data structures used for the queue space
i pcs List IPC data structures used for the queue space
Iidl Print the universal devicelist
livtoc Prints information for all VTOC table entries
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Command Command Purpose
Type
gaddext Add an extent to the queue space
qcl ose Close the currently open queue space
gopen Open and initialize structures for the queue space
gsi ze Compute the size of shared memory needed for a queue space
gspacechange Change the parameters for a queue space
gspacecreate Create a queue space for queued messages
gspacedestroy Destroy the named queue space
gspacel i st List the creation parameters for the queue space
Queue
gchange Modify aqueuein the currently open queue space
gcreate Create a queue in the currently open queue space
gdest roy Destroy the named queue
gi nfo List information for associated queue or for all queues
Message
gchangeexp Change the expiration time for messages on a queue

gqchangeprio

Change the priority for messages on a queue

gqchangequeue

Move messages to a different queue within the same queue
space

gqchangeti e

Change the execution time for messages on a queue

qdel et ensg

Delete messages from a queue

glist Lists messages on a queue
gscan Sets selection criteria used by other commands
gset Sets the queue name used by other commands
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Command Command Purpose
Type
Transaction
gaborttrans Abort a precommitted transaction
gconmi ttrans Commit a precommitted transaction
gprinttrans Print transaction table information for outstanding transactions
gmadmin  Commands may be entered either by their full name or their abbreviation (if available,
Commands  the abbreviation is listed below in parentheses following the full name), followed by

any appropriate arguments. Arguments appearing in square brackets ([]) are optional;
thosein curly braces ({}) indicate a selection from mutually exclusive options.

chdl [dl i ndex [newdevi ce]]
Change the name for a universal device list entry. The first argument is the
index of the device on the universal device list that isto be changed (device
indexesarereturned by | i dl ). The program promptsforitif itisnot provided
on the command line.

The second argument is the new device name. If adevice name is not
provided on the command line, the program prints the current device name
and then prompts for anew one. The name is limited to 64 charactersin
length. Use this command cautiously; files and data are not accessible viathe
old name after the device name is changed.

For more information about printing the Universal Device List (UDL) and
Volume Table of Contents (VTOC), see Administering a BEA Tuxedo
Application at Run Time.

crdl [device[offset [size]]]
Create an entry inthe universal devicelist. Note: Thefirst entry inthe device
list must correspond to the device that is referenced by QVCONFI Gand must
have an offset of 0. If arguments are not provided on the command line, the
program prompts for them.

The arguments are the device name, the block number at which space may
begin to be allocated, and the number of physical pages (disk sectors) to be
allocated.
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More than one extent can be allocated to a given file. Y ou can, for example,
allocate / app/ queues/ nyspace 0 500, and then allocate

/ app/ queues/ myspace 1000 500, for atotal of 1000 blocks allocated with
blocks 500 through 999 not being used.

Several blocksfrom thefirst device entry are used by the devicelist and table
of contents. Up to 25 entries may be created on the device list.

dsdl [-y] [dli ndex]

Destroy an entry found in the universal devicelist. The dl i ndex argument is
theindex on the universal devicelist of the device that isto be removed from
thedevicelist. If it isnot provided onthe command line, the program prompts
for it. Entry 0 cannot be removed until all vTOC files and other device list
entries are destroyed. (Because entry O contains the device that holds the
device list and table of contents, destroying it also destroysthese two tables.)
vToc files can be removed only by removing the associated entities (for
example, by destroying a queue space that resides on the device). The
program prompts for confirmation unless - y is specified.

echo (e) [{off |on}]

Echo input command lines when set to on. If no option is given, then the
current setting istoggled, and the new setting is printed. The initial settingis
of f.

hel p (h) [{command|all}]

i pcr m[-

Print help messages. If a conmand is specified, the abbreviation, arguments,
and description for that command are printed. The al | argument causes a
description of al commands to be displayed.

If no arguments are specified on the command line, the syntax of all
commands is displayed.

f1[-y] [queue_space_nane]

i pcr mremovesthe IPC data structures used for the specified queue space. If
a queue space hame is not provided on the command line, the program
prompts for one. If the specified queue space is open in gmadni n, it will be
closed. i pcr mknows all IPC resources used by the queue space and is the
only way that the | PC resources should be removed. gmadni n ensuresthat no
other processes are attached to the queue space before removing the |PC
resources. The - f option can be specified to force removal of IPC resources
even if other processes are attached. Thiscommand promptsfor confirmation
before execution if the-f option is specified, unlessthe-y optionis
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specified. All non-persistent messages in the specified queue space are
permanenetly lost when this command completes successfully.

i pcs [queue_space_nane]

i pcs liststhe |PC data structures used for a queue space, if any (none may be
used if the queue space is not opened by any process). If aqueue space name
is not provided on the command line, the program prompts for one.

Lidl [dlindex]

livtoc

Print the universal device list. For each device the following is listed: the
index, the name, the starting block, and the number of blocks on the device.
In verbose mode, amap is printed that shows free space (starting address and
size of free space). If d/ i ndex is specified, then only the information for that
devicelist entry is printed.

Printsinformation for all vToCtable entries. The information printed for each
entry includes the name of the VTOC table, the device on which itisfound, the
offset of the vTCC table from the beginning of the device and the number of
pages allocated for that table. There are a maximum of 100 entriesin the
VTCC.

pagi nat e (page) [{of f | on}]

Paginate output. If no option is given, then the current setting istoggled, and
thenew settingisprinted. Theinitial settingison, unlesseither standard input
or standard output isanon-terminal device. Pagination may beturned on only
when both standard input and standard output are terminal devices.

The default paging command is the pager indigenous to the native operating
system environment. The command pg, for example, is the default command
on the UNIX operating system. The shell environment variable PAGER may
be used to override the default command used for paging output.

gaborttrans (gabort) [-y] [t rani ndex]

Heuristically abort the precommitted transaction associated with the specified
transactionindex, t r ani ndex. If the transaction index is not specified on the
command line, the program prompts for it. If the transaction is known to be
decided and the decision was to commit, gabortt r ans fails. Theindex is
taken from the previous execution of the gpri ntt r ans command.
Confirmation is requested unlessthe - y option is specified. This command
should be used with care.
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gaddext [queue_space_nane [pages]]

Add an extent to the queue space. The queue space must not be active (no
processes can be attached to the queue space). |f a queue space name and the
number of additional physical pagesto allocate for the queue space are not
specified on the command line, the program promptsfor them. If the specified
gueue space isopen in gmadmi n, it will be closed. The number of physical
pages is rounded down to the nearest multiple of four pages (see

gspacecr eat e for clarification and examples). Spaceis allocated from
extents defined in the UDL associated with the QUOONFI G device. Each new
gueue space extent uses an additional entry in the VTOC (a maximum of 100
entries are available). The queue manager names the extents such that they
can be identified quickly and associated with the queue space. All
non-persistent messages in the specified queue space are permanently lost
when this command compl etes successfully.

gchange [queue_nane [out - of - order [retries [del ay [hi gh [l ow[cnd]]]]]]]
[-d persi st |nonpersist][-n nhigh, nl ow, ncnd]
[-e default_rel ative_expiration_tine]

Modify a queue in the currently open queue space. The required arguments
may be given on the command line or the program will prompt for them.
These are the queue name, whether out-of-order enqueuing is allowed (not
allowed, top of queue, or before aspecified nsgi d); the number of retriesand
delay time in seconds between retries; and the high and low limits for
execution of athreshold command and the threshold command itself for
persistent messaging.

The out-of -order values arenone, t op, and msgi d. Botht op and nsgi d may
be specified, separated by a comma.

Thethreshold values are used to allow for automatic execution of acommand
when athreshold is reached for persistent messages. The high limit specifies
when the command is executed. The low limit must be reached before the
command is executed again when the high limit is reached. For example, if
the limits are 100 and 50 messages, the command is executed when 100
messages are on the queue, and it is not executed again until the queueis
drained down to 50 messages and is filled again to 100 messages. The queue
capacity can be specified in bytes or blocks used by the queue (number
followed by ab or B suffix), percentage of the queue space used by the queue
(nunmber followed by a99, or total number of messages on the queue (nunber
followed by an m). The threshold type for the high and low threshold values
must be the same. It isoptional whether or not the type is specified on thelow
value, but if specified, it must match the high value type. The message ()
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suffix spansboth persistent and non-persistent messages. The other threshold
suffixes apply only to persistent messages. Use the - n option to specify
threshold values for non-persistent messages. When specified on the
command line, the threshold command should be enclosed in double
guotation marks if it contains white space. The retry count indicates how
many times a message can be dequeued and the transaction rolled back,
causing the messageto be put back on the queue. A delay between retriescan
also be specified. When the retry count is reached, the message is moved to
the error queue defined for the queue space. If no error queue has been
defined, the message is dropped. The queue ordering values for the queue
cannot be changed. Low-priority messages are dequeued after every ten
messages, even if the queue till contains high-priority messages.

The - d option specifies the default delivery policy for the queue. The valid
values for the - d option are per si st and nonper si st . When the default
delivery policy isper si st , enqueued messages with no explicitly specified
delivery mode are delivered using the persistent (disk-based) delivery
method. When the policy isnonper si st , enqueued messages with no
explicitly specified delivery mode are delivered using the non-persistent (in
memory) delivery method. If the - d optionis not specified, the system does
not prompt for information and the default delivery policy is unchanged.
When the default delivery policy is modified, the delivery quality of service
is not changed for messages aready in the queue. If the queue being modified
is the reply queue named for any messages currently in the queue space, the
reply quality of serviceis not changed for those messages as a result of
changing the default delivery policy of the queue.

If a non-persistent message cannot be enqueued due to an exhausted or
fragmented memory area, the enqueuing operation fails, even if thereis
sufficient persistent storage for the message. If a persistent message cannot
be enqueued dueto an exhausted or fragmented disk, the enqueuing operation
fails, even if there is sufficient non-persistent storage for the message.

If the amount of memory reserved for non-persistent messages in a queue
spaceis zero (0), no space isreserved for non-persistent messages. (See
gspacecr eat e and gspacechange for information on specifying the
non-persistent message memory area.) In this case, attempts to enqueue a
non-persistent message fail. Thisincludes messages with no specified
delivery quality of service for which the target queue has a default delivery
policy of nonper si st .
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The - n option specifies the threshold val ues used for automatic execution of
a command when a non-persistent storage area threshold is reached. The
nhi gh limit specifies when the command ncnd is executed. The n/ owlimit
must be reached before the command will be executed again when the nhi gh
limit is reached. If the - n option is specified, the nhi gh, nl ow, and ncnd
values must all be supplied, or the command fails. The ncnd value may be
specified as an empty string. If the - n option is not specified, the program
does not prompt for information.

The memory capacity (amount of non-persistent data in the queue) can be
specified as one of the following threshold types: bytes (b), blocks (B), or
percentage (nunmber followed by %). The threshold type for the nhi gh and
nl owvalues must be the same. For example, if nhi gh is set to 100%, then
nl ow, if specified, must also be specified as a percentage. Thethreshold type
of the nl owvalueisoptional. If the - n option is not specified, the default
threshold values for non-persistent messaging are unchanged. If ncnd
contains white space, it must be enclosed in double quotation marks.

The msuffix of the[ ... [hi gh[l ow[cnd]] . . .] thresholds applies to all
messages in a queue, including both persistent and non-persistent messages,
and therefore is not available with nhi gh and nl ow The[ . ..

[hi gh[! ovfcrd]] . . .] thresholds specified without the - msuffix apply to
persistent (disk-based) messages only.

The-e defaul t_rel ative_expiration_time option setsan expiration
time for al messages enqueued to the queue that do not have an explicitly
specified expiration time. The expiration time may be either arelative
expiration timeor none. When the expiration timeisreached and the message
has not been dequeued or administratively deleted, the message is removed
from the queue, all resources associated with the message are reclaimed by
the system, and statistics are updated. If the expiration time is before the
message availability time, the message is not available for dequeuing unless
either the availability or expiration timeis changed so that the availability
time is before the expiration time. In addition, these messages are removed
from the queue at expiration time even if they were never available for
dequeuing. If amessage expires during atransaction, the expiration does not
cause the transaction to fail. Messages that expire while being enqueued or
dequeued within a transaction are removed from the queue when the
transaction ends. There is no notification when a message has expired.

If the- e optionisnot specified, the default expiration time of the queueisnot
changed. When the queue’s expiration time is modified usihgnge, the
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expiration times for messages already in the queues are not modified. If the
- e option is not specified, the program does not prompt for it.

Theformat of arelativedefault _rel ati ve_expiration_tineis
+seconds where seconds isthe number of seconds from the time that the
gueue manager successfully completes the operation to the time that the
message expires. A value of zero (0) indicates immediate expiration.The
value of defaul t_rel ati ve_expi ration_time may aso be set to the
string none. The none string indicates that messages that are enqueued with
no explicit expiration time will not expire unless an expiration time is
explicitly assigned to them.

gchangeexp (qce) -y [newt i ne]
Change the expiration time for messages on a queue. When a message
expires, it is removed from the queue, all resources used by the message are
reclaimed by the system, and the relevant statistics are updated. If the
expiration time is before the message availability time, the message is not
available for dequeuing unless either the availability or expiration timeis
changed so that the avail ability time is before the expiration time. In addition,
these messages are removed from the queue at expiration time even if they
werenever availablefor dequeuing. If amessage expires during atransaction,
the expiration does not cause the transaction to fail. Messages that expire
while being enqueued or dequeued within atransaction are removed from the
gueue when the transaction ends. There is no notification when a message has
expired.

The queue for which an expiration timeis set is selected using the gset
command. Selection criteriafor limiting the messages to be updated are set
with the gscan command. If no selection criterion isset, then all messageson
the queue are changed. By default, a confirmation is requested before the
expiration time is set. The - y option specifies no prompt for confirmation.
The newt i me value can be relative to either the current time, an absolute
value, or none. If the newt i me value is not provided on the command line,
the program prompts for it.

M essages enqueued by versions of the BEA Tuxedo system that do not
support message expiration cannot be modified to have an expiration time
even when the queue manager responsible for changing the val ue supports
message expiration. If messages affected by qchangeexp have been
enqueued by one of these versions of the BEA Tuxedo system, an error
message i ndicates that some of the sel ected messages were not modified due
to this limitation.
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A relative expiration time isrelative to when the request arrives at the queue
manager process. The format of arelative newt i ne is +seconds where
seconds isthe number of seconds from the time that the queue manager
successfully completes the operation to the time that the message expires. If
seconds is set to zero (0), messages expire immediately. An absolute
expiration time is determined by the clock on the machine where the queue
manager process resides. The format of an absolute newt i ne is

Y o HH M SS]1]]] as described in gscan. The value of newt i me may
also be set to the string none, which indicates that affected messages never
expire.

gchangepri o (qcp) [-y] [newpriority]

This command can be used to change the priority for messages on a queue.
The queue that is affected is set using the gset command and the selection
criteriafor limiting the messages to be updated are set using the gscan
command.

If no selection criteria are set, then all messages on the queue are changed:
confirmationisrequested beforethisisdone unlessthe- y option is specified.
It isrecommended that the gl i st command be executed to see what
messages will be modified (this reduces typographical errors). The

newpri ority value specifies the new priority which will be used when the
message(s) are forwarded for processing. It must be in the range 1 to 100,
inclusive. If not provided on the command line, the program will prompt for
it.

gchangequeue (qcq) [-y] [newgueue]

This command can be used to move messages to a different queue within the
same queue space. The queue from which messages are moved is set using
the gset command and the selection criteria for limiting the messages to be
moved are set using the gscan command. If no selection criteriaare set, then
all messages on the queue are moved: confirmation isrequested beforethisis
done unlessthe - y option is specified. It isrecommended that the gl i st
command be executed to see what messages will be moved (this reduces
typographical errors). The neugqueue value specifies the name of the queue
to which messages will be moved. If newgueue is not specified on the
command line, the program promptsfor it. The delivery quality of service of
amessage is not changed to match the default delivery policy of neungueue.

When messages with an expiration time are moved, the expiration time is
considered an absolute expiration time in the new queue, even if it was
previously specified as arelative expiration time.
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gchangetime (qct) [-y] [newt i ne]

qcl ose

This command can be used to change the message availability time for
messages on aqueue. The queue is specified using the gset command. The
selection criteria for limiting the messages to be updated are set using the
gscan command.

If no selection criteria are set, then all messages on the queue are changed:
confirmation isrequested before thisis done unlessthe - y option isspecified.
It is recommended that the gl i st command be executed to see what
messages will be modified (this reduces typographical errors). The newt i me
value can be either relative to the current time or an absolute value. If not
provided on the command line, the program will prompt for it. The format of
arelative onet i me is +seconds where seconds is the number of seconds
from now that the message isto be executed (0 impliesimmediately). The
format of an absolute newt i e is YY] M| DOl HH MM SS] 1111, as described
Ingscan.

Close the currently open queue space. All hon-persistent messagesin the
specified queue space are permanenetly lost when this command completes
successfully.

gcommi ttrans (qconmi t) [-y] [t rani ndex]

Heuristically commit the precommitted transaction associated with the
specified transaction index t r ani ndex. The program will prompt for the
transaction index if not specified on the command line. If the transaction is
known to be decided and the decision was to abort, gconmi t t r ans will fail.
Theindex is taken from the previous execution of the gqpri ntt r ans
command. Confirmation is requested unlessthe - y option is specified. This
command should be used with care.

qcreate (qcr) [queue_nanme [qorder [out-of-order [retries [delay
[hi gh [l ow [end]]]]1]]] [-d per si st |nonpersi st] [-n nhi gh, nl ow, ncmd]
[-edefault_rel ative_expiration_tine]

Create a queue in the currently open queue space. The required arguments
may be given on the command line or the program will prompt for them.
These are the queue name, the queue ordering (fifo or lifo, by expirationtime,
by priority, by time); whether out-of-order enqueuing is allowed (not
allowed, top of queue, before a specified nsgi d); the number of retriesand
delay time in seconds between retries; the high and low limits for execution
of athreshold command; and the threshold command itself for persistent

messages.
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The queue ordering values arefifo,lifo,priority,expiration,and

t i me. When specifying the queue ordering, the most significant sort value
must be specified first, followed by the next most significant sort value, and
soon; fifoorlifo canbespecified only asthe least significant (or only)
sortvalue. If neitherfi f o orl i f o isspecified, thenthedefaultisfi f o within
whatever other sort criteria are specified. If expi rati on is specified,
messages with no expiration time are dequeued after all messages with an
expiration time. Multiple sort values may be specified separated by commas.
The out-of-order values are none, t op, or nsgi d. Both t op and nsgi d may
be specified, separated by a comma.

Thethreshold values are used to allow for automatic execution of acommand
when athreshold is reached for persistent messages. The high limit specifies
when the command is executed. The low limit must be reached before the
command will be executed again when the high limit isreached. For example,
if thelimits are 100 and 50 messages, the command will be executed when
100 messages are on the queue, and will not be executed again until the queue
has been drained below 50 messages and has filled again to 100 messages.

The queue capacity can be specified in bytes or blocks used by the queue
(number followed by ab or B suffix), percentage of the queue space used by
the queue (nunber followed by a %), or total number of messages on the
queue (nunmber followed by an m). The threshold type for the high and low
threshold values must be the same. The message (m) suffix spans both
persistent and non-persistent messages. The other threshold suffixes apply
only to persistent messages. Usethe - n option to specify threshold valuesfor
non-persi stent messages. It is optional whether or not the type is specified on
the low value, but if specified, it must match the high value type. When
specified on the command line, the threshold command should be enclosed in
double quotation marks if it contains white space.

Theretry count indicates how many times amessage can be dequeued and the
transaction rolled back, causing the message to be put back on the queue. A
delay between retries can also be specified. When the retry count is reached,
the message is moved to the error queue defined for the queue space. If an
error queue has not been defined, the message is dropped. L ow-priority
messages are dequeued after every ten messages, even if the queue still
contains high-priority messages.

The - d option specifies the default delivery policy for the queue. The valid
values for the - d option are per si st and nonper si st . When the default
delivery policy isper si st , enqueued messages with no explicitly specified
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delivery mode are delivered using the persistent (disk-based) delivery
method. When the policy isnonper si st , enqueued messages with no
explicitly specified delivery mode are delivered using the non-persistent (in
memory) delivery method. If the - d optionis not specified, the system does
not prompt for information and the default delivery policy for the queue is
per si st . When the default delivery policy is modified, the delivery quality
of service is not changed for messages already in the queue.

If a non-persistent message cannot be enqueued due to an exhausted or
fragmented memory area, the enqueuing operation fails, even if thereis
sufficient persistent storage for the message. If a persistent message cannot
be enqueued dueto an exhausted or fragmented disk, the enqueuing operation
fails, even if there is sufficient non-persistent storage for the message.

If the amount of memory reserved for non-persistent messages in a queue
spaceis zero (0), no space isreserved for non-persistent messages. (See
gspacecr eat e and gspacechange for information on specifying the
non-persistent message memory area.) In this case, attempts to enqueue a
non-persistent message fail. Thisincludes messages with no specified
delivery quality of service for which the target queue has a default delivery
policy of nonper si st .

The - n option specifies the threshold values used for automatic execution of
a command when a non-persistent storage area threshold isreached. The
nhi gh limit specifies when the command ncnd is executed. The n/ owlimit
must be reached before the command will be executed again when the nhi gh
limit is reached. If the - n option is specified, the nhi gh, ni ow, and ncnd
values must all be supplied, or the command fails. The ncnd value may be
specified as an empty string. If the - n option is not specified, the program
does not prompt for information.

The memory capacity (amount of non-persistent data in the queue) can be
specified as one of the following threshold types: bytes (b), blocks (B), or
percentage (nunber followed by 9. The threshold type for the nhi gh and
nl owvalues must be the same. For example, if nhi gh is set to 100%, then
nl ow; if specified, must also be specified as a percentage. The threshold type
of the nl owvalueis optional. If the - n option is not specified, the default
threshold values are used (100%for nhi gh and 0%for n/ ow) and ncnd is set
to“” . If ncnd contains white space, it must be enclosed in double quotation
marks.
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The msuffix of the[ ... [hi gh[l ow[cnd]] . . . ] thresholds applies to all
messages in a queue, including both persistent and non-persistent messages,
and therefore is not available with nhi gh and nl ow The[ . ..

[hi gh[! ovfcrd]] . . .] thresholds specified without the - msuffix apply to
persistent (disk-based) messages only.

The-e defaul t_rel ative_expiration_time option setsan expiration
time for al messages enqueued to the queue that do not have an explicitly
specified expiration time. The expiration time may be either arelative
expiration timeor none. When the expiration timeisreached and the message
has not been dequeued or administratively deleted, the message is removed
from the queue, all resources associated with the message are reclaimed by
the system, and statistics are updated. If the expiration time is before the
message availability time, the message is not available for dequeuing unless
either the availability or expiration timeis changed so that the availability
time is before the expiration time. In addition, these messages are removed
from the queue at expiration time even if they were never available for
dequeuing. If amessage expires during atransaction, the expiration does not
cause the transaction to fail. Messages that expire while being enqueued or
degueued within a transaction are removed from the queue when the
transaction ends. There is no notification when a message has expired.

If the - e option is not specified, the default expiration time of the queueis set
tonone. When the queue’s expiration time is modified usinfange, the
expiration times for messages already in the queues are not modified. If the
- e option is not specified, the program does not prompt for it.

The format of a relativelefaul t_rel ative _expiration_tineis

+seconds whereseconds is the number of seconds from the time that the
gueue manager successfully completes the operation to the time that the
message expires. A value of zed) ihdicates immediate expiration.The
value ofdefaul t_rel ative_expiration_tinme may also be set to the
stringnone. Thenone string indicates that messages that are enqueued with
no explicit expiration time will not expire unless an expiration time is
explicitly assigned to them.

qdel et ensg (qd! t ) [- y]

This command can be used to delete messages from a queue. The queue i
specified using thgset command. The selection criteria for limiting the
messages to be deleted are set usingghen command. If no selection
criteria are set, then all messages on the queue are deleted: confirmation is
requested before this is done. It is recommended that thke command be
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executed to see what messages will be deleted (this reduces typographical
errors). This command prompts for confirmation unless the-y optionis
specified.

qdestroy (qds)[{ -p | -f }][-y] [queue_nane]
Destroy the named queue. By default, an error isreturned if requests exist on
the queue or a processis attached to the queue space. The - p option can be
specified to “purge” any messages from the queue and destroy it, if no
processes are attached to the queue space fToy@ion can be specified to
“force” deletion of a queue, even if messages or processes are attached to the
gueue space; if a message is currently involved in a transaction the command
fails and an error is written to theer | og. This command prompts for
confirmation before proceeding unless tlyeoption is specified.

qgi nf o [queue_nane]
List information for associated queue or for all queues. This command lists
the following: the number of messages on the specified queue (or all queues
if no argument is given); the amount of space used by the messages associated
with the queue (both persistent and non-persistent); the number of messages
being delivered persistently and non-persistently; the total number of
messages in the specified queues, and the amount of space used by the
persistent and non-persistent messages. In verbose mode, this command also
lists the queue creation parameters for each queue, the default expiration for
the queue (if any), the sort criteria, and the default delivery policy for the
queue.

glist (ql)
This command lists messages on a queue. The queue is specified using the
gset command. The selection criteria for limiting the messages to be listed
are set using thescan command. If no selection criteria are set, then all
messages on the queue will be listed.

For each message selected, the message identifier is printed along with the
message priority, the number of retries already attempted, message length,
delivery quality of service, the quality of service for any replies, and the
expiration time (if any). The message availability time is printed if one is
associated with the message, or for messages that have a scheduled retry time
(due to rollback of a transaction). The correlation identifier is printed if

present ander bose mode is on.
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gopen [queue_space_nane]

Open and initialize the internal structures for the specified queue space. If a
gueue space is not specified on the command line, the program prompts for
it. If aqueue spaceisalready open in gmadni n, it isclosed.

gprinttrans (gpt)

Print transaction tableinformation for currently outstanding transactions. The
information includes the transaction identifier, an index used for aborting or
committing transactions with gabor t t rans or gconmi t t r ans, and the
transaction status.

gscan [{ [-t tinmel[-tinme2]][-ppriorityl[-priority2]][-m nsgid]
[-i corrid][-d delivery_npde][-e tinell[-tine2]]|none}]

This command sets the selection criteria used for the gchangepri o,
gchangequeue, qchanget i ne, qdel et ensg, and gl i st commands. An
argument of none indicates no selection criteria; all messages on the queue

will be affected. Executing thiscommand with no argument printsthe current
selection criteriavalues. When command-line options give a value range (for
example, - t, - e, or - p) the the value range may not contain white space. The

-t option can be used to indicate atime value or atime range. The format of
tinelandtine2is YY[MVDDHH{MVSS]]]]] specifying the year, month,

day, hour, minute, and second. Units omitted from the date-time val ue default

to their minimum possible values. For example, “7502" is equivalent to
“750201000000.” The years 00-37 are treated as 2000-2037, years 70-99 ar
treated as 1970-1999, and 38-69 are invalid.-Ttheption can be used to
indicate a priority value or a priority range. Priority values are in the range 1
to 100, inclusive. Themoption can be used to indicate a message identifier
value, assigned to a message by the system when it is enqueued. The messe
identifier is unique within a queue and its value may be up to 32 characters ir
length. Values that are shorter than 32 characters are padded on the right wi
nulls (0x0). Backslash and non-printable characters (including white space
characters such as space, newline, and tab) must be entered with a backsla
followed by a two-character hexadecimal value for the character (for
example, space is \20, as imef | o\ 20wor | d”). The-i option can be used

to indicate an correlation identifier value associated with a message. The
identifier value is assigned by the application, stored with the enqueued
message, and passed on to be stored with any reply or error message respot
such that the application can identify responses to particular requests. The
value may be up to 32 characters in length. Values that are shorter than 32
characters are padded on the right with nulls (0x0). Backslash and
non-printable characters (including white space characters such as space,
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newline, and tab) must be entered with a backslash followed by a
two-character hexadecimal value for the character (for example, spaceis\20,
asin ny\ 201 D\ 20val ue).

Thevalid valuesfor the-d del i very_node option are per si st and
nonper si st . This option specifies the delivery mode of messages selected
by gscan so that an operator can take action based on the delivery method.

The - e option can be used to indicate an expiration time or an expiration time
range. The format of ti ne1 and ti ne2isthesameasti ne1 and ti me2 for
the -t option.

gset [queue_nane]
This command sets the queue name that is used for the gchangepr i o,
gchangequeue, qchanget i e, qdel et ensg, and gl i st commands.
Executing this command with no argument prints the current queue name.

gsi ze [pages [queues [transactions [processes [nmessages]]]]]

[-A actions] [-Hhandl es] [-Ccursors] [-0Oowners] [- Qt np_queues]

[-f filter_nmenory][-n nonpersistent_nsg_nenory[b, B]]

[- o overfl ow nenory]
Compute the size of shared memory needed for a queue space with the
specified sizein pages, queues, (concurrent) t r ansact i ons, pr ocesses,
and (queued) nessages. If the values are not provided on the command line,
the program prompts for them. The number of system semaphores needed is
also printed. Valid values for the remaining options are described in the
gspacecr eat e option.

gspacechange (gspch) [queue_space_nane [i pckey [trans [procs

[messages [errorq [inityn [bl ocking]]]]]] [-A acti ons] [-Hhandl es]

[-Ccursors] [-Oowners] [-Qtnp_queues] [-f filter_nenory]

[-n nonpersi stent_nsg_nenor y[b, B]] [- 0 over fl ow nenory]
Changethe parametersfor aqueue space. The queue space must not be active
(that is, no processes can be attached to it). If the required information is not
provided on the command line, the program promptsfor it. Valid values are
described in the gspacecr eat e section of this page. If the specified queue
spaceisopeningmadni n, it isclosed. To add new extents, gaddext must be
used. The number of queues cannot be modified.

gspacecr eat e (qspc) [queue_space_nane [i pckey [pages [queues [trans
[procs [messages [errorq[inityn [blocking]]|]]1]] [-A actions]
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[-Hhand! es] [-Ccursors] [ - Oowners] [-Qt np_queues] [-f filter_nmenory]

[- n nonpersi st ent_nsg_nenor y[b, B]] [-0 over fl ow nenory]
Create a queue space for queued messages. If not provided on the command
line, the program prompts for the following information: the queue space
name, thei pckey for the shared memory segment and semaphore; number of
physical pages to alocate for the queue space; the number of queues; the
number of concurrent transactions; the number of processes concurrently
attached to the queue space; the number of messages that may be queued at
one time; the name of an error queue for the queue space; whether or not to
initialize pages on new extents for the queue space; and the blocking factor
for doing queue space initialization and warm start disk input/output.

The number of physical pages requested is rounded down to the nearest
multiple of four pages. For example, arequest of 50 pagesresultsin amemory
allocation of 48 pages, and a request of 52 pages resultsin a memory
allocation of 52 pages. The error queue is used to hold messages that have
reached the maximum number of retries (they are moved from their original
queue to the error queue). The administrator is responsible for ensuring that
this queue is drained.

The number of physical pages allocated must be large enough to hold the

overhead for the queue space (one page plus one page per queue). If the
initialization option is specified as 'y’ or ‘Y,’ then the space used to hold the
gueue space is initialized and this command may run for a while. In verbose
mode, a period. () is printed to the standard output after completing
initialization of each 5% of the queue space. If the initialization option is not
turned on but the underlying device is not a character special device, then thi
file will be initialized if it not already the size specified for the extent (that is,
the file will be grown to allocate the specified space).

When reading and writing blocks during creation of the queue space and
during warm start (restart of the queue space), the size of input and output
operations will be calculated as a multiple of the disk page size as specified
by the blocking factor.

The-A act i ons option specifies the number of additional actions that the
Queuing Services component can handle concurrently. When a blocking
operation is encountered and additional actions are available, the blocking
operation is set aside until it can be satisfied. After setting aside the blocking
operation, another operation request can be handled. When the blocking
operation completes, the action associated with the operation is made
available for a subsequent operation. An operation fails if a blocking
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operation is requested and cannot be immediately satisfied and there are no
actions available. The system reserves actions equivalent to the number of
processesthat can attach to aqueue space so that each queue manager process
may have at |east one blocking action. Beyond the system-reserved number
of blocking actions, the administrator may configure the system to be ableto
accommodate additional blocking actions beyond the reserve. If the -A

act i ons option is not specified, the default is zero. If the —A option is not
specified, the program does not prompt for it.

The-H hand! es option specifies the number of handlesthat users of that the
Queuing Services component may use concurrently. Objects manipulated by
the Queuing Services API require handles to access the objects. When an
object is opened by acall to the API, anew handle is created and returned to
the user. When an object handleis closed, the handle is made available for
subsequent open object operations. When the API is used by an application,
the administrator must configure the system to accommodate the maximum
number of handlesthat will be opened concurrently. If the—H hand! es option
is not specified, the default is zero. If the —H option is not specified, the
program does not prompt for it. An operation failsif a user attempts to open
a queuing services object and there are no handles available. This option is
not currently used by the BEA Tuxedo system. Adjusting this value has no
effect on BEA Tuxedo applications other than unnecessarily consuming
shared memory resources.

The-C cur sor s option specifies the number of cursorsthat users of that the
Queuing Services component may use concurrently. Cursors are used to
navigate a queue. When a cursor is destroyed, the cursor resources are made
available for subsequent cursor creation operations. When the cursors are
used by an application, the administrator must configure the system to
accommodate the maximum number of cursors that will be allocated
concurrently. If the —C cur sor s option is not specified, the default is zero. If
the —C option is not specified, the program does not prompt for it. An
operation fails if a user attempts to create a cursor and there are no cursor
resourcesavailable. BEA Tuxedo applications need not adjust thisvaue. This
optionisnot currently used by the BEA Tuxedo system. Adjusting this value
has no effect on BEA Tuxedo applications other than unnecessarily
consuming shared memory resources.

The -0 owner s option specifies the number of additional BEA Engine
authenticated users that may concurrently use the Queuing Services
resources. There is one owner record per user, regardless of the number of
open handles for the user. When there are no open handles for a user, the
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owner record is made available for subsequent users. The system reserves
owners equivalent to the number of actions so that each action may be
initiated by adifferent owner. Beyond the system-reserved number of owners
that may be concurrently using queuing services resources, the administrator
may configure the system to accommodate additional owners beyond the
reserve. If the—O owner s option is not specified, the default is zero. If the—-O
option is not specified, the program does not prompt for it. An operation fails
if auser attemptsto open a handle when they currently do not have any open
handles, and there are no owners available. This option is not currently used
by the BEA Tuxedo system. Adjusting this value has no effect on BEA
Tuxedo applications other than unnecessarily consuming shared memory
resources.

The-Qt np_queues option specifies the number of temporary queues that
may be opened concurrently in the Queuing Services component of the BEA
Engine. Temporary queues reduce the need for administrators to configure
each gqueue used by an application. They are used by dynamic
self-configuring applications. M essages enqueued to temporary queues are
not persistent. When all handles to atemporary queue are closed, the
temporary queue resources are made available for subsequent temporary
gueue creation. When the temporary queues are used by an application, the
administrator must configure the system to accommodate the maximum
number of temporary queues that will be active concurrently. If the -Q

t np_queues optionisnot specified, thedefault is zero. If the—-Q option is not
specified, the program does not prompt for it. An open operation failsif auser
attempts to open atemporary queue and there are no temporary queue
resources available. This option is not currently used by the BEA Tuxedo
system. Adjusting thisvalue has no effect on BEA Tuxedo applications other
than unnecessarily consuming shared memory resources.

The—f filter_menory option specifiesthe size of the memory areato
reserve in shared memory to hold the compiled representation of user defined
filters. Thememory sizeis specified in bytes. Filters are used by the Queuing
Services component of the BEA Engine for message selection in dequeuing
and cursor operations. Filters may be specified using various grammars but
are compiledinto an enginenormal form and stored in shared memory. Filters
arereferenced by ahandle returned when they are compiled. When afilter is
destroyed, the memory used by the filter is made avail able for subsequent
compiled filters. When the filters are defined by an application, the
administrator must configure the system to accommodate the maximum
number of filters that will be concurrently compiled. If the —f

86 BEA Tuxedo Command Reference



gmadmin(1)

filter_nmenory option is not specified, the default is zero. If the—f option
is not specified, the program does not prompt for it. An operation fails if a
user attemptsto create anew filter and thereis not enough memory all ocated
for the compiled version of thefilter. This optionis not currently used by the
BEA Tuxedo system. Adjusting this value has no effect on BEA Tuxedo
applications other than unnecessarily consuming shared memory resources.

The-n nonpersistent_msg_nenory option specifiesthe size of the area
to reserve in shared memory for non-persistent messagesfor all queuesin the
gueue space. The size may be specified in bytes (b) or blocks (B), where the
block sizeiseguivalent to the disk block size. The[bB] suffix isoptional and,
if not specified, the default is blocks. If the -n option is not specified, the
memory size defaultsto zero (0). Also, if the-n option is not specified, the
program does not prompt for it.

If the valueis specified in bytes (b) for nonper si st ent _nsg_nenory, the
system dividesthe specified value by the number of bytes per page (page size
is equivalent to the disk page size), rounds down the result to the nearest
integer, and allocates that number of pages of memory. For example,
assuming a page size of 1024 bytes (1K B), arequested value of 2000b results
inamemory allocation of 1 page (1024 bytes), and arequested val ue of 2048b
results in amemory allocation of 2 pages (2048 bytes). Requesting a value
less than the number of bytes per page results in an allocation of 0 pages

(O bytes).

If the value is specified in blocks (B) for nonper si st ent _nsg_nmenor y and
assuming that one block of memory iseguivalent to one page of memory, the
system dlocates the same value of pages. For example, arequested value of
50B results in amemory allocation of 50 pages.

If the nonper si st ent _nsg_nenor y for aqueue spaceis zero (0), no space
is reserved for non-persistent messages. In this case, attempts to enqueue a
non-persistent message fail. Persistent and non-persistent storage are not
interchangeable. If a non-persistent message cannot be enqueued due to an
exhausted or fragmented memory area, the enqueuing operation fails, eveniif
thereis sufficient persistent storage for the message. If a persistent message
cannot be enqueued due to an exhausted or fragmented disk, the enqueuing
operation fails, even if thereis sufficient non-persistent storage for the

message.

The-o over Il ow nmenory option specifies the size of the memory areato
reserve in shared memory to accommodate peek load situations where some
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or al of the allocated shared memory resources are exhausted. The memory
sizeis specified in bytes. Additional objects will be alocated from this
additional memory on afirst-come-first-served basis. When an object created
in the additional memory is closed or destroyed, the memory isreleased for
subsequent overflow situations. If the—o over f1 ow_nenory option is not
specified, the default is zero. If the —o option is not specified, the program
does not prompt for it. This additional memory space may yield more objects
than the configured number, but there is no guarantee that additional memory
isavailable for any particular object at any given point in time. Currently,
only actions, handles, cursors, owners, temporary queues, timers, and filters
use the overflow memory.

gspacedestroy  (gspds ) [-f ] [-y ] [queue_space_nane]

Destroy the named queue space. If not provided on the command line, the

program will prompt for it. If the specified queue space is open in gmadmin,

it will be closed. By default, an error is returned if processes are attached to

the queue space or if requests exist on any queuesin the queue space. See the
qdestroy command for destroying queues that contain requests. The -f

option can be specified to “force” deletion of all queues, even if they may
have messages or processes are attached to the queue space. This commz
prompts for confirmation before proceeding unless theption is specified.

All non-persistent messages in the specified queue space are lost when this
command completes successfully.

(gsp! ) [queue_space_nane]

quit (q)

List the creation parameters for the queue space. If not specified on the
command line, the program will prompt for it. If a queue space name is not
entered, then the parameters for the currently open queue space are printec
(An error occurs if a queue space is not open and a value is not entered.) Ir
addition to printing the values for the queue space (as set when creating the
gueue space witlispacecr eat e or when they were last changed with
gspacechange), this command shows the sizes for all queue space extents.
It also shows the amount of system-reserved memory as well as the total
amount of configured shared memory. The amount of memory allocated for
shared memory resources may not match the amount requéstethe

amount of memory is requested in bytes (b); see the n

nonper si st ent _msg_nenor y option ingspacecr eat e for clarification and
examples.

Terminate the session.
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ver bose (v) [{of f |on}]

Produce output in verbose mode. If no option isgiven, then the current setting

will be toggled, and the new setting is printed. The initial settingis of f .

! shel | command
Escape to shell and execute shel | conmand.

Repeat previous shell command.

# [text]
Lines beginning with # are comment lines and are ignored.

<CR>
Repeat the last command.

Example  The following sequence shows how to set up a queue.

$ QVCONFI G=/ dev/rawfs qmadni n

gmadm n - Copyright (c) 1987 ATT;, 1991 USL. Al rights reserved.
QVCONFI G=/ dev/ rawf s

# create the list of devices on which the queue space

# can exist; specify two devices, 80000 and 600

# bl ocks, respectively

# NOTE: the first one will actually contain the device |ist

#

# create first device on a raw slice

#

> crdl /dev/rawfs 0 80000

Created device /dev/irawfs, offset 0, size 80000 on /dev/rawfs
#

# create another device on a UNNX file

#

> crdl /hone/queues/FS 0 600

Created device /hone/ queues/FS, offset 0, size 600 on /dev/rawfs
#

# if you want a list of the device |ist

#

> v \erbose node i s now on

> |idl
uni versal device index. O:
nane: /dev/rawfs
start: O
si ze: 20000
free space map(1 entry used 47 avail abl e):
size[1l]: 79974 addr[1]: 26
uni versal device index. 1:
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nanme: /hone/ queues/ FS
start: O
si ze: 600
free space map(1l entry used 47 avail abl e):
size[1l]: 600 addr[1]: O
#
# create a queue space
#
> gspacecreate
Queue space nane: nyqueuespace
| PC Key for queue space: 42000
Si ze of queue space in disk pages: 50000
Number of queues in queue space: 30
Number of concurrent transactions in queue space: 20
Number of concurrent processes in queue space: 30
Number of nessages in queue space: 20000
Error queue nane: ERRORQ
Initialize extents (y, n [default=n]): y
Bl ocking factor [defaul t=16]: 16

open queue space

gopen nyqueuespace

V ##HV HHH

use queue space defaults for queue

gcreate

Queue nane: servicel

queue order (priority, tine, fifo, lifo): fifo

out - of -orderi ng enqueui ng (top, msgid, [default=none]): top, nmsgid

retries [default=0]: 1

retry delay in seconds [default=0]: 30

High limt for queue capacity warning (b for bytes used, B for bl ocks used,
% for percent used, mfor messages [default=100%): 100m

Reset (low) limt for queue capacity warning [default=0n]: 50

queue capacity comand: /usr/app/bin/miladm n nyqueuespace servicel

#

# get out of the program

#

> q

Security  The administrator for the queue must be the same as the BEA Tuxedo administrator.
The device on which the queue resides must be owned by the administrator and
gmadni n can only be run asthe administrator for the queue. All 1PC resources
allocated for the queue will be owned by the queue administrator and will be created
with mode 0600.

90 BEA Tuxedo Command Reference



gmadmin(1)

Portability

Windows NT
Standard 1/0

See Also

gmadni n issupported on any platform on which the BEA Tuxedo server environment
is supported.

In order to carry out acommand that you have configured withinagmadmi n() session,
such astheqchange ... Queue capacity command, the NT Creat eProcess()
function spawns a child process as a DETACHED PROCESS. This type of process does
not have an associated consolefor standard input/output. Therefore, for instance, if you
use standard DOS syntax to set theqchange ... Queue capacity command torun
abuilt-in DOS command (such asdi r or dat e) and then pipe or redirect the standard
output to afile, the file will be empty when the command compl etes.

Asan example of resolving this problem, suppose that for the qchange ... Queue
capacity command you want to capture dat e information in a file using command
date /t > x.out.Toaccomplish thistask interactively, you would proceed as
follows:

gqmadm n
> gopen your Gpace
> qchange your Qhame

> go through all the setups... the threshold queue capacity warni ng,
and so on
> "Queue capacity comand: " cnd /c date /t > x.out

To accomplish this task from acommand file, say your Fi I e. crd, you would add the
commanddate /t > x.out toyour Fi | e. cmd and then proceed as follows:

gqmadm n
> gopen your @Gpace
> qchange your Qhame

> go through all the setups... the threshold queue capacity warni ng,
and so on
> "Queue capacity command: " yourFile.cnd

Administering a BEA Tuxedo Application at Run Time
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Name

Synopsis

Description

rex - off-lineregular expression compiler and tester
Compiling:

rex pattern file Cfile

Testing:

rex pattern [file . . . ]

When invoked without arguments, r ex reads regular expressions from the standard
input and writes initialized character arrays to the standard output. Normally, the
output isincluded in a C program to preclude the need for calling r econp() . This
saves on both execution time and program size. The command r ex compiles the
regular expressions on the standard input (normally redirected from an input file) and
writes the output to the standard output (normally redirected to an output file).

Theinput file may contain several patterns, each of the following form.
nanme string[string...]

Here nane isthe C name to be used for the output array and st ri ng is the regular
expression enclosed with double quotes. Where more than one st r i ng followsanane
they are concatenated into one st ri ng. (Multiple st ri ngs are strictly aformatting
convenience.) If double quotes occur in the pattern they need to be preceded by a
backsl ash.

The output may be included in a C program or compiled and later loaded. In the C
program that uses the r ex output, r emat ch(abc, | i ne, 0) appliesthe regular
expression named abc tol i ne.

Thefollowing is a sample input file.
cname “[a-zA-Z_][a-(3¢)-Z0-9_J*"

th “W\([0-9){3)$ON)”
“([0-9)3)sT

“([0-9K4h$2"
Here is the corresponding output.
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[* pattern: “[a-aA-Z_][a-zA-Z0-9_T*" */
char cname[] = {
040,0,0206,012,0,0210,0141,0172,0210,0101,0132,0137,

-k

[* pattern: "W\(([0-9[{3})$0\)([0-9){3})$1-([0-91{4})$2" */
char tn[] ={
063,0,050,0202,0225,013,0,03,0206,06,0,0210,060,071,
-}

rex can be used to try patterns against test data by invoking it with one or more
arguments. The first argument is taken as a pattern (regular expression) to be applied
to each line of the files whose names are mentioned in the remaining arguments. If no
filename arguments are given the standard input is used. The special filename, - , may
be used as an argument to refer to the standard input.

When matching text isfound, the line containing the match is printed and the matching
portion of the line is underlined. In addition, any text extracted for specified
sub-patterns is printed on separate line(s).

For example, the command

rex ‘(" )([0-9]+)$0(|$)’

with input

. or 200 programmers in one week.
This sentense has 3 erors.
| need 12 bad men.

produces

. or 200 programmers in one week.

| need 12 bad men.

$0 =12
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Diagnostics  r ex prints the associated error messages for errors returned from r econp() or
rematch() (seereconp, rematch(3c)).Other errorsinclude file open errors,
argument errors, and so on, and are self-explanatory.

See Also  reconp, rematch(3c)
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Name
Synopsis

Description

tidl - Interface Definition Language compiler
tidl [option] . . . filenane [option].

tidl parsestheinput IDL and related ACF source file, and optionally generates a
header file, and client and server stubs and auxiliary files. The generated source code
can be compiled using compilersfor Classic C, ANSI C, or C++.

The command-line argumentsinclude theinput IDL source file and options to control
the actions of the IDL compiler. The following list describes the options.

-client type
Thisoption specifiesthe client-side filesto be generated. The vauesfor t ype
are asfollows.

al |
Generates client stub and auxiliary files. Thisis the default if the - cl i ent
option is not specified.

st ub
Generates client stub file only.

aux
Generates client auxiliary file only. Currently, auxiliary files are not
generated so this option has no effect.

none

Generates no client files.

-server type
This option specifies the server-side files to be generated. The values for
type are asfollows.

al |
Generates server stub and auxiliary files. Thisisthe default if the - ser ver
option is not specified.

st ub
Generates server stub file only.
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aux

none

Generates server auxiliary file only. Currently, auxiliary files are not
generated so this option has no effect.

Generates no server files.

-cstub fil enane

Specifies the filename for the client stub file. If the filename does not have a
. ¢ extension, the IDL compiler will add it. The default client stub name (if

- cst ub isnot specified) is the base name of the IDL source file (the simple
filename without any directory prefix, or any suffix following a period) with
_cst ub. ¢ appended. The associated client stub object fileis the name of the
client stub filewith . ¢ changed to . o.

-sstub fil enane

Specifiesthe filename for the server stub file. If the filename does not have a
. ¢ extension, the IDL compiler will add it. The default server stub name (if

- sst ub isnot specified) is the base name of the IDL source file (the simple
filename without any directory prefix, or any suffix following a period) with
_sst ub. ¢ appended. The associated server stub object fileisthe name of the
server stub filewith . ¢ changed to . o.

-caux fil enane

Specifiesthe filename for the client auxiliary file. If the filename does not
havea. c extension, the IDL compiler will add it. The default client auxiliary
name (if - caux is not specified) isthe base name of the IDL sourcefile (the
simple filename without any directory prefix, or any suffix following a
period) with _caux. ¢ appended. The associated client auxiliary object fileis
the name of the client auxiliary file with . ¢ changed to . o.

-saux fil enane

Specifies the filename for the server auxiliary file. If the filename does not
havea. c extension, the DL compiler will add it. The default server auxiliary
name (if - saux is not specified) isthe base name of the IDL sourcefile (the
simple filename without any directory prefix, or any suffix following a
period) with _saux. ¢ appended. The associated server auxiliary object fileis
the name of the server auxiliary filewith . ¢ changed to . o.

- header fil enane

Specifies the filename for the generated header file. The default header
filename (if - header isnot specified) isthe base name of the IDL sourcefile
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(the simple filename without any directory prefix, or any suffix following a
period) with . h appended.

-out directory
Specifies the directory in which output files are created. The default (if - out
is not specified) isto put the filesin the present working directory.

-keep t ype
Specifies which file typesto retain. By default, the IDL compiler createsaC
source file (for example, aclient stub), uses the C compiler to produce an
object file, and deletes the C source file. The file typesthat can be retained
are asfollows:

none
Does not create any files or invoke the C compiler.

c_soaurce
Saves only the C source files and does not invoke the C compiler.

obj ect
Saves only the object files, deleting the C source files (this is the default).

al |
Saves both the C source and object files.

-1 directory

Specifies adirectory in which to search for imported IDL files and include
files. White spacefollowing the- I isoptional. The- 1 option can be specified
multipletimesto list multiple directories. The default behavior isto search the
present working directory, then the directories specified with the - 1 optionin
the order specified, and then the system IDL directory ($TUXDI R/ i ncl ude).
Thisorder isalso used to passinclude directories to the C preprocessor and C
compiler. If afile existsin more than one directory, thefirst onethat is found
in the search order is used.

-no_def __idir
When used with no - I options, specifies that only the present working
directory be searched for import and include files. When used with one or
more - | options, specifiesthat only the - I directories be searched (not the
present working directory or the system IDL directory).

-cpp_cmd " cnd"
Specifies the C preprocessor command to invoke for expanding source files.
By default, the C preprocessor is not invoked on DOS and OS2, and defaults
to/lib/cpp,/usr/ccs/libl/cpp,or/usr/lib/cpp (inthat order)
otherwise.
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-no_cpp
Specifies that the C preprocessor not be invoked to expand source files. This
implies that the source files cannot have preprocessor directives (such as
macro replacements and #i ncl ude).

-cpp_opt "opt"
Specifies additional optionsto be passed to the C preprocessor. The default is
the null string. The IDL compiler invokes a command line composed of the
valuesfor - cpp_cnd, - cpp_opt, - D, and - U arguments (in the order
specified), - 1 arguments (in the order specified), and the sourcefilename (the
IDL or ACF filename).

- D nane[=def]
Defines a name and optionally avalue that is passed to the C preprocessor.
More than one symbol can be defined by specifying the - D option more than
once. White space following the - D isoptional.

-Unane
Undefines a name for C preprocessor. More than one symbol can be
undefined by specifying the - Uoption morethan once. White spacefollowing
the - Uisoptional.

-cc_cmd "cnd"
Specifies the C compiler command for creating object files. The default (if
-cc_cmd isnot specified) is"cc -c".

-cc_opt "opt"
Specifies additional C compiler options. The default (if - cc_opt isnot
specified) isthe null string. The IDL compiler invokes a command line
composed of the valuesfor - cc_cnd, - cc_opt, -1 arguments (in the order
specified), and the source filename (the stub or auxiliary filename).

-synt ax_check
Specifies that the input source file be checked for syntax errors without
generating any output files.

-no_warn
Specifies that warning messages from the compiler are not to be printed.

-confirm
Displays IDL compiler options chosen (either explicitly or implicitly)
without compilation of the source file. When used with the - v option, it
indicates what actions would be taken without the - conf i r moption but it
does not executing those actions. For example, messages are printed for
parsing input files, and for creating and compiling output files.
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Specifies verbose mode. Messages are printed to the standard error output
indicating actions being taken (for example, parsing input files, and creating
and compiling output files).

-version

-stdin

-cepv

Displays the version of the IDL compiler.

Takethe IDL source input from standard input instead of afile. Default
filenames are generated as if the input IDL source fileisnamed a. i dl (for
example, the default client stub fileis named a_cst ub. c).

Generate a Client Entry Point Vector (CEPV). By default, functions in the
client stub module are given the same names as operations in the interface
definition. However, this naming convention does not allow for multiple
versions of the interface, interfaces with the same operation names, or both
local and remote versions of the same functions to be linked into the same
client program (the operation names will be defined more than once).

When the - cepv option is specified, the function names are declared local to
the client stub and a Client Entry Point Vector (array of function pointers) is
defined (globally) in the client stub with the name

interface_vmaj or_ni nor_c_epv, wherej nt erf ace isthe interface
name, maj or isthe major version number, and m nor isthe minor version
number. The interface operations must be called indirectly using the
addressesin the CEPV.

-no_nepv

Does not generate a Manager (server) Entry Point Vector (MEPV). By
default, it isassumed that the application functionsin the server are given the
same names as operations in the interface definition.However, this naming
convention does not allow for multiple versions of the interface, interfaces
with the same operation names, or both local and remote versions of the same
functionsto be linked into the same server program (the operation names are
defined more than once). Normally, a Manager Entry Point Vector (array of
function pointers) is defined (globally) in the server stub with the name
interface_vmaj or_minor_s_epv, wherej nterfaceistheinterface
name, maj or isthe major version number, and m nor isthe minor version
number, and initialized with the operation names. It is used to call the
application service functions. When the - no_nepv option is specified, the
MEPV is not generated in the server stub and the application is responsible
for setting up the structure. In thisway, the application can set the entry point
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Notices

Examples

names to those names used by the application instead of names based on the
operations.

-error all
Specifies additional error checking. By default, the IDL compiler quits after
50 errors are detected.

-port [evel
Specifiesthe level of portability checking. The following levels are
supported:

case
Specifies that warnings messages are to be printed if two identifiers differ
only in case.

none
Specifies no additional portability checking isto be done. Thisisthe default.

-no_enumlit
Specifiesthat enumeration literalsare not to be generated in the stub files. By
default, enumeration literals are generated.

-use_const
Specifiesthat ANSI C const declarations are to be used for constant values
instead of #def i ne definitions.

For the IDL sourcefileand any imported IDL files, the compiler searchesfor arelated
ACFwitha. acf suffix added to the basename of the IDL sourcefile. The directories
that are searched are the same directories specified for the C preprocessor (see- 1 and
-no_def _i di r above), plusACFfilesare searched for in the directory specified in the
IDL source filename.

ThelIDL filenamet base. i dI isreserved for use by the IDL compiler.
Here is an example IDL sourcefile, mat h1.idl .

[ uui d( 2048A080- 0BOF- 14F8- 26E0- 930269220000) ]
interface mat hl

{
inport "math2.idl";

long add_op([in] long firstl, [in] |long second);
long sub_op([in] long firstl, [in] |long second);

}
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See Also

Here isa sample ACF source file, mathl.acf.

[aut o_handl e]
interface mathl

{

i nclude "stdio";
[ code] add_op([fault_status,conmstatus] result);

}

The following command line compiles mat h1. i dl , generating client-side only files
out/mat hl_cs.c andout/ mathl_cs. o (no auxiliary files are needed), along with
out/ mat h1. h. ThelDL compiler looks for mat h2. i dl (which might have the
division and multiplication operations) in the current directory, in the app
subdirectory, and in $TUXDI R/ i ncl ude.

tidl mathl.idl -lapp -client all -server none -keep al
-cstub mathl _cs -out app

uui dgen( 1)
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tlisten(1)

Name tlisten - generic listener process
Synopsis  tlisten[-d device]-| nlsaddr [-u{uid-# |uid-nane}|[-z bits][-Zbits]

Description  t1i st en isanetwork independent listener process that runs as a daemon process on
BEA Tuxedo application processors and provides remote service connectionsfor other
BEA Tuxedo processes, for example, t mboot ( 1) . The following command-line
optionsareused by t I i sten.

-d device
Full path name of the network device. This parameter isoptional. For releases
prior to v6.4, it should be used if the underlying network provider requiresit.

-1 nl saddr
Network address at which the process listens for connections. TCP/IP
addresses may be specified in either of the following forms.

‘Il host nane: port_nunber”

“II #. #.#. # port _number”

In the first format, tlisten ~ finds an address for host nanme using the local
name resolution facilities (usually DNS). host nanme must be the local
machine, and thelocal name resol ution facilities must unambiguously resolve
host nane to the address of the local machine.

In the second example, the string #. #. #. # isin dotted decimal format. In
dotted decimal format, each # should be anumber from 0 to 255. Thisdotted
decimal number represents the | P address of the local machine. In both of the
above formats, port_nunber isthe TCP port number at which the tlisten
process listens for incoming requests. The value of port_nunber can be
either aname or a number between 0 and 65535 .

Note: Some port numbers may bereserved for the underlying transport protocols
(such as TCP/IP) used by your system. Check the documentation for your
transport protocolsto find out which numbers, if any, are reserved on your
system.

If port_nunber isaname, then it must be found in the network services
database on your local machine. The address can also be specified in
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hexadecimal format when preceded by the charactefs Each character

after the initial '0x” is a number betweemand9 or a letter betweef andF

(case insensitive). The hexadecimal format is useful for arbitrary binary
network addresses such as IPX/SPX or TCP/IP. The address can also be
specified as an arbitrary string. The value should be the same as that specified
for the NLSADDR parameter in th®ETWORK section of the configuration file.

-u {ui d-#|ui d- nane}
t1isten will run as the indicated user. This option supports the startup of
t1isten as part of system initialization byot . This option is required if
the user runningl i sten isroot. Thetli st en process can therefore be
started by oot , but will not run as oot . Non+ oot users of the | i st en
command do not need to use theoption. Nonroot users can set the
option, but it can only be set to their own user ID and is effectively a no-op.
Each instantiation of &l i st en process on a processor is capable of
supporting all BEA Tuxedo applications that use the same application
administrator user ID.

-z [0]40 |56 |128]
Specifies the minimum level of encryption required when a network link is
being established between a BEA Tuxedo administrative process and
t1i st en.0 means no encryption, whid@, 56, and128 specify the length (in
bits) of the encryption key. If this minimum level of encryption cannot be
met, link establishment fails. The default value.ighis option is available
only if a license for BEA Tuxedo Security (either International, or US and
Canada) is installed.

Note: The link-level encryption value of 40 bits is provided for backward
compatibility.

-Z[0]40 |56 |128]
Specifies the maximum level of encryption allowed when a network link is
being established between a BEA Tuxedo administrative process and
t1i st en.0 means no encryption, whid@, 56, and128 specify the length (in
bits) of the encryption key. The default valua 28. This option is available
only if a license for BEA Tuxedo Security (either International, or US and
Canada) is installed.

Note: The link-level encryption value of 40 bits is provided for backward
compatibility.
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Environment

Variables

Link-level
Encryption

Termination

Recommended

104

Use

Thet i st en process authenticates most servicerequests. t | i st en readsafilewith a
list of passwords, and any process requesting a service must present at least one of the
passwords found in thefile. If the APPDI Renvironment variable is set, passwords will
be obtained from afilenamed APPDI R/ . adnmi t | i st en. pw. If thisfileisnot found, the
system will look for TUXDI R/ udat aobj / t | i st en. pw, which is created when the
BEA Tuxedo system isinstalled. A zero-length or missing password file disables
password checking. When running in thisinsecuremode, thet | i st en and any process
connectingtot i st en will generate a userlog warning message.

Processes that request servicesfromt | i st en, such ast nboot , find the passwords to
be used during authentication in files on their own machines. They use the same
methods asthet | i st en to find their password files.

TUXDI R must be set and exported beforethet 1 i st en command isinvoked.

m LD LI BRARY_PATHmust be set for SVR4 applications that use shared objects. It
must be set to TUXDI R/ | i b prior to starting thet | i st en process.

m APPDI Risset to provide the location of thet 1 i st en password file.

m ULOGPFX can be used to direct the file in which log messages are placed.

Note: During the installation process, an administrative password file is created.
When necessary, the BEA Tuxedo system searches for thisfile in the
following directories (in the order shown):

m APPDI R/ .adnitlisten. pw
m TUXDI R/ udat aobj/tli sten. pw

To ensurethat your administrative password file will be found, make sure you
have set the APPDI R and/or the TUXDI R environment variabl es.

If thelink-level encryption featureisin operation betweent | i st en and arequesting
process such ast mboot , then link-level encryption will be negotiated and activated
before authentication occurs.

Theonly way to stop at | i st en process with normal termination is by sending it a
S| GTERMsignal.

We recommend that you start onet | i st en process for each application upon system
startup. Remember to set the TUXDI R and APPDI R environment variables before
invokingtl i sten.
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Network
Addresses

Windows NT
Control Panel
Applet

See Also

Onealternative method for startingthet | i st en processisto startit manually. The -u
option can be omitted if thet | i st en processis started by the application
administrator. Duplicatet | i st en command invocations using the same network
address will terminate automatically and gracefully log an appropriate message.

Suppose the local machine on which thet i st en isbeing run isusing TCP/IP
addressing and is named backus. conpany. com with address 155. 2. 193. 18.
Further suppose that the port number at whichthet I i st en should accept requestsis
2334. Assumethat port number 2334 hasbeen added to the network services database
under the name bankapp- nl saddr . The address specified by the -1 option can be
represented in the following ways.

/1155. 2. 193. 18: bankapp-nl saddr
//155.2.193. 18: 2334

/I backus. conpany. com bankapp- nl saddr
/| backus. conpany. com 2334
0x0002091E9B02C112

The last of these representations is hexadecimal format. The 0002 isthefirst part of a
TCP/IP address. The 091E is the port number 2334 trandlated into a hexadecimal
number. After that each element of the IP address 155. 2. 193. 12 istrandated into a
hexadecimal number. Thusthe 155 becomes 9B, 2 becomes 02, and so on.

For a STARLAN network, arecommended address of unane.t|i st en usualy yields a
unique name.

Administrative privileges on aremote NT machine are required in order to start a
t1i st en process on that machine through the Control Panel Applet.

UBBCONFI G 5)
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tmadmin(1)

106

Name
Synopsis

Description

t madm n - BEA Tuxedo bulletin board command interpreter
tmdmn [ -r ] [ -c] [ -v]

With the commands listed in this entry, t madni n provides for the inspection and
modification of bulletin boards and associated entities in a uniprocessor,
multiprocessor, or networked environment. The TUXCONFI Gand TUXOFFSET
environment variables are used to determine the location and offset at which the BEA
Tuxedo configuration file is loaded.

If t madni nisinvoked with the - ¢ option, it entersconfiguration mode. The only valid
commands are def aul t , echo, hel p, qui t, ver bose, | i vtoc,crdl, lidl,dsdl,

i ndl , and dunpt | og. t madni n may be invoked in this mode on any node, including
inactive nodes. A node is considered active if t madni n can join the application as an
administrative process or client (viaarunning BBL).

The-r optioninstructst madni n to enter the bulletin board asaclient instead of asthe
administrator; in other words, it requests read-only access. Thisoptionisuseful if you
want to leave the administrator slot unoccupied.

Note: If you decideto use this option, however, be aware that you will not get all the
information you get by running t madmi n without the - r option. Specifically,
t madm n -r doesnot report load values for serversrunning at remote sites.

Only onet madni n process can be the administrator at atime. When the - r optionis
specified by auser other than the BEA Tuxedo administrator and security isturned on,
the user is prompted for a password.

The- v option causest madni n to display the BEA Tuxedo version number and license
number. After printing out the information, t madmni n exits. If the - v optionis entered
with either of the other two options, the others are ignored; only the information
reguested by the - v option is displayed.

Normally, t madni n may be run on any active node within an active application. If it
isrun on an active node that is partitioned, then commands are limited to read-only
access to the local bulletin board. These command include bbl s, bbpar s, bbst at ,
def aul t, dunp, dunpt | og, echo, hel p,printclient, printnet,printqueue,
printserver,printservice,printtrans,printgroup,reconnect,quit,

ser ver par s, servi cepar ns, and ver bose, in addition to the configuration
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commands. If the partitioned node is the backup node for the MASTER (specified asthe
second entry on the MASTER parameter in the RESOURCES section of the configuration
file), themast er command is also avail able to make this node the MASTER for this part
of the partitioned application.

If theapplication isinactive, t madni n can berunonly onthe MASTER processor. Inthis
mode, all of the configuration mode commands are available plus the TLOG commands
(crlog, dsl og, andi nl og) and boot .

Oncet madni n has been invoked, commands may be entered at the prompt (>)
according to the following syntax.

conmand [ar gunent s]

Several commonly occurring arguments can be given defaults viathe def aul t
command. Commands that accept parameters set viathe def aul t command check
def aul t to see whether avalue has been set. If avalue has not been set, an error
message is returned.

In anetworked or multiprocessor environment, asingle bulletin board can be accessed
by setting adef aul t nachi ne (thelogica nachi ne I D (LM D) aslisted in the
MACHI NES section of the UBBCONFI Gfile). If thedef aul t nachi neissettoal | , all
bulletin boards are accessed. If machi neisset to DBBL, the distinguished bulletin board
isaddressed. The def aul t machi ne isshown as part of the prompt, as in: MASTER>

If machi neisnot set viathedef aul t command, the DBBL is addressed (thelocal BBL
isused in aSHM configuration).

The machi ne value for acommand can generally be obtained from the def aul t
setting (pri nt ser ver isan example). A caution isrequired here, however, because
some commands (the TLOG commands, for example) act on devices found through
TUXCONFI G adef aul t setting of DBBL or al | resultsinan error. For some commands,
such asl ogst ar t , you must specify the value of nachi ne on the command line; the
value does not appear as an argument to the - moption.

Once set, a default remains in effect until the session is ended, unless changed by
another def aul t command. Defaults may be overridden by entering an explicit value

on the command line, or unset by entering the value “*". The effect of an override lasts

for a single instance of the command.

Output fromt madnmi n commands is paginated according to the pagination command

in use (see the description of thegi nat e subcommand later in this entry).
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There are some commands that have either verbose or terse output. The ver bose
command can be used to set the default output level. However, each command (except
boot , shut down, and conf i g) takesa- v or - t option to turn on verbose or terse
output for that command only. When output is printed in terse mode, someinformation
(for example, LM D or GROUP name, service hame, or server name) may be truncated.
Thistype of truncationisindicated by aplussign, +, at the end of the value. The entire
value may be seen by re-entering the command in verbose mode.

tmadmin  Commands may be entered either by their full name or their abbreviation (asgiven in

Commands  parentheses), followed by any appropriate arguments. Arguments appearing in square
brackets, [], are optional; those in curly braces, {}, indicate a selection from mutually
exclusive options. Note that command-line options that do not appear in square
brackets need not appear on the command line (that is, they are optional) if the
corresponding default has been set viathe def aul t command. Ellipsesfollowing a
group of optionsin curly brackets, {} . . . , indicate that more than one of the options
listed may appear on the command line (at least one must appear).

aborttrans (abort) [-yes |[-g groupnane] trani ndex
If gr oupnane is specified (on the command line or by default), abort the
transaction associated with the specified transaction index ¢ r ani ndex at the
specified server group. Otherwise, notify the coordinator of the transaction to
abort the global transaction. If the transaction is known to be decided and the
decision was to commit, abor t t r ans will fail. Theindex istaken from the
previous execution of the pri nt t r ans command. To completely get rid of a
transaction, pri nttrans and abor t t r ans must be executed for al groups
that are participantsin the transaction. This command should be used with
care.

advertise (adv) {-q gaddress | -g groupnane ]

[-i srvid]|-g groupnane-i srvid} service[: func]
Create an entry in the servicetablefor theindicated service. ser vi ce may be
mapped onto afunction f unc. If gaddr ess is not specified, then both
groupname and srvi d are required to uniquely identify a server. If this
servi ce isto be added to an MSSQ set, all serversin the set will advertise
the service. If all serversin an MSSQ set cannot advertise the service, the
advertisement is disallowed. Services beginning with the character .’ are
reserved for use by system serversand will fail to be advertised for
application servers.

bbcl ean (bbc) nmachi ne
Check the integrity of all accessers of the bulletin board residing on machine
machi ne, and the DBBL as well. bbcl ean gracefully removes dead servers
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and restarts them if they are marked as restartable. It also removes those
resources no longer associated with any processes. Asits last step, bbcl ean
causes the DBBL to check the status of each BBL. If any BBL does not respond
within SCANUNI T seconds, it is marked as partitioned. To clean only the
Distinguished Bulletin Board, machi ne should be specified asDBBL. In SHM
mode, bbcl ean restartsthe BBL, if it has failed; the nachi ne parameter is
optional.

bbpar ns (bbp)
Print a summary of the bulletin board’s parameters, such as the maximum
number of servers and services.

bbsr ead (bbl s) machi ne
List the IPC resources for the bulletin board on machuwhi ne. In SHV
mode, therachi ne parameter is optional. Information from remote machines
is not available.

bbstats (bbs)
Print a summary of bulletin board statistics. (See sis®t at s.)

boot (b) [options]
This command is identical to theboot () command. Seenboot (1) for an
explanation of options and restrictions on use.

br oadcast (bcst) [-mnachi ne] [-u usrnane] [-c cl t nane] [t ext]
Broadcasts an unsolicited notification message to all selected clients. The
message sent is a typed buffer of the tgpR NGwith the data beingext .
t ext may be no more than 80 characters in lengthet is to contain
multiple words, then it must be enclosed in quotation marksxt text”).
If any parameter is not set (and does not have adefault), then it istaken to be
the wildcard value for that identifier.

changeload (chl ) [-m nachi ne] {-q gaddress [-g groupnane]

[ srvid]-s service |-g groupnanme-i srvid -s service } new oad
Change the load associated with the specified service to newf oad. If
gaddr ess is not specified, then both gr oupnane and sr vi d must be
specified.If machi neissettoall orisnot set, the changeis made on al
machines; otherwise, alocal change is made on the specified nachi ne. Local
changes are over-ridden by any subsequent global (or local) changes.
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changepriority (chp) [-mmachi ne] {-q qaddress [-g groupnane]
[-i srvid]-s service |-g groupname-i srvid-s service } newpri

Change the dequeuing priority associated with the specified service to
newpri . If gaddr ess isnot specified, then both gr oupnane and srvi d must
be specified. If machi neissettoal I orisnot set, the change is made on all
machines; otherwise, alocal change is made on the specified machi ne. Local
changes are over-ridden by any subsequent global (or local) changes.

changetrace (chtr) [-m nachine] [-g groupnane] [-i srvid] newspec

Change the run-time tracing behavior of currently executing processes to
newspec. (Seet nt race(5) for the syntax of newspec.) To changethetrace
specification of aspecific currently running server process, supply the - g and
- i options. To change the configuration of currently-running server
processesin aspecific group, supply the - g option without the-i option. To
change the configuration of all currently-running client and server processes
on a particular machine, specify the - moption. If none of the-g,-i,and-m
optionsis supplied, then all non-administrative processes on the default
machine are affected. This command does not affect the behavior of clients
or servers that are not currently executing, nor Workstation clients.

changetrantine (chtt) [-mmachine] {-q gqaddress[-g groupnane] -
[-i srvid]-sservice|-ggroupnanme -i srvid-s service} newt!im

Change the transaction timeout val ue associated with the specified service to
newt | i m If gaddr ess is not specified, then both gr oupnane and srvi d
must be specified. If nachi neissettoal | orisnot set, the change is made
on all machines; otherwise, alocal changeis made on the specified nachi ne.
L ocal changes are over-ridden by any subsequent global (or local) changes.

committrans (commit) [ -yes ] -g groupnane trani ndex

Commit the transaction associated with the specified transaction index

t rani ndex at the specified server group. commi tt r ans will fail if the
transaction has not been pre-committed at the specified server group or if the
transaction is known to be abort-only. Theindex is taken from the previous
execution of the pri nt t rans command. This command prompts for
confirmation before proceeding unless the - yes option isused. This
command should be used with care.

config (conf)

This command is identical to thet nconfi g command. Seet nconfi g,
wt nconfi g(1) for an explanation of its use.
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crdl -b bl ocks-z config-oconfigoffset [-Onewdefoffset |[ newdevi ce]
Create an entry in the universal device list. bl ocks specifies the number of
physical blocksto be alocated on the device. The default bl ocks valueis
initialized to 1000 blocks. conf i gof f set specifies the block number at
which space may begin to be allocated. If the - o option is not given and a
default has not been set, the value of the environment variable FSOFFSET is
used. If FSOFFSET ishot set, thedefaultisO. conf i g pointstothefirst device
(which contains the device list); it must be an absolute path name (starting
with /). If the - z option is not given and a default has not been set, the path
named by the FSCONFI G environment variable is used. The newdevi ce
argument to the cr dl command, if specified, points to the device being
created; it must be an absolute path name (starting with /). If thisparameter is
not given, the newdevi ce defaults to the config device. newdef of f set
specified an offset to the beginning of newdevi ce. If not specified with the
- O(capital O) option of default, the default is O (zero).

crlog (crl g)-mmachi ne
Create the DTP transaction log for the named or default nachi ne (it cannot
be “DBBL" or “all”). An error is returned if &LOGis not defined for the
machine on the configuration. This command referenceSUKEONFI G file
to determine the BEA Tuxedo file system containingTtheG, the name of
theTLOG in that file system, the offset, and the size (®CONFI G( 5) ).

def aul t (d) [- g gr oupnane] [-i srvi d][- mmachi ne] [-u usrnane] [- ¢ ¢l t nane]

[-q gaddr ess] [-s service] [-b bl ocks] [-o of fset][-z config][-a{ 0]|1]|2}]
Set the corresponding argument to be the default group name, server ID,
machine, user name, client name, queue address, service name, device blocks,
device offset, or UDL configuration device path (it must be an absolute path
name starting with /). Sg& i nt ser vi ce for information on the a option.
All defaults may be unset by specifyingas an argument. Hachi ne has
been set to a machine identifier, and later retrievals are to be done from the
Distinguished Bulletin Boardiachi ne should be set tbBBL. Unsetting the
machi ne (-m*) is equivalent to setting it toBBL. If thedef aul t command
is entered with no arguments, the current defaults are printed.

dsdl [-yes]-z config[-o0 offset ] dlindex
Destroy an entry found in the universal device list. #hiendex argument is
the index on the universal device list of the device that is to be removed from
the device list. Entry 0 cannot be removed untiva@iC files and other device
list entries are destroyed first (because entry O contains the device which
holds the device list and table of contents, destroying it also destroys these
two tables.xonf i g points to the device containing the universal device list;
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it must be an absolute path name (starting with /). If the - z option isnot given
and adefault has not been set, the path named by the FSCONFI G environment
variableis used. of f set specifiesan offset into conf i g. If the - o option is
not given and a default has not been set, the value of the environment variable
FSOFFSET is used. If FSOFFSET is not set, the default is 0. This command
prompts for confirmation before proceeding unlessthe - yes option is used.

dsl og (dsl g) [ -yes ] - mnmachi ne
Destroy the DTP transaction log for the named or default machi ne (it cannot
be “DBBL" or “all”). An error is returned if &LOGis not defined for the
machine, if the application is not inactive, or if outstanding transaction
records exist on the log. The term outstanding transactions means that a
global transaction has been committed but an end-of-transaction has not ye
been written. This command referencesTteCONFI G file to determine the
BEA Tuxedo file system containing the0G and name of theLOG in that
file system. This command prompts for confirmation before proceeding
unless the yes option is specified.

dunp (du) fil enane
Dump the current bulletin board into the file/ enane.

dunptlog (dl)-z config[-ooffset ][ -nnanme][-g groupnane] fil enanme
Dumps a text version of the.OG into the specified i | enane. TheTLOG s
located on the specifiecbnfi g andof fset, and has the specifiethre. If
the- n option is not given and a default has not been set, the name “TLOG”
is usedconfi g points to the device containing the universal device list; it
must be an absolute path name (starting with /). If theption is not given
and a default has not been set, the path named IFgdosFl G environment
variable is used. Theo of f set option can be used to specify an offset into
confi g. If the- o option is not given and a default has not been set, the value
of the environment variabSOFFSET is used. IfFSOFFSET is not set, the
default is 0. Ifgr oupnane is specified, then only log records for transactions
where that group is the coordinator are dumped.

echo (e) [{of f |on}]
Echo input command lines when sebto If no option is given, then the
current setting is toggled, and the new setting is printed. The initial setting is
of f.

hel p (h) [{command | al I}]
Print help messages.dbnmand is specified, the abbreviation, arguments,
and description for that command are printed. causes a description of all
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commands to be displayed. Omitting all arguments causes the syntax of all
commands to be displayed.

initdl (indl)[-yes]-zconfig[-ooffset]dlindex
Reinitializes a device on the device list. The argument d/ i ndex isthe index
of the device on the universal device list of the devicethat isto be
reinitialized. All space on the specified device isfreed; this means that any
files, etc., stored on the device may be overwritten in the future so this
command must be used cautiously. This command prompts for confirmation
before proceeding unlessthe - yes optionisused. conf i g pointstothedevice
containing the universal devicelist; it must be an absol ute path name (starting
with /). If the - z option is not given and a default has not been set, the path
named by the FSCONFI Genvironment variableisused. The- o of f set option
can be used to specify an offset into conf i g. If the- o optionisnot given and
adefault has not been set, the value of the environment variable FSOFFSET is
used. If FSOFFSET isnot set, the default is 0.

inlog[-yes]-mmachine
Reinitialize the DTP transaction log for the named or def aul t machi ne (it
cannot be “DBBL” or “all”). An error is returned ifBLOG is not defined for

the machine or if the application is not inactive. If outstanding transactions
exist on therLOG, data may be inconsistent across resource managers acting
as participants in these transactions since the resource managers may abort

the local transaction instead of correctly committing the transaction. This
command references tMeXCONFI Gfile to determine the BEA Tuxedo file
system containing theL0G and name of th&LOG in that file system. This
command prompts for confirmation before proceeding unlesgtieeoption
is specified.

lidl -z config[-ooffset ][ dlindex]
Print the universal device list. For each device the following is listed: the

name, the starting block, and the number of blocks on the device. In verbose
mode, a map is printed which shows free space (starting address and size of
free space). Ifil i ndex is specified, then only the information for that device

list entry is printedconf i g points to the device containing the universal
device list; it must be an absolute path name (starting with /). fztogtion
is not given and a default has not been set, the path namedHSCtiNEI G
environment variable is used. The of fset option can be used to specify

an offset intaconf i g. If the- o option is not given and a default has not been

set, the value of the environment variabFFSET is used. IFSOFFSET is
not set, the default is 0.
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livtoc -z config[-ooffset ]
Printsinformation for all vTOC table entries. Theinformation printed for each
entry includesthe name of the vTOC tabl e, the device on whichitisfound, the
offset of the vTOC table from the beginning of the device and the number of
pages alocated for that table. confi g points to the device containing the
universal devicelist; it must be an absolute path name (starting with /). If the
- z option is not given and a default has not been set, the path named by the
FSCONFI G environment variableis used. The - o of f set option can be used
to specify an offset into conf i g. If the- o option is not specified, the value of
the environment variable FSOFFSET isused. If FSOFFSET is not set, the
default is 0.

| oadt| og -mmnachi ne fil enane
Read the text version of a TLOGfrom the specified fi | enanme (produced by
dunpt | og) into the existing TLOG for the named or def aul t machi ne (it
cannot be “DBBL” or “all”).

| ogstart machi ne
Force a warm start for the.OG information on the specifieslachi ne. This
should normally be done followingl@adt | og and after disk relocation
during server group migration.

master (m [ -yes ]

If mast er isrun on the backup node when partitioned, the backup node takes

over as the acting master node and a DBBL is booted to take over
administrative processing.thst er is run on the master node when the

backup node is acting as the master, the DBBL is migrated to the master node
and the backup node is no longer the acting master node. This command

prompts for confirmation before proceeding unless trees option is
specified.

mi gr at egr oup (m gg) [- cancel ] gr oup_nane
Theni gr at egr oup command takes the name of a server group. If the

configuration file specifies thid GRATE option and an alternate location for
the group, all servers igr oup_nane are migrated to the alternate location.

Servers must be shut down for migration with the following command.

shut down -R -g groupnane

The- Roption retains server names in the bulletin board so that migration can

be done. The migration can be canceled aftestiue down - Rby the
following command.

m gr at egroup -cancel groupnane
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The - cancel option deletes the server names from the bulletin board.

m gratemach (mgm [-cancel] nmachi ne
All servers running on the specified nachi ne are migrated to their aternate
location. Servers must be shut down for migration with the following
command.

shutdown -R -1 machi ne

When the ni gr at emachi ne command isused, all server groups located on
machi ne must have the same alternate location (otherwise ni gr at egr oup
must be used). Migration of an LM D (that is, machine) that contains Domains
gateway serversimpliesthe migration of these gateway serversto the
alternate LM D. Specifying the - cancel option causesamigration that is
already in progressto be cancelled. In other words, the servers have been shut
down—uwith thet mshut down - R command—but have not yet been
migrated.

pagi nat e (page) [{off | on}]
Paginate output. If no option is given, then the current setting is toggled, and
the new setting is printed. The initial setting is on, unless either standard input
or standard output is a nony device. Pagination may be turned on only
when both standard input and standard output iayedevices.

The default paging command is indigenous to the native operating system
environment. In a UNIX operating system environment, for example, the
default paging command jpg.The shell environment variabtfdGER may be
used to override the default command used for paging output.

passwd
Prompt the administrator for a new application password in an application
requiring security.

pcl ean (pcl ) machi ne
pcl ean first forces abcl ean on the specifiedachi ne to restart or cleanup
any servers that may require itnc hi ne is partitioned, entries for processes
and services identified as running machi ne are removed from all
non-partitioned bulletin boards. #tchi ne is not partitioned, any processes
or services that can not be restarted or cleaned up are removed.

printclient (pclt)[-mnachine] [-u usrnane][-c cltnane]
Print information for the specified set of client processes. If no arguments or
defaults are set, then information on all clients is printed. In a multicontexted
client,printcl i ent produces a separate entry for each context- frheu,
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and - ¢ options or defaults can be used to restrict the information to any
combination of machine, user name, or client name.

printconn (pc) [- mnachi ne]
Print information about conversationa connections. The - moption or default
can be used to restrict the information to connectionsto or from the specified
machine. A nachi ne value of “all” or “DBBL" prints information from all
machines.

printgroup (pg) [-mmachi ne] [- g gr oupnane]
Print server group table information. The default is to print information for all
groups. The g and- moptions or defaults can be used to restrict the
information to a combination of group or machine. The information printed
includes the server group name, the server group number, primary and
alternate LMIDs, and the current location.

printnet (pnw) [ nach_Iist ]
Print network connection information. The default is to print information for
all machines. Theri nt net command optionally takes a comma-separated
list of machinesl(M Ds) as arguments. If such a list is provided, information
is restricted to network connections involving the specified machines. For
each machine, the information indicates whether the machine is partitioned.
If a machine is not partitioned, information is printed indicating the other
machines to which it is connected and counts of messages in and out.

printqueue (pq) [gaddr ess]
Print queue information for all application and administrative servers. The
default is to print information about all queues. fladdr ess command line
or default can be used to restrict information to a specific queue. Output
includes the server name and the name of the machine on which the queue
reside.

printserver (psr) [-mmachi ne] [-g groupnane] [-i srvid][-q gaddress]
Print information for application and administrative servers.-Them - g,
and-i options can be used to restrict the information to any combination of
gueue address, machine, group, and server. In a multicontexted server,
printserver prints a single entry for all contexts in the server.

printservice (psc) [-mnachi ne] [- g groupnane] [-i srvidl[-a {0]|1]|2 }]

[- g gaddress] [-s servi ce]
Print information for application and administrative services.-them - g,
-i and- s options can be used to restrict the information to any combination
of queue address, machine, group, server or service aldmion allows you
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to select the class of service: - a0 limits the display to application services,

- al selects application services plus system servicesthat can be called by an
application, - a2 selects both of those, plus system servicesthat can be called
by the BEA Tuxedo system.

printtrans (pt)[-g groupnane] [- mmachi ne]
Print global transaction table information for either the specified or the
default machine. If machi ne is “al | ” or “DBBL,” then information is merged
together from transaction tables at all non-partitioned machines in the
application. The command line or defagittoupnane value can be used to
restrict the information to transactions in which the group is a participant
(including the coordinator).

When printed in terse mode, the following information is provided: the
transaction identifier, an index used for aborting or committing transactions
with aborttrans orcommittrans, the transaction status, and a count of
participants.

In verbose mode, transaction timeout information and participant information
(for example, server group names and status, including the identity of the
coordinator) is also printed.

qui t (q)
Terminate the session.

reconnect (rco) non-partitioned_machinel partitioned_machine2
Initiate a new connection from the non-partitioned machine to the partitioned
machiner econnect forces a new connection from the non-partitioned
machine to the partitioned machine. If a connection is already active, it is
closed before the reconnect. This may cause in-transit messages to be lost,
resulting in transaction timeouts. It is possible for a machine or network
connection to be down, but the network interface driver will continue to
accept and buffer requests without any error indication tBRheGE. In this
casey econnect will fail, forcing theBRI DGE to recognize that the remote
machine cannot be reached. Note that in most cases, after network problems
are resolved, thBRI DGE reconnects automatically, making manual
intervention (withr econnect ) unnecessary.

resume (res) {-q gaddress |- g groupnane |-i srvid|-s service}. ..
Resume (unsuspend) services. The-g, - s, and-i options can be used to
restrict the resumed services to any combination of queue, group, service, and
server. (At least one of these options must be specified or have a default.)
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Thus the following command line provides a shortcut method of
unsuspending all services advertised on the queue with the address ser vg8.

> resume -q servqg8

Once a suspended service is resumed, the offering server is selected asa
candidate server for that service, as well asfor other (unsuspended) services
it may offer. If multiple servers are reading from a single queue, the status of
aparticular serviceisreflected in all servers reading from that queue.

server parns (srp)-g groupnane -i srvid

Print the parameters associated with the server specified by gr oupnane and
srvi dfor agroup.

serviceparns (scp) -g groupnane-i srvid-s service

Print the parameters associated with the service specified by gr oupnane,
srvi d,and servi ce.

shnstats (sstats) [ ex|app]

If MODEL SHMisspecified in the configuration file, shist at s can be used to
assure more accurate statistics. When entered with no argument, shnst at s
returns the present setting of the TMACCSTATS flag of thebbpar ms. opt i ons
member of the bulletin board structure. Thistells you whether statistics
presently being gathered are exact or approximate. |If the command isentered
with ex specified, shnst at s turnson the TMACCSTATS flag, locksthe bulletin
board, and zeroes out the counters for server table, queue table, and service
table entries.

shut down (st op) [opt i ons]

This command is identical to thet nshut down() command. t nshut down
options can be used to select serversto be stopped. Seet mshut down( 1) for
an explanation of options and restrictions on use.

suspend (susp) {-q gaddress |-g groupnane |-i srvid|-s service} ...

Suspend services. The-q, - g, - s, and -i options can be used to restrict the
suspended services to any combination of queue, group, service, and server
(At least one of these options must be specified or have a default.) Thus the
following command provides a shortcut method of suspending al services
advertised on the queue with the address ser vg8.

> suspend -q servqg8

When a service is suspended, the offering server is no longer selected as a
candidate server for that service, although it continues to be selected to
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Security

process other servicesit may offer. Queued requests for the suspended service
are processed until the queueisdrained. If multiple servers are reading from
asingle queue, the status of a particular serviceisreflected in all servers
reading from that queue.

unadver tise (unadv) {-q gaddress [- g groupnane] [-i srvid] |-g groupnane

-i srvid} service
Removean entry inthe service table for theindicated ser vi ce. If gaddr ess
is not specified, then both gr oupnane and sr vi d are required to uniquely
identify aserver. Specifying either aqueue or aparticular server onthat queue
achieve the same results. If this ser vi ce is to be removed from amultiple
server, single queue (MSSQ) set, then the advertisement for servi ce is
removed from all servers reading from that queue.

ver bose (v) [{of f |on}]
Produce output in verbose mode. If no option isgiven, then the current setting
istoggled, and the new setting is printed. The initial settingisof f. The-v
(verbose) and - t (terse) options on individual commands can be used to
temporarily override the current setting.

! shel | command
Escape to the shell and execute shel | command.

Repeat previous shell command.

# [text]
Lines beginning with "#" are comment lines and are ignored.

<CR>
Repeat the last command.

When t madni n runs as the administrator, it does not pass through security sinceitis
already checked to be the application administrator’s login ID.

The only time that madni n may run as someone other than the application
administrator is if ther option is used to access the application as a client. If such a
user invokes madm n with the-r option, and if security is turned on for the
application, then the application password is required to access application data. If
standard input is a terminal, thiemadni n prompts the user for the password with echo
turned off on the reply. If standard input is not a terminal, the password is retrieved
from theAPP_Pwenvironment variable. If this environment variable is not specified
and an application password is required, thesdni n fails.
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Portability
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t madm n actsas an application client if the- r optionisused or if it cannot register as
the application administrator. If thisis the case, and if standard input is not from a
termina, then the APP_Pwenvironment variable must be set to the application
password in a security application.

If thet madmi n command is entered before the system has been booted, the following
message is displayed.

No bul letin board exists. Entering boot nobde
>
t madni n then waitsfor aboot command to be entered.

If thet madm n command is entered, without the - ¢ option, on an inactive node that is
not the MASTER, the following message is displayed and the command terminates.

Cannot enter boot npbde on non- naster node.

If an incorrect application password is entered or is not available to a shell script
through the environment, then alog message is generated and the command
terminates, after displaying the following message.

I nvalid password entered.

t madm n may be run on any node within an active interoperating application.
However, the commandsand command-line arguments available arerestricted to those
available viat madni n in the release corresponding to the node on which t madni n is
running. For example, thebr oadcast , passwd, and pri nt cl i ent commands are not
available on Release 4.1 nodes.

t madm n is supported on any platform on which the BEA Tuxedo server environment
is supported.

The nachi ne option has no effect in a non-networked uniprocessor environment.
t mboot (1),tm oadcf (1), tnshutdown(1l),conpilation(5), UBBCONFI G 5)

Administering a BEA Tuxedo Application at Run Time
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tmboot(1)

Name

Synopsis

Description

t mboot - bring up a BEA Tuxedo configuration

tnboot [-1 Imid] [-g grpnane] [-i srvid] [-s aout] [-0 sequence]
[-S] [-A] [-b] [-B/mid [-T grpnane] [-e conmand] [-W [-y] [-d]
[-n] [-c] [-M [-di]

t mboot brings up a BEA Tuxedo application in whole or in part, depending on the
options specified. t nboot can be invoked only by the administrator of the bulletin
board (as indicated by the Ul D parameter in the configuration file) or by r oot . The

t mboot command can be invoked only on the machine identified as MASTER in the
RESOURCES section of the configuration file, or the backup acting as the MASTER, that
is, with the DBBL already running (viathemast er command int madmi n( 1) ). Except,
if the- b optionisused; in that case, the system can be booted from the backup machine
without it having been designated as the NASTER.

With nooptions, t nboot executes all administrative processesand all serverslistedin
the SERVERS section of the configuration file named by the TUXCONFI G and
TUXOFFSET environment variables. If the MODEL is MP, aDBBL administrative server is
started on the machine indicated by the MASTER parameter in the RESOURCES section.
An administrative server (BBL) is started on every machine listed in the MACHI NES
section. For each group in the GROUPS section, TVs servers are started based on the
TMVBNAME and TMSCOUNT parameters for each entry. All administrative servers are
started followed by serversin the SERVERS sections. Any TS or gateway serversfor a
group are booted before the first application server in the group is booted. The
TUXCONFI Gfileis propagated to remote machines as necessary. t mboot normally
waits for abooted process to completeitsinitialization (that is, t psvri ni t () ) before
booting the next process.

Booting a gateway server implies that the gateway advertises its administrative
service, and also advertises the application services representing the foreign services
based on the CLOPT parameter for the gateway. If the instantiation has the concept of
foreign servers, these servers are booted by the gateway at thistime.

Booting an LM D is equivaent to booting all groups on that LM D.

Application servers are booted in the order specified by the SEQUENCE parameter, or in
the order of server entriesin the configuration file (see the description in

UBBCONFI G 5) ). If two or more servers in the SERVERS section of the configuration
file have the same SEQUENCE parameter, then t nhoot may boot these serversin
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parallel and will not continue until they all complete initialization. Each entry in the
SERVERS section can have a M N and MAX parameter. t mboot boots M N application
servers (thedefaultis1if M Nisnot specified for the server entry) unlessthe-i option
is specified; using the -i option causesindividual servers to be booted up to MAX
occurrences.

If aserver cannot be started, adiagnostic iswritten on the central event log (and to the
standard output, unless - q is specified), and t nboot continues—except that if the

failing process is 8BL, servers that depend on tiB&L are silently ignored. If the

failing process is 8BBL, t nboot ignores the rest of the configuration file. If a server

is configured with an alternate D and fails to start on its primary machineboot
automatically attempts to start the server on the alternate machine and, if successfu
sends a message to teBL to update the server group sectiomdkCONFI G.

For servers in th8ERVERS section, onlyCLOPT, SEQUENCE, SRVGRP, andSRvI D are

used byt mboot . Collectively, these are known as the server’s boot parameters. Once
the server has been booted, it reads the configuration file to find its run-time
parameters. (Sa8BBCONFI G(5) for a description of all parameters.)

All administrative and application servers are booted wihDI R as their current
working directory. The value &fPPDI R is specified in the configuration file in the
MACHI NES section for the machine on which the server is being booted.

The search path for the server executables®pl R, followed byTUXDI R/ bi n,

followed by/ bi n and/ usr/ bi n, followed by anyPATH specified in th&NVFI LE for
theMACH NE. The search path is used only if an absolute path name is not specified fo
the server. Values placed in the serversFI LE are not used for the search path.

When a server is booted, the varialite®Dl R, TUXCONFI G, TUXOFFSET, andAPPDI R,
with values specified in the configuration file for that machine, are placed in the
environment. The environment variallle LI BRARY_PATH is also placed in the
environment of all servers. Its value defaults to

$APPDI R $TUXDI R/ i b:/1ib:/usr/lib:lib>wherelib>isthe value of the first
LD LI BRARY_PATH= line appearing in the machigaVFI LE. SeeUBBCONFI G( 5) for
a description of the syntax and use of EheFI LE.

The ULOGPFX for the server is also set up at boot time based on the parameter for the
machine in the configuration file. If not specified, it default$A®PDI R/ ULOG.

All of these operations are performed before the application initialization function,
tpsvrinit(), is called.
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Many of the command-line options of t nboot serveto limit the way in which the
system is booted and can be used to boot a partia system. The following options are
supported.

Imd

For each group whose associated LM D parameter is/ m d, al Tvs and
gateway servers associated with the group are booted and all serversin the
SERVERS section associated with those groups are executed.

gr pnane

All TMs and gateway servers for the group whose SRVGRP parameter is

gr pnane are started, followed by al serversin the SERVERS section

associ ated with that group. TVS servers are started based on the TMSNAME and
TMSCOUNT parameters for the group entry.

srvid

All serversin the SERVERS section whose SRVI D parameter is srvi d are
executed.

All serversinthe SERVERS section with name aout are executed. Thisoption
can aso be used to boot TM S and gateway servers; normally thisoption is
used in this way in conjunction with the - g option.

sequence

All serversin the SERVERS section with SEQUENCE parameter sequence are
executed.

-S
All serversin the SERVERS section are executed.

-A
All administrative servers for machinesin the MACHI NES section are
executed. Use this option to guarantee that the DBBL and all BBL and BRI DGE
processes are brought up in the correct order. (See al so the description of the
- Moption.)

-b
Boot the system from the BACKUP machine (without making this machine the
MASTER).

-B Imd

A BBL is started on a processor with logical name / ni d.
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This option starts administrative servers on the master machine. If the MODEL
isMP, aDBBL administrative server is started on the machine indicated by the
MASTER parameter in the RESOURCES section. A BBL is started on the MASTER
machine, and a BRI DGE is started if the LAN option and a NETWORK entry are
specified in the configuration file.

-dl
Causes command-line options to be printed on the standard output. Useful
when preparing to use sdb to debug application services.

-T grpnane
All TV serversfor the group whose SRVGRP parameter is gr pnane are started
(based on the TMSNAME and TMSCOUNT parameters associated with the group
entry). This option is the same as booting based on the TVS server name (- s
option) and the group name (- g).

- e command
Causes conmand to be executed if any process fails to boot successfully.
command can be any program, script, or sequence of commands understood
by the command interpreter specified in the SHELL environment variable.
This allows an opportunity to bail out of the boot procedure. If conmand
contains white space, the entire string must be enclosed in quotes. This
command is executed on the machine on which t mboot isbeing run, not on
the machine on which the server is being booted.

Informst nboot to boot another server without waiting for serversto
completeinitialization. Thisoption should be used with caution. BBLs depend
on the presence of avalid DBBL; ordinary serversrequire arunning BBL onthe
processor on which they are placed. These conditions cannot be guaranteed if
servers are not started in a synchronized manner. This option overrides the
waiting that is normally done when servers have sequence numbers.

Assumes ayes answer to a prompt that asksif all administrative and server
processes should be booted. (The prompt appears only when the command is
entered with none of the limiting options.)

Suppresses the printing of the execution sequence on the standard output. It
implies-y.
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Interoperability

Portability

Environment
Variables

Link-Level
Encryption

Diagnostics

The execution sequence is printed, but not performed.

Minimum IPC resources needed for this configuration are printed.

Whenthe-1,-g,-i,-o0,and-s optionsare used in combination, only servers that
satisfy all qualifications specified arebooted. The- 1 , - g, - s, and- T optionscause TMS
serversto be booted; the - 1 , - g, and - s options cause gateway servers to be booted;
the-1,-g,-i,-0,-s,and- S options apply to application servers. Options that boot
application serversfail if aBBL is not available on the machine.The- A, - M and - B
options apply only to administrative processes.

The standard input, standard output, and standard error file descriptors are closed for
all booted servers.

t mboot must run on the master node, which in an interoperating application must be
the highest release available. t mboot detects and reports configuration file conditions
that would lead to the booting of administrative servers such as Workstation listeners
on sitesthat cannot support them.

t mboot is supported on any platform on which the BEA Tuxedo server environment
is supported.

During the installation process, an administrative password file is created. When
necessary, the BEA Tuxedo system searches for thisfile in the following directories
(in the order shown): APPDI R/ . adni t| i st en. pwand

TUXDI R udat aobj / t|i sten. pw. To ensure that your password file will be found,
make sure you have set the APPDI R and/or TUXDI R environment variables.

If the link-level encryption feature isin operation between t mboot andtli sten,
link-level encryption will be negotiated and activated first to protect the process
through which messages are authenticated.

If TUXCONFI Gis set to a non-existent file, two fatal error messages are displayed:
m error processing configuration file

m configuration file not found

If t mboot failsto boot aserver, it exitswith exit code 1 and the user log should be
examined for further details. Otherwise t nboot exits with exit code 0.

If t mboot isrun on an inactive non-master node, afatal error message is displayed.

tboot cannot run on a non-naster node.
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Examples

If t mboot isrunon an active nodethat is not the acting master node, thefollowing fatal
error message is displayed.

tmboot cannot run on a non acting-naster node in an active
appl i cati on.

If the same | PCKEY is used in more than one TUXCONFI Gfile, t nboot failswith the
following message.

Configuration file paraneter has been changed since | ast tnboot

If there are multiple node names in the MACHI NES sectionin anon-LAN configuration,
the following fatal error message is displayed.

Mul tiple nodes not allowed in MACH NES for non-LAN application.

If t1istenisnotrunning on the MASTER machinein a LAN application, awarning
message is printed. In this case, t radni n( 1) cannot run in administrator mode on
remote machines; itislimited to read-only operations. Thisalso meansthat the backup
site cannot reboot the master site after failure.

Tostart only those serverslocated on the machineslogically named CS0 and CS1, enter
the following command.

tnboot -1 CSO -I CS1

To start only those servers named CREDEB that belong to the group called DBGL, enter
the following command.

tmboot -g DBGL -s CREDEB1

To boot aBBL on the machine logically named PES, aswell as all those serverswith a
location specified as PES, enter the following command.

tnboot -B PE8 -1 PE8

To view minimum | PC resources needed for the configuration, enter the following
command.

tnboot -c

Thefollowing is an example of the output produced by the - ¢ option:

I pc sizing (m ni mum BEA Tuxedo val ues only)

SHW N: 1
SHVALL: 1

Fi xed M ni muns Per Processor

SEMVAP:  SEMWNI
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Notices

See Also

Variabl e M ni nuns Per Processor

SEMUME, A SHMVAX

SEMWINU, * *

SEMVWNS SEMMVSL SEMMVSL SEMWNE  MSGWNE MBGVAP  SHVSEG
60 1 60 A+1 10 20 76K
63 5 63 A+1 11 22 76K

The number of expected application clients per processor should be added to each
MSGWNI value. MSGVAP should be twice MSGWNI . SHVM N should always be set to 1.

The minimum | PC requirements can be compared to the parameters set for your
machine. See the system administration documentation for your machine for
information about how to change these parameters. If the - y option is used, the display
will differ slightly from the previous example.

Thet nboot command ignores the hangup signal (SI GHUP). If asignal is detected
during boot, the process continues.

Minimum | PC resources displayed with the - ¢ option apply only to the configuration
described in the configuration file specified; |PC resources required for aresource
manager or for other BEA Tuxedo configurations are not considered in the calculation.

tmadm n(1),tm oadcf (1), tnshut down(1), UBBCONFI G(5)

Administering a BEA Tuxedo Application at Run Time
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Name

Synopsis

Description

t nconfi g, wt ntonfi g - dynamically update and retrieve information about arunning
BEA Tuxedo application, as either a native client or aworkstation client

tnconfig
wt nconfi g

t nconf i g isaninteractive program that can be used to update some configurationfile
parameters, or M1B attributes, and to add recordsto parts of the TUXCONFI Gfile while
the BEA Tuxedo application is running. t mconf i g manages a buffer that contains
input field values to be added, updated, or retrieved. When an operation is completed,
t nconf i g displaysoutput field values and status. The user can update the input buffer
using any available text editor.

t mconfi g isaBEA Tuxedo native client, and wt nconf i g is aworkstation client, as
you can see in the output of the t madmi n/pri nt cl i ent command sequence. If the
application is using the SECURI TY feature, t nconf i g prompts for the application
password.

Note: Because the same functionality is provided by botht nconf i g and
wt nconf i g—the only difference being thatconfi g is a BEA Tuxedo
native client anav nconfi g is a BEA Tuxedo workstation client—we refer
only tot nconf i g throughout most of this reference page. You can assume that
the functionality described here is providedwyrconf i g, as well.

t nconfi g first prompts for the desired section, and then for the desired operation. The
prompt for the section appears as follows.

Section: 1) RESOURCES, 2) MACH NES, 3) GROUPS 4) SERVERS 5) SERVI CES
6) NETWORK 7) ROUTING gq) QU T 9) WSL 10) NETGROUPS 11) NETMAP [1]:

The default section appears in square brackets at the end of the prompt.
t nconf i g then prompts for the desired operation.

Operation: 1) FIRST 2) NEXT 3) RETRI EVE 4) ADD 5) UPDATE
6) CLEAR BUFFER 7) QUIT [1]:
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The default operation is shown in square brackets at the end of the prompt. To select
the default, simply enter RETURN. To select another option, enter the appropriate
number and RETURN.

The following operations are currently supported.

1. FI RST - Retrieve the first record from the specified section. No key fields are
needed. (Any key fields that are in the input buffer are ignored.)

2. NEXT - Retrieve the next record from the specified section, based on the key
fieldsin the input buffer.

3. RETR EVE - Retrieve the indicated record from the specified section by key
field(s).

4. ADD- Add theindicated record in the specified section. Any fields not specified
(unlessrequired) take their default values as specified in UBBCONFI G(5) . The
current value for al fields is returned in the output buffer. This operation can be
done only by the BEA Tuxedo system administrator.

5. UPDATE - Update the record specified in the input buffer in the selected section.
Any fields not specified in the input buffer remain unchanged. The current value
for al fields is returned in the input buffer. This operation can be done only by
the BEA Tuxedo administrator.

6. CLEAR BUFFER - Clear theinput buffer (all fields are deleted). After this
operation, t mconf i g immediately prompts for the section again.

7. QUI T - Exit the program gracefully (the client is terminated). A value of g for any
prompt also exits the program.

For administrator operations, the effective user identifier must match the BEA Tuxedo
administrator user identifier (UID) for the machine on which this program is executed.
When arecord is updated or added, all default values and validations used by

t m oadcf (1) areenforced.

t mconf i g then prompts you to indicate whether or not you want to edit the input
buffer.

Enter editor to add/nodify fields [n]?

Entering avalue of y puts the input buffer into atemporary file and executes the text

editor. The environment variable EDI TOR s used to determine which editor is to be

used. The default is ed. Theinput format isin fieldname/field value pairs and is

described in the “Input Format” section below. The field names associated with each
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Input Format

UBBCONFI Gsection arelisted in tablesin the sub-sections below. The semantics of the
fields and associated ranges, default values, restrictions, and so on, are described in
UBBCONFI G( 5) . Note that permissions values are specified in decimal, not octdl. In
most cases, the field nameis the same as the KEYWORD in the UBBCONFI Gfile, prefixed
with TA_.

When the user completes editing the input buffer, t nconf i g readsit. If more than one
line occurs for a particular field name, the first occurrence is used and other
occurrences are ignored. If any errors occur, a syntax error is printed and t nconfi g
prompts you to indicate whether you want to correct the problem.

Enter editor to correct?

If the problem is not corrected (response n), then the input buffer contains no fields.
Otherwise, the editor is executed again.

Finally, t mconf i g asks whether the operation should be performed.
Per f orm operation [y]?

When the operation completes, t nconf i g printsthereturnvalue (asinRet ur n val ue
TAXK), followed by the output buffer fields. The process then begins again with a
prompt for the section. All output buffer fields are available in the input buffer unless
the buffer is cleared.

Entering a break at any time restarts the interaction at the prompt for the section.

When QUI T is selected, t ntonf i g prompts you to create a backup text version of the
configuration.

Unl oad TUXCONFIG file into ASCI I backup [y]?
If you select abackup, t nconf i g prompts for afilename.
Backup filenane [ UBBCONFI G ?

On success, t nconf i g indicates that a backup was created; otherwise an error is
printed.

Input packets consist of lines formatted as follows.
fldname fldval

Thefield name is separated from the field value by one or more tabs.
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Limitations

Relationship
between
tmconfig,
UBBCONFIG,
and the MIBs

Lengthy field values can be continued on the next line by having the continuation line
begin with one or more tabs (which are dropped when read back into t nconf i g).

Empty lines consisting of a single newline character are ignored.

To enter an unprintable character in the field value or to start afield value with a tab,
use a backsl ash followed by the two-character hexadecimal representation of the
desired character (see ASCII(5) in aUNIX reference manual). A space, for example,
can beentered intheinput dataas\ 20. A backslash can be entered using two backslash
characters. t nconf i g recognizes all input in this format, but the hexidemal format is
most useful for non-printing characters.

The following are general limitations of the dynamic re-configuration capability.

1. Valuesfor key fields (as indicated in the following sections) may not be modified.
If key fields are modified in the editor buffer and the operation is done, then a
different record will be modified, based on the new values of the key fields. Key
fields can be modified, when the system is down, by reloading the configuration
file.

2. Fieldsat the LM Dlevel cannot be modified while the LM Dis booted; similarly
fields at the GROUP level cannot be modified while the GROUP is booted.

3. Many of the RESOURCES parameters cannot be updated on a running system.
4. Dynamic deletions are not supported. Deletions must be done off-line.

5. If you attempt to update a parameter in the wrong section (for example, if you try
to update the ENVFI LE parameter in the MACHI NES section while working in the
RESOURCES section), the operation appears to succeed (that is, t nconf i g returns
TAOK) but the change does not appear in your unloaded UBBCONFI Gfile.

In early releases of the BEA Tuxedo system al application configuration was
accomplished by editing the UBBCONFI Gfile, atext filethat contained all the
configuration parameters for an application. Users of later rel eases of the system
compiled the UBBCONFI Gfile into a binary file known as TUXCONFI G by running the
tm oadcf (1) command. A subsequent releaseintroducedt nctonf i g, acommand that
supports dynamic updating (that is updating of an active system) of various
TUXCONFI G parameters.
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When Attributes
(Fields) Can Be

Updated and

Who Can Do It

RESOURCES
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Section

Notes

MACHINES
Section

Notes

A more recent development was the introduction of the BEA Tuxedo Management
Information Bases (MIBs), which redefined BEA Tuxedo resources into classes and
attributes. Along with the M1Bs, the BEA Tuxedo system also provided an
administration API that enabled an administrator (or a user) to access and change the
attributes of an application programmatically.

With one exception, this entry of the BEA Tuxedo Command Reference (that is,
tnconfig, wtnconfig(1l)) providesbrief descriptionsonly of the various classes of
the MIBs. The exception is the Network class, for which a detailed description is
provided here ont nconfi g() . For details about all other sections, see TM M B(5) .

One feature of theformer t nconf i g tables was a column that contained avalue
indicating whether afield could be updated.That information is provided in the MIB
reference pages, but in aform that requires alittle more digging on your part. See the
description of Permissionsin M B( 5) . The Permissions columnsin MIB tables
resemble the read, write, and execute permissions that are used to restrict accessto
files, but they convey more information and designate more control than simple file
permissions. For example, by valuesin the Permissions columns in MIB tables can
indicate whether or not afield can be changed when the system is active.

Study the description in M B( 5) before you attempt to use t nconfi g.

For attributesin this section, see the description of the T_DOVAI Nclassin TM M B( 5) .

The ADD operation is not valid for this section. Because thereisonly onerecord in this
section, the RETRI EVE operation isthe same as the FI RST operation (no key field is
required). The NEXT operation always returns arecord not found.

Changesto TA_LDBAL, TA CMIRET, and TA_SYSTEM ACCESS affect only new clients
and serversthat are subsequently booted. TA_SYSTEM ACCESS cannot be changed if
NO_OVERRI DE is specified and any server entries exist that do not match the specified
access type (PROTECTED or FASTPATH). Changesto TA_NOTI FY and TA_AUTHSVC
affect only new clients that are subsequently started.

Updates to parameters other than those listed above do not appear in your unloaded
text backup file.

For attributesin this section, seethe description of the T_MACHI NE classin TM M B( 5) .

A machine cannot be added unless LAN appears in the OPTI ONS in the RESOURCES
section.
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GROUPS
Section

SERVERS
Section

Notes

Services Section

Notes

NETWORK
Section

Updates to parameters other than those listed above do not appear in your unloaded
text backup file.

For attributesin this section, see the description of the T_GROUP classin TM M B(5) .

For attributes in this section, see the description of the T_SERVER classin TM M B(5) .

Parameter changes in the SERVERS section take effect the next time that an associated
server isbooted (and not restarted). If multiple serversare defined in an MsSQset (using
TA_RQADDR), they must have the same services booted (for example, changesto
TA_CLOPT or ENVFI LE must not affect the services that are booted such that they do
not match currently booted servers). If TA_MAX is changed, automatic spawning of
conversationa serversfor the new server identifiersis not performed until one or more
serversin the server set are booted.

For attributes in this section, see the descriptions of the T_SERVI CE and T_SVCGRP
classesin TM M B(5) .

Parameter changes in the SERVI CES section take effect the next time a server offering
the service is booted (and not restarted). Updatesto TA_ROUTI NGNAME are allowed
only if thereisno valuein the TA_SRVGRP field or if the value of that fieldisNULL. In
this case, the TA_ROUTI NGNANME attribute is simultaneously updated in al matching
SERVI CES entries. The TA_ROUTI NGNANME corresponds to the ROUTI NGfield in the
SERVI CES section.

Updates to parameters other than those listed above do not appear in your unloaded
text backup file.

The following table lists the fields in the NETWORK section.

NETWORK SECTION

Field Identifier Field Type Update Notes

TA LMD string No key

TA NADDR string Sys ASCII format (no embedded NUL L
characters)

TA_BRI DGE string Sys
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Notes

ROUTING
Section

Notes

WSL Section

Notes

NETGROUPS
Section

NETMAP
Section

Security

Workstation
Client
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NETWORK SECTION

Field I dentifier Field Type  Update Notes

TA_NLSADDR ASCII format (noembedded NULL

characters)

string Sys

A record cannot be added while the associated LM Dis booted.

No operations can be done on the NETWORKS section unless LAN appears in the
OPTI ONS in the RESOURCES section.

Updates to parameters other than those listed above do not appear in your unloaded
text backup file.

For attributesin this section, see the description of the T_ROUTI NGclassinTM M B(5) .

The ROUTI NG section cannot be updated while the system isrunning. New ROUTI NG
section entriesmay be added if three parameters in the RESOURCES section that control
the size of the bulletin boardMAXDRT, MAXRFT, andVAXRTDATA—atre set to allow for
growth.

For attributes in this section, see the description of t&L class inTM M B(5) .

TheT_WsL class should be used to updatedhePT for WSL servers, even though this
is available via th&ERVER section.

For attributes in this section, see the description of t&L class inTM M B(5) .

For attributes in this section, see the description of tiNETMAP class inTM M B( 5) .

If t ntonfi gis runin a secure application, it requires an application password to acces
the application. If the standard input is a terminat,onf i g prompts the user for the
password with echo turned off on the reply. If the standard input is not a terminal, the
password is retrieved from t#@P_Pwenvironment variable. If this environment
variable is not specified and an application password is required,ithenf i g fails.

As a Workstation client, the command is namedconf on DOS anai nconfi g
otherwise. Th&JPDATE andADD commands are not support@dEPERMIS returned.
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Environment
Variables

Diagnostics

tmconfi g resetsthe FI ELDTBLS and FLDTBLDI Renvironment variablesto pick up the
${ TUXDI R}/ udat aobj / t padni n field table. TUXDI R must be set correctly.

APP_PWmust be set to the application password in a secure application if standard
input is not from aterminal .

Before your client can join a BEA Tuxedo application, you must set several
environment variables:

m For t nconfi g you must set the TUXCONFI G environment variable.

m Forwt ntonfi g you must set the WSNADDR environment variable. You may aso
have to set WBDEVI CE, depending on the network protocol used by the BEA
Tuxedo system. Which network protocol is used depends, in turn, on the
platform on which your application isrunning. To find out which network
protocols are used on your platform, see Appendix A, “Platform Data Sheets,” in
the BEA Tuxedo Installation Guide.

tmconfi g fails if it cannot allocate a typed buffer, if it cannot determine the

/ et c/ passwd entry for the user, if it cannot become a client process, if it cannot create
atemporary file it t np for editing the input buffer, or if it cannot reset the&L DTBLS

or FLDTBLDI R environment variable.

The return value printed hyrconf i g after the completion of each operation indicates
the status of the requested operation. There are three classes of return values.

The following return values indicate a problem with permissions or a BEA Tuxedo
communications error. They indicate that the operation did not complete successfully.

[TAEPERM
The calling process specifiedra_UPDATE or TA_ADD opcode but is not
running as the BEA Tuxedo administrator.

[TAESYSTEM
A BEA Tuxedo error has occurred. The exact nature of the error is written to
userl og(3c).

[TAECS]
An operating system error has occurred.

[TAETI ME]
A blocking timeout occurred. The input buffer is not updated so no
information is returned for retrieval operations. The status of update
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operations can be checked by doing aretrieval on the record that was being
updated.

Thefollowing return values indicate a problem in doing the operation itself and
generally are semantic problems with the application data in the input buffer. The
string field TA_STATUS is set in the output buffer indicating the problem. The string
field TA_BADFLDNAME is set to the field name for the field containing the value that
caused the problem (assuming the error can be attributed to asingle field).

[TAERANGE]
A field valueis out of range or isinvalid.

[TAEI NCONSI S]
A field value or set of field valuesisinconsistently specified (for example,
san existing RQADDR value is specified for a different SRVGRP and
SERVERNAME).

[TAECONFI G
An error occurred while the TUXCONFI Gfile was being read.

[TAEDUPLI CATE]
The operation attempted to add a duplicate record.

[TAENCTFOUND]
Therecord specified for the operation was not found.

[TAEREQUI RED]
A field value isrequired but is not present.

[TAESI ZE]
A field value for astring field istoo long.

[TAEUPDATE]
The operation attempted to do an update that is not allowed.

[TAENOSPACE]
The operation attempted to do an update but there was not enough space in
the TUXCONFI Gfile and/or the Bulletin Board.

Thefollowing return values indicate that the operation was successful, at least at the
MASTER site.

[TAXK]
The operation succeeded. No updates were done to the TUXCONFI Gfile or the
Bulletin Board.
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[TAUPDATED]
The operation succeeded. Updates were made to the TUXCONFI Gfile and/or
the Bulletin Board.

[TAPARTI AL]
The operation succeeded at the MASTER site but failed at one or more
non-MASTER sites. The non-MASTER sites will be marked asinvalid or
partitioned. See the administrator’s guide for further information.

Interoperabilty =~ The UPDATE andADD operations are not allowed if a BEA Tuxedo System Release 4.0
or 4.1 node is booted. These nodes must be shut down before these operations are
performed. When re-booted, they will pick up the changes.

tmunloaddf ~ Whent munl oadcf (1) is run to print entries in the configuration, certain field values
Compatibility — are not printed if they are not set (for strings) or 0 (for integers), or if they match the
default value for the field. These fields always appear in the output buffer when
tmconfi g is used. In this way, it makes it easier for the administrator to retrieve an
entry and update a field that previously was not set. The entry will have the field name
followed by a tab but no field value.

Example  In the following examplet, nconfi g is used to correct the network address specified
on a Workstation Listener server. It happens to be the first entry in the Servers section.
The editor used in the exampleei$(1).

$ EDI TOR=ed tntonfig

Section:1) RESOURCES, 2) MACHI NES, 3) GROUPS 4) SERVERS 5) SERVI CES
6) NETWORK 7) ROUTING gq) QUIT 9) WSL 10) NETGROUPS 11) NETMAP [1]: 4

Qperation: 1) FIRST 2) NEXT 3) RETRI EVE 4) ADD 5) UPDATE
6) CLEAR BUFFER 7) QUIT [1]: 1

Enter editor to add/nodify fields [n]? <return>

Perform operation [y]? <return>

Return val ue TAXK

Buf fer contents:

TA_OPERATI ON 4
TA_SECTI ON 3
TA_SRVI D 2
TA M N 1
TA_MAX 1
TA_RQPERM 432
TA_RPPERM 432
TA_MAXGEN 1
TA_GRACE 86400
TA_STATUS Operation conpl eted successfully
TA_SRVGRP WDBG
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TA SERVERNAME  W\BL

TA CLOPT -A -- -d/dev/tcp -M4 -n2 -x5 -n0x0002f e19c00b6d6b
TA CONV N
TA REPLYQ N
TA RESTART N

Section: 1) RESCURCES, 2) MACH NES, 3) GROUPS 4) SERVERS 5) SERVI CES

6) NETWORK 7) ROUTING gq) QU T 9) WSL [4] 10) NETGROUPS 11) NETMAP [4]:

Qperation: 1) FIRST 2) NEXT 3) RETRIEVE 4) ADD 5) UPDATE
6) CLEAR BUFFER 7) QUIT [1]: 5

Enter editor to add/nodify fields [n]? vy

240

/ CLOPT/ s/ 6d6b/ 690E/ p

TA CLOPT -A -- -d/dev/tcp -M4 -nR2 -x5 -n0x0002f e19c00b690E
w

240

q

Perform operation [y]? <return>

Ret urn val ue TAUPDATED

Buf f er contents:

TA_OPERATI ON 1

TA_SECTI ON 3

TA SRVID 2

TA MN 1

TA_MAX 1

TA_RQPERM 432

TA_RPPERM 432

TA_MAXCGEN 1

TA_GRACE 86400

TA_STATUS Updat e conpl et ed successfully
TA_SRVGRP WDBG

TA _SERVERNAME WAL

TA _CLOPT -A -- -d/dev/tcp -M4 -n2 -x5 -n0x0002f e19c00b690E
TA_CONV N

TA_REPLYQ N

TA_RESTART N

Section: 1) RESCURCES, 2) MACH NES, 3) GROUPS 4) SERVERS 5) SERVI CES

6) NETWORK 7) ROUTING gq) QU T 9) WSL [1] 10) NETGROUPS 11) NETMAP {1}:

Unl oad TUXCONFI G file into ASCII backup [y]? <return>
Backup fil ename [ UBBCONFI G ? <return>

Configuration backed up i n UBBCONFI G

$ # boot the changed server

$ tnmboot -s WSL -i 2

See Also  tnboot (1), tm oadcf (1), userl og(3c), TM M B(5), UBBCONFI &( 5)
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tmipcrm(1)

Name

Synopsis

Description

Diagnostics

t mi pcr m- remove | PC resources alocated by a BEA Tuxedo application on alocal
machine

tm pcrm[-y] [-n] [TUXCONFI G fil €]

t mi pcr mcleans up the | PC resources alocated by a BEA Tuxedo application such as
shared memory, message queues, and semaphores. The command isnormally run after
an unusual error situation such as afailed shutdown. Under normal conditions, the
BEA Tuxedo system cleans up all alocated |PC resources when it is shut down. The
I PC resources that are removed include those used by the core BEA Tuxedo system
and the Workstation component.

t mi pcr mworks only on the local server machine; it does not clean up IPC resources
on the remote machinesin aBEA Tuxedo configuration. The name of the TUXCONFI G
file must be specified, either as the val ue of the TUXCONFI G environment variable or
on the command line. The TUXCONFI Gfile must exist and it must be readable.

Only an administrator or someone with the proper permissions can run this command
successfully. The command assumesthat it can attach to the shared memory segments
that store the bulletin board (BB), and attempts to remove the | PC resources stored in
the bulletin board and referenced from it. Such removal attempts may fail due to other
conditions on the system. If detected, such failures are reported.

The following options are supported.
-y
Answersyesto all prompts.

Does not remove | PC resources. Instead, displays alist of IPC resources on
st dout and exits.

TUXCONFI G file
Complete path name of the TUXCONFI Gfile. If not speciifed, the default isthe
value of the TUXCONFI G environment variable.

If the TUXCONFI Gfile cannot be found, afata error occurs and the following message
is displayed.

Cannot open tuxconfig file
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If the TUXCONFI Gfile cannot be read, afatal error occurs and the following messageis
displayed.

Execut e perm ssion denied, not application adm nistrator

If an attempt to attach to the bulletin board shared memory fails, afatal error occurs
and the following message is displayed.

Cannot attach to BB!

Examples  The command generally runsin an interactive mode, and prompts the user for
responsesto questionswhen necessary. If the - y optionisspecified, t m pcr mdoes not
prompt the user, but assumes the answer to every question is yes. If the-n option is
specified, t pi pcr msimply displays alist of I1PC resources (on st dout ) and exits; no
I PC resources are removed.

The following example demonstrates how this command is used typically.

$ tm pcrm / hone/ user/ apps/tuxconfig

Looking for IPC resources in TUXCONFIG file
/ hone/ user/ apps/ tuxconfig

The followi ng I PC resources were found:

Message Queues:
0x2345
0x3456

Semaphores:
0x34567
0x45678

Shared Memory:
0x45678
0x56789

Remove these IPC resources (y/n)?: y
Removing IPC resources ... done!

Thefollowing example code prints alist of the IPC resources for a BEA Tuxedo
application on aloca machinein afile called ipclist

tmipcrm -n /home/user/apps/tuxconfig >ipclist
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tmloadcf(1)

Name
Synopsis

Description

tm oadcf - parse a UBBCONFI Gfile and load binary TUXCONFI G configuration file
tmoadcf [-n] [-y] [-c] [-b blocks] {UBBCONFIG file | -}

tm oadcf readsafile or the standard input that is in UBBCONFI G syntax, checks the
syntax, and optionally loads a binary TUXCONFI G configuration file. The TUXCONFI G
and (optionally) TUXOFFSET environment variables point to the TUXCONFI Gfile and
(optional) offset where the information should be stored. t ni oadcf canberunonly on
the MASTER machine, as defined in the RESOURCES section of the UBBCONFI Gfile,
unlessthe - c or - n option is specified.

Note: The path name specified for the TUXCONFI Genvironment variable must match
exactly (inlcuding case) the path name specified for TUXCONFI G parameter
within the MACHI NES section of the UBBCONFI Gfile. Otherwise, t ml oadcf (1)
cannot be run successfully.

t ml oadcf printsawarning messageif it finds any section of the UBBCONFI Gfile
missing, other than a missing NETWORK section in a configuration for which the LAN
OPTI ONisnot specified (see UBBCONFI G 5) ) or amissing ROUTI NGsection. If asyntax
error isfound while parsing the input file, t ml oadcf exits without performing any
updates to the TUXCONFI Gfile.

The effective user identifier of the person running t mM oadcf must match theul D, if
specified, in the RESOURCES section of the UBBCONFI Gfile.

The - c optiontot n oadcf causesthe program to print alist of the minimum IPC
resources needed for this configuration. Resource requirements that vary on a
per-processor basis are printed for each processor in the configuration. The
TUXCONFI Gfileis not updated.

The - n optiontot n oadcf causesthe program to do only syntax checking of
UBBCONFI G (the text version of the configuration file) without actually updating the
TUXCONFI Gfile.

After checking the syntax, t m oadcf checks whether: (a) the file referenced by
TUXCONFI Gexists; (b) itisavalid BEA Tuxedo system file system; and (c) it contains
TUXCONFI Gtables. If these conditionsare not true, t m oadcf promptsyou to indicate
whether you want the command to create and initialize TUXCONFI G
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Initialize TUXCONFIG file: path [y, q]~?

Prompting is suppressed if the standard input or output is not aterminal, or if the -y
option is specified on the command line. Any response other thany or Y causes
t m oadcf to exit without creating the configuration file.

If the TUXCONFI Gfileis not properly initialized, and you have indicated approval,

t m oadcf createsthe BEA Tuxedo system file system and then createsthe TUXCONFI G
tables. If the - b option is specified on the command line, its argument is used as the
number of blocksfor the device when creating the BEA Tuxedo system file system. If
the value of the - b option islarge enough to hold the new TUXCONFI Gtables,

t m oadcf usesthe specified valueto create the new file system; otherwise, t m oadcf
print san error message and exits. If the - b option isnot specified, t M oadcf createsa
new file system large enough to hold the TUXCONFI Gtables. The- b optionisignored
if thefile system already exists.

The - b option is highly recommended if TUXCONFI Gisaraw device (that is, if itisa
device that has not been initialized) and should be set to the number of blocks on the
raw device. The - b option is not recommended if TUXCONFI Gisaregular UNIX file.

If it is determined that the TUXCONFI G file has already been initiaized, t nl oadcf
ensures that the system described by that TUXCONFI Gfileisnot running. If the system
isrunning, t nl oadcf printsan error message and exits.

If the system is not running and a TUXCONFI Gfile already exists, t m oadcf prompts
you to confirm that the file should be overwritten.

Really overwrite TUXCONFIG file [y, q]?

Prompting is suppressed if the standard input or output is not aterminal or if the -y
option is specified on the command line. Any response other thany or Y causes
t m oadcf to exit without overwriting the file.

If the SECURI TY parameter is specified in the RESOURCES section of the configuration
file, then t M oadcf flushesthe standard input, turns off terminal echo, and prompts
the user for an application password, as follows.

Enter Application Password?
Reent er Application Password?

The password is limited to 30 characters. The option to load UBBCONFI G (the text
version of the configuration file) via standard input (rather than afile) cannot be used
when the SECURI TY parameter isturned on. If standard input isnot aterminal, that is,
if the user cannot be prompted for a password (as with a her e file, for example), then
the APP_Pwenvironment variable is accessed to set the application password. If the
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Interoperability

Portability

Environment
Variables

Examples

Diagnostics

APP_PWenvironment variable is not set and standard input is not a terminal, then
tm oadcf printsan error message, generates alog message, and fails to load the
TUXCONFI Gfile.

Assumingno errors, andif all checkshave passed, t mi oadcf loadsthe UBBCONFI Gfile
into the TUXCONFI Gfile. It overwritesall existing information found in the TUXCONFI G
tables.

Note that some values are rounded during the load and may not match when they are
unloaded. These include but are not limited to MAXRFT and MAXRTDATA.

tm oadcf must run on the master node. In an interoperating application, the master
node must be running the highest release available.

t m oadcf issupported on any platform onwhichthe BEA Tuxedo server environment
is supported.

Theenvironment variable APP_PwWmust be set for applicationsfor which the SECURI TY
parameter is specified and runt mi oadcf with something other than aterminal as
standard input.

To load aconfiguration file from UBBCONFI Gfile BB. shm initialized the device with
2000 blocks.

tm oadcf -b2000 -y BB. shm

If an error is detected in the input, the offending line is printed to standard error along
with amessage indicating the problem. If asyntax error isfound in the UBBCONFI Gfile
or the system iscurrently running, noinformationisupdated in the TUXCONFI Gfileand
tm oadcf exitswith exit code 1.

If t M oadcf isrun by aperson whose effective user identifier does not match the Ul D
specified in the UBBCONFI Gfile, the following error message is displayed.

*** UDis not effective user ID ***

If t M oadcf isrun on anon-master node, the following error message is displayed.
tm oadcf cannot run on a non-master node.

If t M oadcf isrun on an active node, the following error message is displayed.

tm oadcf cannot run on an active node.

Upon successful completion, t m oadcf exits with exit code 0. If the TUXCONFI Gfile
is updated, auser | og message is generated to record this event.
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See Also  t nunl oadcf (1), UBBCONFI G 5)

Administering a BEA Tuxedo Application at Run Time
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tmshutdown(1)

Name
Synopsis

Description

t mshut down - shut down a set of BEA Tuxedo servers
t nshut down [ opt i ons]

t mshut down stops the execution of a set of servers or removes the advertisements of
a set of services listed in a configuration file. Only the administrator of the bulletin
board (asindicated by the Ul D parameter in the configuration fil€) or r oot caninvoke
the t mshut down command. t mshut down can be invoked only on the machine
identified as MASTER in the RESOURCES section of the configuration file, or the backup
acting asthe MASTER, that is, with the DBBL already running (viathe mast er command
intmadmi n(1) ). An exception to thisisthe - P option which is used on partitioned
processors (see below).

With no options, t nshut down stops all administrative, TMS, and gateway servers, and
serverslisted in the SERVERS section of the configuration file named by the
TUXCONFI G environment variable, and removes the | PC resources associated with
them. For each group, al serversin the SERVERS section, if any, are shut down,
followed by any associated gateway servers (for foreign groups) and TVS servers.
Administrative servers are shut down last.

Application servers without SEQUENCE parameters are shut down first in reverse order
of the server entries in the configuration file, followed by servers with SEQUENCE
parameters that are shut down from high to low sequence number. If two or more
serversin the SERVERS section of the configuration file have the same SEQUENCE
parameter, then t mshut down may shut down these serversin parallel. Each entry in
the SERVERS section may have an optional M N and MAX parameter. t nshut down shuts
down all occurrences of a server (up to MAX occurrences) for each server entry, unless
the-i optionisspecified; usingthe-i option causesindividua occurrencesto be shut
down.

If it is not possible to shut down a server, or remove a service advertisement, a
diagnostic is written on the central event log (see user| og( 3c) ). Thefollowing isa
description of all options:

-l Imd
For each group whose associated LM D parameter is/ m d, all serversin the
SERVERS section associated with the group are shut down, followed by any
TVS and gateway servers associated with the group.
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-g grpnane
All serversin the SERVERS section associated with the specified group (that
is, for which the SRVGRP parameter is set to gr pnane) are shut down,
followed by al TMs and gateway servers for the group. TM S servers are shut
down based on the TMSNAME and TMSCOUNT parameters for the group entry.
For aforeign group, the gateway servers for the associated entry in the HOST
section are shut down based on GATENAME and GATECOUNT. Shutting down a
gateway implies not only that the processitself is stopped; it also impliesthat
the administrative service for the gateway and all advertised foreign services
are unadvertised.

-i srvid
All serversin the SERVERS section for which the SRvI D parameter is set to
srvi dareshut down. Do not enter avaluefor SRvI D greater than 30,000; this
indicates system processes (that is, TMSs or gateway servers) that should only
be shut down viathe - | or - g option.

-s aout
All serverslisted in the SERVERS section with the name aout are shut down.
This option can also be used to shut down TMS and gateway servers.

- 0 sequence
All serversin the SERVERS section for which the SEQUENCE parameter is set
to sequence are shut down.

-S
All serverslisted in the SERVERS section are shut down.

-A
All administrative servers are shut down.

-M
This option shuts down administrative servers on the master machine. The
BBL is shut down on the MASTER machine, and the BRI DGE is shut down if the
LAN option and a NETWORK entry are specified in the configuration file. If the
MODEL is MP, the DBBL administrative server is shut down.

-BImd
The BBL on the processor with the logical name / ni d is shut down.

- T grpnane

All TVs serversfor the server group for which the SRVGRP parameter is set to
gr pnane are shut down (based on the TMSNAME and TMSCOUNT parameters
associated with the server group entry).
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-wdel ay

Tellst mshut down to suspend all selected servers immediately and waits for
shutdown confirmation for only del ay seconds before forcing the server to
shut down by sending a SI GTERMand then a SI &I LL signal to the server.

Becausethe SI GKI LL signal cannot be trapped, any processthat receivesitis
terminated immediately, regardless of the code being executed by the process
at that time. Such behavior may cause structural damageto the Bulletin Board
if the process being stopped was updating the Bulletin Board when it was
terminated.

Note: Serversto which the - woption may be applied should not catch the
UNIX signal SI GTERM

-k { TERM| KI LL}

t mshut down suspends all selected servers immediately and forces them to
shut down in an orderly fashion (TERM or preemptively (KI LL).

Becausethe SI GKI LL signal cannot be trapped, any processthat receivesitis
terminated immediately, regardless of the code being executed by the process
at that time. Such behavior may cause structural damageto the Bulletin Board
if the process being stopped was updating the Bulletin Board when it was
terminated.

Note: This option mapsto the UNIX signals SI GTERMand SI GKI LL on
platforms that support them. By default, a SI GTERMinitiates an orderly
shutdown in a BEA Tuxedo server. If SI GTERMis reset by an application, the
BEA Tuxedo system may be unable to shut down the server.

Assumes ayes answer to a prompt that asks whether all administrative and
server processes should be shut down. (The prompt appears only when the
command is entered with none of the limiting options.)

When the - y option is specified, all services are unadvertised immediately
from the Bulletin Board and any subsequent service calls fail.

Suppresses the printing of the execution sequence on standard output. It
implies-y.

The execution sequence is printed, but not performed.
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Portability

For migration operations only, shuts down a server on the original processor
without deleting its bulletin board entry in preparation for migration to
another processor. The - Roption must be used with either the- | or - g option
(for example, t mshut down -1 / mi d - R). The M GRATE option must be
specified in the RESOURCES section of the configuration file.

Shuts down BBLS even if clients are still attached.

-HImd
On auniprocessor, all administrative and applications servers on the node
associated with the specified / ni d are shut down. On a multiprocessor (for
example, 3B4000), all PEs are shut down, even if only one PE is specified.

-PImd
With this option, t mshut down attachesto the bulletin board on the specified
I m d, ensures that this / ni d is partitioned from the rest of the application
(that is, that it does not have access to the DBBL), and shuts down all
administrative and application servers. It must be run on the processor
associated with the / m d in the MACHI NES section of the configuration file.

The-1,-g,-s,and - T options cause TMs serversto be shut down; the-1,-g,and- s
options cause gateway serversto be shut down; the-1,-g,-i,-s,-0,and - Soptions
apply to application servers, the - A, - M and - B options apply only to administrative
processes. When the- 1, -g, -i, -0, and - s options are used in combination, only
servers that satisfy all the qualifications specified are shut down.

If the distributed transaction processing feature is being used such that global
transactions arein progress when servers are shut down, transactions that have not yet
reached the point at which a commit islogged after a pre-commit are aborted,;
transactions that have reached the commit point are completed when the servers (for
example, TVs) are booted again.

t mshut down must run on the master node. In an interoperating application the master
node must be running the highest release available. t nshut down detects and reports
configuration file conditions that would lead to the shutting down of Release 4.2
administrative servers on Release 4.1 sites.

t mshut down is supported on any platform on which the BEA Tuxedo server
environment is supported.
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Diagnostics

Examples

Notices

See Also

If t mshut down failsto shut down aserver or if afatal error occurs, t mshut down exits
with exit code 1 and the user log should be examined for further details; otherwise it
exits with exit code 0.

If t mehut down isrun on an active node that is not the acting master node, afata error
message is displayed.

tnmshut down cannot run on a non acting-nmaster node in an active
appl i cation.

If shutting down a process would partition active processes from the DBBL, afatal error
message is displayed.

cannot shutdown, causes partitioning.
If a server has died, the following somewhat ambiguous message is produced.
CVMDTUX_CAT: 947 Cannot shutdown server GRPID

To shut down the entire system and remove all BEA Tuxedo | PC resources (forceiit if
confirmation is not received in 30 seconds), run the following command.

t mshut down -w 30

To shut down only those servers located on the machine for which the value of / mi d
is Cs1, enter the following command.

tmshut down -1 CS1

Becausethe- | option restricts the action to serverslisted in the SERVERS section, the
BBL on CS1 is not shut down.

Thet mshut down command ignoresthe hangup signal (SI GHUP). If asignal isdetected
during shutdown, the process continues.

tmadm n( 1), tnboot (1), UBBCONFI 3 5)

Administering a BEA Tuxedo Application at Run Time

BEA Tuxedo Command Reference 149



Section 1 - Commands

tmunloadcf(1)

Name
Synopsis

Description

Portability

Examples

Diagnostics

See Also

t munl oadcf - unload binary TUXCONFI Gconfiguration file
t munl oadcf

t munl oadcf translates the TUXCONFI G configuration file from the binary
representation into text format. This trandlation is useful for transporting the filein a
compact way between machines with different byte orderings and backing up a copy
of thefile in a compact form for reliability. The text format is described in

UBBCONFI &(5) .

t munl oadcf readsvaluesfrom the TUXCONFI Gfile referenced by the TUXCONFI Gand
TUXOFFSET environment variables and writes them to its standard output.

Note that some values are rounded during configuration and may not match values set
during t ml oadcf or viathe TMIB interface. These include but are not limited to
MAXRFT and MAXRTDATA.

t munl oadcf is supported only on any platform on which the BEA Tuxedo server
environment is supported.

Enter the following command to unload the configuration in
/usr/tuxedo/t uxconfigintothefiletconfig. backup.

TUXCONFI G=/ usr/t uxedo/ t uxconfi g t munl oadcf > tconfig. backup

t munl oadcf checksthat: (a) the file referenced by the TUXCONFI G and TUXOFFSET
environment variables exists; (b) itisavalid BEA Tuxedo system file system; and (c)
it contains TUXCONFI Gtables. If any of these conditionsis not met, t munl oadcf prints
an error message and exits with error code 1. Upon successful completion,

t munl oadcf exits with exit code 0.

t m oadcf (1) , UBBCONFI G 5)

Administering a BEA Tuxedo Application at Run Time
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topendpasswd(1)

Name

Synopsis

Description

Diagnostics

Example

See Also

t opendpasswd - add aBEA TOP END password for the TOP END Domain Gateway
feature of the BEA Tuxedo system

drmadni n
> topendpasswd [-r] [ocal _domai n_nane

t opendpasswd can be executed only as a subcommand of dmadmi n( 1) .

This subcommand prompts the administrator for anew BEA TOP END password for
the specified local domain. The - r option specifies that existing passwords and new
passwords should be encrypted using a new key generated by the system. The
password cannot exceed 12 characters. This password is used when sending an RTQ
message to a BEA TOP END system on which security isenabled. The user ID that is
passed isthe DOVAI NI D of the local domain.

Before this subcommand can be run, the application must be configured using either
the BEA Administration Console, or thet ml oadcf (1) anddm oadcf (1) commands.
dmadni n may be run on any active node.

The dmadni n t opendpasswd subcommand exits with areturn code of O upon
successful completion.

dmadmi n

>t opendpasswd | dom

Enter Local Domai n Password:
Re-enter Local Domai n Passwor d:

dmadm n( 1)
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Name
Synopsis

Description

Portability

Diagnostics

t pacl add - add anew Access Control List on the system
tpacladd [-g GdO,EdD. . . 1] [-t type] nane

Invokingt pacl add adds anew Access Control List entry to the BEA Tuxedo security
datafiles. Thisinformation is used for BEA Tuxedo access control to services, events,
and application queues. A BEA Tuxedo configuration with SECURI TY set to
USER_AUTH, ACL, or MANDATORY_ACL must be created before you can run this
command successfully.

Thefollowing options are available.

-g db,...
A list of one or more existing group’s integer identifiers or character-string
names. This option indicates which groups have access to the named objec
If this option is not specified, an entry is added with no groups.

-t type
The type of the object. It can be one of the followilQ, DEQ SERVI CE, or
POSTEVENT. The default iSERVI CE.

nane
A unique string of printable characters that specifies the name of a service,
event, or application queue for which access is to be granted. It may not
contain a colon:(), pound sign#), or a newline\(n).

Before running this command you must: (a) configure the application, using either the
graphical user interface om oadcf (1) ; and (b) set th@UXCONFI G environment
variable to point to yourTUXCONFI Gfile. t pacl add must be run on the configuration
MASTER if the application is not active. If the application is active, this command can
run on any active node.

This command is available on any platform on which the BEA Tuxedo server
environment is supported.

Thet pacl add command exits with a return codetfipon successful completion.
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See Also  tpacl del (1), tpacl mod(1),tpgrpadd(1),tpgrpdel (1),tpgrprmod(1),
AUTHSVR( 5)

Administering a BEA Tuxedo Application at Run Time
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Name
Synopsis

Description

Portability

See Also

t pacl cvt - convert BEA Tuxedo security datafiles
tpaclcvt [-u userfile] [-g groupfile]

t pacl cvt checksand converts the existing user file used by one version of AUTHSVR
(the version available with BEA Tuxedo Release 5) into the format used by BEA
Tuxedo Release 6. It also generatesagroup filebased on / et ¢/ gr oup or asimilar file.

Thefollowing options are available.

-u userfile
The name of the BEA Tuxedo user file. If not specified, the user file is not
converted.

-g groupfile
Thename of thegroup file, normally / et ¢/ gr oup. If not specified, the group
fileisnot converted.

Before running this command you must: (a) configure the application, using either the
graphical user interface or t m oadcf (1) ; and (b) set the TUXCONFI G environment
variable to point to your TUXCONFI Gfile. t pacl cvt must be run on the configuration
MASTER when the application is not active.

This command is available on any platform on which the BEA Tuxedo server
environment is supported.

t pgr padd( 1), tpusradd(1), AUTHSVR(5)

Administering a BEA Tuxedo Application at Run Time
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Name
Synopsis

Description

Portability

Diagnostics

See Also

t pacl del - delete an Access Control List
tpacldel [-t type] nane

Invoking t pacl del deletes an existing Access Control List entry from the BEA
Tuxedo security datafiles. A BEA Tuxedo configuration with SECURI TY set to
USER_AUTH, ACL, or MANDATORY_ACL must be created before you can run this
command successfully.

The following options are available.

-t type
The type of the object. It can be one of the following: ENQ, DEQ, SERVI CE, or
POSTEVENT. If not specified, the default typeis SERVI CE.

nane
Identifier for the existing ACL entry to be del eted.

Before running this command you must: (a) configure the application, using either the
graphical user interface or t n oadcf (1) ; and (b) set the TUXCONFI G environment
variable to point to your TUXCONFI Gfile. t pacl del must be run on the configuration
MASTER if the application is not active. If the application is active, this command can
run on any active node.

This command is available on any platform on which the BEA Tuxedo server
environment is supported.

Thet pacl del command exits with areturn code of 0 upon successful completion.
t pacl add(1),t pacl nod(1), AUTHSVR(5)

Administering a BEA Tuxedo Application at Run Time
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Name
Synopsis

Description

Portability

Diagnostics

See Also

t pacl mod - modify an Access Control List on the system
tpaclnmod [-g GO ,GD. ..]] [-t type] nane

Invokingt pacl nod modifiesan AccessControl List entry inthe BEA Tuxedo security
datafiles, replacing the group identifier list. Thisinformation is used for BEA Tuxedo
access control to services, events, and application queues. A BEA Tuxedo
configuration with SECURI TY set to USER_AUTH, ACL, or MANDATORY_ACL must be
created before you can run this command successfully.

Thefollowing options are available.

-g db,...
A list of one or more existing group’s integer identifiers or character-string
names. This option indicates which groups have access to the named objec
If this option is not specified, the entry is modified to have no groups.

-t type
The type of the object. It can be one of the followiBgQ, DEQ SERVI CE, or
POSTEVENT. The default iSERVI CE.

nane
An existing ACL name.

Before running this command you must: (a) configure the application, using either the
graphical user interface om oadcf (1) ; and (b) set th@UXCONFI G environment
variable to point to yourUXCONFI Gfile. t pacl nod must be run on the configuration
MASTER if the application is not active. If the application is active, this command can
run on any active node.

This command is available on any platform on which the BEA Tuxedo server
environment is supported.

Thet pacl nod command exits with a return codetfipon successful completion.
t pacl add( 1), tpacl del (1), AUTHSVR(5)

Administering a BEA Tuxedo Application at Run Time
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Name
Synopsis

Description

Notices

Portability

Compatibility

Examples

t paddusr - create a BEA Tuxedo password file
tpaddusr usrnane file [cltname [ U 0]

This command alows an application administrator to create a UNIX System style
password file suitable for use with the BEA Tuxedo AUTHSVR(5) server.t paddusr
adds the user usr nane to the password file f i I e (the file cannot be / et ¢/ passwd).
The administrator is prompted for an initial password to be associated with the user. If
necessary, fi | e iscreated with permissions 0600. c! t nane, if specified, indicates a
further qualifier on the password entry. usr name and/or c/ t name may be specified as
the asterisk (*) which is considered a wildcard by AUTHSVR( 5) . If specified, U D
indicates the numeric user identifier to be returned with a successful authentication of
the user. If not specified, ¢/ t nane and Ul Ddefault to * and - 1, respectively.

The c/ t nane valuest psysadmand t psysop are treated specially by AUTHSVR( 5)
when authentication requests are processed. These c/ t nane values are not matched
against wildcard cl t name specificationsin the password file.

Additionally, regardless of the order of addition to the password file, wildcard entries
are considered after explicitly specified values. An authentication request is
authenticated against only the first matching password file entry.

This command is available on any platform on which the BEA Tuxedo server
environment is supported.

Thiscommand is used to configure usersfor SECURI TY USER_AUTH. For compatibility
with SECURI TY ACL or MANDATORY_ACL (including the ability to migrate to these
security levels), the following restrictions should be applied.

m  User names should be unique and should not include the wild-card character.

m  User identifiers should be unique. They should be greater than 0 and less than
128K.

m The filename should be $APPDI R/ t pusr.
These restrictions are enforced by thet pusr add( 1) command.

The following sequence of command invocations shows hows to construct asimple
password file.
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See Also

# 1. Add usrnanme foo with wildcard cltname and no U D

t paddusr foo /hone/tuxapp/ pwiil e

# 2. Add usrnanme foo with cltname bar and U D 100

t paddusr foo /hone/tuxapp/ pwfile bar 100

# 3. Add usrnane foo with tpsysadm cltname and no U D

t paddusr foo /home/tuxapp/ pwfil e tpsysadm

# 4. Add wildcard usrname with tpsysop cltname and no U D
t paddusr '*’ /[ hone/tuxapp/ pwfil e tpsysop

# 5. Add w |l dcard usrnane with wldcard cltnane and no U D
t paddusr '*’ [ home/ tuxapp/ pwfile **’

R R R R R R

The following table shows the password file entry (indicated by the numbers shown
above) used to authenticate variousrequests for accessto the application. N Aindicates
that the request is disall owed because the password file does not include an entry
against which a match can be attempted.

Usrnanme Cltname Password Entry

“foo” "bar" 2
"foo"
"foo" "tpsysadm" 3
"foo" "tpsysop" 4
"guest" "tpsysop" 4
"guest" "bar" 5
"guest" "tpsysadm" N/A

Thefollowing is an example SERVERSsection entry for an instance of AUTHSVRhat
works with the password file generated above.

AUTHSVR SRVGRP=G SRVID=1 RESTART=Y GRACE=0 MAXGEN=2 CLOPT="-A---f
/home/tuxapp/pwfile”

tpdelusr(1) , tpomodusr(1) , tpusradd(l) , tpusrdel(1) , tpusrmod(1) ,
AUTHSVR(5)
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Name
Synopsis

Description

Notices

Portability

Compatibiltiy

See Also

t pdel usr - delete auser from a BEA Tuxedo password file
tpdel usr usrnane file [ cltnane]

This command alows an application administrator to maintain a UNIX System style
password file suitable for use with the BEA Tuxedo AUTHSVR( 5) server.tpdel usr is
used to del ete the password fileentry for theindicated usr nanelc! t name combination
(the fil e cannot be/ et c/ passwd). ¢/ t nane defaults to*’ if not specified.
Wildcards specified fousr name and/orc! t name match only the corresponding
wildcard entry in the password file; they are not expanded to all matching entries.

Thec! t nane valuest psysadmandt psysop are treated specially BYUTHSVR( 5)
when authentication requests are being processed. thesene values are not
matched against wildcard t nane specifications in the password file.

Additionally, regardless of the order in which entries are added to the password file,
wildcard entries are considerafter explicitly specified values. An authentication
request is authenticated against only the first matching password file entry.

This command is available on any platform on which the BEA Tuxedo server
environment is supported.

This command is used to configure userssiECURI TY USER_AUTH. For compatibility
with SECURI TY ACL or MANDATORY_ACL (including the ability to migrate to these
security levels), the following restrictions should be applied.

m User names should be unique and should not include the wild-card character.

m User identifiers should be unigue and should be greater than 0 and less than
128K.

m The filename should b&APPDI R/ t pusr.
These restrictions are enforced by tipesr del (1) command.

t padduser (1), tpnmodusr(1),tpusradd(l),tpusrdel (1),tpusrnod(1),
AUTHSVR( 5)

Administering a BEA Tuxedo Application at Run Time
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name
Synopsis

Description

Portability

Diagnostics

See Also

t pgr padd - add a new group on the system
tpgrpadd [-g GO0 grpnane

Thet pgr padd command creates a new group definition on the system by adding the
appropriate entry to the BEA Tuxedo security datafiles. Thisinformation is used for
BEA Tuxedo system authentication with the AUTHSVR( 5) server and for access
control. A BEA Tuxedo configuration with SECURI TY set to USER_AUTH, ACL, or
MANDATORY_ACL must be created before you can run this command successfully.

Thefollowing options are available.

-g GD
The group identifier for the new group. This group identifier must be a
non-negative decimal integer below 16K. G Ddefaults to the next available
(unique) identifier greater than 0. Group identifier O is reserved for the
“other” group.

grpnane
A string of printable characters that specifies the name of the new group. It
may not include a pound sig#)( comma (), colon () or a newline ).

Before running this command you must: (a) configure the application, using either the
graphical user interface om oadcf (1) ; and (b) set th@UXCONFI G environment
variable to point to yourUXCONFI Gfile. t pgr padd must be run on the configuration
MASTER if the application is not active. If the application is active, this command can
run on any active node.

This command is available on any platform on which the BEA Tuxedo server
environment is supported.

Thet pgr padd command exits with a return codetfipon successful completion.

t pgr pdel (1), tpgrpnod(1),tpusradd(l),tpusrdel (1),tpusrnod(1),
AUTHSVR( 5)

Administering a BEA Tuxedo Application at Run Time
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tpgrpdel(1)

Name
Synopsis

Description

Portability

Diagnostics

See Also

t pgr pdel - delete agroup from the system
t pgrpdel grpnane

Thet pgr pdel command removes a group definition from the system by deleting the
entry for the relevant group from the BEA Tuxedo security datafiles. It does not,
however, remove the group ID from the user file. A BEA Tuxedo configuration with
SECURI TY set to USER_AUTH, ACL, or MANDATCRY_ACL must be created before you can
run this command successfully.

The following options are available.

gr pnane
The name of an existing group to be deleted.

Before running this command you must: (a) configure the application, using either the
graphical user interface or t n oadcf (1) ; and (b) set the TUXCONFI G environment
variable to point to your TUXCONFI Gfile. t pgr pdel must be run on the configuration
MASTER if the application is not active. If the application is active, this command can
run on any active node.

This command is available on any platform on which the BEA Tuxedo server
environment is supported.

Thet pgr pdel command exits with areturn code of 0 upon successful completion.

t pgrpadd(1),tpgrpnod(1l),tpusradd(l),tpusrdel (1),tpusrnod(l),
AUTHSVR( 5)

Administering a BEA Tuxedo Application at Run Time
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Name
Synopsis

Description

Portability

Diagnostics

See Also

t pgr pmod - modify a group on the system
tpgrpnod [-g GO [-n nane] grpnane

Thet pgr pnod modifies the definition of the specified group by modifying the
appropriate entry to the BEA Tuxedo security datafiles. A BEA Tuxedo configuration
with SECURI TY set to USER_AUTH, ACL, or MANDATORY_ACL must be created beforeyou
can run this command successfully.

Thefollowing options are available.

-g GD
The new group identifier for the group. This group identifier must be a
non-negative decimal integer below 16K. Group identifier O isreserved for
the “other” group.

-n nane
A string of printable characters that specifies the new name of the group. It
may not include a commal, colon ¢ ) or a newline\(n).

grpnane
The current name of the group to be modified.

Before running this command you must: (a) configure the application, using either the
graphical user interface om oadcf (1) ; and (b) set th@UXCONFI G environment
variable to point to yourUXCONFI Gfile. t pgr prod must be run on the configuration
MASTER if the application is not active. If the application is active, this command can
run on any active node.

This command is available on any platform on which the BEA Tuxedo server
environment is supported.

Thet pgr pnrod command exits with a return codetfipon successful completion.

t pgr padd( 1), tpgrpdel (1), tpusradd(l),tpusrdel (1),tpusrnod(1),
AUTHSVR( 5)

Administering a BEA Tuxedo Application at Run Time
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Name tpnodusr - maintain a BEA Tuxedo system password file
Synopsis  tpmodusr usrnane file [ cltnane]

Description  This command allows an application administrator to maintain a UNIX System style
password file suitable for use with the BEA Tuxedo system AUTHSVR(5) server. A
BEA Tuxedo configuration with SECURI TY set to USER_AUTH, ACL, or
MANDATORY_ACL must be created before you can run this command successfully.

t produsr is used to modify the password for the indicated user in the password file

fil e (thefile cannot be/ et c/ passwd). The administrator is prompted for a new
password to be associated with the user. ¢/ t nane defaults to*’ if not specified.
Wildcards specified fousr name and/orc! t name match only the corresponding
wildcard entry in the password file; they are not expanded to all matching entries.

Notices  Thec/ t nane valuest psysadmandt psysop are treated specially BYUTHSVR( 5)
when authentication requests are being processed. thesene values are not
matched against wildcard t nane specifications in the password file.

Additionally, regardless of the order in which entries are added to the password file,
wildcard entries are considerafter explicitly specified values. An authentication
request is authenticated against only the first matching password file entry.

Portability = This command is available on any platform on which the BEA Tuxedo server
environment is supported.

Compatibility =~ This command is used to configure usersSEEUR TY USER_AUTH. For compatibility
with SECURI TY ACL or MANDATORY_ACL (including the ability to migrate to these
security levels), the following restrictions should be applied.

m User names should be unique and should not include the wild-card.

m User identifiers should be unique. They should be greater than 0 and less than
128K.

m The filename should b&APPDI R/ t pusr.

These restrictions are enforced by tpesr nod(1) command.
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See Also  t padduser (1) ,tpdel usr(1),tpusradd(1),tpusrdel (1),tpusrmod(1),
AUTHSVR( 5)
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tpusradd(1)

Name tpusradd - add anew principal on the system
Synopsis  tpusradd [-u UD] [-g GO [-c client_nane] usrnane

Description  Invoking t pusr add adds a new principal (user or domain) entry to the BEA Tuxedo
security datafiles. Thisinformation is used for per-user authentication with the
AUTHSVR( 5) server.

Before you can run this command successfully, you must:

m Configure the application, using either the graphical user interface or
tm oadcf (1).

m  Set the TUXCONFI G environment variable to point to your TUXCONFI Gfile.
m  Set SECURI TY t0 USER_AUTH, ACL, or MANDATORY_ACL.

t pusr add must be run on the configuration MASTER if the application is not active; if
active, this command can run on any active node.

The system file entries created with this command have alimit of 512 characters per
line. Specifying long arguments to several options may exceed this limit.

The following options are available.

-u Uub
The user identification number. U Dmust be a positive decimal integer bel ow
128K. ur bmust be unique within the list of existing identifiers for the
application. U Ddefaultsto the next available (unique) identifier greater than
0.

-g GD
An existing group’s integer identifier or character-string name. This option
defines the new user’s group membership It defaults to the “other” group
(identifier 0).

-c client_nane
A string of printable characters that specifies the client name associated with
the user. If specified, it generally describes the role of the associated user, and
provides a further qualifier on the user entry. It may not contain a cojon (
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Portability

Diagnostics

Examples

See Also

or anewline (\ n). If not specified, the default is the wildcard Wwhich will
authenticate successfully for any client name specified.

usr nane
A string of printable characters that specifies the new login name of the user
It may not contain a colon ), pound sign#), or a newline\(n). The user
name must be unique within the list of existing users for the application.

The administrator is prompted for an initial password to be associated with the user.

SeeAUTHSVR( 5) for further information about per-user authentication and configuring
administrator permissions.

This command is available on any platform on which the BEA Tuxedo server
environment is supported.

Thet pusradd command exits with a return codetfipon successful completion.

The following sequence of command invocations shows the construction of a simple
user file.

$ # 1. Add usrname foo with cltname bar and U D 100

$ tpusradd -u 100 -c bar foo

$ # 2. Add usrnane foo with tpsysadmcltnanme and no U D
$ tpusradd -c tpsysadm foo

The following table shows the user entry (indicated by the numbers shown above) use
to authenticate various requests for access to the application and the associated Ul
and GID. N A indicates that the request is disallowed because there is no entry in the
user file against which a match can be attempted.

Usrnanme dtname Password Entry Ud ad
"foo" "bar" 2 100 0
"foo" " 1 1 0
"foo" "t psysadni 3 0 8192
"guest" "tpsysadnt N A N A N A

The following is an example “SERVERS” section entry for an instane&THSVR
that works with the user file generated above.

AUTHSVR SRVGRP=G SRVID=1 RESTART=Y GRACE=0 MAXGEN=2 CLOPT="-A"

tpgrpadd(1) , tpgrpdel(1) , tpgrpmod(1) , tpusrdel(1) , tpusrmod(1) ,
AUTHSVR(5)

Administering a BEA Tuxedo Application at Run Time
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tpusrdel(1)

Name
Synopsis

Description

Portability

Diagnostics

See Also

t pusr del - delete auser from the system
t pusrdel wusrnane

Thet pusrdel command deletesaprincipal (user or domain name) definition fromthe
system. It removes the definition of the specified user. usr nane specifiesthe existing
user name to be deleted.

Before you can run this command successfully, you must:

m Configure the application, using either the graphical user interface or
tm oadcf (1).

m  Set the TUXCONFI G environment variable to point to your TUXCONFI Gfile.
m  Set SECURI TY t0 USER_AUTH, ACL, or MANDATORY_ACL.

t pusr add must be run on the configuration MASTER if the application is not active.lf
the application is active, this command can run on any active node.

This command is available on any platform on which the BEA Tuxedo server
environment is supported.

Thet pusr del command exits with areturn code of 0 upon successful completion.

t pgrpadd(1),tpgrpdel (1),tpgrpmod(1l),tpusradd(1),tpusrnmod(l)
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tpusrmod(1)

Name t pusrnod - modify user information on the system

Synopsis  tpusrnod [-u UD] [-g GO [-c client_nane]l [-1 newlogin] [-p]
usr nane

Description  Invoking t pusr nod modifies a principal (user or domain) entry to the BEA Tuxedo
security datafiles. Thisinformation is used for BEA Tuxedo system authentication
with the AUTHSVR( 5) server.

Before you can run this command successfully, you must:

m Configure the application, using either the graphical user interface or
tm oadcf (1).

m  Set the TUXCONFI G environment variable to point to your TUXCONFI Gfile.
m  Set SECURI TY to USER_AUTH, ACL, or MANDATORY_ACL.

t pusr add must be run on the configuration MASTER if the application is not active. If
the application is active, this command can run on any active node.

The system file entries created with this command have a limit of 512 characters per
line. Specifying long arguments to several options may exceed this limit.

Thefollowing options are available.

-u UubD
The new user identification number. U Dmust be a positive decimal integer
below 128K. ur Dmust be unique within thelist of existing identifiersfor the
application.

-g GD
An existing group’s integer identifier or character-string name. It redefines
the user’s group membership.

-c client_nane
A string of printable characters that specifies the new client name for the user
It may not contain a colon ) or a newline\(n).
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-1 new login
A string of printable charactersthat specifiesthe new login name of the user.
It may not contain acolon (: ), pound sign (#), or anewline (\ n). The user
name must be uniquewithinthelist of existing usersfor theapplication. This
option also impliesthe - p option to re-set the password.

-p
t pusr mod modifies the password for the indicated user. The administrator is
prompted for a new password to be associated with the user.

usr nane
A string of printable characters that specifies the name of an existing user to
be modified.

See AUTHSVR( 5) for further information about per-user authentication and configuring
administrator permissions.

Portability =~ Thiscommand is available on any platform on which the BEA Tuxedo server
environment is supported.

Diagnostics  Thet pusr nod command exits with a return code of 0 upon successful completion.

See Also  tpgrpadd(1),tpgrpdel (1),tpgrpnod(1),tpusradd(1),tpusrdel (1),
AUTHSVR( 5)

Administering a BEA Tuxedo Application at Run Time
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Name

Synopsis

Description

Errors

See Also

t uxadm- BEA Tuxedo Web GUI CGI gateway

http://cgi-bin/tuxadn] TUXDI R=t uxedo_di rectory |
INIFILE=initialization_file][other_paraneters]

t uxadmis acommon gateway interface (CGI) process used to initialize the Web GUI

from a browser. As shown in the “Synopsis” section, this program can be used only a
a location, or URL from a Web browser; normally it is not executed from a standard
command-line prompt. Like other CGI programsexadmuses the&QUERY_STRI NG
environment variable to parse its argument list.

t uxadmparses its arguments and finds a Web GUI initialization file. IfTtiéDl R
parameter is present, the initialization file is taken to be

$TUXDI R udat aobj / webgui / webgui . i ni by default. If tha NI FI LE option is

present, then the value of that parameter is taken to be the full path to the initializatio
file. Other parameters may also be present.

Any additional parameters can be used to override values in the initialization file. See
thewl i st en reference page for a complete list of initialization file parameters. The
ENCRYPTBI TS parameter may not be overridden by theadmprocess unless the
override is consistent with the values allowed in the actual initialization file.

The normal action ofuxadmis to generate, to its standard output, HTML commands
that build a Web page that launches the Web GUI applet. The general format of the
Web page is controlled by th&MPLATE parameter of the initialization file, which
contains arbitrary HTML commands, with the special st#BPLET%on a line by

itself in the place where the Web GUI applet should appear. Through the use of othe
parameters from the initialization file (SUcCh@EDEBASE, W DTH, HEI GHT, and so on)

a correctAPPLET tag is generated that contains all the parameters necessary to creat
an instance of the Web GUI.

t uxadmgenerates HTML code that contains an error message if a failure occurs.
Because of the way CGI programs operate, there is no reason to return an error coc
of any kind fromt uxadm

tuxwsvr(1),wisten(1)
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tuxwsvr(1)

Name

Synopsis

Description

tuxwsvr - Mini Web Server for use with BEA Tuxedo Web GUI

tuxwsvr - nlsaddr [-d device] [-L logfile] [-F]

-i initialization file

tuxwsvr isaWorld Wide Web server process that can be used to support the BEA
Tuxedo Web GUI by customers who do not have a commercial Web server or a
public-domain Web server on the machine on which the BEA Tuxedo Web GUI
processes are running. t uxwsvr placesitself in the background when invoked unless
otherwise specified, and continues running until the machine shuts down or the
tuxwsvr processiskilled using an operating system command.

tuxwsvr contains al functionality necessary to support the BEA Tuxedo Web GUI,
but does not include many features present in commercial Web servers, such as
preforked processes, server-side HTML includes (. sht m files), default directory
indexes, and ht t ps connections. (Note, however, that the BEA Tuxedo Web GUI can
be run in secure mode without an ht t ps connection since it implements its own
encryption protocol.) For performance reasons, the generic Web server does not
perform reverse DNS lookups for received requests.

The following command-line options are used by t uxwsvr .

-1 nl saddr
Network address at which the process listens for connections. TCP/IP
addresses may be specified in the following forms.

"/lhost nane: port_number"
“Il#. #. #. #: port_nunber"

In the first format, t uxwsvr finds an address for host nane using the local
name resolution facilities (usually DNS). host nanme must be the local
machine, and thelocal name resol ution facilities must unambiguously resolve
host nane to the address of the local machine.

In the second example, the dotted decimal format (#. #. #. #) isused. In
dotted decimal format, each # should be anumber from 0 to 255. This dotted
decimal number represents the | P address of the local machine.
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Format

In both of the above formats, por t _nunber isthe TCP port number at which
thet!isten processwill listen for incoming requests. port_nunber can

either be a number between 0 and 65535 or aname. If port_nunber isa

name, then it must be found in the network services database on your local
machine. The address can also be specified in hexadecimal format when

preceded by the charactetx". Each character after the initiadx” is either

a humber betweeand9, or a letter betweemandF (case insensitive). The
hexadecimal format is useful for arbitrary binary network addresses such as
IPX/SPX or TCP/IP. The address can also be specified as an arbitrary string
For example, string addresses are used in STARLAN networks.

-d device
Full path name of the network device. For Release 6.4 or higher, this
parameter is optional. For prior releases, it should be used if required by the
underlying network provider (for example;p).

-L/logfile
Prefix of the name of the file used byxwsvr to log Web requests and error
messages. The actual name of the logdfile is formed by adding a
seven-character stringnmddyy—indicating the month, day, and year) to
this prefix. If this option is not specified, the Web server log file prefiaBis
in the current directory. The first log message written on each successive da
that thet uxwsvr process runs is written to a new file.

Specifies that uxwsvr should run in the foreground rather than placing itself
in the background. This option is mainly useful for testing and debugging.
(Thet uxwsvr process automatically runs in the background unless otherwise
specified; the trailing ampersang) on the command line is not required.)

-iinitialization file
An initialization file must be specified on evenyxwsvr command line. The
command-line option that lets you do seiis The following section
describes the format of an initialization file.

An initialization file contains mappings to directories needed by the Web server and,
possibly, some comment lines. (The latter are marketdigns at the beginning of
the line.) Each non-comment line consists of three fields separated by white space.
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Initialization File For mat

Fiedd Contents

1 Either HTM. or Cd , indicating the type of files (HTML files or executable CGlI
programs) residing in the directory described in thisline.

2 A path prefix. (If aparticular request matches more than one prefix, the first
matching prefix mapping in the fileis chosen.)

3 The directory or file to which the path prefix (in Field 2) is mapped.

The last non-comment line in the initialization file must have a prefix’off‘any
line prior to the last non-comment line in the initialization file has a prefix’ofd
warning message is generated.

ANoteabout  The initialization file is read once at startup time. Thus, if you make any changes to
Changing the  this file, you must stop and restattxwsvr before your changes will take effect.
Initialization File

Exampleofa  The following is an example of an initialization file for a UNIX system.
UNIX System

Initialization File Cd /cgi-bin /hone/tuxedo/ udat aobj/webgui/ cgi-bin

Cd /webgui / horre/ t uxedo/ udat aobj / webgui / cgi -bin

HTM. /] ava / horre/ t uxedo/ udat aobj / webgui / j ava
HTML / doc / hone/ t uxedo/ doc
HTM. / / hone/ t uxedo/ udat aobj / webgui

Suppose the Web server is running on port 8080 on the following machine.
tuxmach. acrme. com
Enter a request to either of the following URLSs.

http://tuxmach. acnme. com 8080/ cgi - bi n/ t uxadn?TUXDI R=/ hornre/ t uxedo
http://tuxmach. acme. com 8080/ webgui / t uxadn?TUXDI R=/ hone/ t uxedo

Your request has two effects:

m It invokes the following program.

/ hone/ t uxedo/ udat aobj / webgui / t uxadm

m It sets the environment varialeERY_STRI NG to TUXDI R=/ hone/ t uxedo in
the program, as stated in the World Wide Web CGI specification.
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Use

Notethat it is not agood idea to specify $TUXDI R/ bi n as avaluefor an initialization
file CGlI directory since doing so makes it possible for Web users to invoke any BEA
Tuxedo executable. (Such users cannot, however, see the output from executables
other than t uxadmsince these other executables are not written as CGI programs.)

Also, note that in the previous example the first HTML line is redundant since the
second HTML line maps subdirectories of / j ava to the same path. Nevertheless, we
have included this line since some users might wish to place their javaclassfilesin a
location other than the one in which they have stored their HTML documents.

Thefollowing is an example of an initialization file for aWindows NT system.

HTM. /tuxedo/ webgui D:\\tuxedo\\htm docs

Cd /cgi-bin C:\\cgi-bin
HTML. /java D:\\t uxedo\ \ udat aobj \ \ webgui \\ j ava
HTM. / D:\\t uxedo\ \ udat aobj \ \ webgui

Suppose the Web server is running on port 80 on machine ntsvrl. Enter the following
URL.

http://ntsvrl/tuxedo/ webgui/ pagel. ht m

Thefollowing fileis retrieved.

D:\\ tuxedo\ \ ht Ml docs\\ pagel. ht m

Presumably this file is a customer-created page that invokes the Web GUI.

Thereis only one way to achieve anormal termination of at uxwsvr process: by
sending it a SI GTERMSsignal.

In the current release of the BEA Tuxedo system thet uxwsvr processis provided as
aWeb server for the BEA Tuxedo administrative GUI for those customers who do not
have acommercia Web server. On UNIX systems, we recommend adding acommand
line of the following format to UNIX initialization scripts so that the Web server will
be started automatically.

TUXDI R=t uxdi r _pat h_nanme $TUXDI R/ bi n/ tuxwsvr -1 nlsaddr -i
initialization file
t uxdi r_pat h_nane represents the full path name of the location of the BEA Tuxedo

system software for that application. n/ saddr isthe network-dependent addressto be
used by thist uxwsvr process.
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Network
Addresses

Examples of
Network
Addresses

One dternative method for starting the t uxwsvr processisto start it manually using
the command line recommended above. A second dternative isto use cr on jobsto
start the t uxwsvr process periodically (daily, or perhaps even more often). Duplicate
t uxwsvr command invocations using the same network address terminate
automatically and gracefully log an appropriate message.

The only restriction on the network address specified for the t uxwsvr process by the
application administrator is that it be a unique address on the specified network. For a
STARLAN network, arecommended address of unane. t uxwsvr usually yields a
unigue name. For TCP/IP, the addressis formed from a unique port selected by the
application administrator paired with the node identifier for the local machine, that is,
0x0002ppppnnnnnnnn. Unigque port val ues for a particul ar machine (pppp) need to be
negotiated among users of that network/machine combination; higher port numbers
tend to be better since lower numbers are frequently used for system-related services.
The appropriate value for the nodefield (nnnnnnnn) can befoundinthe/ et c/ host s
file by completing the following steps.

1. Enter unane -n

The system returns node_nane.

2. Enter grep node_name /etc/hosts

The system returns 182. 11. 108. 107 node_nane.
3. Convert the dot notation into eight hexadecimal digits.

Suppose the local machine on which thet uxwsvr isbeing run isusing TCP/IP
addressing. The machine is named backus. conpany. comand its addressis

155. 2. 193. 18. Further suppose that the port number at which the t uxwsvr should
accept requestsis 2334. Assumethat port number 2334 has been added to the network
services database under the name bankapp- t uxwsvr . The address specified by the- |
option can be represented in any of several ways:

m //155.2.193. 18: bankapp-t uxwsvr

m //155.2.193. 18: 2334

m //backus. conpany. com bankapp- t uxwsvr
m //backus. conpany. com 2334

m 0x0002091E9B02C112
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Thelast line shows how to represent the address in hexadecimal format: 0002 isthe
first part of a TCP/IP address, 091E is a hexadecimal tranglation of the port number
2334, and 9B02C112 isthe hexadecimal translation of the IPaddress, 155. 2. 193. 18.
(Inthe latter trandation, 155 becomes 9B, 2 becomes 02, and so on.)

For a STARLAN network, arecommended address of unane.t uxwsvr usualy yields
aunigue name.

See Also  tuxadn(1),w isten(1)
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txrpt(1)

Name txrpt - BEA Tuxedo system server/service report program
Synopsis  txrpt [-t] [-n names] [-d nm'dd] [-s tine] [-e tine]

Description  t xr pt analyzesthe standard error output of a BEA Tuxedo system server to providea
summary of service processing timewithin the server. The report showsthe number of
times dispatched and average elapsed time in seconds of each service in the period
covered. t xr pt takesitsinput from the standard input or from a standard error file
redirected as input. Standard error files are created by serversinvoked with the - r
option from the ser vopt s( 5) selection; the file can be named by specifying it with
the - e ser vopt s option. Multiple files can be concatenated into a single input stream
for t xr pt . Optionsto t xr pt have the following meaning.

-t
Order the output report by total time usage of the services, with those
consuming the most total time printed first. If thisoption isnot specified, the
report is ordered by total number of invocations of a service.

-n nanes
Restrict the report to those services specified by nanes. nanes isa
comma-separated list of service names.

-d nm’ dd
Limit the report to service requests on the month (nm) and day (dd) specified.
The default isthe current day.

-stinme
Restrict the report to invocations starting after the time given by thet i me
argument. The format for t i meishr[: m n[: sec]].

-etinme
Restrict the report to invocations that finished before the specified ¢ i ne. The
format for ¢t i me isthe same as the format of - s flag.

The report produced by t xr pt coversonly asingle day. If the input file contains
records from more than one day, the - d option controls the day reported on.
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Make sure that the ULOGDEBUG variableis not set toy when a server is collecting
statisticsfor analysisviat xr pt . Debugging messagesin thefilewill be misinterpreted
by t xr pt .

For the following command line

-nSVC1 -d10/15 -s11: 01 -el4:18

t xr pt newr

the report produced looks like the following.

START AFTER: Thu COct 15 11: 01: 00 1992
END BEFORE: Thu Oct 15 14:18: 00 1992
SERVI CE SUVWWARY REPORT
SVCNAME  11a-12n 13p- 14p 14p- 15p TOTALS
Num Avg Num Avg Nunml Avg Nuni Avg
SVC1 2/0.25 3/0.25 1/ 0. 96 6/ 0. 37
TOTALS 2/0.25 3/0.25 1/ 0. 96 6/ 0. 37

The above example shows that SVC1 was requested atotal of six timeswithin the
specified period and that it took an average of 0.37 seconds to process the request.

servopts(5)
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ud, wud(1)

Name  ud, wud - BEA Tuxedo driver program

Synopsis  ud [-p] [-ddelay] [-eerror_limit] [-r] [-ssleeptine] [-ttineout]
[-n] [-u{n ]| u]| j}] [-Uusrnane] [-Ccltnane] [-Sbuffersize]
ud32 [ opti ons]
wud [ options]
wud32 [ options]

Description  ud reads an input packet from its standard input using Fext read() (seeFextread,
Fextread32(3fnl) for details). The packet must contain afield identified as the
name of aservice. Theinput packet istransferred to an FML fielded buffer (FBFR) and
sent to the service. If the service that receives the FBFR is one that adds records to a
database, ud providesamethod for entering bulk fielded data into a database known to
the BEA Tuxedo system.

By using flags (see “Input Format”) to begin the lines of the input packet, you can use
ud to test BEA Tuxedo services.

By default, after sending tt®BFR to the serviceyd expects a returABFR. The sent
and replyFBFRs are printed tad’s standard output; error messages are printed to
standard error.

ud32 uses FML32 buffers of typeBFR32.

wud andwud32 are versions aid andud32 built using the Workstation libraries. On
sites that support only Workstation, only thed andwud32 commands are provided.

Options  ud supports the following options.

-p
Suppress printing of the fielded buffers that were sent and returned.

-d
Expect a delayed reply for every request.ay specifies the maximum delay
time, in seconds, before timeout. If timeout occurs, an error message is
printed orst derr . If ud receives reply messages for previous requests within
the delay time, they are indicated as delayed RTN packets. Hence, it is
possible to receive more than one reply packet within a delay time interval.
The- d option is not available fosud on DOS operating systems.
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-eerror_limt
ud stops processing requests when errors exceed the limit specified in
error_Iimt.If nolimitis specified, the default is 25.

ud should not expect areply message from servers.

-s sleeptine
Sleep between sends of input buffers. s/ eept i ne isthetime, in seconds, of
the sleep.

-t tinmeout
ud should send requestsin transaction mode. t i neout isthetime, in seconds,
before the transaction istimed out. The-d del ay and - r (no reply) options
are not allowed in combination with the -t option.

-u {nfulj}
Specify how the request buffer is modified before reading each new packet.
Then optionindicatesthat the buffer should be reinitialized (treated as new).
Theu option indicates that the buffer should be updated with the reply buffer
using Fupdat e() . Thej option indicates that the reply buffer should be
joined with the request buffer using Foj oi n() . (See Fupdat e,
Fupdat e32(3fm ) and Foj oi n, Foj oi n32(3fm ) for details.)

Reinitialize the buffer before reading each packet (that is, treat each buffer as
anew buffer). This option is equivalent to - un and is maintained for
compatibility.

-U usrnane
Use usr nane as the user name when joining the application.

-S buffersize
If the default buffer size is not large enough, the - S option can be used to
raise the limit. The value of buf fer si ze can be any number up to MAXLONG.

The-d del ay and-r options are mutually exclusive.
Input packets consist of lines formatted as follows.
[f1ag]f! dnanme fIdval

flagisoptiona. If f/ ag is not specified, a new occurrence of the field named by
f I dnane with value f I dval is added to the fielded buffer. If f1 ag is specified, it
should be one of the following.
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Processing
Model

Occurrence 0 of f/ dnane in FBFR should be changed to f/ dval .

Occurrence 0 of f/ dname should be deleted from FBFR. The tab character is
required; f/ dval isignored.

Thevauein f I dnanme should be changed. In thiscase, f/ dval specifiesthe
name of afield whose value should be assigned to the field named by
fl dnane.

Thelineistreated as a comment; it isignored.

If f1 dnane istheliteral value SRVCNV, f/ dval isthe name of the service to which
FBFRIis to be passed.

Lengthy field values can be continued on the next line by putting atab at the beginning
of the continuation line.

A line consisting only of the newline character ends the input and sends the packet to
ud.

If an input packet begins with aline consisting of the character n, followed by the
newline character, the FBFRis reinitialized. FBFRreinitialization can be specified for
all packetswith the - un option on the command line.

To enter an unprintable character in the input packet, use the escape convention
followed by the hexadecimal representation of the desired character. (For details, see
ASCl | (5) inaUNIX reference manual.) An additional backslash is needed to protect
the escape from the shell. A space, for exampl e, can be entered in the input dataas\ 20.
ud recognizes al input in thisformat, but its greatest usefulnessis for non-printing
characters.

Initially, ud reads a fielded buffer from its standard input and sends it to the service
whose name is given by the f/ dval of thelinein which f/ dnane equals SRVCNM
Unlessthe- r optionisselected, ud waitsfor areply fielded buffer. After obtaining the
reply, ud reads another fielded buffer from the standard input. In so doing, ud retains
thereturned buffer asthe current buffer. Thismeansthat thelines on the standard input
that form the second fielded buffer are taken to be additionsto the buffer just returned.
That is, the default action is for ud to maintain a current buffer whose contents are
added to by a set of input lines. The set is delimited by ablank line. ud may be
instructed to discard the current buffer (that is, to reinitialize its FBFR structure), either
by specifying the - un option on the command line, or by including alinein which the
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only character is the letter n, specified asthe first line of an input set. ud may be
instructed to merge the contents of the reply buffer into the request buffer by
specifying either the - uu option (Fupdat e isused) or the- uj option (Foj oi n isused).

If ud isrunin asecurity application, it requires an application password to access the
application. If standard input is aterminal, ud prompts the user for the password with
echo turned off on the reply. However, since ud accepts bulk input on standard input,
standard input is typically afile rather than aterminal. In this case, the password is
retrieved from the environment variable APP_PW If this environment variableis not
specified and an application password is required, then ud fails.

These commands are supported on any platform on which the BEA Tuxedo server
environment is supported.

FLDTBLDI Rand FI ELDTBLS must be set and exported. FLDTBLDI R must include
$TUXDI R/ udat aobj inthelist of directories. FI ELDTBLS must include Usysf | ds as
one of thefield tables.

APP_PWmust be set to the application password in a security application if standard
input is not from aterminal. TPI DATA must be set to the application-specific data
necessary to join the application in asecurity application with an authentication server
if standard input is not from aterminal.

WSNADDR, WSDEVI CE, and optionally WBTYPE must be set if accessisfrom a
workstation. See conpi | ati on(5) for more details on setting environment variables
for client processes.

ud failsif it cannot become a client process, if it cannot create the needed FBFRS, or if
it encounters a UNIX system error. It also failsif it encounters more than 25 errorsin
processing a stream of input packets. These can be syntax errors, missing service
names, errors in starting or committing a transaction, timeouts, and errors in sending
the input FBFR or in receiving the reply FBFR.

Thefina fielded buffer in the input stream should be terminated by a blank line.

$ud <ECF>

SRVCNM BUY

CLI ENT J. Jones

ADDR 21 Val |l ey Road
STOCK AAA

SHARES 100

<CR>

+SRVCNM SELL

+STOCK XXX

+SHARES 300

BEA Tuxedo Command Reference



ud, wud(1)

STOCK YYY
SHARES 150

<CR>

n

SRVCNM BUY

CLI ENT T. Smith
ADDR 1 Main Street
STOCK BBB
SHARES 175

<CR>

+SRVCNM SELL
+STOCK 277
+SHARES 100

<CR>

EOF

$

Inthisexample, ud first sendsafielded buffer to the service BUY with the CLI ENT field
set to J. Jones, the ADDRfield set to 21 Valley Road, the STOCK field set to AAA, and the
SHARES field set to 100.

When the fielded buffer is returned from the BUY service, ud uses the next set of lines
to change SRVCNMto SELL, STOCK to XXX, and SHARES to 300. Also, it creates an
additional occurrence of the STOCK field with value YYY and an additional occurrence
of the SHARES field with avalue of 150. This fielded buffer is then sent to the SELL
service (the new value of the SRVCNMfield).

When SELL sends back areply fielded buffer, ud discardsit by beginning the next set
of lineswith aline containing only the character n. ud then begins building an entirely
new input packet with SRVCNMset to BUY, CLI ENT setto T. Smi t h, and so on.

See Also  Fextread, Fextread32(3fm),conpilation(5)
ascii (5) inaUNIX system reference manual
Programming a BEA Tuxedo Application Using C
Programming a BEA Tuxedo Application Using FML
Administering a BEA Tuxedo Application at Run Time
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Name  uui dgen - generate aUniversal Unique Identifier (UUID)
Synopsis  uuidgen [-o filenane]l [{-i | -n number}] [-v] [-h] [-7?]

Description  uui dgen, by default, generates a Universal Unique Identifier (UUI D) on the standard
output.The UUl Dis used to uniquely identifier an IDL interface definition. The format
for auul D string consists of eight hexadecimal digits followed by a dash, followed by
three groups of four hexadecimal digits separated by dashes, followed by a dash and
twelve hexadecimal digits. (For samples of this format, see “Examples.”)

The followinguui dgen( 1) options are supported.

-
Produces an IDL file template, includingial D string. (See “Examples” for
samples of the file format.) This option cannot be specified withithe
option.

- n nunber
Generates the specified numbeof D strings. This option cannot be
specified with the i option.

-o filenane
Redirects the output to the specified file.

Displays the version number founi dgen( 1) but does not generateJal D
string.

-hor-?
Displays help information fouui dgen(1) .

Network  The generation of theul D requires the availability of a 48-bit IEEE 802 address.

Address  Because this type of address is not available in all environments and the method of
determination is not portable, several methods are available for use with the BEA
Tuxedo system version afii dgen.

m |[f the NADDR environment variable is set to a value of the form
num num num num

it is assumed to be an Internet-style address and converted accordingly.
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m  Otherwisg, if the WSBNADDR environment variable is set to a value of the form
Oxnnnnnnnnnnnnnnnn

it is assumed to be a hexadecimal network address, as used in Workstation.

m Otherwise, if not DOS, the uname for the machine is used to look up the
machine entry in/ et ¢/ host s to get the Internet-style address.

m Otherwise, awarning is printed and 00. 00. 00. 00 is used.

Note that in each of these cases, a 32-bit addressis formed and the remainder of the
address (for 48-bits) is treated as 00. 00.

uui dgen exitswith anon-zero exit code if an invalid command-line option is
specified, or if it cannot open the output file. A warning isprinted if aninvalid network
address value is given and the value 00. 00. 00. 00 is used.

To generate a UUI D string, enter the following command.

uui dgen
23C67E00- 71B6- 11C9- 9DFC- 08002BOECEF1

To generatean IDL templatefor developing an interface definition, enter thefollowing
command.

uui dgen -i

[ uui d( B5F8DB80- 3CCA- 14F8- 1E78- 930269370000) ]
interface | NTERFACE

{

}

To generate two UUID strings, enter the following command.
uui dgen -n 2

C0B37080- 3CCA- 14F8- 265F- 930269370000

C0B37081- 3CCA- 14F8- 2CDB- 930269370000

tidl (1)
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Name

Synopsis

Description

vi ewc, vi ewc32 - view compiler for BEA Tuxedo views

viewc [-n] [-d viewdir] [-C viewfile [viewfile . . . ]
viewc32 [-n] [-d viewdir] [-C viewfile [viewfile . . . ]

vi ewc isaview compiler program. It takes a source viewfile and produces:

m A binary file, which isinterpreted at run time to effect the actual mapping of
data between FM. buffers and C structures

m  Oneor more header files

m Optionaly COBOL copy files. (When vi ewc is executed a C compiler must be
available.)

vi ewc32 isused for 32-bit FML. It uses the FI ELDTBLS32 and FLDTBLDI R32
environment variabl es.

Thevi ewf i | eisafilecontaining source view descriptions. Morethan one vi ewfi | e
can be specified on thevi ewc command line aslong asthe same VI Ewhameis not used
in morethan one vi enf i/ e.

By default, al viewsin the vi ewfi I e are compiled and two or more files are created:
aview object file (with a. v suffix) and a C header file (with a. h suffix). The name
of the object fileisvi ewfi | e. Vinthe current directory unless an aternate directory
is specified through the - d option. C header files are created in the current directory.

If the - C option is specified, then one COBOL copy fileis created for each vi EwW
defined inthe vi ewf i | e. These copy files are created in the current directory.

Atvi ewc compiletime, the compiler matcheseachfi el di d and field name specified
inthe vi enf i I e with information obtained from the field tablefile, and stores
mapping information in an object file for later use. Therefore, it is essential to set and
export the environment variables FI ELDTBLS and FLDTBLDI Rto point to the related
field table file. For more information on FI ELDTBLS and FLDTBLDI R, see
Programming a BEA Tuxedo Application Using FML and Programming a BEA
Tuxedo Application Using C.
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If the vi ewc compiler cannot match afield name with itsf i el di d because either the
environment variables are not set properly or the field table file does not contain the
field name, awarning message, Fi el d not f ound, isdisplayed.

With the - n option, it is possible to create aview description file for a C structure that
is not mapped to an FM_ buffer. Programming a BEA Tuxedo Application Using C
discusses how to create and use such an independent view description file.

The following options are interpreted by vi ewc.

-Nn
Used when compiling aview description file for a C structure that does not
map to an FML buffer. It informs the view compiler not to look for FML
information.

-d viewdir
Used to specify that the view object file isto be created in a directory other
than the current directory.

Used to specify that COBOL copy files areto be created.

Environment CC

Variables vi ewc normally uses the default C language compilation command to
produce the client executable. The default C language compilation command
is defined for each supported operating system platform and is defined as
cc(1) for UNIX system. In order to alow for the specification of an alternate
compiler, vi enc checks for the existence of an environment variable named
CC. If cCdoesnot existinvi ewc’s environment, or if it is the string , vi ewc
will use the default C language compilerctfdoes exist in the environment,
its value is taken to be the name of the compiler to be executed.

CFLAGS
The environment variableFLAGS is taken to contain a set of arguments to be
passed as part of the compiler command lineFLAGS does not exist in
vi ewc’s environment, or if it is the string', no compiler command-line
arguments are added byi I dcl i ent .

Portability =~ The output view file is a binary file that is machine and compiler dependent. It is not
possible to generate a view on one machine with a specific compiler and use that view
file on another machine type or with a compiler that generates structure offsets
differently (for example, with different padding or packing).
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When aview file description fileis compiled on DOS or OS/2, the name of the object
filehasa. w suffix instead of a. Vv suffix because the file names are not case
dependent. The following additional options are recognized.

-m{m|l}
Specifies the memory model to be used for compilation and linking of a
client. The supported values for this option are mand | for the medium and
large memory models, respectively. The large memory model is the default
for this option. The - moption is supported for DOS only.

-c{m]| b}
Specifies the C compilation system to be used. The supported value for this
option is mfor the Microsoft C compiler. The Microsoft C compiler is the
default for this option. The - ¢ option is supported for DOS and WINDOWS
only.

-1filenane
Specifiesthat pass 1 should be run, and the resulting batch file should be
caled fi I ename. bat should be created. After thisfileis created, it, should
be executed before running pass 2. Using pass 1 and pass 2 increases the size
of the viewsthat can be compiled.

-2 fil enane
Specifiesthat pass 2 should be run to complete processing, using the output
from pass 1.

Introduction to FML Functions

Programming a BEA Tuxedo Application Using C

BEA Tuxedo Command Reference



viewdis, viewdis32(1)

viewdis, viewdis32(1)

Name
Synopsis

Description

See Also

vi ewdi s, vi ewdi s32 - view disassembler for binary viewfiles
viewdis viewobjfile . . . viewdis32 viewbjfile .

vi ewdi s disassembles aview object file produced by the view compiler and displays
view information in viewfile format. In addition, it displays the offsets of structure
members in the associated structure.

One or more vi ewobj fi | es (with a Vv suffix) can be specified on the command line.
By default, the vi ewobj fi I e in the current directory is disassembled. If thisis not
found, an error message is displayed.

Because the information in the vi ewobj fi | e was obtained from a match of each
fi el di d and field name in the viewfile with information in the field table file, it is
important to set and export the environment variables FI ELDTBLS and FLDTBLDI R.

The output of vi ewdi s |ooks the same as the original view description(s), and is
mainly used to verify the accuracy of the compiled object view descriptions.

vi ewdi s32 isused for 32-bit FML. It uses the FI ELDTBLS32 and FLDTBLDI R32
environment variables.

vi ewc, view32(1)

Programming a BEA Tuxedo Application Using FML
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Name
Synopsis

Description

Initialization File

w i st en - BEA Tuxedo Web GUI listener process
wWisten [-i initialization file]

w i st en isalistener process that receives incoming connections from Web GUI
applets and starts aWeb GUI gateway process (wgat ed). All Wl i st en options are
taken from aninitialization filethat is specified by the- i option. If the-i optionisnot
given, then $TUXDI R/ udat aobj / webgui / webgui . i ni isused asthe default
initialization file. The format and parameters allowed in the initialization file are
described below. A default initialization file is generated during system installation.

w i st en placesitself in the background when invoked (unless the initialization file
contai ns the FOREGROUND=Y parameter), and continuesrunning until the machine shuts
down or thew i st en processis killed through an operating system command.

The following command-line option is used by wl i st en.

-iinitialization file
Specifiesthat wl i st en should usethei ni ti al i zati on_fi I e specified for
parameters used during Web GUI sessions. The format of the initialization
fileis specified below. Most parameters of theinitialization file are set to
reasonable values when the BEA Tuxedo system isinstalled. If thisoptionis
not specified on the command line, then the default initialization file location
iS$TUXDI R/ udat aobj / webgui / webgui . i ni .

Theinitiaization file specified by the - i option contains parameters that allow the
applet, w i st en process, and gateway process to coordinate certain pieces of
configuration information necessary for the connection and subsequent operation of
the Web GUI.

Most of the parametersin theinitialization file are configured when the BEA Tuxedo
systemisinstalled. Other parameters may be added automatically when the Web GUI
isbeing run, in response to user input. For example, if you connect to adomain, the
GUI addsalisting for that domain to the initialization file. The next time you use the
pull-down Domain menu (above the Power Bar in the main GUI window), you will see
the new domain listed. Do not be alarmed if you notice that lines have been added or
changed in your initialization file without your having explicitly edited the file.
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Theinitialization file consists of commentary lines (blank lines or lines beginning with
the # character) and keyword lines. Keyword lines are of the form keywor d=val ue.
The following list describes valid keywords and values for them.

TUXDI R=di rectory
The directory in which the BEA Tuxedo softwareisinstalled. Thereis no
default for this parameter; you must assign avalue. Notethat if the - i option
isnot giventow i st en, then TUXDI Rmust be set in the environment (and
normally should be set to the value specified in the initialization file.)

NADDR=net wor k_addr ess
Specifies the network addressto be used by wl i st en. Thereis no default for
thisparameter; you must assign avalue. Theformat of the network addressis
thesameasthat allowed by t 1 i st en and other BEA Tuxedo commands. (See
“Network Addresses,” below, for a complete description.)

DEVI CE=devi ce
Specifies the network device to be usedibist en. This variable is
optional. For releases prior to v6.4, the default is the empty string, which
means that no network device has been selected. (This is appropriate for some
systems, such as Microsoft NT.) Use the same value here that you would use
for the- d option oftl i st en. On some UNIX systems the value should be
/ dev/ t cp. Whether or not you assign this value depends on the operating
system.

FOREGROUND=[Y | N|
Specifies whethes i st en should run in the foreground. The defaulljs
meaning thatl i st en puts itself in the background automatically. The only
reason to use this option is for testing and debugging.

W DTH=pi xel s andHEl GHT=pi xel s
Specifies the width and height, respectively, for the applet. This area is used
for password prompting if security is enabled. The defaults are 400 and 150,
respectively.

FRAMVEW DTH=pi xel s andFRAMEHEI GHT=pi xel s
Specifies the width and height, respectively, for the main applet window in
which administration tasks are performed. The defaults are 750 and 550,
respectively.

ENCRYPTBI TS=[0 | 40]
Sets the encryption mode used by the gateway and applet connection. The
default is0, meaning there is no encryption. If th@ option is chosen, then
40-bit RC4 encryption will take place. In this case| ast en password file
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must exist and authentication must occur in order to exchange encryption
keys.

DOCBASE=docunent _r oot

Specifies the document base where the BEA Tuxedo Web GUI help files are
found. This parameter is set during installation of the BEA Tuxedo system
and, under normal circumstances, it should not be changed afterward. There
isno default for this parameter; you must assign avalue in the initialization
file.

CODEBASE=app! et _root

Specifiesthe URL for the code base where the BEA Tuxedo Web GUI applet
filesare found. This parameter is set during installation of the BEA Tuxedo
system and, under normal circumstances, it should not be changed afterward.
Thereis no default for this parameter; you must assign avauein the
initialization file.

SNAPDI R=snapshot _di rectory

Specifies the server directory path in which userlog snapshot files and event
log snapshot files are stored. (The value of SNAPDI Risafull path name rather
than aURL.) It is set during install ation of the BEA Tuxedo system and,
under normal circumstances, it should not be changed afterward. Thereisno
default for this parameter; you must assigh avaluein the initialization file.

SNAPBASE=ht t p_r oot

Specifies the URL base in which userlog snapshot files and event log
snapshot files are stored. (The value of SNAPBASE isa URL rather than afull
path name.) It is set during installation of the BEA Tuxedo system and, under
normal circumstances, it should not be changed afterward. Thereisno default
for this parameter; you must assign avalue in theinitialization file.

TEMPLATE=t enpl at e_pat h

Specifies the path name of the template file used to deliver the Web GUI
applet to the user at startup time. The template file must contain the string
%APPLET%o0nN aline by itself, whichisthe placein the filewhere the Web GUI
applet will appear. Therest of thefile should be astandard HTML format file
that typically containsinstructions, alogo, or other information for use by the
Web GUI administrator. The default path nameis:

$TUXDI R/ udat aobj / webgui / webgui . ht ni

INNFILE=init_file

Specifiesthefull path for theinitiaization file to be used by the applet. Under
normal circumstances, the initialization fileitself isused, but it istechnically
possible for the applet user to use an initialization file other than the one used
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Termination

Recommended
Use

Network
Addresses

by the gateway process. We do not recommend using an alternative
initialization file, however, because if two initialization files are used they
must be kept consistent with each other. For example, the NADDR and
CODEBASE parameters, aswell asvarious directory parameters, must be set to
identical values, and the value of the ENCRYPTBI TS parameter must be
consistent between the two files. Thus an application in which two files are
used is more error prone than an application in which only one is used.

FLDTBLDI R32=fi el d_t abl e_dir and FI ELDTBLS32=fi el d_t abl es

Specifies the field table directories and values, respectively, for use with the
Web GUI. These parameters are set to the proper vaues by the installation
program for the BEA Tuxedo system; under normal circumstances they
should not be changed later.

The only way to stop awl i st en process with a normal termination is by sending it a
S| GTERMSsignal.

To ensure automatic starting of the listener—To make sure the Web GUI listener
is started automatically, we recommend adding a command line in the following
format to your UNIX system initialization scripts.

$TUXDI R/ bin/wisten -i initialization file

To start thed i st en process manually, enter the command line shown above
after a system prompt.

To ensure the administrative password will be found—During the installation
process, an administrative password file is created. When necessary, the BEA
Tuxedo system searches for this file in the following directories (in the order
shown).

APPDI R/ . adnmtlisten. pw TUXD R/ udataobj/tlisten. pw

To ensure that your administrative password file will be found, make sure you
have set thaPPDI R and/orTUXDI R environment variables.

Suppose the local machine on whigh st en is being run is using TCP/IP addressing.
The machine is nameghckus. conpany. comand its address i55. 2. 193. 18.

Further suppose that the port number at whidhst en should accept requests is
2334.

Note: Some port numbers may be reserved for the underlying transport protocols
(such as TCP/IP) used by your system. Check the documentation for your
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transport protocolsto find out which numbers, if any, are reserved on your
system.

Assumethat port number 2334 has been added to the network services database under
the name bankapp- nl saddr . The address specified by the -1 option may be
represented in any of several ways:

/1155, 2. 193. 18: bankapp- nl saddr
/1155.2.193. 18: 2334

/ I backus. conpany. com bankapp- nl saddr
/ I backus. conpany. com 2334
0x0002091E9B02C112

Thelast line shows how to represent the address in hexadecimal format: 0002 isthe
first part of aTCP/IP address, 091E is the hexadecimal trand ation of the port number
2334, and 9B02CLR2 is an element-by-element hexadecimal trandation of the IP
address, 155. 2. 193. 18. (Inthelatter translation, 155 becomes 9B, 2 becomes 02, and
SO on.)

For a STARLAN network, a recommended address of uname.w i st en usualy yieldsa
unigue name.

See Also  tuxadn(1),tuxwsvr (1)
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