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Section 5 - File Formats and
Data Descriptions

BEA Tuxedo File Formats and Data Descriptions

Name

Description

Introduction to Tablesand Files

Overview of this document

ACL_M B(5) M anagement Information Base for ACLs
APPQ M B( 5) M anagement Information Base for /Q
AUTHSVR( 5) Server providing per-user authentication

conpi |l ati on(5)

Instructions for compilation of BEA Tuxedo system application components

DMADM 5) Domains administrative server

DMCONFI ¢ 5) Text version of a Domains configuration file

DMCONFI G f or Text version of aDomains configuration filefor aTOP END Domain Gateway
GWIOPEND( 5)

DM M B(5) M anagement Information Base for Domains

EVENTS( 5) List of system-generated events

EVENT_M B( 5) M anagement Information Base for Event Broker

Ferror, Ferror32(5)

FML error codes

field tables(5)

FML mapping files for field names

GWADM 5)

Domains gateway administrative server

BEA Tuxedo File Formats and Data Descriptions Reference



Section 5 - File Formats and Data Descriptions

BEA Tuxedo File Formats and Data Descriptions

Name Description
GATDOMAI N( 5) TDomain gateway process
GAWT'OPEND( 5) TOP END Domain Gateway process

GAMTUX2TE, GATE2TUX( 5)

BEA Tuxedo / BEA TOP END gateway servers

| angi nf o( 5) Language information constants
M B(5) Management Information Base
nl _types(5) Native language data types

servopt s(5)

Run-time options for server processes

TM_M B(5) Management Information Base for core BEA Tuxedo System
TMQFORWARD( 5) Message Forwarding Server

TMQUEUE( 5) M essage Queue M anager

TMSYSEVT( 5) System event reporting process

tmrace(5) Run-time tracing facility

TMUSREVT( 5) User event reporting process

tperrno(5)

BEA Tuxedo system error codes

t purcode(5)

BEA Tuxedo system global variable for an application-specified return code

tuxenv(5)

List of environment variablesin the BEA Tuxedo system

tuxtypes(5)

Buffer type switch; descriptions of buffer types provided by the BEA Tuxedo
system

typesw5) Buffer type switch structure; parameters and routines needed for each buffer
type

UBBCONFI ( 5) Text version of a BEA Tuxedo configuration file

view il e(5) Source file for view descriptions

W5_M B(5) Management Information Base for Workstation

WSL( 5) Workstation Listener server
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Introduction to Tables and Files

Introduction to Tables and Files

Description

This section describes the format of miscellaneous tables and files.

The page named conpi | ati on(5) summarizesinformation about header files,
libraries and environment variables needed when compiling application source code.

The section includes descriptions of BEA Tuxedo system-supplied servers.
Applications wishing to use the BEA Tuxedo system-supplied servers should specify
them in the configuration file for the application.

Theser vopt s page describes options that can be specified in the configuration file as
the CLOPT parameter of application servers.

The BEA Tuxedo Management Information Base is documented in the M B( 5)
reference page and in the following component MIB pages:

m ACL_MB(5)

m APPQ M B(5)
m DM M B(5)

m EVENT_M B(5)
m TM M B(5)
W8_M B(5)

BEA Tuxedo File Formats and Data Descriptions Reference 3
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ACL_MIB(5)

Name ACL_M B - Management Information Base for ACLs

Synopsis  #i ncl ude <fmn 32. h>
#i ncl ude <t padm h>

Description  The BEA Tuxedo MIB defines the set of classes through which Access Control Lists
(ACLs) may be managed. A BEA Tuxedo configuration with SECURI TY set to
USER_AUTH, ACL, or MANDATORY_ACL must be created before accessing or updating
these classes. ACL_M B(5) should be used in combination with the generic M1B
reference page M B( 5) to format administrative requests and interpret administrative
replies. Reguests formatted as described in M B( 5) using classes and attributes
described inthis reference page may be used to request an administrative service using
any one of anumber of existing ATMI interfacesin an active application. ACL_M B(5)
consists of the following classes.

ACL_MIB Classes

Class Name Attribute

T_ACLGROUP ACL group

T_ACLPERM ACL permissions

T_ACLPRI NCI PAL ACL principal (users or domains)

Each class description section has four subsections:

Overview
High level description of the attributes associated with the class.

Attribute Table
A table that lists the name, type, permissions, values and default for each
attribute in the class. The format of the attribute table is described below.

Attribute Semantics
Tells how each attribute should be interpreted.

Limitations
Limitations in the access to and interpretation of this class.

4 BEA Tuxedo File Formats and Data Descriptions Reference



ACL_MIB(5)

Attribute Table
Format

TA_FLAGS
Values

FML32 Field
Tables

Limitations

Asdescribed above, each classthat isapart of thisMIB isdefined below in four parts.
One of these partsisthe attribute table. The attribute table is a reference guide to the
attributes within a class and how they may used by administrators, operators and
general users to interface with an application. There are five componentsto each
attribute description in the attribute tables: name, type, permissions, values and
default. Each of these components is discussed in M B( 5) .

M B(5) definesthe generic TA_FLAGS attribute which isal ong containing both
generic and component M 1B specific flag values. At thistime, thereareno ACL_M B(5)
specific flag values defined.

Thefield tables for the attributes described in this reference page are found in thefile
udat aobj / t padmrelative to the root directory of the BEA Tuxedo system software
installed on the system. The directory ${ TUXDI R} / udat aobj should be included by
the application in the colon separated list specified by the FLDTBLDI R environment
variable and the field table name t padn() should be included in the comma separated
list specified by the FI ELDTBLS environment variable.

Accessto the header filesand field tables for thisMIB isprovided only at sitesrunning
BEA Tuxedo Release 6.0 and later, both native and Workstation.

BEA Tuxedo File Formats and Data Descriptions Reference 5
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T _ACLGROUP (lass Definition

Overview  The T_ACLGROUP class represents groups of BEA Tuxedo application users and
domains.

Attribute Table
ACL_MIB(5): T_ACLGROUP Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_GROUPNAME(T)(*) string rU------- string[1..30] N/A
TA_GROUPI D( k) long rwW------ 0 <= num<16,384 lowest id
TA_STATE string rw------ GET: “INA” N/A

SET “{NEWINV}” N/A

(k) - GET key field
(r) - Required field for object creation (SET TA_STATE NEW
(*) - GET/ SET key, one or more required for SET operations

Attribute  TA_ GROUPNAMNE: st ri ng[1..30]
Semantics L ogical name of the group. A group name is a string of printable characters
and cannot contain a pound sign, comma, colon, or newline.

TA_GROUPI D: 0 <= num< 16,384
Group identifier associated with this user. A value of 0 indicates the default
group “other.” If not specified at creation time, it defaults to the next available
(unique) identifier greater than 0.

TA_STATE:

GET: {VALi d}
A GET operation will retrieve configuration information for the
selectedr_ACLGROUP object(s). The following states indicate the
meaning of &A_STATE returned in response taGaT request.

VALid T_ACLGROURDject is defined and inactive. Note that
thisisthe only valid state for this class. ACL groups
are never acti ve.

6 BEA Tuxedo File Formats and Data Descriptions Reference



ACL_MIB(5)

SET: {NEW]| I Nval i d}
A SET operation will update configuration information for the
selected T_ACLGROUP object. The following states indicate the
meaning of a TA_STATE set in a SET request. States not listed may
not be set.

NEW Create T_ACLGROUP object for application. State
change allowed only when inthe | Nval i d state.
Successful return leaves the object in the VAL d state.

unset Modify an existing T_ACLGROUP object. This
combination is not allowed in the I Nval i d state.
Successful return leaves the object state unchanged.

INvValid Delete T_ACLGROUP object for application. State
change allowed only when in the VAL d state.
Successful return leaves the object inthe | Nval i d
State.

Limitations A user can be associated with exactly one ACL group. For someone to take on more
than one role or be associated with more than one group, multiple user entries must be
defined.

BEA Tuxedo File Formats and Data Descriptions Reference 7
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T_ACLPERM (lass Definition

8

Overview  The T_ACLPERMCclass indicates what groups are allowed to access BEA Tuxedo
System entities. These entities are named via a string. The names currently represent
service names, event names, and application queue names.

Attribute Table
ACL_MIB(5): T_ACLPERM Class Definition: Attribute Table

Attribute Type Permissions Values Default
TA_ACLNAME(r)(*) string rw------ string[l. .30] N/A
TA_ACLTYPE(r)(*) string  rwe------ “ENQ | DEQ| N/A
SERVICE|
POSTEVENT”
TA_ACLGROUPIDS string  rw------- string N/A
TA_STATE string  rw------- GET: “INA” N/A

SET: “{NEW|I N\V}”  NJ/A

(r) - Required field for object creation (SET TA_STATE NEW
(*) - GET/ SET key, one or more required for SET operations

Attribute  TA ACLNAME: stri ng
Semantics The name of the entity for which permissions are being granted. The name
can represent a service name, an event name, and/or a queue name. An ACL
name is a string of printable characters and cannot contain a colon, pound
sign, or newline.

TA ACLTYPE: ENQ| DEQ| SERVI CE | POSTEVENT
Thetype of the entity for which permissions are being granted.

TA ACLCROUPI DS: st ri ng
A comma separated list of group identifiers (humbers) that are permitted
access to the associated entity. The length of st ri ng islimited only by the
amount of disk space on the machine.

BEA Tuxedo File Formats and Data Descriptions Reference
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TA_STATE:

GET: {VALi d}

A GET operation will retrieve configuration information for the
selected T_ACLPERMobject(s). The following states indicate the
meaning of a TA_STATE returned in response to a GET request.

VAL d T_ACLPERMODbject is defined and inactive. Note that
thisisthe only valid state for this class. ACL
permissions are never act i ve.

SET: {NEW| I Nval i d}

A SET operation will update configuration information for the
selected T_ACLPERMOobject. The following states indicate the
meaning of a TA_STATE set in a SET request. States not listed may
not be set.

NEW Create T_ACLPERMOobject for application. State
change allowed only when inthe | Nval i d state.
Successful return leaves the object in the VAL d state.

unset Modify an existing T_ACLPERMobject. This
combination is not allowed in the I Nval i d state.
Successful return leaves the object state unchanged.

INvValid Delete T_ACLPERMObject for application. State
change allowed only when in the VAL d state.
Successful return leaves the object inthe | Nval i d
State.

Limitations ~ Permissions are defined at the group level, not on individual user identifiers.

BEA Tuxedo File Formats and Data Descriptions Reference 9



Section 5 - File Formats and Data Descriptions

T _ACLPRINCIPAL (lass Definition

Overview  The T_ACLPRI NCl PAL class represents users or domains that can access a BEA
Tuxedo application and the group with which they are associated. To join the
application as a specific user, it is necessary to present a user-specific password.

Attribute Table

ACL_MIB(5): T_ACLPRINCIPAL Class Definition Attribute Table

Attribute Type  Permissions Values Default
TA_ PRI NNAME(r)(*) string r------ string[l..30] N/A
TA_ PRI NCLTNAME( k) string W ------ string[l..30] o
TA_PRINID (k) long rU------- 1<=num< 131,072 lowest id
TA_PRINGRR k) long W------- 0 <= num< 16,384 0
TA_PRINPASSWD string TWX------ string N/A
TA_STATE string rW------- GET T YINA” N/A
SET: “{NEWINV}" N/A

(k) - GET key field
(r) - Required field for object creation (SET TA_STATE NEW
(*) - GET/ SET key, one or more required for SET operations

Attribute  TA PRI NNANME: st ring
L ogical name of the user or domain (aprincipal). A principal nameisastring
of printable characters and cannot contain a pound sign, colon, or newline.

Semantics

TA PRI NCLTNAME: st ri ng

Theclient name associated with the user. It generally describestherole of the

associated user, and provides a further qualifier on the user entry. If not
specified at creation time, the default is the wildcard asterisk (*). A client
name is a string of printable characters and cannot contain a colon, or

newline.

TA PRI N D: 1 <= num< 131,072

Unique user identification number. If not specified at creationtime, it defaults
to the next available (unique) identifier greater than O.

10 BEA Tuxedo File Formats and Data Descriptions Reference



ACL_MIB(5)

TA PRI NGRP: 0 <= num< 16,384
Group identifier associated with this user. A value of 0 indicates the default
group “other.” If not specified at creation time, the default O is assigned.

TA PRI NPASSWD: st ri ng
TA_STATE:

GET: {VALi d}
A GET operation will retrieve configuration information for the
selectedr_ACLPRI NCI PAL object(s). The following states indicate
the meaning of @A _STATE returned in response taET request.

VALi d T_ACLPRI NCI PAL object is defined and inactive. Note
that this is the only valid state for this class. ACL
principals are nevedct i ve.

SET: {NEW]| I Nval i d}
A SET operation will update configuration information for the
selectedr_ACLPRI NCI PAL object. The following states indicate the
meaning of &A_STATE set in aSET request. States not listed may
not be set.

NEW Create T_ACLPRI NCI PAL object for application. State
changeallowed only wheninthel Nval i d state. Successful
return leaves the object in the VAL d state.

unset Modify an existing T_ACLPRI NCI PAL object. This
combination is not allowed in the | Nval i d state.
Successful return leaves the object state unchanged.

I Nval id Delete T_ACLPRI NCI PAL object for application. State
change allowed only when in the VALi d state. Successful
return leaves the object inthe | Nval i d state.

Limitations A user or domain can be associated with exactly one ACL group. For someone to take
on more than one role or be associated with more than one group, multiple principal
entries must be defined.

BEA Tuxedo File Formats and Data Descriptions Reference 1
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Diagnostics

Interoperability

Portability

There aretwo general types of errors that may be returned to the user when interfacing
with ACL_M B(5). First, any of thethree ATMI verbs (t pcal | (), t pgetrpl y() and
t pdequeue() ) used to retrieve responses to administrative requests may return any
error defined for them. These errors should be interpreted as described on the
appropriate reference pages.

If, however, the request is successfully routed to asystem service capable of satisfying
the request and that service determines that there is a problem handling the request,
then failure may be returned in the form of an application level servicefailure. Inthese
cases, t pcal | () andt pgetrply() will return an error with t perrno() setto
TPESVCFAI L and return areply message containing the original request along with
TA_ERROR, TA_STATUS and TA_BADFLDfields further qualifying the error as described
below. When aservicefailure occursfor areguest forwarded to the system through the
TMQFORWARD( 5) server, the failure reply message will be enqueued to the failure
queue identified on the original request (assuming the - d option was specified for
TMFORWARD).

When a service failure occurs during processing of an administrative request, the
FML32field TA_STATUS is set to atextua description of the failure, the FML32 field
TA_ERRORIisset to indicate the cause of thefailure asindicated below. All error codes
specified below are guaranteed to be negative.

The following diagnostic codes are returned in TA_ERROR to indicate successful
completion of an administrative request. These codes are guaranteed to be
non-negative.

[ot her]
Other return codes generic to any component M1B are specified in the
M B( 5) reference page. These return codes are guaranteed to be mutually
exclusive with any ACL_M B(5) specific return codes defined here.

The header files and field tables defined in this reference page are available on BEA
Tuxedo Release 6.0 and later. Fields defined in these headers and tables will not be
changed from rel easeto release. New fieldsmay be added which are not defined on the
older release site. Accessto the AdminAPI is avail able from any site with the header
filesand field tables necessary to build arequest. The T_ACLPRI NCI PAL, T_ACLGROUP,
and T_ACLPERMclasses are new with BEA Tuxedo Release 6.0.

The existing FML32 and ATM | functions necessary to support administrative
interaction with BEA Tuxedo system MIBs, aswell as the header file and field table
defined in this reference page, are available on all supported native and workstation
platforms.
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Example

Field Tables

Header Files

Add User

Following is a sequence of code fragments that adds a user to a group and adds
permissions for that group to a service name.

Thefield table t padmmust be avail able in the environment to have access to attribute
field identifiers. This can be done at the shell leve asfollows:

$ FI ELDTBLS=t padm
$ FLDTBLDI R=${ TUXDI R}/ udat aobj
$ export FIELDTBLS FLDTBLD R

The following header files are included.

#i ncl ude <atm . h>
#i ncl ude <fm 32. h>
#i ncl ude <tpadm h>

The following code fragment adds a user to the default group “other.”

/* Allocate input and output buffers */

ibuf = tpalloc("FM.32", NULL, 1000);

obuf = tpalloc("FM.32", NULL, 1000);

/* Set MB(5) attributes defining request type *
Fchg32(i buf, TA OPERATION, 0, "SET", 0);
Fchg32(ibuf, TA CLASS, 0, "T_ACLPRI NCl PAL", 0);

/* Set ACL_M B(5) attributes */

Fchg32(ibuf, TA PRI NNAVE, 0, ta_prinname, 0);
Fchg32(ibuf, TA PRINND, 0O, (char *)ta prinid, 0);
Fchg32(ibuf, TA STATE, 0, (char *)"NEW, 0);

Fchg32(i buf, TA PRI NPASSWD, 0, (char *)passwd, 0);

/* Make the request */

if (tpcall (".TMB", (char *)ibuf, 0, (char **)obuf, olen, 0) 0) {
fprintf(stderr, "tpcall failed: %\en", tpstrerror(tperrno));

if (tperrno == TPESVCFAIL) {

Fget 32(obuf, TA ERROR, O, (char *)ta_error, NULL);

ta_status = Ffind32(obuf, TA STATUS, 0, NULL);

fprintf(stderr, "Failure: %d, %\en",

ta error, ta status);

/* Additional error case processing */

}
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Files  ${TUXDI R}/i ncl ude/ t padm h, ${ TUXDI R}/ udat aobj /t padm

See Also  tpacal | (3c),tpall oc(3c),tpcall(3c),tpdequeue(3c),tpenqueue(3c),
t pgetrpl y(3c),tpreall oc(3c), Introduction to FML Functions, Fadd,
Fadd32(3fml ), Fchg, Fchg32(3fm),Ffind, Ffind32(3fnl),MB(5),
TM M B(5)

Setting Up a BEA Tuxedo Application
Programming a BEA Tuxedo Application Using C

Programming a BEA Tuxedo Application Using FML
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APPQ_MIB(5)

Name

Synopsis

Description

APPQ M B - Management Information Base for /Q

#i ncl ude <fm 32. h>
#i ncl ude <tpadm h>

The /Q MIB defines classes through which application queues can be managed.

APPQ_M B(5) should be used in combination with the generic MIB reference page

M B(5) to format administrative requests and interpret administrative replies.
Requests formatted as described in M B(5) using classes and attributes described on
this reference page may be used to request an administrative service using any one of
anumber of existing ATMI interfaces in an active application. Application queuesin
an inactive application may also be administered using the t padncal | () function
interface.

APPQ_M B(5) consists of the following classes.

APPQ_MIB Classes

Class Name Attributes

T_APPQ Application queues within a queue space
T_APPQVEG M essages within an application queue
T_APPQSPACE Application queue spaces

T_APPQTRANS Transactions associated with application queues

Note that this MIB refers to application-defined persistent (reliable disk-based) and
non-persistent (in memory) queues (that is, /Q queues), and not server queues (the
T_QUEUE class of the TM_ M B(5) component).

Each class description section has four subsections:

Overview
High level description of the attributes associated with the class.
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Attribute Table
Format
TA_FLAGS
Values

16

Attribute Table
A table that lists the name, type, permissions, values and default for each
attribute in the class. The format of the attribute table is described below.

Attribute Semantics
Tells how each attribute should be interpreted.

Limitations
Limitations in the access to and interpretation of this class.

Each classthat is a part of thisMIB isdocumented in four parts. One part is the
attribute table. The attribute table is a reference guide to the attributes within a class
and how they may used by administrators, operators, and general usersto interface
with an application.

There are five components to each attribute description in the attribute tables: name,
type, permissions, values and default. Each of these componentsis discussed in
M B(5).

M B( 5) definesthe generic TA_FLAGS attribute which isal ong containing both
generic and component M1B-specific flag values. The following flag values are
defined for the APPQ M B(5) component. These flag values should be or'd with any
generic MIB flags.

QM B_FORCECLOSE
When setting the TA_STATE attribute of aT_APPQSPACE object to CLEani ng,
thisflag indicatesthat the state change should succeed even if the state of the
gueue space is ACTi ve.

QM B_FORCEDELETE
When setting the TA_STATE attribute of a T_APPQSPACE object to | Nval i d,
thisflag indicates that the state change should succeed evenif the queue space
iSACTi ve or if messages are present in any of its queues. Similarly, when
setting the TA_STATE attribute of a T_APPQobject to | Nval i d, this flag
allows the queue to be deleted even if messages are present or processes are
attached to the queue space.

QM B_FORCEPURGE
When setting the TA_STATE attribute of aT_APPQobject tol Nval i d, thisflag
indicatesthat the state change shoul d succeed even if messages are present on
the queue. If, however, a message stored in the selected T_APPQobject is
currently involved in atransaction, the state change will fail and an error will
be written to the userlog.
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FML32 Field
Table

Limitations

Thefield table for the attributes described on this reference pageis found in the file
udat aobj / t padmrelative to the root directory of the BEA Tuxedo softwareinstalled
on the system. The directory ${ TUXDI R}/ udat aobj should be included by the
applicationinthe path list (semi-colon separated on NT and colon separated otherwise)
specified by the FLDTBLDI R environment variable and the field table name t padm
should be included in the comma-separated list specified by the FI ELDTBLS
environment variable.

ThisMIB isprovided only on BEA Tuxedo system 6.0 sitesand later, both native and
Workstation.

If asite running a BEA Tuxedo release earlier than Release 6.0 is active in the
application, then administrative access through this MIB is limited as follows.

m SET operations are not allowed.

m Local information access for sites earlier than Release 6.0 is not available.
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T_APPQ (lass Definition

Overview  TheT_APPQclass represents application queues. One or more application queues may
exist in asingle application queue space.

Limitations It isnot possible to retrieve all instances of this class by leaving al key fields unset.
Instead, sufficient key fields must be supplied to explicitly target a single application
gueue space. These required key fields are TA_ APPQSPACENAME, TA_ QVCONFI G, and
TA LM D, except when the application is unconfigured (that is, when the TUXCONFI G
environment variableisnot set), inwhich case TA_LM Dmust be omitted. For example,
if the TA_ APPQSPACENAME, TA_ QVCONFI G, and TA_LM D attributes are set in arequest
usingt pcal | (), then al T_APPQ objects within the specified queue space will be

retrieved.

Attribute Table

APPQ_MIB(5): T_APPQ Class Definition Attribute Table

Attribute? Type Permissions Values Default
TA_APPQNAME(K) () (*) string  ru-r--r-- string[l1..15] N/A
TA_APPQSPACENAME(K)(r)(*) string  ru-r--r-- string[l1..15] N/A
TA_QVCONFI GK)(r)(*) string  ru-r--r-- string[l..78] N/A
TA_LM DK)(r)(*)P string  ru-r--r-- string[1..30] N/A
TA STATE (Note3)° string rwr--r-- GET: “VAL" N/A
SET: “ {NEWINV}” N/A
TA_APPQORDER string  rw-r--r-- {PRIO|TIME |LIFO |[FIFO  FIFO
| EXPIR}
TA_DEFEXPIRATIONTIME string  rw-r--r-- {+seconds | NONE N/A
TA_DEFDELIVERYPOLICY string  rw-r--r-- {PERSIST | NONPERSIST PERSIST
TA_CMD string  rw-r--r-- shel | - conmand
-string[0.78]
TA_CMDHW string  rw-r--r-- 0 <= num[bBm% 100%
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APPQ_MIB(5): T_APPQ Class Definition Attribute Table

Attribute? Type Permissions Values Default
TA_CMDLW string  rwr--r-- 0 <=num[bBnt4 0%
TA_CNDNONPERSI ST string  rw-r--r-- shel | -command-string
[0-78]
TA_CMDNONPERSI STHW string  rwr--r-- 0 <= nun{bB% 100%
TA_CMDNONPERSI STLW string  rwr--r-- 0 <= nun{bB% 0%
TA _MAXRETRI ES long FW-r--r-- 0<= num 0
TA OUTCOFORDER string  rw-r--r-- {NONE | TOP | MSG D} NONE
TA_RETRYDELAY long FW-r--r-- 0<= num 0
TA_CURBLOCKS long r--r--r-- 0<=num N/A
TA_CURMSG long r--r--r-- 0<=num N/A
TA_CURNONPERSI STBYTES long r--r--r-- 0 <= num N/A
TA_CURNONPERSI STMSG long r--r--r-- 0<= num N/A

(k) - CGET key field®
(r) - Required field for object creation
(*) - Required SET key field

aAll attributes of class T_APPQare local attributes.
bTA LM D must be specified as a key field except when the application is
unconfigured (that is, the TUXCONFI G environment variable is not set).
CAll operationson T_APPQobjects—bothGET andSET—silently open the associated
queue space (that is, implicitly set the state of the queue sp&&Emoif it is not
alreadyOPEN or ACTi ve). This may be a time-consuming operation if the queue

space is large.

4TA APPQORDER cannot be modified after the application queue is created.
eSufficient key fields must be supplied irGRT operation to explicitly target a single

application queue space.
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Attribute  TA_APPQNAME: st ri ng[1..15]
Semantics Name of the application queue.

TA_APPQSPACENAME: st ri ng[1..15]
Name of the application queue space containing the application queue.

TA _QVCONFI G st ring[1..78]
Absolute pathname of the file or device where the application queue spaceis
located.

TA LM D: st ri ng[1..30] (no comma)
Identifier of thelogical machine where the application queue spaceislocated.

TA_STATE:

GET: {VALi d}
A GET operation retrievesinformation about the sel ected application
queues. The following list describes the meaning of the TA_STATE
attribute returned in response to a GET request.

VALi d The specified queue exists. Thisstateis| NAct i ve
equivalent for purposes of permissions checking.

SET: {NEW| I Nval i d}
A SET operation changes characteristics of the selected application
gueue or creates a new queue. Thefollowing list describesthe
meaning of the TA_STATE attribute returned by a SET request. States
not listed cannot be set.

NEW Create anew queuein the specified queue space. The
queue is left in state VAL d following successful
creation.
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INvValid Deletethe specified queue. The queue must bein state
VAL d to be deleted. If the queue space has processes
attached to it (that is, it isin the ACTi ve state), the
gueue will not be deleted unless the TA_FLAGS
attribute includes the QI B_FORCEDELETE flag. In
addition, if the queue has messagesinit, it will not be
deleted unless QW B_FORCEPURGE is specified.
Successful return leaves the object inthe | Nval i d
State.

unset Modify an application queue. Successful return leaves the
state unchanged.

TA_APPQORDER:

TA_C\VD:

The order in which messages in the queue are to be processed. Legal values
are PRI O, TI ME, or EXPI R. A combination of sort criteria may be specified
with the most significant criterion specified first, followed by other criteria,
and optionally followed by either LI FOor FI FO, which are mutually
exclusive. If EXPI Ris specified, messages with no expiration time are
dequeued after all messageswith an expiration time. If neither FI FOnor LI FO
isspecified, FI FOisassumed. If no order is specified when aqueueiscreated,
the default order is FI FO. For example, the following are settings are legal:

PRI O

PRI O TI ME, LI FO

TI ME, PRI O, FI FO

TI ME, FI FO

EXPI R

EXPI R, PRI O, FI FO

TI ME, EXPIR, PRI O, FI FO

shel I - conmand- st ri ng[0..78]

The command to be automatically executed when the high water mark for
persistent (disk-based) messages, TA_ CVDHW is reached. The command will
be re-executed when the high water mark is reached again after the low water
mark, TA_CMDLW has been reached.

TA_CVDHW O <= nunfbBn#4

TA VDLW O <= nunfbBnt4

The high and low water marks that control the automatic execution of the
command specified inthe TA_CVD attribute. Each isan integer greater than or
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22

equal to zero. Both TA_CvDHWand TA_CvDLWmMmust be followed by one of the
following keyletters and the keyletters must be consistent for TA_CvDHwWand
TA_CVDLW

b
The high and low water marks pertain to the number of bytes used
by persistent (disk based) messages in the queue.

B
The high and low water marks pertain to the number of blocks used
by persistent messages in the queue.

m

The high and low water marks pertain to the number of messages
(both persistent and non-persistent) in the queue.

%
Thehigh and low water marksare expressed in terms of apercentage
of queue capacity. This pertains only to persistent messages.

For example, if TA_CVDLWis50mand TA_CVDHWiS 100m then the command
specified in TA_CvD will be executed when 100 messages are on the queue,
and it will not be executed again until the queue has been drained below 50
messages and hasfilled again to 100 messages.

TA_CNMDNONPERSI ST: shel | - conmand- st r i ng[0..78]

This attribute specifies the command to be executed automatically when the
high-water mark for non-persistent (memory-based delivery) messages,
TA_CMDNONPERSI STHW isreached. The command is re-executed when the
high-water mark isreached again after the low-water mark for non-persistent
(memory-based delivery) messages, TA_ CVDNONPERSI STLW has been
reached.

TA_CNMDNONPERSI STHW 0 <= nunfbB%

TA_CNMDNONPERSI STLW 0 <= nunfbB%

These attributes specify the high- and low-water marks that control the
automatic execution of the command specified in the TA_ CVDNONPERSI ST
attribute. Each isan integer greater than or equal to zero followed by one of
the following keyletters. The keyletters must be consistent for
TA_CMDNONPERSI STHWand TA_CVDNONPERSI STLW
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Thehigh- and low-water marks are expressed asthe number of bytes
used by non-persistent (in memory) messages in the queue.

The high- and low-water marks are expressed as the number of
blocks used by non-persistent (in memory) messages in the queue.

%
The high- and low-water marks are expressed as a percentage of the
shared memory capacity reserved for non-persistent messagesin the
gueue space used by the queue.

The messages threshold type specified viathe TA_CvDHWand TA_CVDLW
attributes (when followed by an m) appliesto all messages in a queue,
including both persistent and non-persistent messages, and therefore is not
available as a threshold type for TA_ CVDNONPERSI STHWand
TA_CVDNONPERSI STLW

TA_CURBLOCKS: 0 <= num
The number of disk pages currently consumed by the queue.

TA CURMSG 0 <= num
The number of persistent messages currently in the queue. To determine the
total number of messages in the queue, add TA_CURVEMVBG to this value.

TA_DEFAULTEXPI RATI ONTI ME:
This attribute specifies an expiration time for messages enqueued with no
explicit expiration time. The expiration time may be either arelative
expiration time or NONE. The relative expiration time is determined by
associating a fixed amount of time with a message after the message arrives
at the queue manager process. When a message’s expiration timeis reached
and the message has not been dequeued or administratively deleted, all
resources associated with the message are reclaimed by the system and
statisticsare updated. If amessage expires during atransaction, the expiration
does not cause the transaction to fail. Messages that expire while being
enqueued or dequeued within atransaction are removed from the queue when
the transaction ends. There is no notification that the message has expired. If
no default expiration timeis specified for a queue, then messages without an
explicit expiration time do not expire. When the queue’s expiration timeis
modified, the expiration times of messages that were in the queue before the
modification are not changed.
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Theformat is +seconds where seconds isthe number of seconds allowed
to lapse between the time that the queue manager successfully completes the
operation and the time that the messageisto expire. If seconds is set to zero
(0) the message expires immediately.

Thevalue of this attribute may a so be set to the string NONE. The NONE string
indicates that messages enqueued to the queue with no explicit expiration
time do not expire. Y ou may change the expiration time for messages already
in aqueue with the TA_EXPI RETI ME attribute of the T_APPQVBGclassin the
APPQ M B.

TA _DEFDELI VERYPCLI CY:
This attribute specifies the default delivery policy for the queue when no
delivery mode is specified for a message enqueued to the queue. When the
value is PERSI ST, messages enqueued to the queue without an explicitly
specified delivery mode are delivered using the persistent (disk-based)
delivery method. When the value is NONPERSI ST, messages enqueued to the
gueue without an explicitly specified delivery mode are delivered using the
non-persistent (in memory) delivery method.When a queue’s default delivery
policy is modified, the delivery quality of service of messagesthat are in the
gueue before the modification are not changed. If the queue being modified
isthe reply queue named for any messages currently in the queue space, the
reply quality of serviceis not changed for those messages as a result of
changing the default delivery policy of the queue.

For non-persistent delivery, if the memory areais exhausted or fragmented
such that a message cannot be enqueued, the enqueuing operation fails, even
if there is sufficient persistent storage for the message. Similarly, if the
persistent storage areais exhausted or fragmented such that amessage cannot
be enqueued, the enqueuing operation fails, even if thereis sufficient
non-persistent storage for the message. If the TA_ MEMNONPERSI ST attribute
of the T_APPQSPACE classis zero (0) for a queue space, no spaceis reserved
for non-persistent messages. In such acase, any attempt to enqueue a
non-persistent message fails. Thistype of failure results, for example, when
no delivery quality of service has been specified for a message and the

TA DEFDELI VERYPOLI CY attribute for the target queue has been set to
NONPERSI ST.

TA_MAXRETRI ES: 0 <= num
The maximum number of retries for afailed queue message. When the
number of retriesis exhausted, the message is placed on the error queue of the
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associ ated application queue space. If thereis no error queue, the messageis
dropped. The default is zero.

TA_OUTOFORDER: { NONE | TCP | M5GI D}
The way in which out-of-order message processing is to be handled. The
default is NONE.

TA_RETRYDELAY: 0 <= num
Thedelay, in seconds, between retriesfor afailed queue message. The default
is zero.

TA_CURNONPERSI STBYTES: 0 <= num
This attribute specifies the number of shared memory bytes currently
consumed by the non-persi stent messages on the queue.

TA_CURNONPERSI STMSG. 0 <= num
This attribute specifies the number of non-persistent messages currently in
the queue. To determine the total number of messages in the queue, add
TA_CURMSG 1o this value.
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T_APPQMSG (lass Definition

Overview

Limitations

Attribute Table

The T_APPQVBG class represents messages stored in application queues. A messageis
not created by an administrator; instead, it comesinto existence asaresult of acall to
t penqueue() . A message can be destroyed either by acall tot pdequeue() or by an
administrator. In addition, certain attributes of a message can be modified by an
administrator. For example, an administrator can move a message from one queue to
another queue within the same queue space or change its priority.

It isnot possible to retrieve all instances of this class by leaving al key fields unset.
Instead, sufficient key fields must be supplied to explicitly target a single application
gueue space. These required key fields are TA_ APPQSPACENAME, TA_ QVCONFI G, and
TA LM D, except when the application is unconfigured (that is, the TUXCONFI G
environment variableisnot set), inwhich case TA_LM D must be omitted. For example,
if the TA_ APPQSPACENAME, TA_ QVCONFI G, and TA_LM D attributes are set in arequest
usingt pcal | () ,thenall T_APPQVBGobjectsin all queues of the specified queue space
will beretrieved.

APPQ_MIB(5): T_APPQM SG Class Definition Attribute Table

Attribute? Type Permissions Values Default
TA_APPQVSEA D(k)(*) string r--r--r-- string[l1.32] N/A
TA_APPQNAME(K)(*) string r--r--r-- string[l1..15] N/A
TA_APPQSPACENAME(K) (*) string r--r--r-- string[l..15] N/A
TA_QVCONFI GK)(*) string r--r--r-- string[l.78] N/A
TA_LM D(k)(*)P string r--r--r-- string[l1..30] N/A
TA STATE® string rwr--r-- GET: “VAL” N/A
SET: “INV” N/A
TA_NEWAPPQNAME string  -wW--w---- string[l..15] N/A
TA_PRIORITY long rW-TW-r-- {1<=num<=100|-1} N/A

26 BEA Tuxedo File Formats and Data Descriptions Reference



APPQ_MIB(5)

APPQ_MIB(5): T_APPQMSG Class Definition Attribute Table

Attribute? Type Permissions Values Default
TA TI ME string rW-rwr-- {YYIMDO hh[mmiss]]]]] N/A
| +seconds}
TA_EXPI RETI ME string rwerwer-- {YYIMUDO hh[miss]]l]] N/A
| +seconds}
TA CORRI D(k) string r--r--r-- string[0..32] N/A
TA _PERSI STENCE (K) string  r--r--r--  {PERSI STINONPERSI ST} N/A
TA_REPLYPERS| STENCE string r--r--r-- {PERSI ST |[NONPERSI ST N/A
| DEFAULT}
TA LOAPRI ORI TY(K) long  k--k--k--  1<=num<=100 1
TA _HI GHPRI ORI TY(K) long  k--k--k--  1<=num<=100 100
TA_MSGENDTI ME(K) string  k--k--k--  { YYMDO hh[mmiss]]]]] MAXLONG
| +seconds}
TA_MSGSTARTTI ME(K) string k- -k--k-- { YYIMYDO hh[nmmiss]]ll] O
| +seconds}
TA_MBGEXPI REENDTI ME(K) string  k--k--k--  { YYMDO hh[mmiss]]]]] MAXLONG
| +seconds| NONE}
TA_MSGEXPI RESTARTTI ME(k)  string k- -k--k- - { YYIMMDO hh[nmmiss]]ll] O
| +seconds}
TA _CURRETRI ES long r--r--r-- 0<=num N/A
TA_MSGCSI ZE long r--r--r-- 0<=num N/A

(k) - GET key field®
(*) - Required SET key field

aAll attributes of class T_APPQVBG are local attributes.

BTA LM D must be specified as a key field except when the application is

unconfigured (that is, the TUXCONFI G environment variable is not set).
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CAll operations on T_APPQVBG objects—bothGET and SET—silently open the
associated queue space (that is, implicitly set the state of the queue SpRiEe ifat

is not alreadyOPEn or ACTi ve). This may be a time-consuming operation if the
queue space is large.

dsufficient key fields must be supplied ifG&ET operation to explicitly target a single
application queue space.

Attribute  TA_APPQVSG D: st ri ng[1..32]
Semantics A unique identifier for the queue message, which can be used to select the
message for GET or SET operations. No significance should be placed on this
value beyond using it for equality comparisons.

TA _APPQNAME: st ring[1..15]
Name of the application queue in which the message is stored.

TA_APPQSPACENAME: st ri ng[1..15]
Name of the application queue space containing the message.

TA _QVCONFI G st ring[1..78]
Absolute pathname of the file or device where the application queue spaceis
located.

TA LM D: st ri ng[1..30] (no comma)
Identifier of thelogical machine where the application queue spaceislocated.

TA_STATE:

GET: {VALI d}
A GET operation retrieves information about the selected messages.
Thefollowing list describes the meaning of the TA_STATE attribute
returned in response to a GET request.

VALi d Themessageexists. Thisstateisl NAct i ve eguivalent
for purposes of permissions checking.

SET: {1 Nval i d}
A SET operation changes characteristics of the selected message.
Thefollowing list describes the meaning of the TA_STATE attribute
returned by a SET request. States not listed cannot be set.

28 BEA Tuxedo File Formats and Data Descriptions Reference



APPQ_MIB(5)

IINvalid Themessageis deleted from its queue space. The
message must bein state VALi d before attempting this
operation. Successful return leaves the object in the
I Nval i d state.

unset Modify a message. Successful return leaves the state
unchanged.

TA_CURRETRI ES: 0 <= num
The number of retries that have been attempted so far on this message.

TA_CORRI D: st ring[0..32]
The correlation identifier for this message provided by the application in the
t penqueue( 3c) request. The empty string indicates that a correlation
identifier is not present.

TA_EXPI RETI VE:
This attribute specifies the time at which a message expires (that is, the time
at which the message should be removed from the queue if it has not aready
been dequeued or administratively deleted). When a message expires, all
resources used by it arereclaimed by the system and statistics are updated. If
amessage expires during a transaction, the expiration does not cause the
transaction to fail. Messages that expire while being enqueued or dequeued
within atransaction are removed from the queue when the transaction ends.
There is no notification that the message has expired.

Expiration times cannot be added to messages enqueued by versions of the
BEA Tuxedo system that do not support message expiration, even when the
gueue manager responsible for changing this va ue supports message
expiration. Attempts to add an expiration time fail.

The empty string is returned by a GET operation if the expiration time is not
set. The TA_EXPI RETI ME format is one of the following.

+seconds
Specifies that the message will be removed after the specified
number of seconds. If the value of seconds is set to zero (0), the
message is removed immediately from the queue. Relative
expiration timeis calculated on the basis of the time at which the
MIB request arrives and has been processed by the corresponding
gueue manager.
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yY{m{ Do hh]miss]]]]

Specifies the year, month, day, hour, minute, and second when the
message will be removed if it has not been dequeued or
administratively deleted already. Omitted units default to their
minimum possible values. For example, 9506 is equivalent to
950601000000. Theyears 00 through 37 are treated as 2000 through
2037, 70 through 99 are treated as 1970 through 1999, and 38
through 69 areinvalid. An absol ute expiration time is determined by
the clock on the machine where the queue manager process resides.

NONE
Specifies that the message will never expire.

TA LOAPRI ORI TY: 1 <= num<= 100
TA_HI GHPRI ORI TY: 1 <= num<= 100

Thelowest and highest priority within which to search for occurrences of
T_APPQVBGobjects. These attributes may only be used as key fieldswith GET
operations.

TA_NMSGEXPI RESTARTTI ME:
TA_NMSGEXPI REENDTI ME!

The expiration start and end times within which to search for occurrences of
T_APPQVBG objects. Therangeisinclusive. A start or end time must be
specified as an absolute time value; see TA_EXPI RETI ME for the format.
These attributes may only be used as key fields with GET operations.

TA MSGSI ZE: 0 <= num

The size of the message, in bytes.

TA_NMSGSTARTTI ME:
TA_NMSGENDTI ME:

The start and end time within which to search for occurrences of T_APPQVEG
objects. Therangeisinclusive. A start or end time must be specified as an
absolute time value; see TA_TI ME for the format. These attributes may only
be used as key fieldswith GET operations.

TA NEWAPPQNANE: st ri ng[1..15]

Name of the queue into which to movethe sel ected message. Thisqueue must
be an existing queue in the same queue space. The message must be in state
VALi d for this operation to succeed. This attribute is not returned by a GET
operation. Thedelivery quality of service of messagesthat are moved will not
be changed as aresult of the default delivery policy of the new queue. When
messages with an expiration time are moved, the expiration timeis
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considered an absolute expiration time in the new queue, even if it was
previously specified as arelative expiration time.

TA_PERSI STENCE:
The quality of service with which the message is being delivered. This
read-only state is set to NONPERSI ST for non-persistent messages and
PERSI ST for persistent messages.

TA PRI ORI TY: 1 <= num<= 100
The priority of the message.

TA_REPLYPERSI| STENCE:
The quality of service with which repliesto the message should be delivered.
Thisread-only state is set to NONPERSI ST for non-persistent, PERSI ST for
persistent, and DEFAULT when the reply isto use the default persistence
established for the queue where the reply is to be enqueued.

Note that the default delivery policy is determined when the reply to a
message isenqueued. That is, if the default delivery policy of the reply queue
is modified between the time that the original message is enqueued and the
reply to the message isenqueued, the policy used isthe onein effect when the
reply isfinally enqueued.

TA_TI ME:

The time when the message will be made available. The format is one of the

following:

+seconds
Specifies that the message will be processed seconds in the future.
The value zero (0) specifies that the message should be processed
immediately.

v Do hh[miss]]]]]

Specifies the year, month, day, hour, minute, and second when the
message should be processed. Omitted units default to their
minimum possible values. For example, 9506 is equivalent to
950601000000. Theyears00 through 37 aretreated as 2000 through
20037, 70 through 99 are treated as 1970 through 1999, and 38
through 69 are invalid.
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T _APPQSPACE (lass Definition

Overview

Limitations

Attribute Table

The T_APPQSPACE class represents application queue spaces. An application queue
spaceisan areain a BEA Tuxedo system device; seethe T_DEVI CE classin

TM M B(5) for moreinformation about devices and their attributes. Each queue space
typically contains one or more application queues, and each queue may have messages
stored in it.

A gqueue spaceis uniquely identified by several attributes: its name
(TA_APPQSPACENANE attribute), the device that contains it (TA_QVCONFI G attribute),
and the logical machine where the deviceislocated (TA_LM D attribute).

A gqueue space is typically associated with exactly one server group in a configured
application. The queue space name as well as the device name are components of the
TA_OPEN NFOattribute of the T_GROUP object.

It isnot possible to retrieve all instances of this class by leaving al key fields unset.
Instead, all three key fields must be supplied to explicitly target a single application
gueue space. The single exception occurs when accessing alocal queue space via

t padncal | () inthe context of an unconfigured application (that is, the TUXCONFI G
environment variableis not set). In this case the TA_LM D key field must be omitted.

The above limitation regarding accessibility of queue spaces also appliesto T_APPQ,
T_APPQVBG, and T_APPQTRANS objects because operationson all objectsinthe/QMIB
implicitly involve queue spaces.

APPQ_MIB(5): T_APPQSPACE Class Definition Attribute Table

Attribute? Type Permissions Values Default
TA_APPQSPACENAME(K)(r)(*)  string ru-r--r-- string[l1..15] N/A
TA_QVCONFI GK)(r)(*) string ru-r--r-- string[l..78] N/A
TA_LM D(K)(r)(*)b string ru-r--r-- string[1..30] N/A
TA_STATE(K)C string I VKT WXT - - GET:“{INA |INI |OPE| N/A
ACT}”
SET “{NEWOPE|CLE| N/A
INV}”
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APPQ_MIB(5): T_APPQSPACE Class Definition Attribute Table

Attribute? Type Per missions Values Default
TA BLOCKI NG long FW-r--r-- 0<=num 16
TA ERRORQONAME string FW-r--r-- string[0..15]
TA FORCEINIT sring FW-r--r-- (YN N
TA | PCKEY(r) long FWr--r1-- 32769 <= num<=262143  N/A
TA MAXNMBG(T) long FW-r--r-- 0<=num N/A
TA MAXPAGES(r) long FW-r--r-- 0<=num N/A
TA_ MAXPROC(r) long FW-TF--T1-- 0<=num N/A
TA_MAXQUEUES(r) long FW-r--r-- 0<=num N/A
TA_MAXTRANS(r) long FW-r--r-- 0<=num N/A
TA MAXACTI ONS long FW-r--r-- 0<=num 0
TA_I\/AXHANDLES long FW-r--r-- 0<=num 0
TA_I\/AXO/\NERS long FW-r--r-- 0<=num 0
TA:I\/AXTI\/PQJEUES long FW-r--r-- 0<=num 0
TA MAXCURSORS long FW-r--r-- 0<=num 0
TA_I\/EI\/NO\IPERSI ST string FW-r--r-- 0 <= nunfbB] 0
TA_I\/EI\/FI LTERS long FW-r--r-- 0<=num 0
TA_NENDJERFLQN long FW-r--r-- 0<=num 0
TA_MEMSYSTEMRESERVED long r--r--r-- 0<=num N/A
TA_MEMTOTALALLOCATED long r--r--r-- 0<=num N/A
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APPQ_MIB(5): T_APPQSPACE Class Definition Attribute Table

Attribute? Type Permissions Values Default
TA_CUREXTENT long r--r--r-- 0 <=num<=100 N/A
TA_CURVSG long r--r--r-- {0<=num|-1} N/A
TA_CURPROC long r--r--r-- 0<=num N/A
TA_CURQUEUES long r--r--r-- {0<=num|-1} N/A
TA CURTRANS long R-R-R- 0<=num N/A
TA CURACTI ONS long r--r--r-- 0<=num N/A
TA CURHANDLES long r--r--r-- 0<=num N/A
TA CUROMERS long r--r--r-- 0<=num N/A
TA CURTMPQUEUES long F=-f--T-- 0<=num N/A
TA CURCURSORS long r--r--r-- 0<=num N/A
TA CURMEMNONPERSI ST long r--r--r-- 0<=num N/A
TA CURMVEMFI LTERS long r--r--r-- 0<=num N/A
TA CURVEMOVERFLOW long r--r--r-- 0<=num N/A
TA HWBG long R-R-R- 0<=num N/A
TA HWPRCC long R-R-R- 0<=num N/A
TA HWQUEUES long R-R-R- 0<=num N/A
TA HWTRANS long R-R-R- 0<=num N/A
TA_HWACTI ONS long R-R-R- 0 <= num<= 100 N/A
TA HWHANDLES long R-R-R- 0<=num N/A
TA HAWONKRERS long R-R-R- 0<=num N/A
TA HWMPQUEUES long R-R-R- 0<=num N/A
TA HWCURSORS long R-R-R- 0<=num N/A
TA HWEMNONPERSI ST long R-R-R- 0<=num N/A
TA HWVEMFI LTERS long R-R-R- 0<=num N/A
TA HWWVEMOVERFLOW long R-R-R- 0<=num N/A
TA PERCENTINI T long F--r--r-- 0<=num N/A

(k) - GET key fidd

(r) - Required field for object creation

(*) - Required SET key field

aAll attributes of classT_APPQSPACE are locd attributes.
b.TA LM D must be specified as a key field except when the application is
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unconfigured (that is, the TUXCONFI G environment variable is not set).

c.All operations on T_APPQ, T_APPQWSG, and T_APPQTRANS objects (both GET
and SET) silently open the associated queue space (that is, implicitly set the state of
the queue space to OPEn if it is not already OPEn or ACTi ve). This may be a
time-consuming operation if the queue spaceislarge.

d.TA_MAXQUEUES cannot be modified after the queue space is created.

Attribute
Semantics

TA_APPQSPACENAME: string[1..15]

TA_QVOONFI G string[1..78]

Name of the application queue space.

Absolute pathname of the file or device where the application queue spaceis

located.

TA LM D: st ri ng[1..30] (no comma)
Identifier of thelogical machinewherethe application queue spaceislocated.

TA_STATE:

GET: {INActive |I NItializing|OPEn |ACTi ve}
A GET operation retrievesinformation about the selected application
gueue space. The following list describes the meaning of the
TA_STATE attribute returned in response to a GET request.

I NActi ve

The queue space exists; that is, disk space for it has
been reserved in a device and the space has been
initialized (if requested or if necessary).

INItializing

Disk space for the queue spaceis currently being
initialized. This state is ACTi ve equivalent for
purposes of permissions checking.

OPEN

Shared memory and other IPC resources for the
queue space have been alocated and initialized, but
no processes are currently attached to the shared
memory. Thisstateis| NAct i ve equivalent for
purposes of permissions checking.
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ACTi ve Shared memory and other 1PC resources for the
queue space have been allocated and initialized, and
at least one processiscurrently attached to the shared
memory. These processes can be the queue servers
(TM5_ QM TMQUEUE, and perhaps TMQFORWARD)
associated with the queue space, or they can be
administrative processes such as gmadmi n( 1) , or
they can be processes associated with another
application.

SET: { NEW| OPEn | CLEani ng | I Nval i d}
A SET operation changes the sel ected application queue space or
creates a new one. The following list describes the meaning of the
TA_STATE attribute returned by a SET request. States not listed
cannot be set.

NEW Create a new queue space. The state of the queue
space becomes either | NI ti al i zi ng or
I NAct i ve following a successful SET to this state.

OPEn Allocate and initialize shared memory and other |PC
resources for the queue space. Thisisallowed only if
the queue spaceisinthel NAct i ve state.

CLEani ng Remove the shared memory and other | PC resources
for the queue space. Thisis allowed only when the
queue space isin the OPEn or ACTi ve state. The
QM B_FORCECL CSE flag must be specified if the
stateis ACTi ve. When successful, all non-persistent
messages are permanently lost.

I Nval i d Delete the queue space. Unless the
QM B_FORCEDELETE flag is passed, an error is
reported if the stateis ACTi ve or if messages exist
on any queues in the queue space. Successful return
leavesthe object in the | Nval i d state. When
successful, all non-persistent messages are
permanenetly lost.

unset Modify an application queue space. Successful
return leaves the state unchanged.
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TA_BLOCKI NG 0 <= num
The blocking factor used for disk space management of the queue space. The
default when a new queue space is created is 16.

TA_CURACTI ONS: 0 <= num
This attribute specifies the current number of actionsin use in the queue
space. Thisnumber can be determined if the queue spaceis OPEn or ACTi ve,
or if the queue space is newly created. If hone of the conditions apply, the
value —1 is returned.

TA_CURCURSORS: 0 <=num
This attribute specifies the current number of cursors in use in the queue
space. This number can be determined if the queue sperREni®rACTi ve,
or if the queue space is newly created. If none of the conditions apply, the
value —1 is returned.

TA CUREXTENT: 0 <=num<= 100
The current number of extents used by the queue space. The largest number
allowed is 100. Each time the value of ttre MAXPAGES attribute is
increased, a new extent is allocated. When this attribute is modified, all
non-persistent messages in the queue space are permanently lost.

TA_CURHANDLES: 0 <=num
This attribute specifies the current number of handles in use in the queue
space. This number can be determined if the queue sperREni®rACTi ve,
or if the queue space is newly created. If none of the conditions apply, the
value —1 is returned.

TA_CURMEMFI LTERS: 0 <=num
This attribute specifies the current number of bytes in use for filters in the
gueue space. This number can be determined if the queue spaEe &
ACTi ve, or if the queue space is newly created. If none of the conditions
apply, the value —1 is returned.

TA_CURMEMNONPERSI ST: O <=num
The current amount of memory in bytes consumed by non-persistent
messages in the queue space. This number can be determined if the queue
space iSOPEn or ACTi ve, or if the queue space is newly created. If none of
the conditions apply, the value —1 is returned.

TA_CURMEMOVERFLOW 0 <=num
This attribute specifies the current number of bytes in use of the overflow
memory in the queue space. This number can be determined if the queue
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spaceis OPEn or ACTi ve, or if the queue spaceis newly created. If none of the
conditions apply, the value —1 is returned.

TA CURMSG. 0 <=num
The current number of messages in the queue space. This number can be
determined only if the queue spac®®PEn or ACTi ve, or if the queue space
is newly created. If none of these conditions are met, the value -1 is returnec

TA_CUROMNNERS: O <=num
This attribute specifies the current number of owners in use in the queue
space. This number can be determined if the queue spaeEnisr ACTi ve,
or if the queue space is newly created. If none of the conditions apply, the
value -1 is returned.

TA_CURPROC. 0 <=num
The current number of processes accessing the queue space.

TA_CURQUELES: 0 <=num
The current number of queues existing in the queue space. This number ca
be determined only if the queue spacerBn or ACTi ve, or if the queue
space is newly created. If none of these conditions are met, the value -1 is
returned.

TA_CURTMPQUEUES: 0 <=num
This attribute specifies the current number of temporary queues in use in the
gueue space. This number can be determined if the queue spaEe &
ACTi ve, or if the queue space is newly created. If none of the conditions
apply, the value -1 is returned.

TA _CURTRANS: 0 <=num
The current number of outstanding transactions involving the queue space.

TA_ERRORQNAME: st ri ng[0..15]
Name of the error queue associated with the queue space. If there is no errc
gueue, an empty string is returned bgEa request.

TA FORCEI NI T: {Y | N}
Whether or not to initialize disk pages on new extents for the queue space.
The default is not to initialize. Depending on the device type (for example,
regular file or raw slice), initialization can be done even if it is not requested.
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TA_HWACTI ONS: 0 <= num
This attribute specifies the highest number of concurrent actions reached in
the queue space since the queue space was last opened. The number is reset
to 0 when the queue space state is set to CLEani ng.

TA_ HWCURSORS: 0 <= num
This attribute specifies the highest number of concurrent cursors created in
the queue space since the queue space was last opened. The number is reset
to 0 when the queue space state is set to CLEani ng.

TA_HWHANDLES: 0 <= num
This attribute specifies the highest number of concurrent handles opened in
the queue space since the queue space was last opened. The number is reset
to 0 when the queue space state is set to CLEani ng.

TA_HWVEMFI LTERS: 0 <= num
This attribute specifies the highest number of bytes used for filtersin the
gueue space since the queue space was last opened. The number isreset to 0
when the queue space state is set to CLEani ng.

TA_HWEMNONPERSI ST: 0 <= num
The largest amount of memory in bytes consumed by non-persistent
messages since the queue space was last opened. The number isreset to 0
when the queue space state is set to CLEani ng.

TA_HWEMOVERFLOW 0 <= num
This attribute specifies the highest number of bytes used in the overflow
memory in the queue space since the queue space was last opened. The
number is reset to 0 when the queue space state is set to CLEani ng.

TA HWEBG. 0 <= num
The highest number of messages in the queue space at a given time since the
gueue space was last opened. The number isreset to 0 when the queue space
stateis set to CLEani ng.

TA HWONNERS: 0 <= num
This attribute specifies the highest number of concurrent owners reached in
the queue space since the queue space was last opened. The number is reset
to 0 when the queue space state is set to CLEani ng.
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TA HWPRCC: 0 <= num
The highest number of processes simultaneously attached to the queue space
since the queue space was last opened. The number is reset to 0 when the
gueue space state is set to CLEani ng.

TA_HWQUEUES: 0 <= num
The highest number of queues existing in the queue space at a given time
since the queue space was last opened. The number is reset to 0 when the
gueue space state is set to CLEani ng.

TA_HWIMPQUEUES: 0 <= num
This attribute specifies the highest number of concurrent temporary queues
opened in the queue space since the queue space was last opened. The number
isreset to 0 when the queue space state is set to CLEani ng.

TA HWIRANS: O <= num
The highest number of outstanding transactions at a given timeinvolving the
gueue space since the queue space was | ast opened. If the queue space is
accessed by more than one application, this number reflects al applications,
not just the application represented by the TUXCONFI Genvironment variable.
The number is reset to 0 when the queue space state is set to CLEani ng.

TA | PCKEY: 32769 <= num<= 262143
The IPC key used to access queue space shared memory.

TA MAXACTI ONS: 0 <= num
This attribute specifies the number of additional actions that the Queuing
Services component of the BEA Engine can handle concurrently. When a
blocking operation is encountered and additional actions are available, the
blocking operation is set aside until it can be satisfied. After setting aside the
blocking operation, another operation request can be handled. When the
blocking operation completes, the action associated with the operation is
made available for a subsequent operation. The system reserves actions
equivalent to the number of processesthat can attach to aqueue space, so that
each gueue manager process may have at least one blocking action. Beyond
the system-reserved number of blocking actions, the administrator may
configure the system to be able to accommodate additional blocking actions
beyond thereserve. An operation failsif ablocking operation isrequested and
cannot beimmediately satisfied and there are no actions available.

TA_MAXCURSORS: 0 <= num
This attribute specifies the number of cursors that users of that the Queuing
Services component of the BEA Engine may use concurrently. Cursors are
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used to navigate aqueue. When acursor is destroyed, the cursor resourcesare
made available for subsequent cursor creation operations. When the cursors
are used by an application, the administrator must configure the system to
accommodate the maximum number of cursors that will be allocated
concurrently. An operation failsif auser attemptsto create a cursor and there
are no cursor resources available. BEA Tuxedo applications need not adjust
thisvalue. Adjusting this value has no effect on BEA Tuxedo applications
other than unnecessarily consuming shared memory resources.

TA_NMAXHANDLES: O <= num
This attribute specifies the number of handles that users of that the Queuing
Services component of the BEA Engine may use concurrently. Objects
manipulated by the queuing services API require handles to access the
objects. When an object is opened by a call to the Queuing Services API, a
new handle is created and returned to the user. When an object handle is
closed, the handle is made available for subsequent open object operations.
When the Queuing Services APl is used by an application, the administrator
must configure the system to accommodate the maximum number of handles
that will be opened concurrently. An operation failsif auser attemptsto open
aqueuing services object and there are no handles available. Adjusting this
value has no effect on BEA Tuxedo applications other than unnecessarily
consuming shared memory resources.

TA MAXMSG 0 <= num
The maximum number of messages that the queue space can contain at a
given time.

TA MAXOWNERS: 0 <= num
This attribute specifies the number of additional BEA Engine authenticated
users that may concurrently use Queuing Services resources. Thereis one
owner record per user, regardless of the number of open handlesfor the user.
When there are no open handlesfor auser, the owner record ismade available
for subsequent users. The system reserves owners equivalent to the number
of actions so that each action may be initiated by a different owner. Beyond
the system-reserved number of owners that may be concurrently using
gueuing services resources, the administrator may configure the system to
accommodate additional owners beyond the reserve. An operation failsif a
user attempts to open a handle when they currently do not have any open
handles, and there are no owners available. Adjusting this value has no effect
on BEA Tuxedo applications other than unnecessarily consuming shared
Memory resources.
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TA_MAXPAGES: 0 <= num

The maximum number of disk pagesfor all queuesin the queue space. Each
time the TA_ MAXPAGES attribute is increased, a new extent is allocated (see
TA_CUREXTENT). It isnot possible to decrease the number of pages by setting
this attribute to alower number; an error isreported in this case.

TA MAXPROC: 0 <= num

The maximum number of processes that can attach to the queue space.

TA_MAXQUEUES: 0 <= num

The maximum number of queues that the queue space can contain at agiven
time.

TA_MAXTMPQUEUES: 0 <= num

This attribute specifies the number of temporary queues that may be opened
concurrently in the Queuing Services component of the BEA Engine.
Temporary queuesreduce the need for administratorsto configure each queue
used by an application. They are used by dynamic self-configuring
applications. Messages enqueued to temporary queues are not persistent.
When all handles to atemporary queue are closed, the temporary queue
resources are made avail able for subsequent temporary queue creation. When
the temporary queues are used by an application, the administrator must
configure the system to accommodate the maximum number of temporary
queues that will be active concurrently. An open operation failsif a user
attempts to open atemporary queue and there are no temporary queue
resources available. Adjusting this value has no effect on BEA Tuxedo
applications other than unnecessarily consuming shared memory resources.

TA MAXTRANS: 0 <= num

The maximum number of simultaneously active transactions allowed by the
queue space.

TA_MENFI LTERS: 0 <= num

This attribute specifies the size of the memory areato reservein shared
memory to hold the compiled representation of user defined filters. The
memory size is specified in bytes. Filters are used by the Queuing Services
component of the BEA Engine for message selection in dequeuing and cursor
operations. Filters may be specified using various grammars but are compiled
into an engine normal form and stored in shared memory. Filters are
referenced by a handle returned when they are compiled. When afilter is
destroyed, the memory used by the filter is made avail able for subsequent
compiled filters. When the filters are defined by an application, the
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administrator must configure the system to accommodate the maximum
number of filters that will be concurrently compiled. An operation failsif a
user attempts to create anew filter and thereis not enough memory allocated
for the compiled version of the filter. Adjusting this value has no effect on
BEA Tuxedo applications other than unnecessarily consuming shared
Memory resources.

TA_MEMNONPERSI ST: 0 <= num|[bB]
Thisattribute specifiesthe size of the area reserved in shared memory to hold
non-persistent messages for all queues in the queue space. The memory size
may be specified in bytes (b) or blocks (B). (The size of ablock, in this
context, is equivalent to the size of adisk block.) The [bB] suffix is optional
and, if not specified, the default is blocks (B).

If the value is specified in bytes (b) for this attribute, the system divides the
specified value by the number of bytes per page (page sizeisequivalent tothe
disk page size), rounds down the result to the nearest integer, and allocates
that number of pages of memory. For example, assuming a page size of 1024
bytes (1KB), arequested va ue of 2000b resultsin a memory allocation of 1
page (1024 bytes), and arequested value of 2048b results in a memory
allocation of 2 pages (2048 bytes). Requesting a value less than the number
of bytes per page results in an allocation of 0 pages (0 bytes).

If the value is specified in blocks (B) for this attribute and assuming that one
block of memory is equivalent to one page of memory, the system allocates
the same value of pages. For example, arequested value of 50B resultsin a

memory allocation of 50 pages.

All non-persistent messagesin the specified queue space are permanently lost
when TA_ MEMNONPERSI ST is successfully changed.

If TA_ MEMNONPERSI ST for a queue spaceis zero (0) for a queue space, no
spaceis reserved for non-persistent messages. In this case, any attempt to
engueue a non-persistent message fails. This type of failure results, for
example, when no delivery quality of service hasbeen specified for amessage
and the TA_DEFDELI VERYPOLI CY attribute of the T_APPQclassfor the target
gueue has been set to NONPERSI ST. For non-persistent delivery, if the
memory area is exhausted or fragmented such that a message cannot be
enqueued, the enqueuing operation fails, even if thereis sufficient persistent
storage for the message. Similarly, if the persistent storage area is exhausted
or fragmented such that a message cannot be enqueued, the enqueuing
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operation fails, even if there is sufficient non-persistent storage for the
message.

TA_MEMOVERFLOW O <= num
This attribute specifies the size of the memory areato reservein shared
memory to accommodate peek load situations where some or al of the
allocated shared memory resources are exhausted. The memory sizeis
specified in bytes. Additional objects are allocated from this additional
memory on afirst-come-first-served basis. When an object created in the
additional memory is closed or destroyed, the memory is released for
subsequent overflow situations. This additional memory space may yield
more objects than the configured number, but there is no guarantee that
additional memory isavailable for any particular object at any given point in
time. Currently, only actions, handles, cursors, owners, temporary queues,
timers, and filters use the overflow memory.

TA MEMBYSTEMRESERVED: 0 <= num
This attribute specifies the total amount of memory (in bytes) reserved from
shared memory for queuing services system use.

TA MEMTOTALALLOCATED: 0 <= num
This attribute specifiesthe total amount of memory (in bytes) allocated from
shared for all queuing services objects.

TA_PERCENTI NI T: 0 <= num<= 100
The percentage of disk space that has been initialized for the queue space.
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T_APPQTRANS (lass Definition

Overview

Limitations

Attribute Table

The T_APPQTRANS class represents run-time attributes of transactions associated with
application queues.

It is not possible to retrieve all instances of this class by leaving all key fields unset.
Instead, sufficient key fields must be specified to explicitly target a single application
gueue space. For example, if al key fields except TA_XI D are set in an request using
tpcal | (), thenall T_APPQTRANS objects associated with the specified queue space
will be retrieved.

It isimportant to keep in mind that transactions represented by objects of thisclassare
not necessarily associated with the application in which they are retrieved. Care must
be taken when heuristically committing or aborting a transaction because the
transaction may actually belong to or have an effect on another application. The value
of the TA_XI D attribute is not guaranteed to be unique across applications.

APPQ_MIB(5): T_APPQTRANS Class Definition Attribute Table

Attribute? Type Permissions Values Default
TA XID(k)(*) string R--R--R-- string[l..78] N/A
TA_APPQSPACENAME(*)  string r--r--r-- string[l.15] N/A
TA_QMCONFIGK )(*) string r--r--r-- string[l..78] N/A
TA_LMID(k)(*) string r--r--r-- string[1..30] N/A
TA_STATE® string R-XR-XR-- GET“{ACT|ABY|ABD|COMREA N/A

| DEC| HAB| HCQ”

SET: “{HAB| HCQ" N/A

(k) - GETkey field®
(*) - Required SETkey field

a. All attributes of class T_APPQTRANS are local attributes.

b. All operations on T_APPQTRANS objects—bothGET and SET-silently open the
associated queue space (that is, implicitly set the state of the queue space to OPEnif it
is not already OPEnor ACTive ). This may be a time-consuming operation if the
queue spaceislarge.

c. Sufficient key fields must be supplied in a GEToperation to explicitly target asingle
application queue space.
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Attribute  TA_XI D: string[1..78]
Semantics Transaction identifier asreturned by t x_i nf o() and mapped to a string
representation. The datain thisfield should not be interpreted directly by the
user except for equality comparison.

TA_APPQSPACENANE: st ri ng[1..15]
Name of the application queue space associated with the transaction.

TA _QVCONFI G st ring[1..78]
Absolute pathname of the file or device where the application queue spaceis
located.

TA LM D: st ri ng[1..30] (no comma)
| dentifier of thelogical machine wherethe application queue spaceislocated.

TA_STATE:

GET: {ACTi ve | ABort onl Y | ABor t eD | COMtal | ed | REAdy | DECi ded |
HAbor d | HConmi t }
A GET operation retrieves run-time information about the selected
transactions. The following list describes the meaning of the
TA_STATE attribute returned in response to a GET request. All states
are ACTi ve equivalent for purposes of permissions checking.

ACTi ve The transaction is active.
ABort onl Y The transaction has been identified for rollback.
ABor t eD The transaction has been identified for rollback and

rollback has been initiated.

COmvcal | ed The initiator of the transaction has called
t pcommi t () and the first phase of 2-phase
commit has begun.

REAdy All of the participating groups on the retrieval site
have successfully completed the first phase of
two-phase commit and are ready to be committed.

DECi ded The second phase of the 2-phase commit has begun.

SUSpended The initiator of the transaction has suspended
processing on the transaction.
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Portability

Interoperability

Examples

SET: {HABort | HCOmi t }
A SET operation updates the state of the selected transactions. The
following list describes the meaning of the TA_STATE attribute
returned by a SET request. States not listed cannot be set.

HABor t Heuristically abort the transaction. Successful
return leaves the object in the HABor t  state.

HCONmi t Heuristically commit the transaction.
Successful return leaves the object in the
HCOmmi t state.

The existing FML 32 and ATMI functions necessary to support administrative
interaction with BEA Tuxedo system MIBs, as well asthe header file and field table
mentioned on thisreference page, are available on all supported native and workstation
platforms.

ThisMIB is provided only on BEA Tuxedo 6.0 sites and later, both native and
Workstation.

If asite running a BEA Tuxedo release earlier than Release 6.0 is active in the
application, then administrative access through this MIB is limited as follows.

m SET operations are not allowed.

m Loca information access for sites earlier than Release 6.0 is not available. If the
class being accessed also has global information, then the global information
only isreturned. Otherwise, an error isreturned.

If sites of differing releases, both greater than or equal to Release 6.0, are
interoperating, then information on the older site is available for access and update as
defined on the MIB reference page for that rel ease and may be a subset of the
information available in the later release.

Following is aset of code fragments that illustrate how to perform various operations
on application queue spaces, queues, messages, and transactions.

Each fragment should be preceded by code that allocates an FM_32 typed buffer, such
as the following:

rgbuf = tpalloc("FM.32", NULL, 0);
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Field Tables

Header Files

Libraries

Create an
Application
Queue Space

48

After the buffer is populated, each fragment should be followed by code that sends the
reguest and receives the reply, such as the following:

flags = TPNOTRAN | TPNOCHANGE | TPSI GRSTRT;
rval = tpcall (".TM B", rqgbuf, 0, rpbuf, rplen, flags);

See M B(5) for additional information.

Thefield tablet padmmust be available in the environment to allow accessto attribute
field identifiers. This can be done at the shell level asfollows:

$ FI ELDTBLS=t padm
$ FLDTBLDI R=${ TUXDI R}/ udat aobj
$ export FIELDTBLS FLDTBLDI R

Thefollowing header files are needed.

#include <atm . h>
#include <fm 32. h>
#i ncl ude <t padm h>

${TUXDIR}/lib/libtmb.a, ${TUXDIR}/Iib/libgm a,
${TUXDIR}/lib/libtmb.so.<rel> ${TUXDIR}/Iib/libgm so. <rel >,
${TUXDIR}/lib/libgmlib

Thelibraries must be linked manually when using bui | dcl i ent . The user must use:
-L$(TUXDIR)/1ib -lItnib -1 gm

Creating an application queue space typically involves two operations: the first to
create the BEA Tuxedo system device in which the queue space will be allocated, and
the second to create the queue space itself.

/* Allocate the buffer; see above */

/* Build the request to create a new device on SITEL */
Fchg32(rgbuf, TA OPERATION, 0, "SET", 0);

Fchg32(rgbuf, TA CLASS, 0, "T_DEVICE"', 0);
Fchg32(rgbuf, TA STATE, 0, "NEW, 0);

Fchg32(rqbuf, TA CFGDEVICE, 0, "/dev/q/dsk001", 0);
Fchg32(rgbuf, TA LMD, 0, "SITE1l", 0);

size = 500;

Fchg32(rgbuf, TA DEVSIZE, 0, (char *)size, 0);

/* Make the request; see above */

/* Reinitialize the sanme buffer for reuse */
Fini t32(rqgbuf, (FLDLEN) Fsizeof 32(rqbuf));

/* Build the request to create the queue space */
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Add a Queue to
an Application
Queue Space

List Application
Queue Spaces
Known to the
Application

Fchg32(rgbuf, TA OPERATION, 0, "SET*, 0);
Fchg32(rgbuf, TA CLASS, 0, "T_APPQSPACE", 0);
Fchg32(rgbuf, TA STATE, 0, "NEW, O0);

Fchg32(rgbuf, TA APPQSPACENAME, 0, "QSPACE1l", 0);
Fchg32(rqgbuf, TA QVCONFI G 0, "/dev/q/dsk001", 0);
Fchg32(rgbuf, TA LMD, 0, "SITE1L", 0);

Fchg32(rqbuf, TA ERRORQNAME, 0, "errque", 0);

i pckey = 123456;

Fchg32(rqgbuf, TA | PCKEY, 0, (char *)ipckey, 0);
maxnsg = 100;

Fchg32(rgbuf, TA MAXMSG 0, (char *)maxnsg, 0);
maxpages = 200;

Fchg32(rgbuf, TA MAXPAGES, 0, (char *)maxpages, 0);
maxproc = 50;

Fchg32(rgbuf, TA MAXPRCC, 0, (char *)maxproc, 0);
maxqueues = 10;

Fchg32(rgbuf, TA MAXQUEUES, 0, (char *)naxqueues, O0);
maxtrans = 100;

Fchg32(rgbuf, TA MAXTRANS, 0, (char *)mextrans, 0);

/* Make the request; see above */

The following code creates a new queue in the queue space created in the previous
example.

/* Build the request */

Fchg32(rgbuf, TA OPERATION, 0, "SET", 0);
Fchg32(rgbuf, TA CLASS, 0, "T_APPQ', 0);
Fchg32(rgbuf, TA STATE, 0, "NEW, 0);
Fchg32(rgbuf, TA APPQNAME, 0, "errque", 0);
Fchg32(rgbuf, TA APPQSPACENAME, 0, "QSPACEl1l", 0);
Fchg32(rgbuf, TA QUWCONFIG 0, "/dev/qg/dsk001", 0);
Fchg32(rgbuf, TA LMD, 0, "SITE1", 0);
Fchg32(rgbuf, TA APPQORDER, 0, "PRIO', 0);

/* Make the request; see above */

To list the application queue spaces known to an application, atwo-level searchis
used. First, the groups using the /Q transaction manager TMS_QMare retrieved from the
application configuration, and then the queue space referenced by each group is
retrieved. The following code fragment assumes that each GROUP entry involving a
gueue space has a singlelogical machine associated withiit (that is, server migrationis
not used).
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List Application Queue Spaces Known to the Application

/* Build the request to retrieve all TM5_QM groups */
Fchg32(rgbuf, TA OPERATION, 0, "GET", 0);
Fchg32(rgbuf, TA CLASS, 0, "T_GROUP", 0);
Fchg32(rgbuf, TA TMSNAME, 0, "TMS_QM', 0);

fldidl = TA OPENI NFG

fldid2 = TA LMD,

Fchg32(rqbuf, TA FILTER, 0, (char *)fldidi, 0);
Fchg32(rqbuf, TA FILTER, 0, (char *)fldid2, 1);

/* Make the request, assunming we are joined to the application */
rval = tpcall (".TM B", rqgbuf, 0, rpbuf, rplen, flags);

/* For each TM5_QM group, build the request to retrieve its queue space */
rval = Fget 32(*rpbuf, TA OCCURS, 0, (char *)occurs, NULL);
for (i = 0; i occurs; i++) {

/* Reinitialize the buffer and set all commpn attributes */
Fi ni t32(rgbuf, (FLDLEN) Fsizeof 32(rqbuf));

Fchg32(rgbuf, TA COPERATIQN, 0, "GET", 0);

Fchg32(rgbuf, TA CLASS, 0, "T_APPQSPACE", 0);

/* Get the OPENINFO to determ ne device and queue space nanme */

/* OPENI NFO has the fornmat <resource-ngr>: <gnconfi g>: <appgspacenane> */
/* or on NT <resource-ngr>: <gntonfi g>; <appqspacenanme> */

rval = Fget 32(rpbuf, TA OPENINFO i, openinfo, NULL);

/* The device is the 2nd field in OPEN NFO */
gnrtonfig = strchr(openinfo, ":') + 1;
/* The queue space nane is the 3rd field in OPENI NFO */

#if defined(_TMDOAN) || defined(_TM NETWARE)

#define pathsep ";" /* separtor for PATH */

#el se

#define pathsep ":" /* separtor for PATH */

#endi f
appgspacenane = strchr(gntonfig, pathsep);
appgspacenane[0] = '\e0'; /* null-term nate gnconfig */

appgspacenanme++; /* bunp past the null */

/* Set the APPQSPACENAME and QVCONFI G keys */
Fchg32(rgbuf, TA_APPQSPACENAME, 0, appgspacenane, 0);
Fchg32(rgbuf, TA QVCONFIG 0, gntonfig, 0);

/* Get the LMD (assunme no migration for this group) */
rval = Fget32(rpbuf, TA LMD, i, Imd, NULL);
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Fchg32(rqbuf, TALMD, O, Inmd, 0);

/* Make the request */
rval = tpcall (".TMB", rqbuf, O, rpbuf2, rplen2, flags);

}

List Messages
inan
Application
Queue

List
Transactions
Involving a
Queue Space

Files

See Also

The above technique does not find any queue space that has been created but does not
yet have a corresponding GROUP entry in the application configuration. Such queue
spaces must be retrieved by knowing a pri ori the key fields (that is,
TA_APPQSPACENANME, TA_ QVCONFI G, and TA_LM D) for the queue space.

The following code retrieves all messages in the queue STRI NG in the queue space
QSPACEL indevice/ dev/ g/ dsk001 on logical machine SI TE1.

/* Build the request */ Fchg32(rgbuf, TA OPERATION, 0, "GET", 0);
Fchg32(rgbuf, TA CLASS, 0, "T_APPQVBG', 0);

Fchg32(rgbuf, TA APPQNAME, 0, "STRING', 0);

Fchg32(rgbuf, TA APPQSPACENAME, 0, "QSPACEl1", 0);

Fchg32(rgbuf, TA QWCONFIG 0, "/dev/qg/dsk001", 0);

Fchg32(rgbuf, TA LMD, 0, "SI TE1", 0);

/* Make the request; see above */

The following fragment retrieves all transactionsinvolving (any queue in) the queue
space QGSPACEL.

/* Build the request */ Fchg32(rgbuf, TA OPERATION, 0, "GET", 0);
Fchg32(rgbuf, TA CLASS, 0, "T_APPQTRANS', 0);

Fchg32(rqgbuf, TA APPQSPACENAME, 0, "QSPACE1", 0);

Fchg32(rgbuf, TA QUWCONFIG 0, "/dev/qg/dsk001", 0);

Fchg32(rgbuf, TA LMD, 0, "SITEL", 0);

/* Make the request; see above */

${ TUXDI R}/ i ncl ude/ t padm h
${ TUXDI R}/ udat aobj / t padm

tpacal | (3c),tpadntal | (3c),tpalloc(3c),tpcall(3c),tpdequeue(3c),

t penqueue( 3c) ,t pgetrply(3c),tpreal |l oc(3c), Introductionto FML Functions,
Fadd, Fadd32(3fm),Fchg, Fchg32(3fm),Ffind, Ffind32(3fm),MB(5),
TM M B(5)

Setting Up a BEA Tuxedo Application

Administering a BEA Tuxedo Application at Run Time

Programming a BEA Tuxedo Application Using C

Programming a BEA Tuxedo Application Using FML
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AUTHSVR(5)

52

Name
Synopsis

Description

AUTHSVR - server providing per-user authentication
AUTHSVR SRVGRP="jdentifier" SRVID=nunber ot her_parns CLOPT="-A"

AUTHSVR isa BEA Tuxedo provided server that offers the authentication service. This
server may be used in a secure application to provide per-user authentication when
clientsjoin the application. This server accepts service regquests containing TPI NI T
typed buffersfor client processes requesting access to the application. It uses the data
field of the TPI NI T typed buffer as a user password and validates it against the
configured password. If the request passes validation, then an application key is
returned with a successful return as the ticket to be used by the client.

Ther code parameter of t pr et ur n( 3c) isusedto settheapplication key. Itisreturned
(int pur code) to the code that has called t pi ni t (3c) upon either successful
validation or permission failure.
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SECURITY USER_AUTH

If SECURI TY is set to USER_AUTH, then per-user authentication is enforced. The name
of the authentication service can be configured for the application using the AUTHSVC
parameter in the RESOURCES section of the UBBCONFI Gfile. For example, thefollowing
AUTHSVC parameter setting specifies the authentication service (AUTHSVC) advertised
by AUTHSVR when SECURI TY is set to USER_AUTH.

* RESOURCES
SECURITY  USER_AUTH
AUTHSVC AUTHSVC

If the AUTHSVC parameter is not specified, the authentication service defaults to
AUTHSVC.

By default, thefilet pusr inthe directory referenced by thefirst path name defined in

the application’®\PPDI Rvariable is searched for password informatian;c/ passwd

is used if this file does not exist (although this file cannot be used correctly on systems
that have a shadow password file). The file can be overridden by specifying the file
name using a'f fil enane" option in the server command line options (for example,
CLOPT="-A -- -f Jusr/tuxedo/users"). Note that automatic propagation of the
user file from the master machine to other machines in the configuration is done only
if $APPDI R/ t pusr is used.

The user file is searched for a matching user name and client name. There are four
types of entries in the user file. They are listed below in order of matching precedence
when validating a user against the file.

1. Exact username/exact clienthame

2. Wildcard username (*)/exact clientname

3. Exact username/wildcard clientname (*)

4. Wildcard username (*)/wildcard clientname (*)

An authentication request is authenticated against only the first matching password file
entry. These semantics allow for a single user to have multiple entries (usually with
different client names) and the user name may be a wild-card. These semantics are
allowed if the user file is maintained usingaddusr (), t pdel usr (), and

t produsr () . Note that use of these semantics is not compatible with the semantics for
ACL andMVANDATORY_ACL and will make migration to these security levels difficult. To
get the restricted semantics for compatibility with ACL security, usegher add() ,

t pusrdel (), andt pusr nod() programs to maintain the user file.
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Note: Touset pusradd(),tpusrdel (),andt pusrnod(),SECUR TYforthetarget
application must be set to USER_AUTH, ACL, or MANDATORY_ACL. Otherwise,
the system returns an error when you attempt to use these programs.

Thereserved client name valuest psysadm(system administrator) and t psysop
(system operator) are treated specially by AUTHSVR(5) when processing authentication
requests. These values are not allowed to match wildcard client names in the user file.

The application key that is returned by the AUTHSVR is the user identifier. This
application key is passed to every servicein the appkey element of the TPSVCI NFO
structure.

Note that a standard AUTHSVR is shipped as part of the systemin

${ TUXDI R} / bi n/ AUTHSVR and has the semantics as described above. Sample source
codeisprovidedin ${ TUXDI R}/ | i b/ AUTHSVR. c. The AUTHSVR can bereplaced by an
application authentication server that validates users and user data (which may not be
apassword) in an application-dependent fashion (for example, using Kerberos). If you
plan to replace AUTHSVR, take special note of the warning later in this reference page.
It isalso up to the application to determine what value is returned from the
authentication service to be used for the application key (which is passed to each
service).

The application keysthat correspond to t psysadmand t psysop are 0x80000000 and
0xC0000000, respectively.
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SECURITY ACL or MANDATORY_ACL

If SECURI TY issetto ACL or MANDATORY_ACL, then per-user authentication isenforced,
and access control lists are supported for access to services, application queues, and
events. The name of the authentication service can be configured for the application
using the AUTHSVC parameter in the RESOURCES section of the UBBCONFI Gfile. For
example, thefollowing AUTHSVC parameter setting specifies the authentication service
(- . AUTHSVC) advertised by AUTHSVR when SECURI TY is set to ACL or
MANDATORY_ACL.

* RESOURCES
SECURITY  ACL
AUTHSVC .. AUTHSVC

If the AUTHSVC parameter is not specified, the authentication service defaults to
.. AUTHSVC.

Note: AUTHSVR advertises the authentication service as AUTHSVC when SECURI TY is
set to USER_AUTH, and as . . AUTHSVC when SECURI TY is set to ACL or
MANDATORY_ACL. AUTHSVC and . . AUTHSVC point to the same authentication
service.

The user filemust be $APPDI R/ t pusr . It isautomatically propagated from the master
machine to other active machines in the configuration. One instance of the AUTHSVR
must be run on the master machine. Additional copies can be run on other active
machines in the configuration.

The user fileis searched for a matching user name and client name. The entry must
match exactly on the user name. The client name must either match exactly, or the
client name valuein the user file can be specified asthe wildcard (*) which will match
any client name. A single user can have only one entry in the user file and cannot be a
wild-card. The user file can be maintained through thet pusr add() , t pusr del (), and
t pusrmod() programs, the graphical user interface, or the administrative interface.

The reserved client name vauest psysadm(system administrator) and t psysop
(system operator) are treated specially by AUTHSVR(5) when processing authentication
requests. These values are not allowed to match wildcard client namesin the user file.

The application key that is returned by the AUTHSVR is the user identifier in the
low-order 17 bits and the group identifier in the next 14 bits (the high order bit is
reserved for administrative keys). The application keysthat correspond to t psysadm
and t psysop are 0x80000000 and 0xC0000000, respectively. This application key is
passed to every servicein the appkey element of the TPSVCI NFO structure.

BEA Tuxedo File Formats and Data Descriptions Reference 55



Section 5 - File Formats and Data Descriptions

For SECURI TY ACL or MANDATORY_ACL, you must use the standard AUTHSVR shipped
as part of the system in ${ TUXDI R}/ bi n/ AUTHSVR.

Usage Warning: ${TUXDI R}/ i b/ AUTHSVR. c isnot the source file used to generate
${ TUXDI R} / bi n/ AUTHSVR (don't clobber this executable); if you provide
your own AUTHSVR, it is recommended that you install it in ${ APPDI R} .

Portability = AUTHSVRis supported as a BEA Tuxedo-supplied server on non-Workstation
platforms.

Examples  # Using USER _AUTH
* RESQURCES
SECURI TY USER AUTH
AUTHSVC  AUTHSVC

* SERVERS

AUTHSVR SRVGRP="AUTH' CLOPT="-A -- -f /usr/tuxedo/users" \
SRVI D=100 RESTART=Y GRACE=0 MAXGEN=2

#

#

# Using ACLs

* RESOURCES

SECURI TY ACL

AUTHSVC .. AUTHSVC

* SERVERS

AUTHSVR SRVGRP="AUTH' SRVI D=100 RESTART=Y GRACE=0 MAXGEN=2
#

#

# Using a custom authentication service

* RESOURCES

SECURI TY USER_AUTH

AUTHSVC  KERBERGCS

* SERVERS
KERBERCSSVR SRVGRP="AUTHL" SRVI D=100 RESTART=Y GRACE=0 MAXCGEN=2

See Also  t padduser (1) ,t pusradd(1), UBBCONFI G 5)
Setting Up a BEA Tuxedo Application
Administering a BEA Tuxedo Application at Run Time

Programming a BEA Tuxedo Application Using C
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compilation(5)

Name

Description

Basic BEA
Tuxedo System

conpi | ati on - instructions for compilation of BEA Tuxedo system application
components

In order to compile application clients and servers, and subroutines that arelink edited
with the BEA Tuxedo system, programmers need to know:

m  Which header files to include, and the order in which to specify them
m  Which environment variables to set and export
m  Which utilities are used to compile the application modules

A programmer who has finished writing code modules and is ready to build an
executable program must:

m Compilethe source files
m Link edit the executables with the required libraries

The BEA Tuxedo system provides two commands that perform both of these
operations for client and server modules: bui | dcl i ent () and bui | dser ver (),
respectively. If you run one of these commandsto perform both operations, be sureto
specify, on the command line, the librarieswith which your files need to belink edited.
(For details, seebui | dcl i ent (1) orbui | dser ver (1) inthe BEA Tuxedo Command
Reference.)

Link editing must be done by running bui | dcl i ent or bui | dser ver, but the system
allows more flexibility about how compiling is done. If you prefer, you can use the
compile command of your choice to compile your files, and then runbui | dcl i ent or
bui | dser ver to perform the link editing.

Thisrest of this reference page specifies the header files and environment variables
required for various types of programs.

Header File Sequence

UNIX header files should always be included before any BEA Tuxedo system header
files. Commonly used UNIX header filesare st di 0. h andct ype. h.
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Environment  The following environment variables should be set and exported:

Variables
TUXDI R

Specifies the topmost directory in which the BEA Tuxedo system software

resides

PATH

Should include $TUXDI R/ bi n

ULOGPFX

Prefix of the filename of the central event log; by default, the vaue of
ULOGPFX isULOG

Then you must first set and export the following
environment variables. . .

Y ou want to run

bui l dclient (1)
bui | dserver (1)

m  TUXDI R- awaysrequired for servers; also required for native
clients

m CC-if you want to use a non-default compiler
m  CFLAGS - if you want to specify flags to be passed to the compiler

A

default or validation routine

references FML fields

m FI ELDTBLS - acomma-separated list of field table files

m FLDTBLD R- acolon-separated list of directoriesto search for the
FI ELDTBLS

Y ou want to execute a server

TUXCONFI G- full path name of the binary configuration file (default is
the current directory)

58

Security isturned on in your
application

Y ou are going to supply input
indirectly (that is, from a source
other than standard input) for any of
the following system-supplied
clients: t madmi n( 1) ,t nconfi g
orwt ntonfi g (seet ntonfi g,
wt nconfi g( 1)), orud or wud
(seeud, wud(1))

m  APP_PW- application password
m  USR PW- user password
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If... Then you must first set and export the following
environment variables. . .

Y ou want to execute a Workstation m  WBENVFI LE - file containing environment variabl e settings

client m  WBDEVI CE - network device to use for connection

m  WBTYPE - workstation machine type

Note: More information about these variables can be found in Programming a BEA
Tuxedo Application Using C, Programming a BEA Tuxedo Application Using
COBOL, and Setting Up a BEA Tuxedo Application.

After the system has been built with shared libraries and before you execute a client,
you must set avariable that defines the location of the shared libraries.

On thisplatform . .. Set the following environment variable. . .

All platforms except HP-UX  LD_LI BRARY_PATH=$TUXDI R/ | i b

and AIX
HP-UX SHLI B_PATH=$TUXDI R/l i b
AlX LI BPATH=$TUXDI R/ | i b

Note: Moreinformation about optionsfor servers can befound ontheser vopt s( 5)
reference page.

FML Programs ~ Header File Segquence

C programs that call FML functions should include the following header files, in the
following order.

#i ncl ude <UNI X _header_files> (if needed by the application)
#include "fm . h"

Compilation of ~ To compile a program that contains FML functions, execute:
FML Programs . . .
cc pgmc -1 $TUXDIR/include -L $TUXDIR/ Iib -Ifm -lengine -o pgm

where pgmis the name of the executablefile.
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cc pgmec -1

Compiling FML

VIEWS

Environment
Variables for
FML

Portability

If the - L option is not locally supported, use the following command, instead.

$TUXDI R/i ncl ude $TUXDIR/ 1ib/libfm.a $TUXDIR/ |ib/libengine.a -o pgm

Note: Theorderinwhichthelibrariesare specifiedissignificant. Usethe order given
above.

To use the FML view compiler, execute the following.
viewc viewfile

Here vi ew fil e isaset of one or more files containing source view descriptions.

Note: vi ewc invokesthe C compiler. The environment variable CC can be used to
designate the compiler to use. The environment variable CFLAGS can be used
to pass a set of parameters to the compiler.

The following environment variables should be set and exported when running an
application that uses FML.

FI ELDTBLS
A comma-separated list of field tablefiles

FLDTBLD R
A colon-separated list of directoriesto search for the FI ELDTBLS

Thefollowing environment variables should be set and exported when executing
Vi ewc.

FI ELDTBLS
A comma-separated list of field tablefiles

FLDTBLD R
A colon-separated list of directoriesto search for the FI ELDTBLS

VI EWDI R
A directory containing view files; the default is the current directory

Thebui I dcl t (1) command must be usedin place of the bui I dcl i ent (1) command
on Windows 3.1 and A S/400 machinesbecause of file naming restrictions. Differences
in file-naming semantics and syntax also affect the following environment variables:

m FLDTBLD R

m  NLSPATH
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B TUXDI R
B ULOGPFX
m VI EWI R
See Also  bui | dclient (1), buildserver(1),view, view32(1)

cc(1), me(2) inaUNIX system reference manual
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DMADM(5)

Name DMADM- Domains administrative server

Synopsis  DMADM SRVGRP = "identifier"
SRVI D = " nunmber"
REPLYQ = "N

Description  The Domains administrative server (DMADM) is a BEA Tuxedo system-supplied server
that provides run-time access to the BDMCONFI Gfile.

DMADMIs described in the SERVERS section of the UBBCONFI Gfile as a server running
within a group, for example, DMADMGRP. There should be only one instance of the
DMADMrunning in this group and it must not have areply queue (REPLYQ must be set to
“ N“)_

The following server parameters can also be specified famNaviserver in the
SERVERS section:SEQUENCE, ENVFI LE, MAXGEN, GRACE, RESTART, RQPERM and
SYSTEM ACCESS.

The BDMCONFI G environment variable should be set to the path name of the file
containing the binary version of tICONFI Gfile.

Portability = DMADMis supported as a BEA Tuxedo system-supplied server on UNIX System
platforms.

Interoperability = DMADMmMust be installed on BEA Tuxedo Release 5.0 or later; other machines in the
same domain with a Release 5.0 gateway may be Release 4.1 or later.

Examples  The following example illustrates the definition of the administrative server and a
gateway group in theBBCONFI G file. This example uses tt@WDOVAI N gateway
process to provide connectivity with another BEA Tuxedo domain. To provide
interoperability with a BEA TOP END system, use Gv@OPEND gateway process.
For details on th&ewrOPEND gateway process and an example uSMWIOPEND, see
GWIOPEND( 5) .

#

* GROUPS

DVADMGRP LM D=machl GRPNO=1
gwgr p LM D=rmachl GRPNO=2
#

* SERVERS
DVADM SRVGRP="DVADMGRP" SRVI D=1001 REPLYQ=N RESTART=Y GRACE=0
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GMADM SRVGRP="gugr p" SRVI D=1002 REPLYQ=N RESTART=Y GRACE=0
GATDOMAI N SRVGRP="gwgr p" SRVI D=1003 RQADDR=" gwgr p" REPLYQ=Y RESTART=Y M N=1 MAX=1

See Also

dmadmi n( 1) ,tnboot (1) , DMCONFI G(5) , DMCONFI G f or GATOPEND( 5) , GWADM 5) ,
GAMOPEND( 5) , servopt s(5), UBBCONFI G 5)

Setting Up a BEA Tuxedo Application
Administering a BEA Tuxedo Application at Run Time
Using the BEA Tuxedo TOP END Domain Gateway
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DMCONFIG(5)

Name  DMCONFI G- text version of a Domains configuration file

Description A Domains configuration is a set of two or more domains (or applications) that can
communicate and share services with the help of the BEA Tuxedo Domains feature.
How multiple domains are connected and which services they make accessible to each
other are defined in aDomains configuration file on each domain. The text version of
aDomains configuration file is known as the DMCONFI Gfile (after the environment
variable used to hold the name of the actual file used).

A DMCONFI G file defines the following:

m Theremote domains with which the local domain can communicate

m Thelocal resources (such as services and queues) accessible to remote domains
m  Theremote resources accessible to the local domain

m  Which local and remote resources are accessible through which gateways

The DMCONFI Gfile is parsed and loaded into a binary version, called BDMCONFI G, by
the dm oadcf (1) utility. Thedmadni n( 1) command uses BDMCONFI G (or a copy of
it) for monitoring the run-time application.

One BDMCONFI Gfileis required on each domain in a multi-domain configuration in
which the Domains feature is being used.

The DMCONFI G and BDMCONFI Gfiles are anal ogous to the UBBCONFI G and TUXCONFI G
files used to define a BEA Tuxedo application.

Definitions A BEA Tuxedo system domain Applicationisdefined asthe environment described in
asingle TUXCONFI Gfile. A BEA Tuxedo system application can communicate with
another BEA Tuxedo system application or with another TP application viaa domain
gateway group. In “BEA Tuxedo system domain” terms, an application is the same a:
a TP Domain.

A Gateway Group is a collection of domain gateway processes that provide
communication services with a specific type of TP Domain.

A Domain Gateway is a BEA Tuxedo system domain process that relays requests to
another TP Domain and receives replies.
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Configuration
File Format

A Local Domainisa part of the application (set or subset of services) that is made
available to other domains. A Local Domain is always represented by a Domain
Gateway Group, and both terms are used as synonyms.

A Remote Domain is aremote application that is accessed through a Gateway Group.
The remote application may be another BEA Tuxedo system domain application or an
application running under another TP system.

A Remote Serviceis a service provided by a remote domain that is made available to
the application through a Gateway Group.

A Local Serviceisaserviceof alocal domain that is made avail able to remote domains
through a Gateway Group.

The format of a domain configuration fileis as follows.

Thefile is made up of eight possible specification sections. Allowable section names
are: DM _LOCAL_DOVAI NS, DM_REMOTE_DOMAI NS, DM LOCAL_SERVI CES,

DM _REMOTE_SERVI CES, DM RESOURCES, DM ROUTI NG, DM _ACCESS_CONTRCL, and
DM dont ype, where dont ype is one of the following: OSI TP, SNAX, TDOVAI N, or
TOPEND. The DM LOCAL_DOMAI NS section must precede the DM_REMOTE_DOVAI NS
section.

Note: Thisreference page describes how to configure a domain of only one type:
TDOWAI N. See BEA elink documentation for information about how to
configure an OSI TP or an SNAX domain. For information about how to
configure a TOP END Domain Gateway, see DMCONFI G f or  GWIOPEND( 5)
and Using the BEA Tuxedo TOP END Domain Gateway.

Parameters are generally specified by: KEYWORD = val ue; white space (space or tab
character) is allowed on either side of the equal sign (=). Thisformat sets KEYWORDtO
val ue. Valid keywords are described bel ow within each section.

Lines beginning with the reserved word, DEFAULT: , contain parameter specifications
that apply to all lines that follow them in the section in which they appear. Default
specifications can be used in al sections. They can appear more than once in the same
section. The format for these linesis:

DEFAULT: [ KEYMORDL = val uel [ KEYWORDZ = value2 [...]]]

The values set on thisline remain in effect until reset by another DEFAULT: line, or
until the end of the section isreached. These values can also be overridden on
non-DEFAULT: lines by placing the optional parameter setting on the line. If ona
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Domains
Terminology
Improvements

non-DEFAULT: line, the parameter setting is valid for that line only; lines that follow
revert to the default setting. If DEFAULT: appears on aline by itself, al previously set
defaults are cleared and their values revert to the system defaults.

If avaueis nuneri c, standard C notation is used to denote the base (that is, Ox prefix
for base 16 (hexadecimal), O prefix for base 8 (octal), and no prefix for base 10
(decimal)). Therange of values acceptable for anumeric parameter are given under the
description of that parameter.

If avalueisanidentifier (astring value already known to the BEA Tuxedo
Domains feature such as TDOVAI N for the TYPE parameter), standard C rules are
typically used. A standard C i dent i fi er starts with an alphabetic character or
underscore and contains only al phanumeric characters or underscores. The maximum
allowable length of an identifier is 30 (not including the terminating null).

Thereis no need to enclose an identifier in double quotes. A value that is neither an
integer number nor an identifier must be enclosed in double quotes.

Input fields are separated by at least one space (or tab) character.
"#" introduces a comment. A newline ends a comment.

Blank lines and comments are ignored.

Comments can be freely attached to the end of any line.

Linesare continued by placing at least one tab after the newline. Comments cannot be
continued.

In this release, some of the domains terminology is changing. The Domains MIB uses
improved class and attribute terminol ogy to describe the interaction between local and
remote domains. While this improved terminology is more accurate than previous
domains terminology, the scope of changes to domains-related documentation and
error messagesislimited in thisrelease. The improved terminology has been applied
to the DM _M B classes, reference page, and error messages, the DMCONFI G file syntax,
and various DMCONFI G error messages.

For backwards compatibility, aliases are provided between the DMCONFI Gterminology
used prior to thisrelease and the improved Domains MIB terminology. Inthisrelease,
DMCONFI G accepts both versions of the terminology. For details, see “Domains
Terminology Improvements” on page -122 in thé M B(5) reference page.
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DM_LOCAL_DOMAINS Section

Thissectionidentifieslocal domains and their associated gateway groups. The section
must have an entry for each gateway group (Local Domain). Each entry specifiesthe
parameters required for the domain gateway processes running in that group.

Entries have the form:
LDOM requi red_parameters [ optional _paranet ers]

where LDOViis an i dent i fi er value used to name the local domain. L DOVmust be
unigque within a particular configuration. Asyou will see in the description of the

DM _LOCAL_SERVI CES section, L DOViis the identifier that associates the local services
with a particular gateway group.

The following are required parameters:

GANGRP =i denti fier
specifies the name of the gateway server group (the name provided in the
TUXCONFI Gfile) representing thislocal domain. There is a one-to-one
relationship between a Doval NI D (see below) and the name of the gateway
Sserver group.

TYPE=identifier
is used for grouping local domainsinto classes. TYPE can be set to one of the
following values: TDOVAI N, SNAX, OSI TP or TOPEND. The TDOVAI N value
indicates that this local domain can only communicate with another BEA
Tuxedo system domain. The SNAX value indicates that this local domain
communicates with another TP domain viathe SNA protocol. The OSI TP
valueindicatesthat thislocal domain communicateswith another TP Domain
viathe OSI TP protocol. The TOPEND value indicates that thislocal domain
can communicate only withaBEA TOP END system. Domain types must be
defined in the $TUXDI R/ udat aobj / DMI'YPE file.

DOVAI NI D= string
is used to identify the local domain. DOVAI NI D must be unique across both
local and remote domains. The value of st ri ng can be a sequence of
characters (for exampleBA. CENTRALO1"), or a sequence of hexadecimal
digits preceded by “Ox” (for exampleQX0002FF98C0000BID6").
DOMVAI NI D must be 30 octets or fewer in length. If the value is a string, it must
be 30 characters or fewer (counting the trailing null).
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Optional parameters describe resources and limits used in the operation of domain
gateways:

AUDI TLOG= stri ng

specifies the name of the audit log file for this local domain. The audit log
feature is activated from the dnmadni n( 1) command and records all the
operations within thislocal domain. If the audit log feature is active and this
parameter is not specified, the file DMmddyy. LOG (where mm=month,
dd=day, and yy=year) is created in the directory specified by the $APPDI R
environment variable or the APPDI Rkeyword of the MACHI NES section of the
TUXCONFI Gfile.

BLOCKTI ME = nuneri c

specifies the maximum wait time allowed for ablocking call. The value sets
amultiplier of the SCANUNI T parameters specifiedin the TUXCONFI Gfile. The
value SCANUNI T * BLOCKTI ME must be greater than or equal to SCANUNI T
and less than 32,768 seconds. If this parameter is not specified, the default is
set to the value of the BLOCKTI ME parameter specified in the TUXCONFI Gfile.
A timeout alwaysimplies afailure of the affected request. Notice that the
timeout specified for transactionsin the TUXCONFI Gwill alwaysbeused when
the request isissued within a transaction.

CONNECTI ON_PRI NCI PAL_NAME = st ri ng[0..511]

specifies the connection principal name identifier, which is the principal
name for verifying the identity of thisloca domain when establishing a
connection to aremote domain. This parameter only applies to domains of
type TDOVAI Nthat are running BEA Tuxedo 7.1 or later software.

The CONNECTI ON_PRI NCI PAL_NAME parameter may contain a maximum of
511 characters (excluding the terminating null character). If this parameter is
not specified, the connection principal name defaults to the DOVAI NI D string
for thislocal domain.

For default authentication plug-ins, if avaue is assigned to the

CONNECTI ON_PRI NCI PAL_NANME parameter for thislocal domain, it must be
the same as the val ue assigned to the DOVAI NI D parameter for thislocal
domain. If these values do not match, the local domain gateway process will
not boot, and the system will generate the following user | og(3c) message:
ERROR Unable to acquire credenti al s.
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CONNECTI ON_PQLI CY = stri ng
specifiesthe conditions under which alocal domain gateway triesto establish
a connection to a remote domain. Supported values are: ON_DEMAND,
ON_STARTUP, or | NCOM NG_ONLY.

A connection policy of ON_DEMAND meansthat a connection will be attempted
only when requested by either a client request to aremote service or an
administrative “connect” command. The default setting for

CONNECTI ON_PQLI CY is ON_DEMAND. TheON_DEMAND policy provides the
equivalent behavior to previous releases, in whiclCGNNECTI ON_POLI CY

was not explicitly available. Connection retry processing is not allowed when

the connection policy iGN_DEMAND.

A connection policy obN_STARTUP means that a domain gateway will

attempt to establish a connection with its remote domains at gateway server

initialization time. If the value chosen for t@ENNECTI ON_POLI CY is set to

ON_STARTUP, then remote services (that is, services advertised by the local

domain gateway) will be advertised only if a connection is successfully

established to that remote domain. Thus, if there is no active connection to the
remote domain, then the remote services will be suspended. By default, this
connection policy will retry failed connections every 60 seconds, but you can

specify a different value for this interval (S#&xXRETRY and
RETRY_I NTERVAL).

A connection policy of NCOM NG_ONLY means that a domain gateway will

not attempt an initial connection to remote domains upon starting and remote
services will initially be suspended. The domain gateway will be available for

incoming connections from remote domains, and remote services will be

advertised when the local domain gateway receives an incoming connection.

Connection retry processing is not allowed when the connection policy is
I NCOM NG_ONLY. (TheCONNECTI ON_POLI CY parameter does not apply to
domains of type OSI or SNA.)

DMTLOGDEV = st ri ng

specifies the BEA Tuxedo file system that contains the Domain transaction

log (DMrLOG) for this machine. TheMTLOG is stored as a BEA Tuxedo
system VTOC table on the device. If this parameter is not specified, the

domain gateway group is not allowed to process requests in transaction mode.

Local domains running on the same machine can share theDs@@sDEV
filesystem, but each local domain must have its own log (a table in the
DMTLOGDEV) hamed as specified by tbeTLOGNAME keyword (see below).
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DMILOGNAMVE = j dent i fi er
specifies the name of the domain transaction log for this domain. This name
must be unique when the same DMTLOGDEV is used for several local domains.
If not specified, the default is the strinpMrLOG’. The name must be 30
characters or less.

DMILOGSI ZE = nuneric
specifies the numeric size, in pages, of the Domain transaction log for this
machine. It must be greater than 0 and less than the amount of available spa
on the BEA Tuxedo file system. If not specified, the default is 100 pages.

MAXRDOM= nuneri c
specifies the maximum number of connections allowed per gateway. It
applies only taosl TP and SNA domains

MAXRDTRAN = nuneri ¢
specifies the maximum number of domains that can be involved in a
transaction. It must be greater than 0 and less than 32,768. If not specified, th
default is 16.

MAXRETRY = { nuneri ¢ | NAXLONG}
specifies the number of times that a domain gateway will try to establish
connections to remote domains. The minimum value is 0 and the maximum
is MAXLONG. MAXLONG indicates that retry processing will be repeated
indefinitely, or until a connection is established. For a connection policy of
ON_STARTUP, the default setting faVAXRETRY is MAXLONG. Setting
MAXRETRY=0 turns off the auto retry mechanism. For other connection
policies, auto retries are disabled.
The MAXRETRY parameter is valid only when the connection policy is
ON_STARTUP. TheMAXRETRY parameter does not apply to domains of type
OSI or SNA.

MAXTRAN = nuneri c
specifies the maximum number of simultaneous global transactions allowed
on this local domain. It must be greater than or equal to 0 and less than or
equal to thevAXGTT parameter specified in theXCONFI Gfile. If not
specified, the default is the valueM$XGTT.

MTYPE = val ue
is used for grouping domains so that encoding/decoding of messages betwee
domains can be bypassedMIfYPE is not specified, the default is to turn
encoding/decoding on. If thea! ue set for themrYPE field is the same in both
the DM LOCAL_DOVAI NS and theDM REMOTE_DOVAI NS section of a domain
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configuration file, data encoding/decoding is bypassed. The val ue set for
MTYPE can be any string value up to 15 charactersin length. It isused only for
comparison.

RETRY_I NTERVAL = nuneri c
specifies the number of seconds between automatic attempts to establish a
connection to remote domains. The minimum value is 0 and the maximum
value is 2147483647. The default setting for RETRY_I NTERVAL is 60. If
MAXRETRY is set to 0, then setting RETRY_I NTERVAL is not allowed.
The RETRY_I NTERVAL parameter is valid only when the connection policy is
ON_STARTUP. For other connection policies, automatic retries are disabled.
The RETRY_I NTERVAL parameter does not apply to domains of type OSI or
SNA.

SECURI TY = val ue
specifies the type of application security to be enforced. The SECUR TY
parameter currently hasthree valid values. NONE, APP_PW or DM_PW The
value NONE indi cates that no security is used. Thisis the default. The value
APP_PWindicates that the application password security is to be enforced
when a connection is established from a remote domain. The application
password should bedefined inthe TUXCONFI Gfile. Thevalue DM Pwindicates
that domain password security isto be enforced when a connection is
established from a remote domain. Domain passwords must be defined
through thedmadmi n( 1) command. Thisoption doesnot apply to domains of
type OsI TP.
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DM_REMOTE_DOMAINS Section

This section identifies the known set of remote domains and their characteristics.
Entries have the form:
RDOM requi red_paraneters [optional _paraneters]

where RDOQViisan i dent i fi er value used to identify each remote domain known to
this configuration. RDOVImust be unique within the configuration.

Thefollowing are required parameters:

TYPE=identifier
isused for grouping remote domains into classes. TYPE can be set to one of
the following values: TDOVAI N, SNAX, GSI TP, or TOPEND. The TDOVAI N
value indicates that this remote domain can communicate only with another
BEA Tuxedo system domain. The SNAX value indicates that this domain
communicates with another TP domain via SNA protocol. The OSI TP value
indicates that this remote domain communicates with another TP domain via
the OSI TP protocol. The TOPEND val ue indicates that thisremote domain is
aBEA TOP END system and can communicate only with alocal domain of
type TOPEND.

DOVAI NI D= stri ng
is used to identify aremote domain. DOMAI NI D must be 30 octets or fewer in
length. If the valueisastring, it must be 30 characters or fewer (counting the
trailing null). DOVAI NI D must be unique across remote domains. The val ue of

stri ng can be a sequence of characters or a sequence of hexadecimal digits
preceded by0x”.

Optional parameters describe resources and limits used in the operation of domain
gateways:

ACL_POLI CY = {LOCAL | GLCBAL}
specifies the access control list (ACL) policy for this remote domain. This

parameter only applies to domains of tyj@®VAI N that are running BEA
Tuxedo 7.1 or later software.

LOCAL means that the local domain modifies the identity of service requests
received from this remote domain to the principal name specified in the
LOCAL_PRI NCI PAL_NAME parameter for this remote doma@L.OBAL means

that the local domain passes the service requests with no change. If not
specified, the default iSOCAL.
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CONNECTI ON_PRI NCI PAL_NAME = st r i ng[0..511]

specifies the connection principal name identifier, which isthe principal
name for verifying the identity of this remote domain when establishing a
connection to the local domain. This parameter only appliesto domains of
type TDOMAI N that are running BEA Tuxedo 7.1 or later software.

The CONNECTI ON_PRI NCI PAL_NANME parameter may contain a maximum of
511 characters (excluding the terminating null character). If this parameter is
not specified, the connection principal name defaults to the DOVAI NI D string
for this remote domain.

For default authentication plug-ins, if avalue is assigned to the

CONNECTI ON_PRI NCI PAL_NAVE parameter for thisremote domain, it must be
the same as the value assigned to the DOVAI NI D parameter for this remote
domain. If these values do not match, any attempt to set up a connection
between the local domain gateway and the remote domain gateway will fail,
and the system will generate the following user | og(3c) message: ERROR:
Unable to initialize adm nistration key for donain

dommi n_nane.

LOCAL_PRI NCI PAL_NAME = st ri ng[0..511]

MIYPE =

Thelocal principal nameidentifier, whichistheidentity assigned by thelocal
domain to servicerequestsreceived from this remote domain. This parameter
only applies to domains of type TDOMAI N that are running BEA Tuxedo 7.1

or later software.

The LOCAL_PRI NCI PAL_NAME parameter isvalid only if the ACL_PQLI CY
parameter for this remote domain is set (or defaulted) to LOCAL. The
LOCAL_PRI NCI PAL_NANME parameter may contain a maximum of 511
characters (excluding the terminating null character). If this parameter is not
specified, the local principal name defaults to the DOMAI NI D string for this
remote domain.

val ue

isused for grouping domains so that encoding/decoding of messagesbetween
domains can be bypassed. If MI'YPE is hot specified, the default is to turn
encoding/decoding on. If the val ue set for the MTYPE field isthe samein both
the DM_LOCAL_DOVAI NS and the DM_REMOTE_DOVAI NS section of adomain
configuration file, data encoding/decoding is bypassed. The val ue set for
MT'YPE can be any string value up to 15 characters. It isused only for
comparison.
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Entries associated with aremote domain can be specified more than once. Thefirst one
specified is considered to be the primary address, which means it isthe first one tried
when a connection is being attempted to aremote domain. If a network connection
cannot be established using the N\WADDR of the primary entry, the NWADDR associated
with the secondary entry is used.
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DM_TDOMAIN Section

This section defines the addressing information required by domains of type TDOMAI N.
This section should have one entry per local domain if requests from remote domains
tolocal services are accepted on that local domain (gateway group), and one entry per
remote domain accessible by the defined local domains.

Entries have the form:
DOM requi red_paraneters [ optional _paranet ers]

where DOMisan i dent i fi er value used to identify either alocal domain (LDOV) or a
remote domain (RDOV) in the DM_LOCAL_DOVAI NS section or in the

DM _REMOTE_DOMAI NS section. The bavidentifier must match a previously defined
LDOMin the DM _LOCAL_DOVAI NS section or RbOviin the DM_REMOTE_ DOVAI NS section.

The following parameter is required:

NWADDR = st ri ng
This parameter specifies the network address associated with alocal domain
or aremote domain. If the association is with alocal domain, the N\VADDR s
used to accept connections from other BEA Tuxedo system domains. If the
association iswith aremote domain, the NWADDR is used to initiate a
connection. Specifies the network address to be used by the process asits
listening address. The listening addressfor adomain gateway isthe means by
which it is contacted by other gateway processes participating in the
application.

If string has the formOxhex-di gi t s” or “\\xhex-di gi t s” it must

contain an even number of valid hex digits. These forms are translated
internally into a character array containing TCP/IP addresses. The value of
st ri ng may also be represented in either of the following forms:

"/l host. name: port_nunber"
[ #.#. #. #:port_nunmber"

In the first of these format#pst nane is resolved to a TCP/IP host address

at the time the address is bound using the locally configured name resolution
facilities accessed viget host bynane(3c). The stringt. #. #. # is the dotted
decimal format where eaghrepresents a decimal number in the range 0 to
255.

Port_nunber is a decimal number in the range 0 to 65535.
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Note: Some port numbers may bereserved for the underlying transport protocols
(such as TCP/IP) used by your system. Check the documentation for your
transport protocolsto find out which numbers, if any, are reserved on your
system.

This parameter specifies the network address used by aloca or aremote
domain to accept connections from other BEA Tuxedo system domain
domains. If st ri ng has the form Oxhex- di gi t s”, it must contain an even
number of valid hexadecimal digits.

The following parameters are optional:

NWDEVI CE = st ri ng
Specifies the device file name to be used when binding to the listening
address of a local or a remote domain. WABEVI CE parameter is not
required. In prior releases, if the networking functionality is TLI-based, the
device name must be an absolute pathname.

CVWPLIM T = nuneric
This parameter specifies the compression threshold to be used when sendir
data to the remote domain. Application buffers larger than this size will be
compressed. This parameter defaults to 2,147,483,647.

M NENCRYPTBI TS = {0 | 40 |56 | 128}
Specifies the minimum level of encryption required when a link for this
domain is being establishezlmeans no encryption, whil®, 56, and128
specify the encryption key length (in bits). If this minimum level of
encryption cannot be met, link establishment fails. The defanlt is

Note: The link-level encryption value of 40 bits is provided for backward
compatibility.

MAXENCRYPTBI TS = {0 | 40 | 56 | 128}
Specifies the maximum level of encryption allowed when a link for this
domain is being establishezlmeans no encryption, whil®, 56, and128
specify the encryption length (in bits). The defaults.

Note: The link-level encryption value of 40 bits is provided for backward
compatibility.
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Entries associated with aremote domain can be specified morethan once. Thefirst one
specified is considered to be the primary address, which meansit is the first onetried
when a connection is being attempted to a remote domain. If a network connection
cannot be established using the primary entWaDDR, the N\WADDR associated with
the secondary entry is used.

If this TDOMAI Nis a local domain (that is, foOvmatches a previously specifieday),
thenNWADDRS are network addresses to be used to listen for incoming connections. A
secondary entry cannot be used for local domain entries.

If this TDOVAI N entry points to a secondary remote domain (that Bo¥fmatches a
previously specifiedkboV}, then the entry points to a gateway that is only used when
a network connection cannot be established usingwheDR of the primary entry. The
secondary remote gateway must reside in a different BEA Tuxedo Domain from the
primary. However, the secondary gateway must have the Bame NI D defined in

its DM_LOCAL_DOMAI NS section as the primary remote gateway; this arrangement is
often referred to asm r r or ed gateway. This feature is not recommended for use with
transactions or conversations. In addition, the mirrored gateway is not recommended
for use when the primary gateway is available.
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DM_ACCESS_CONTROL Section

This section specifies the access control lists used by local domain. Linesin this
section are of the form:

ACL_NAME requi red_par anet er s

where ACL_NAMEisan i denti fi er used to specify an access control list; it may
contain no more than 15 characters.

The only required parameter is:
ACLIST=identifier[,identifier]

wherean ACLI ST iscomposed of one or more remote domain names (RDOV) separated
by commas. The wildcard character (*) can be used to specify that all the remote
domains defined in the DM_REMOTE_DQOVAI NS section can access alocal domain.
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DM_LOCAL_SERVICES Section

This section providesinformation on the services exported by each local domain. This
section isoptional; if it is not specified, then all local domains defined in the

DM _LOCAL_DQOVAI NS section accept requests to all of the services advertised by the
BEA Tuxedo system domain application. If this section is specified then it should be
used to restrict the set of local servicesthat can be requested from aremote domain.

Lines within this section have the form:
service [optional _paraneters]

where ser vi ce istheidentifier value used to specify the local name of the exported
service, and it must be 15 characters or fewer in length. This name correspondsto a
name advertised by one or more servers running with the local BEA Tuxedo system
domain application. Notice that exported services inherit the properties specified for
the servicein an entry inthe SERVI CES section of the TUXCONFI Gfile, or their defaults.
Some of the properties that may be inherited are: LOAD, PRI O, AUTOTRAN, ROUTI NG,
BUFTYPE, and TRANTI ME.

Optional parameters are:

ACL =identifier
specifies the name of the access contral list (ACL) to be used by the local
domainto restrict requests madeto this service by remote domains. The name
of the ACL is defined in the DM_ACCESS_CONTROL section. If this parameter
is not specified then access control will not be performed for requeststo this
service.

LDOM= i dentifier
specifies the name identifying the local domain exporting this service. If this
keyword is not specified then al the local domains defined in the
DM _LOCAL_DQOVAI NS section will accept requests to thislocal service.

I NBUFTYPE = t ype[ : subt ype]
restricts the buffer type naming space of data types accepted by this service
to asingle buffer type. This parameter should be defined when the serviceis
going to be used from an GsI TP type gateway that uses the UDT ASE
Application Context. It does not apply to TDOVAI N.

QUTBUFTYPE = t ype[ : subt ype]
restricts the buffer type naming space of datatypes returned by this serviceto
asingle buffer type. This parameter should be defined when the serviceis
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going to be used from an GsI TP type gateway that usesthe UDT ASE
Application Context. The FM. buffer type cannot be used for OSI TP type
gateways. It does not apply to TDOMVAI N.

RNAVE = st ri ng
specifiesthe name exported to remote domains. Thisnamewill be used by the
remote domains for request to this service. If this parameter is not specified,
thelocal service nameis supposed to be the name used by any remote domain.
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DM_REMOTE_SERVICES Section

This section provides information on services “imported” and available on remote
domains. Lines within thiBM REMOTE_SERVI CES section have the form:

service [optional _paraneters]

whereser vi ce is thei dent i fi er name used by the local BEA Tuxedo system
domain application for a particular remote service. Remote services are associated
with a particular remote domain.

Optional parameters are:

CONV={Y|N
specifies whethen{ or not () the remote service is a conversational service.
The default isN.

LDOM= i dentifier
specifies the name of a local domain in charge of routing requests to this
remote service. The gateway group associated with the local domain
advertiseser vi ce in the BEA Tuxedo system domain Bulletin Board. If this
parameter is not specified then all the local domains will be able to accept
requests to this remote service. The service request will be then redirected to
a remote domain of the same type (Reev keyword below).

I NBUFTYPE = t ype[: subt ype]
restricts the buffer type naming space of data types accepted by this service
to a single buffer type. This parameter should be defined when the service is
going to be used from amsl TP type gateway that uses the UDT ASE
Application Context. ThéM buffer type cannot be used o8l TP type
gateways. It does not apply TGOVAI N.

OUTBUFTYPE = t ypel[: subt ype]
restricts the buffer type naming space of data types returned by this service to
a single buffer type. This parameter should be defined when the service is
going to be used from amsl TP type gateway that uses the UDT ASE
Application Context. ThéM buffer type cannot be used o8l TP type
gateways. It does not apply TGOVAI N.

RDOM=identifierl|,identifier2][,identifier3]
specifies the name of the remote domain responsible for the execution of this
service. If this parameter is not specified and a routing criteria is not specified,
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the local domain assumes that any remote domain of the same type accepts
reguests for this service.

Y ou must specify ON_STARTUP as the value of the CONNECTI ON_POLI CY
parameter if you want to configure alternate remote domains with the
identifier2andidentifier3arguments.|fidentifierZ2isconfigured,
it is used for failover. (When the remote domain specified by i dent i fi er 1
isunavailable, the remote domain specified by i dent i fi er 2 is used.)
Similarly, if i dent i fi er 3isconfigured, it is used for failover. (When the
remote domain specified by i denti fier1andidentifier2are
unavailable, the remote domain specified by i dent i fi er 3isused.)

RNAVE = st ri ng

specifiesthe actual service name expected by the remote domain. If this
parameter is not specified, the remote service name is the same as the name
specified in ser vi ce.

RQUTING=identifier

when more than one remote domain offers the same service, alocal domain
can perform data dependent routing if this optional parameter is specified.
Thei dent i fi er specifiesthe name of the routing criteriaused for this data
dependent routing. If not specified, data dependent routing isnot donefor this
service. i dent i fi er must be 15 characters or lessin length. If multiple
entries exist for the same service name but with different RDOM parameters,
the ROUTI NG parameter should be the same for al of these entries.

TRANTI ME =/ nt eger

specifies the default timeout value in seconds for a transaction automatically
started for the associated service. The value must be greater than or equal to
0 and less than 2147483648. The default is 30 seconds. A value of 0 implies
the maximum timeout value for the machine.
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DM_RESOURCES

Thisoptional section is used for defining global Domains configuration information,
specifically a user-supplied configuration version string.

The only parameter in this section is
VERSI ON=string

where st ri ng isafield in which users can enter aversion number for the current
Domains configuration file. Thisfield is not checked by the software.
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DM_ROUTING Section

This section providesinformation for data-dependent routing of service requests using
FM., FML32, XM, VI EW VI EWB2, X_C TYPE, and X_COVMON typed buffers. Lines
within the DM_ROUTI NG section have the form:

CRI TERI ON_NAME requi red_paraneters

where CRI TERI ON_NAMEisthe i dent i fi er name of the routing entry that was
specified in the services entry. CRI TERI ON_NAVE must be 15 charactersor lessin
length.

Required parameters are:

FIELD=identifier
specifies the name of the routing field. It must be 30 charactersor less. Itis
assumed that the value of i dent i f i er isone of the following: afield name
that isidentified in an FM field table (for FML and FM_32 buffers); an XML
element or element attribute (for XM buffers); or an FM view table (for vi EW
X_C_TYPE, or X_CowmVON buffers). Two environment variables F=DTBLDI R
andFI ELDTBLS, or FLDTBLDI R32 andFI ELDTBLS32 are used to loca@w
field tables. Similarly, two environment variabMsEWDi R andVI EWFI LES,
or VI EWDI R32 andvl EWFI LES32 are used to locatewvL view tables. If a field
in anFML or FML32 buffer is used for routing, the value of that field must be
a number less than or equal to 8191.

When XML documents are being routed on the basis of element content or
element attribute, thel ELD parameter must be defined with the following
syntax.

FIELD="“root_el enent[/ child el enment]]/ child el enent][l...]/l@ attri but e_nane]’

Thevalue of FIELD specifies the name of arouting element or an element
attribute. It isassumed that the value of r oot _el enent isan element type (or
name) or an element attribute name for an XML document or datagram. This
information is used to identify the element content or element attribute value
for data-dependent routing while sending a document or datagram. The
element name and attribute name combined may contain no more than 30
characters. Because indexing is not supported, the BEA Tuxedo system
recoghizes only the first occurrence of agiven element type when processing
an XMLbuffer for data-dependent routing.

XML gtrictly defines the set of charactersthat may be used in an attribute
name. An attribute name must be a string consisting of a single letter,
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underscore, or colon, followed by one or more name characters. Both element
names and attribute names are case-sensitive.

Y ou can find more information about XML on the World Wide Web
Consortium Web siteat ht t p: / / waw. w3c. or g/ XML.

FI ELDTYPE = t ype

indicates the type of routing field specified in the FI ELD parameter. This
parameter is used only for routing XML buffers. The value t ype can be set
to one of the following: CHAR, SHORT, LONG, FLOAT, DOUBLE, or STRI NG. The
default type of the routing field is STRI NG.

RANGES = “ st ri ng”

specifies the ranges and associated remote domain names (Roay) for the
routing field. st ri ng must be enclosed in double quotes. The format of

st ri ngisacomma-separated ordered list of range/ RDOVpairs (See EXAMPLES
below).

A range iseither asingle value (signed numeric value or character string in

single quotes), or a range of the form ‘lower - upper” (where lower and upper
are both signed numeric values or character strings in single quotes). Note
that “lower” must be less than or equal to “upper”.

To embed a single quote in a character string value @i en, for
example), it must be preceded by two backslaspas 8ri en).

The valueM N can be used to indicate the minimum value for the data type of
the associated ELD; for strings and carrays, it is the null string; for character
fields, itis O; for numeric values, it is the minimum numeric value that can be
stored in the field.

The valuevax can be used to indicate the maximum value for the data type
of the associated ELD; for strings and carrays, it is effectively an unlimited
string of octal-255 characters; for a character field, it is a single octal-255
character; for numeric values, it is the maximum numeric value that can be
stored in the field. ThusM N - -5"is all numbers less than or equal to -5
and ‘6 - MAX'is all numbers greater than or equal to 6. The meta-character
“*" (wild-card) in the position of a range indicates any values not covered by
the other ranges previously seen in the entry; only one wild-card range is
allowed per entry and it should be last (ranges following it will be ignored).

A numeric routing field must have numeric range values and a string routing
field must have string range values. String range values for string, carray, and
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character field types must be placed inside apair of single quotes and cannot
be preceded by a sign. Short and long integer values are a string of digits,
optionally preceded by aplus or minussign. Floating point numbersare of the
form accepted by the C compiler or at of () : an optional sign, then astring of
digitsoptionally containing adecimal point, then an optional e or E followed
by an optional sign or space, followed by an integer.

When afield value matches a range, the associated RDOMval ue specifies the
remote domain to which the request should be routed. A RDOMvalue of “*”
indicates that the request can go to any remote domain known by the gatewa

group.

Within a rangeRDOMpair, the range is separated from EpeMby a “:".

An XML element content and attribute value must be encoded in UTF-8 and
can be used for routing if it can be converted to the data type specified by the
FI ELDTYPE parameter.

When used for routing, the element content cannot contain character
references, entity references, or CDATA sections.

An XML attribute value (encoded in UTF-8) can be used for routing if the
element to which the attribute belongs is defined.

BUFTYPE = “ t ypel[: subt ypell, subtype2...]][;t ype2[:subtyped[,...1]] ...

isalist of types and subtypes of data buffers for which this routing entry is

valid. The types are restricted to either FML, FML32, XML, VIEW, VIEW32,
X_C_TYPE or X_COMMOMIo subtype can be specified for types FML, FML32,

or XML, subtypes are required for types VIEW, VIEW32, X_C_TYPE and
X_coMMof*” is not allowed). Duplicate type/subtype pairs cannot be
specified for the same routing criteria name; more than one routing entry can
have the same criteria name as long as the type/subtype pairs are unique. Th
parameter is required. If multiple buffer types are specified for a single
routing entry, the data types of the routing field for each buffer type must be
the same.

If the field value is not set (fa¥vL or FM_32 buffers), or does not match any
specific range and a wild-card range has not been specified, an error is
returned to the application process that requested the execution of the remot
service.

Files TheBDMCONFI Genvironment variable is used to find tBEMCONFI G configuration
file.

86 BEA Tuxedo File Formats and Data Descriptions Reference



DMCONFIG(5)

Example1

Thefollowing configuration file defines a 5-site Domains configuration. The example
shows four Bank Branch domains communicating with a Central Bank Branch. Three
of the Bank Branches run within other BEA Tuxedo domains. The fourth Branch runs
under the control of another TP Domain. OSI TP is used for communication between
that domain and the Central Bank. The example showsthe Domains configuration file
from the Central Bank point of view.

# BEA TUXEDO DOVAI N CONFI GURATI ON FI LE FOR THE CENTRAL BANK

#
#

* DM _LOCAL_DOMAI NS

# <l ocal

H o HH O HH

domai n nane> <Gat eway Group nane> <donmi n type> <domain i d> <l og devi ce>
<audi t

I og>] [<bl ocktine>]

<l og nane>] [<log offset>] [<log size>]

<maxdat al en>] [<security>]
<tuxconfi g>] [ <tuxoffset>]

[
[
[ <maxrdon®] [ <maxrdtran>] [<maxtran>]
[
[

DEFAULT: SECURI TY = NONE

c0l

c02

#

GAGRP = bankgl

TYPE = TDOMAI N

DOVAI Nl D = " BA. CENTRALO1"

DMILOGDEV = "/ usr/apps/ bank/ DMILOG'
DMILOGNAME = " DMILG_Co1"

GAGRP = bankg2

TYPE = CSI TP

DOVAI NI D = " BA. CENTRALO2"

DMILOGDEV = "/ usr/apps/ bank/ DMILOG'
DMILOGNAME = " DMILG_Co2"

* DM_REMOTE_DOVAI NS
#renmote <domai n name> <donai n type> <domain id>

#
b01

b02

b03

b04

TYPE = TDOMAI N
DOVAI NI D = " BA. BANKO1"

TYPE = TDOMAI N
DOVAI NI D = " BA. BANKO2"

TYPE = TDOMAI N
DOVAI NI D = " BA. BANKO3"

TYPE = CSI TP
DOVAI NI D = " BA. BANKO4"
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*DM_TDQOVAI N
#

# <local or renote donain nane> <network address> [<nwdevi ce>]

#
# Local network addresses

c01l NWADDR = "//nework. acnme. com 65432" NWDEVI CE ="/dev/tcp"

# Renpte network addresses

b01 NWADDR = "//192.11.109.5: 1025" NWDEVI CE = "/dev/tcp"

b02 NWADDR = "//dall as.acne.com 65432" NWEVICE = "/dev/tcp"
b03 NWADDR = "//192.11.109. 156: 4244" NWDEVI CE = "/dev/tcp"
*DM _CSI TP

#

#<l ocal or renpte domai n name> <apt> <aeq>
# [<aet>] [<acn>] [<apid>] [<aeid>]
# [<profile>]

#

c02 APT = "BA. CENTRALO1"
AEQ = "TUXEDO. R 4. 2.1"
AET = "{1.3.15.0.3},{1}"
ACN = "XATM "

b04 APT = "BA. BANKO4"
AEQ = "TUXEDO. R 4. 2.1"
AET = "{1.3.15.0.4},{1}"
ACN = "XATM "

* DM_LOCAL_SERVI CES

#<servi ce_nane> [<Local Domain name>] [<access control >]
# [ <i nbuftype>] [ <outbuftype>]

#

open_act ACL = branch

close_act ACL = branch

credit

debi t

bal ance

| oan LDOM = c02 ACL = | oans

* DM_REMOTE_SERVI CES

[ <exported svcnane>]

#<servi ce_nane> [ <Renote domai n nanme>] [<local domain name>]

# [<renpte svcnanme>] [<routing>] [<conv>]
# [<trantime>] [<inbuftype>] [<outbuftype>]
#

tlr_add LDOM = c01 ROUTI NG = ACCOUNT

tlr_bal LDOM = c01 ROUTI NG = ACCOUNT

tlr_add RDOM = b04 LDOM = c02 RNAME ="TPSU002"
tlr_bal RDOM = b04 LDOM = c02 RNAME ="TPSU003"
tlr_bal RDOM = b02, b03 LDOM = c02
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*DM_ROUTI NG
# <routing criteria> <field> <typed buffer> <ranges>
#

ACCOUNT FI ELD = branchid BUFTYPE ="VI EW account"
RANGES ="M N - 1000: b01, 1001-3000: b02, *:b03"

*DM ACCESS CONTROL

#<acl name> <Renbte domain |ist>
#

branch ACLI ST
|l oans ACLIST

b01, b02, b03
b04

Example2  Thisexample showsthe BEA Tuxedo Domains configuration file for one of the Bank

Branches (BANKO1).
#
#BEA TUXEDO DOVAI N CONFI GURATI ON FI LE FOR A BANK BRANCH
#
#
* DM _LOCAL_DOMAI NS
#

b01 OAGRP = auth
TYPE = TDOVAI N
DOVAI Nl D = " BA. BANKO1"
DMTLOGDEV = "/ usr/apps/ bank/ DMILOG'

*DM_REMOTE_DQOVAI NS
#
c01 TYPE = TDOVAI N
DOVAI NI D = " BA. CENTRALO1"

* DM_TDOVAI N
#

b01 NWADDR = "//192.11.109. 156: 4244" NWDEVI CE = "/ dev/tcp"
c01 NWADDR = "//newyork. acne. com 65432" NWDEVI CE ="/ dev/tcp"
*DM _LOCAL_SERVI CES

#

tlr_add ACL
tlr_bal ACL

central
central

*DM _REMOTE_SERVI CES

#

OPA001 RNAME = "open_act"”
CLAOO1 RNAME = "cl ose_act"
CRDO0O1 RNAME = "credit"
DBT001 RNAME = "debit"
BAL0O01 RNAME = "bal ance”
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* DM_ACCESS_CONTROL

#

central ACLI ST = c01

Network
Addresses

See Also

Suppose the local machine on which a TDomain is being run isusing TCP/IP
addressing and is named backus. conpany. com with address 155. 2. 193. 18.
Further suppose that the port number at which the TDomain should accept requestsis
2334. Assumethat port number 2334 has been added to the network services database
under the name bankapp- gwt addr . The address can be represented in the following
ways:

/1155, 2. 193. 18: bankapp- gwt addr
/1155.2.193. 18: 2334

/ I backus. conpany. com bankapp- gwt addr
/ I backus. conpany. com 2334
0x0002091E9B02C112

Thelast of these representations is hexadecimal format. The 0002 isthefirst part of a
TCP/IP address. The 091E is the port number 2334 translated into a hexadecimal
number. After that each element of the IP address 155. 2. 193. 12 istrandlated into a
hexadecimal number. Thus the 155 becomes 9B, 2 becomes 02 and so on.

dmadm n( 1), dm oadcf (1), dmunl oadcf (1), tnboot (1), t nshut down(1),
DVADM 5) , DMCONFI G f or GATOPEND( 5) , GAADM 5) , GATDOVAI N( 5)

Setting Up a BEA Tuxedo Application
Administering a BEA Tuxedo Application at Run Time
Using the BEA Tuxedo Domains Component

Programming a BEA Tuxedo Application Using C
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DMCONFIG for GWTOPEND(5)

Name

Description

Definitions

DMCONFI Gfor GATOPEND - text version of aDomains configuration filefor aTOP END
Domain Gateway

A Domains configuration is a set of two or more domains (or applications) that can
communicate and share services with the help of the BEA Tuxedo Domains feature.
How multi ple domains are connected and which servicesthey make accessibleto each
other are defined in a Domains configuration file on each domain. The text version of
aDomains configuration file is known as the DMCONFI Gfile (after the environment
variable used to hold the name of the actual file used).

A DMCONFI Gfile defines the following:

m The remote domains with which the local domain can communicate

m Thelocal resources (such as services and queues) accessible to remote domains
m  The remote resources accessible to the local domain

m  Which local and remote resources are accessible through which gateways

The DMCONFI Gfileis parsed and loaded into a binary version, called BDMCONFI G, by
thedm oadcf (1) utility. The dmadni n(1) command uses BDMCONFI G (or a copy of
it) for monitoring the run-time application.

One BDMCONFI Gfileisrequired on each domain in amulti-domain configuration in
which the Domains feature is being used.

The DMCONFI G and BDMCONFI Gfiles are analogous to the UBBCONFI G and TUXCONFI G
files used to define a BEA Tuxedo application.

A BEA Tuxedo system domain Application is defined as the environment described in
asingle TUXCONFI Gfile. A BEA Tuxedo system application can communicate with

another BEA Tuxedo system application or with another TP application viaadomain
gateway group. In “BEA Tuxedo system domain” terms, an application is the same as
a TP Domain.

A Gateway Group is a collection of domain gateway processes that provide
communication services with a specific type of TP Domain.
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Configuration
File Format

A Domain Gateway is a BEA Tuxedo system domain process that relays requests to
another TP Domain and receives replies.

A Local Domain is apart of the application (set or subset of services) that is made
available to other domains. A Local Domain is always represented by a Domain
Gateway Group, and both terms are used as synonyms.

A Remote Domain is a remote application that is accessed through a Gateway Group.
The remote application may be another BEA Tuxedo system domain application or an
application running under another TP system.

A Remote Service isa service provided by aremote domain that is made available to
the application through a Gateway Group.

A Local Serviceisaserviceof alocal domain that is made availableto remote domains
through a Gateway Group.

Theformat of a domain configuration fileisas follows.

Thefileismade up of several possible specification sections. Allowabl e section names
are: DM_LOCAL_DOMAI NS, DM_REMOTE_DOMAI NS, DM LOCAL_SERVI CES,

DM _REMOTE_SERVI CES, DM_TOPEND, DM _RESOURCES, DM_ROUTI NG, and

DM ACCESS_CONTROL. Additional section names applicable only to other gateway
typesare: DM TDOMAI NS, DM _OSI TP, DM_SNACRM DM_SNASTACKS, and DM_SNAL | NKS.
The DM_LOCAL_DOMAI NS section must precede the DM REMOTE_DOMVAI NS section.

Note: Thisreference page describes how to configure adomain gateway of only one
type: TOPEND. For information about how to configure adomain of type
TDOMAI N, see DMCONFI G( 5) . See BEA eLink documentation for information
about how to configure an OSI TP or an SNAX domain.

Parameters are generally specified by: KEYWORD = val ue; white space (space or tab
character) is allowed on either side of the equal sign (=). Thisformat sets KEYWORDtO
val ue. Valid keywords are described below within each section.

Lines beginning with the reserved word, DEFAULT: , contain parameter specifications
that apply to al lines that follow them in the section in which they appear. Default
specifications can be used in all sections. They can appear more than oncein the same
section. The format for these linesis:

DEFAULT: [ KEYWORDL = val uel [ KEYWORDZ = val ue2 [...]11]
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Domains
Terminology
Improvements

The values set on this line remain in effect until reset by another DEFAULT: line, or
until the end of the section isreached. These values can also be overridden on
non-DEFAULT: lines by placing the optional parameter setting on the line. If ona
non-DEFAULT: line, the parameter setting isvalid for that line only; lines that follow
revert to the default setting. If DEFAULT: appearson aline by itself, all previously set
defaults are cleared and their values revert to the system defaullts.

If avalueis nuneri c, standard C notation is used to denote the base (that is, Ox prefix
for base 16 (hexadecimal), O prefix for base 8 (octal), and no prefix for base 10
(decimal)). The range of values acceptable for a numeric parameter is given under the
description of that parameter.

If avalueisanidenti fier (astring value already known to the BEA Tuxedo
Domains feature such as TOPEND for the TYPE parameter), standard C rules are
typically used. A standard C i dent i fi er starts with an alphabetic character or
underscore and contains only alphanumeric characters or underscores. The maximum
allowable length of an identifier is 30 (not including the terminating null).

Thereis no need to enclose an identifier in double quotes. A value that is neither an
integer number nor an identifier must be enclosed in double quotes.

Input fields are separated by at least one space (or tab) character.
"#" introduces acomment. A newline ends a comment.

Blank lines and comments are ignored.

Comments can be freely attached to the end of any line.

Linesare continued by placing at least one tab after the newline. Comments cannot be
continued.

In thisrelease, some of the domains terminology is changing. The Domains MIB uses
improved class and attribute terminology to describe the interaction between local and
remote domains. While this improved terminology is more accurate than previous
domains terminology, the scope of changes to domains-related documentation and
error messages is limited in this release. The improved terminology has been applied
to the DM_M B classes, reference page, and error messages, the DMCONFI Gfile syntax,
and various DMCONFI G error messages.

For backwards compatibility, aliases are provided between the DMCONFI Gterminology
used prior to thisrelease and the improved Domains M1B terminology. In thisrelease,
DMCONFI G accepts both versions of the terminology. For details, see “Domains
Terminology Improvements” on page -122 in the M B(5) reference page.
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DM_LOCAL_DOMAINS Section

This section identifieslocal domainsand their associated gateway groups. The section
must have an entry for each gateway group (Local Domain). Each entry specifies the
parameters required for the domain gateway processesrunning in that group. The entry
defines a GATOPEND i nstance (with its associated GAADM) that is associated with asingle
BEA TOPEND system. Thelocal domain communicates with remote domains of type
TOPEND that are part of the same BEA TOP END system. The BEA TOP END system
name is defined in the DM_TOPEND section.

Entries have the form:
LDOMr equi r ed_par anet ers [opt i onal _par anet er s]

where LDOVlisan i dent i fi er value used to name the local domain. Lbavmust be
unique within a particular configuration. As described in the DM L OCAL_SERVI CES
section, LDoviis the identifier that associates the local and remote services with a
particular gateway group.

Thefollowing are required parameters:

GWGRP =i dentifier
specifies the name of the gateway server group (the name provided in the
TUXCONFI Gfile) representing thislocal domain. There is aone-to-one
relationship between a DOVAI NI D (see below) and the name of the gateway
Sserver group.

TYPE=identifier
is used for grouping local domainsinto classes. TYPE can be set to one of the
following values: TOPEND, TDOVAI N, SNAX, or OSI TP. The TOPEND value
indicatesthat thislocal domain can communicate only withaBEA TOP END
system. The TDOVAI Nvalueindicatesthat thislocal domain can communicate
only with another BEA T uxedo system domain. The SNAX valueindicatesthat
this local domain communicates with another TP domain viathe SNA
protocol. The GsI TP value indicates that this local domain communicates
with another TP Domain viathe OSI TP protocol. Domain types must be
defined in the $TUXDI R/ udat aobj / DMIYPE file.

DOVAI NI D= stri ng
isused to identify the local domain. DOVAI NI D must be unique across both
local and remote domains. For alocal domain of type TOPEND, thisvalue is
used asthe BEA TOP END user ID for requests made to a BEA TOP END
system. The associated password can be entered using the dmadni n( 1)
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subcommand t opendpasswd. The BEA TOPEND user ID is1-12 characters
excluding any trailing null. ASCII characters ranging from “ "(32) through
“~" (126), excluding “/" (47) are valid for this string.

Optional parameters describe resources and limits used in the operation of domain
gateways:

AUDI TLOG= string
specifies the name of the audit log file for this local domain. The audit log
feature is activated from thigradni n(1) command and records all the
operations within this local domain. If the audit log feature is active and this
parameter is not specified, the filetmodyy. LOG (wheremmemonth,
dd=day, andyy=year) is created in the directory specified by$herD R
environment variable or th#PDI R keyword of thevACHI NES section of the
TUXCONFI Gfile.

BLOCKTI ME = nuneri ¢
specifies the maximum wait time allowed for a blocking call. The value sets
a multiplier of theSCANUNI T parameters specified in tmeXCONFI Gfile. The
valueSCANUNI T * BLOCKTI ME must be greater than or equalStoANUNI T
and less than 32,768 seconds. If this parameter is not specified, the default is
set to the value of thg. OCKTI ME parameter specified in tT&XCONFI Gfile.
A timeout always implies a failure of the affected request. Notice that the
timeout specified for transactions in thexCoNFI Gfile are always used
when the request is issued within a transaction.

CONNECTI ON_PQOLI CY = stri ng
specifies the conditions under which a local domain gateway tries to establish
a connection to a remote domain. Supported value&areEMAND,
ON_STARTUP, andl NCOM NG_ONLY. A connection policy obN_DEMAND
means that a connection is attempted only when requested by either a client
reguest to a remote service or an administrative “connect” command. The
default setting fOCONNECTI ON_POLI CY is ON_DEMAND. Multiple entries for
a remote domain may be specified in e TOPEND section if you want to
configure multiple network addresses to be tried serially to connect to the
remote domain. Connection retry processing is not allowed when the
connection policy i$ON_DEMAND.

A connection policy oBN_STARTUP means that a domain gateway attempts
to establish a connection with its remote domains at gateway server

initialization time. Multiple entries for a remote domain may be specified in
the DM_TOPEND section if you want to configure multiple network addresses
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to betried serially to connect to the remote domain. If CONNECTI ON_POLI CY
isset to ON_STARTUP, then remote services (that is, services advertised by the
local domain gateway) are advertised only if a connection is successfully
established to that remote domain. Thus, if thereisno active connection to the
remote domain, then the remote services are suspended. By default, this
connection policy retries failed connections (all network addresses tried)
every 60 seconds, but you can specify a different value for thisinterval (see
MAXRETRY and RETRY_| NTERVAL).

A connection policy of 1 NCOM NG_ONLY means that a domain gateway does

not attempt an initial connection to remote domains upon starting and remote
services are initially suspended. The domain gateway is available for

incoming connections from remote domainsor aconnection can be attempted

when requested due to an administrative “connect” command. Remote
services are advertised when the local domain gateway receives an incomin
connection or an administrative connection is made. Multiple entries for a
remote domain may be specified in th@ TOPEND section if you want to
configure multiple network addresses to be tried serially only on an
administrative connect to the remote domain. Connection retry processing is
not allowed when the connection policyl ISCOM NG_ONLY.

DMILOGDEV = stri ng

specifies the BEA Tuxedo file system that contains the Domain transaction
log (DMrLOG) for this machine. ThBMILOG s stored as a BEA Tuxedo

system VTOC table on the device. If this parameter is not specified, the
domain gateway group is not allowed to process requests in transaction mod
Local domains running on the same machine can share theDSBROGSDEV
filesystem, but each local domain must have its own log (a table in the
DMILOGDEV) named as specified by tbeTLOGNAMVE keyword (see below).

DMILOGNANVE = j denti fier

specifies the name of the domain transaction log for this domain. This name
must be unique when the samrLOGDEV is used for several local domains.

If not specified, the default is the strinDMrLOG’. The name must be 30
characters or less.

DMTLOGSI ZE = nuneri ¢

specifies the numeric size, in pages, of the Domain transaction log for this
machine. It must be greater than 0 and less than the amount of available spa
on the BEA Tuxedo file system. If not specified, the default is 100 pages.
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MAXRDTRAN = nuneri ¢
specifies the maximum number of domains that can beinvolved in a
transaction. It must be greater than 0 and lessthan 32,768. If not specified, the
default is 16.

MAXRETRY = { nuner i ¢ | MAXLONG}
specifies the number of times that a domain gateway tries to establish
connections to remote domains. The minimum value is 0 and the maximum
IS MAXLONG. MAXLONG indicates that retry processing is repeated indefinitely,
or until a connection is established. For a connection policy of ON_STARTUP,
the default setting for MAXRETRY is MAXLONG. Setting MAXRETRY=0 turns off
the auto retry mechanism. For other connection policies, auto retries are
disabled.

The MAXRETRY parameter is valid only when the connection policy is
ON_STARTUP.

MAXTRAN = nuneri ¢
specifies the maximum number of simultaneous global transactions allowed
on thislocal domain. It must be greater than or equal to 0 and less than or
equa to the MAXGTT parameter specified in the TUXCONFI Gfile. If not
specified, the default is the value of MAXGTT.

RETRY_I NTERVAL = nuneri c
specifies the number of seconds between automatic attempts (all network
addresses tried) to establish a connection to remote domains. The minimum
valueis 0 and the maximum value is 2147483647. The default setting for
RETRY_I NTERVAL is 60. If MAXRETRY is set to 0, then setting
RETRY_I NTERVAL is not allowed.

The RETRY_I NTERVAL parameter is valid only when the connection policy is
ON_STARTUP. For other connection policies, automatic retries are disabled.

SECURI TY = val ue
specifies the type of application security to be enforced. The SECUR TY
parameter currently hasfour valid valuesfor domains of type TOPEND: NONE,
CLEAR, SAFE, or PRI VATE. The value NONE is the default and specifies that
BEA TOP END security is not used by the system for authentication,
authorization, or protection of inter-node messages. A value other then NONE
specifies that BEA TOP END authentication and authorization are used by
the BEA TOP END system and the gateway. In addition, the value CLEAR
specifies that no protection isrequired for inter-node messages. The value
SAFE indicates that messages should be sent using the Kerberos SAFE
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message checksum. The value PRI VATE indicates that messages should be
encrypted using the Kerberos 4 implementation of DES. The val ue of
SECURI TY must be consistent with the corresponding BEA TOP END Node
Manager configuration in the nm conf i g (4T) file on each BEA TOP END
node. Thisisvalidated when a connection is established with a remote BEA
TOP END node.
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DM_REMOTE_DOMAINS Section

This section identifies the known set of remote domains and their characteristics.

For TOP END Domain Gateway (TEDG) definitions, this section defines connections
to Network Interface components on nodes of remote BEA TOP END systems.

Entries have the form:
RDOM requi red_par aneters

where RDOViis an i dent i f i er vaue used to identify each remote domain known to
this configuration. RDOVIMust be unique within the configuration.

Each RDOvidefines anode in the BEA TOP END system to which a BEA TOP END
LDOMmay have a connection. The L Dovicommunicates with remote domains of type
TOPEND that are part of the same BEA TOP END system asthe LDOv (The BEA TOP
END system name is defined in the DM_TOPEND section.) Because of the BEA TOP
END adjacent node routing topology, the services for the BEA TOP END system may
reside on severa different nodes. Therefore, a TEDG LDOVImay need several RDOV
entriesto define connectionsto the BEA TOP END nodeswherethe desired BEA TOP
END servicesreside.

The TYPE and DOMAI NI D parameters are required; MTYPE is not used for remote
domains of type TOPEND:

TYPE=identifier
is used for grouping remote domains into classes. TYPE can be set to one of
the following values: TOPEND, TDOMAI N, SNAX or OSI TP. The TOPEND value
indicates that this remote domainisa BEA TOP END system and can
communicate only with alocal domain of type TOPEND. The TDOVAI N value
indicates that this remote domain can communicate only with another BEA
Tuxedo system domain. The SNAX value indicates that this domain
communicates with another TP domain via SNA protocol. The OSI TP value
indicates that this remote domain communicates with another TP domain via
the OSI TP protocaol.

DOVAI NI D= string
is used to identify aremote domain. DOVAI NI Dmust be 30 octets or fewer in
length. If the valueis astring, it must be 30 characters or fewer (counting the
trailing null). DOMAI NI D must be unique across remote domains. The value of
st ri ng can be asequence of characters or asequence of hexadecimal digits
preceded by “Ox”. Th@owvial NI D value is used by the BEA TOP END
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gateway as the BEA Tuxedo user ID for requests made to the BEA Tuxedo
system by the BEA TOP END system on this RDOviconnection.
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DM_TOPEND Section

This section defines the addressing information required by domains of type TOPEND.
This section should have an entry per local domain if requests from remote domainsto
local services are accepted on that local domain (gateway group), and an entry per
remote domain accessible by the defined local domains.

Entries have the form:
DOM requi red_paraneters [ optional _paranet ers]

where DOMisan i dent i fi er value used to identify either alocal domain (LDOV) or a
remote domain (RDOV) in the DM_LOCAL_DOVAI NS section or in the

DM _REMOTE_DOMAI NS section. The bavidentifier must match a previously defined
LDOMin the DM _LOCAL_DOVAI NS section or RbOviin the DM_REMOTE_ DOVAI NS section.

Loca and remote domains and their network addresses must be configured such that
no more than one BEA TOP END gateway connection to a BEA TOP END nodeis
activated for a particular TP_SYSTEMname at runtime. The BEA TOP END network
interface protocol does not support multiple gateway connections. If an attempt is
made to activate more than one connection, runtime errors occur in the TEDG or on
the BEA TOP END node, and all connections except one are rejected. Due to
variationsin how network addresses can be specified, thistype of configuration cannot
be fully validated in this configuration file.

The following parameters are required:

NWADDR = st ri ng
specifies the network address associated with alocal domain or aremote
domain. If theassociation iswith alocal domain, the N\VADDRi s used to accept
connectionsfrom BEA TOP END systems. If theassociation iswith aremote
domain, the N\WADDR is used to initiate a connection. Specifies the network
address to be used by the process as its listening address. The listening
address for adomain gateway is the means by which it is contacted by
Network Interface components of the BEA TOP END system.

If st ring has the form “Oxhex-digits” or “ \\xhex-digits” , it must
contain an even number of valid hex digits. These forms are translated
internally into a character array containing TCP/IP addresses. They may a so
be written in either of the following two forms:

‘Il host. name: port_nunber”

‘I 4 H port_number”
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Inthefirst of these formats, host . nane isresolved to aTCP/IP host address

at the time the addressis bound using the locally configured name resolution
facilities accessed via get host byname(3c). The #. #. #. #” is the dotted
decimal format where eaghrepresents a decimal number in the range 0 to
255.

The value ofport _nunber is a decimal number in the range 0 to 65535, the
hexadecimal representations of the string specified.

Note: Some port numbers may be reserved for the underlying transport protocols
(such as TCP/IP) used by your system. Check the documentation for yout
transport protocols to find out which numbers, if any, are reserved on your
system.

This parameter specifies the network port address used by a local or a remot
domain to accept connectionsskr i ng has the formoxhex-digits” it
must contain an even number of valid hexadecimal digits.

If the administrator wishes to specify INADDR_ANYfor an LDavlistening
address such as the one used by the BEA TOP END Network Interface, the
format should be*//0.0.0.0: port_nunber” . When an addressis specified
inthisformat, the TEDG (GWTOPENIprocess can listen on por t _nunber for
all available |P addresses on the machine.

Note: Care should be taken when specifying the host address portion of the
NWADDRarameter. When a BEA TOP END NI accepts a connection
request that was issued from a TEDG, it resolves the network address of
the TEDG to aname. Theresolved name must match the defined hostname
of the TEDG. If the defined hostname of the TEDG and the resolved name
differ, including case, the NI connection fails. Such afailure may not be
evident from either the GWTOPENIDg file or the remote BEA TOP END
NI log file. Asageneral rule, ensure that the hostname definitions match
in the DMCONFIdile, the TOP END NI configuration file, the TOP END
nodemap file, the TOP END tp_alias  file, and thelocally configured
name resolution fecilities. For further information on NI name resolution,
refer tothetp_alias  (4T) reference page in the BEA TOP END
Programmer’s Reference Manual

NWDEVI CE = st ri ng
specifiesthe devicefile nameto be used when binding to the listening address
of alocal or aremote domain. The N\WDEVI CE parameter is not required. In
prior releases, if the networking functionality is TLI-based, the device name
must be an absolute pathname.
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TP_SYSTEM= st ri ng
definesthe BEA TOP END system associated with the L Dovior Rbovidefined
in the DM_LOCAL_DOVAI NS and DM _REMOTE_DOMAI NS sections of the
configurationfile. The parameter acceptsastring that correspondsto the BEA
TOPEND system hame. The BEA TOP END system name may contain from
1to 8 characters, excluding any trailing null. ASCII characters ranging from
“"(32) through “~" (126), excluding “/" (47) are valid for this string. The
value ofst ri ng must match the value of th®_SYSTEMenvironment
variable, which is defined in then scri pt (4T) file on the BEA TOP END
system.

If the entry is for a BEA TOP END local domain (that ispiflvmatches a previously
specifiedLDoV), thenNvADDR is the network address to be used to listen for incoming
connections. Only one entry may be configured for a local domain.

Multiple entries may be configured for a remote domain to specify network addresses

to be tried serially on a connection attempt. The first one specified is considered the
primary address, which means it is the first one tried when a connection is being
attempted to a remote domain. If a network connection cannot be established using the
NWADDR of the primary entry, thBWADDR associated with the secondary entry is used.
Each subsequent entry is used if all previous entries have failed. A connection attempt
fails when all configured network addresses have been tried. Entries associated with a
remote domain can be specified an unlimited humber of times. Configuring too many
network addresses or addresses that may not be operational can degrade performance.

If the entry is for a secondary remote domain (that Bgifmatches a previously
specifiedrRDOV), then the entry is used only when a network connection cannot be
established using theAADDR of the primary entry (and any prior secondary entries).
For every secondary entry:

m The value offP_SYSTEMmust match the value af_SySTEMfor the primary
remote gateway entry.

m The entry must include a reference to an alternate network connection to the
same node to which the primary remote domain is connected.

Secondary remote gateway definitions are not recommended for use with TOP END
Domain Gateways.
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DM_ACCESS_CONTROL Section

This section specifies the access control lists used by the local domain.
Linesin this section are of the form:
ACL_NANE requi red_paraneters

where ACL_NAMEisan i dent i fi er used to specify an access control list; it may
contain no more than 15 characters.

The only required parameter is:
ACLI ST =identifier[,identifier]

wherean ACLI ST iscomposed of one or more remote domain names (RDOV) separated
by commas. The wildcard character (*) can be used to specify that all the remote
domains defined in the DM_REMOTE_DQOVAI NS section can access alocal domain.
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DM_LOCAL_SERVICES Section

This section defines the mapping information required to make BEA Tuxedo services
and /Q queue spaces available to BEA TOP END systems. In DMCONFI Gfiles written
for domain gateways other than the TEDG, the purpose of entries in this section isto
map local services to remote names for those services. In DMCONFI G files written for
the TEDG, however, the type entry is used to define request/reply and conversational
service mapping. Additionally, similar entries are accepted in this section for defining
BEA Tuxedo queue space mapping and queue name mapping. Entries may be for a
SERVI CE, QSPACE or QNAVE and are identified by the TYPE parameter. Thissectionis
required for TOP END domain gateways.

Lines within this section have one of these forms:

servi ce [ TYPE=SERVI CE] requi red_par aneters [ opti onal _paranet er s]
gspace TYPE=QSPACE required_paraneters [optional paraneters]
gnane TYPE=QNAVE requi red_paraneters [ optional _paraneters]

where ser vi ce isthe name of an exported BEA Tuxedo service, gspace isthe name
of an exported BEA Tuxedo queue space, and gnane isthe name of a queue name
defined within aBEA Tuxedo queue space. Each of these names may contain no more
than 15 characters.

SERVI CE entries define BEA Tuxedo servicesthat are advertised (product, function,
target) to the BEA TOP END system by the TEDG. Entries for BEA Tuxedo services
that are advertised to aBEA TOP END system must include a mapping from BEA
TOP END service identifiers (product, function, target, qualifier) to BEA Tuxedo
service names. These service identifiers are used with the BEA TOP END
tp_client_send(3T)andtp_client_signon(3T) routine cals.

QSPACE entriesin this section define BEA Tuxedo queue spaces that are made
availableto BEA TOP END asRTQ queues (limitationsapply). RTQ queues are made
availablein BEA TOP END by advertising the RTQ Group hame, RTQ Queue name,
and target name asa BEA TOP END service name. The BEA TOP END gateway
handlest p_r t q_put (3T) requests sent to its RTQ queue namesin amanner similar to
that used by the RTQ server. Each request is then mapped to the BEA Tuxedo queue
space identified in this QSPACE entry. Both QSPACE entries and QNAME entries are
required for message queuing.

QNAME entries define the mapping of a BEA TOP END service request to a BEA
Tuxedo queue name for requests enqueued to the BEA Tuxedo system viaRTQ.
QNAME entries are not advertised as servicesto the BEA TOP END system. QGSPACE and
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QNANE entries areindependent. Any combination of QSPACE and QNANME identifiersmay
be used by an application by supplying the associated BEA TOP END identifierswith
atp_rtq_put (3T) routine call. A run-time error results if the combination does not
exist in thelocal BEA Tuxedo domain.

QNANE entries should be unique with respect to their product, function, target, and
qualifier combination for aparticular LDOM If multiple entries of the same combination
are configured, the TEDG uses only the first one.

Any SERVI CE or QNAME entry that includesthe TE_PRCDUCT parameter, or any QSPACE
entry that includes the TE_RTQGROUP parameter, is applicable to all local domains of
type TOPEND if the entry is not configured for a particular local domain using the L bov
parameter. Entries configured for a specific LDOMare applicable only to the gateway
for that domain.

Because SERVI CE and QSPACE entries configure BEA TOP END service identifiers
that are advertised as BEA TOP END services, theseidentifiers must not overlap for a
particular LDOM For a SERVI CE entry, the TE_PRODUCT, TE_FUNCTI ON, and
TE_TARGET are advertised. For a QSPACE entry, the TE_ RTQGROUP, TE_RTQNAME, and
TE_TARGET are advertised as product, function, and target identifiers. Thereforeif a
SERVI CE entry product, function, and target match a QGSPACE entry RTQ Group, RTQ
Queue name and target, the TEDG cannot route the request. Note that, asin the BEA
TOP END system, the default value for the target is the truncated node name.

If the configuration includes L DAvs for more than one BEA TOP END system, or if it
includes multiple gateway types, the LDOM parameter should be specified in the local
service entry. Mixed configurations that do not specify LDOMshould not be created;
they may prevent a gateway from initializing properly. If in doubt, explicitly set LDOM

Thefollowing are the required and optional parameters for each entry type:

Entry TYPE Required Parameters  Optional Parameters

SERVI CE TE_PRODUCT, TYPE, ACL, LDOM | NBUFTYPE,
TE_FUNCTI ON OUTBUFTYPE, TE_TARGET,

TE_QUALI FI ER

QBPACE TYPE, TE_RTQGROUP, ACL, LDOM TE_TARGET
TE_RTQNAMVE

QNAMVE TYPE, TE_PRODUCT, LDOM | NBUFTYPE, TE_TARGET,
TE_FUNCTI ON TE_QUALI FI ER
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The following are descriptions of both required and optional parameters.

TYPE = SERVI CE | QSPACE | QNAVE
Specifies the type of entry being defined. The value SERVI CE specifies that
the entry defines the mapping parameters applicable to alocal BEA Tuxedo
service being exported to the BEA TOP END system. The value QSPACE
specifies that the entry defines the mapping parameters applicable to alocal
BEA Tuxedo queue space being made available to the BEA TOP END
system asan RTQ queue. The value QNANVE specifiesthat the entry definesthe
parameters applicable to mapping a BEA TOP END service name to a BEA
Tuxedo queue name for requests enqueued to the BEA Tuxedo system via
RTQ. The default value is SERVI CE.

TE_PRODUCT = string
specifies the BEA TOP END product name, which may contain up to 32
characters, excluding the trailing null. Only the following characters are
considered valid: a-z, A-Z, 0-9, _, -, and . (period).

TE_FUNCTI ON= string
specifies the BEA TOP END function name, which may contain up to 8
characters, excluding the trailing null. Only the following characters are
considered valid: a-z, A-Z, 0-9, _, -, and . (period).

TE_TARGET = stri ng

specifies the BEA TOP END Message Sensitive Routing (M SR) target. The
value of st ri ng may contain up to 8 characters, excluding the trailing null.
Only the following characters are considered valid: a-z, A-z, 0-9, _, -, and

. (period). For SERVI CE and QSPACE space entries, an asterisk is alowed as
the last non-space character. The default value of the TE_ TARGET parameter
in the DMCONFI Gfileis spaces, indicating that it is not set. For SERVI CE and
QSPACE entries, the value of this parameter is changed at run time to default
to the truncated node name of the TEDG. These values match the convention
followed by the BEA TOP END system for default target names.

TE_QUALI FI ER= i nt eger
specifiesthe BEA TOP END function quaifier. Valuesin thefollowing range
arevaid: 0-2147483647. The default is 0.

TE_RTQGROUP = stri ng
specifies the BEA TOP END RTQ Group name. The value of st ri ng may
contain up to 32 characters, excluding the trailing null. Only the following
characters are considered vaid: a-z, A-Z, 0-9, _, -, and . (period).
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TE_RTQNAME = st ri ng
specifiesthe BEA TOP END RTQ Queue name. Thevalue of st ri ng may
contain up to 8 characters, excluding the trailing null. Only the following
characters are considered valid: a-z, A-z, 0-9, _, -, and . (period).

ACL =identifier
specifies the name of the access control list (ACL) to be used by the TEDG
to restrict requests made to this SERVI CE or QSPACE by BEA TOP END
systems. The ACL is defined in the DM_ACCESS_CONTROL section of the
DMCONFI Gfile. If this parameter is not specified, then access control is not
performed for requests to this entry.

LDOM= i denti fi er
specifiesthe name of thelocal domain that exportsthis service or queue space
or to which the queue name entry applies. If thiskeyword isnot specified then
the entry is applicableto all the local domains of type TOPEND defined in the
DM LOCAL_DOMAI NS section.

| NBUFTYPE =t ype[ : subt ype]
restricts the input buffer type allowed for this service or queue nameto a
single buffer type. For BEA TOP END service and queue name entries, the
valid valuesfor t ype are: FML32, CARRAY, and X_OCTET.

OUTBUFTYPE = t ypel : subt ype]
restricts the output buffer type accepted from this service to a single buffer
type. For BEA TOPEND serviceentriesthevalid valuesfor t ype are: FM_32,
CARRAY, and X_OCTET.
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DM_REMOTE_SERVICES Section

This section defines the mapping information required to make BEA TOP END
services, RTQ queues, and services accessed via RTQ available to BEA Tuxedo
applications. In DMCONFI Gfileswritten for domain gateways other than the TEDG, the
purpose of entries in this section is to map local servicesto remote names for those
services.

In a DMCONFI Gfile written for the TEDG, however, the purpose of entriesin this
section is different.

m The TYPE parameter is used to define request/reply and conversational service
mapping.

m Similar entries are used in this section for mapping BEA Tuxedo queue spaces
and queue names.

Entries may be included for a SERVI CE, QSPACE, or QNAME, and are identified by the
TYPE parameter. This section is required for TOP END domain gateways.

Lines within this section have one of these forms:

servi ce [ TYPE=SERVI CE] requi red_par aneters [ opti onal _paranet er s]
gspace TYPE=QSPACE required paraneters [optional _paraneters]
gnane TYPE=QNAVE requi red_paraneters [optional _paraneters]

where ser vi ce isthe BEA Tuxedo service name assigned to the BEA TOP END
service, gspace isthe BEA Tuxedo queue space name assigned to the RTQ Queue,
and gnane isthe BEA Tuxedo queue hame assigned to a BEA TOP END service
accessed through RTQ. Each of these names may contain 15 characters or fewer.

SERVI CE entries define BEA TOP END services that are advertised to the BEA
Tuxedo domain by the TEDG. Entriesfor BEA TOP END servicesthat are advertised
to aBEA Tuxedo application must map BEA Tuxedo servicenamesto BEA TOPEND
service identifiers. These service names are used with the XATMI t pcal | (3¢) and
t pacal | (3c) functions.

QSPACE entriesin this section define BEA TOP END RTQ queues that are made
availablein the BEA Tuxedo domain by the TEDG asif they were BEA Tuxedo queue
spaces (limitations apply). A queue spaceismade availablein the BEA Tuxedo system
by advertising the queue space name as a BEA Tuxedo service name. The gateway
handles at penqueue request sent to its queue space name in a manner similar to that
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used by the TMQUEUE server. The request is then mapped to the RTQ queue identified
inthisgspace entry. Both QSPACE and QNAME entries are required for message
gueuing.

QNANE entries define the mapping of a BEA Tuxedo queue nameto aBEA TOP END
service name for requests enqueued to the BEA TOP END system. QNAME entries are
not advertised as servicesto BEA Tuxedo systems. Note that QGSPACE and QNAME
entries are independent; any combination of QSPACE and QNAME identifiers may be
used by an application with thet penqueue( 3c) function.

QNANE entries should be unique with respect to the queue name identifier for a
particular LDOM If multiple entries for the same identifier value are configured, the
TEDG uses only the first one.

Any SERVI CE or QNAME entry that includesthe TE_PRCDUCT parameter, or any QSPACE
entry that includes the TE_RTQGROUP parameter, is applicable to each local domain of
type TOPEND if the entry is not configured for a particular local domain using the LDOM
parameter. Entriesconfigured for aspecific LDOMare a so applicableto the gateway for
that domain.

Because SERVI CE and QSPACE entries configure service identifiers and queue space
identifiers that are advertised as BEA Tuxedo services, these identifiers must not
overlap for aparticular LDOM However, multiple entries of the same type and identifier
are permitted for load balancing. All entries for the same service identifier must have
the same value for the CONV parameter.

If the configuration includes LDOVs for more than one BEA TOP END system, or if it
includes multiple gateway types, the LDOM parameter should be specified in the

DM REMOTE_SERVI CES section of the DMCONFI Gfile. If an RDOWis specified in a
remote servicesentry, or in areferenced routing entry, itsval ue should match the value
of the LDOMtype (TOPEND) and TP_SYSTEM Mixed configurations that do not specify
LDOM or that reference RDOMs of mixed types or mixed TP_SYSTEMs should not be
created; they may prevent gateways from initializing properly. If in doubt, explicitly
set LDOMand specify a remote domain (viathe RDOMparameter or ROUTI NG). A
“wildcard” specification for a remote domain should be used only when a single
gateway type is defined.
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The following are the required and optional parameters for each entry type.

Entry TYPE Required Parameters  Optional Parameters
SERVI CE TE_PRODUCT, TYPE, LDOM RDOM
TE_FUNCTI ON | NBUFTYPE, OUTBUFTYPE,

CONV, TE_TARGET,
TE_QUALI FI ER, TRANTI ME,

ROUTI NG
QSPACE TYPE, TE_RTQGROUP, LDOM RDOM TE_TARGET,
TE_RTQNAMVE TRANTI ME, ROUTI NG
QNAVE TYPE, TE_PRODUCT, LDOM | NBUFTYPE,
TE_FUNCTI ON TE_TARGET, TE_QUALI FI ER

The following are descriptions of both required and optional parameters.

TYPE = SERVI CE | QSPACE | QNAVE

specifies the type of entry being defined. The value SERVI CE specifies that
the entry defines the mapping parameters needed to make aBEA TOP END
service availableasalocal BEA Tuxedo service. The value QSPACE specifies
that the entry defines the mapping parameters needed to make a BEA TOP
END RTQ queue available asalocal BEA Tuxedo queue space. The value
QNAME specifies that the entry defines the parameters needed to map a BEA
Tuxedo queue nameto aBEA TOP END service name for requests enqueued
to the BEA TOP END system via/Q. The default value is SERVI CE.

TE_PRODUCT = string
specifies the BEA TOP END product name, which may contain up to 32
characters, excluding the trailing null. Only the following characters are
considered valid: a-z, A-z, 0-9, _, -, and . (period).

TE_FUNCTI ON= stri ng
specifies the BEA TOP END function name, which may contain up to 8
characters, excluding the trailing null. Only the following characters are
considered valid: a-z, A-z, 0-9, _, -, and . (period).

TE_TARGET = stri ng
specifies the BEA TOP END Message Sensitive Routing (M SR) target,
which may contain up to 8 characters, excluding the trailing null. Only the
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following characters are considered valid: a-z, A-Z, 0-9, _, -, and . (period).
The default is spaces.

TE_QUALI FI ER= | nt eger
specifiesthe BEA TOP END function qualifier. Vauesinthefollowing range
arevalid: 0-2147483647 (unsigned long max). The default is O.

TE_RTQGROUP = stri ng
specifiesthe BEA TOP END RTQ Group name, which may contain up to 32
characters, excluding the trailing null. Only the following characters are
considered valid: a-z, A-Z, 0-9, _, -, and . (period).

TE_RTQNAME = st ri ng
specifiesthe BEA TOP END RTQ Queue name, which may contain up to 8
characters, excluding the trailing null. Only the following characters are
considered valid: a-z, A-Z, 0-9, _, -, and . (period).

LDOM=j denti fier
specifies the name of the local domain that imports this service or RTQ
queue, or to which a queue name entry applies. If this keyword is not
specified then the entry is applicable to all the local domains of type TOPEND
defined in the DM_LOCAL_DOVAI NS section.

RDOM= i dentifierl[,identifier2][,identifier3]
specifiesthe name of the remote domain providing this service or RTQ queue.
The remote domain must be of type TOPEND and it must be part of the same
TP_SYSTEMas the local domain to which this entry applies. If this parameter
isnot specified and arouting criteriais not specified, the local domain
assumes that any remote domain of type TOPEND with the same TP_SYSTEM
value as the local domain provides the service or RTQ queue.

If youwant to configure alternate remotedomainswith thei dent i f i er 2 and
i dent i fi er 3arguments, then you must specify ON_STARTUP as the val ue of
the CONNECTI ON_POLI CY parameter. If i dent i fi er 2 is configured, it is
used for failover. (When the remote domain specified by i dentifier1is
unavailable, the remote domain specified by i dent i fi er 2 is used.)
Similarly, if i dent i fi er 3isconfigured, it is used for failover. (When the
remote domains specified by i dent i fier 1 and i dentifier2 are
unavailable, theremote domain specified by i dent i f i er 3isused.) Notethat
both load balancing (multiple remote service entries) and domains failover
(using dternate remote domains specified with this parameter) may be used
for aremote service.
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ROUTI NG=i dentifier
When more than one remote domain offers the same service, alocal domain
can perform data-dependent routing if this optional parameter is specified.
Thei dent i fi er specifiesthe name of the routing criteria used for this
data-dependent routing. If this parameter is not specified, data-dependent
routing is not used for thisservice. Thevalueof i dent i fi er may contain up
to 15 characters. If multiple entries for the same service or queue space name
areincluded with different RDOM parameters, the value of the ROUTI NG
parameter should bethe samefor all of these entries. Additionally, the remote
domains configured (with RDAV) in the referenced routing criteriamust be
part of the same TP_SYSTEMas the local domain to which this entry applies.

I NBUFTYPE = t ype[: subt ype]
restricts the input buffer type allowed for this service or queue name to a
single buffer type. For BEA TOP END service and queue name entries, the
valid valuesfor t ype are: FML32, CARRAY, and X_OCTET.

OUTBUFTYPE = t ypel[: subt ype]
restricts the output buffer type accepted from this service to a single buffer
type. For BEA TOP END service entries, the valid valuesfor t ype are:
FML32, CARRAY, and X_OCTET.

CONV = {Y|N
must be set to Y if a pseudo-conversation isto be managed by a BEA TOP
END server application that may or may not maintain application context. If
CONVissettoY, the X ATMI functionsfor conversation (t pconnect , t psend,
and t pdi scon) must be used. If CONV is set to N, the request/reply XATMI
functions(t pcal | ,t pacal I ) must beused with thisservice. The defaultisN.

TRANTI ME = i nt eger
specifies (in seconds) the default interval (or timeout) for a transaction
automatically started for the associated service. The value must be greater
than or equal to 0 and less than 2147483648. The default is 30 seconds. A
value of 0 indicates the maximum timeout value for the machine, or
2147483648-1.
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DM_RESOURCES

This optional section is used for defining global Domains configuration information,
specifically a user-supplied configuration version string.

The only parameter in this section is
VERSI ON= st ring

where st ri ngisafield in which users can enter a version number for the current
Domains configuration file. Thisfield is not checked by the software.
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DM_ROUTING Section

This section provides information for data-dependent routing of service requestsusing
FM_32. This description only applies to gateways of type TOPEND. For routing
information for gateways of type TDOMAI N, refer to the DMCONFI G( 5) reference page.

Lines within the DM_ROUTI NG section have the following form.
CRI TERI ON_NAME requi red_par aneters

where CRI TERI ON_NAME isthe i dent i fi er name of therouting entry that was
specified in the services entry. The value of CRI TERI OV_NAME may contain up to 15
characters.

The following parameters are required.

FI ELD=i denti fier
specifiesthe name of therouting field, which may contain up to 30 characters.
It is assumed that the value of this parameter isafield name identified in an
FML field table (for FM_32 buffers). The FLDTBLDI R32 and FI ELDTBLS32
environment variables are used to locate FM. field tables. If afield in an
FM_32 buffer isused for routing, the number of the field must be lessthan or
equa to 8191.

RANGES = “ st ri ng’
specifies the ranges and associated remote domain names (RDOWfor the
routing field. st ri ng must be enclosed in double quotes. The value of
st ri ng must be acomma-separated ordered list of range/RDONpairs (see the
“Example” section later in this reference page).

A range is either a single value (a signed numeric value or a character string
enclosed in single quotes), or a range of the foomer - upper (where

I over andupper are both signed numeric values or character strings in
single quotes). Note that the valug ofver must be less than or equal to the
value ofupper.

To embed a single quote in a character string value @i en, for
example), you must precede it with two backslasbes @ri en).

The valueM N can be used to indicate the minimum value for the data type of
the associated ELD: for strings and carrays, it is the null string; for character
fields, itis O; for numeric values, it is the minimum numeric value that can be
stored in the field.
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The value MAX can be used to indicate the maximum value for the data type

of the associated FI ELD: for strings and carrays, it is effectively an unlimited

string of octal-255 characters; for a character field, it is asingle octal-255
character; for numeric values, it is the maximum numeric value that can be

stored in the field. Thus, the value of the strigN - -5" is the set of all
numbers less than or equal to -5 and the value of the s&ingMaX” is the

set of all numbers greater than or equal to 6. The meta-chargetiédcard)

in the position of a range indicates any values not covered by the other range
previously seen in the entry. Only one wild-card range is allowed per entry
and it should be listed last (ranges following it are ignored).

The routing field can be of any data type supporteahin A numeric routing

field must have numeric range values and a string routing field must have
string range values. String range values for string, carray, and character fielt
types must be placed inside a pair of single quotes and cannot be preceded |
a sign. Short and long integer values are a string of digits, optionally precedec
by a plus or minus sign. Floating point numbers are of the form accepted by
the C compiler oat of () : an optional sign, then a string of digits optionally
containing a decimal point, then an optional e or E followed by an optional
sign or space, followed by an integer.

When a field value matches a range, the assocr@dvalue specifies the
remote domain to which the request should be routedrD&nvalue of *"
indicates that the request can go to any remote domain known by the gatewa

group.
Within a range®DOMpair, the range is separated from KpeMby a colon ().
BUFTYPE = “ t ypel[: subt ypel[,subtype2...]1[;t ype2[: subtype3[,...]]]..."

isalist of types and subtypes of data buffers for which this routing entry is
valid. For TOP END domain gateways, the type isrestricted to FML32. No
subtype can be specified for type FML32. This parameter isrequired.

If thefield valueisnot set (for FML32buffers), or does not match any specific
range and awild-card range has not been specified, an error is returned to the
application process that requested the execution of the remote service.

Files  The BDMCONFI@nvironment variable is used to find the BDMCONFI&onfiguration
file.

116 BEA Tuxedo File Formats and Data Descriptions Reference



DMCONFIG for GWTOPEND(5)

Example  The following configuration file example is based on Example 1 in the core BEA
Tuxedo DMOONFI G 5) reference page. The example has been extended to include a
TOP END domain gateway with a single connection to aBEA TOP END system. In
this scenario the BEA TOP END system is al so running a banking application that
offers services needed by users of a BEA Tuxedo application. Conversely, certain
BEA Tuxedo services need to be available to the BEA TOP END system for use by
modified client programs. A simple queuing exampleis also included.

The DMCONFI Gfile for this configuration is shown below. Changes from the original
example in the core DMCONFI  5) file are shown in bold.

# TUXEDO DOVAI N CONFI GURATI ON FI LE FOR THE CENTRAL BANK

#

#

*DM _LOCAL_ DOVAI NS

# <l ocal domai n name> <Gateway Group nane> <donmi n type> <domain i d> <l og devi ce>

# [<audit log>] [<blocktinme>]

# [<log nane>] [<log offset>] [<log size>]
# [ <maxrdtran>] [ <maxtran>]

# [ <maxdat al en>] [<security>]

# [ <tuxconfig>] [<tuxoffset>]

#

#

DEFAULT: SECURI TY = NONE

c0l OAERP = bankgl
TYPE = TDOMAI N
DOVAI Nl D = " BA. CENTRALO1"
DMILOGDEV = "/ usr/apps/ bank/ DMILOG'
DMILOGNAME = " DMILG_Co1"

c02 OGANERP = bankg2
TYPE = CSI TP
DOVAI NI D = " BA. CENTRALO2"
DMILOGDEV = "/ usr/apps/ bank/ DMILOG'
DMILOGNAME = " DMTILG_Co2"

c03 GAGRP = bankg3
TYPE = TOPEND
DOVAI NI D = " CENTRALBKGW
DMILOGDEV = "/ usr/ apps/ bank/ DMILOG'
DMILOGNAME = "DMTLG C03"
SECURI TY = CLEAR

#
*DM_REMOTE_DQOVAI NS
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#<renote domai n nane> <domai n type> <domain id>
#
b01 TYPE = TDOVAI N

DOVAI NI D = " BA. BANKO1"

b02 TYPE = TDOVAI N
DOVAI NI D = " BA. BANKO2"

b03 TYPE = TDOVAI N
DOVAI NI D = " BA. BANKO3"

b04 TYPE = OSITP
DOVAI NI D = " BA. BANKO4"

b05 TYPE = TOPEND
DOVAI NI D = " BANKO5"

* DM_TDOVAI N

#

# <l ocal or renote domain name> <network address> [<nwdevi ce>]
#

# Local network addresses

c01 NWADDR = "//newyor k. acne. com 65432" NWEVI CE ="/dev/tcp"

# Renpte network addresses

b01 NWADDR = "//192.11.109.5:1025" NWDEVICE = "/dev/tcp"

b02 NWADDR = "//dall as.acme.com 65432" NWDEVI CE = "/dev/tcp"
b03 NWADDR = "//192.11.109. 156: 4244" NWDEVI CE = "/dev/tcp"
*DM OSI TP

#

#<l ocal or renpte domai n name> <apt> <aeq>
# [<aet>] [<acn>] [<apid>] [<aeid>]
# [<profile>]

#

c02 APT = "BA. CENTRALO2"
AEQ = "TUXEDO. R 4. 2.1"
AET = "{1.3.15.0.3},{1}"
ACN = "XATM "

b04 APT = "BA. BANKO4"
AEQ = "TUXEDO. R 4. 2.1"
AET = "{1.3.15.0.4},{1}"
ACN = "XATM "

* DM_TOPEND

#lLocal network addresses

c03 NWADDR = "//newyor k. acne. com 65434"
TP_SYSTEM = " BANKSYS"

#Renot e net wor k addr esses
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b05 NWADDR = "//sandi ego. acne. com 65434"
TP_SYSTEM = " BANKSYS"

*DM_LOCAL_SERVI CES

#<servi ce_nanme> [ <Local Donmai n name>] [<access control >] [<exported svcnane>]

# [ <i nbuftype>] [<outbuftype>]
#

#Not available to TOP END, no mappi ng
open_act ACL = branch LDOM:cO1

cl ose_act ACL = branch LDOVEc0O1
credit LDOMEcO1

debit LDOM=cO1

| oan LDOM = c02 ACL = | oans

#Servi ces exported to TOP END and ot her donains
bal ance TYPE=SERVI CE TE_PRODUCT="TUX" TE_FUNCTI ON="BALANCE" LDOM-c03

#Queues available to TOP END
gspace TYPE=QSPACE TE_RTQGROUP="TUXQUEUE' TE_RTQNAME="TUXQ' LDOM=c03
gname TYPE=QNAME TE_PRODUCT="TUX" TE_FUNCTI ON=" QSERV" LDOM=c03

* DM_REMOTE_SERVI CES
#<servi ce_nane> [ <Renote domai n nanme>] [<l|ocal domain name>]

# [ <renpte svcnanme>] [<routing>] [<conv>]
# [<trantime>] [<inbuftype>] [<outbuftype>]
#

tlr_add LDOM = c01 ROUTI NG = ACCOUNT
tlr_bal LDOM = c01 ROUTI NG = ACCOUNT
tlr_add RDOM = b04 LDOM = c02 RNAME ="TPSU002"
tlr_bal RDOM = b04 LDOM = c02 RNAME ="TPSU003"

#

# New TOP END services available to TUXEDO

DEFAULT: LDOM=c03 RDOVEDLOS
TYPE=SERVI CE TE_PRCDUCT=" EBANK"

te_start TE_FUNCTI ON=" START"

te_end TE_FUNCTI ON=" END"

te_login TE_FUNCTI ON="LOG N

te_listacct TE_FUNCTI ON=" LI STACCT"

te_get payees TE_FUNCTI ON=" GETPAYES"

te_el ecpay TE_FUNCTI ON=" ELECPAY"

te_bal TE_FUNCTI ON=" BAL"

te_transfer TE_FUNCTI ON=" TRANSFER"

te_w thdraw TE_FUNCTI ON=" W THDRAW

te_deposit TE_FUNCTI ON=" DEPCSI T"

#

#TOP END RTQ queues avail able to Tuxedo
DEFAULT: LDOVEc03 RDOVELO5 TYPE=QSPACE
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t uxgspace TE RTQGROUP="TEQGROUP" TE_RTQNANME=" TEQNANE"

#

#TOP END servi ces avail abl e to TUXEDO vi a t penqueue and RTQ
DEFAULT: LDOM=c03 RDOMEDO5 TYPE=QNAME

te_report TE_PRODUCT="EBANK' TE_FUNCTI ON=" REPORT"
te_update TE_PRODUCT="EBANK"' TE_FUNCTI ON=" UPDATE"

* DM_ROUTI NG
# <routing criteria> <field> <typed buffer> <ranges>
#

ACCOUNT FI ELD = branchi d BUFTYPE ="VI EW account"
RANGES ="M N - 1000: b01, 1001-3000: b02, *:b03"

* DM _ACCESS CONTROL

#<acl nane> <Renpte domain |ist>
#

branch ACLI ST
|l oans ACLI ST

01, b02, b0O3
04

=b
=b

Network  Suppose the local machine on whicha TEDG isbeing run isusing TCP/IP addressing
Addresses  and is named backus. corpany. com The address of the machineis 155. 2. 193. 18.
Further suppose that the port number at which the TEDG should accept requestsis
2334. Assume that the port number 2334 has been added to the network services
database under the name bankapp- gwaddr . The complete address of this port can be
represented in the following ways.

/1155, 2. 193. 18: bankapp- gwaddr
/1155.2.193. 18: 2334

/ I backus. conpany. com bankapp- gwaddr
/ I backus. conpany. com 2334
0x0002091E9B02C112

Thelast of these representationsis written in hexadecimal format. The string 0002 is
thefirst part of a TCP/IP address. 091E isthe port number 2334 translated into a
hexadecimal number. The rest of the address (9B02C112) consists of hexadecimal
tranglations of each element of the IP address (155. 2. 193. 12): 9B istranslated from
155, 02 istranslated from 2, and so on.
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See Also

dmadm n( 1), dm oadcf (1), dmunl oadcf (1), t mboot (1), t nehut down( 1),
DVADM 5) , GWADM 5) , GATOPEND( 5)

BEA TOP END Programmer’s Reference Manual i nt r o(3T), ni _conf i g(4T),
nm_conf i g(4T), nm scri pt (4T)

Administering a BEA Tuxedo Application at Run Time
Setting Up a BEA Tuxedo Application

Programming a BEA Tuxedo Application Using C
Using the BEA Tuxedo Domains Component

Using the BEA Tuxedo TOP END Domain Gateway
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DM_MIB(5)

Name
Synopsis
Domains

Terminology
Improvements

DM M B - Management Information Base for Domains

#include <fm 32. h>
#include <tpadm h> /* M B Header, includes DOVAI NS */

The Domains MIB usesimproved class and attribute terminology to describe the
interaction between domains. Thisimproved terminology has also been applied to
DMCONFI Gfile syntax.

These terminology improvements eliminate multiple uses of the term “domain” and
introduce terms that more clearly describe the actions that occur. For example, the ter
access point defines an object through which you gain access to another object.
Therefore, you access a remote domain through a remote domain access point, anc
remote domains gain access to a local domain through a local domain access point. T
following table reflects th®MCONFI G section name changes that result from
eliminating multiple uses of the term “domain.”

This DMCONFI G section hame. . . Has changed to. . .
DM _LOCAL_DOVAI NS DM _LOCAL
DM_REMOTE_DOMAI NS DM _REMOTE

Within these sections, the following parameter names have changed.

This parameter name. . . Has changed to. . .
DOVAI NI D ACCESSPQA NTI D
MAXRDOM MAXACCESSPQA NT
MAXRDTRAN MAXRAPTRAN

The equivalenbM M B classes for thedBMOONFI G sections ard_DM LOCAL and
T_DM REMOTE, respectively.
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In certain configurations, both avail able services and resources, such as queue spaces
and queue names, need to be imported and exported. As such, the DMCONFI G section
names DM _LOCAL_SERVI CES and DM _REMOTE_SERVI CES no longer accurately
describe the necessary activity. Replacing these section names with DM_EXPORT and
DM _| MPORT, respectively, clearly describes the actions that occur; that is, from the
perspective of asingle BEA Tuxedo domain, resources are exported from the domain
through local access points and imported into the domain through remote access
points. These DMCONFI G section hame changes are shown in the following table.

This DMCONFI Gsection name. . . Has changed to. . .
DM _LOCAL_SERVI CES DM _EXPORT
DM _REMOTE_SERVI CES DM | MPORT

Within these sections, the following parameter names have changed.

Thisparameter name. . . Has changed to. . .
LDOM LACCESSPO NT
RDOM RACCESSPO NT

The equivalent DM_M B classes for these DMCONFI G sections are T_DM _EXPORT and
T_DM | MPORT, respectively.

Backwards Compatibility

Whiletheimproved domainsterminology is more accurate than previousterminol ogy,
the scope of changes to domains-rel ated documentation and error messagesis limited
in thisrelease. The improved terminology has been applied to the DM M B classes,
reference page, and error messages, the DMCONFI G file syntax, and various DMCONFI G
error messages.

For backwards compatibility, aliases are provided between the DMCONFI Gterminology
used prior to thisrelease and the improved Domains M1B terminology. In thisrelease,
dm oadcf accepts both versions of the DMCONFI Gterminology. dnunl oadcf
however, generates a DMCONFI Gfile that uses the improved domains terminology by
default. Use the - ¢ option of dnunl oadcf to generate a DMCONFI Gfile that uses the
previous domains terminology.
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Description  The Domains MIB defines the set of classes through which a domain may import or
export services using domain gateways and domain gateway administrative servers.
This reference page assumes the reader isfamiliar with the BEA Tuxedo System

Domains feature.

Use DM _M B(5) in combination with the generic MIB reference page M B( 5) to format
administrative requests and interpret administrative replies.

Requests formatted as described in M B( 5) using classes and attributes described in
DM_M B may be used to request an administrative service using existing ATMI
interfaces in an active application.

DM M B(5) consists of the following classes:

DM_MIB Classes

Class Name

Attributes

T_DM ACL

Domain access control list

T_DM CONNECTI ON

Connection status between two domains

T_DM EXPORT Exported resource
T _DM | MPORT Imported resource
T DM LOCAL Local access point
T _DM CSI TP OSlI TP specific configuration for an access point

T_DM PASSWORD

Domain password entry

T_DM PRI NCI PAL_MAP

Principal mapping entry

T_DM REMOTE

Remote access point

T_DM RESOURCES

Global Domains configuration information

T_DM ROUTI NG

Access point routing criteria

T_DM RPRI NCI PAL

Remote principal entry

T_DM SNACRM

SNA-CRM-specific configuration for alocal access point

T_DM SNALI NK

SNAX-specific configuration for a remote access point

T_DM SNASTACK

SNA stack to be used by a specific SNA CRM
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Attribute Table
Format

TA_FLAGS
Values

FML32 Field
Tables

DM_MIB Classes

Class Name Attributes

T_DM TDOVAI N TDomain-specific configuration for an access point
T_DM TCPEND BEA TOP END-specific configuration for an access point
T_DM TRANSACTI ON Transaction entry associated with alocal access point

Each class description consists of four sections:
m Overview - High level description of the attributes associated with the class

m Attribute Table - A table that lists the name, type, permissions, vaues, and
default for each attribute in the class. The format of the attribute table is
described bel ow

m Attribute Semantics - Defines the interpretation of each attribute that is part of
the class.

m Limitations- Limitations in the access to and interpretation of this class.

Theattributetableisareference guideto the attributeswithin aclass and how they may
used by administrators, operators, and general users to interface with an application.

There are five components to each attribute description in an attribute table: name,
type, permissions, values, and default. Each of these componentsis discussed in
M B(5).

M B(5) definesthegeneric TA_FLAGS attributewhich isalong-valued field containing
both generic and component MIB-specific flag values. At this time, there are no
DM M B-specific flag values defined.

Thefield tables for the attributes described in this reference page are found in thefile
udat aobj / t padmrelative to the root directory of the BEA Tuxedo System software
installed on the system. The directory ${ TUXDI R}/ udat aobj should be included by
the application in the colon-separated list specified by the FLDTBLDI R environment
variable. The field table name t padmshould be included in the comma-separated list
specified by the FI ELDTBLS environment variable.
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Interoperability ~ Access to the header files and field tables for this MIB is provided only on BEA
Tuxedo Release 7.1 sites and | ater, both native and Workstation. If a Release 5.0 or
earlier site is active in the application, then global information updates (“SET”
operations) are not allowed to gateway groups on those sites.

Local information access for Release 5.0 and earlier sitesis not available. If the class
accessed also has global information, then only the globa information is returned.
Otherwise, an error is returned.

Portability = Theexisting FML32 and ATMI functions necessary to support administrative
interaction with BEA Tuxedo System MIBs, as well asthe header file and field tables
defined in this reference page, are available on all supported native and Workstation
platforms.
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T_DM_ACL Class Definition
Overview  The T_DM ACL class represents access control information for domains.
Attribute Table

DM_MIB(5): T_DM_ACL Class Definition Attribute Table

Attribute Type Permissions Values Default

TA_DMACLNAME) (k) (*) string rW-r--r-- string[1.15] N/A

TA_DMRACCESSPOINTLIST*)  string IW-T---- string[0..1550]

TA_STATHr) string rW-r--r-- GET. “VAL” N/A
SET: “ {NEW|INV}” N/A

(r) - required when anew object is created
(k) - akey field for object retrieval
(*) - arequired key field for al SET operations on the class

Attribute TA_DMACLNAME: st ri ng [1..15]
Semantics The access control list name, unique within the scope of the T_DM ACL entry
names in the domain configuration.

TA_DMRACCESSPO NTLI ST: st ri ng [0..1550]
The list of remote domain access points associated with this access control
list. TA_DMRACCESSPO NTLI ST is acomma-separated list of remote access
point names (that is, the value of the TA_ DMRACCESSPOI NT attribute of avalid
T_DM REMOTE object). Thelist can contain up to 50 remote access point
identifier elements. Setting this attribute to “*» means that all the remote
domainsin the configuration are associated with thisentry. “* means no
remote access points are associated with this entry. The default is* .

TA_STATE

GET “{VALid }"
A GEToperation retrieves configuration information for the
T_DM_ACLobject. The following state indicates the meaning of a
TA_STATEattribute value returned in response to a GETrequest.
States not listed are not returned.
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“VALid" The object is defined and inactive. Thisisthe only valid
state for this class. ACL groups are never active.

SET: “{NEW INValid }”
A SEToperation updates configuration information for the selected
T_DM_ACLobject. The following states indicate the meaning of a
TA_STATESet in a SET reguest. States not listed may not be set.

“NEW” A new object is created. A state changeisallowed only
wheninthe“INValid”  state. A successful return
leaves the object in the “VALId"  state.

unset Modify an existing object. This combination is not
allowed inthe“INValid”  state. A successful return
leaves the object state unchanged.

“INValid” The object isdeleted. A state change is allowed only
wheninthe“VALid” sate. A successful return leaves
the object in the “INValid”  state.

Limitations  None.
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T _DM_CONNECTION Class Definition

Overview
access points.

Attribute Table

DM_MIB(5): T_DM_CONNECTION Class Definition Attribute Table

The T_DM CONNECTI ON class represents the status of connections between domain

Attribute Type Permissions  Values Default
TA DM_ACCESSPQO NT(K)(*) string FW-r--r-- string[l1..30] N/A
TA DMRACCESSPQO NT(K) string FVWr--r-- string[l1..30] N/A
TA DMIYPE string F--r--r-- “ { TDOMAIN TOPEND” N/A
TA_STATHK)(*) string PWXT-XT-- GET :“{ACT|SUS|INI |INA N/A
| UNK” N/A
SET “{ACT|INA}"
Attributes available when TA_ DMTYPE=TDOVAI N:
TA_DMCURENCRYPTBITS  string [— “{0]40 | 56 | 128} NoteL “o

(k) - akey field for object retrieval

(*) - arequired key field for al SET operations on the class

Note1Theink-level encryptionvalueof 40 bitsis provided for backward compatibility .

Attribute
Semantics

TA_DMLACCESSPOI NT: st ri ng[1..30]
The name of the local domain access point identifying the connection

between the domains.

On GET and SET operations, a specific local domain access point must be
specified for this attribute.

TA_DVRACCESSPOI NT: st ri ng[1..30]
The name of the remote domain access point identifying the connection
between the domains.

On GET and SET operations, if TA_ DMRACCESSPO NT is absent, all the
T_DM CONNECTI ON entries for the local access point specified by
TA_DMLACCESSPO NT are selected.
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TA _DMTYPE: “ { TDOMAIN| TOPEND”
Thetype of domain, which can be either “TDOMAIN” or “TOPEND".

TA_STATE

GET:* {ACTive |SUSpended | INItializing | INActive | UNKnowr}”
A GEToperation retrieves run-time information for the connection.
Thefollowing states indicate the meaning of a TA_STATEattribute
value returned in response to a GETrequest. States not listed are not

returned.

“ACTive” The connection is active.

“SUSpended” The connection is awaiting retry.

“INltializing” The connection isinitiaizing.

“INActive” The specified domain access points are
disconnected. (This stateis only returned by
gateways running BEA Tuxedo Release 7.1 or
later.)

“UNKnown” The connection state of the specified domain

access points cannot be determined.

SET:* {ACTive |INActive }”
A SET operation updates run-time information for the connection.
Thefollowing states indicate the meaning of a TA_STATEin aSET
reguest. States not listed may not be set.

“ACTive" Connect the specified domain access points. If the
current stateis“SUSpended” or “INActive” ,
SET:“ACTive”  places the connection into the

state “INlItializing” , otherwise thereis no
change.

“INActive” Disconnect the specified domain access points
and destroy the object.
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Attributes available when TA_ DMTYPE=TDOMAIN

TA_DMCURENCRYPTBI TS: “{0 | 40 | 56 | 128}”
Thelevel of encryption in use on this connection. “0” means no encryption,
while*40” ,“56” , and “128” specify the encryption length (in bits). This
attribute isvalid only for gateways running BEA Tuxedo Release 7.1 or
higher. For al other gateways, thisvalueisset to “0” .

Note: Thelink-level encryption value of 40 bits is provided for backward
compatibility.
Limitations ~ The Domain gateway administration (GWAD)Mserver and the domain gateway

supporting the local domain access point specified in the TA_ DMLACCESSPOINT
attribute must be active in order to perform GETor SET operations on connections to

that access point.
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T _DM_EXPORT Class Definition

Overview  The T_DM EXPORT class represents local resources that are exported to one or more
remote domains through alocal access point.

Attribute Table

DM_MIB(5): T_DM_EXPORT Class Definition Attribute Table

Attribute Type Permissions  Values Default
TA_DVRESOURCENAME(r)(K)(*) string rwr--r-- string[l1..15] N/A
TA_DMLACCESSPO NT(K)(*) string rwr--r-- string[1..30] * (meaning
all)
TA_STATE(r) string rwr--r-- GET: “VAL" N/A
SET “{NEWINV}" N/A
TA_DMACLNAME string rw-r--r-- string[l1..15] N/A
TA_DMCONV string  rw-r--r-- “Y [Ny “N”
TA_DMRESOURCETYPE string rwW-r--r-- “{SERVICE| QSPACH “SERVICE”
QNAME
TA_DMREMOTENAME string rw-r--r-- string[1..30] N/A

Attributesavailable from remote access points of TA_DMT'YPE=SNAX| GSI TP| TOPEND:

TA_DMINBUFTYPE string rw-r--r-- st ri ng[0..513] N/A

TA_DMOUTBUFTYPE string rw-r--r-- st ri ng[0..513] N/A

Attributesavailable from remote access points of TA_DMI'YPE=TOPEND:

TA_DMTE_PRODUCT string rw-r--r-- string[l1..32]
TA_DMTE_FUNCTION string rw-r--r-- string[1..8]

TA_DMTE_TARGET string rw-r--r-- string[l..8] Spaces
TA_DMTE_QUALIFIER long rW-r--r-- 0 <= num<= MAXLONG 0 (Zero)
TA DMTE_RTQGROUP string rw-r--r-- string[l1..32]

TA DMTE_RTQNAME string rw-r--r-- string[1..8]
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DM_MIB(5): T_DM_EXPORT Class Definition Attribute Table

Attribute Type Permissions  Values Default

(r) - required when anew object is created
(k) - akey field for object retrieval
(*) - arequired key field for al SET operations on the class

Attribute TA_DVRESOURCENAME: st ri ng[1..15]
Semantics Theloca resource name for entries of resource type SERVI CE (the service
name), QSPACE (the queue space name), and QNAME (the queue name). For a
SERVI CE entry, the value of this attribute corresponds to the value of the
TA_SERVI CENAME attribute of an active T_SVCOGRP object. Thisresourceis
exported to other domains with the same name or with the alias defined in the
TA_DVREMOTENAME or TA DMIE* attributes.

TA_DMLACCESSPOI NT: st ri ng[1..30]
Thelocal access point name. Setting this attributeto “**  means the resource
isavailable at all local access points.

TA_STATE

GET “{VALid }"
A GEToperation retrieves configuration information for the
T_DM_EXPORDbject. The following state indicates the meaning of
aTA_STATEattribute value returned in response to a GETrequest.
States not listed are not returned.

“VALid" The object exists.

SET: “{NEW INvalid }”
A SET operation updates configuration information for the selected
T_DM_EXPORDbject. The following states indicate the meaning of
aTA_STATESet in aSET request. States not listed may not be set.

“‘NEW” A new object is created.

unset Modify an existing object. This combination is not
allowed inthe“INValid”  state. A successful return
leaves the object state unchanged.
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“INValid” The object is deleted.

TA DVACLNAME: st ri ng[1..15]
Thenameof aT_DM ACL object to usefor security onthislocal service. When
access is permitted from TOPEND remote access points, this optional attribute
may be specified if TA_ DMRESOURCETYPE="SERVICEl “QSPACE". This
attribute is not permitted if TA_ DMRESOURCETYPE="QNAME”

TA_DMCONV {Y | N}”
Specifies whether this local serviceis conversational or not. When accessis
permitted from TOPENDemote access points, this attribute must be set to “N”
for entries of TA_ DMRESOURCETYPE="QSPACHE"“QNAME".

TA_DMRESOURCETYPH SERVICE | QSPACH QNAME’
Specifieswhether thisentry isfor a“SERVICE” , “QSPACE”, or “QNAME”. The
default is“SERVICE” .

TA_DMREMOTENAME ri ng[1..30]
For entries of type“SERVICE” or “QSPACE", this attribute specifiesthe name
exported through hon-TOPENDremote access points.

Attributes available from remote access points of TA_DMTYPE=SNAX|OSITP|TOPEND

TA_DMINBUFTYPESst ri ng[0..513]
t ype[:subt ype]—Input buffer type, optionally followed by subtype. If this
attribute is present, it defines the buffer type [and subtype] accepted. This
attribute should be defined for entriestéf DMRESOURCETYPE="SERVICE”
when access is permitted from remote access points using OSITP with the
UDT application context, or when using SNAX When accessis permitted
from TOPENDemote access points, this optional attribute may be specified if
TA DMRESOURCETYPE="SERVICEl “QNAME”. This attribute is not
permitted if TA_ DMRESOURCETYPE="QSPACE”

For BEA TOP END service and queue nameentries, thevalid valuesfor t ype
are: FML32, CARRAYand X_OCTET

TA_DMOUTBUFTYPEt ri ng[0..513]
t ype[:subt ype]—Output buffer type, optionally followed by subtype. If this
attribute is present, it defines the buffer type [and subtype] output by the
service. This attribute should be defined for entries of
TA_DMRESOURCETYPE="SERVICE/hen access is permitted from remote
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access points using OSI TP with the UDT application context, or when using
SNAX. When access is permitted from TOPEND remote access points, this
optional attribute may be specified if TA_DMRESOURCETYPE="SERVICE”
This attribute is not permitted if TA_ DMRESOURCETYPE="QSPACH"
“QNAME".

For BEA TOP END service and queue nameentries, thevalid valuesfor t ype
are: FML32, CARRAYand X_OCTET

Attributes available from remote access points of TA_DMTYPE=TOPEND

TA_DMTE_PRODUCTt ri ng[1..32]
The BEA TOP END product nhame. When access is permitted from TOPEND
remote access points, this attribute must be specified if
TA_DMRESOURCETYPE="SERVICENd “QNAME". This attribute is not
permitted if TA_DMRESOURCETYPE="QSPACE”

TA_DMTE_FUNCTIONS! r i ng[1..8]
The BEA TOP END function name. When access is permitted from TOPEND
remote access points, this attribute must be specified if
TA_DMRESOURCETYPE="SERVICEl “OQNAME”. This attribute is not
permitted if TA_DMRESOURCETYPE="QSPACE”

TA_DMTE_TARGETst ri ng[1..8]
The BEA TOP END Message Sensitive Routing (M SR) target. This attribute
is optional for entries of TA_DMRESOURCETYPE="SERVICEQSPACE”", or
“QNAME”when access is permitted from TOPENDremote access points.

TA_DMTE_QUALIFIER 0 <= num<= MAXLONG
The BEA TOP END function qualifier. This attribute is optional for entries
of TA_DMRESOURCETYPE="SERVICBI “QNAME”when access is permitted
from TOPENDremote access points. This attribute is not permitted if
TA_DMRESOURCETYPE="QSPACE"

TA_DMTE_RTQGROUS* ri ng[1..32]
The BEA TOP END Recoverable Transaction Queuing (RTQ) queue group
name. This attribute must be specified for TA_ DMRESOURCETYPE="QSPACE”
when accessis permitted from TOPENDremote access points. This attributeis
not permitted if TA_ DMRESOURCETYPE="SERVICEl “QNAME".

TA_DMTE_RTQNAMEt ri ng[1..8]
The BEA TOP END RTQ queue name. This attribute must be specified for
TA_DMRESOURCETYPE="QSPACa#Id access is permitted from TOPEND
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remote access points. This attribute is not permitted if
TA_DMRESOURCETYPE="SERVICBl “QNAME".

Limitations ~ On SET operations that add or update an instance of this class, and where a specific
local domain access point is specifiedinthe TA_ DMLACCESSPOINattribute, the access
point must exist in the T_DM_LOCAIclass. If it does not, a “not defined” error is
returned for th@A_DM_LACCESSPO NT attribute and the operation fails.
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T _DM_IMPORT (lass Definition

Overview

Attribute Table

The T_DM I MPORT class represents remote resources that are imported through one or
more remote domain access points and made avail abl e to thelocal domain through one
or more local domain access points.

DM_MIB(5): T_DM_IMPORT Class Definition Attribute Table

Attribute Type Permissions Values Default
TA DVRESOURCENAME(r)(K)(*) string rwr--r-- string[l1..15]
TA DM_ACCESSPQO NT(K)(*) string rwr--r-- string[l1..30] *
(meaning all)
TA DVMRACCESSPO NTLI ST(K)(*)  string  rwr--r-- string[l1..92] *
(meaning all)

TA STATE(r) string  rWXr - Xr- - GET: “VAL” N/A

SET: “{NEWINV}" N/A
TA_DMAUTOTRAN string  rw-r--r-- LY N} “N”
TA_DMCONV string  rw-r--r-- “{Y|N}" “N”
TA DMLOAD short rW-r--r-- 1 <= num<= 32,767 50
TA DMPRIO short rW-r--r-- 1 <= num<= 100 50
TA_DMRESOURCETYPE string rW-r--r-- “{SERVICE| QSPACH “SERVICE”

QNAME’
TA_DMREMOTENAME string  rw-r--r-- string[1..30] N/A
TA_DMROUTINGNAME string  rw-r--r-- string[l..15] N/A
TA DMTRANTIME long rW-r--r-- 0 <= num<= 32,767 30
Attributes available from remote access points of TA_DMI'YPE=SNAX| OSI TP| TOPEND:
TA_DMINBUFTYPE string  rw-r--r-- st ring[0..256] N/A
TA_DMOUTBUFTYPE string  rw-r--r-- st ring[0..256] N/A
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DM_MIB(5): T_DM_IMPORT Class Definition Attribute Table

Attribute Type Permissions Values Default

Attributesavailable from remote access points of TA_ DMI'YPE=TOPEND:

TA_DMTE_PRODUCT string rw-r--r-- string[l1..32]
TA_DMTE_FUNCTION string rw-r--r-- string[l.8]

TA_DMTE_TARGET string rw-r--r-- string[l.8] Spaces
TA_DMTE_QUALIFIER long rw-r--r-- 0 <= num<= MAXLONG 0 (Zero)
TA DMTE_RTQGROUP string  rw-r--r-- string[l1..32]

TA DMTE_RTQNAME string rw-r--r-- string[l.8]

(r) - required when a new object is created
(k) - akey field for object retrieval
(*) - arequired key field for all SET operations on the class

Attribute  TA_ DVRESOURCENAME: st ri ng[1..15]
Semantics The remote resource name used for entries of resource type SERVI CE (the
service name), QSPACE (the queue space hame), and QNAME (the queue name).
This resource isimported from remote domains with the same name or with
the alias defined in the TA_DVREMOTENANME or TA_DMTE* attributes.

TA_DMLACCESSPOI NT: st ri ng[1..30]
The name of the local domain access point through which this imported
resource should be made available. If this attribute isset to**” , the resource
is made available through all local domain access points.

TA_DMRACCESSPOINTLISTst ri ng[1..92]
| dentifies the remote domain access point through which this resource should
be imported. TA_DMRACCESSPOINTLISTs a comma-separated fail over
domain list; it can contain up to three remote domain access points of up to
30 characters each. If thisattributeis set to“*” , the resource can beimported
from all remote access points.
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TA_STATE:

GET: “{VALid }"
A GEToperation retrieves configuration information for the
T_DM_IMPORTobject. The following states indicate the meaning of
aTA_STATEattribute value returned in response to a GETrequest.
States not listed are not returned.

“VALid" The object exists.

SET: “{NEW INvalid }”
A SET operation updates the configuration information for the
selected T_DM_IMPORTobject. The following states indicate the
meaning of TA_STATEiIn a SET reguest. States not listed may not be
Set.

“NEW” A new objectiscreated. A state changeisallowed
inthe state “INValid”  and resultsin the state
“ACTive”

unset Modify an existing object. Thiscombinationisnot
allowed inthe“INValid”  state. A successful
return leaves the object state unchanged.

“INValid” Theobject isdeleted. A state changeisallowedin
the state “ACTive” and resultsin the state
“INValid”

TA_DMAUTOTRAN{Y | N}"
When arequest isreceived for aresource that is not already within a
transaction, this attribute automatically starts atransaction for this resource.
The default is“N” .

TA_DMCONV {Y | N}”
A boolean value (*Y” or “N" ) specifying whether the serviceis
conversational. When accessis permitted from TOPENDremote access points,
this attribute must be set to “N” for entries of
TA_DMRESOURCETYPE="QSPACH"“QNAME".

TA_DMLOADL <= num<= 32,767
The service load.
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TA DVPRI O 1 <= num<=100
The dequeuing priority. Service requests with a higher priority are serviced
first.

TA DMRESOURCETYPE: “ { SERVICE| QSPACE QNAME’
Specifieswhether thisentry isfor a“SERVICE” , “QSPACE”, or “QNAME”. The
default is“SERVICE” .

TA_DMREMOTENAME ri ng[1..30]
For entries of type“SERVICE” or “QSPACE", this attribute specifiesthe name
imported through hon-TOPEND'emote access points.

TA _DMROUTINGNAME! ri ng[1..15]
The name of aT_DM_ROUTIN®Dbject to use for routing criteria for this
“SERVICE” or “QSPACE”".

TA_DMTRANTIMEL <= num<= 32,767
Transaction time value, in seconds, for transactions automatically started for
this“SERVICE” or “QSPACE". Transactions are started automatically when a
reguest not in transaction modeis received and the TA_DMAUTOTRA&ttribute
issetto“y” .

Limitation: Runtime updates to this attribute are not reflected in active
requests.

Attributes available from remote access points of TA_DMTYPE=SNAX|OSITP|TOPEND

TA_DMINBUFTYPESst ri ng[0..256]
t ype[:subt ype]- Input buffer type, optionally followed by subtype. If this
attribute is present, it defines the buffer type [and subtype] accepted. This
attribute should be defined for entries of DMRESOURCETYPE="SERVICE”
when accessis permitted to remote access points using OSITP withthe UDT
application context, or when using SNAX When accessis permitted from
TOPENDemote access points, this optional attribute may be specified if
TA_ DMRESOURCETYPE="SERVICEl “QNAME”. This attribute is not
permitted if TA_ DMRESOURCETYPE="QSPACE”

For BEA TOPEND service and queue nameentries, thevalid valuesfor t ype
are: FML32, CARRAYand X_OCTET

TA_DMOUTBUFTYPEt ri ng[0..256]
t ype[:subt ype]- Output buffer type, optionally followed by subtype. If this
attribute is present, it defines the buffer type [and subtype] output by the
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service. This attribute should be defined for entries of DMTYPE="SERVICE”
when access is permitted to remote access points using OSITP with the UDT
application context, or when using SNAX When access is permitted from
TOPENDremote access points, this optional attribute may be specified if
TA_DMRESOURCETYPE="SERVICEThis attribute is not permitted if
TA_DMRESOURCETYPE="QSPACH"“QNAME".

For BEA TOP END service and queue nameentries, thevalid valuesfor t ype
are: FML32, CARRAYand X_OCTET

Attributes available from remote access points of TA_DMTYPE=TOPEND

TA_DMTE_PRODUCTt ri ng[1..32]
The BEA TOP END product name. This attribute must be specified if
TA_DMRESOURCETYPE="SERVICBI “QNAME". It is not permitted if
TA_DMRESOURCETYPE="QSPACE"

TA_DMTE_FUNCTIONS! r i ng[1..8]
The BEA TOP END function name. This attribute must be specified if
TA_DMRESOURCETYPE="SERVICBI “QNAME". It is not permitted if
TA_DMRESOURCETYPE="QSPACE"

TA_DMTE_TARGETst ri ng[1..8]
The BEA TOP END Message Sensitive Routing (M SR) target. This attribute
is optional attribute for entries of TA_ DMRESOURCETYRESERVICE” ,
“QSPACE”", or “QNAME".

TA_DMTE_QUALIFIER 0 <= num<= MAXLONG
The BEA TOP END function qualifier. This attribute is optional for entries
of TA_DMRESOURCETYPE="SERVICENhd “QNAME". It is not permitted for
entries of TA_ DMRESOURCETYPE="QSPACE"

TA_DMTE_RTQGROUS* ri ng[1..32]
The BEA TOP END Recoverable Transaction Queuing (RTQ) queue group
name. Thisattribute must be specifiedif TA_DMRESOURCETYPE="QSPACRH"
is not permitted if TA_ DMRESOURCETYPE="SERVICBI “QNAME".

TA_DMTE_RTQNAMEt ri ng[1..8]
The BEA TOP END RTQ queue name. This attribute must be specified if
TA_DMRESOURCETYPE="QSPACH"is not permitted if
TA_DMRESOURCETYPE="SERVICBl “QNAME".

Limitations  None.
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T _DM_LOCAL Class Definition

Overview

The T_DM LOCAL class defines alocal domain access point. A local domain access

point is used to control accessto loca services exported to remote domains and to

control access to remote services imported from remote domains.

Attribute Table

DM_MIB(5): T_DM_L OCAL Class Definition Attribute Table

Attribute Type Permissions Values Default
TA _DMACCESSPA NT(r)(K)(*) string  rwr--r-- string[1..30] N/A
TA_DMACCESSPA NTI D(r) string  rwr--r-- string[1..30] N/A
TA_DVSRVGROUP(r) string rwr--r-- string[1..30] N/A
TA_DMTYPE string FW-r--r-- “{TDOMAIN OSITP | “TDOMAIN”

SNAX | TOPEND”
TA_STATHr) string rw-r--r-- GET “VAL" N/A

SET “{NEWINV}" N/A
TA_DMAUDITLOG string rw-r--r-- string[l..78] N/A
TA_DMBLOCKTIME short rw-r--r-- 0<=num<= 32,767 TA_BLOCKTIME

in T_DOMAIN Noe?l
TA_DMMAXRAPTRAN short rW-r--r-- 0 <=num<= 32,767 16
TA_DMMAXTRAN short rwW-r--r-- 0<=num<= 32,767 TA MAXGTT in
T_DOMAINNoe2

TA_DMSECURITY string rwW-r--r-- “{NONH APP_PW “NONE”

DM_PWDM_USER_PW

CLEAR)| SAFE|

PRIVATE}”
TA_DMTLOGDEV string rw-r--r-- string[l..78] N/A
TA_DMTLOGNAME string rwW-r--r-- string[1..30] “DMTLOG”
TA_DMTLOGSIZE long rW-r--r-- 1 <= num<= 2048 100
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DM_MIB(5): T_DM_L OCAL Class Definition Attribute Table

Attribute Type Permissions Values Default

Attributes available when TA_DMI'YPE=TDOVAI N| TOPEND:

TA_DMCONNECTION_POLICY string ~ rwxr--r-- “{ON_DEMAND “ON_DEMAND”
ON_STARTUR
INCOMING_ONLY”
TA_DMRETRY_INTERVAL long TWXT--T-- 0 <= num<= MAXLONG 60
TA DMMAXRETRY long rWXr--r-- 0 <= num<=MAXLONG O
TA_DMCONNPRINCIPALNAMESstring ~ rwxr--r-- string[0..511]
TA_DMMACHINETYPE string  rw-r--r-- string[0..15]

Attributes available when TA_ DMI'YPE=QOSI TP| TOPEND:

TA_DMBLOB_SHM_SIZE long rW-r--r-- 1 <= num<= MAXLONG 1000000

(r) - required when anew object is created
(k) - akey field for object retrieval
(*) - arequired key field for al SET operations on the class

Notel Cyrrent value of TA_BLOCKTI ME inthe T_DOVAI N class
Note2 Cyrrent value of TA_MAXGTT inthe T_DOVAI N class

Attribute TA_DMACCESSPA NT: st ri ng[1..30]
Semantics The name of thisT_DM LOCAL entry — an identifier unique within the scope
of theT_DM LOCAL andT_DM REMOTE entry names in the domain
configuration.

TA_DMACCESSPA NTI D: st ri ng[1..30]
The domain access point identifier. This identifier is unique across all local
and remote domain access points.

TA_DVSRVGROUP: st ri ng[1..30]
The group name in which the administrative server and gateway process of
the local domain reside.

TA_DMTYPE:* { TDOMAIN| OSITP | SNAX| TOPEND”
Thetype of domain: “TDOMAIN” for aBEA Tuxedo system domain, “OSITP”
for an OSI domain, “sSNAX” for an SNA domain, or “TOPEND” for aBEA TOP

BEA Tuxedo File Formats and Data Descriptions Reference 143



Section 5 - File Formats and Data Descriptions

END domain. The presence or absence of other attributes depends on the
value of this attribute.

TA_STATE:

GET: “{VALid }”
A GEToperation retrieves configuration information for the
T_DM_LOCAIlobject. The following state indicates the meaning of a
TA_STATEattribute value returned in response to a GETrequest.
States not listed are not returned.

“VALid" The object exists.

SET: “{NEW INValid }”
A SEToperation updates configuration information for the selected
T_DM_LOCAIlobject. The following states indicate the meaning of a
TA_STATESet in a SET reguest. States not listed may not be set.

“NEW” A new object is created. This state change is
allowedinthestate“INValid”  andresultsinthe
state “VALid”

unset M odify an existing object. Thiscombinationisnot

allowed inthe“INValid”  state. A successful
return leaves the object state unchanged.

“INValid” Theobject isdeleted. Thisstate changeisallowed
in the state “VALid” and resultsin the state
“INValid”

TA_DMAUDITLOGt ri ng[1..78]
The name of the audit log file for thislocal domain.

TA_DMBLOCKTIME) <= num<= 32,767
Specifies the maximum wait time allowed for ablocking call. The value sets
amultiplier of the SCANUNITparameters specified in the T_DOMAINobject.
Thevalue SCANUNIT * TA_BLOCKTIME must be greater than or equal to
SCANUNITand less than 32,768 seconds. If this attribute is not specified, the
default is set to the value of the TA_BLOCKTIMEattribute specified in the
T_DOMAINobject. A timeout always implies afailure of the affected request.
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Notice that the timeout specified for transactionsin the T_DOVAI Nis always
used when the request isissued within atransaction.

TA_DWVAXRAPTRAN: 0 <= num<= 32,767
The maximum number of remote domain access points that can be involved
in asingle transaction.

TA DVMMAXTRAN: 0 <= num<= 32,767
The maximum number of simultaneous transactions allowed on thislocal
domain access point. This number must be greater than or equal to
T_DOVAI N. TA MAXGTT.

TA _DVSECURI TY: “ { NONH APP_PWDM_PWDM_USER_PWCLEAR| SAFE| PRIVATE}”
Thetype of security enabled on this domain. This attribute must be set to one
of the following.

“NONE”
No security is enabled.

“APP_PW”
Valid only when TA_DMTYPE="TDOMAIN’ Application
password-based security is enabled.

“‘DM_PW"
Valid only when TA_DMTYPE="TDOMAIN Domain password-based
security is enabled.

“DM_USER_PW"
Valid only when TA_DMTYPE="SNAX? Trandlation of principal
names is enabled.

“CLEAR”
Valid only when TA_DMTYPE="TOPEND"BEA TOP END security
isenabled between thelocal domain and the BEA TOP END system.
Network messages are sent in plain text.

“SAFE”
Valid only when TA_DMTYPE="TOPEND"BEA TOP END security
isenabled between thelocal domain and the BEA TOP END system.
Network messages are protected by a checksum.

“PRIVATE”

Valid only when TA_DMTYPE="TOPEND"BEA TOP END security
isenabled between thelocal domain and the BEA TOP END system.
Network messages are encrypted.
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TA DMILOGDEV: st ri ng[1..78]
The device (raw dlice) or file containing the domain TLOG for thislocal
domain access point. The TLOG is stored asa BEA Tuxedo System VTOC
table on the device. For reliability, the use of adevice (raw dice) is
recommended.

TA DMILOGNAME: st ri ng[1..30]
The domain TLOG name for this local domain access point. If more than one
TLOG exists on the same device, each TLOG must have a unigue name.

TA _DMILOGSI ZE: 1 <= num<= 2048
The size in pages of the TLOGfor thislocal domain access point. Thissizeis
constrained by the amount of space available on the device identified in
TA DMILOGDEV.

Attributes available when TA_DMTYPE = TDOMAIN | TOPEND

TA_DMCONNECTION_POLICY{'ON_DEMANPON_STARTURPINCOMING_ONLY"
Specifiesthe conditionsunder which alocal domain gateway triesto establish
a connection to a remote domain. Supported values are: “ON_DEMAND;
“ON_STARTUP’, or “INCOMING_ONLY".

“ON_DEMAND”
Meansthat aconnection is attempted only when requested by either
a client request to a remote service or an administrative “connect”
command. The default setting foA_DMCONNECTI ON_POLI CY
attribute is‘ON_DEMAND? The “ON_DEMAND'policy providesthe
equivaent behavior to previous releases, in which the
TA_DMCONNECTION_POLICattribute was not explicitly available.
Connection retry processing is not allowed with this policy.

“ON_STARTUP”
Means that a domain gateway attempts to establish a connection
with itsremote domain access points at gateway server initialization
time. Remote services (that is, services advertised by the domain
gateway for thislocal access point) are advertised only if a
connection is successfully established to that remote domain access
point. Therefore, if thereis no active connection to aremote domain
access point, then the remote services are suspended. By defaullt, this
connection policy retries failed connections every 60 seconds;
however, you can specify adifferent valuefor thisinterval using the
TA DMMAXRETRand TA_DMRETRY_INTERVAEHLtributes.
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“INCOMING_ONLY”
Meansthat adomain gateway does not attempt an initial connection
to remote domain access points upon starting, and remote services
areinitially suspended. The domain gateway is available for
incoming connections from remote domain access points, and
remote services are advertised when the domain gateway for this
local domain access point receives an incoming connection.
Connection retry processing is not allowed when the connection
policy iS“INCOMING_ONLY".

TA_DMRETRY_INTERVALD <= num<= MAXLONG
The number of seconds between automatic attempts to establish a connection
to remote domain access points. The minimum vaue is 0 and the maximum
valueis2147483647. The default setting is 60. If TA_DMMAXRETR$ set to 0,
then setting TA_DMRETRY_INTERVAILS not alowed.

Thisattributeisvalid only when the TA_DMCONNECTION_POLICatribute is
set to “ON_STARTUP”. For other connection policies, automatic retries are
disabled.

TA_DMMAXRETRY0 <= num<= MAXLONG

The number of timesthat a domain gateway tries to establish connectionsto
remote domain access points. The minimum value is 0 and the maximum is
MAXLONGVAXLON@ndicatesthat retry processing isrepeated indefinitely, or
until aconnection is established. For a connection policy of “ON_STARTUP’,
the default setting for TA_DMMAXRETR'$ MAXLONGSetting this attributeto O
turns off the auto retry mechanism. For other connection policies, auto retries
are disabled.

The TA_DMMAXRETRattribute is valid only when the connection policy is
“ON_STARTUP".

TA_DMCONNPRINCIPALNAM&ring [0..511]
The connection principal name identifier, which is the principal name used
for verifying the identity of thislocal domain access point when establishing
a connection to a remote domain access point. This attribute only appliesto
domains of type TDOMAINthat are running BEA Tuxedo 7.1 or later software.

The TA_DMCONNPRINCIPALNAMifribute may contain a maximum of 511
characters (excluding the terminating null character). If this attribute is not
specified, the connection principal name defaults to the
TA_DMACCESSPOINTIBtring for this local domain access point.
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For default authentication plug-ins, if avalue is assigned to the
TA_DMCONNPRI NCI PALNANE attribute for thislocal domain access point, it
must bethe sameasthe valueassigned tothe TA_ DMACCESSPO NTI Dattribute
for thislocal domain access point. If these values do not match, the local
domain gateway process will not boot, and the system will generate the
following user | og(3c) message: ERROR Unabl e to acquire
credenti al s.

TA _DMVACHI NETYPE: st ri ng[0..15]

Used for grouping domains so that encoding/decoding of messages between
domains can be bypassed. If TA_DMVACHI NETYPE is not specified, the default
isto turn encoding/decoding on. If the value set for the TA_ DMVACH NETYPE
field isthe samein both the T_DM LOCAL and T_DM REMOTE classes for a
connection, data encoding/decoding is bypassed. The value set for
TA_DMVACHI NETYPE can be any string value up to 15 charactersin length. It
isused only for comparison.

This attribute isvalid only when TA_ DMI'YPE=TDOMAI N.

Attributes available when TA_DMTYPE = OSITP | TOPEND

Limitations

TA_DMBLOB_SHM S| ZE: 1 <= num<= MAXLONG

Relevant only to local domain access point entries. Specifies the amount of
shared memory allocated to storing binary large object log information
specific to OSI TP or TOPEND.

When the Domain gateway administration (GADM server supporting thelocal domain
access point specified in the TA_ DMLACCESSPQ NT attribute is active, you cannot SET
the TA_STATEto | Nval i d or update the following attributes: TA_ DMACCESSPO NTI D,
TA DWAXRAPTRAN, TA_ DMVAXTRAN, TA_DVSRVGROUP, TA_DMI'YPE, TA_DMILOGDEV,
TA DMILOGNAME, TA_DMILOGSI ZE, TA_DMVACHI NETYPE, or TA_DMCODEPAGE.

148 BEA Tuxedo File Formats and Data Descriptions Reference



DM_MIB(5)

T _DM_OSITP Class Definition

Overview  TheT_DM OSI TP class definesthe OSI TP protocol related configuration information
for a specific local or remote domain access point.

Attribute Table

DM_MIB(5): T_DM_OSI TP Class Definition Attribute Table

Attribute Type Permissions Values Default
TA DNMACCESSPO NT(r)(K)(*) string rwr--r-- string[1..30] N/A
TA STATE(r) string  rwr--r--  GET:“VAL N/A
SET “{NEWINV}" N/A
TA_DMAPTN) string  rw-r--r-- string[l..78] N/A
TA_DMAEQ) string  rw-r--r-- string[l..78] N/A
TA_DMNWDEVICE string  rw-r--r-- string[l..78] N/A
TA_DMACN string rwW-r--r-- “{XATMI| UDT}" “XATMI”
TA DMAPID short rW-r--r-- 0 <= num<= 32767 N/A
TA DMAEID short rW-r--r-- 0 <= num<= 32767 N/A
TA_DMURCH string  rw-r--r-- st ri ng[0..30] N/A
TA_DMMAXLISTENINGEP short rw-r--r-- 1 <=num<= 32767 3
TA_DMXATMIENCODING string rwW-r--r-- “{CAE| PRELIMINARY | “CAE"

OLTP_TM220Q"

(r) - required when anew object is created
(k) - akey field for object retrieval
(*) - arequired key field for al SET operations on the class

Attribute TA_DMACCESSPA NT: st ri ng[1..30]

Semantics Theloca or remote domain access point name for which this entry provides
the protocol-specific configuration information. This field matches the
domain access point name given in the T_DM LOCAL or T_DM REMOTE entry
that defines the protocol independent configuration of the domain access
point.
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TA_STATE:

GET: “{VALid }”
A GEToperation retrieves configuration information for the
T_DM_OSITPobject. The following state indicates the meaning of a
TA_STATEattribute value returned in response to a GETrequest.
States not listed are not returned.

“VALid" The object exists.

SET: “{NEW INValid }”
A SEToperation updates configuration information for the selected

T_DM_OSITPabject. The following states indicate the meaning of
TA_STATEIin a SET request. States not listed may not be set.

“NEW” A new object is created. This state change is
allowedinthestate“INValid”  andresultsinthe
state “VALid”

unset M odify an existing object. Thiscombinationisnot

alowed inthe“INValid”  state. A successful
return leaves the object state unchanged.

“INValid” Theobject isdeleted. Thisstate changeisallowed
in the state “VALid” and resultsin the state
“INValid”

TA_DMAPT st ri ng[1..78]
The application processtitle of the domain access point in object identifier

form.

TA_DMAEQst ri ng[1..78]
The application entity qualifier of the domain access point in integer form.

TA_DMNWDEVICEt ri ng[1..78]
Specifies the network device to be used.

Note: This attribute isrelevant only when defining aloca domain access point
and isignored for aremote domain access point.
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TA _DVACN: “{ XATMI | UDT}”
The application context name to use with this domain access point. When
establishing a dialogue to a remote domain access point, the application
context name from the remote domain access point is used, if it is present. If
it is absent, the application context name from the local domain access point
isused. The value “XATMI” selects the use of the X/Open defined XATMI
Application Service Element (ASE) and encoding. The value “UDT” selects
the use of the ISO/IEC 10026-5 User Data Transfer encoding.

TA_DMAPID 0 <= num <= 32767
Thisoptional attribute defines the application processinvocation identifier to
be used on this domain access point.

TA_DMAEID 0 <= num <= 32767
This optional attribute defines the application entity invocation identifier to
be used on this domain access point.

TA_DMURCHst r i ng[0..30]
Specifies the user portion of the OSI TP recovery context handle. It may be
required by an OSI TP provider in order to perform recovery of distributed
transactions after a communications line or system failure.

Note: Thisattributeisrelevant only when defining alocal domain access point
and isignored for aremote domain access point.

TA_DMMAXLISTENINGERO <= num <= 32767
Specifies the number of endpoints awaiting incoming OSI TP dialogues.

Note: Thisattributeisrelevant only when defining alocal domain access point
and isignored for aremote domain access point.

TA_DMXATMIENCODING { CAE| PRELIMINARY | OLTP_TM220G¢”
Specifies the version of the XATMI protocol used to communicate with a
remote system. Valid values are:

“CAE"
“PRELIMINARY”
“OLTP_TM2200”

Note: Thisattributeisrelevant only for remote domain access points and is
ignored for local domain access points.
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Limitations ~ Deleting or updating an instance of this class is not permitted in the following
scenarios:

m Theinstance of the class corresponds to alocal domain access point and the
Domain gateway administration (GWADM) server for the local access point is
active.

m Theinstance of the class corresponds to aremote domain access point and any
OSI TP Domain gateway administration (GAMADM) server is active.

On SET operations that add or update an instance of this class, the specific domain

access point specified in the TA_ DMACCESSPO NT attribute must exist in either the

T_DM LOCAL classor the T_DM REMOTE class. If the access point does not exist, a “not
defined” error is returned for thieé, DMACCESSPO NT attribute and the operation fails.
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T _DM_PASSWORD C(lass Definition

Overview  The T_DM PASSWORD class represents configuration information for inter-domain
authentication through access points of type TDOVAI N.

Attribute Table
DM_MIB(5): T_DM_PASSWORD Class Definition Attribute Table

Attribute Type Permissions Values Default
TA DM_ACCESSPQO NT(r)(k)(*) string FWr--r-- string[1..30] N/A
TA DMRACCESSPO NT(r)(k)(*) string FWr--r-- string[1..30] N/A
TA DMPWD(r) string W string[1..30] N/A
TA DVRPWD(r) string W string[1..30] N/A
TA STATE(r) string FWr--r-- GET: “VAL” N/A

SET“{NEWINV |[REG”  N/A

(r) - required when a new object is created
(k) - akey field for object retrieval
(*) - arequired key field for all SET operations on the class

Attribute  TA_ DMLACCESSPOI NT: st ri ng[1..30]
Semantics The name of the local domain access point to which the password applies.

TA_DVRACCESSPOI NT: st ri ng[1..30]
The name of the remote domain access point to which the password applies.

TA_ DMLPWD: st ring[1..30]
The local password to be used to authenticate connections between the local
domain access point identified by TA_ DM_ACCESSPO NT and the remote
domain access point identified by TA DMRACCESSPO NT.

TA_DVRPWD: st ring[1..30]
The remote password to be used to authenticate connections between thelocal
domain access point identified by TA_ DM_ACCESSPO NT and the remote
domain access point identified by TA DMRACCESSPO NT.
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TA_STATE:

GET:* {VALid }"
A GEToperation retrieves configuration information for the selected

T_DM_PASSWORIbject. The following state indicates the meaning
of aTA_STATEattribute value returned in response to a GETrequest.
States not listed are not returned.

“VALid" The object exists.

SET: “{NEW INValid |RECrypt }”
A SEToperation updates configuration information for the selected
T_DM_PASSWORIbject. The following states indicate the meaning
of TA_STATEIn a SET request. States not listed may not be set.

“NEW” A new object is created. A state changeisallowed
inthe state“INValid”  and resultsin the state
“VALid”

unset M odify an existing object. Thiscombinationisnot

alowed in the state “INValid”

“INValid” Theobject isdeleted. A state changeisallowed in
the state “VALid”  and resultsin the state
“INValid”

“RECrypt” Re-encrypt all passwords using a new encryption

key. Appliesto all password instances in the
T_DM_PASSWORBd T_DM_TOPENDIasses.

Limitations ~ Passwords cannot be re-encrypted (SETTA_STATEt0 “RECrypt’ ) when any domain
gateway administration server (GWADMS running.
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T _DM_PRINCIPAL_MAP (lass Definition

Overview  The T_DM PRI NCI PAL_NAP class represents configuration information for mapping
principal names to and from external principal names across access points of type
SNAX.

Attribute Table

DM_MIB(5): T_DM_PRINCIPAL_MAP Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_DMLACCESSPOINT)(K)(*) string  rw-r--r-- string[l1..30] N/A
TA_DMRACCESSPOIN#(K)(*) string  rw-r--r-- string[l1..30] N/A
TA_DMPRINNAME)(K)(*) string rw------- string[l1..30] N/A
TA_DMRPRINNAMB(K)(*) string  rw------- string[l1..30] N/A
TA_DMDIRECTIONK) string rwW-r----- “{IN |OUT| BOTH" “BOTH”
TA_STATHI) string  rw-r-r-  GET  *VAL" N/A
SET* {NEW INV}” N/A

(r) - required when anew object is created
(k) - akey field for object retrieval
(*) - arequired key field for al SET operations on the class

Attribute  TA_ DMLACCESSPOI NT: st ri ng[1..30]
Semantics Theloca domain access point to which the principal mapping applies.

TA_DVRACCESSPOI NT: st ri ng[1..30]
The remote domain access point to which the principal mapping applies.

TA_DVPRI NNAMVE: st ri ng[1..30]
Thelocd principal name in the principal mapping.

TA_DVRPRI NNAME: st ri ng[1..30]
The remote principal name in the principal mapping.

TA _D\VDI RECTI ON: “{IN | OUT| BOTH"
The direction to which the principa mapping applies.
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NG
IsINcoming to this BEA Tuxedo domain through the given remote
domain access point and local domain access point.

“ouT”
IsOUTgoing from thisBEA Tuxedo domain through the given local
domain access point and remote domain access point.
“BOTH”
Appliesto both INcoming and OUTgoing.
TA_STATE
GET:* {VALid }"

A GEToperation retrieves configuration information for the selected
T_DM_PRINCIPAL entry. The following state indicates the meaning
of aTA_STATEattribute value returned in response to a GETrequest.
States not listed are not returned.

“VALid" The object exists.

SET:* {NEW/| INValid }”
A SEToperation updates configuration information for the selected
T_DM_PRINCIPAL entry. The following states indicate the meaning
of TA_STATEIn a SET request. States not listed may not be set.

“NEW” A new object is created. A state changeisallowed
inthe state “INValid”  and resultsin the state
“VALid”

unset M odify an existing object. Thiscombinationisnot
allowed in the state “INValid”

“INValid” Theobject isdeleted. A state changeisallowed in
the state “VALid” and resultsin the state
“INValid”

Limitations  In BEA Tuxedo Release 7.1, the T_DM_PRINCIPAL_MARclassonly appliesto the SNAX
domain gateway type.
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T DM_REMOTE (Class Definition

Overview  The T_DM REMOTE class represents remote domain access point configuration
information. Local resources that may be exported through one or more local domain
access points are made accessible to aremote domain through aremote domain access
point. Similarly, remote resources are imported from a remote domain through a
remote domain access point.

Attribute Table

DM_MIB(5): T_DM_REMOTE Class Definition Attribute Table

Attribute Type Permissions Values Default

TA DNMACCESSPO NT(r)(K)(*) string rwr--r-- string[l1..30] N/A

TA DMACCESSPQO NTI D(r) string rwr--r-- string[l1..30] N/A

TA DMI'YPE(K) string FWr--r-- “{TDOMAIN OSITP | “TDOMAIN”
SNAX| TOPEND”

TA_STATHr) string rw-r--r-- GET “VAL” N/A
SET: “{NEWINV}" N/A

Attributes available when TA DMTYPE=SNAX:

TA_DMCODEPAGE string rw-r--r-- string[l1..20] N/A

Attributes available when TA_ DMTYPE=TDOVAI N:

TA_DMACLPOLICY string  rwxr--r-- “{LOCAL| GLOBAL" “LOCAL"

TA_DMCONNPRINCIPALNAME  string TWXr--r-- string[0..511]

TA_DMLOCALPRINCIPALNAME  string TWXr--r-- string[0..511]

TA_DMMACHINETYPE string  rw-r--r-- string[0..15]

(r) - required when anew object is created

(k) - akey field for object retrieval

(*) - arequired key field for al SET operations on the class
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Attribute  TA_DMACCESSPOI NT: st ri ng[1..30]
Semantics The name of this T_DM REMOTE entry. TA_ DMACCESSPO NT isan identifier
uniquewithinthe scopeof T_DM LOCAL and T_DM REMOTE entry namesinthe
domain configuration.

TA DMACCESSPO NTI D: st ring[1..30]
The access point identifier. Thisidentifier is unique across all local and
remote domain access points.

TA _DMTYPE: “ { TDOMAIN| OSITP | SNAX| TOPEND”
Thetype of domain: “TDOMAIN” for aBEA Tuxedo system domain, “OSITP”
for an OSI domain, “SNAX” for an SNA domain, or “TOPEND” for aBEA TOP
END domain. The presence or absence of other attributes depends on the
value of this attribute.

TA_STATE

GET “{VALid }"
A GEToperation retrieves configuration information for the
T_DM_REMOTAabject. The following state indicates the meaning of
aTA_STATEattribute value returned in response to a GETrequest.
States not listed are not returned.

“VALid" The object exists.

SET: “{NEW INValid }”
A SEToperation updates configuration information for the selected
T_DM_REMOTAbject. The following states indicate the meaning of
TA_STATEIin a SET request. States not listed may not be set.

“‘NEW” A new object is created.

unset Modify an existing object. This combination is not
allowed inthe“INValid”  state. A successful return
leaves the object state unchanged.

“INValid” The object is deleted.
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Attributes available when TA_ DMTYPE=SNAX

TA_DMCODEPAGE: st ri ng[1..20]
The name of the default translation tables to use in trandating requests and
replies sent through this access point.

Attributes available when TA_ DMTYPE=TDOMAIN

TA DNVACLPOLI CY: { LOCAL | GLOBAL}
Theaccesscontrol list (ACL) policy for thisremotedomain accesspoint. This
attribute only applies to domains of type TDOVAI Nthat are running BEA
Tuxedo 7.1 or later software.

LOCAL means that the local domain modifies the identity of service requests
received from this remote domain to the principal name specified in the
TA_DMLOCALPRI NCI PALNANE attribute for this remote domain access point.
G_OBAL means that the local domain passes the service requests with no
change. If not specified, the default is LOCAL.

TA_DMCONNPRI NCI PALNAME: st ri ng[0..511]
The connection principal name identifier, which is the principal name used
for verifying the identity of this remote domain access point when
establishing aconnection to thelocal domain access point. Thisattribute only
appliesto domains of type TDOVAI Nthat arerunning BEA Tuxedo 7.1 or later
software.

The TA_DMCONNPRI NCI PALNANME attribute may contain a maximum of 511
characters (excluding the terminating null character). If this attribute is not
specified, the connection principal name defaults to the

TA_DMACCESSPA NTI D string for this remote domain access point.

For default authentication plug-ins, if avalue is assigned to the
TA_DMCONNPRI NCI PALNAME attribute for this remote domain access point, it
must be the same asthe value assigned to the TA_ DMACCESSPQ NTI D attribute
for thisremote domain access point. If these values do not match, any attempt
to set up a connection between the local domain gateway and the remote
domain gateway will fail, and the system will generate the following

user| og(3c) message: ERROR: Unable to initialize

adm ni stration key for domain donai n_nane.
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Limitations

TA DM_OCALPRI NCI PALNAME: st ri ng[0..511]

Thelocal principa nameidentifier, which istheidentity assigned by thelocal
domain to service requests received from this remote domain. This attribute
only appliesto domains of type TDOVAI N that are running BEA Tuxedo 7.1
or later software.

The TA_DMLOCALPRI NCI PALNAME attribute isvalid only if the

TA _DMACLPQLI CY attribute for this remote domain is set (or defaulted) to
LOCAL. The TA_ DMLOCALPRI NCI PALNANE attribute may contain a maximum
of 511 characters (excluding the terminating null character). If this attribute
isnot specified, the local principal name defaults to the

TA_DMACCESSPO NTI D string for this remote domain access point.

TA_DMVACHI NETYPE: st ri ng[0..15]

Used for grouping domains so that encoding/decoding of messages between
domains can be bypassed. If TA_ DMVACHI NETYPE is not specified, the default
isto turn encoding/decoding on. If the value set for the TA_ DMVACH NETYPE
field isthe same in both the DM _LOCAL and the DM _REMOTE section of a
domain configuration file, dataencoding/decoding isbypassed. The value set
for TA_ DMMACHI NETYPE can beany string value up to 15 charactersin length.
It isused only for comparison.

When any Domain gateway administration server (GWADM supporting alocal domain
access point of the same domain type as this request is active, you cannot SET the
TA STATEto | Nval i d or update the following attributes: TA_ DMACCESSPOI NTI D,
TA _DMIYPE, TA_DMVACHI NETYPE, or TA_DMCODEPAGE.

Y ou cannot delete an instance of the T_DM REMOTE class if it is referenced by any
instances of the following classes: T_DM ACL, T_DM | MPORT, T_DM CsI TP,
T_DM ROUTI NG, or T_DM TDOVAI N.
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T DM_RESOURCES (lass Definition

Overview  The T_DM RESOURCES class represents Domains-specific configuration information.

Attribute Table

DM_MIB(5): T_DM_RESOURCES Class Definition Attribute Table

Attribute Type Permissions Values Default

TA DWERSI ON(r) string rwr--r-- string[l1..30] N/A

(r) - required when anew object is created
(k) - akey field for object retrieval
(*) - arequired key field for al SET operations on the class

Attribute TA_DMVERSI ON: st ri ng[1..30]
Semantics A user-supplied identifier for the Domains configuration.

Limitations  None.

BEA Tuxedo File Formats and Data Descriptions Reference 161



Section 5 - File Formats and Data Descriptions

T _DM_ROUTING Class Definition

Overview  The T_DM ROUTI NGclass represents routing criteria information for routing requests
to adomain through a remote domain access point.

Attribute Table
DM_MIB(5): T_DM_ROUTING Class Definition Attribute Table

Attribute Type Permissions Values Default
TA _DVROUTI NGNAME()(K)(*)  string rwr--r-- string[l1..15] N/A
TA_DVBUFTYPE(r)(K)(*) string rwr--r-- string[l..256] N/A
TA_DWVFI ELD(r) string rwr--r-- string[l1..30] N/A
TA_DVFI ELDTYPE string rwer--r-- “{CHAR SHORTLONG N/A
FLOAT| DOUBLH
STRING}”
TA_DMRANGES string rw-r--r-- st ring[1..4096] N/A
TA_STATHr) string rw-r--r-- GET “VAL” N/A
SET: “{NEW INV}” N/A

(r) - required when a new object is created
(k) - akey field for object retrieval
(*) - arequired key field for all SET operations on the class

Attribute  TA_DMROUTI NGNAME: st ri ng[1..15]
Semantics The name of the routing criteria table entry—an identifier unique within the
scope off_DM ROUTI NG entries in the domain configuration.

TA DMBUFTYPE: st ri ng[1..256]
“‘typel [:subtypel [,subtype2 ...]][;type2 [:subtype3 [,subtype4 ...]].

LT

List of typesand subtypes of data buffers for which thisrouting entry isvalid.

A maximum of 32 type/subtype combinationsis alowed. The types are

restricted to the following: FML, FML32, XML, VIEW, VIEW32, X_C_TYPE or
X_COMMOMo subtype can be specified for type FML, FML32, or XML,
subtypesarerequired for typesVIEW, VIEW32, X_C_TYPE and X_COMMOf{*”

is not allowed). Note that subtype names should not contain semicolon, colon
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comma, or asterisk characters. Duplicate type/subtype pairs cannot be
specified for the samerouting criterion name; more than onerouting entry can
have the same criterion name as long as the type/subtype pairs are unique. If
multiple buffer types are specified for asingle routing entry, the data types of
the routing field for each buffer type must be the same.

TA_DWVFI ELD: st ri ng[1..30]
The name of the field to which routing is applied.

For FM_ (and FM_32) buffer types, TA_DMFI ELD contains an FML field name
that must be defined in an FML field table. When routing is performed, the
field nameis retrieved using the FLDTBLDI R and FI ELDTBLS (FLDTBLDI R32
and FI ELDTBLS32 for FM_32) environment variables.

For vi Ew(and VI EWB2) buffer types, TA DMVFI ELD containsa VIEW field
name that must be defined in an FML VIEW table. When routing is
performed, the field name is retrieved using the Vi EWDI R and VI EWFI LES
(VI EWDI R32 and VI EWFI LES32 for VI EWB2) environment variables.

When routing a buffer to its correct remote domain access point, the
appropriate table is used to get the data-dependent routing field value within
abuffer.

For an XML buffer type, TA_DVFI ELD contains either arouting element type
(or name) or arouting element attribute name.

The syntax of the TA_DMFI ELD parameter for an XML buffer typeisasfollows.

“root_el ement[/chi | d_el ement][/child_el enent][/. .
Jl/@at t ri but e_nane]”

The element is assumed to be an XML document or datagram element type.
Indexing is not supported. Therefore, the BEA Tuxedo system recognizes
only the first occurrence of a given element type when processing an XML
buffer for data-dependent routing. Thisinformation is used to get the
associated element content for data-dependent routing while sending a
message. The content must be a string encoded in UTF-8.

The attributeisassumed to be an XML document or datagram attribute of the
defined element. Thisinformation is used to get the associated attribute value
for data-dependent routing while sending a message. The value must be a
string encoded in UTF-8.
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The combination of element name and attribute name may contain up to 30
characters.

Thetype of the routing field can be specified by the TA_DMFI ELDTYPE
attribute.

TA DMFI ELDTYPE: “ { CHAR| SHORT LONG FLOAT| DOUBLH STRING}”

Thetype of the routing field specified in the TA_DMFIELDattribute. The type
can be CHAR SHORTLONG FLOAT, DOUBLEOr STRING, only onetypeis
allowed. Thisattributeis required if TA_ DMBUFTYPES XML it must be absent
if TA_ DMBUFTYPIS FML, VIEW, X_C_TYPE or X_COMMON.

TA_DMRANGES r i ng[1..4096]

The ranges and associated remote access points for the TA_DMFIELDrouting
field. The format of the string is a comma-separated, ordered list of
range/group name pairs. A range/group name pair has the following format:

“ | over [-upper]:r accesspoi nt”

I over and upper are signed numeric values or character stringsin single
guotes. / over must be lessthan or equal to upper . To embed a single quote
in a character string value, it must be preceded by two backs ashes (for
example, 'O\WBrien’). The value MIN can be used to indicate the minimum
value for the data type of the associated field on the machine. The value MAX
can be used to indicate the maximum value for the data type of the associated
field on the machine. Thus, “MIN--5” isal numberslessthan or equal to -5,
and “6-MAX” is all numbers greater than or equal to 6.

The meta-character “ *» (wild-card) in the position of arange indicates any
values not covered by the other ranges previously seenin the entry. Only one
wild-card rangeis allowed per entry and it should be last (rangesfollowing it
areignored).

A numeric routing field must have numeric range values, and a string routing
field must have string range val ues.

String range valuesfor string, carray, and character field types must be placed
inside apair of single quotesand cannot be preceded by asign. Short and long
integer values are a string of digits, optionally preceded by a plus or minus
sign. Floating point numbers are of the form accepted by the C compiler or
atof(3): an optional sign, then a string of digits optionally containing a
decimal point, then an optional e or E followed by an optional sign or space,
followed by an integer.
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The r accesspoi nt parameter indicates the remote domain access point to
which the request isrouted if the field matches the range. A raccesspoi nt
of “ indicates that the request can go to any remote domain access point

that imports the desired service.

TA_STATE

GET “{VALid }"
A GEToperation retrieves configuration information for the
T_DM_ROUTING®bject. Thefollowing state indi cates the meaning of
aTA_STATEattribute value returned in response to a GETrequest.
States not listed are not returned.

“VALid" The object exigts.

SET: “{NEW INvalid }”
A SET operation updates configuration information for the selected
T_DM_ROUTING®bject. Thefollowing statesindicate the meaning of
TA_STATEIin a SET request. States not listed may not be set.

“NEW” A new object is created.

unset Modify an existing object. This combination is not
allowed inthe“INValid”  state. Successful return
leaves the object state unchanged.

“INValid” The object is deleted.

Limitations Y ou cannot delete an instance of the T_DM_ROUTINGIass if it is referenced by an
instance of the T_DM_IMPORTCl ass.
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T _DM_RPRINCIPAL Class Definition

Overview  The T_DM RPRI NCI PAL class represents password configuration information for
remote principal hames.

Attribute Table
DM_MIB(5): T_DM_RPRINCIPAL Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_DVRACCESSPO NT(r)(K)(*) string rwr--r-- string[1..30] N/A
TA_DVRPRI NNAME(r)(K)(*) string rw------ string[1..30] N/A
TA_DVRPRI NPASSWD(r)(*) string -W------- string[0..30] N/A
TA_STATE(r) string  rwr--r--  GET:“VAL" N/A
SET “{NEWINV}" N/A

(r) - required when a new object is created
(k) - akey field for object retrieval
(*) - arequired key field for all SET operations on the class

Attribute  TA_DMRACCESSPOI NT: st ri ng[1..30]
Semantics The remote domain access point to which the principal is applicable.

Note: Thecombination of TA_ DMRACCESSPO NT and TA_DVRPRI NNAMVE must be
unique within the scope of TA_DM RPRI NCI PAL entries in the domain
configuration.

TA_DVRPRI NNAMVE: st ri ng[1..30]
The remote principal name.

Note: Thecombination of TA_ DMRACCESSPO NT and TA_DVRPRI NNAMVE must be
unique within the scope of TA_DM RPRI NCI PAL entries in the domain
configuration.

TA_DVRPRI NPASSWD: st r i ng[0..30]
The remote password to be used for the principal name when communicating
through the remote domain access point identified in TA_ DMRACCESSPOI NT.

166 BEA Tuxedo File Formats and Data Descriptions Reference



DM_MIB(5)

TA_STATE:

GET: “{VALid }"
A GEToperation retrieves configuration information for the
T_DM_RPRINCIPALObject. The following state indicates the
meaning of aTA_STATEattribute valuereturned in responseto aGET
request. States not listed are not returned.

“VALid" The object exigts.

SET: “{NEW INvalid }”
A SET operation updates configuration information for the selected
T_DM_RPRINCIPALObject. The following statesindicate the
meaning of TA_STATEiIn a SET reguest. States not listed may not be

Set.
“NEW” A new object is created. A state changeisalowed in
the state “INValid”  and resultsin the state
“VALid”
unset Modify an existing object. This combination is not
allowed in state “INValid”
“INValid” The object is deleted. A state changeisallowed in the

state “VALid” and resultsin the state “INValid”

Limitations  In BEA Tuxedo Release 7.1, the T_DM_RPRINCIPALclass applies only to the SNAX
domain gateway type.
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T DM_SNACRM (lass Definition

Overview  The T_DM SNACRMclass defines the SNA-CRM-specific configuration for the named
local domain access point.

Attribute Table

DM_MIB(5): T_DM_SNACRM Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_DMSNACRK)(N)(*) string  rw-r--r-- string[1..30] N/A
TA_DMLACCESSPOINK)(r) string rw-r--r-- string[1..30] N/A
TA_STATHr) string  rw-r--r-- GET “VAL" N/A
SET “{NEWINV}" N/A
TA_DMNWADDIR string rw-r--r-- string[l..78] N/A
TA_DMNWDEVICE string rw-r--r-- string[l..78] N/A

(r) - required when a new object is created
(k) - akey field for object retrieval
(*) - arequired key field for all SET operations on the class

Attribute  TA_DVBNACRM st ri ng[1..30]
Semantics The name of thisT_DM SNACRMentry. TA_ DMSNACRMI s an identifier unique
within the scope of the SNA CRM entries within the domain configuration
used to identify this SNA CRM entry.

TA_DMLACCESSPOI NT: st ri ng[1..30]
The name of the local domain access point entry with which this SNA CRM
is used.

TA_STATE:

GET: “{VALid }"
A GEToperation retrieves configuration information for the
T_DM_SNACRHgbject. The following state indicates the meaning of
aTA_STATEattribute value returned in response to a GETrequest.
States not listed are not returned.
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Limitations

“VALid" The object exists.

SET: “{NEW INValid }”
A SET operation updates configuration information for the selected
T_DM_SNACRHbject. The following states indicate the meaning of
aTA_STATESet in aSET request. States not listed may not be set.

“NEW” A new object is created. This state change is allowed
inthe state “INValid”  and resultsin the state
“VALid”

unset Modify an existing entry. This combination is not

alowed in the state “INValid”

“INValid” The object is deleted. This state changeis allowed in
the state “VALid” and resultsin the state
“INValid”

TA_DMNWADDR! r i ng[1..78]
Specifies the network address for communication between the domain
gateway for the local domain access point and the SNA CRM.

TA_DMNWDEVICEt ri ng[1..78]
Specifies the network device to be used for communication between the
domain gateway for the local domain access point and the SNA CRM.

Deleting or updating an instance of the T_DM_SNACRM ass is not permitted if the
Domain gateway administration (GWADMserver for thereferenced local accesspoint is
active.

On SET operations that add or update an instance of this class, the local domain access
point specified inthe TA_DMLACCESSPOINMust exist inthe T_DM_LOCAIclass. If the
access point does not exist, a “not defined” error is returned for the
TA_DMLACCESSPO NT attribute and the operation fails.
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T _DM_SNALINK (lass Definition

Overview  The T_DM SNALI NK class represents SNA X -specific configuration information for a
remote domain access point.

Attribute Table
DM_MIB(5): T_DM_SNALINK Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_DIVSNALI NK(r)(K)(*) string rwr--r-- string[1..30] N/A
TA_DIVSNASTACK(r)(k) string rwr--r-- string[1..30] N/A
TA_DVRACCESSPO NT(r)(k) string  rwr--r-- string[1..30] N/A
TA_DMLSYSI D(r) string rwr--r-- string[l.4] N/A
TA_DVRSYSI D(r) string rwr--r-- string[l.4] N/A
TA_DMLUNAME(r) string rwr--r-- string[l..8] N/A
TA_DVM NW N(r) short FWr--r-- 0 <= num<= 32767 N/A
TA_DMMODENAME(r) string rwr--r-- string[l.8] N/A
TA_STATE(r) string rwr--r-- GET: “VAL” N/A

SET: “ {NEWINV}” N/A
TA_DMSECTYPE string rW-r--r-- “{LOCAL| IDENTIFY | “LOCAL”

VERIFY | PERSISTENT]|

MIXIDPE}”
TA_DMSTARTTYPE string rW-r--r-- “{AUTQ| COLD" “AUTO”
TA_DMMAXSNASESS short rW-r--r-- 0 <= num<= 32767 64
TA_DMMAXSYNCLVL short r--r--r-- 0<=num<=2 0

(r) - required when a new object is created
(k) - akey field for object retrieval
(*) - arequired key field for all SET operations on the class
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Attribute
Semantics

TA_DIVSNALI NK: st ri ng[1..30]

The nameof the T_DM SNALI NK entry. An identifier, unique within the scope
of the SNA LINK entries within the domain configuration, used to identify
this TA_DVBNALI NK entry.

TA_DIVSNASTACK: st ri ng[1..30]

The name of the SNAX stack entry to be used to reach this remote domain
access point.

TA_DVRACCESSPOI NT: st ri ng[1..30]

| dentifies the remote domain access point name for which this entry provides
the SNAX configuration data.

TA_DMLSYSI D: st ring[1..4]

Theloca SY SID to be used when establishing an SNA link to the remote
logical unit (LU).

TA_DVRSYSI D: st ring[1..4]

The remote SY SID to be used when establishing an SNA link to the remote
LU.

TA_DMLUNAME: st ring[l..8]

Specifies the LU name associated with the remote domain access point.

TA DWM NW N: 0 <= num<= 32767

The minimum number of winner sessions to the remote LU.

TA_DMMODENAME: st ri ng[1..8]

Specifies the name associated with the session characteristics for sessionsto

the remote LU.
TA _STATE:
GET: “{VALid }"

A GEToperation retrieves configuration information for the
T_DM_SNALINKobject. Thefollowing state indi cates the meaning of
aTA_STATEattribute value returned in response to a GETrequest.
States not listed are not returned.

“VALid" The object exigts.

BEA Tuxedo File Formats and Data Descriptions Reference 171



Section 5 - File Formats and Data Descriptions

Limitations

SET: “{NEW INValid }”
A SEToperation updates configuration information for the selected
T_DM_SNALINKobject. Thefollowing states indicate the meaning of
aTA_STATESet in a SET request. States not listed may not be set.

“‘NEW” A new object is created.

unset Modify an existing object. This combination is not
allowed in state “INValid”

“INValid” The object is deleted.

TA_DMSECTYPE {LOCAL| IDENTIFY | VERIFY | PERSISTENT| MIXIDPE}”
Specifies the type of SNA security to be used on sessions to the remote L U.
Valid values for this attribute are “LOCAL”, “IDENTIFY” , “VERIFY” ,
“PERSISTENT”, and “MIXIDPE” .

TA_DMSTARTTYPE {AUTO| COLB”
Specifies the type of session start-up for the destination LU. Setting this
attributeto “coLD” forcesa COLDSTART withthe LU. If setto“AUTO", the
SNACRM in conjunction with the domain gateway choose whether to
COLDSTART or WARMSTART theLU.

TA_DMMAXSNASESB <= num<= 32767
Specifies maximum number of sessions to establish with the remote LU.

TA_DMMAXSYNCLYD <= num<= 2
The maximum SYNC LEVEL that can be supported to this remote L U.

Deleting or updating an instance of the T_DM_SNALINKclass that refersto a
T_DM_SNASTACKIass instance is not permitted under the following condition: the
T_DM_SNASTACKlassinstancerefersto aT_DM_SNACRBlass instance that references
alocal domain access point for which the Domain gateway administration (GWADM
server is active.

On SET operations that add or update an instance of this class:

m Theremote domain access point specified in the TA_DMRACCESSPOINgttribute
must exist in the T_DM_REMOTElass. If the access point does not exist, a"not
defined" error is returned for the TA_ DMRACCESSPOINattribute and the
operation fails.
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m The SNA stack reference name specified in the TA_ DMBNASTACK attribute must
exist inthe T_DM SNASTACK class. If the reference name does not exist, a “not

defined” error is returned for thA DVBNASTACK attribute and the operation
fails.
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T _DM_SNASTACK Class Definition

Overview  TheT_DM SNASTACK class defines an SNA stack to be used by a specific SNA CRM.

Attribute Table

DM_MIB(5): T_DM_SNASTACK Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_DIVSNASTACK(r)(K)(*) string rwr--r-- string[l1..30] N/A
TA_DVSNACRMT)(k) string rwr--r-- string[l1..30] N/A
TA_DVSTACKTYPE(r) string rwr--r-- string[l1..30] N/A
TA_DMLUNAME(r) string  rwr--r-- string[l.8] N/A
TA_DMIPNAME(r) string rwr--r-- string[l.8] N/A
TA_DVSTACKPARVS(r) string rwr--r-- string[l1..128] N/A
TA_STATE(r) string rwr--r-- GET: “VAL” N/A
SET: “{NEWINV}" N/A

(r) - required when a new object is created
(k) - akey field for object retrieval
(*) - arequired key field for all SET operations on the class

Attribute  TA_DVBNASTACK: st ri ng[1..30]
Semantics The name of this T_DM SNASTACK entry. TA_ DMBNASTACK is an identifier
unique within the scope of T_DM _SNASTACK entry namesin the domain
configuration.

TA DVSNACRM st ring[1..30]
Identifies the T_DM SNACRMentry of the SNA CRM in which this SNA
protocol stack definition is used.

TA_DMSTACKTYPE: st ri ng[1..30]
I dentifies the protocol stack to be used.

TA DMLUNAME: st ri ng[1..8]
Specifies the LU name to be used on sessions established using this stack
definition.
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TA_DMIPNAME: st ring[1..8]
Specifies the TP name associated with the SNA stack. A valué oféans
accept any TP name.

TA_DVBTACKPARVS: st ri ng[1..128]
Provides protocol stack specific parameters.

TA_STATE:

GET: “{VALid }"
A GEToperation retrieves configuration information for the
T_DM_SNASTACKDbject. The following state indicates the meaning
of aTA_STATEattribute value returned in response to a GETrequest.
States not listed are not returned.

“VALid" The object exists.

SET: “{NEW INvalid }”
A SET operation updates configuration information for the selected
T_DM_SNASTACKDbject. The following states indicate the meaning
of TA_STATEIn a SET request. States not listed may not be set.

“NEW” A new object is created. This state change is allowed
inthe state “INValid”  and resultsin the state
“VALid”

unset Modify an existing object. This combination is not

alowed in the state “INValid”

“INValid” The object is deleted. This state changeis allowed in
the state “VALid” and resultsin the state
“INValid”

Limitations ~ Deleting or updating an instance of thisclassisnot permitted if theinstance of theclass
referencesa T_DM_SNACRIbject which references alocal domain access point for
which the domain gateway administration (GWAD)Mserver is active.

BEA Tuxedo File Formats and Data Descriptions Reference 175



Section 5 - File Formats and Data Descriptions

On SET operations that add or update an instance of this class, the SNA CRM name
specified in the TA_DVSNACRMattribute must exist in the T_DM SNACRMclass. If the
name does not exist, a “not defined” error is returned forAh&VSNACRM attribute
and the operation fails.
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T _DM_TDOMAIN (lass Definition

Overview  The T_DM TDOMAI N class defines the TDomain specific configuration for alocal or
remote domain access point.

Attribute Table

DM_MIB(5): T_DM_TDOMAIN Class Definition Attribute Table

Attribute Type Permissions Values Default
TA DMACCESSPO NT(r)(k)(*)  string FW-r--r-- string[1..30] N/A
TA DMNWADDR(r)(K)(*) string FWr--r-- string[l..78] N/A
TA STATE(r) string FW-r--r-- GET: “VAL" N/A

SET “{NEWINV}" N/A
TA_DMNWDEVICE string rW-r--r-- string[l..78] N/A
TA_DMCMPLIMIT long rW-rw-r-- 0 <= num<= MAXLONG MAXLONG
TA DMFAILOVERSEQ short rW-rw-r-- 0 <= num<= 32767 See below.
TA_DMMINENCRYPTBITS string (T — “{0 |40 |56 | 128}" Note1  “0”
TA_DMMAXENCRYPTBITS  string MW---mo- “{0 |40 |56 | 128}" Notel ~ “128"

(r) - required when anew object is created

(k) - akey field for object retrieval

(*) - arequired key field for al SET operations on the class

NotelThe link-level encryption valueof 40 bitsis provided for backward compatibility.

Attribute  TA_DMACCESSPQOI NT: st ri ng[1..30]
Semantics Theloca or remote domain access point name for which this entry provides
the TDomain-specific configuration data.

When domain level failover isin use, more than one T_DM TDOVAI N class
entry can be defined with the same TA_DMACCESSPQ NT attribute value.

TA_DM\WADDR: st ri ng[1..78]
Specifies the network address associated with the access point. For alocal
domain access point, this attribute supplies the address to be used for listening
for incoming connections. For aremote domain access point, this attribute
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supplies the destination address to be used when connecting to aremote
domain access point. The value of thisfield must be unique across all
T_DM TDOMAI N entries.

TA_STATE:

GET: “{VALid }"
A GEToperation retrieves configuration information for the
T_DM_TDOMAINDject. Thefollowing state indicates the meaning of
aTA_STATEattribute value returned in response to a GETrequest.
States not listed are not returned.

“VALid" The object exists.

SET: “{NEW INValid }”
A SEToperation updates configuration information for the selected
T_DM_TDOMAINohject. Thefollowing statesindicate the meaning of
aTA_STATESet in a SET request. States not listed may not be set.

“‘NEW” A new object is created. This state change is alowed
inthe state “INValid”  and resultsin the state
“VALid”

unset Modify an existing object. This combination is not

dlowed in state “INValid”

“INValid” The object is deleted. This state changeis allowed in
the state “VALid” and resultsin the state
“INValid”

TA_DMNWDEVICEt ri ng[1..78]
Specifiesthe network deviceto be used. For alocal domain access point, this
attribute specifies the device to be used for listening. For aremote domain
access point, this attribute specifies the device to be used when connecting to
the remote domain access point.

TA_DMCMPLIMIT 0 <= num<= MAXLONG
Relevant to remote domain access points only. Threshold message size at and
above which compression occurs for traffic to this access point.
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TA DVFAI LOVERSEQ 0 <= num<= 32767
Relevant to remote domain access points only. Specifies the position of this
set of addressing in thefail over sequencefor thisremote domain access point.
If no failover sequence number is supplied, the first entry for this remote
domain access point is allocated the number 10 greater than the highest
failover sequence number known for the remote domain access point. Thus,
the first entry gets 10, the second 20, and so on.

The domain gateway uses the T_DM TDOMAI N addressing entries for a
particular remote domain access point strictly in the order of their failover
sequence numbers - lowest to highest.

Note: Thisattribute applies only to gateways running BEA Tuxedo Release 7.1
and is ignored by gateways running earlier releases of the BEA Tuxedo
system.

TA_DMM NENCRYPTBI TS: “{0 |40 | 56 | 128}"
Relevant to remote domain access points only. When establishing a
connection to this access point, this attribute specifies the minimum level of
encryption required. “0”  means no encryption, while“40” ,“56” , and “128”
specify the encryption length (in bits). If thisminimum level of encryptionis
not met, link establishment fails. The default valueis“0” .

The value of 40 bitsis provided for backward compatibility.
Note: Modifications to this attribute do not affect established connections.

TA_DMMAXENCRYPTBITS{0 | 40 | 56 | 128}"
Relevant to remote domain access points only. When establishing a network
link to this access point, this attribute specifies the maximum level of
encryption alowed. “0” means no encryption, while“40” ,“56” , and “128”
specify the encryption length (in bits). The default value is “128” .

The value of 40 bitsis provided for backward compatibility.
Note: Modifications to this attribute do not affect established connections.

Limitations ~ Deleting an instance of this class or updating the TA_DMNWDEVICHtribute of an
instance of thisclassis not permitted in the following scenarios:

m If theinstance of the class corresponds to alocal domain access point and the
Domain gateway administration (GWAD)server for the local access point is
active.

m Theinstance of the class corresponds to a remote domain access point and any
TDomain Domain gateway administration (GWADMserver is active.
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T _DM_TOPEND (lass Definition

Overview  TheT_DM TOPEND class defines the configuration for alocal or remote domain access
point specific to aBEA TOP END system.

Attribute Table

DM_MIB(5): T_DM_TOPEND Class Definition Attribute Table

Attribute Type Permissions Values Default
TA _DMACCESSPA NT(K)(r)(*) string  rwr--r-- string[1..30] N/A
TA DVFAI LOVERSEQ short FWFW-T - - 0 <= num<= 32767 See below.
TA_DMNWADDR(r) (K)(*) string rwr--r-- string[l..78] N/A
TA_DMIE_TP_SYSTEMTr) string  rwr--r-- string[l.8]
TA_STATE(r) string rwr--r-- GET: “VAL" N/A
SET “{NEWINV |REG" N/A
TA_DMNWDEVICE string rw-r--r-- string[l..78] N/A
TA_DMTE_PWD string rwx------ string[l1.12]
(r) - required when a new object is created
(k) - akey field for object retrieval
(*) - arequired key field for all SET operations on the class
Attribute  TA_DMACCESSPOI NT: st ri ng[1..30]
Semantics Specifiesthe loca or remote domain access point name for which this entry

providesthe BEA TOP END-specific configuration data.

TA_DMFAI LOVERSEQ 0 <= num<= 32767
Relevant to remote domain access points only. Specifies the position of this
set of addressing in thefailover sequencefor thisremote domain access point.
If no failover sequence number is supplied, the first entry for this remote
domain access point is alocated the number 10 greater than the highest
failover sequence number known for the remote domain access point. Thus,
thefirst entry gets 10, the second 20, and so on.
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The domain gateway uses the T_DM TOPEND addressing entries for a
particular remote domain access point strictly in the order of their failover
sequence numbers - lowest to highest.

Note: Thisattribute applies only to gateways running BEA Tuxedo Release 7.1
and is ignored by gateways running earlier releases of the BEA Tuxedo
system.

TA_DM\WADDR: st ri ng[1..78]
Specifies the network address associated with the access point. For alocal
domain access point, this attribute supplies the address to be used for listening
for incoming connections. For aremote domain access point, this attribute
supplies the destination address to be used when connecting to a remote
domain access point. The value of this field must be unique across all
T_DM TOPEND entries.

TA DMTE_TP_SYSTEM st ri ng[1..8]
Specifies the name of the BEA TOP END system.

Note: All remote domain access points accessi ble through alocal domain access
point must have the same BEA TOP END system name.

TA_STATE:

GET: “{VALid }"
A GEToperation retrieves configuration information for the
T_DM_TOPENDbject. The following state indicates the meaning of
aTA_STATEattribute value returned in response to a GETrequest.
States not listed are not returned.

“VALid" The object exists.

SET: “{NEW INValid |RECrypt }”
A SET operation updates configuration information for the selected
T_DM_TOPENDDbject. The following states indicate the meaning of
aTA_STATESet in aSET request. States not listed may not be set.

“NEW” A new object is created. This state change is allowed
inthe state “INValid”  and resultsin the state
“VALid”
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unset Modify an existing object. This combination is not
allowed inthe“INValid”  state. A successful return
leaves the object state unchanged.

“INValid” The object is deleted. This state changeis allowed in
the state “VALid” and resultsin the state
“INValid”

“RECrypt” Re-encrypt all passwords using anew encryption key.

Appliesto all password instancesin the
T_DM_PASSWORDA T_DM_TOPENDlasses.

TA DMNWDEVI CE: st ring[1..78]
Specifies the network device associated with the local or remote domain

access point.

TA DMIE_PWD: st ri ng[1..12]
Specifies the password to be used when sending messages to the BEA TOP
END system. Relevant only to local domain access point entries.
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T _DM_TRANSACTION (lass Definition

Overview  TheT_DM TRANSACTI ONclassrepresents run-timeinformation about transactions that
span domains. This object can be used to find out what remote domain access points
areinvolved in the transaction, the parent domain access point, the transaction state,
and other information.

For GET operations, the attributes TA_ DMIPTRANI D, TA_DMIXACCESSPO NT and

TA_DMIXNETTRANI D may be supplied to select a particular transaction.

Attribute Table

DM_MIB(5): T_DM_TRANSACTION Class Definition Attribute Table

Attribute Type Permissions Values Default
TA DM_LACCESSPQO NT(K)(*) string FW-r--r-- string[1..30] N/A
TA DMIPTRANI D(k) string FW-r--r-- string[l.78] N/A
TA STATE(r)(k) string rWXT - XTI - - GET: “{ABD| ABY|ACT| N/A

COMDEC DONHAB|HCO

| HEU| REA| UNK”

SET: “INV” N/A
TA_DMTXACCESSPOINK) string r--r--r-- string[l1..30] N/A
TA_DMTXNETTRANI®) string r--r--r-- string[l.78] N/A
TA_DMBRANCHCOUNT long r--r--r-- 0<=num N/A
TA_DMBRANCHINDEX long r--r--r-- 0<=num N/A
Per branch attributes:
TA_DMBRANCHNO long r--r--r-- 0<=num N/A
TA_DMRACCESSPOINT string F--r=-r-- string[1..30] N/A
TA_DMNETTRANID string r--r--r-- string[l.78] N/A
TA_DMBRANCHSTATE string F--r=-r-- GET “{ABD|ABY|ACT| N/A

COMDEC| DONHAB|HCO
| HHZ| HMI | REA| UNK”
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DM_MIB(5): T_DM_TRANSACTION Class Definition Attribute Table

Attribute Type Permissions Values Default

(r) - required when a new object is created
(k) - akey field for object retrieval
(*) - arequired key field for all SET operations on the class

Attribute  TA_DMLACCESSPOI NT: st ri ng[1..30]
Semantics Name of the local domain access point with which the transaction is
associated. Thisisarequired field for GET operations. For SET operations,
TA_DMLACCESSPO NT must be specified.

TA DMIPTRANI D: st ring[1..78]
Transaction identifier returned from t psuspend( 3c) mapped to a string
representation. The datain thisfield should not be interpreted directly by the
user except for equality comparison.

TA_STATE:

GET: “{ABorteD |ABortonlY |ACTive |COMcalled |DECided | DONe|
HABort | HCOmmit| HEUristic | REAdy | UNKnowr}”
A GEToperation retrieves run-time information for the
T_DM_TRANSACTIOmbject. The following states indicate the
meaning of aTA_STATEattribute value returned in responsetoa GET
request. States not listed are not returned.

“ABorteD” The transaction is being rolled back.

“ABortonlY” The transaction has been identified for rollback.

“ACTive" The transaction is active.

“COMcalled” The transaction has initiated the first phase of
commitment.

“DECided” The transaction has initiated the second phase of
commitment.

“DONe” The transaction has completed the second phase of
commitment.

“HABort” The transaction has been heuristically rolled back.
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“HCOmMmMiIt” The transaction has been heuristically committed.

“HEUristic” The transaction commitment or rollback has
completed heuristically. The branch state may give
further detail on which branch has completed
heuristically.

“REAdy” The transaction has completed the first phase of a
two phase commit. All the participating groups and
remote domains have compl eted the first phase of
commitment and are ready to be committed.

“UNKnown” It was not possible to determine the state of the
transaction.

SET: {INvalid }”
A SET operation updates run-time information for the selected
T_DM_TRANSACTIORbject or objects. The following state indicates
the meaning of aTA_STATESet in a SETreguest. States not listed

may not be set.
“INValid” Forget the specified transaction object or objects. This
state changeisonly vdid in states “HCOmmit” ,
“HABort” , and “HEUristic” .Ifa

TA_DMTPTRANIGttribute value is not supplied, all
heuristic transaction log records for the specified local
domain access point are forgotten.

TA_DMTXACCESSPOINEt ri ng[1..30]
If the transaction originated from aremote domain, TA_DMTXACCESSPOINS
the name of the remote domain access point through which it originated. If
the transaction originated within this domain, TA_DMTXACCESSPOINTE the
name of the local domain access point.

TA_DMTXNETTRANIDst ri ng[1..78]
If the transaction originated from a remote domain, TA_DMTXNETTRANIDs
the external transaction identifier received from the remote domain access
point through which it originated. If the transaction originated within this
domain, TA_DMTXNETTRANIDontainsthesamevalueasthe TA_ DMTPTRANID
attribute.
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Note: Thisattribute isavailable only to gateways running BEA Tuxedo Release
7.1 and higher, and is set to the null string *” for gateways running earlier
releases of the BEA Tuxedo system.

TA_DMBRANCHCOUNI<= num
The number of branches to remote domain access points involved in the
transaction. For a domain gateway that does not make branch information
available, this valueis zero.

TA _DMBRANCHINDEX <= num
Theindex of the first branch-specific attribute values (TA_DMBRANCHNO
TA_DMRACCESSPOINTA_DMNETTRANIDand TA_DMBRANCHSTATJE
corresponding to this object.

Per branch attributes

TA_DMBRANCHNO<= num
The branch number of the participating branch (numbered from zero).

TA_DMRACCESSPOINE? ri ng[1..30]
The name of the remote domain access point for this branch.

TA DMNETTRANIDst ri ng[1..78]
The external transaction identifier used with the remote domain access point
for this branch. Some types of domain gateways do not return this
information; in this scenario this attribute is set to the empty string. For
example, TDomains uses the local transaction identifier in TA_DMTPTRANID
for branches to remote domain access points and sets this value to the empty
string.

TA_DMBRANCHSTATE

GET. “{ABD| ABY| ACT| COM DEC| DON| HAB| HCO| HHZ| HMI | REA| UNK”
A GEToperationwill retrieveruntimeinformation for thetransaction
branch (when it isavailable for a particular domain gateway type).

“ABorteD” The transaction branch is being rolled back

“ABortonlY” The transaction branch has been identified for
rollback.

“ACTive" The transaction branch is active.

186 BEA Tuxedo File Formats and Data Descriptions Reference



DM_MIB(5)

Limitations

“COMcalled” The transaction branch has initiated the first phase
of commitment.

“DECided” The transaction branch has initiated the second
phase of commitment.

“DONe” The transaction branch has completed the second
phase of commitment.

“HABort” The transaction has been heuristically rolled back.

“HCOmMmMIt” The transaction has been heuristically committed.

“Heuristic Communications for the transaction branch failed,

HaZard” and it has not been determined if rollback completed
successfully.

“Heuristic The commitment or rollback for the transaction

Mixed” branch has completed and the remote domain has

reported that the state of some of the resources used
for the commitment or rollback is not consistent
with the outcome of the transaction.

“REAdy” The transaction has completed the first phase of a
two-phase commit. All the participating groups and
remote domains have completed the first phase of
commitment and are ready to be committed.

“UNKnown” The state of the transaction could not be determined.

Note: Thisattributeis available only to gateways running BEA Tuxedo Release
7.1 and higher, and is set to “UNKnown” for gateways running earlier
releases of the BEA Tuxedo system.

Thisobject is never explicitly created by the administrator; it comes into existence
when the application starts a multi-domain transaction. The only action an
administrator can perform onthisobject isto set its stateto “INvalid” , which hasthe
effect of causing the transaction to forget heuristic transaction log records. No other
attributes are writable. When atransaction state is set to “INvalid” , the state in the
returned buffer isthat of the transaction beforethe heuristic transaction log records are
forgotten, not after.

On GETand SET operations, a specific local domain access point must be specified for
the TA_ DMLACCESSPOINattribute.
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Files

See Also

On GET and SET operations, the Domain gateway administration (GAADM) server for the
local access point identified in the TA_ DMLACCESSPOI NT attribute must be active.
Otherwise, a “not defined” error is returned.

${ TUXDI R}/ i ncl ude/ t padm h
${ TUXDI R}/ udat aobj / t padm

tpacal | (3c),tpalloc(3c),tpcall(3c),tpdequeue(3c),tpenqueue(3c),
t pgetrpl y(3c),tprealloc(3c), Introduction to FML Function&add,
Fadd32(3fm ), Fchg, Fchg32(3fm),Find, Ffind32(3fnl),MB(5),
TM M B(5)

Administering a BEA Tuxedo Application at Run Time
Setting Up a BEA Tuxedo Application

Programming a BEA Tuxedo Application Using C
Programming a BEA Tuxedo Application Using FML
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EVENTS(5)

Name  EVENTS - list of system-generated events

Description  The System Event Monitor feature detects and reports certain pre-defined events,
primarily failures, that a system operator should be aware of. Each event report is an
FML32 buffer containing generic fields that describe the event plus other fields that
describe the object associated with the event.

The BEA Tuxedo system periodically checks system capecities. If the system finds
that aresource is exhausted or near capacity, it posts a system WARN or ERROR event.
The system will continue to post these events until the condition subsides.

Thisreference page first defines the generic event reporting fields, and then lists all
system events detected in the current BEA Tuxedo release. System event names begin
withadot (. ).

Limitations ~ Event reporting is currently limited to classes defined in TM_M B( 5) . Event reporting
uses the MIB information base. See M B(5) and TM M B(5) for adefinition and the
availability of “local attributes,” and be aware that the availability of a local attribute
depends on the state of communication within the application's network.

It is possible that the system will not post an event related to a system capacity limit
(for example, SysMachi neFul | Maxgt t ) if the condition only exists for a very short
period of time.

Generic Event  TA_OPERATI ON: st ring
Reporting Fields The literal stringevT, which identifies this buffer as an event report
notification.

TA _EVENT_NAME: stri ng
A string that uniquely identifies this event. All system-generated events begin
with . Sys.

TA_EVENT_SEVERI TY: string
The stringERROR, WARN, or | NFO, to indicate the severity of this event.

TA EVENT _LM D: stri ng
A string identifying the machine where the event was detected.

BEA Tuxedo File Formats and Data Descriptions Reference 189



Section 5 - File Formats and Data Descriptions

Event Lists

TA_EVENT_TI ME: / ong
A long integer containing the event detection time, in seconds, according to
the clock on the machine where detection took place.

TA _EVENT_USEC: | ong
A long integer containing the event detection time, in microseconds,
according to the clock on the machine where detection took place. While the
unitsof thisvaluewill always be microseconds, the actual resolution depends
on the underlying operating system and hardware.

TA_EVENT_DESCRI PTI ON: stri ng
A one-line string summarizing the event.

TA CLASS: string
The class of the object associated with the event. Depending on TA_CLASS,
the event notification buffer will contain additional fields specific to an object
of this class.

TA ULOGCAT: stri ng
Catalog name from which the message was derived, if any.

TA_ULOGVSGNUM num
Catalog message number, if the message was derived from a catalog.

T_ACLPERMEvent List

. SysAcl Perm
I NFO . SysACLPerm system ACL perm ssion change

T_DOMAI N Event List

.SysResour ceConfig
I NFO . SysResourceConfig: system configuration change

.SysLi censel nfo
I NFO . SysLicensel nfo: reached 100% of Tuxedo System
Bi nary Licensed User Count, DBBL/BBL | ockout cancel ed

. SysLi censel nfo: reached 90% of Tuxedo System
Bi nary Licensed User Count

. SysLi censel nfo: reached 90% of Tuxedo System
Bi nary Licensed User Count, DBBL/BBL | ockout cancel ed

. SysLi censel nfo: reached bel ow 90% of Tuxedo System
Bi nary Licensed User Count, DBBL/BBL | ockout cancel ed
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SysLi censeWarn
WARN: . SysLi censeWarn: reached 100% of Tuxedo System
Bi nary Licensed User Count

SysLi censeError
ERROR: . SysLicenseError: exceeded 110% of Tuxedo System
Bi nary Licensed User Count, DBBL/BBL | ockout occurs,
no new clients can join the application

. SysLicenseError: exceeded 110% of Tuxedo System
Bi nary Licensed User Count, %our, % nutes,
%seconds | eft before DBBL/BBL | ockout occurs

T_GROUP Event List

.SysGroupSt at e
INFO .SysGoupState: system configuration change

T_MACH NE Event List

.SysMachi neBr oadcast
WARN: . SysMachi neBroadcast: %A LM D broadcast delivery
failure

.SysMachi neConfi g
INFO . SysMachi neConfig: 9%9A LM D configuration change

.SysMachi neFul | Maxaccesser s
WARN: . SysMachi neFul | Maxaccessers: %A LM D capacity limt

.SysMachi neFul | Maxconv
WARN: . SysMachi neFul | Maxconv: %A LMD capacity limt

.SysMachi neFul | Maxgtt
WARN: . SysMachi neFul | Maxgtt: %A LMD capacity limt

.SysMachi neFul | Maxwscl i ent's
WARN: . SysMachi neFul | Maxwsclients: %A LMD capacity limt

.SysMachi neMsgq
WARN: . SysMachi neMsgq: %A LM D nessage queue bl ocki ng

.SysMachi nePartitioned
ERROR: . SysMachi nePartitioned: %A LMD is partitioned

.SysMachi neSl ow
WARN: . SysMachi neSl ow. %A LM D sl ow responding to DBBL
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.SysMachi neSt at e
I NFO . SysMachineState: %A LM D state change to %A STATE

.SysMachi neUnpartiti oned
ERROR. . SysMachi nePartitioned: %9A LMD is unpartitioned

T_BRI DGE Event List

.SysNet wor kConfi g
I NFO . SysNetwor kConfig: %A LMD 0]->%A LM D[ 1]
configuration change

.SysNet wor kDr opped
ERROR. . SysNet wor kDr opped: %A LM D[ 0] ->%TA LM D 1]
connecti on dr opped

.SysNet wor kFai | ure
ERROR. . SysNetwor kFai lure: %A LM D[ 0] ->%TA LM D] 1]
connection failure

.SysNet wor kFI ow
WARN: . SysNet wor kFl ow. 9%9A LM O 0] ->%TA LM O 1] fl ow control

.SysNet wor kSt at e
I NFO . SysNetworkState: %A LMD 0]->%A LM D[ 1] state
change to %A _STATE

T_SERVER Event List

.SysServer Cl eani ng
ERROR: . SysServer Cl eani ng: %A SERVERNAME, group Y%9A SRVGRP,
id %A SRVI D server cleaning

.SysServer Confi g
I NFO . SysServer Confi g: %A SERVERNAME, group %A SRVGRP, id
%A _SRVI D configuration change

.SysServer Di ed
ERROR . SysServerDi ed: %A SERVERNAME, group %A SRVGRP, id
%A _SRVI D server died

.SysServerlnit
ERROR. . SysServerlnit: %A SERVERNAVE, group %A SRVGRP, id
%A SRVID server initialization failure
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.SysSer ver Maxgen
ERROR: . SysServer Maxgen: %A SERVERNAME, group %A SRVGRP,
id %A SRVID server exceeded MAXCGEN restart limt

.SysServer Restarting
ERROR: . SysServerRestarting: %A SERVERNAME, group
UTA SRVGRP, id %A SRVID server restarting

.SysServer St at e
INFO . SysServer State: %A SERVERNAVE, group %A SRVGRP, id
%A SRVID state change to %A _STATE

.SysSer ver Tpexi t
ERROR: . SysServer Tpexit: %A SERVERNAME, group %A SRVGRP,
id %A SRVID server requested TPEXI T

T_SERVI CE Event List

. SysSer vi ceTi neout
ERROR: . SysServi ceTi neout: %A SERVERNAME, group %A SRVGRP,
id %9A SRVID server killed due to a service tineout

T_CLI ENT Event List

.SysClientConfig
INFO . SysdientConfig: User %A USRNAVE on %A LMD
configuration change

.SysC i entD ed
WARN: . Sysd ientDied: User %A USRNAME on %A LMD client
di ed

.SysCli ent Security
WARN: . SysdientSecurity: User %A USRNAME on %A LMD
aut hentication failure

SysClientState
INFO .SysCientState: User %A USRNAME on %A LMD state
change to %9A STATE

T_TRANSACTI ON Event List

.SysTransacti onHeuri sti cAbort
ERROR: . SysTransacti onHeuri sticAbort: Transaction %A GTRI D
in group %A GRPNO
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.SysTransacti onHeuri sti cCommi t
ERROR. . SysTransactionHeuristi cCommit: Transaction
%A GTRID in group %A GRPNO

T_EVENT Event List

.SysEvent Del i very
ERROR . SysEvent Del i very: System Event Monitor delivery
failure on %9A LMD

.SysEvent Fai |l ure
ERROR . SysEvent Fai l ure: System Event Monitor subsystem
failure on %9A LMD

Files  ${TUXDI R}/ udat aobj / evt _ni b

See Also M B(5), TM M B(5)
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EVENT_MIB(5)

Name

Synopsis

Description

EVENT_M B - Management Information Base for Event Broker

#i ncl ude <tpadm h>
#i ncl ude <fm 32. h>
#i ncl ude <evt_m b. h>

The BEA Tuxedo Event Broker MIB defines the set of classes through which the
Event Broker can be managed.

EVENT_M B(5) should be used in combination with the generic MIB reference page,
M B(5) , to format administrative requests and interpret administrative replies.
Requests formatted as described inM B( 5) and acomponent M1B reference page may
be used to request an administrative service using any one of a number of existing
ATMI interfaces in an active application.

EVENT_M B consists of the following classes.

EVENT_MIB Classes

Class Name Attributes

T_EVENT_CLI ENT Subscriptions that trigger unsolicited notification
T_EVENT_COVVAND Subscriptions that trigger system commands
T_EVENT_QUEUE Subscriptions for queue-based notification
T_EVENT_SERVI CE Subscriptions for server-based notification
T_EVENT_USERLOG Subscriptions for writing user | og messages

Each object in these classes represents a single subscription request.

The pattern expression of TA_EVENT_EXPR in each class determines whether it isa
SYSTEM EVENT request or an USER EVENT reguest. The determination on which one
to query is made as follows:

m A basic GET request without TA_ EVENT_EXPRor TA_EVENT_SERVER specified
will always go to the SYSTEM EVENT request and will not return USER EVENT
request.
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m A GET request with TA_EVENT_EXPR specified but not TA_EVENT_SERVER
will go to the SYSTEM EVENT request if the expressions starts with “\.”.
Otherwise, it will go to the USER EVENT request.

m A GET request with TA_EVENT_SERVERpecified with avalue of “SYSTEM” will
go to the SYSTEM EVENTrequest. A vaue of “USER” will direct the request to
the USER EVENT

FML32 Field  Thefield table for the attributes described in this reference page isfound in the file
Tables  udataobj/evt_mib (relative to theroot directory of the BEA Tuxedo system
software). The directory ${TUXDIR}/udataobj  should beincluded by the application
inthe colon-separated list specified by the FLDTBLDIR32 environment variable and the
field tablenameevt_mib should beincluded in the comma-separated list specified by
the FIELDTBLS32 environment variable.
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T _EVENT _CLIENT Class Definition

Overview

Attribute Table

TheT_EVENT_CLI ENT classrepresents a set of subscriptionsregistered with the Event
Broker for client-based notification.

When an eventisdetected, itiscompared to each T_EVENT_CLI ENT object. If the event
name matchesthevaluein TA_EVENT_EXPR and the optiona filter ruleistrue, then the
event buffer is sent to the specified client’s unsolicited message handling routine.

T_EVENT_CLIENT Class Definition Attribute Table

Attribute Type Permissions Values Default

TA_EVENT_EXPR(r) (*) sting R-R-R-- string[1..255] N/A

TA EVENT_FI LTER(K) string R--R-R-- string[l..255] none

TA EVENT_FI LTER BI NARY(K) caray R-R-R-- carray[1..64000] none

TA_STATE(r) string R XR-XR- x GET: ACT N/A
SET: {NEW| | NV} N/A

TA CLI ENTI D(r) (*) sting R-R-R-- string[l..78] N/A

(k) - akey field for object retrieval
(r) - thefield is required when anew object is created
(*) - GET/ SET key, one or more required for SET operations

Attribute
Semantics

Check M B(5) for an explanation of Permissions.

TA _EVENT_EXPR: string[1..255]
Event pattern expression. This expression, in reconp() format, controls
which event names match this subscription.

TA EVENT_FILTER: string[1..255]
Event filter expression. This expression, if present, is eval uated with respect
to the posted buffer’s contents. It must evaluate to TRUE or this subscription
is not matched.

TA_EVENT_FI LTER BI NARY: carray| 1. . 64000]
Event filter expression, in binary (carray) format. Same as
TA_EVENT_FI LTER, but may contain arbitrary binary data. Only one of
TA_EVENT_FI LTEROr TA_EVENT_FI LTER_BI NARY may be specified.
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TA_STATE:

GET: ACTi ve
A GET operation will retrieve configuration information for the
matching T_EVENT_CLI ENT object(s).

SET: {NEW|I Nval i d}
A SET operation will update configuration information for the
T_EVENT_CLI ENT object. Thefollowing states indicate the meaning
of aTA_STATE set in a SET request. States not listed may not be set.

NEW Create T_EVENT_CLI ENT object. Successful return
leaves the object in the ACTi ve state.

INVal id DeleteT_EVENT_CLI ENT object. Successful return
leaves the object inthe | Nval i d state.

TA_CLI ENTI D: st ring[ 1. . 78]

Send an unsolicited notification messageto this client when amatching event
is detected.
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T EVENT _COMMAND (lass Definition

Overview

Attribute Table

The T_EVENT_COWMAND class represents a set of subscriptions registered with the
Event Broker that trigger execution of system commands. When an event is detected,
it iscompared to each T_EVENT_COVMAND object. If the event name matchesthe value
in TA_EVENT_EXPRand the optional filter ruleistrue, thentheevent buffer isformatted
and passed to the system’s command interpreter.

T_EVENT_COMMAND Class Definition Attribute Table

Attribute Type Permissions Values Default

TA EVENT_EXPR(r) (*) string R-------- string[l..255] N/A

TA EVENT_FI LTER(K) string R-------- string[l..255] none

TA EVENT_FI LTER BI NARY(K) caray R------- carr ay[1..64000] none

TA_STATE(r) string  R-X------ GET: ACT N/A
SET: {NEW| I NV} N/A

TA COVVAND(Y) (*) string R-------- string[l..255] N/A

(k) - akey field for object retrieval
(r) - thefield is required when anew object is created
(*) - GET/ SET key, one or more required for SET operations

Attribute
Semantics

Check M B(5) for an explanation of Permissions.

TA_EVENT_EXPR: st ri ng[1..255]
Event pattern expression. This expression, in reconp() format, controls
which event names match this subscription.

TA _EVENT_FI LTER: st ri ng[1..255]
Event filter expression. This expression, if present, is eval uated with respect
to the posted buffer’s contents. It must evaluate to TRUE or this subscription
is not matched.

TA_EVENT_FI LTER_BI NARY: car r ay[1..64000]
Event filter expression, in binary (carray) format. Same as
TA_EVENT_FI LTER, but may contain arbitrary binary data. Only one of
TA_EVENT_FI LTEROr TA_EVENT_FI LTER_BI NARY may be specified.
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TA_STATE:

GET: ACTi ve
A GET operation will retrieve configuration information for the
matching T_EVENT_COVMAND object(s).

SET: {NEW|I Nval i d}
A SET operation will update configuration information for the
T_EVENT_COWVMAND object. The following states indicate the

meaning of a TA_STATE set in a SET request. States not listed may
not be set.

NEW Create T_EVENT_COVMAND object. Successful return
leaves the object in the ACTi ve state.

INVal id Delete T_EVENT_COMVAND object. Successful return
leaves the object inthe | Nval i d state.

TA_COWMMAND: st r i ng[1..255]
Execute this system command when an event matching this object is detected.

For UNIX system platforms, the command is executed in the background
using syst en(3).
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T_EVENT_QUEUE Class Definition

Overview  The T_EVENT_QUEUE class represents a set of subscriptions registered with the Event
Broker for queue-based notification. When an event is detected, it is compared to each
T_EVENT_QUEUE object. If the event name matches the value in TA_EVENT_EXPR and
the optiona filter rule is true, then the event buffer is stored in the specified reliable
queue.

Attribute Table

T_EVENT_QUEUE Class Definition Attribute Table

Attribute Type Permissions Values Default
TA EVENT_EXPR(r) (*) string R-------- string[l..255] N/A
TA EVENT_FI LTER(K) string  R-x------ string[l..255] none
TA EVENT_FI LTER BI NARY(K) caray R-x------ car r ay[1..64000] none
TA STATE(r) string R-x------ GET: ACT N/A
SET: {NEW| | NV} N/A
TA QSPACE(r) (*) string R-------- string[l..15] N/A
TA QNAME(r) (*) string R-------- string[l..15] N/A
TA QCTL_QTOP short R-x------ short 0
TA _QCTL_BEFOREMSG D short R-X------ short 0
TA QCTL_QTI ME_ABS short R-X------ short 0
TA QCTL_QTI ME_REL short R-X------ short 0
TA QCTL_DEQ TI ME short R-X------ short 0
TA QCTL_PRI ORI TY short R-X------ short 0
TA QCTL_MsG D string  R-x------ string[l.31] none
TA QCTL_CORRI D(k) string R-x------ string[l.31] none
TA QCTL_REPLYQUEUE string  R-x------ string[l..15] none
TA QCTL_FAI LUREQUEUE string  R-x------ string[l..15] none
TA _EVENT_PERSI ST short R-X------ short 0
TA EVENT_TRAN short R-X------ short 0

(k) - akey field for object retrieval
(r) - thefield is required when anew object is created
(*) - GET/ SET key, one or more required for SET operations

Check M B(5) for an explanation of Permissions.
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Attribute  TA_EVENT_EXPR: st ri ng[1..255]
Semantics Event pattern expression. Thisexpression, inr econp() format, controls
which event names match this subscription.

TA EVENT_FI LTER: st ri ng[1..255]
Event filter expression. This expression, if present, is evaluated with respect
to the posted buffer’s contents. It must evaluate to TRUE or this subscription
is not matched.

TA EVENT_FI LTER Bl NARY: car r ay[1..64000]
Event filter expression, in binary (carray) format. Same as
TA_EVENT_FI LTER, but may contain arbitrary binary data. Only one of
TA EVENT_FI LTEROr TA_EVENT_FI LTER_BI NARY may be specified.

TA_STATE:

GET: ACTi ve
A GET operation will retrieve configuration information for the
matching T_EVENT_QUEUE object(s).

SET: {NEW|I Nval i d}
A SET operation will update configuration information for the
T_EVENT_QUEUE object. The following states indicate the meaning
of aTA _STATE set in a SET request. States not listed may not be set.

NEW Create T_EVENT_QUEUE object. Successful return
leaves the object in the ACTi ve state.

INVal id DeleteT_EVENT_QUEUE object. Successful return
leaves the object inthe | Nval i d state.

TA_QSPACE: st ri ng[1..15]
Enqueue a notification message to areliable queue in this queue space when
amatching event is detected.

TA QNAME: string[l..15]
Enqueue a notification message to thisreliable queue when amatching event
is detected.
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TA QCTL_QrICOP: short
Thisvalue, if present,ispassedintot penqueue( ) 'STPQCTL control structure
to request notification viathe /Q subsystem with the message to be placed at
the top of the queue.

TA_QCTL_BEFOREMSG D: short
Thisvalue, if present,ispassedintot penqueue() 'STPQCTL control structure
to reguest notification viathe /Q subsystem with the message to be placed on
the queue ahead of the specified message.

TA_QCTL_QTI ME_ABS: short
Thisvalue, if present,ispassedintot penqueue() 'STPQCTL control structure
to reguest notification viathe /Q subsystem with the message to be processed
at the specified time.

TA _QCTL_QTI ME_REL: short
Thisvalue, if present,ispassedintot penqueue( ) 'STPQCTL control structure
to reguest notification viathe /Q subsystem with the message to be processed
relative to the dequeue time.

TA _QCTL_DEQ TI ME: short
Thisvalue, if present, ispassed in to t penqueue() 's TPQCTL control
structure.

TA QCTL_PRIORI TY: short
Thisvalue, if present, ispassed in to t penqueue() 's TPQCTL control
structure.

TA_QCTL_MBG D: st ri ng[1..31]
Thisvalue, if present, ispassed in to t penqueue() s TPQCTL structure.

TA_QCTL_CORRI D: st ring[1..31]
Thisvalue, if present, ispassed in to t penqueue() 's TPQCTL control
structure.

TA_QCTL_REPLYQUEUE: st ri ng[1..15]
Thisvalue, if present, ispassed in to t penqueue() 's TPQCTL control
structure.

TA_QCTL_FAI LUREQUEUE: st ri ng[1..15]
Thisvalue, if present, ispassed in to t penqueue() 's TPQCTL control
structure.

BEA Tuxedo File Formats and Data Descriptions Reference 203



Section 5 - File Formats and Data Descriptions

TA_EVENT_PERSI ST: short
If non-zero, do not cancel this subscription if the designated queue is no
longer available.

TA _EVENT_TRAN: short
If non-zero and the client'st ppost () call istransactional, include the
t penqueue() call inthe client’s transaction.
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T _EVENT _SERVICE Class Definition

Overview

Attribute Table

The T_EVENT_SERVI CE class represents a set of subscriptions registered with the
Event Broker for service-based notification. When an event is detected, it is compared
to each T_EVENT_SERVI CE object. If the event name matches the value in
TA_EVENT_EXPR and the optional filter ruleistrue, then the event buffer is sent to the
specified BEA Tuxedo service routine.

T_EVENT_SERVICE Class Definition Attribute Table

Attribute Type Permissions Values Default

TA_EVENT_EXPR(r) (*) sting R-R-R-- st ring[l. .255] N/A

TA EVENT_FI LTER(K) string R-R--R-- st ring[l. .255] none

TA EVENT_FI LTER BI NARY(K) caray R-R-R-- carray[1. .64000] none

TA_STATE(r) string R XR- XR-x GET: ACT N/A
SET: {NEW| | NV} N/A

TA_SERVI CENAVE(T) (*) sting R-R-R-- string[1..15] N/A

TA EVENT_PERSI ST short R xR-xR-Xx short 0

TA EVENT_TRAN short R xR-xR-Xx short 0

(k) - akey field for object retrieval
(r) - thefield is required when anew object is created
(*) - GET/ SET key, one or more required for SET operations

Attribute
Semantics

Check M B(5) for an explanation of permissions.

TA _EVENT_EXPR: string[1..255]
Event pattern expression. This expression, in reconp() format, controls
which event names match this subscription.

TA EVENT_FILTER: string[1..255]
Event filter expression. This expression, if present, is eval uated with respect
to the posted buffer’s contents. It must evaluate to TRUE or this subscription
is not matched.
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TA _EVENT_FI LTER Bl NARY: car r ay[1..64000]
Event filter expression, in binary (carray) format. Same as
TA_EVENT_FI LTER, but may contain arbitrary binary data. Only one of
TA EVENT_FI LTEROr TA_EVENT_FI LTER_BI NARY may be specified.

TA_STATE:

GET: ACTi ve
A GET operation will retrieve configuration information for the
matching T_EVENT_SERVI CE object(s).

SET: {NEW|I Nval i d}
A SET operation will update configuration information for the
T_EVENT_SERVI CE object. The following states indicate the
meaning of a TA_STATE set in a SET request. States not listed may
not be set.

NEW Create T_EVENT_SERVI CE object. Successful return
leaves the object in the ACTi ve state.

INval id Delete T_EVENT_SERVI CE object. Successful return
leaves the object inthe | Nval i d state.

TA_SERVI CENAME: st ri ng[1..15]
Call this BEA Tuxedo service when a matching event is detected.

TA_EVENT_PERSI ST: short
If non-zero, do not cancel this subscription if the TA_SERVI CENAME serviceis
no longer available.

TA _EVENT_TRAN: short
If non-zero and the client'st ppost () call istransactional, include the
TA_SERVI CENANVE service call in the client’s transaction.

206 BEA Tuxedo File Formats and Data Descriptions Reference



EVENT_MIB(5)

T _EVENT USERLOG (lass Definition

Overview

Attribute Table

The T_EVENT_USERLOG class represents a set of subscriptions registered with the
Event Broker for writing system user | og(3c) messages. When an event is detected,
it iscompared to each T_EVENT_USERLOG object. If the event name matchesthevalue
in TA_EVENT_EXPRand the optional filter ruleistrue, thentheevent buffer isformatted
and passed to the BEA Tuxedo user | og(3c) function.

T_EVENT_USERLOG Class Definition Attribute Table

Attribute Type Permissions Values Default

TA EVENT_EXPR(r) string R--R----- string[l..255] N/A

TA EVENT_FI LTER(K) string R--R----- string[l..255] none

TA EVENT_FI LTER BI NARY(K) caray R-R---- carray[1..64000] none

TA_STATE(r) string R XR-X--- GET: ACT N/A
SET: {NEW| | NV} N/A

TA USERLOG(r) string R--R----- string[l..255] N/A

(k) - akey field for object retrieval
(r) - thefield is required when anew object is created

Attribute
Semantics

Check M B(5) for an explanation of Permissions.

TA_EVENT_EXPR: st ri ng[1..255]
Event pattern expression. This expression, in reconp() format, controls
which event names match this subscription.

TA _EVENT_FI LTER: st ri ng[1..255]
Event filter expression. This expression, if present, is eval uated with respect
to the posted buffer’s contents. It must evaluate to TRUE or this subscription
is not matched.

TA_EVENT_FI LTER_BI NARY: car r ay[1..64000]
Event filter expression, in binary (carray) format. Same as
TA_EVENT_FI LTER, but may contain arbitrary binary data. Only one of
TA_EVENT_FI LTEROr TA_EVENT_FI LTER_BI NARY may be specified.
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TA_STATE:

GET: ACTi ve
A GET operation will retrieve configuration information for the
matching T_EVENT_USERLOG object(s).

SET: {NEW|I Nval i d}
A SET operation will update configuration information for the
T_EVENT_USERLOG object. The following states indicate the
meaning of a TA_STATE set in a SET request. States not listed may
not be set.

NEW Create T_EVENT_USERLOG object. Successful return
leaves the object in the ACTi ve state.

INVal id Delete T_EVENT_USERLOG object. Successful return
leaves the object inthe | Nval i d state.

TA USERLOG st ri ng[1..255]
Write auser | og(3c) message when a matching event is detected.

Files  ${TUXDI R}/ udat aobj / evt_nmi b ${TUXDIR}/i ncl ude/ evt _nmib. h

See Also  EVENTS(5), TM M B( 5)
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Ferror, Ferror32(5)

Name

Synopsis

Description

Ferror, Ferror32-FML error codes

#include “fml.h”
#include “fml32.h”

The numerical value represented by the symbolic name of an error condition is
assigned to Ferror  for errors that occur when executing many FML library routines.

The name Ferror  expandsto a modifiable / val ue that hastypeint , the value of
which is set to apositive error number by several FML library routines. Ferror  need
not be the identifier of an object; it might expand to a modifiable / val ue resulting
from afunction call. It is unspecified whether Ferror  isamacro or an identifier
declared with externa linkage. If atperrno()  macro definition is suppressed to
access an actual object, or if aprogram definesanidentifier withthename Ferror , the
behavior is undefined.

The reference pages for FML routines list possible error conditions for each routine
and the meaning of the error in that context. The order in which possible errors are
listed isnot significant and does not imply precedence. The value of Ferror  should be
checked only after an error has been indicated; that is, when the return value of the
component indicates an error and the component definition specifies that tperrno()

be set. An application that checks the value of Ferror must includethe fml.h  header
file.

Ferror32 providesasimilar capability for usersof fml32 routines. An application that
checksthe value of Ferror32 must include the fmi32.h  header file.

The following list shows error codes that may be returned by FML
and FML32 routines.

#define FMINVAL O /* bottom of error message codes */
#define FALIGNERR 1 /* fielded buffer not aligned */
#define FNOTFLD 2 /* buffer not fielded */

#define FNOSPACE 3 /* no space in fielded buffer */
#define FNOTPRES 4 /* field not present */

#define FBADFLD 5 /* unknown field number or type */
#define FTYPERR 6 /*illegal field type */

#define FEUNIX 7 /* unix system call error */

#define FBADNAME 8 /* unknown field name */

#define FMALLOC 9 /* malloc failed */

#define FSYNTAX 10 /* bad syntax in boolean expression */
#define FFTOPEN 11 /* cannot find or open field table */
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#def i ne FFTSYNTAX 12 /* syntax error in field table */
#def i ne FEI NVAL 13 /* invalid argunent to function */
#def i ne FBADTBL 14 /* destructive concurrent access to field table

*/
#define FBADVIEW 15 /* cannot find or get view */
#define FVFSYNTAX 16 /* bad viewfile */

#def i ne FVFOPEN 17 /* cannot find or open viewfile */
#def i ne FBADACM 18 /* ACM cont ai ns negative val ue */

#defi ne FNOCNAME 19 /* cnane not found */

Usage  Some routines do not have an error return value. Because no routine sets Fer r or to
zero, an application can set Fer r or to zero, call aroutine and then check Fer r or again

to seeif an error has occurred.

In DOS and OS/2 environments, this variable is known as FM_er r or .

See Also  See the ERRORS section of the individual FML library routines for a more detailed
description of the meaning of the error codes returned by each routine.

Introduction to the C Language A pplication-Transaction Monitor Interface,
tperrordetail (3c),tpstrerror(3c),tpstrerrordetail (3c), Introductionto

FML Functions, F_error, F_error32(3fni)
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field tables(5)

Name

Description

Field Identifiers

Field Mapping

Field Table Files

fiel d_tabl es - FML mapping files for field names

The Field Manipulation Language functions implement and manage fielded buffers.
Each field in afielded buffer istagged with an identifying integer. Fields that can
variableinlength (for example, astring) have an additional length modifier. The buffer
then consists of a series of numeric-identifier/data pairs and
numeric-identifier/length/data triples.

The numeric-identifier of afield is called its“field identifier” (fldid), and is typedef'd
by FLDI D. A field is named by relating an alphanumeric string (the hameffitoied
in a field table.

The original FML interface supports 16-bit field identifiers, field lengths, and buffer
sizes. A newer 32-bit interface, FML32, supports larger identifiers, field lengths, and
buffer sizes. All types, function names, etc. are suffixed with “32” (for example, the
field identifier type definition isLDI D32).

FML functions allow field values to be typed. Currently the following types are
supportedthar, string, short, | ong, fl oat, doubl e, carray (character array),

ptr (pointer to a buffer)fM_.32 (embedded FML32 buffer), antl Ev82 (embedded
VIEW32 buffer). Thept r, FM_.32, andVvlI EW82 types are supported only for the

FML32 interface. Constants for field types are defineichin h (f m 32. h for

FML32). So that fielded buffers can be truly self-describing, the type of a field is
carried along with the field by encoding the field type in the FLDID. Thus, a FLDID

is composed of two elements: a field type, and a field number. Field numbers must be
above 100; the numbers 1-100 are reserved for system use.

For efficiency, it is desirable that the field name to field identifier mapping be available
at compile time. For utility, it is also desirable that these mappings be available at run
time. To accommodate both these goals, FML represents field tables in text files, and
provides commands to generate corresponding C header files. Thus, compile time
mapping is done by the C preprocesspn, by the usuakdefi ne macro. Run-time
mapping is done by the functiéhdi d() (orFl di d32() for FML32), which maps its
argument, a field name, to a field identifier by consulting the source field table files.

Files containing field tables have the following format:

m blank lines and lines beginning with # are ignored.
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Conversion of
Field Tables to
Header Files

Environment

212

Variables

m linesbeginning with $ are ignored by the mapping functions but are passed
through (without the $) to header files generated by nkf | dhdr () (the command
nameis nkf | dhdr 32() for FML32; see nkf | dhdr, nkfl dhdr32(1)). For
example, this would allow the application to pass C comments, what strings, etc.
to the generated header file.

m lines beginning with the string * base contain a base for offsetting subsequent
field numbers. This optional feature provides an easy way to group and
renumber sets of related fields.

m linesthat don't begin with either * nor # should have the form:
nane rel -nunb type
where:
e nameistheidentifier for the field. It should not exceed cpp restrictions.

e rel - nunb istherelative numeric value of the field. It is added to the current
base to obtain the field number of the field.

e type isthetype of thefield, and is specified as one of the following: char,
string,short,long,fl oat, doubl e, carray, ptr, FM.32, or VI E\\B2.

Entries are white-space separated (any combination of tabs and spaces).

The command nkf | dhdr (or nkf | dhdr 32) convertsafield table, as described above,
into afile suitablefor processing by the C compiler. Each line of the generated header
fileisof theform:

#define nanme fldid

wherenane isthenameof thefield, andf | di d isitsfield identifier. Thefieldidentifier
includesthe field type and field number, as previously discussed. The field number is
an absolute number, that is, base + rel-number. The resulting file is suitable for
inclusion in a C program.

Functions such as FI di d() , which access field tables, and commands such as

nkf | dhdr () andvuf or m() , which usethem, both need the shell variablesFLDTBLDI R
and FI ELDTBLS (FLDTBLDI R32 and FI ELDTBLS32 for FML32) to specify the source
directories and files, respectively, from which the in-memory version of field tables
should be created. FI ELDTBLS specifies a comma-separated list of field table file
names. If FI ELDTBLShasno value, f | d. t bl isused asthe name of thefield tablefile.
The FLDTBLDI R environment variable is a colon-separated list of directoriesin which
to look for each field table whose name is not an absol ute path name. (The search for
field tables is very similar to the search for executable commands using the PATH
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Example

See Also

variable) If FLDTBLDI Rishot defined, it istaken to be the current directory. Thus, if
Fl ELDTBLS and FLDTBLDI Rarenot set, thedefaultistotakef | d. t bl from the current
directory.

The use of multiplefield tablesis a convenient way to separate groups of fields, such
as groups of fields that exist in a database from those which are used only by the
application. However, in general field names should be unique across dl field tables,
since such tables are capabl e of being converted to C header files (by the nkf | dhdr
command), and identical field names would produce a compiler name conflict
warning. In addition, the function FI di d, which maps anameto aFLDI D, does so by
searching the multiple tables, and stops upon finding the first successful match.

The following is a sample field table in which the base shifts from 500 to 700:

# enployee ID fields are based at 500

*pbase 500

#nane rel-nunb type conmment

Hemmm e e e oo e e e e = -

EMPNAM 1 string enp’s nane

EMPID 2 long enp's id

EMPIJOB 3 char job type: DMFor T
SRVCDAY 4 carray service date

# address fields are based at 700

*pase 700

EMPADDR 1 string street address
EMPC TY 2 string city

EMPSTATE 3 string state

EMPZIP 4 long zip code

The associated header file would be

#defi ne EMPADDR ((FLDID)41661) /* nunber: 701 type: string */
#define EMPCITY ((FLDID)41662) /* nunber: 702 type: string */
#define EMPID ((FLD D)8694) /* nunber: 502 type: long */
#define EMPIOB ((FLDI D)16887) /* nunber: 503 type: char */
#defi ne EMPNAM ((FLDI D)41461) /* number: 501 type: string */
#defi ne EMPSTATE ((FLDI D) 41663) /* nunber: 703 type: string */
#define EMPZIP ((FLD D)8896) /* nunber: 704 type: long */
#defi ne SRVCDAY ((FLDID)49656) /* nunber: 504 type: carray */

nkf | dhdr, nkfl dhdr32(1)

Programming a BEA Tuxedo Application Using FML
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Name

Synopsis

Description

Portability

GWADM- Domains gateway administrative server

GWADM SRVGRP = "jdentifier" SRVID = "nunber" REPLYQ = "N'
CLOPT = "-A -- [-a {on| off}] [-t {on ]| off}]"

The gateway administrative server (GWADM) is a BEA Tuxedo system-supplied server
that provides administrative functions for a Domains gateway group.

GwADM should be defined in the SERVERS section of the UBBCONFI Gfile as a server
running within a particular gateway group, that is, SRVGRP must be set to the
corresponding GRPNAME tag specified in the GROUPS section. The SVRI D parameter is
also required and its value must consider the maximum number of gateways allowed
within the gateway group.

There should be only one instance of a GAaADMper Domains gateway group, and it
should NOT be part of the M SSQ defined for the gateways associated with the group.
Also, GnaDMshould have the REPLYQ attribute set to N.

The CLOPT option isastring of command line options that i s passed to the GwaDMwhen
it is booted. This string has the following format:

CLOPT="-A -- gateway group run-tine paraneters>"
The following run-time parameters are recognized for a gateway group:

-a{on|off}
Thisoption turnsof f or on the audit log feature for thislocal domain. The
defaultisof f . Thedmadmni n program can be used to change this setting while
the gateway group is running (see dmadni n( 1) ).

-t {on|off}
Thisoption turnsof f or on the statistics gathering feature for the local
domain. Thedefaultisof f . Thednmadni n program can be used to change this
setting while the gateway group is running (see dmadmni n(1)).

The GwaDMserver must be booted before the corresponding gateways.

GWADMis a supported BEA Tuxedo system-supplied server on UNIX System
platforms.
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Interoperability

Examples

See Also

anaADMmust be installed on BEA Tuxedo Release 4.2.1 or later; other machinesin the
same domain with a Release 4.2.2 gateway can be Release 4.1 or later.

The following example illustrates the definition of the administrative server in the
UBBCONFI Gfile. This example uses the GATDOVAI N gateway process to provide
connectivity with another BEA Tuxedo domain. To provide interoperability with a
BEA TOP END system, use the GATOPEND gateway process. For details on the
GATOPEND gateway process and an example using GATOPEND, see GATOPEND( 5) .

#

* GROUPS

DVADMGRP GRPNO=1

gwgrp GRPNO=2

#

* SERVERS

DMADM SRVGRP=" DVMADMGRP" SRVI D=1001 REPLYQ=N RESTART=Y GRACE=0

GMDM SRVGRP="gwgr p" SRVI D=1002 REPLYQ=N RESTART=Y GRACE=0
CLOPT="-A -- -a on -t on"

GAMTDOVAI N SRVGRP="gwgr p* SRVI D=1003 RQADDR="gwgr p" REPLYQ=N

RESTART=Y M N=1 MAX=1

dmadmni n( 1) ,tnboot (1) , DMADM 5) , DMCONFI G( 5) , DMCONFI G f or GATOPEND( 5) ,
GAMOPEND( 5) , servopt s(5), UBBCONFI G 5)

Administering a BEA Tuxedo Application at Run Time
Setting Up a BEA Tuxedo Application

Using the BEA Tuxedo Domains Component
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GWTDOMAIN(5)

Name GWIDOMVAI N - TDomain gateway process

Synopsis  GATDOVAI NSRVGRP ="j dent i fi er" SRVI D="nunber" RQADDR = "queue_nane"
REPLYQ= N RESTART = Y [MAXGEN = val ue] [GRACE = val ue]

Description  GWDOVAI Nisthe domain gateway process that providesinterdomain communication.
GATDOVAI N processes communicate with other GATDOVAI N processes in remote
domains.

Domain gateways are described in the SERVERS section of the UBBCONFI Gfile and the
BDMCONFI Gfile. Domain gateways must be always associated with a particular group,
that is, SRVGRP must be set to the corresponding GRPNANME tag specified in the GROUPS
section. The SVRI D parameter is also required and its value must consider the
maximum number of gateways allowed within the domain group. The RESTART
parameter should be set to Y. The REPLYQparameter should be set to N.

The GATDOMAI N process must be in the same group asthe GWADM 5) process, with the
GwaDMIisted first. Multiple GATDOVAIL N processes can be configured for adomain; each
must be configured in a different BEA Tuxedo group.

Examples  Thefollowing example shows the definition of a Domains gateway group in the
UBBCONFI Gfile.

* GROUPS

DVADMGRP LM D=machl GRPNO=1

gwgrp LM D=machl GRPNO=2

* SERVERS

DVADM SRVGRP="DMADMGRP' SRVI D=1001 REPLYQ=N RESTART=Y MAXGEN=5
GRACE=3600

GWADM SRVGRP="gwgr p" SRVI D=1002 REPLYQ=N RESTART=Y MAXGEN=5
GRACE=3600

GWDOVAI N SRVGRP="gwgr p" SRVI D=1003 RQADDR="gwgr p" REPLYQ=N
RESTART=Y MAXGEN=5 GRACE=3600

See also the EXAMPLES section of UBBCONFI G( 5) and DMOONFI G( 5) .
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See Also  trmadmi n(1),tmboot (1), DMADM 5) , DMCONFI G 5) , GAMADM 5) , ser vopt s(5),
UBBCONFI G( 5)

Using the BEA Tuxedo Domains Component
Setting Up a BEA Tuxedo Application

Administering a BEA Tuxedo Application at Run Time
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GWTOPEND(5)

Name

Synopsis

Description

Files

GATOPEND - TOP END Domain Gateway process

GWIOPEND SRVGRP = “identifier” SRVI D = “number” RQADDR = “queue_name”
REPLYQ = NRESTART = Y [MAXGEN = value | [GRACE = value ]

GWTOPEND is the domain gateway process that provides communication between a
BEA Tuxedo domain and aBEA TOP END system. GATOPEND gateway processes
communicate with the Network Interface (NI) component on one or more nodes of a
single BEA TOP END system. Different GATOPEND gateways (in different BEA
Tuxedo groups) may be configured to access different BEA TOP END systems or to
split the load. GATOPEND supports request/reply, pseudo-conversations, queuing, and
transactions.

Domain gateways are described in the SERVERS section of the UBBCONFI Gfileand the
BDMCONFI Gfile. Domain gateways must be associated with a particular group, that is,
SRVGRP must be set to the corresponding GRPNAME tag specified in the GROUPS section.

The SVRI Dparameter isalso required and its val ue must specify the maximum number
of gateways alowed within the domain group. The RESTART parameter should be set
to Y. The REPLYQ parameter should be set to N.

The GWTOPEND process must be in the same group as the GWADM 5) process, with the
GnADMIisted first. Multiple GATOPEND processes can be configured for adomain; each
must be configured in a different BEA Tuxedo group.

If BEA TOP END security is configured for the gateway, the BEA TOP END Security
Services product must beinstalled on the node and the sr vt ab filefor the TP_SYSTEM

name must be copied to the node in the location shown in the “Files” section. If long
node names are to be supported, the nodemap file must be copied to the node in th
location shown in the “Files” section.

$TUXDI R/ udat aobj / nodenmap
$APPDI R/ srvt ab. syst em(wheresyst emis the BEA TOP END system name)

Jusr/lib/libtp_krb.so (installed on UNIX platforms on which BEA TOP END
security is configured)

9 OPENDDI R%4 bi n\ kr b. dI | (installed on Windows NT platforms on which BEA
TOP END security is configured)
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Examples

See Also

The following example shows the definition of a domain gateway group in the
UBBCONFI Gfile.

* GROUPS

DVADMGRP LM D=nmachl GRPNO=1

gwgrp LM D=nmachl GRPNO=2

* SERVERS

DVADM SRVGRP="DMADMGRP" SRVI D=1001 REPLYQ=N RESTART=Y MAXGEN=5
GRACE=3600

GWADM SRVGRP="gwgr p" SRVI D=1002 REPLYQ=N RESTART=Y MAXGEN=5
GRACE=3600

GAMTOPEND SRVGRP="gwgr p" SRVI D=1003 RQADDR="gwgr p" REPLYQ=N
RESTART=Y MAXGEN=5 GRACE=3600

See the “Examples” section OBBCONFI G(5) andDMCONFI G f or GWIOPEND( 5) for
additional information.

t madmi n( 1), t mboot (1) , DMADM 5) , DMCONFI G for GWIOPEND( 5) , GWADM 5) ,
servopt s(5), UBBCONFI 4 5)

BEA TOP END Programmer’s Reference Maneak _sr vt ab(1T), nodemap(5T)
Administering a BEA Tuxedo Application at Run Time

Setting Up a BEA Tuxedo Application

Using the BEA Tuxedo Domains Component

Using the BEA Tuxedo TOP END Domain Gateway
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GWTUX2TE, GWTE2TUX(5)

Name

Synopsis

Description

GMUX2TE, GATE2TUX - BEA Tuxedo/ BEA TOP END gateway servers

GWTUX2TE SRVGRP =‘i denti fier” SRVID =" nunmber”
CLOPT ="-- -f service definition file
[-c TOPEND renote configuration file]
[[R secl[w wait_tine][[-u user nane] [-p password _file]]”

GWTE2TUX SRVGRP =‘i denti fier” SRVID =" nunmber”
CLOPT ="-- -f service definition file
[-c  TOPEND renote configuration file]
[-R sec][[-u usernane]l[-g groupnane]]’

GWTUX2TEnd GWTE2TUXre gateway servers. GWTUX2Tprovides connectivity
between BEA Tuxedo clients and BEA TOP END servers. GWTE2TUXYrovides
connectivity between BEA TOP END clients and BEA Tuxedo servers. One or both
of these gateway servers may be configured for adomain.

GWTUX2Tnd GWTE2TUdre defined in the SERVERSection of the UBBCONFIJileas
serversrunning within aparticular server group. Therefore, SRVGRRNust be set to the
value of the corresponding GRPNAMBarameter (as specified in the GROUPSection).
The SVRID parameter isalso required. GWTUX2TiEnd GWTE2TUd low for MIN and MAX
values of gateway instances to be specified. Although the gateway servers are
synchronous, you may use multiple instances to provide better throughput.

CLOPTIs an “umbrella parameter” that passes a set of command-line options to the
gateway servers when the servers are booted. To specify optior2L@&#h use the
following format.

CLOPT="-- gateway group_runtine_paraneters”
Thefollowing CLOPToptions are recognized.

-f service definition file
Thisfile lists the services and functions to be advertised by the gateway
server. (The file format is described in “Configuration” later in this reference
page.) If-f isnot specified or if the specified file has an invalid syntax, the
gateway server logs an error and exits.

-c TOP_END renote_configuration_file
This file defines the connectivity between the gateway servers and the BEA
TOPEND system. If thisoption isnot specified, SAPPDIR/TOPENDRC.cfg iS
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used, by default, as the configuration file. If there is no configuration file or
if thefile specified hasan invalid syntax, the gateway server logsan error and
exits.

-u usernane -p password file
If security is enabled on the BEA TOP END system, then the - u and - p
options should be specified for the GATUX2 TE gateway.

After the- p option, specify thefilethat containsthe password associated with
the user specified by —u. The password file must be in ASCI| format; the
password must be provided on asingleline. To ensure security, thefileshould
be read and write protected; only the BEA Tuxedo administrator should be
granted access.

See “Security” for additional information.

-R Retry interval
If the gateway server is unable to establish a connection with the BEA TOP
END system, or if an existing connection is broken, the server will, by
default, retry to establish a connection every 60 seconds. This time interval
(in seconds) may be set to a different value usihgetting —R to O turns off
retry. If you do so and specify RESTART=hen, when aconnection cannot be
established or is broken, the gateway server exits and restarts.

If aconnection tothe BEA TOP END system isnot available, the serviceson
that system are not offered by the gateway server.

-w wait_tine
When the GWTUX2THateway server sends a request to the BEA TOP END
system, it waits for aresponse, by default, for 30 seconds. The —w parameter
allows the waiting time to be specified. Specifying awaiting time of 0
indicates infinite waiting time.

The GWTE2TUgateway server does not provide a configurable waiting time,
so normal timeout parameters may be configured in TUXCONFIG

-u username-—-g groupnamne
If access control lists are being used for BEA Tuxedo services, then both the
-u and -g options should be specified for a GWTE2TUXjateway server. By
default, the gateway uses guest privileges.

See “Security” for additional information.
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Programming  The GAMTUX2TE and GATE2TUX gateway servers support request/response messages

Paradigms  only. The following BEA Tuxedo client API callsfor sending and receiving are
allowed:

m tpcall()
m tpacal | () (withor without TPNOREPLY flag)

m tpgetrply()
m tpforward()

BEA TOP END servers cannot set the APPL_CONTEXT flag. If thisflagis set, the
gateway server dissolves the BEA TOP END dialog and returns an error
(TPESVCFAI L) to the BEA Tuxedo client.

Thefollowing BEA TOP END client API calls are allowed:
m tp client_send

m tp client_receive

Buffer Types  The GWTUX2TE and GAWTE2TUX gateway servers support BEA Tuxedo CARRAY

(X_ocCTET) buffers only. Attempts to send other types of buffers from a BEA Tuxedo
application generate an error, which is logged by the gateway server.

Configuration ~ The GATUX2TE and GME2TUX gateway servers use the BEA TOP END remote client

and remote server services. GATUX2 TE assumes therole of aBEA TOP END client and
makes use of the remote client services. GAMTE2TUX assumes the role of a BEA TOP
END server and makes use of the remote server services. Therefore, you must provide
aBEA TOP END remote client/server configuration file on any BEA Tuxedo node
running these gateway processes.

BEA TOP END Remote Client/Server Configuration File

222

The BEA TOP END remote client/server configuration file is described in the BEA
TOP END Remote Client Services Guide; this section provides a brief description of
thefile.

Entriesin this configuration file are formatted as follows.
[top end configuration file]
[ conmponent type] renote server

[ systen] sysnane
[primary node] machi ne_nane portnum
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The conponent type entry should be settorenote server. Thesyst ementry
should match the name of the BEA TOP END system. The pri mary node entry
should be set to the machine name and port number of the BEA TOP END Network
Agent (NA).

A secondary node may also be specified. This node can be used when a connection to

the primary node cannot be established. If multiple secondary nodes are specified, the

BEA TOP END system uses a “round robin” technique to load balance the
connections. This feature enables multiple instances of a gateway server to connect to
different nodes on the BEA TOP END system, as shown here.

[ secondary node] nachi ne 28001
[ secondary node] nachi ne2 28001

The optional ar get parameter is also supported by GvWFUX2TE andGME2TUX
gateway servers.

The following parameters are not supported byANBUX2TE andGME2TUX gateway
servers; do not include them in the configuration file.

® shut down

m codeset

B nmaxconct x

Each gateway process may connect to only one BEA TOP END system, as specified
by[ systeni intheTOPENDRC. cf g file. A second gateway process may be configured

to connect to a different BEA TOP END system. Usedtt@T —c parameter to point
to asecond configuration file.

Service Definition File

The service definition file has the following syntax.

*TE_LOCAL_SERVICES # For BEA TUXEDO services accessible by TOP END clients
Ser vi cename PRODUCT=®r oduct _nanme FUNCTION=funct i on_nane

QUALIFIER=

function_qualifier

*TE_REMOTE_SERVICES # For TOP END services accessible by BEA TUXEDO clients
Ser vi cename PRODUCT=®r oduct _nanme FUNCTION=funct i on_nane

QUALIFIER=

function_qualifier TARGET=t arget nane

Ser vi cenane indicates the BEA Tuxedo service to be imported
(TE_REMOTE_SERVICEoOr exported (TE_LOCAL_SERVICH.
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While the PRODUCT parameter must be specified, the FUNCTI ON, QUALI FI ER, and
TARGET parameters are optional. In addition, the TARGET parameter isvalid for
TE_REMOTE_SERVI CES only.

Y ou can define any service definition file parameter asadefault by using the following
syntax.

DEFAULT: PRODUCT=pr oduct _nane
All servicesin the TE_LOCAL_SERVI CES section must have the same PRODUCT name.

If the FUNCTI ON parameter is not specified, the function name is assumed to be the
service name. If the QUALI FI ERand TARGET parameters are not specified for aservice
entry, no function qualifier or target nameis used for that service.

Refer to Setting Up a BEA Tuxedo Application for information onvalid valuesfor BEA
Tuxedo service names. Refer to the BEA TOP END Administrator's Guider
information on valid values for the PRODUCT, FUNCTI ON, QUALI FI ER, and TARGET
parameters.

Limitations ~ The gateways do not support the following:
m Transactions
m Conversations
m Events
m Unsolicited notifications
m Queues (/Q, RTQ)
m Encryption
m Compression
m Message size above 30K
m Migration
m Formats

m MCCand LMA
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Security

Portability

Interoperability

Examples

The following table lists the appropriate security settings for various configurations.

Gateway Server Security

For this Server If. .. Then. ..

GWUX2TE The BEA TOPEND systemis  Set the user name using the - u
configured with authentication.  option.
Set the password using the - p
option.
Protect this file using operating
system protection.

GWIE2TUX The BEA Tuxedo systemis  Noaction is required.
configured with
SECURI TY=APP_PW

USER_AUTH

GWIE2TUX The BEA Tuxedo systemis  Set the user name using the - u
configured with option, and the group name,
SECURI TY=ACL, using the —g option.

MANDATORY ACL.

The user nane and gr oupname or user nanme and passwor d specified with CLOPT
must also be entered into the corresponding BEA Tuxedo or BEA TOP END security
database. For the BEA Tuxedo security database, the user name istypically created
using t pusr add() . The group name is typically created usingt pgr padd() .

The GATUX2TE and GATE2TUX gateway servers are supported on Windows NT, Sun
Solaris, HP-UX, IBM AIX, and NCR MP-RAS.

The GATUX2TE and GAMTE2TUX gateway servers must run on BEA Tuxedo Release 6.5
or later. These gateway servers inter-operate with BEA TOP END 2.05 or later.

The following example shows how gateway servers are defined in the BEA Tuxedo
UBBCONFI Gfileand in the BEA TOP END service definition file.

In this example, aBEA Tuxedo client issuest pcal | () totheRSERVI CE service. The
request isforwarded (viathe GATUX2TE gateway) to aBEA TOP END system (pl ut o)
and invokes a BEA TOP END service (RPRODUCT: RFUNC).
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Similarly, aBEA TOP END clientissuest p_cl i ent _send, specifying LPRODUCT as
the PRODUCT and LFUNC asthe FUNCTI ON. Therequest isforwarded (viathe GATE2TUX
gateway) to the BEA Tuxedo system and invokes a BEA Tuxedo service (LSERVI CE).

BEA Tuxedo UBBCONFIG File

HHHHHHBRHHA R
#UBBCONFI G

* CROUPS

TOPENDGRP  GRPNO=1

#

* SERVERS

GWE2TUX SRVGRP="TOPENDGRP" SRVI D=1001 RESTART=Y MAXGEN=3 GRACE=10
CLOPT="-- -f servicedefs -R 30"

GWTUX2TE SRVGRP="TOPENDGRP” SRVID=1002 RESTART=Y MAXGEN=3 GRACE=10
MIN=5 MAX=5
CLOPT="-- -f servicedefs”

BEA TOP END Service Definition File

B

#service definition file
*TE_LOCAL_SERVICES
DEFAULT: PRODUCT=LPRODUCT
LSERVICE FUNCTION=LFUNC

*TE_REMOTE_SERVICES
RSERVICE PRODUCT=RPRODUCT FUNCTION=RFUNC

BEA TOP END Remote Configuration File

# TOP END remote configuration file
[top end configuration file]
[component type] remote server
[system] pluto

[primary node] topendmach 28001

Note: Remember that thevalue of port intheprimarynode  entry (whichis28001
inthelisting BEA TOP END Remote Configuration File) must match the port
number of the BEA TOP END Network Agent.
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Software
Requirements

Failures

See Also

The following software components are required:

m BEA Tuxedo Release 6.5

m BEA TOP END 2.05

A BEA Tuxedo client receives a TPESVCFAI L under any of the following conditions:
m A BEA TOPEND serviceis unreachable.

m A TOP END servicereturns an error.

m The network link to the BEA TOP END system is unavailable.

m A buffer type other than CARRAY or X_OCTET is sent by the BEA Tuxedo client.

A BEA TOP END client receives an error of TP_RESET, with the
TP_EXT_SERVER APPL extended status, under any of the following conditions:

m A BEA Tuxedo serviceis unreachable (for example, because it is suspended).
m A BEA Tuxedo servicetimes out.
m A BEA Tuxedo servicereturns with TPFAI L or TPEXI T.

Note that if a gateway offers a service that is not available on the corresponding
system, the client receives an error (TPESVCFAI L), asindicated above, that is different
from the error returned after alocal service invocation. In the latter case, the client
receives TPENCENT for the BEA Tuxedo system or TP_SERVI CE for the BEA TOP
END system.

t mboot (1), servopt s(5), UBBCONFI ( 5)

Setting Up a BEA Tuxedo Application

Administering a BEA Tuxedo Application at Run Time
BEA TOP END Remote Client/Server Services Guide
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langinfo(5)

Name | angi nf o - language information constants
Synopsis  #i ncl ude <l angi nfo. h>

Description  This header file contains the constants used to identify items of | angi nf o data. The
mode of i t ens isgiveninnl _types(5).

DAY 1

Locale's equivalent of “sunday”
DAY 2

Locale's equivalent of “monday”
DAY_3

Locale's equivalent of “tuesday”
DAY 4

Locale's equivalent of “wednesday”
DAY 5

Locale's equivalent of “thursday"”
DAY_6

Locale's equivalent of “friday”
DAY 7

Locale's equivalent of “saturday”
ABDAY_1

Locale's equivalent of “sun”
ABDAY_2

Locale's equivalent of “mon”
ABDAY_3

Locale's equivalent of “tue”
ABDAY_4

Locale's equivalent of “wed”
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ABDAY 5

ABDAY_6

ABDAY_7

MON_1

MON_2

MON_3

MON_4

MON_5

MON_6

MON_7

MON_8

MON_9

MON_10

MON_ 11

MON_12

Locae's equivalent of “thur”

Locale's equivalent of “fri”

Locale's equivalent of “sat”

Locale's equivalent of “january”

Locale's equivalent of “february”

Locale's equivalent of “march”

Locale's equivalent of “april”

Locale's equivalent of “may”

Locale's equivalent of “june”

Locale's equivalent of “july”

Locale's equivalent of “august”

Locale's equivalent of “september”

Locale's equivalent of “october”

Locale's equivalent of “november”

Locale's equivalent of “december”
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ABVON_1
L ocale’s equivalent of “jan”

ABVON_2
Locale's equivalent of “feb”

ABVON_3
Locale's equivalent of “mar”

ABVON_4
Locale's equivalent of “apr”

ABVON_5
Locale's equivalent of “may”

ABVON_6
Locale's equivalent of “jun”

ABVON_7
Locale's equivalent of “jul”

ABVON_8
Locale's equivalent of “aug”

ABVON_9
Locale's equivalent of “sep”

ABVON_10
Locale's equivalent of “oct”

ABVON_11
Locale's equivalent of “nov”

ABVON_12
Locale's equivalent of “dec”

RADI XCHAR
Locale's equivalent of “.”

THOUSEP
Locale's equivalent of “,”

YESSTR
Locale's equivalent of “yes”

230 BEA Tuxedo File Formats and Data Descriptions Reference



langinfo(5)

NOSTR
Locae's equivalent of “no”

CRNCYSTR
Locale's currency symbol

D T_FMI
Locale's default format for date and time

D_FMr

Locale's default format for the date

T_FMI
Locale's default format for the time

AM STR
Locale's equivalent of “AM”

PM STR
Locale's equivalent of “PM”

This information is retrieved byl _| angi nf o( 3c) .

The items are retrieved from a special message catalog nawa@d\FO, which
should be generated for each locale supported and installed in the appropriate directory
(seenkl angi nf o( 1) ).

See Also  nkl angi nfo(1),nl | angi nfo(3c),strftime(3c),nl_types(5)
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MIB(5)

Name

Description

M B - Management Information Base

#i ncl ude <fni32. h>

#include <fm 1632. h> /* Optional */

#i ncl ude <t padm h>

#include cm b. > [/* Conponent M B Header */

A BEA Tuxedo system application consists of distinct components (for example, BEA
Tuxedo, Workstation), each administered using a Management Information Base
(MI1B) defined specifically for that component. These component MIBs aredefined in
individual reference pages each addressing the M1B for aparticul ar part of the system.
For example, the reference page TM M B(5) defines the MIB used to administer the
fundamental aspects of a BEA Tuxedo application.

However, component MIBs do not provide sufficient definition of the interfaces
involved to provide the necessary access. Thisreference page, M B(5), describesthe
generic interfaces through which an administrator, operator or user interacts with any
of the defined component MIBs. The generic interface to each BEA Tuxedo system
MIB consists of two main parts.

Thefirst part of the generic interface is a description of how existing BEA Tuxedo
system interfaces are used to provide access to administrative services responsible for
supporting the component M1Bs. FM_32, aBEA Tuxedo system buffer type, isused as
the vehicle for passing input to and receiving output from component MIBs. ATMI
request/response verbs are used as the interface to component M1Bs, which are
implemented as system-supplied services. Details on interaction between an
administrative user and component MIBs using FM_32 buffers ATMI verbs are
provided in the “FML32"and “ATMI” sections later in this reference page.

The second part of the generic interface is the definition of additional input and outpu
FM 32 fields that are used in interactions with all component MIBs. The additional
FM 32 fields extend the power of requests (for example, by allowing operation codes
to be specified) and add generic response attributes (for example, error codes and
explanatory text). Details on additiorr32 fields are provided in the “Input” and
“Output” sections found later in this reference page.

The “Usage” section gives examples of the use of existing ATMI verbs and the
additionalFM_32 fields as they might be used for administrative interaction with
component MIBs.
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Authentication

In addition to defining how users interface with component MIBs to administer an
application, this reference page establishes the format used in the component MI1B
reference pages to define classes (see “Class Descriptions”).

Two generic classes are defined in this reference ga@eASS andT_CLASSATT.
These two classes are used to identify administrative classes and to tune class/attribute
permissions.

Finally, the “Diagnostics” section lists error codes that may be returned by component
MIB system services.

Users are authenticated as they attempt to join the applicationp({sée ( 3c) ). At

tpi ni t () time, administrators and operators can ask to join the application with a
client name of eitherpsysadmort psysop. These twal t nane values are reserved
and can only be associated with administrators and operators of the application.

The administrator who initially configures an application determines the level of
security to be included by choosing a particular security type. Available security types
are:

m No security
m Application password authentication
m Application password plus an application specific authentication service

The choice of security type determines the flexibility and security in allowing
administrator and operator access to the component MIBs via the AdminAPI.

The most secure and flexible security type is an application password plus an
application-specific authentication server (8&8HSVR( 5) ). This method allows the
administrator to permit access to any user or to only specified users provided they
supply the appropriate password to the authentication server.

In the absence of an application specific authentication server, a client must satisfy the
authentication requirements of the application (either none or application password),
specify one of the special client names indhenane field of theTPI NI T structure

and be running as the BEA Tuxedo administrator for the local UNIX System to qualify
for special administrator or operator permissions. In any case, a successfully joined
client is assigned a key by the system; the key is delivered with all requests it makes.
Clients properly authenticated as eithpsysadmort psysop are assigned an
authentication key that lets the system know they have special privileges.
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FML32

ATMI

Administrative authentication, as specified, is applicable only to clients that join the
system prior to accessing the API. Servers making use of the API are treated the same
asthe client on whose behalf they are processing. Service requests made from within
tpsvrinit() ortpsvrdone() aretreated ascoming from the administrator.

Application administration using BEA Tuxedo system defined component MIBsis
supported exclusively through the FM_32 buffer type. Application programs accessing
MIB information must be written to allocate, manipulate and update FM_32 typed
buffers. There are two main approachesto using FM_32 asdetailed in Fi nt ro() and
summarized here.

The most direct way to interface to FML32 isto include the <f m 32. h> header file
instead of the standard <f m . h> header file and then to use the FM_32 version of each
relevant FML interface specified in the BEA Tuxedo FML Function Reference. For
example, one would use Fchg32() instead of using Fchg() .

Another method for interfacing with FM_32 isto include both the <f m 32. h> header
file and the <f M 1632. h> header file. These two header files work together to allow
the user to program to the base FML interfaces (for example, Fchg() ) and yet actually
invoke the FML32 version of each interface.

Application programs access and update component MIB specific attribute
information by allocating FM_32 typed buffers, populating them with request data,
sending the requests for servicing, receiving the replies to the service requests and
extracting information regarding the results from the reply. The population and
extraction of information to and from the FM_32 typed buffers involves the FM_32
interfaces as described above. Buffer allocation, sending requestsand receiving replies
is done using the general purpose ATMI routines listed below within the guidelines
andrestrictionslisted. MIB requestsfor al components should be sent to the core BEA
Tuxedo component MIB service, ". TM B". This service not only acts as an agent for
servicing TM_M B( 5) requests, it also directs requests targeted for other component
MIBs so that the user need not be concerned with matching service namesto MIBsand
classes.

tpal l oc()
Allocate FM_32 typed buffersto be used in sending requests and/or receiving
repliesto/from BEA Tuxedo system MIB services. The FM_32 buffer typehas
no subtypes and a minimum default size of 1024 bytes.

tpreal l oc()
Reallocate FM_32 typed buffers.
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Input

tpcall ()
Call BEA Tuxedo system MIB service, ". TM B", with a populated FM_32
typed buffer as input and with an alocated FM_32 typed buffer in which to
store the output returned from the service. The buffer length for the input
buffer may be specified as 0 since FM_32 is aself-describing buffer type. The
TPNOTRAN flag should be used if the call is being made within a transaction;
otherwise, there are no specific requirements or restrictions on the use of the
flags defined for this verb.

tpacal |l ()
Asynchronously call BEA Tuxedo system MIB service, ". TM B", with a
popul ated FM_32 typed buffer asinput. The buffer length for the input buffer
may be specified as 0 since FM_32 is a self-describing buffer type. The
TPNOTRAN flag should be used if the call is being made within a transaction;
otherwise, there are no specific requirements or restrictions on the use of the
flags defined for this verb.

tpgetrply()
Get reply for a previously generated asynchronous call to the BEA Tuxedo

system MIB service, ". TM B". Thereply isreceived into apreviously
allocated FM_32 typed buffer. There are no specific requirements or
restrictions on the use of the flags defined for this verb.

t penqueue()

Enqueuearequest tothe BEA Tuxedo system MIB service,". T™M B", for later
processing. The buffer length for the input buffer may be specified as0 since
FM_32 is a self-describing buffer type. There are no specific requirements or
restrictions on the use of the flags defined for this verb; however, the
TMQFORWARD( 5) server configured by the application to handle forwarding of
these reguests should be started with the - n (t pcal | () with TPNOTRAN flag
set) and - d (delete) options.

t pdequeue()
Dequeue thereply for a previously enqueued request to the BEA Tuxedo
system MIB service, ". TM B". Thereply isreceived into apreviously
allocated FM_32 typed buffer. There are no specific requirements or
restrictions on the use of the flags defined for this verb.

There are certain FM_32 fields used to characterize and control administrative requests
to any BEA Tuxedo system MIB. These fields are defined in this reference page as

well asin the header file <t padm h>. The corresponding field table file can be found
in ${ TUXDI R} / udat aobj / t padm Thesefields are added to an FM_32 request buffer
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in addition to any component MIB specific fields necessary before making the
administrative service request. The fields are described below and followed by atable
summarizing the operations for which each field is required, optional or unused.

TA OPERATI ON
String valued field identifying the operation to be performed. Valid
operations are GET, GETNEXT and SET.

TA _CLASS
String valued field identifying the class being accessed. Class names are
defined within component MIB specific reference pages.

TA CURSOR
String valued FM_32 field returned by the system on a previous GET or
GETNEXT operation. Thevalue returned must betransferred by the application
to the subsequent reguest buffer so that the system can determine current
retrieval position.

TA_OCCURS
Long valued FM_32 field identifying how many objects are to beretrieved on
a GET or GETNEXT operation. If thisfield is not specified, then all matching
objects are returned, space permitting.

TA FLAGS
Long valued FM_32 field identifying generic and component MIB specific
flag values. Component MIB specific values that may be set in this attribute
are defined within each component MIB reference page. Generic flag values
and uses are listed below.

M B_LOCAL
Thisflagisused to modify retrievals from certain classes defined in
thisM B. For anumber of classesinthisM B, there exists both global
information (available at any site in an active application) and local
information (available on the particular site where the object is
active). Requests to retrieve information from these classes will by
default retrieve only the global information and not the local for
efficiency. If the application user iswilling to wait for local
information to be collected, possibly from multiple sites, then this
flag should be set on the retrieval request. Classes with local
information have locd attributeslisted last inthe attribute table with
a subheading indicating that they arelocal attributes. Classes which
have only local information will automatically default to retrieving
local information even if thisflag value is not set.

236 BEA Tuxedo File Formats and Data Descriptions Reference



MIB(5)

M B_PREI MVAGE
indicates that a pre-image check must be passed before a SET
operation will be performed. A pre-image check insures that
occurrence 0 of any M B specific class attributes match the existing
object. If so, then the object is updated using occurrence 1 of any
M B specific classattributes. Attributes occurring lessthan two times
arenot considered for pre-image checking. Multiply occurring fields
are checked if their associated count attribute is specified twice.

M B_SELF
Thisflag is used as a shorthand to indicate that identification
attributes for the client or server originating the request should be
added to the request buffer prior to processing. For clients,

TA CLI ENTI Dis added and for servers, TA_ GRPNOand TA_SRVI D
are added.

TA FI LTER
Long valued FM_32 field that may be specified with up to 32 occurrences to
indicate the specific class attributes that should be returned. An occurrence
with the value 0 may be specified to end thelist butisnot required. A list with
aninitia attribute value of 0 will return no class specific attributes but will
return a count of class objects matched.

TA_M BTI MEQUT
Long valued FM_32 field identifying the time, in seconds, that should be
allowed within the component M 1B serviceto satisfy therequest. A valueless
than or equal to O indicates that the component M 1B service should not
undertake any blocking operation. If unspecified, this value defaults to 20.

TA_ CURSORHOLD
Long valued FM_32 field identifying the time, in seconds, that a system
snapshot generated from an initial GET operation should be held after the
current GET or GETNEXT operation is satisfied before disposing of it. A value
less than or equal to O indicates that the snapshot should be disposed of after
satisfying the current request. If unspecified, this value defaultsto 120.
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Output

In the following table, R indicates arequired | NPUT attribute, O an optional | NPUT
attribute, and — an unusediPUT attribute.

Input Table

Attribute Type GET GETNEXT SET
TA_OPERATI ON string R R R

TA _CLASS string R — R

TA_CURSCR string — R —
TA_OCCURS long 0] o —
TA_FLAGS long (0] o o
TA FI LTER long 0] — —
TA_M BTI MEQUT long 0] 0] o
TA_CURSORHOLD long o o —

Output from successful administrative requests consists of one or more MIB specific
objects and one occurrence of the generic output fields. In general, multiple MIB
specific objects are reflected in the output buffer by multiple occurrences of each clas
attribute returned. Occurrence 0 of each attribute relates to the first object, occurrenc
1 to the second object, and so on. Exceptions to this guideline are noted in the
component MIB reference pages. Intermediate occurrences without values for certai
attributes may havem_32 definedNULL field values inserted as place holders. A
successfusET operation returns a single object reflecting the object after the operation
was performed. A successfBET or GETNEXT operation may return O or more
occurrences depending on how many occurrences were requested QBEURS

below), how many occurrences were matched by the specified key fields and space
limitations within the MIB specific system service.

It is important to note that not all attributes defined for any class may necessarily be
returned for any request depending on object state, interoperating release
environments and/or input request filters. Administrative programmers should avoid
implicit dependencies on the presence of certain attributes in output buffers and shou
instead explicitly check for the presence of attribute values.
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To repeat, the reply to a successfully processed administrative request includes certain
generic fields that apply to all MIBs. The fields are defined in the header file

<t padm h>. The corresponding field table file can be found in

${ TUXDI R}/ udat aobj / t padm Thegeneric reply fields are added to athereply buffer
and returned with the component MIB specific fields. The generic reply fields are
described below.

TA CLASS
String valued field identifying the class represented in the reply buffer. Class
names are defined within component MIB specific reference pages.

TA_OCCURS
Long valued FM_32 field identifying how many objectsareinthereply buffer.

TA_MORE
Long valued FM_32 field identifying how many additional objects matching
the request key fields are being held in a system snapshot for later retrieval.
Thisfield is not returned for SET operations.

TA_CURSOR
String valued FM_32 field identifying the position within a system held
snapshot. This field must be added to the request buffer for a subsequent
GETNEXT operation. The value of this field should not be interpreted or
modified by the application user. Thisfield isnot returned for SET operations.

TA_ERROR
Long valued FM_32 field identifying a non-negative return code
characterizing the successful return. Generic return codes and their meaning
are defined below.

TAOK
the operation was successfully performed. No updateswere madeto
the application.

TAUPDATED
an update was successfully made to the application.

TAPARTI AL
apartial update was successfully made to the application.

Administrative requeststhat fail within M1B specific system service processing return
an application service failure to the application including the original request and

generic fields used to characterize the error. Application service failures are indicated
by a TPESVCFAI L error return fromt pcal | () ortpgetrpl y() . Application service
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failures returned via the TMQFORWARD( 5) server will appear on the error queue
specified on the origina request (assuming the - d option was specified on the server
command line). Generic fields used to characterize failed administrative requests are
listed below.

TA_ERROR
Long valued FM_32 field identifying the particular error that occurred. Error
codes may be generic in which case they are listed in the "DI AGNOSTI CS"
section of thisreference page, or they may be specific to a component MIB,
inwhich case they are described on the individual component MIB reference

page.

TA_STATUS
String valued FM_32 field providing atextual description of the error.

TA BADFLD
Long valued FM_32 field providing the field identifier of the offending field
in cases where an error can be attributed to the value in a particular field. In
caseswhere errors are caused by the combination of valuesin multiplefields,
there may be multiple occurrences of this field.
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Usage

Include Files

Buffer Allocation

Building MIB
Requests

Application programs written to interface with component M1Bs must include certain
header files. <f ml 32. h> defines macros, structures and function interfaces necessary
for accessing and updating FM_32 typed buffers. <f m 1632. h> defines a mapping

from the generic FML interface macros, structures and functionsto the FML32 versions
and may optionally beincluded. <t padm h> definesthe FM_32 field names contained
in thisreference page. Additionally, any component MIB specific header filesmust be
included to gain accessto FM_32 field definitions specific to that component MIB.

Example:

#i ncl ude fm 32. h>
#i ncl ude tpadm h>
#i nclude cm b. h> [* Conponent M B Header */

I nteraction with acomponent MIB requiresan FM_32 typed buffer to carry the request
to the service that actsonit. The ATMI verb t pal | oc() allocates the buffer using
FMLTYPE32 (defined in f m 32. h>) asthe value for the t ype argument. Thereisno
subtypefor FM_32 buffersso the subt ype argument of t pal | oc() canbeNULL. The
default minimum size for an FM_32 buffer is 1024 bytes. Specifying O for the si ze
argument of t pal | oc() resultsin abuffer of minimum size. If the user knows that a
larger buffer isneeded, it may be allocated by specifying avalue larger than the system
minimum for si ze.

Example:
rgbuf = tpalloc(FM.TYPE32, NULL, 0);

Oncean FM_32 typed buffer isallocated, the user needsto populateit with both generic
MIB field values and val ues specific to the component M I B being addressed. The most
common interfaces used to add valuesto arequest buffer arethe FML verbsFadd32()
and Fchg32() . In the event that afield cannot be added because the request buffer is
full, then the buffer may need to be reallocated using the ATMI verbt preal | oc() .

Example:

/*

* Does not include error processing, bigger_size provided

* by the user, not by the system Fchg32 used to insure that
* field occurrence O is set if we are reusing a buffer.

*/
if (Fchg32(rgbuf, TA_MBFIELD, 0, "ABC', 0) == -1) {

if (Ferror32 == FNOSPACE) {

rqbuf = tprealloc(rgbuf, bigger_size);
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Controlling MIB

242

Requests

Fchg32(rqbuf, TA M BFIELD, 0, "ABC', 0);
}
}

In addition to attributes specific to each component MIB, there are required and
optional attributes defined in this reference page that control the operation requested
of the component MIB.

Therequired generic attributes are TA_ OPERATI ON and TA_CLASS.

TA_OPERATI ON specifies the operation to be performed on the MIB being accessed.
Valid operations are GET, GETNEXT and SET.

TA _CLASS specifiesthe MIB class being accessed. Class names are defined within the
component MIB reference pages. If TA_ OPERATI ONis GETNEXT, then an additional
attribute, TA_ CURSOR, isrequired. TA_ CURSORis afield returned on a previous GET or
GETNEXT operation. It is used by the system on the subseguent request to determine
retrieval position.

The optional attributes TA_ OCCURS, TA_FLAGS, TA_FI LTER, TA_M BTI MEQUT and
TA_CURSORHOLD may be used in addition to the required attributes to further tailor the
request.

TA_OCCURS
specifies how many objects are to be retrieved on a GET or GETNEXT
operation. If unspecified, all occurrences are retrieved, space permitting.

TA FLAGS
isused to specify flag values. Some generic flags are defined in thisreference
page; others are defined in each component MIB reference page.

TA FILTER
restricts the attribute values returned for a GET operation. If unspecified, isa
long valued FM_32 field used to all available class attribute values are
returned.

TA_M BTI MEQUT
specifies the time, in seconds, that should be allowed within the component
MIB service to satisfy the request. A value less than or equal to O indicates
that the component MIB service should not undertake any blocking
operation. If unspecified, this value defaults to 20.
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Component MIB
Fields

TA CURSORHOLD
specifiesthetime, in seconds, that asystem snapshot generated from aninitial
GET operation should be held after the current GET or GETNEXT operation is
satisfied before disposing of it. A value less than or equal to O indicates that
the snapshot should be disposed of after satisfying the current request. If
unspecified, this value defaults to 120.

Example:

/* GET 1lst 5 objects */

Fchg32(rgbuf, TA OPERATION, 0, "GET", 0);

Fchg32(rgbuf, TA CLASS, 0, "classnane", 0);

n = 5;

Fchg32(rgbuf, TA OCCURS, 0, n, 0);

/* Make request, see Sending MB Requests bel ow */

/* Reply is stored in rpbuf and contains cursor */

/*

* CGETNEXT 5 objects. Transfer TA CURSOR from rpbuf.

* Reuse rgbuf generated above. D spose of snapshot after
* request, that is, set TA CURSORHOLD to O.

*/

Fchg32(rgbuf, TA OPERATION, 0, "GETNEXT", 0);
Fchg32(rgbuf, TA CURSOR, 0, Ffind32(rpbuf, TA CURSOR 0, NULL), 0);
n = 0;

Fchg32(rgbuf, TA CURSORHOLD, 0, n, 0);

/* Make request, see Sending M B Requests bel ow */

Component MIB key fields specified on a GET or GETNEXT are used to select a set of
objects. Non-key fields are ignored by the component MIB.

Component MIB key fields specified on a SET operation are used to identify the
particular object to be updated. Non-key fields are processed as updates to the object
identified by the key fields. The user may optionally specify a pre-image which must
match the current object image before an update (SET) isallowed. A user indicatesthat
apre-imageisprovided by setting the M B_PREI MAGE bit in the TA_FLAGS attribute of
the request. The key fields specifying the object to be updated are taken from the
pre-image (field occurrence 0). If key fields are also specified in the post-image, then
they must match exactly or the request fails. Only attributes that are part of the class
and havetwo attribute values specified in theinput buffer are considered for pre-image
matching. Attributes with single values are processed as new values to be set for the
indicated class object.

Example:

Fchg32(rgbuf, TA OPERATION, 0, "GET", 0);
Fchg32(rgbuf, TA CLASS, 0, "classnane", 0);
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Sending MIB
Requests

Receiving MIB
Replies

Fchg32(rqbuf, TA M BKEY, 0, "keyval ue", 0);

n=1;

Fchg32(rqbuf, TA OCCURS, 0, n, 0); /* GET 1st matching occurrence */
/* Make request, see Sending M B Requests below, reply in rpbuf */
/* Use rpbuf as pre-inage and update TA M BFI ELD val ue

* i f matching

*/

Fcpy32(new q, rpbuf);

Fconcat 32(newr q, rpbuf); /* Add 2nd identical copy */
Fchg32(new q, TA _OPERATION, 0, "SET", 0);

n = M B_PREI MAGE;

Fchg32(new q, TA _FLAGS, 0, n, 0);

Fchg32(newq, TA_ MBFIELD, 1, "newal", 0); /* Post-inage */

/* Make request, see Sending M B Requests bel ow */

All component MIB requests flow through the core BEA Tuxedo component MI1B
service, ". TM B". This service not only acts as an agent for servicing TM M B( 5)
reguests, it also directs requests targeted for other component MIBs so that the user
need not be concerned with matching service namesto MIBs and classes. Service
reguests can be generated using any of the request/response oriented service verbsin
ATMI:tpcal I (),tpacal |l () andt penqueue() . Theuser hasaccessto all flagsand
capabilities defined for these interface functions. The only constraint imposed hereis
that the". T™M B" service must be invoked outside the scope of any transaction. This
means that when using t pcal | () ort pacal | () to direct administrative requests
within atransaction, the TPNOTRAN flag should be used or the user will get afailure
(TPETRAN). Whenusingt penqueue() to direct requests, the TMQFORWARD server must
be started with the - n option so that the forwarded service requests may be made
outside of transactional boundaries.

Example:

/* Build request as shown above */

/* Send request and wait for reply */

flags = TPNOTRAN | TPNOCHANGE | TPSI GRSTRT;

rval = tpcall (".TMB", rqgbuf, 0, rpbuf, rplen, flags);

/* Send request and get descriptor back */

flags = TPNOTRAN | TPSI| GRSTRT;

cd = tpacall (".TM B", rqgbuf, 0, flags);

/* Enqueue request, assunmes qctl already setup */

flags = TPSI GRSTRT;

rval = tpenqueue("queue", ".TMB", qctl, rqgbuf, 0, flags);

Replies from component M1Bs may be received in one of three ways depending on
how the original request was generated. If the original request was generated using
tpcal I (), then a successful return fromt pcal | () indicates that the reply has been
received. If the original request was generated using t pacal | (), then the reply may
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Interpreting
MIB Replies

bereceived using t pget rpl y() . If the original request was generated using

t penqueue() and areply queue was specified in the queue control structure, then the
reply may bereceived using t pdequeue( ) . All supported flags on these various calls
may be used as appropriate.

Example:

/* Build request as shown above */

/* Send request and wait for reply */

flags = TPNOTRAN | TPNOCHANGE | TPSI GRSTRT;

rval = tpcall(".TMB", rqbuf, 0, rpbuf, rplen, flags);

/* Receive reply using call descriptor */

fl ags = TPNOCHANGE | TPSI GRSTRT;

rval = tpgetrply(cd, rpbuf, rplen, flags);

/* Receive reply using TPGETANY, may need to change buffer type */
flags = TPGETANY | TPSI GRSTRT;

rval = tpgetrply(rd, rpbuf, rplen, flags);

/* Dequeue reply, assunes qctl already setup */

fl ags = TPNOCHANGE | TPSI GRSTRT;

rval = tpdequeue("queue", "replyq", qctl, rpbuf, rplen, flags);

In addition to attributes specific to a component MIB certain generic MIB fields may
be returned in response to an administrative request, These additional attributes
characterize the results of the original request and provide values that can be used in
subsequent requestsif necessary.

Successful GET or GETNEXT operations return:
m TA CLASS

Class name.
m TA OCCURS

Number of matching objects retrieved.
m TA MORE

Number of matching objects left to be retrieved.
m TA CURSOR

Cursor to be provided on subsequent retrieval.
m TA ERROR

Set to the non-negative return value TAOK.

m All available component MIB specific attributes
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Occurrence 0 of each attribute represents the first retrieved object, occurrence 1
the second, and so on. Exceptions to this rule are identified as appropriate in the
component MIB reference pages.

Successful SET operations return:
m TA CLASS

Class name.
m TA ERROR

Set to a non-negative return value. TACK indicates that the request was successful
but no information was updated. This can happen because no changes were
specified or because the changes specified match the current state of the object.
TAUPDATED indicates that the request was successful and the information was
updated. TAPARTI AL indicates that the request was successful but the update was
only made partialy within the system. This may occur because of network
failures or message congestion and the system will synchronize the unupdated
sites as soon as possible.

m All available component MIB specific attributes

Since only one object may be updated at once, only one object will be returned.
Thereturned attributes reflect the object after the update.

Failed operations of any type return:
m Fields specified on the original request

® TA ERROR

Set to a negative return value indicating the cause of the failure. Generic error
codes are specified in the "DI AGNOSTI CS" section of this reference page.
Component MIB specific error codes (non-overlapping, both with each other and
with the generic codes) are specified on each MIB reference page.

m TA BADFLD
Field identifier of the offending field.

m TA STATUS

Textual description of error condition.
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Limitations

Class
Descriptions

FML 32 buffers with multiple occurrences of fields do not allow for empty fieldsin a
sequence of occurrences. For example, if you set a value for occurrence 1 and
occurrence 0 does not yet exist, FML 32 automatically creates occurrence 0 with an
FML32 defined NULL value. FML32 defined NULL valuesare O for numeric fields,
O-length (null) strings for string fields and the character \0' for character fields.
Because of this limitation, GET operations, which may at times return objects with
different sets of attributes, may artificially break up the sets of objects returned to the
user so asto not include NULL FM_32 fields that do not accurately reflect the state of
the object.

Workstation clients on DOS, Windows and OS/2 are currently limited to 64K FM_32
buffers; therefore, the system restricts return buffers to be less than 64K per buffer.

Administrative API accessisnot available through the COBOL version of ATMI since
COBOL haslimited support for FML 32 buffer type.

Requests to any component M1B cannot be part of an application transaction.
Therefore, any callstotpcal | () ortpacal | () directed to acomponent MIB and
made within an active transaction should set the TPNOTRAN flag on the call. However,
requests may be enqueued for future delivery to a component MIB using the ATMI
verbt penqueue() within atransaction. The enqueuing of the request will take place
within atransaction while the processing within the component MIB will not. The use
of the TMQFORWARD( 5) server in thiscontext requires that TMQFORWARD be started with
the - n command line option so that request may be forwarded to the MIB servicein
non-transactional mode. Because of the non-transactional nature of component MI1B
services, it is also recommended that the - d option for TMFORWARD be used so that
service failures are delivered to the failure queue immediately rather than retrying the
request.

Field identifiers for generic MIB fields and for component MIBs will be allocated in
the range 6,000 to 8,000 inclusive. Therefore, applications which intend to mix
administrative actions with user actions should make sure to allocate field identifiers

appropriately.
Each class description section has four subsections:

Overview
High level description of the attributes associated with the class.

Attribute Table
A table that lists the name, type, permissions, values and default for each
attribute in the class. The format of the attribute table is described bel ow.
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Attribute Semantics
Tells how each attribute should be interpreted.

Limitations
Limitations in the access to and interpretation of this class.

Attribute Table ~ As described above, each classis defined in four parts. One part is the attribute table.
Format  Theattributetableisareference guideto the attributeswithin aclassand how they may
used by administrators, operators and genera users to interface with an application.
There are five components to each attribute description in the attribute tables: name,
type, permissions, values and default. Each of these componentsiis discussed in detail
below:

Name:
FM_32 field identifier name used to identify this attribute value within an
FM_32 buffer. Attributes may be arranged in groups of closely related
attributes. No special meaning should beimplied from the groupings; they are
intended only to improve the usability of the table. A notation (r), (k), (x) or
(*) may appear after an attribute name or value. The meaning of the notation
isasfollows:

(r) - thefield is required when a new object is created

(k) - indicates a key field for object retrieval

(X) - indicates aregular expression key field for object retrieval
(*) - thefield isa SET key for object modification

SET operations on classes with one or more SET keys defined (see * above)
must include values for one or more of the attribute values defined as SET
keys. The SET keys specified must be sufficient to identify exactly one object
within the class. SET keys are always key fields for object retrieval and
therefore the (k) notation isimplied though not specified. SET keys are not
however always required fiel dswhen creating NEwobjects and will be marked
with the (r) notation if they are required.

Type:
Data type of the attribute value. Data types are defined in C language
notation, that is, | ong, char and st ri ng. In aprogram, data type can be
determined by using the FM_32 function FI dt ype32() , which returns the
FML32 def i ne representing the datatype; that is, FLD_LONG, FLD_CHARand
FLD_STRI NG(seeFl dtype, Fldtype32(3fni).
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Permissions:

Accessand update permissions are split into three groups of three each, in the
manner of UNIX System permissions. However, in the attribute tables the
three groups represent permissions for administrators, operators and others
rather than for owner, group and othersasisthe casein UNIX. For each group
there are three permissions positions that have the following meanings.

Position 1 - Retrieval permissions

Attribute may be retrieved.

Attribute may be retrieved only when the object state is ACTi ve or
ACTi ve equivalent. See the description of the TA_STATE attribute
value for each class to determine which states qualify as ACTi ve
equivalent. This attribute represents transient information that is not
persistent across distinct activations of the object.

k

Attribute may be specified only asakey field for retrievd or update.

K

Attribute may be specified only as akey field for retrieval or update
and then only when the object state is ACTi ve or ACTi ve

equivalent. See the description of the TA_STATE attribute value for
each class to determine which states qualify as ACTi ve equivalent.

Position 2 - Inactive update permissions

w  Attribute may be updated when the object isinan | NAct i ve or

I NAct i ve equivalent state. See the description of the TA_STATE
atribute value for each class to determine which states qualify as
I NAct i ve equivalent.

Attribute may be updated as described for thewpermissionsvalue. In
addition, the combination of all attribute values identified with theu
permissions character must be unique within the class.

Attribute may be updated as described for thewpermissionsvalue. In
addition, the attribute value must be unique for the attribute within
the class.

BEA Tuxedo File Formats and Data Descriptions Reference 249



Section 5 - File Formats and Data Descriptions

Position 3 - Active update permissions

X Attribute may be updated when the object isin an ACTi ve or
ACTi ve equivalent state. See the description of the TA_STATE
attribute value for each class to determine which states qualify as
ACTi ve equivalent.

X Attribute may be updated when the object isin an ACTi ve or
ACTi ve equivalent state. See the description of the TA_STATE
attribute value for each class to determine which states qualify as
ACTi ve equivalent. This attribute represents transient information
and updates to this attribute value are not persistent across distinct
activations of the object.

y Attribute may be updated when the object isin an ACTi ve or
ACTi ve equivalent state. However, there are limitationson when the
changewill affect objects of this or other classes. Consult the textual
description of the attribute in the Attribute Semantics section for the
classfor more details. Seethe description of the TA_STATE attribute
value for each class to determine which states qualify as ACTi ve
equivalent.

Values
Valuesthat may be set and/or retrieved with respect to this attribute.
Certain formatting conventions are followed in listing attribute
values.

LI TSTRI NG Literal string value.

num Numeric value.

string[x..y] Stringvaluebetween x and y charactersin length, not
including the terminating NULL character.

LM D Shorthand for string[1..30] (no commas allowed).
Represents alogical machine identifier.

{x|y|z} Select oneof x, y or z.

{x|y|z} Select zero or oneof x, y or z.

{x|yl|z},* Zero or more occurrences of x, y or zina

comma-separated list.
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TA_STATE
Syntax

| ow= num Numeric value greater than or equal to / ow.

| ow= num Numeric value greater than or equal to / owand less
hi gh than hi gh.

GET: State attribute valuesthat may be returned or specified

as key values on aretrieve (GET) operation. Values
shown are adways the three letter state abbreviation.
The expanded state name is shown in the text
describing the TA_STATE for the class. Input
specifications may be made in either the shorthand or
expanded form and are case-insensitive. Output states
areawaysreturned in expanded format with al upper
case.

SET: State attribute values that may be set on an update
(SET) operation. Use of abbreviationsis alowed as
described above.

Default:
Default used when creating anew object, that is, state change from
I Nval i d to NEwW The value N/A is shown in this column for
attributesthat arerequired, derived or only available when the object
is active.

The TA_STATE attribute field isamember of each class defined. The semantics of this
attribute are defined on aclass by classbasis. For the sake of brevity, TA_STATE values
are often specified in athree character shorthand notation. When an expanded version
of aTA_STATE valueis shown, the three shorthand letters are capitalized and the rest
of the letters (if any) are displayed in lower case. Input TA_STATE values may bein
either shorthand or long notation and are case insensitive. Output TA_STATE valuesare
alwaysfull length upper case. The following example should help clarify the use of the
TA_STATE attribute.

Ful | Name : ACTive

Shorthand : ACT

Qut put Val ue : ACTI VE

Valid I nput : ACT, act, AcTi Ve, active
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T _CLASS (lass Definition

Overview  The T_CLASS class represents attributes of administrative classes within a BEA
Tuxedo system application. Its primary use isto identify class names.

Attribute Table
T_CLASS Class Definition Attribute Table

Attribute Type  Permissions Values Default
TA_CLASSNAME(K) string r--r--r-- string N/A
TA_STATE(K) string  r--r--r-- GET: VAL GET: N/A

SET: N/A SET: N/A
TA GETSTATES string r--r--r-- string N/A
TA | NASTATES string r--r--r-- string N/A
TA SETSTATES string r--r--r-- string N/A

(k) - akey field for object retrieval

Attribute  TA CLASSNAME: string
Semantics Class name.

TA_STATE:
GET:
A GET operation retrieves information for the selected T_CLASS
object(s). The following states indicate the meaning of aTA_STATE
returned in response to a GET request. States not listed are not
returned.

VALi d T_CLASS object isdefined. All objects of this class exist
inthisstate. This state is | NAct i ve-equivaent for the
purposes of permissions checking.

SET:
SET operations are not permitted on this class.
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TA _CETSTATES: string
Delimited list (' delimiter) of the states that may be returned for an object in

this class or as the result of a GET operation. States are returned in their full
length uppercase format.

TA | NASTATES: string
Delimited list (| delimiter) of the inactive equivalent states that may be
returned for an object in this class or as the result of a GET operation. States
arereturned in their full length uppercase format.

TA _SETSTATES: st ring
Delimited list (|’ delimiter) of the states that may be set for an object in this

class as part of a SET operation. States are returned in their full length
uppercase format.

Limitations  None identified.
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T _CLASSATT (Class Definition

Overview  The T_CLASSATT class represents characteristics of administrative attributes on a
class/attribute basis.

Attribute Table
T_CLASSATT Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_CLASSNAME(r)(*) string ru-r--r-- string N/A
TA_ATTRI BUTE(r)(*) long ru-r--r-- 0<=num N/A
TA_STATE(K) string rwer--r-- GET: VAL GET: N/A

SET: {NEW | NV} SET: N/A
TA_PERMT) long FVWr--r-- 0000 <= num<= 0777 N/A
TA_FACTPERM long r--r--r-- 0000 <= num<= 0777 N/A
TA_NAXPERM long r--r--r-- 0000 <= num<= 0777 N/A
TA_ATTFLAGS long r--r--r-- I ong N/A
TA DEFAULT string r--r--r-- string N/A
TA VALI DATI ON string r--r--r-- string N/A

(k) - GET key field
(r) - Required field for object creation (SET TA_STATE NEW
(*) - GET/ SET key, one or more required for SET operations

Attribute  TA CLASSNAME: string
Semantics Class name. Only class names known to the system are accessible.

TA_ATTRI BUTE: / ong
Attribute field identifier as defined in the system provided header file, for
example, t padm h.

TA_STATE:

GET: VALid
A GET operation will retrieve information for the selected
T_CLASSATT object(s). Thefollowing statesindicate the meaning of
aTA STATE returned in response to a GET request.
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VALi d T_CLASSATT object is defined. All objects of this class
exist in this state. Thisstateis1 NAct i ve equivaent for
the purposes of permissions checking.

SET: {NEW| I Nval i d}
A SET operation will update configuration information for the
selected T_CLASSATT object. The following states indicate the
meaning of a TA_STATE set in a SET request. States not listed may
not be set.

NEW Create T_CLASSATT object for application. State change
allowed only wheninthel NVal i d state. Successful return
leaves the object in the VALI d state.

unset Modify T_CLASSATT object. Allowed only when in the
VAL d state. Successful return leaves the object state
unchanged.

I Nvalid Deleteor reset T_CLASSATT object for application. State
change allowed only when in the VALi d state. Successful
return leaves the object in either the | NVval i d state or the
VAL d state. Objects of thisclass that are built-in, that is,
explicitly known to the system, will revert to their default
permissions on this state change and continue to exist in the
VAL d state. Objects of this class that belong to add-on
components for which the class attributes are not explicitly
known will be deleted on this state change and transition to
thel Nval i d state.

TA _PERM 0000 <= num<= 0777
Access permissions for this class attribute combination. When setting
permissions, the actual value set may be automatically reset if the requested
setting exceeds the permissions available for the attribute. The maximum
permissionsavailablefor an attribute are the permissions documented for the
administrator repeated in the operator and other permissions positions. For
example, the TA_TYPE attribute of the T_MACHI NE class is documented with
permissionsrw r - - r - - and has maximum permissions of rwrwrw- .
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TA_FACTPERM 0000 <= num<= 0777
Permissionsfor this class attribute combination as set on delivery of the BEA
Tuxedo system from the factory. These permissions will apply after a SET
operation changing the TA_STATE of an object to | Nval i d.

TA MAXPERM 0000 <= num<= 0777
Maximum permissions for this class attribute combination.

TA _ATTFLAGS: | ong
Bitwise or of none, some or al of the following flags indicating special
characteristics of this attribute.

M BATT_KEYFI ELD
Attribute isakey field for this class.

M BATT_LOCAL
Attribute representslocal information.

M BATT_REGEXKEY
Attributeisaregular expression key field for this class.

M BATT_REQUI RED
Attribute is required when creating a NEWobject in this class.

M BATT_SETKEY
Attribute isa SET key for this class.

M BATT_NEWONLY
Attributeiswritablefor inactive equivalent objectsin this classonly
when creating a NEwobject by changing the TA_STATE from
I Nval i d to NEW

TA DEFAULT: stri ng
Default for this attribute when creating aNEwobject in thisclass. Note that for
classes where NEwobjects may not be created through the Admin API, this
attribute will always be returned as a 0 length string. Attributes that may not
be SET when creating a NEwobject are also returned as 0 length strings.
Attributes which have | ong values will have defaults returned as the string
representing the long value. Some attributes have specia characteristics
indicated by the special values indicated below that may be returned here.

# Inherited: d assnane[:Attribut e]
Attribute default is inherited from the attribute of the sasme namein
theindicated class. If At t ri but e is specified, then the valueis
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inherited from the indicated attribute rather than the one of the same
name.

# Required
Attribute is required when creating a NEWobject.

# Speci al
Attribute has special rules for defining the default. The appropriate
component MIB reference page should be consulted for further
details.

TA_VALI DATI ON: st ri ng
String representing the validation rule applied to this class/attribute
combination when anew value is being SET. This string will take one of the
following formats:

CHOl CES=stringl| string2| ...
String attribute value that must match exactly one of the choices
shown.

RANGE=m n- max
Numeric attribute value that must be between mi n and nax,
inclusive.

Sl ZE=m n- max
String or carray attribute value that must have alength between ni n
and max byteslong, inclusive.

READONLY=Y
Readonly attribute with no validation rule for write operations.

SPECI AL=Y
Special validation rule. Consult the appropriate component MIB
reference page for more details.

UNKNOWN=Y
Unknown validation rule. Commonly associated with add-on
component attribute entries for which the detail s are not known by
the core system.

Limitations  None identified.
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Diagnostics

There aretwo general types of errors that may be returned to the user when interfacing
with component MIBs. First, any of thethree ATMI verbs (t pcal | (), t pgetrply()
and t pdequeue() ) used to retrieve responses to administrative requests may return
any error defined on their respective reference pages.

Second, if the request is successfully routed to a system service capable of satisfying
the request and that service determines that there is a problem handling the request,
then failure may be returned in the form of an application level servicefailure. Inthese
cases, t pcal | () ortpgetrply() returnsan error with t perrno() setto
TPESVCFAI L and returns a reply message containing the original request along with
TA_ERROR, TA_STATUS or TA_BADFLD fields further qualifying the error as described
below. When aservicefailure occursfor areguest forwarded to the system through the
TMQFORWARD( 5) server, the failure reply message will be enqueued to the failure
queue identified on the original request (assuming the - d option was specified for
TMFORWARD).

When a service failure occurs during processing of an administrative request, the
FM_32 field TA_STATUS is set to a textual description of the failure, the FM_32 field
TA_ERROR s set to indicate the cause of the failure asindicated below. TA BADFLDis
set as indicated in the description of the individual errors below. All error codes
specified below are guaranteed to be negative.

[TAEAPP]
The originating request required application cooperation to be successfully
completed and the application did not allow the operation to be completed.
For example, server shutdown requires application cooperation.

[TAECONFI G
The configuration file associated with the component MIB could not be
accessed as needed to satisfy the requested operation.

[TAEI NVAL]
A specified field isinvalid. TA_ BADFLDis set to indicate the invalid field
identifier.

[TAEGS]
An operating system error occurred while attempting to satisfy the request.
TA_STATUS is updated with the tranglation of the system error code er r no.

[TAEPERM
An attempt was made to SET an attribute for which the user does not have
write permissions or the user attempted a GET on a class for which the user

258 BEA Tuxedo File Formats and Data Descriptions Reference



MIB(5)

does not have read permissions. TA_BADFLD is set to indicate the field
identifier that failed permissions checking.

[TAEPREI NAGE]
A SET operation failed due to a mismatch between the specified pre-image
and the current object. TA_ BADFLD s set to indicate the field identifier that
failed the pre-image checking.

[TAEPROTC)
The administrative request was made in an improper context. TA_STATUS is
popul ated with additional information.

[TAEREQUI RED)]
A required field valueisnot present. TA_BADFLDis set to indicate the missing
field identifier.

[TAESUPPORT]
The administrative request is not supported in the current version of the
system.

[TAESYSTEM
A BEA Tuxedo system error occurred while attempting to satisfy the request.
TA_STATUS is updated with more information on the error condition.

[TAEUNI G
A SET operation did not specify class keys identifying a unique object to be
updated.

[ot her]
Other error return codes specific to particular component MIBs are specified
in the component MIB reference pages. These error codes are guaranteed to
be mutually exclusive both amongst all component MIBs and with generic
codes defined here.

The following diagnostic codes are returned in TA_ERRORto indicate successful
completion of an administrative request. These codes are guaranteed to be
non-negative.

[TAXK]
The operation succeeded. No updates were done to the component MIB
object(s).

[TAUPDATED]
The operation succeeded. Updates were made to the component MIB object.
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[TAPARTI AL]
The operation partially succeeded. Updates were made to the component
MIB object.

Interoperability ~ Access to the FM_32 interfaces, and therefore to the component MIBs available for
administration of a BEA Tuxedo system application, are available on BEA Tuxedo
Release 4.2.2 and later. The header files and field tables defining generic MIB
attributes are available on BEA Tuxedo Release 5.0 and | ater. Interoperability
concerns specific to a particular component MIB are discussed in the reference page
for that component MIB.

Portability =~ Theexisting FM.32 and ATMI functions necessary to support administrative
interaction with BEA Tuxedo system MIBs, aswell as the header file and field table
defined in this reference page, are available on all supported native and workstation
platforms.

Examples  See the "USAGE" section earlier for some brief example uses of existing APIsin
interfacing with generic MIB processing. More detailed examples are provided with
each component M| B reference page that make use of real component MIB classesand
attributes.

Files  ${TUXDI R}/i ncl ude/ t padm h,
${ TUXDI R} / udat aobj / t padm

See Also  tpacal | (3c),tpall oc(3c),tpcall(3c),tpdequeue(3c),tpenqueue(3c),
t pgetrpl y(3c),tpreall oc(3c), Introduction to FML Functions, Fadd,
Fadd32(3fm ), Fchg, Fchg32(3fm),Find, Ffind32(3fnl),AUTHSVR(5),
TM_ M B(5) , TMOFORWARD( 5)

Setting Up a BEA Tuxedo Application
Administering a BEA Tuxedo Application at Run Time
Programming a BEA Tuxedo Application Using C

Programming a BEA Tuxedo Application Using FML
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nl_types(5)

Name
Synopsis

Description

See Also

nl _types - native language data types
#i ncl ude <nl _types. h>
Thenl _t ypes. h header file contains the following definitions:

nl _catd
used by the message catal og functions cat open(), cat get s() and
cat cl ose() toidentify acatalogue

nl _item
used by nl _I angi nf o() toidentify itemsof | angi nf o() data. Valuesfor
objects of type nl _i t emare defined in | angi nf 0. h.

NL_SETD
used by gencat () when no $set directiveis specified in a message text
sourcefile. Thisconstant can be used in subsequent callsto cat get s() asthe
value of the set identifier parameter.

NL_ MGSMAX
maximum number of messages per set

NL_SETMAX
maximum number of sets per catal ogue.

NL_ TEXTMAX
maximum size of a message.

DEF_NLSPATH
the default search path for locating catalogues.

gencat (1), cat gets(3c),catopen, catcl ose(3c),nl _Ianginfo(3c),
I angi nf o(5)
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servopts(5)

Name servopts -run-timeoptionsfor server processes

Synopsis  AQUT CLOPT= [-A][-s{@i!enane|service[, service...][:func]}]
[-e stderr_filel[-p [L][/owwater][,[term nate_tine]]
[:[high water][,create tinel][-h][-] [ocktype][-n prio]
[-0 stdout_filel[-r][-t][ -- wuargs][-v]

Description  ser vopt s isnot acommand. Rather, it is alist of run-time options recognized by
serversin aBEA Tuxedo system.

The server using these options may be one of the BEA Tuxedo system-supplied
servers, or it may be an application-supplied server built with the bui | dser ver (1)
command.

Running serversinaBEA Tuxedo system isaccomplished through thet nboot (1) and
t madm n( 1) commands working with servers (and other resources) specified in the
application configuration file. Desired selections from the ser vopt s list are specified
with the server in the configuration file. The following options are recognized:

-A
indicates that the server should initialy offer al services with which it was
constructed. For BEA Tuxedo system-supplied servers, - Aisthe only way of
specifying services.

-s{ @filenane|service[,service..][:func]}
specifiesthe names of servicesto be advertised when the server isbooted. In
the most common case, a service is performed by a function that carriesthe
same name; that is, the x serviceis performed by function x. For example, the
specification

- X,Y,2Z

will run the associated server initially offering services x, y, and z, each
processed by afunction of the same name. In other cases, aservice (or several
services) may be performed by afunction of adifferent name. The
specification

-s X,y,z:abc
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runs the associated server with initial servicesx, y, and z, each processed by
the function abc.

Spaces are not allowed between commas. Function name is preceded by a
colon. Service names (and implicit function names) must belessthan or equal
to 15 charactersin length. An explicit function name (that is, aname specified
after acolon) can be up to 128 charactersin length. Names longer than these
limits are truncated with awarning message. When retrieved by t madni n( 1)
or TM_M B( 5), only the first 15 characters of a name are displayed.

A filename can be specified with the -s option by prefacing the filename with

the ‘@’ character. Each line of this file is treated as an argument to the -s
option. You may put comments in this file. All comments start with ‘#’ or *".
The -s option may be specified multiple times.

The runtime association of service name with processing function within a
server load module is called the dynamic service capabilityt flani n

adverti se command can be used to change the list of services offered as the
server continues to run.

Service names beginning with the ‘.’ character are reserved for system
servers. Application servers specifying such services will fail to boot.

specifies the name of a file to be opened as the server's standard error file.
Providing this option ensures that a restarted server has the same standard
error file as its predecessors. If this option is not used, a default diversion file
calledst der r is created in the directory specified $4PPDI R.

-p [L][/ ow_wat er][,[t er mi nat e_ti ne]][:[ hi gh_wat er][,create_ti ne]]
This option can be used to support automatic spawning/decay of
single-threaded servers; it cannot be used for multithreaded servers. It may be
used for servers on an MSSQ with MAX greater than 1; it is not allowed (and
not necessary) for conversational servers.

Arguments to the option have the following meanings:

L
The decision to spawn more servers is based on load rather than
number of messages per server.

The remaining argumentstew wvat er, t erm nate_ti ne,
hi gh_wat er, andcr eat e_t i me—are used to control when servers
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are spawned or deactivated. The following algorithm is used: If the
load exceeds hi gh_wat er for at least cr eat e_t i me seconds, anew
server is spawned. If the load drops below / ow wat er for at least
terni nat e_t i me seconds, a server is deactivated.

The L option works only in SHM mode with load balancing turned on. If
SHM LDBAL+Y isnot set, then a userlog message (LI BTUX_CAT: 1542) is
printed and no spawning is done.

I ow_wat er defaultsto an average of 1 message per server onthe MSSQ or a
workload of 50. hi gh_wat er defaultsto an average of 2 messages per server,
or aworkload of 100. creat e_ti ne defaultsto 50, and t er mi nate_ti ne
defaults to 60.

Note: For UNIX platforms only—Thel ar m() system call does not work as
expected in servers running under server pool management. Because the
code that terminates idle servers usesthe n() call, user-written code
intended to establish a customized signal handler fails to do so, despite thi
fact that calls tassi gnal () do not result in errors.

do not run the server immune to hangups. If not supplied, the server ignores
the hangup signal.

-1 locktype
lock the server in core. The argumentfotkt ype ist , d, orp according to
whether the textTXTLOCK), data DATLOCK), or the entire process (text and
data -PROCLOCK), should be locked. Seeock(2) for details. The lock fails
if the server is not run as root. There is no way to unlock a server once it is
locked.

-nprio
ni ce the server according to thei o argument. Giving the process better
priority (a negative argument) requires it to be run withuheofr oot . See
ni ce(2) for details.

-0 stdout_file
specifies the name of a file to be opened as the server’s standard output file
Providing this option ensures that a restarted server has the same standard
output file as its predecessors. If this option is not used, a default diversion
file calledst dout is created in the directory specified $4PPDI R.
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-V

specifies that the server should record, on its standard error file, alog of
services performed. Thislog may be analyzed by the t xr pt ( 1) command.
When the - r option is used, make sure that the ULOGDEBUG variableis not set

to “y". The ULOGDEBUG variable prevents debugging messages from being
sent tost der r . Debugging messages in the file will be misinterpreted by
txrpt.

specifies that the server in this BEA Tuxedo 7.1 or later application is allowed
to interoperate with pre-Release 7.1 BEA Tuxedo software. The server may
be a Workstation Listener (WSL) process (which when started witht the
option allows interoperability for all of its Workstation Handler—WSH—
processes), a domain gatew@WMDOVAI N) process, or a system or

application server process.

marks the end of system-recognized arguments and the start of arguments to
be passed to a subroutine within the server. This option is needed only if the
user wishes to supply application-specific arguments to the server. The
system-recognized options precede-thpapplication arguments should

follow it. Application arguments may be processed by a user-supplied version
of thet psvri ni t () function.get opt () should be used to parse them.
Because all system arguments are processed prior to the call to
tpsvrinit(), when the call is made the external integet,i nd points to

the start of the user flags. The same option letters (for exan¥)leyay be
reused after the- argument, and given any meaning appropriate to the
application.

prints out the service name/function name list to standard output, beginning
with the following comment lines.

#

# List of services and correspondi ng handl er functions built
into the server

#

<servi cenanme>: <f unct i onnanme><NEWLI NE>

<servi cenanme>: <f unct i onnanme><NEWLI NE>

<servi cenanme>: <f unct i onname><NEWLI NE>

where the first three lines are comments and begin with a pounds3ign (
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character. Each following line includes a service name and its corresponding
function name built into the executable. The ser vi cenane field on any line
can be an empty string if ans'- functi onnane” is included on the

bui | dser ver command line. Théunct i onnane field is always present.

Note: At run time the BEA Tuxedo system automatically adds the following option
to each command line for each server:

-c domedonai ni d

The- ¢ option adds a comment line, in which the specified domain ID is
reported, to any command output that reports on the processes associated wi
the domain in question, such as the output ohtheommand. This comment
helps an administrator who is managing multiple domains to interpret a single
output stream that refers to several domains.

Examples  See the “EXAMPLES” section afBBCONFI G 5) .

See Also  bui | dserver (1), tmadm n(1),tnboot (1),txrpt(1),tpsvrinit(3c),
UBBCONFI (( 5)

Setting Up a BEA Tuxedo Application
Administering a BEA Tuxedo Application at Run Time

ni ce(2), pl ock(2), get opt (3) in a UNIX system reference manual
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TM_MIB(5)

Name

Synopsis

Description

TM_M B - Management Information Base for core BEA Tuxedo system

#i ncl ude <fm 32. h>
#i ncl ude <tpadm h>

The BEA Tuxedo System MIB defines the set of classes through which the
fundamental aspects of an application can be configured and managed. Thisincludes
management of machines, servers, networking.

TM_M B(5) should be used in combination with the generic MIB reference page

M B(5) to format administrative requests and interpret administrative replies.
Requests formatted as described in M B(5) using classes and attributes described in
this reference page may be used to request an administrative service using any one of
anumber of existing ATMI interfaces in an active application. |nactive applications
may also be administered using thet padncal | () function interface. TM M B(5)
consists of the following classes.

TM_MIB Classes

Class Name Controls. ..

T BRI DGE Network connections
T_CLIENT Clients

T_CONN Conversations

T _DEVI CE Devices

T_DOVAI N Global application attributes
T_GROUP Server groups

T_MACHI NE Machine specific attributes
T_MSG Message queues
T_NETGROUP Network groups
T_NETVAP Machines to Netgroups
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Attribute Table

TM_MIB Classes

Class Name Controls. ..
T_QUEUE Server queue
T_RQUTI NG Routing criteria
T_SERVER Servers
T_SERVERCTXT Server context
T_SERVI CE Services
T_SVCGRP Service group
T_TLI STEN BEA Tuxedo system listeners
T_TLOG Transaction log
T_TRANSACTI ON Transaction
T_ULOG Userlog

Each class description consists of four sections:

m  OVERVI EW- High level description of the attributes associated with the class.

m ATTRI BUTE TABLE - The format of the attribute table is summarized below and

described in detail in M B(5) .

m ATTRI BUTE SEMANTI CS - Definesthe interpretation of each attribute that is part

of the class.

m LI M TATI ONS - Limitations in the access to and interpretation of this class.

Format

Each classthat isapart of thisMIB isdefined in four partsin sectionsthat follow. One
of the four parts is the attribute table. The attribute table is a reference guide to the

attributes within a class and how they may used by administrators, operators, and
genera usersto interface with an application.

There are five columns for each attribute described in an attribute table: name, type,
permissions, values, and default. Each of these componentsis discussed in M B(5) .
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TA_FLAGS
Values

FML32 Field
Tables

Limitations

M B(5) definesthe generic TA_FLAGS attribute, which isal ong containing both
generic and component MIB specific flag values. The following are the TM M B( 5)
specific flag val ues supported. These flag values should be or'd with any generic M1B

flags.

TM B_ADMONLY
A flag used to indicate that only administrative processes should be activated
when changing the state of a T_MACHI NE object from | NAct i ve to ACTi ve.

T™M B_APPONLY
A flag used to indicate that only application processes should be considered
when activating or deactivating a T_MACHI NE object. It may also be used on
T_SERVERand T_SERVERCTXT retrievalsto restrict theretrieval to application
serversonly.

TM B_CONFI G
A flag used to indicate that only configured groups and servers should be
considered in satisfying the request.

TM B_NOTI FY
A flag used when activating or deactivating T_MACHI NE, T_GROUP, or
T_SERVER objectsto cause unsolicited notification messagesto be sent to the
originating client just prior to and just after the activation or deactivation of
each server object selected.

Thefield table for the attributes described in this reference pageis found in the file
udat aobj / t padmrelative to the root directory of the BEA Tuxedo system software
installed on the system. The directory ${ TUXDI R} / udat aobj should be included by
the application in the colon-separated list specified by the FLDTBLDI R environment
variable, and the field table name t padmshould be included in the comma-separated
list specified by the FI ELDTBLS environment variable.

Accessto the header files and field tablesfor thisMIB isbeing provided only on BEA
Tuxedo Release 5.0 sites and later, both native and Workstation.

Workstation access to thisMIB is limited to runtime only access; the function
t padntal | (3c) isnot supported on workstations.

For the purpose of preimage processing (M B_PREI MAGE flag bit set), local attributes
for classes that have global attributes are not considered. Additionally, indexed fields
and the indexes that go with them are not considered, for example, T_TLOG class,
TA_TLOGCOUNT, TA TLOG NDEX, TA_GRPNO, TA TLOGDATA attributes.
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T _BRIDGE Class Definition

Overview  The T_BRI DGE class represents run-time attributes pertaining to connectivity between
logical machines making up an application. These attribute val ues represent
connection status and statistics.

Attribute Table

TM_MIB(5): T_BRIDGE Class Definition Attribute Table

Attribute! Type Permissions Values Default
TA LM D(*)2 string  r--r--r-- “LM D1[, LM D2]" N/A
TA_NETGROUR)? string  R-R--R-- string[l. .30] DEFAULTNET
TA_STATHK) string  rwXrwxr-- GET “{ACT|INA | SUS| PEN" N/A
SET: “{ACT|INA | SUS| PEN"" N/A
TA_CURTIME long R--R--R-- 0<=num N/A
TA_CONTIME long R-XR-XR-- 0<=num N/A
TA_SUSPTIME long FWXIWXr-- 0<=num 3004
TA_RCVDBYT long R-XR-XR-- 0<=num N/A
TA_SENTBYT long R-XR-XR-- 0<=num N/A
TA_RCVDNUM long R-XR-XR-- 0<=num N/A
TA_SENTNUM long R-XR-XR-- 0<=num N/A
TA_FLOWCNT long R-XR-XR-- 0<=num N/A
TA_CURENCRYPTBIT  string  R--R-—-- {0140 |56 | 128}° N/A

(k) - GETkey field
(*) - GET/SET key, one or more required for SET operations

1Al attributesin Class T_BRI DGE are local attributes.

°The TA LM D attribute must be fully specified for SET operations, that is,
LMID1,LMID2.

3SET operation may only useTA NETGROUP DEFAULTNET in BEA Tuxedo Release
6.4. GET operation may use any TA_NETGROUP defined for both LM D values.
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Attribute
Semantics

4TA_SUSPTI ME may be SET only if the TA_STATE is currently SUSPENDED or is
being SET to SUSPENDED.
5The link-level encryption value of 40 bitsis provided for backward compatibility.

TA LM D: LM Di1[, LM DZ]
Source logical machine identifier (LM D1) and destination logical machine
identifier (LM D2) for network connection.

TA_NETGROUP: string[1..30]
Logica name of the network group.When both source and destination
TA LM Didentifiers are in the same TA_NETGRCOUP, the T_BRI DGE class will
present all instances of related fields per TA_NETGROUP. TA_NETGROUP may
be used as akey field on GET requests. TA_ NETGROUP values other than
DEFAULTNET may not be used on SET operationsin this BEA Tuxedo release
(Release 6.4).

TA_STATE:

GET: “{ACTive |INActive |SUSpended | PENding}”

A GEToperation will retrieve run-time information for the selected
T_BRIDGEObject(s). A TA_LMID attribute value with only one
logical machine identifier matches all active connections from

LM D1 to other machines in the application. In this case, each
retrieved record will contain an expanded TA_LMID attribute value
with the destination LMID filled in. The following statesindicate the
meaning of a TA_STATEreturned in response to a GETrequest.

ACTive The connection is established and active.

INActive The connection isinactive. This stateis only returned
when status is requested on a particular connection, that
is, both Lands specifiedinthe TA_LMID attributeand the
source logical machine is reachable.

SUSpended Anestablished connection wasterminated dueto an error
condition, and reconnection has been suspended for at
least the amount of timeindicated inthe TA_SUSPTIME
atribute value. This stateis ACTive equivalent for the
purpose of determining permissions.

PENding An asynchronous connection has been requested, but has
not yet been completed. The final outcome of the
connection request has not been determined.
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SET: “{ACTive |INActive |SUSpended | PENding}”
A SET operation will update run-time information for the selected
T_BRIDGEObject. The following states indicate the meaning of a
TA_STATESet in a SET reguest. States not listed may not be set.

unset Modify an existing T_BRIDGEobject. This combination
isalowed only when in the ACTive or SUSpended
state. Successful return leaves the object state unchanged.

ACTive Activatethe T_BRIDGE object by establishing a
connection between the indicated logical machines. This
operation will fail if only one logical machineis
specified, if either of the two machinesisnot active, or if
the source logical machine is not reachable. While the
T_BRIDGEObject is establishing the asynchronous
connection, the BRIDGEwill do other work. Using the
state changeto PENding isrecommended. State change
allowed in the INActive  and SUSpended states. For
the purpose of determining permissions for this state
transition, the active object permissions are considered
(that is, --x--x--x). Successful return leaves the object in
the PENding state.

INActive Deactivate the T_BRIDGEobject by closing the
connection between the indicated logical machines. This
operationwill fail if only onelogical machineisspecified
or if the two machines are not connected. State change
alowed only when in the ACTive state. Successful
return leaves the object in the INActive  state.

SUSpended  Suspend the T_BRIDGEobject by closing the connection
between theindicated | ogical machinesand by setting the
TA_SUSPTIMEparameter asindicated. State change
allowed only when in the ACTive state. Successful
return leaves the object in the SUSpended state.
Limitation: Note that since the statistics reported are
from the viewpoint of the source logical machine,
resetting those statisticswill cause them to be out of sync
with the statistics reported by the destination logical
machine for the same connection.
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PENdi ng Activate the T_BRI DGE object by establishing an
asynchronous connection between the indicated logical
machines. This operation will fail if only onelogical
machineis specified, if either of the two machinesis not
active, or if the source machineisnot reachable. Whenin
the PENdi ng state, the success or failure of the
connection request has not yet been determined.
However, the BRI DGE may continue to process other
eventsand datawhilethe connection isoutstanding. State
change allowed in the | NAct i ve and SUSpended
states. For the purpose of determining permissions for
this state transgition, the active object permissions are
considered (that is, --x--x--x). Successful return leaves
the object in the PENdi ng state.

TA_CURTI ME: 0 <= num
Current time, in seconds, since 00:00:00 UTC, January 1, 1970, as returned
by the time(2) system call on T_BRI DGE:TA_LM D. This attribute can be used
to compute elapsed time from the following attribute value.

TA_CONTI ME: 0 <= num
Time, in seconds, since 00:00:00 UTC, January 1, 1970, asreturned by the
time(2) system call on T_BRI DGE:TA_LM D, when this connection was first
established. Elapsed open time in seconds can be computed using
TA_CURTI ME - TA_CONTI ME.

TA_SUSPTI ME: 0 <= num
Time, in seconds, remaining in the suspension of this connection. After this
amount of time, the connection will automatically changeto aTA_STATE of
I NACTI VE and may be activated by normal application traffic.

TA _RCVDBYT: 0 <= num
Number of bytes sent from the destination logical machine to the source
logical machine.

TA _SENTBYT: 0 <= num
Number of bytes sent from the source logical machine to the destination
logical machine.

TA_RCVDNUM 0 <= num
Number of messages sent from the destination logical machine to the source
logical machine.
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TA_SENTNUM 0 <= num
Number of messages sent from the source logical machine to the destination
logical machine.

TA FLOACNT: 0 <= num
Number of times flow control has been encountered over this connection.

TA_CURENCRYPTBI TS: {0 | 40 | 56 | 128}
The current encryption level for thislink. The level is negotiated between
machines when the link is established.

Note: Thelink-level encryption value of 40 bitsis provided for backward
compatibility.

Limitations  None.
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T_CLIENT Class Definition

Overview  The T_CLI ENT class represents run-time attributes of active clients within an
application. These attribute values identify and track the activity of clients within a
running application.

Attribute Table

TM_MIB(5): T_CLIENT Class Definition Attribute Table

Attribute! Type Permissions  Values Default
TA STATE(K) string R XR- XR- - GET: {ACT | SUS| DEA} N/A
SET: {ACT | SUS| DEA}” N/A
TA_CLIENTID (*) string R--R--R-- string[l..78] N/A
TA_CLTNAMK) string R--R--R-- string[0..30] N/A
TA_IDLETIME (k) long R--R--R-- 0<=num N/A
TA_LMID(K) string  R--R--R-- LM D N/A
TA_PID (k) long R--R--R-- 1<=num N/A
TA_CONTEXTID long R--R--R-- -2 <= num< 30,000 N/A
TA_SRVGRK) string R--R--R-- string[0..30] N/A
TA_USRNAME) string R--R--R-- string[0..30] N/A
TA_WS) string  R--R--R-- LY [N}y N/A
TA_WSHKKk) string  R--R--R-- “{Y|N}” N/A
TA_WSHCLIENTIOK) string  R-R--R-— string[l..79 N/A
TA_RELEASE long R--R--R-- 0<=num N/A
TA_WSPROTO long R--R--R-- 0<=num N/A
TA_NUMCONV long R-XR-XR-- 0<=num N/A
TA_NUMDEQUEUE long R-XR-XR-- 0<=num N/A
TA_NUMENQUEUE long R-XR-XR-- 0<=num N/A
TA_NUMPOST long R-XR-XR-- 0<=num N/A
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TM_MIB(5): T_CLIENT Class Definition Attribute Table

Attributet Type Permissions Values Default
TA_NUMREQ long R- XR- XR- - 0<=num N/A
TA_NUMSUBSCRI BE long R- XR- XR- - 0<=num N/A
TA_NUMIRAN long R- XR- XR- - 0<=num N/A
TA_NUMIRANABT long R- XR- XR- - 0<=num N/A
TA_NUMIRANCMI long R- XR- XR- - 0<=num N/A
TA_OMIRET string R-R--R-- “ { COMPLETELOGGEP' N/A
TA_CURCONV long R--R--R-- 0<=num N/A
TA_CURENCRYPTBIT string  R--R----- {0140 |56 | 128}2 N/A
TA_CURREQ long R--R--R-- 0<=num N/A
TA_CURTIME long R--R--R-- 1<=num N/A
TA_LASTGRP long R--R--R-- 1 <= num<30,000 N/A
TA_NADDR string R--R--R-- string[l..78] N/A
TA_NOTIFY string R--R--R-- “{DIPIN |SIGNAL | THREADO N/A
IGNORE”
TA_NUMUNSOL long R--R--R-- 0<=num N/A
TA_RPID long R--R--R-- 1<=num N/A
TA_TIMELEFT long R--R--R-- 0<=num N/A
TA_TIMESTART long R--R--R-- 1<=num N/A
TA_TRANLEV long R--R--R-- 0<=num N/A

(k) - GETkey field

(*) - GET/SET key, one or more required for SET operations

1Al attributesin Class T_CLI ENT arelocal attributes.
2The link-level encryption value of 40 bits is provided for backward
compatibility.
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Attribute  TA_STATE:
Semantics

GET: “{ACTive |SUSpended | DEAd”
A GEToperation will retrieve run-time information for the selected
T_CLIENT object(s). Note that client information is kept in local
bulletin board tables only. Therefore, for maximum performance,
inquiries on client status should be restricted using key fields as
much as possible. The following states indicate the meaning of a
TA_STATEreturned in response to a GETrequest.

ACTive

T_CLIENT object active. Thisisnot an indication of
whether the client isidle or busy. A non 0 value
retrieved for either the TA_ CURCONSttribute or the
TA_CURREGttribute indicates a busy client.

SUSpended

T_CLIENT object active and suspended from
making further service requests (tpcall() or
tpacall() ) and frominitiating further
conversations (tpconnect() ). See SET
SUSpended below for details. This stateis ACTive
equivalent for the purpose of determining
permissions.

DEAd

T_CLIENT object identified as active in the bulletin
board but currently not running due to an abnormal
death. This state will exist only until the BBL local
to the client notices the death and takes action to
clean up the client’s bulletin board resources. This
stateis ACTive equivalent for the purpose of
determining permissions.

SET: “{ACTive |SUSpended | DEAG”
A SET operation will update run-time information for the selected
T_CLIENT object. The following states indicate the meaning of a
TA_STATESet in a SETrequest. States not listed may not be set.
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ACTi ve

Activate a SUSpended T_CLI ENT object. State
change alowed only when inthe SUSpended state.
Successful return leaves the object in the ACTi ve
state.

unset

Modify an existing T_CLI ENT object. This
combinationisallowed only wheninthe ACTi ve or
SUSpended state. Successful return leaves the
object state unchanged.

SUSpended

Suspend theT_CLI ENT object from making service
requests (t pcal | () ortpacal | ()), initiating
conversations (t pconnect () ), beginning
transactions (t pbegi n() ), and enqueuing new
requests (t penqueue() ). Clients within a
transaction will be permitted to make these calls
until they abort or commit the current transaction,
at which time they will become suspended.
Invocations of these routines will resultin a
TPESYSTEMerror return and a system log message
being generated indicating the situation. State
change allowed only when in the ACTi ve state.
Successful return leaves the object in the
SUSpended state.
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DEAd Abortively deactivate the T_CLI ENT object. State
change allowed only when in the ACTi ve or
SUSpended state. The recommended method for
deactivating clientsisto first broadcast a warning
message (t pbr oadcast ) ), then to suspend them
(see SET SUSpended above), and finally to
abortively deactivate them by setting the state to
DEAd. Successful return leaves the object in the
DEAd state.

Limitation: Workstation handlers (T_CLI ENT:TA_WsH
==Y) may not be set to a state of DEAd.

The system may not be ableto ki / | the client due to
platform or signaling restrictions. In this case, a native
client will be abortively terminated at its next accessto
ATMI, and a Workstation client’s connection to a \WSH
will be preemptively torn down.

TA_CLI ENTI D: st ring[1..78]
Client identifier. The datain this field should not be interpreted directly by
the end user except for equality comparison.

TA_CLTNAME: st ri ng[0..30]
Client name associated with client at t pi ni t () timeviathecl t name
element of the TPI NI T structure.

TA_| DLETI ME: O <= num
Approximate amount of time, in seconds, sincethisclient last interacted with
the system viaan ATMI call. Thisvalueisaccurate to within TA_SCANUNI T
(see the T_DOMAI N class) seconds. When specified as a key field, a positive
valueindicates that al clients with idle times of at least the indicated value
match, a negative vaueindicates that al clients with no more than the
indicated value match, and a 0 value matches all clients.

TA LM D: LM D
Logical machine where client is running (native clients) or where client is
connected (Workstation clients).

TA PI D: 1<=num
Processidentifier of client. Note that for Workstation clients, this identifier
indicates the workstation handler through which the Workstation client is
connected. A negative number may be specified on a GET operation for the
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purpose of retrieving client information for the calling process. If the calling
processis not a client, then an error will be returned.

TA CONTEXTI D: -2 <= num< 30,000
Identifier for this particular application association.

TA SRVGRP: st ri ng[0..30]
Server group with which the client is associated. Thisinformation is set via
the gr pnane element of the TPI NI T structure at t pi nit () time.

TA_USRNAME: st ri ng[0..30]
User name associated with client at t pi ni t () timeviatheusr name e ement
of the TPI NI T structure.

TA WBC. “{Y|N}"
Workstation client. If this attributeis set to “Y” , then the indicated client is
logged in to the application from a remote workstation.

TA_WSH* {Y|N}"

Workstation handler. If this attributeis set to “Y” , then theindicated client is
aworkstation handler process.

TA_WSHCLIENTID st ri ng[1..78]
Client identifier for the associated workstation handler (WSH) if thisclientis
aWorkstation client (TA_WSH==Y); otherwise, this attribute will be returned
as a 0-length string.

TA_RELEASEQ <= num
The BEA Tuxedo system major protocol release number for the machine
wherethe client is running. This may be different from the TA_ SWRELEASE
for the same machine. Note that for Workstation clients (TA_WSG==), this
value may be different than the major rel ease associated with the application
administered machine through which the Workstation client accesses the
application.

TA_WSPROT® <= num
The BEA Tuxedo system Workstation protocol version number for a
Workstation client. Thisvalue is changed with each update to the
Workstation protocol. A value of 0 is returned for this attribute when
associated with non-Workstation clients (TA_ WSG== N).

TA_NUMCON\) <= num
Number of conversations initiated by this client via tpconnect()
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TA_NUMDEQUEUE: 0 <= num
Number of dequeue operationsinitiated by thisclient viat pdequeue() .

TA_NUMENQUEUE: 0 <= num
Number of enqueue operationsinitiated by thisclient viat penqueue() .

TA_NUMPOST: 0 <= num
Number of postings initiated by this client viat ppost () .

TA NUMREQ 0 <= num
Number of requests made by this client viat pcal | () or t pacal | ().

TA NUMBUBSCRI BE: 0 <= num
Number of subscriptions made by thisclient viat psubscri be().

TA_NUMIRAN: 0 <= num
Number of transactions begun by this client.

TA_NUMIRANABT: O <= num
Number of transactions aborted by this client.

TA_NUMIRANCMT: O <= num
Number of transactions committed by this client.

TA CMTRET: “ { COMPLETE{ LOGGE})’
Setting of the TP_COMMIT_CONTRGtharacteristic for this client. See the
description of the BEA Tuxedo System ATMI functiontpscmt()  for details
on this characteristic.

TA_CURCONW <= num
Number of conversationsinitiated by this client viatpconnect()  that are
till active.

TA_CURENCRYPTBITS[0 |40 | 56 | 128}
The current encryption level for this client. The level is negotiated when the
link is established.

Note: Thelink-level encryption value of 40 bits is provided for backward
compatibility.

TA_CURREQO <= num
Number of requests initiated by this client viatpcall() or tpacall() that
are still active.
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TA _CURTI MVE: 1 <= num
Current time, in seconds, since 00:00:00 UTC, January 1, 1970, as returned
by thetime(2) system call on T_CLI ENT:TA_LM D. Thisattribute can be used
to compute el apsed time from the T_CLI ENT:TA_TI MESTART attribute value.

TA _LASTGRP: 1 <= num< 30,000
Server group number (T_GROUP:TA_GRPNO) of the last service request made
or conversation initiated from this client.

TA _NADDR: string[l..78]
For Workstation clients, this attribute indicates the network address of the
client. Network addresses with unprintable characters are converted to one of
the following formats.

m “Ox hex-digits”
m “\X hex-digits”
A string in either format must contain an even number of valid hex digits.
Such a string istrandlated internally into a character array containing the
hexadecimal representations of the string specified.
For TCP/IP addresses one of the following formats is used.
m “// hostnane: port”

m Y/l # # # # port_nunmber”

Each # (pound) sign representsadecimal number intherange of 0to 255. The
value of port_nunber isadecimal number in the range of 0 to 65535.

Note: Some port numbers may bereserved for the underlying transport protocols
(such as TCP/IP) used by your system. Check the documentation for your
transport protocolsto find out which numbers, if any, are reserved on your
system.

Non-Workstation clients have a 0-length string associated with them for this
attribute value.

Limitation: The ability of the system to provide this information is
determined by the transport provider in use. In some cases, Workstation
clients may not have addresses associated with them if the provider does not
make thisinformation available.
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Limitations

TA_NOTI FY: “{DIPIN | SIGNAL | THREAQ IGNORE”
Setting of the notification characteristic for this client. See the T_DOMAIN
class description of this attribute for more details.

TA_NUMUNSOIO <= num
Number of unsolicited messages queued for this client awaiting processing.

TA RPID: 1 <= num
UNIX System message queue identifier for the client’s reply queue.
Limitation: ThisisaUNIX System specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA_TIMELEFT: O <= num
Time left, in seconds, for this client to receive the reply for which it is
currently waiting before it will timeout. This timeout may be a transactional
timeout or ablocking timeout.

TA_TIMESTART 1 <= num
Time, in seconds, since 00:00:00 UTC, January 1, 1970, asreturned by the
time(2) system call on T_CLIENT:TA_LMID, since the client joined the
application.

TA_TRANLEVY 0 <= num
Current transaction level for this client. O indicates that the client is not
currently involved in atransaction.

None.
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T _CONN (lass Definition

Overview

Attribute Table

284

Attribute
Semantics
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The T_CONN class represents run-time attributes of active conversations within an

application.

TM_MIB(5): T_CONN Class Definition Attribute Table

Attribute! Type Permissions Values Default
TA LM D(K) sting R-R-R-- LMD N/A
TA_STATE(K) string R-R-R-- GET: “ACT” N/A
SET: N/A N/A
TA_SERVICENAME string R--R--R-- string[l..15] N/A
TA_CLIENTID (k) string  R--R--R-- string[l1.78] N/A
TA_CONNOGRPNO long R--R--R-- 1 <= num< 30,001 N/A
TA_CONNOLMID string R--R--R-- LM D N/A
TA_CONNOPID long R--R--R-- 1<=num N/A
TA_CONNOSNDCNT long R--R--R-- 0<=num N/A
TA_CONNOSRVID long R--R--R-- 1 <= num< 30,001 N/A
TA_CONNSGRPNO long R--R--R-- 1 <= num< 30,001 N/A
TA_CONNSLMID string R--R--R-- LM D N/A
TA_CONNSPID long R--R--R-- 1<=num N/A
TA_CONNSSNDCNT long R--R--R-- 0<=num N/A
TA_CONNSSRVID long R--R--R-- 1 <= num< 30,001 N/A

(k) - GETkey field

1Al attributesin Class T_CONN are local attributes.

TA_LM D: LMID

Retrieval machine logical machine identifier.
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TA_STATE:

GET: { ACTi ve}
A GET operation will retrieve run-time information for the selected
T_CONN object(s). The following states indicate the meaning of a
TA_STATE returned in response to a GET request.

ACTi ve  The object returned reflects one or both sides of an active
conversation within the application.
SET:

SET operations are not permitted on this class.

TA_SERVI CENAME: st ring[1..15]
Service name of the conversationa service invoked by the originator and
processed by the subordinate.

TA_CLI ENTI D: st ring[1..78]
Client identifier. The datain this field should not be interpreted directly by
the end user except for equality comparison.

TA_ CONNOGRPNO: 1 <= num< 30,001
Server group number for the originator of the conversation. If the originator
isaclient, then 30,000 isreturned as the value for this attribute.

TA_CONNOLM D: LM D
Logical machine identifier indicating where the originator isrunning or is
accessing the application (in the case of Workstation clients).

TA_CONNOPI D: 1 <= num
Processidentifier for the originator of the conversation.

TA_CONNOSNDCNT: O <= num
Number of t psend() callsdone by the originator.

TA_CONNOSRVI D: 1 <= num< 30,001
Server identifier for the originator of the conversation.

TA_ CONNSGRPNO: 1 <= num< 30,001
Server group number for the subordinate of the conversation.
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TA _CONNSLM D:. LM D
L ogical machineidentifier indicating where the subordinate is running or is
accessing the application (in the case of Workstation clients).

TA CONNSPI D: 1 <= num
Process identifier for the subordinate in the conversation.

TA CONNSSNDCNT: 0 <= num
Number of t psend() calsdone by the subordinate.

TA CONNSSRVI D: 1 <= num< 30,001
Server identifier for the subordinate in the conversation.

Limitations  None.
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T_DEVICE Class Definition

Overview  TheT_DEVI CE classrepresents configuration and run-time attributes of raw disk slices
or UNIX System files being used to store BEA Tuxedo system devicelists. Thisclass
alows for the creation and deletion of device list entries within araw disk slice or

UNIX System file.
Attribute Table
TM_MIB(5): T_DEVICE Class Definition Attribute Table

Attributet Type Permissions  Values Default
TA LM D(*) string ru-r--r-- LMD local _Imd
TA CFGDEVI CE(r)(*) string ru-r--r-- string[2..64] N/A
TA DEVI CE(*) string ru-r--r-- string[2..64] TA_CFCGDEVI CE
TA DEVOFFSET(*) long ru-r--r-- 0<=num 0
TA DEVSI ZE(r) long FrWr--r-- 0<=num 10003
TA_DEVI NDEX(*)? long r--r--r-- 0<=num N/A
TA STATE(K) string rWXrE--r-- GET: “VAL” N/A
SET: “{NEW N/A
INV}”

(k) - GETkey field
(r) - Required field for object creation (SET TA_STATE NEW
(*) - GET/SET key, one or more required for SET operations

IAIl attributesin Class T_DEVI CE are local attributes.
2TA_DEVI NDEX isrequired for SET operationsto identify the particular devicelist entry
except when setting the state to NEwfor the purpose of creating anew device list entry.
Inthelatter case, TA_DEVI NDEX must not be set; avaluewill be assigned by the system

and returned after a successful creation.

STA_DEVSI ZE may only be SET on object creation.
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Attribute
Semantics

TA LM D: LMD
L ogical machineidentifier wherethedeviceislocated. Notethat thisattribute
may be used as a key field in both unbooted and booted applications as long
asthey are already configured (that is, at least one T_NMACHI NE entry is
defined). It isrequired as a key field on SET operations when accessing a
booted application. If specified when accessing the T_DEVICE classin an
unconfigured application, this attribute is ignored.

TA_CFGDEVI CE: st ri ng[2..64]
Absolute pathname of the file or device where the BEA Tuxedo file system
is stored or is to be stored.

TA DEVI CE: st ri ng[2..64]
Absolute pathname of the device list entry.

TA _DEVOFFSET: 0 <= num
Theoffset, in blocks, at which space onthisTA_DEVI CE beginsfor use within
the BEA Tuxedo System VTOC specified by TA_ CFGDEVI CE. Limitation:
This attribute must be set to O for the first device list entry (TA_DEVI CE) on
the BEA Tuxedo filesystem (TA_CFGDEVI CE).

TA DEVSI ZE: 0 <= num
The size in pages of the disk areato be used for the device list entry.
Limitation: This attribute may be set only in conjunction with a state change
to NEW

TA_DEVI NDEX: 0 <= num
Deviceindex for TA_DEVI CE within the device list addressed by
TA_CFGDEVI CE. This attribute valueis used for identification purposes only
in getting and setting attribute values relating to particular devices within a
BEA Tuxedo filesystem.

TA_STATE:

GET: {VALi d}
A GET operation will retrieve run-time information for the selected
T_DEVI CE object(s). Thefollowing states indicate the meaning of a
TA_STATE returned in response to a GET request.
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VALi d The BEA Tuxedo filesystem indicated by TA_ CFGDEVI CE
exists and contains avalid device list. TA_DEVI CEisavalid
device within that filesystem with the device index t el net
| chone3.

SET: {NEW]| I Nval i d}
A SET operation will update information for the selected T_DEVI CE
object or add the indicated object. The following states indicate the
meaning of a TA_STATE set in a SET request. States not listed may
not be set.

NEW Create or reinitialize T_DEVI CE object for application.
State change allowed only wheninthe | Nval i d or VALi d
state. Successful return leavesthe objectinthe VAL d state.
If thisstatetransitionisinvoked inthel NVal i d state, then
the object is created; otherwise, it isreinitialized. The
creation of thefirst TA_DEVI CE device list entry on the
TA CFGDEVI CE BEA Tuxedo filesystem will
automatically create and initialize the necessary VTOC and
UDL structureson TA CFGDEVI CE. Thefirst device list
entry created for a particular TA_CFGDEVI CE must have
equivalent values for the TA_DEVI CE attribute.

I Nval id Delete T_DEVI CE object for application. State change
alowed only when in the VAL d state. Successful return
leavesthe object inthe | Nval i d state. Note that
TA DEVI NDEX 0 isspecia and must be deleted last.

Limitations  None.
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T_DOMAIN Class Definition

Overview  The T_DOMAI N class represents global application attributes. These attribute values
serveto identify, customize, size, secure, and tune a BEA Tuxedo system application.
Many of the attribute values represented here serve as application defaults for other
classes represented in this MIB.

Thereisexactly oneobject of the T_DOMAI N classfor each application. Because of this,
there are no key fields defined for this class. A GET operation on this classwill always
return information representing this single object. Likewise, a SET operation will
update it. GETNEXT is not permitted with this class.

Attribute Table

TM_MIB(5): T_DOMAIN Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_| PCKEY(r) long FVWr--r-- 32,769 <= num< 262,144 N/A
TA_MASTER(r) string  rwxr-xr--  “LM DI[, LM D2]" N/A
TA_MODEL(r) string rwr--r--  “{SHMMB” N/A
TA_STATE string  rwxr--r-- GET “{ACT|INA}” N/A
SET: “{NEWINV | ACT]| N/A
INA | FIN}”
TA_DOMAINID string  rwxr--r-- string[0..30]
TA_PREFERENCES string  rwxr--r-- stri ng[0..1023]
TA_UID long rwyr--r-- 0<=num @
TA _GID long rwyr--r-- 0<=num 1)
TA PERM long rwyr--r-- 0001 <= num<= 0777 0666
TA_LICEXPIRE long R-—-R-R-- string[0..78] N/A
TA_LICMAXUSERS long R--R--R-- 0<=num< 32,768 N/A
TA_LICSERIAL string  R-—-R--R-- string[0..78] N/A
TA_MIBMASK long TWX------ 0 <= num<= 0777 0000
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TM_MIB(5): T_DOMAIN Class Definition Attribute Table

Attribute Type Permissions Values Default

TA MAXACCESSERS long rwWyr--r-- 1<=num< 32,768 50

TA NMAXCONV long rvWr--r-- 0 <= num< 32,768 64

TA MAXGIT long rwWyr--r-- 0 <= num< 32,768 100

TA MAXBUFSTYPE long rwr--r-- 1 <= num< 32,768 32

TA MAXBUFTYPE long rwr--r-- 1 <= nunm< 32,768 16

TA MAXDRT long rwr--r-- 0 <= num< 32,768 0

TA MAXGROUPS long rwr--r-- 100 <= num< 32,766 100

TA MAXNETGROUPS long rwr--r-- 1 <= num<= 8,192 8

TA MAXNVACH NES long rwr--r-- 256 <= num< 8,191 256

TA MAXQUEUES long rwr--r-- 1<=num< 8,192 50

TA MAXRFT long rwr--r-- 0 <= num< 32,766 0

TA MAXRTDATA long rwr--r-- 0<=num< 32,761 0

TA MAXSERVERS long rwr--r-- 1<=num< 8,192 50

TA MAXSERVI CES long rwr--r-- 1 <= nunmx 32,766 100

TA MAXACLGROUPS long rwr--r-- 1<=num=< 16,384 16,384

TA CMIRET string  rwyr--r-- “{COMPLETELOGGED “COMPLETE”

TA_LDBAL string  rwyr--r-- “{Y|IN” “y”

TA_NOTIFY string  rwyr--r- “{DIPIN |SIGNAL| “DIPIN"
THREAD IGNORB”

TA_SYSTEM_ACCESS string  rwyr--r-- “{FASTPATH “FASTPATH”
PROTECTEP
[LNO_OVERRIDE"

TA_OPTIONS string  rwyr--r—- “{[LAN | MIGRATE|
ACCSTATE*}”

TA_USIGNAL string  rw-r--r-- “{SIGUSR1|SIGUSR3”  “SIGUSR2"
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TM_MIB(5): T_DOMAIN Class Definition Attribute Table

Attribute Type Permissions Values Default

TA MAXACCESSERS long rwWr--r-- 1 <= num< 32,768 50

TA NMAXCONV long rwWr--r-- 0 <= num< 32,768 64

TA NAXGTT long rvwr--r-- 0 <= num< 32,768 100

TA NMAXBUFSTYPE long rwr--r-- 1<=num< 32,768 32

TA MAXBUFTYPE long rwr--r-- 1<=num< 32,768 16

TA NMAXDRT long rwr--r-- 0 <= num< 32,768 0

TA NMAXGROUPS long rwr--r-- 100 <= num< 32,766 100

TA NMAXNETGROUPS long rwr--r-- 1 <= num<= 8,192 8

TA NMAXMACHI NES long rwr--r-- 256 <= num< 8,191 256

TA NMAXQUEUES long rwr--r-- 1 <= num< 8,192 50

TA MAXRFT long rwr--r-- 0 <= num< 32,766 0

TA NMAXRTDATA long rwr--r-- 0 <= num< 32,761 0

TA NMAXSERVERS long rwr--r-- 1 <= num< 8,192 50

TA NMAXSERVI CES long rwr--r-- 1 <= num< 32,766 100

TA NMAXACLGROUPS long rwr--r-- 1<=num=< 16,384 16,384

TA CMIRET string  rwyr--r-- “{COMPLETELOGGEY “COMPLETE”

TA_LDBAL string  rwyr--r-- “{Y|N” “y”

TA_NOTIFY string  rwyr--r-- “{DIPIN |SIGNAL| “DIPIN"
THREAD IGNORB”

TA_SYSTEM_ACCESS string  rwyr--r-- “{FASTPATH| “FASTPATH”
PROTECTEP
[,NO_OVERRIDB”

TA_OPTIONS string  rwyr--r-- “{[LAN| MIGRATE|
ACCSTATS*}"

TA_USIGNAL string  rw-r—-r-- “{SIGUSR1|SIGUSR3”  “SIGUSR2"
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TM_MIB(5): T_DOMAIN Class Definition Attribute Table

Attribute Type Permissions Values Default
TA SECURI TY string  rwr--r-- “{NONH APP_PW “NONE"
USER_AUTHACL|
MANDATORY_AGL
TA_PASSWORD string  -wx----- st ring[0..30] N/A
TA_AUTHSVC string  rwxr--r-- string[0..15]
TA _SCANUNIT long rWXr-Xr-- 0 <= num<=60 102
TA BBLQUERY long TWXF-Xr-- 0 <= num<32,768 3003
TA _BLOCKTIME long TWXF-Xr-- 0 <= num< 32,768 603
TA _DBBLWAIT long TWXF-Xr-- 0 <= num< 32,768 203
TA_SANITYSCAN long TWXF-Xr-- 0 <= num< 32,768 1203
TA CURDRT long [--r--r-- 0 <= num< 32,768 N/A
TA CURGROUPS long [--r--r-- 0 <= num< 32,768 N/A
TA CURMACHINES long [--r--r-- 0 <= num< 32,768 N/A
TA CURQUEUES long r--r--r-- 0 <= num< 32,768 N/A
TA CURRFT long [--r--r-- 0 <= num< 32,768 N/A
TA CURRTDATA long [--r--r-- 0 <= num< 32,768 N/A
TA CURSERVERS long [--r--r-- 0 <= num< 32,768 N/A
TA CURSERVICES long [--r--r-- 0 <= num< 32,768 N/A
TA CURSTYPE long [--r--r-- 0 <= num< 32,768 N/A
TA CURTYPE long [--r--r-- 0 <= num< 32,768 N/A
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TM_MIB(5): T_DOMAIN Class Definition Attribute Table

Attribute Type Permissions Values Default
TA HWDRT long r--r--r-- 0 <= num< 32,768 N/A
TA HWGROUPS long r--r--r-- 0 <= num< 32,768 N/A
TA HWWACHI NES long r--r--r-- 0 <= num< 32,768 N/A
TA HWQUEUES long r--r--r-- 0 <= num< 32,768 N/A
TA HWRFT long r--r--r-- 0 <= num< 32,768 N/A
TA HWRTDATA long r--r--r-- 0 <= num< 32,768 N/A
TA HWBERVERS long r--r--r-- 0 <= num< 32,768 N/A
TA HWBERVI CES long r--r--r-- 0 <= num< 32,768 N/A
TA SEC PRI NCI PAL_NAME string  rwxr--r-- string[0..511]
TA_SEC_PRINCIPAL_LOCATION  string  rwxr--r-- string[0..511]

TA SEC_PRINCIPAL _PASSVAR string  rwxr--r-- string[0..511]
TA_SIGNATURE_AHEAD long rWXr--r-- 1 <= num<= 2147483647 3600
TA_SIGNATURE_BEHIND long rWXr--r-- 1 <= num<= 2147483647 604800
TA_SIGNATURE_REQUIRED string  rwxr--r-- “AY|Np” “N”
TA_ENCRYPTION_REQUIRED string  rwxr--r-- “AY|Np” “N”

(r) - Required field for object creation (SET TA_STATE NEW

Ul D and G Das known to the UNIX system
2nummust be amultiple of 5
3Specify numso that numtimes TA_SCANUNI T is approximately "Default”

Attribute
Semantics

TA | PCKEY: 32,769 <= num< 262,144
Numeric key for the well-known address in a BEA Tuxedo system bulletin

board. In a single processor environment, this key “names” the bulletin board.
In a multiple processor or LAN environment, this key names the message
queue of the DBBL. In addition, this key is used as a basis for deriving the
names of resources other than the well-known address, such as the names f
bulletin boards throughout the application.
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TA_NASTER LM Di1[, LM D2]
Master (LM D1) and backup (LM D2) logical machine identifiers. The master
identifier (LM D1) must correspond to the local machine for I NAct i ve
applications. SHMmode applications (see TA_MODEL below) may set only the
master logical machine identifier. Modifications to this attribute value in an
ACTi ve MP application (see TA_MODEL below) have the following semantics:
Assuming current active master LMID A, current backup master LMID B, and

secondary LMIDsC, D, . . .,thefollowing scenariosdefinethe semantics
of permitted changesto the TA_MASTER attribute in a running MP mode
application.

A B->BA- Mster mgration fromA to B.
A B -> A C - Change backup master LM D designation to C

Note that master migration may be either orderly or partitioned. Orderly
migration takes place when the master machine is ACTi ve and reachable.
Otherwise, partitioned migration takes place. All newly established or
reestablished network connections will verify that the two sites connecting
share acommon view of where the master machine is. Otherwise, the
connection will be refused and an appropriate log message generated. The
master and backup machinesin an ACTi ve application must always have a
BEA Tuxedo release number greater than or equal to all other machines
active in the application. The master and backup machines must be of the
same release. Modificationsto the TA_MASTER attribute must preserve this
relationship.

TA_MODEL: { SHM| MP}
Configuration type. SHMspecifies a single machine configuration; only one
T_MACH NE object may be specified. MP specifies amulti-machine or network
configuration; MP must be specified if a networked application is being
defined.

TA_STATE:

GET: {ACTi ve | I NActi ve}
A GET operation will retrieve configuration and run-time
information for the T_DOwAI N object. The following states indicate
the meaning of a TA_STATE returned in response to a GET request.

ACTi ve T_DOVAI N object defined and the master machineis
active.
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I NActive T_DOMAI Nobject defined and application isinactive.

SET: {NEW| I Nval i d | ACTi ve | I NActi ve | FI Nacti ve}
A SET operation will update configuration and run-time information
for the T_DOMAI N object. The following states indicate the meaning
of aTA STATE set in a SET request. States not listed may not be set.

NEW Create T_DOVAI N object for application. State
change allowed only wheninthel Nval i d state.
Successful returnleavestheobject inthel NAct i ve
state. Note that this state change will also create a
NEW T_MACHI NE object with TA_ LM Dinferred
from TA_MASTER, TA_PM D based on the local
system name, and TA_ TUXCONFI Gand TA_TUXDI R
determined from the environment variables
TUXCONFI Gand TUXDI R respectively. Other
configurable attributesof the T_MACHI NE class may
be set at this time by including valuesin the
T_DOWVAI N NEwrequest. If avalue for TA_APPDI R
isnot specified, then it will default to the current
directory.

unset Modify T_DOVAI N object. Allowed only when in the
ACTi ve or | NAct i ve state. Successful return leaves
the object state unchanged.

I Nval i d Delete T_DOVAI N object for application. State change
allowed only wheninthel NAct i ve state. Successful
return leaves the object in the | Nval i d state.

ACTi ve Activate administrative processes (DBBL, BBL, etc.) on
the master machine. For the purpose of determining
permissions for this state transition, the active object
permissions are considered (that is, --x--x--x). State
change alowed only whenin thel NAct i ve dtate.
Successful return leaves the object inthel NAct i ve
state.
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I NActi ve Deactivate administrative processes (DBBL, BBL, etc.)
on the master machine. State change alowed only when
inthe ACTi ve state. Successful return leaves the object
inthel NAct i ve state.

Fl Nactive Forcibly deactivate administrative processes (DBBL,
BBL, etc.) on the master machine. Attached clients will
be ignored for the purpose of determining if shutdown
should be alowed. State change alowed only when in
the ACTi ve state. Successful return leaves the object in
thel NAct i ve state.

TA_DOMAI NI D: st ri ng[0..30]
Domain identification string.

TA_PREFERENCES: st ri ng[0..1023]
Application defined field. Thisfield is used by the BEA Tuxedo system
/Admin GUI product to store and save GUI display preferences.

TA U D: 0 <= num
Default attribute setting for newly configured objectsinthe T_MACHI NE class.
Limitation: Changesto thisattribute do not affect active or already configured
T_MACH NE objects.

TA G D: 0 <=num
Default attribute setting for newly configured objectsinthe T_MACHI NE class.
Limitation: Changesto thisattribute do not affect active or already configured
T_MACH NE objects.

TA_PERM 0001 <= num<= Q777
Default attribute setting for newly configured objectsinthe T_MACHI NE class.
Limitation: Changesto thisattribute do not affect active or already configured
T_MACH NE objects.

TA_LI CEXPI RE: st ri ng[0..78]
Expiration date for the binary on that machine or a0-length string if binary is
not a BEA Tuxedo system master binary.

TA LI QVAXUSERS: 0 <= num< 32,768
Licensed maximum number of users on that machine or -1 if binary is not a
BEA Tuxedo system master binary.
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TA LI CSERI AL: string [0..78]
Serial number of license.

TA M BMASK: 0 <= num<= 0777
Attribute access mask. User type/access mode combinations specified by this
attribute value will no longer be allowed for all class/attribute combinations
defined in this reference page. For example, a setting of 0003 disallows all
updates to users other than the administrator or the operator.

TA MAXACCESSERS: 1 <= num< 32,768
Default maximum number of clients and servers that can be simultaneously
connected to the bulletin board on any particular machine in this application.
If not specified, the default maximum number is50. The T_DOVAI Nvalue for
this attribute can be overridden in the T_MACHI NE class on a per-machine
basis.

System administration processes, such asthe BBL, restartsrv,

cl eanupsr v, t nshut down() , and t madni n() , need not be accounted for in

this value, but the DBBL, all bridge processes, all system-supplied and

application server processes, and all potential client processes at a particular

site need to be counted. (Examples of system-supplied servers are AUTHSVR,
TMUEUE, TMOFORWARD, TMJSREVT, TMSYSEVT, TM5—SeeT_GROUP

TA_TMBNAME attribute, TMS_QM GATDOMAI N, andwsL.) If the application is
booting Workstation Listeners (WSLs) at a particular site, both the WSLs and
the number of potential Workstation Handlers (WSHSs) that may be booted
need to be counted.

Note that for BEA Tuxedo pre-Release 7.1 (6.5 or earlier), both the
TA_MAXACCESSERS andTA_NMAXSERVERS attributes for an application play a
part in the user license checking scheme. Specifically, a machine is not
allowed to boot if the number oA MAXACCESSERS for that machine + the
number ofTA_MAXACCESSERS for the machine (or machines) already running
in the application is greater than the numbeTAfVAXSERVERS + user
licenses for the application. Thus, the total numb@rof/AXACCESSERS for

an application must be less than or equal to the numh@r 8AXSERVERS +
user licenses for the application.

Note also that the user license checking scheme in BEA Tuxedo Release 7.
or later considers only the following two factors when performing its checks:
the number of user licenses for an application and the number of licenses
currently in use for the application. When all user licenses are in use, no new
clients are allowed to join the application.

298 BEA Tuxedo File Formats and Data Descriptions Reference



TM_MIB(5)

Limitation: Changesto thisattribute do not affect active or already configured
T_MACH NE objects.

TA_NMAXCONV: 0 <= num< 32,768
Maximum number of simultaneous conversations in which clients and
serverson any particular machine in this application can be involved. If not
specified, the default is 64 if any conversational servers are defined in the
T_SERVERclass, or 1 otherwise. The maximum number of simultaneous
conversations per server is 64. The T_DOVAI N value for this attribute can be
overridden in the T_MACH NE class on a per-machine basis.

Limitation: Changesto thisattribute do not affect active or already configured
T_MACH NE objects.

TA _MAXGTT: 0 <= num< 32,768
Maximum number of simultaneous global transactions in which any
particular machine in this application can be involved. If not specified, the
default is 100. The T_DOvAI Nvaluefor this attribute can be overridden inthe
T_MACH NE class on a per-machine basis.

Limitation: Changesto thisattribute do not affect active or already configured
T_MACH NE objects.

TA MAXBUFSTYPE: 1 <= num< 32,768
Maximum number of buffer subtypes that can be accommodated in the
bulletin board buffer subtype table.

TA MAXBUFTYPE: 1 <= num< 32,768
Maximum number of buffer types that can be accommodated in the bulletin
board buffer type table.

TA_MAXDRT: 0 <= num< 32,768
Maximum number of routing table entries that can be accommodated in the
bulletin board routing table. One entry per T_ROUTI NG class object is
required. Additional entries should be allocated to allow for run-time growth.

TA_ MAXGROUPS: 100 <= num< 32,766
Maximum number of server groupsthat can be accommodated in the bulletin
board server group table. Limitation: BEA Tuxedo Release 4.2.2 and earlier
sites have a fixed setting of 100 for this attribute. Interoperability with these
sitesrequiresthat no more than 100 server group entries bein use at any time.
Release 4.2.2 and earlier siteswill not be allowed to join an application that
has more than 100 defined server groups. Additionally, applications already
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including Release 4.2.2 or earlier sites will not be allowed to add server
groups beyond 100.

TA_MAXNETGROUPS: 1 <= num< 8,192

specifies the maximum number of configured network groupsto be
accommodated in the NETWORK section of the TUXCONFI Gfile. Thisvalue
must be greater than or equal to 1 and less than 8192. If not specified, the
default is 8.

TA_MAXVACHI NES: 256 <= num< 8,191

Maximum number of machines that can be accommodated in the bulletin
board machine table. Limitation: BEA Tuxedo Release 4.2.2 has afixed
setting of 256 for this attribute. Releases prior to Release 4.2.2 have afixed
setting of 50 for this attribute. Interoperability with Release 4.2.2 and earlier
sites requires that no more than the lowest fixed setting number of machine
table entries be in use at any time. Release 4.2.2 sites will not be allowed to
join an application that has more than 256 defined machines. Pre-Release
4.2.2 siteswill not be allowed to join an application that has more than 50
defined machines. Additionally, applications already including active
Release 4.2.2 or earlier siteswill not be allowed to add machines beyond the
lowest applicable limit.

TA_ MAXQUEUES: 1 <= num< 8,192

Maximum number of queuesto be accommodated in the bulletin board queue
table. Limitation: Release 4.2.2 and earlier sites may join an active
application only if the setting for TA_ MAXQUEUES is equal to the setting for
TA_MAXSERVERS.

TA _MAXRFT: 0 <= num< 32,768

Maximum number of routing criteriarange table entries to be accommodated
in the bulletin board range criteria table. One entry per individual range
within a TA_RANGES specification isrequired plus one additional entry per
T_ROUTI NG class object. Additional entries should be allocated to allow for
run-time growth.

TA _MAXRTDATA: 0 <= num< 32,761

Maximum string pool space to be accommodated in the bulletin board string
pool table. Strings and carrays specified within TA_ RANGES values are stored
in the string pool. Additional space should be allocated to allow for run-time
growth.
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TA_ MAXSERVERS: 1 <= num< 8,192
M aximum number of serversto be accommodated in the bulletin board server
table for this application. If not specified, the default is 50.

All instances of system-supplied and application servers available to an
application need to be accounted for in the bulletin board server table, which
isaglobal table, meaning that the same server table resides on each machine
in the application. Examples of system-supplied servers are AUTHSVR,
TMQUEUE, TMQFORWARD, TMUSREVT, TMSYSEVT, TVS (See T_GROUP
TA_TNMSNAME attribute), TMS_QM GAWTDOVAI N, and WSL.

Administration of each BEA Tuxedo system site adds approximately one
system-supplied server. Additionally, the DBBL processand all BBL, bridge,
and WSH processes must be accounted for in the TA_ MAXSERVERS value.

TA MAXSERVI CES: 1 <= num< 32,766
Maximum number of services to be accommodated in the bulletin board
service table. If not specified, the default is 100.

Allowances should be made in setting this attribute for system-supplied
servers offering services for administrative purposes. Administration of each
BEA Tuxedo system site adds approximately five services. Other
administrative components such as Workstation, /Q, and /DM may a so add
administrative services that should be accounted for.

TA_NMAXACLGROUPS: 1 <= num< 16,384
Maximum number of group identifiers that can be used for ACL permissions
checking. The maximum group identifier that can be defined is
TA_MAXACLGROUPS - 1.

TA_CMTRET: { COMPLETE | LOGGED}
Initial setting of the TP_COWM T_CONTROL characteristic for all client and
server processesin aBEA Tuxedo system application. LOGGED initializesthe
TP_COWMM T_CONTRQOL characteristic to TP_CMI_LOGGED; otherwise, it is
initialized to TP_CMI_COMPLETE. See the description of the BEA Tuxedo
System ATMI functiont pscnt () for details on the setting of this
characteristic.

Limitation: Run-time modifications to this attribute do not affect active
clients and servers.

TA LDBAL: {Y|N}
Load balancing is/will be on ("Y") or off ("N").
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Limitation: Run-time modifications to this attribute do not affect active
clients and servers.

TA_NOTI FY: {Dl PI N| SI GNAL | THREAD | | GNORE}

Default notification detection method to be used by the system for unsolicited
messages sent to client processes. This default can be overridden on a
per-client basis using the appropriatet pi ni t () flag value. Note that once
unsolicited messages are detected, they are made available to the application
through the application defined unsolicited message handling routine
identified viathet pset unsol () function.

Thevaue DI PI N specifies that dip-in-based notification detection should be
used. This means that the system will detect notification messages only on
behalf of aclient process while within ATMI calls. The point of detection
within any particular ATMI call is not defined by the system, and dip-in
detection will not interrupt blocking system calls. DI PI Nis the default
notification detection method.

Thevalue SI GNAL specifiesthat signal-based notification detection should be
used. This means that the system sends a signal to the target client process
after the notification message has been made available. The system installsa
signal-catching routine on behalf of clients selecting this method of
notification.

The value THREAD specifies that THREAD notification should be used. This
meansthat the system dedi catesa separate thread for the receipt of unsolicited
messages and dispatches the unsolicited message handler in that thread. Only
one unsolicited message handler executes at one time per BEA Tuxedo
application association. Thisvalue is allowed only on platforms that offer
support for multithreading. COBOL clients cannot use THREAD notification,
and will default to DI PI Nif THREAD isin effect.

The value | GNORE specifies that by default, notification messages are to be
ignored by application clients. Thiswould be appropriate in applications
where only clients that request notification at t pi ni t () time should receive
unsolicited messages.

Limitations: Run-time modifications to this attribute do not affect active
clients. All signaling of native client processes is done by administrative
system processes and not by application processes. Therefore, only native
clientsrunning with the same UNIX system user identifier asthe application
administrator can be notified using the SI GNAL method. Workstation clients
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may use the SI GNAL method, regardless of which user identifier they are
running under.

Note: The SI GNAL notification method is not available for MS-DOS clients.

TA_SYSTEM ACCESS: { FASTPATH | PROTECTED} [, NO_OVERRI DE]
Default mode used by BEA Tuxedo system libraries within application
processes to gain access to BEA Tuxedo system’s internal tableSFASTPATH
specifies that BEA Tuxedo system’s internal tables are accessible by BEA
Tuxedo system libraries via unprotected shared memory for fast access.
PROTECTED specifies that BEA Tuxedo system’s internal tables are accessible
by BEA Tuxedo system libraries via protected shared memory for safety
against corruption by application cod&® OVERRI DE can be specified to
indicate that the mode selected cannot be overridden by an application
process using flags available for use wiphni t (3c) or
TPI NI TI ALI ZE( 3cbl ).

Limitations: (1) Updates to this attribute value in a running application affect
only newly started clients and newly configuresERVER objects.

(2) SettingTA_SYSTEM ACCESS to PROTECTED may not be effective for
multithreaded servers because it is possible that while one thread is executing
BEA Tuxedo code, which means it is attached to the Bulletin Board, another
thread might be executing user code. The BEA Tuxedo system cannot prevent
such situations.

TA_CPTI ONS: {[LAN | M GRATE | ACCSTATS], *}
Comma-separated list of application options in effect. Valid options are
defined below:

LAN - Networked application.

M GRATE - Allow server group migration.

ACCSTATS - Exact statistics (SHM mode only).

Limitation: Only theACCSTATS may be set or reset in an active application.

TA _USI GNAL: {SI GUSRL | SI GUSR2}
Signal to be used for signal-based notification [eeNOTI FY above).

TA_SECURI TY: { NONE | APP_PW| USER_AUTH | ACL | MANDATORY_ACL }
Type of application security. A 0-length string valuedoke for this attribute
indicates that security is/will be turned off. The identifieP_Pwindicates
that application password security is to be enforced (clients must provide the
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application password during initialization). Setting this attribute requires a
non-0 length TA_PASSWORD attribute. The identifier USER_AUTHis similar to
APP_PWhbut, in addition, indicates that per-user authentication will be done
during client initialization. Theidentifier ACL issimilar to USER_AUTHbut, in
addition, indicates that access control checks will be done on service names,
gueue names, and event names. If an associated ACL is not found for aname,
it is assumed that permission is granted. The identifier MANDATORY_ACL is
similar to ACL but permission is denied if an associated ACL is not found for
the name.

TA_PASSWORD: st ring[0. . 30]
Clear text application password. Thisattributeisignored if the TA_ SECURI TY
attributeis set to nothing. The system automatically encryptsthisinformation
on behalf of the administrator.

TA_AUTHSVC: st ri ng[0..15]
Application authentication service invoked by the system for each client
joining the system. This attribute isignored if the TA_ SECURI TY attributeis
set to nothing or to APP_PW

TA_SCANUNI T: 0 <= num<= 60 (multiple of 5)
Interval of time (in seconds) between periodic scans by the system. Periodic
scans are used to detect old transactions and timed-out blocking calls within
service requests. The TA_ BBLQUERY, TA_BLOCKTI ME, TA_DBBLWAI T, and
TA_SANI TYSCAN attributes are multipliers of this value. Passing avalue of 0
for this attribute on a SET operation will cause the attribute to be reset to its
default.

TA BBLQUERY: 0 <= num< 32,768
Multiplier of the TA_SCANUNI T attribute indicating time between DBBL
status checks on registered BBLs. The DBBL checksto ensure that all BBLs
have reported in within the TA_ BBLQUERY cycle. If aBBL has not been heard
from, the DBBL sends a messageto that BBL asking for status. If noreply is
received, the BBL is partitioned. Passing avalue of O for this attribute on a
SET operation will cause the attribute to be reset to its default. This attribute
value should be set to at least twice the value set for the TA_SANI TYSCAN
attribute value (see below).

TA BLOCKTI ME: 0 <= num< 32,768
Multiplier of the TA_SCANUNI T attribute indicating the minimum amount of
time ablocking ATMI call will block before timing out. Passing avalue of 0
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for this attribute on a SET operation will cause the attribute to be reset to its
default.

TA DBBLWAI T: 0 <= num< 32,768

Multiplier of the TA_ SCANUNI T attributeindicating maximum amount of time
aDBBL should wait for replies from its BBLs before timing out. Passing a
value of O for this attribute on a SET operation will cause the attribute to be
reset to its default.

TA_SAN TYSCAN: 0 <= num< 32,768

Multiplier of the TA_SCANUNI T attributeindicating time between basi ¢ sanity
checks of the system. Sanity checking includes client/server viability checks
done by each BBL for clientg/servers running on the local machine aswell as
BBL status check-ins (MP mode only). Passing a value of O for this attribute

on a SET operation will cause the attribute to be reset to its default.

TA_CURDRT: 0 <= num< 32,768
Current number of in use bulletin board routing table entries.

TA CURGROUPS: 0 <= num< 32,768
Current number of in use bulletin board server group table entries.

TA CURMACHI NES: 0 <= num< 32,768
Current number of configured machines.

TA CURQUEUES: 0 <= num< 32,768
Current number of in use bulletin board queue table entries.

TA _CURRFT: 0 <= num< 32,768

Current number of in use bulletin board routing criteria range table entries.

TA CURRTDATA: 0 <= num< 32,768
Current size of routing table string pool.

TA CURSERVERS: 0 <= num< 32,768
Current number of in use bulletin board server table entries.

TA_ CURSERVI CES: 0 <= num< 32,768
Current number of in use bulletin board service table entries.

TA CURSTYPE: 0 <= num< 32,768
Current number of in use bulletin board subtype table entries.

TA_CURTYPE: 0 <= num< 32,768
Current number of in use bulletin board type table entries.
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TA HWDRT: 0 <= num< 32,768
High water number of in use bulletin board routing table entries.

TA HWGEROUPS: 0 <= num< 32,768
High water number of in use bulletin board server group table entries.

TA HWVACHI NES: 0 <= num< 32,768
High water number of configured machines.

TA HWQUEUES: 0 <= num< 32,768
High water number of in use bulletin board queue table entries.

TA HWRFT: 0 <= num< 32,768
Highwater number of in use bulletin board routing criteriarangetable entries.

TA HWRTDATA: 0 <= num< 32,768
High water size of routing table string pool.

TA HWBERVERS: 0 <= num< 32,768
High water number of in use bulletin board server table entries.

TA HWBERVI CES: 0 <= num< 32,768
High water number of in use bulletin board service table entries.

TA SEC PRI NCl PAL_NAME: st ri ng[0..511]
Security principal name identification string to be used for authentication
purposes by an application running BEA Tuxedo 7.1 or later software. This
attribute may contain a maximum of 511 characters (excluding the
terminating null character). The principal name specified for this attribute
becomestheidentity of one or more system processes running in this domain.

TA_SEC PRI NCI PAL_NAME can be specified at any of the following four
levelsin the configuration hierarchy: T_DOVAI N class, T_MACH NE class,
T_GROUP class, and T_SERVER class. A principal name at a particular
configuration level can be overridden at alower level. If

TA_SEC PRI NCI PAL_NAME is not specified at any of these levels, the
principal name for the application defaultsto the TA_DOVAI NI D string for this
domain.

Note that TA_ SEC PRI NCI PAL_NAME is one of atrio of attributes, the other

two being TA_SEC_PRI NOI PAL_LCCATI ON and

TA_SEC PRI NCl PAL_PASSVAR. The latter two attributes pertain to opening

decryption keys during application booting for the system processes running
inaBEA Tuxedo 7.1 or later application. When only
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TA_SEC PRI NCI PAL_NAME is specified at a particular level, the system sets
each of the other two attributesto a NULL (zero length) string.

TA_SEC_PRI NCI PAL_LOCATI ON: st ri ng[0..511]
Location of thefile or device where the decryption (private) key for the
principal specified in TA_SEC PRI NCI PAL_NAME resides. This attribute may
contain a maximum of 511 characters (excluding the terminating null
character).

TA_SEC PRI NCI PAL_LOCATI ON can be specified at any of thefollowing four
levelsin the configuration hierarchy: T_DOMAI N class, T_MACHI NE class,
T_GROUP class, and T_SERVER class. When specified at any of these levels,
this attribute must be paired with the TA_ SEC_PRI NCI PAL_NANE attribute;
otherwise, itsvalueisignored. (TA_SEC PRI NCl PAL_PASSVARIisoptional; if
not specified, the system sets it to a NULL—zero length—string.)

TA_SEC_PRI NCI PAL_PASSVAR: st ri ng[0..511]
Variable in which the password for the principal specified in
TA_SEC PRI NCI PAL_NAME is stored. This attribute may contain a maximum
of 511 characters (excluding the terminating null character).

TA_SEC PRI NCI PAL_PASSVAR can be specified at any of the following four
levels in the configuration hierarchy: DOMAI N class,T_MACHI NE class,
T_GROUP class, and_SERVER class. When specified at any of these levels,
this attribute must be paired with tha SEC PRI NCI PAL_NAME attribute;
otherwise, its value is ignored’/A_ SEC PRI NCI PAL_LOCATI ONis optional;

if not specified, the system sets it told.L—zero length—string.)

During initialization, the administrator must provide the password for each of
the decryption keys configured wilid_SEC PRI NCI PAL_PASSVAR. The

system automatically encrypts the password entered by the administrator and
assigns each encrypted password to the associated password variable.

TA S| GNATURE_AHEAD: 1 <=num<= 2147483647
Number of seconds into the future that a digital signature's timestamp is
allowed to be, when compared to the local machine's clock. If not specified,
the default is 3600 seconds (one hour). This attribute only applies to
applications running BEA Tuxedo 7.1 or later software.

TA_SI GNATURE_BEHI ND: 1 <=num<= 2147483647
Number of seconds into the past that a digital signature's timestamp is
allowed to be, when compared to the local machine's clock. If not specified,
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the default is 604800 seconds (one week). This attribute only appliesto
applications running BEA Tuxedo 7.1 or later software.

TA_SI GNATURE_REQUI RED: {Y | N}
If set to Y, every process running in this domain requires a digital signature
on its input message buffer. If not specified, the default is N. This attribute
only appliesto applications running BEA Tuxedo 7.1 or later software.

TA_SI GNATURE_REQUI RED can be specified at any of the following four
levelsin the configuration hierarchy: T_DOVAI N class, T_MACH NE class,
T_GROUP class, and T_SERVI CE class. Setting S| GNATURE_REQUI REDto Y at
aparticular level meansthat signatures are required for all processes running
at that level or below.

TA_ENCRYPTI ON_REQUI RED: {Y | N}
If set to Y, every process running in this domain requires an encrypted input
message buffer. If not specified, the default isN. This attribute only appliesto
applications running BEA Tuxedo 7.1 or later software.

TA_ENCRYPTI ON_REQUI RED can be specified at any of the following four
levelsin the configuration hierarchy: T_DOVAI N class, T_MACH NE class,
T_GROUP class, and T_SERVI CE class. Setting TA_ENCRYPTI ON_REQUI REDt0
Y at a particular level means that encryption isrequired for al processes
running at that level or below.

Limitations ~ Many attributes of this class are tunable only when the application is inactive.
Therefore, use of the ATMI interface routines to administer the application is not
possible. The functiont padntal I () isbeing provided as a means of configuring or
reconfiguring an unbooted application. This interface may only be used for
configuration (SET operations) in an inactive application and only on the site being
configured as the master site for the application. Once an initial configuration is
created and activated, administration is available through the standard ATMI
interfaces as described in M B( 5) .
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T _GROUP (lass Definition

Overview  The T_GROUP class represents application attributes pertaining to a particular server
group. These attribute values represent group identification, location, and DTP
information.

Attribute Table

TM_MIB(5): T_GROUP Class Definition Attribute Table

Attribute Type Permissions Values Default

TA SRVGRP(r)(*) string rUr--r-- string[l..30] N/A

TA GRPNOK)(r) long rr--r-- 1 <= num< 30,000 N/A

TA LM D(K)(r) string  rwyr--r--  “LMDI[, LM D2]" N/A

TA_STATHK) String  rwWxr-xr-- GET “{ACT|INA | MIG}" N/A
SET: “{NEW | INV | ACT|RAC  N/A
INA | MIGY’

TA_CURLMIGK) string  R--R--R-- LMD N/A

TA_ENVFILE string  rwyr--r-- string[0..78]

TA_OPENINFO string  rwyr--r-- st ring[0..256]

TA_CLOSEINFO string  rwyr--r-- st ring[0..256]

TA_TMSCOUNT long TW-T--T-- Oor2<=num<11 3

TA_TMSNAME) string  rw-r--r-- string[0..78]

TA _SEC_PRINCIPAL_NAME string  rwxr--r-- string[0..511]

TA_SEC_PRINCIPAL_LOCATION string  rwxr--r-- string[0.511]

TA_SEC_PRINCIPAL_PASSVAR  string  rwxr--r-- string[0.511]

TA_SIGNATURE_REQUIRED string  rwxr--r-- “{Y|IN}" “N”

TA_ENCRYPTION_REQUIRED string  rwxr--r-- “{Y|IN}" “N”

(k) - GETkey field
(r) - Required field for object creation (SET TA_STATE NEW
(*) - GET/SET key, one or more required for SET operations
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Attribute  TA_SRVGRP: st ri ng[1..30]
Semantics L ogical name of the server group. The group name must be unique within all
group hamesin the T_GROUP classand TA_ LM Dvauesin the T_MACH NE
class. Server group names cannot contain an asterisk (*), comma, or colon.

TA _GRPNO. 1 <= num< 30,000
Group number associated with this server group.

TA LM D: LM D1[,LM D2]
Primary machine logical machineidentifier for this server group (LM D1) and
optional secondary logical machineidentifier (LM D2). The secondary LMID
indicates the machine to which the server group can be migrated (if the
M GRATE option is specified in the T_DOVAI N:TA_OPTI ONS attribute). A
single LMID specified on a GET operation will match either the primary or
secondary LMID. Note that the location of an active group isavailable in the
TA_CURLM D attribute. Logical machine identifiers specified with the
TA LM D attribute must be already configured. Limitation: Modifications to
this attribute for an active object may only change the backup LMID
designation for the group.

TA_STATE:

GET: {ACTi ve | I NActive |M G ati ng}
A GET operation will retrieve configuration and run-time
information for the selected T_GROUP object(s). Thefollowing states
indicate the meaning of a TA_STATE returned in response to a GET
request.

ACTi ve T_GROUP object defined and active (TMS and/or
application servers). Server groups with non null strings
for the TA_TIMBNAME attribute are considered active if
the TM Ss associated with the group are active.
Otherwise, agroup is considered active if any server in
the group is active.

INActive  T_GROUP object defined and inactive.

M Grating T_GROUP object defined and currently in a state of
migration to the secondary logical machine. The
secondary logical machineisthe onelistedin TA_LM D
that doesnot match TA_ CURLM D. ThisstateisACTi ve
equivaent for the purpose of determining permissions.
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SET: {NEW| I Nval i d | ACTi ve | ReACti vat e || NActi ve |M G at i ng}
A SET operation will update configuration and run-timeinformation
for the selected T_GROUP object. The following statesindicate the
meaning of a TA_STATE set in a SET request. States not listed may

not be set.

NEW Create T_GROUP obj ect for application. State change
allowed only wheninthel Nval i d state. Successful
return leaves the object inthe | NAct i ve state.

unset Modify an existing T_GROUP object. This
combination isallowed only when in the ACTi ve or
I NAct i ve state. Successful return leavesthe object
state unchanged.

I Nvalid Delete T_GROUP object for application. State change

allowed only wheninthel NAct i ve state.
Successful return leaves the object in the | Nval i d
state.
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ACTi ve

Activatethe T_GROUP object. State change allowed
only wheninthel NAct i ve or M Gr at i ng state.
For the purpose of determining permissionsfor this
state transition, the active object permissions are
considered (that is, - - x- - x- - X).

If thegroupiscurrently inthel NAct i ve state, then
TMS and application servers (subject to restriction
by TA_FLAGS settings) are started on the primary
logical machineif the primary logical machineis
active; otherwise, the TM S and application servers
are started on the secondary logical machineif itis
active. If neither machineis active, then the request
fails.

If the group is currently inthe M Gr at i ng state,
then the active secondary logica machine (identified
asthe alternateto TA CURLM Dinthe TA LM D
list) isused to start TM S and application serversif it
is active. Otherwise, the request fails. ~The

TM B_NOTI FY TA FLAGvalue should be used
when activating aserver group if statuson individual
serversis required.

Successful return leaves the object in the ACTi ve
state.

ReACtivate

Identical to atransition to the ACTi ve state except
that this state change is also alowed in the ACTi ve
state in addition to being allowed inthe | NAct i ve
and M Gr at i ng States.

TheTM B_NOTI FY TA FLAGvalueshould be used
when reactivating a server group if status on
individual serversisrequired.

I NActive

Deactivate the T_GROUP object. TMS and
application servers (subject to restriction by
TA_FLAGS settings) are deactivated. State change
alowed only when in the ACTi ve or M Gr at i ng
state. Successful return leaves the object in the

I NAct i ve State.

TheTM B_NOTI FY TA FLAGvalueshould be used
when deactivating a server group if status on
individual serversisrequired.
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M Grating Deactivatethe T_GROUP object onitsactive primary
logical machine (TA_CURLM D) and prepare the
group to be migrated to the secondary logical
machine. State change allowed only when in the
ACTi ve state. Successful return leavesthe object in
theM G at i ng state.

UnAvai | abl e Suspend dl application servicesin the group. (Note:
Individual services can be suspended through the
T_SVCGROUP class.) A SET operationtothisstateis
allowed only when the groupisinthe ACTi ve state.
The operation leavesthe group in the ACTi ve dtate,
but with all its application services in a suspended
state. Limitation: Operation will fail in a
mixed-rel ease application whereany pre-Release 6.4
machineis active.

AVai Labl e Unsuspend all application servicesin the group
marked as suspended. A SET operation to this state
valueis allowed only when the group isin the
ACTi ve state. The operation leavesthe group in the
ACTi ve state.

Limitation: Operation will fail in amixed-release application where
any pre-Release 6.4 machineis active.

TA CURLM D:. LM D
Current logical machine on which the server group is running. This attribute
will not be returned for server groups that are not active.

TA_ENVFI LE: st ri ng[0..78]
Environment file for servers running in this group. If the value specifies an
invalid file name, no values are added to the environment. the value of
st ring isplaced in the environment.

When booted, local serversinherit the environment of t nboot (1) and
remote servers (not on the MASTER) inherit the environment of t1 i sten(1) .
TUXCONFI G, TUXDI R, and APPDI R are also put in the environment when a
server is booted based on the information in the associated T_GROUP object.

PATH is set in the environment to

APPDI R TUXDI R/ bi n:/ bi n:/ usr/bin: <pat h>
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where<pat h>isthe valueof thefirst PATH=linein the machine environment
file, if one exists (subsequent PATH= linesisignored). ThisPATHisused asa
search path for serversthat are specified with a simple or relative pathname
(that is, one that doesn’t begin with slash).

LD LI BRARY_PATH s set in the environment to
APPDI R: TUXDI R/ i b: /1ib:/usr/lib:<lib>

where </ i b> isthe value of the first LD_LI BRARY_PATH= line appearing in
the machine environment file, if one exists (subsequent LD LI BRARY_PATH=
lines are ignored).

As part of server initiaization (beforet psvri ni t (3c) iscalled), aserver
reads and exports variables from both the machine and server ENVFI LEfiles.
If avariableis set in both the machine and server ENVFI LE, the valuein the
server ENVFI LE will override the value in the machine ENVFI LE with the
exception of PATHwhich is appended. A client processes only the machine
ENVFI LE file. When the machine and server ENVFI LE files are processed,
linesthat are not of the form < dent >= isignored, where <i dent > contains
only underscore or aphanumeric characters.

If a PATH= lineis encountered, PATH is set to
APPDI R: TUXDI R/ bi n: / bi n: / usr/ bi n: <pat h>

where <pat h> isthe value of the first PATH= line appearing in the
environment file (subsequent PATH= lines are ignored). |f PATH appearsin
both the machine and server files, then <pat h> is defined as

<pat h1>:<pat h2> where <pat h1> is from the machine ENVFI LE and
<pat h2> isfrom the server ENVFI LE. If aLD LI BRARY_PATH=lineis
encountered, LD_LI BRARY_PATHIis set to

APPDI R: TUXDI R/ i b: /1ib:/usr/lib:</ib>

where </ i b> isthe value of the first LD_LI BRARY_PATH= line appearing in
the environment file (subsequent LD LI BRARY_PATH= lines are ignored).
Attemptsto reset TUXDI R, APPDI R, or TUXCONFI Gareignhored and awarning
isdisplayed if the value does not match the corresponding T_GROUP attribute
value. Limitation: Modifications to this attribute for an active object DO not
affect running servers or clients.
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TA_OPENI NFQ st ri ng[0..256]
The resource manager instance-dependent information needed when opening
the resource manager for this group. The value must be enclosed in double
guotes and must be less than or equal to 256 charactersin length.

If anon null string other than TS is specified for the TA_ TVSNANME attribute,
the TA_OPENI NFO attribute value provides the resource manager dependent
information needed when initiating access to the resource manager.
Otherwise, the TA_ OPENI NFO attribute value is ignored.

A null string value for the TA_ OPENI NFOattribute means that the resource
manager for thisgroup (if specified) does not require any application specific
information to open access to the resource.

The format of the TA_OPENI NFO string is dependent on the requirements of
the vendor providing the underlying resource manager. The information
required by the vendor must be prefixed with the published name of the
vendor’s transaction (XA) interface followed immediately by acolon (:).

For BEA Tuxedo /Q databases, the format is:

#0On UNIX #
OPEN NFO="TUXEDO Qvt gntonfi g. gspace"

#0n Windows NT #
OPEN NFO="TUXEDO Qvt gntonfi g, gspace"

#In AS/400 environment #
OPENI NFO="TUXEDO Qvt gntonfi g, gspace"

# In OpenVMS environment #
CPENI NFO="TUXEDO' QY [a. b. c]gntonfi g, gspace"

where TUXEDQ' QWiisthe published name of the BEA Tuxedo/Q XA interface,
gnronfi g is replaced with the name of the QUCONFI G (see gnadni n( 1) ) on
which the queue space resides, and gspace is replaced with the name of the
queue space. For NT and AS/400, the separator after gnconfi g must be a
semicolon (; ). For OpenVMS, the separator after TUXEDO' QMand after
gnronfi g must be acommal, ).

For other vendors’ databases, the format offeOPENI NFO string is
specific to the particular vendor providing the underlying resource manager.
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Limitation: Run-time modifications to this attribute will not affect active
servers in the group.

TA _CLGCSEI NFO: st ri ng[0..256]
The resource manager instance-dependent information needed when closing
the resource manager for this group. The value must be enclosed in double
guotes and must be less than or equal to 256 charactersin length. Note that a
TA CLOSEI NFOstring is not used for BEA Tuxedo /Q databases.

If anon null string other than TVs is specified for the TA_ TMSNANME attribute,
the TA_CLOSEI NFOattribute val ue provides the resource manager-dependent
information needed when terminating access to the resource manager.
Otherwise, the TA_CLOSEI NFO attribute value is ignored.

A null string value for the TA_ CLOSEI NFO attribute means that the resource
manager for thisgroup (if specified) does not require any application specific
information to cl ose access to the resource.

Theformat of the TA_CLOSEI NFOstring is dependent on the requirements of
the vendor providing the underlying resource manager. The information
required by the vendor must be prefixed with the published name of the
vendor’s transaction (XA) interface followed immediately by acolon (:).

Limitation: Run-time modifications to this attribute will not affect active
servers in the group.

TA TMBCOUNT: Oor 2 <= num< 11
If anon null string is specified for the TA_ TMSNAME attribute, then this
attribute value indicatesthe number of transaction manager serversto start for
the associated group. Otherwise, this attribute value is ignored.

TA TMBNANE: st ri ng[0..78]
Transaction manager server a. out associated with thisgroup. This parameter
must be specified for any group entry whose serverswill participate in
distributed transactions (transactions across multiple resource managers and
possibly machinesthat are started with t pbegi n() , and ended with
t pcommi t () /t pabort ()).

The value TVB isreserved to indicate use of the null XA interface. If a
non-empty value other than TMVS is specified, then a TLOGDEVI CE must be
specified for the machine(s) associated with the primary and secondary
logical machines for this object.
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A unique server identifier is selected automatically for each TM server, and
the serverswill be restartable an unlimited number of times.

TA_SEC_PRI NCI PAL_NAME: st ri ng[0..511]
Security principal name identification string to be used for authentication
purposes by an application running BEA Tuxedo 7.1 or later software. This
attribute may contain a maximum of 511 characters (excluding the
terminating null character). The principa name specified for this attribute
becomes the identity of one or more system processes running in this group.

TA_SEC PRI NCI PAL_NAME can be specified at any of the following four
levelsin the configuration hierarchy: T_DOMAI Nclass, T_MACHI NE class,
T_GROUP class, and T_SERVER class. A principal name at a particular
configuration level can be overridden at alower level. If

TA_SEC PRI NCI PAL_NAME is not specified at any of these levels, the
principal namefor the application defaultsto the TA_DOVAI NI Dstring for this
domain.

Notethat TA SEC PRI NCI PAL_NAME is one of atrio of attributes, the other
two being TA_SEC PRI NCI PAL_L OCATI ON and

TA_SEC PRI NCI PAL_PASSVAR. The latter two attributes pertain to opening
decryption keys during application booting for the system processes running
inaBEA Tuxedo 7.1 or later application. When only

TA_SEC PRI NCI PAL_NAME is specified at a particular level, the system sets
each of the other two attributesto a NULL (zero length) string.

TA_SEC_PRI NCI PAL_LOCATI ON: st ri ng[0..511]
Location of thefile or device where the decryption (private) key for the
principal specified in TA_SEC PRI NCI PAL_NAME resides. This attribute may
contain a maximum of 511 characters (excluding the terminating null
character).

TA_SEC PRI NCI PAL_LOCATI ON can be specified at any of thefollowing four
levelsin the configuration hierarchy: T_DOMAI N class, T_MACHI NE class,
T_GROUP class, and T_SERVER class. When specified at any of these levels,
this attribute must be paired with the TA_SEC_PRI NCI PAL_NANE attribute;
otherwise, itsvalueisignored. (TA_SEC PRI NCl PAL_PASSVARIisoptional; if
not specified, the system sets it to a NULL—zero length—string.)

TA_SEC_PRI NCI PAL_PASSVAR: st ri ng[0..511]
Variable in which the password for the principal specified in
TA_SEC PRI NCI PAL_NAME is stored. This attribute may contain a maximum
of 511 characters (excluding the terminating null character).
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Limitations

TA_SEC PRI NCI PAL_PASSVAR can be specified at any of the following four
levelsin the configuration hierarchy: T_DOVAI N class, T_MACH NE class,
T_GROUP class, and T_SERVER class. When specified at any of these levels,
this attribute must be paired with the TA_SEC PRI NCI PAL_NAME attribute;
otherwise, itsvalueisignored. (TA_SEC PRI NCI PAL_LOCATI ONis optional;
if not specified, the system setsit to aNULL—zero length—string.)

During initialization, the administrator must provide the password for each of
the decryption keys configured willh_SEC PRI NCl PAL_PASSVAR. The

system automatically encrypts the password entered by the administrator an
assigns each encrypted password to the associated password variable.

TA S| GNATURE_REQUI RED: {Y | N}

If set toY, every process running in this group requires a digital signature on
its input message buffer. If not specified, the defawlt iBhis attribute only
applies to applications running BEA Tuxedo 7.1 or later software.

TA_SI GNATURE_REQUI RED can be specified at any of the following four

levels in the configuration hierarchy: DOVAI N class,T_MACH NE class,
T_GROUP class, and_SERVI CE class. Settingl GNATURE_REQUI REDtO Y at

a particular level means that signatures are required for all processes runnin
at that level or below.

TA_ENCRYPTI ON_REQUI RED: {Y | N}

None.

If set toY, every process running in this group requires an encrypted input
message buffer. If not specified, the default iEhis attribute only applies to
applications running BEA Tuxedo 7.1 or later software.

TA_ENCRYPTI ON_REQUI RED can be specified at any of the following four
levels in the configuration hierarchy: DOVAI N class,T_MACH NE class,
T_GROUP class, and_SERVI CE class. SettingA_ENCRYPTI ON_REQUI REDto

Y at a particular level means that encryption is required for all processes
running at that level or below.
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T_MACHINE (lass Definition

Overview

The T_MACH NE class represents application attributes pertaining to a particular

machine. These attribute valuesrepresent machine characteristics, per-machinesizing,
statistics, customization options, and UNIX System filenames.

Attribute Table

TM_MIB(5): T_MACHINE Class Definition Attribute Table

Attribute Type Permissions Values Default
TA LM D(r)(*)* string rU-r--r-- string[1..30] N/A
TA_PM D(r)(*) string rUr--r-- string[1.30] N/A
TA_TUXCONFI G(r) string rwr--r-- string[2..64] N/A
TA_TUXDI R(r) string rwr--r-- string[2..78] N/A
TA_APPDI R(r) string rwr--r-- string[2..8] N/A
TA STATE(K) string  rwyr-yr-- GET: “{ACT|INA |PAR" N/A
SET: “{NEW |INV |ACT|RAC N/A
[INA | FIN | CLE}
TA_UID long rW-r--r-- 0<=num ®
TA_GID long rW-r--r-- 0<=num ®
TA_ENVFILE string  rwyr--r-- string[0..78]
TA_PERM long rwyr--r-- 0001 <= num<= 0777 ®
TA_ULOGPFX string  rwyr--r-- string[0..78] ©®
TA_TYPE string  rw-r--r-- string[0..15]
TA_MAXACCESSERS long rW-r--r-- 1 <= num< 32,768 (2)
TA_MAXCONV long rW-r--r-- 0<=num< 32,768 (2)
TA_MAXGTT long rW-r--r-- 0<=num< 32,768 (2)
TA_MAXWSCLIENTS long rW-r--r-- 0<=num< 32,768 0
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TM_MIB(5): T_MACHINE Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_MAXACLCACHE long FWr--r-- 10 <= num<= 32,000 100
TA_TLOGDEVI CE string  rw-r--r-- string[0..64]
TA_TLOGNAME string  rw-r--r-- string[0..30] TLOG
TA_TLOGSIZE long rW-r--r-- 1 <= num< 2,049 100
TA_BRIDGE string  rw-r--r-- string[0..78] N/A
TA_NADDR string  rw-r--r-- string[0..78] N/A
TA_NLSADDR string  rw-r--r-- string[0..78] N/A
TA_FADDR string  rw-r--r-- string[0..78]
TA_FRANGE long rW-r--r-- 1 <= num<= 65,535 1
TA_CMPLIMIT string  rwyr-yr-- “renot e[, | ocal]” MAXLONG,
MAXLONG
TA_TMNETLOAD long rwyr-yr-- 0 <= num< 32,768 0
TA_SPINCOUNT long rwyr-yr-- 0<=num 0
TA_ROLE string  r--r--r-- “ {MASTER BACKUH N/A
OTHER”
TA_MINOR long R--R--R-- 1<=num N/A
TA_RELEASE long R--R--R-- 1<=num N/A
TA_MINENCRYPTBITS string  rwxrwx--- {040 |56 |123}4 0
TA_MAXENCRYPTBITS string  rwxrwx--- {040 |56 |123}4 128
TA_MAXPENDINGBYTES long rW-r--r-- 100000 <=num <= 2147483647

MAXLONG
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TM_MIB(5): T_MACHINE Class Definition Attribute Table

Attribute Type Permissions Values Default
TA SEC PRI NCI PAL_NAME string  rwxr--r-- string[0..511]

TA SEC PRINCI PAL_LOCATION  string  rwxr--r--  string[0.511]
TA_SEC PRI NCI PAL_PASSVAR string  rwxr--r--  string[0.511]
TA_SI GNATURE_REQUI RED string  rwxr--r-- “{Y|N}" “N”
TA_ENCRYPTI ON_REQUI RED string  rwxr--r-- “{Y|N}" “N”

T_MACHI NE Class: LOCAL Attributes

TA_CURACCESSERS long R--R--R-- 0<=num< 32,768 N/A
TA_CURCLIENTS long R--R--R-- 0<=num< 32,768 N/A
TA_CURCONV long R--R--R-- 0<=num< 32,768 N/A
TA CURGTT long R--R--R-- 0<=num< 32,768 N/A
TA_CURRLOAD long R--R--R-- 0<=num N/A
TA_CURWSCLIENTS long R--R--R-- 0<=num< 32,768 N/A
TA_HWACCESSERS long R--R--R-- 0<=num< 32,768 N/A
TA HWCLIENTS long R--R--R-- 0<=num< 32,768 N/A
TA HWCONV long R--R--R-- 0<=num< 32,768 N/A
TA HWGTT long R--R--R-- 0<=num< 32,768 N/A
TA _HWWSCLIENTS long R--R--R-- 0<=num< 32,768 N/A
TA_NUMCONV long R-XR-XR-- 0<=num N/A
TA_NUMDEQUEUE long R-XR-XR-- 0<=num N/A
TA_NUMENQUEUE long R-XR-XR-- 0<=num N/A
TA_NUMPOST long R-XR-XR-- 0<=num N/A
TA_NUMREQ long R-XR-XR-- 0<=num N/A
TA_NUMSUBSCRIBE long R-XR-XR-- 0<=num N/A
TA_NUMTRAN long R-XR-XR-- 0<=num N/A

BEA Tuxedo File Formats and Data Descriptions Reference 321



Section 5 - File Formats and Data Descriptions

TM_MIB(5): T_MACHINE Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_NUMIRANABT long R- XR- XR- - 0<=num N/A
TA_NUMIRANCMI long R- XR- XR- - 0<=num N/A
TA_PACESI ZE long R-R-R-- 1<=num N/A
TA_SWRELEASE string R-R-R-- string[0..78] N/A
TA_HWACLCACHE long R-R-R-- 0<=num N/A
TA_ACLCACHEHI TS long R--R-R-- 0<=num N/A
TA_ACLCACHEACCESS long R--R-R-- 0<=num N/A
TA_ACLFAI L long R-R-R-- 0<=num N/A
TA_WKCOWPLETED long R-R-R-- 0<=num N/A
TA_VKI NI TI ATED long R--R-R-- 0<=num N/A

(k) - GET key field
(r) - Required field for object creation (SET TA_STATE NEW
(*) - GET/ SET key, one or more required for SET operations

TA LM Dand TA_PM D must each be uniquewithin this class. Only oneof thesefields
isrequired as akey field for a SET operation. If both are specified, then they must
match the same object.

’Default is same as value set for this attribute in Class T_DOMAI N.

SDefault is TA_APPDI R for this machine followed by /ULOG.

4The link-level encryption value of 40 bitsis provided for backward compatibility.

Attribute  TA LM D: st ri ng[1..30]
Semantics Logical machineidentifier. Thisidentifier is used within the rest of the
TM_M B definition as the sole means of mapping application resources to
T_NMACHI NE objects.

TA PM D: st ri ng[1..30]
Physical machine identifier. Thisidentifier should match the UNIX System
nodename as returned by the “uname -n” command when run on the
identified system.
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TA_TUXCONFI G st ri ng[2..64]
Absolute pathname of the file or device where the binary BEA Tuxedo
system configuration file is found on this machine. The administrator need
only maintain one such file, namely the one identified by the TA_ TUXCONFI G
attribute value on the master machine. The information contained in thisfile
is automatically propagated to all other T_MACHI NE objects as they are
activated. See TA_ENVFI LE in this classfor adiscussion of how this attribute
valueis used in the environment.

TA _TUXDI R st ring[2..78]
Absolute pathname of the directory where the BEA Tuxedo system software
is found on this machine. See TA_ENVFI LE in this class for a discussion of
how this attribute value is used in the environment.

TA_APPDI R st ring[2..78]
Colon separated list of application directory absolute pathnames. The first
directory servesasthe current directory for all application and administrative
servers booted on this machine. All directoriesin thelist are searched when
starting application servers. See TA_ENVFI LE in this classfor a discussion of
how this attribute value is used in the environment.

TA_STATE:

GET: “{ACTive |INActive |PARtitioned }”
A GEToperation will retrieve configuration and run-time
information for the selected T_MACHINEobject(s). The following
states indicate the meaning of aTA_STATEreturned in responseto a

GETrequest.
ACTive T_MACHINBbbject defined and active (administrative
servers, that is, DBBL, BBL, and BRIDGE).
INActive T_MACHINEobject defined and inactive.

PARtitioned T_MACHINEobject defined, listed in accessible
bulletin boards as active, but currently unreachable.
ThisstateisACTive equivalent for the purpose of
determining permissions.
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SET: “{NEWINValid |ACTive |ReACtivate |INActive |ForcelNactive

| CLEaning }”
A SEToperation will update configuration and run-time information
for the selected T_MACHINEObject. The following statesindicate the
meaning of a TA_STATESet in a SET request. States not listed may
not be set.

NEW Create T_MACHINEobject for application. State
change allowed only wheninthe INValid =~ dtate.
Successful return leaves the object in the
INActive  state.

unset Modify an existing T_MACHINEobject. This
combination is alowed only when in the ACTive
or INActive  state. Successful return leaves the
object state unchanged.

INValid Delete T_MACHINEobject for application. State
change allowed only when in the INActive ~ state.
Successful return leavesthe object in the INValid
state.

ACTive Activate the T_MACHINEobject. Necessary
administrative serverssuch asthe DBBL, BBL, and
BRIDGEare started on theindicated site as well as
application servers configured to run on that site
(subject to restriction by TA_FLAGSsettings). For
the purpose of determining permissions for this
state transition, the active object permissions are
considered (that is, --x--x--x). State change allowed
only when in the INActive  state. Successful
return leaves the object in the ACTive state.

The TMIB_NOTIFY TA_FLAG vaue should be
used when activating a machine if status on
individual serversisrequired.

324 BEA Tuxedo File Formats and Data Descriptions Reference



TM_MIB(5)

ReACti vat e Activate the T_MACHI NE object. Necessary
administrative serverssuch asthe DBBL, BBL, and
BRI DGE are started on the indicated site aswell as
application servers configured to run on that site
(subject to restriction by TA_FLAGS settings). For
the purpose of determining permissions for this
state transition, the active object permissions are
considered (that is, --x--x--x). State change allowed
only when in either the ACTi ve or | NActi ve
state. Successful return leaves the object in the
ACTi ve state.

TheTM B_NOTI FY TA FLAGvalue should be
used when reactivating a machine if status on
individual serversisrequired.

I NActi ve Deactivate the T_MACHI NE object. Necessary
administrative servers such as the BBL and
BRI DGE are stopped on theindicated site aswell as
application servers running on that site (subject to
restriction by TA_FLAGS settings). State change
allowed only when in the ACTi ve state and when
no other application resources are active on the
indicated machine. Successful return leaves the
objectinthel NAct i ve dtate.

TheTM B_NOTI FY TA FLAGvalue should be
used when deactivating a machine if status on
individual serversisrequired.

For cel Nacti ve Deactivatethe T_MACH NE object without regard
to attached clients. Necessary administrative
servers such as the BBL and BRI DGE are stopped
on theindicated site as well as application servers
running on that site (subject to restriction by
TA FLAGS settings). State change dlowed only
wheninthe ACTi ve state. Successful return leaves
the object inthe | NAct i ve state.

TheTM B_NOTI FY TA FLAGvalue should be
used when deactivating a machine if status on
individual serversisrequired.
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CLEani ng Initiate cleanup/scanning activities on and relating
to theindicated machine. If there are dead clientsor
serverson the machine, they will be detected at this
time. If the machine has been partitioned from the
application MASTER site, then global bulletin board
entries for that machine will be removed. This
combination is allowed when the application isin
the ACTi ve state and the T_MACH NE objectisin
either the ACTi ve or PARti ti oned date.
Successful return for a non-partitioned machine
leaves the state unchanged. Successful return for a
partitioned machine leavesthe object in the
I NActi ve state.

Limitation: State change to For cel Nacti ve or I NAct i ve allowed
only for non-master machines. The master site administrative
processes are deactivated viathe T_DOVAI N class.

TA U D: 0<=num
UNIX System user identifier for the BEA Tuxedo system application
administrator on this machine. Administrative commands such as
t mboot (1), t mshut down( 1), and t madmi n(1) must run asthe indicated
user on this machine. Application and administrative servers on thismachine
will be started as this user.

Limitation: ThisisaUNIX System-specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA G D:0<=num
UNIX System group identifier for the BEA Tuxedo system application
administrator on this machine. Administrative commands such as
t nboot (1), t nehut down( 1), and t madmi n( 1) must run as part of the
indicated group on this machine. Application and administrative serverson
this machine will be started as part of this group.

Limitation: ThisisaUNIX System-specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA_ENVFI LE: st ring[0..78]
Environment filefor clients and servers running on this machine. If the value
specifies an invalid file name, no values are added to the environment. the
value of st ri ngis placed into the environment.
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When booting servers, local serversinherit the environment of t nboot (1)
and remote servers (not on the MASTER) inherit the environment of
tlisten(1). TUXCONFI G, TUXDI R, and APPDI R are also put into the
environment when a server is booted based on the information in the
associated T_MACHI NE object. PATHwill be set in the environment to

APPDI R TUXDI R/ bi n:/ bi n:/usr/bin: <pat h>

where <pat h> is the value of the first PATH= line appearing in the machine
environment file, if one exists (subsequent PATH= lineswill beignored). This
PATHwill be used as a search path for serversthat are specified with asimple
or relative pathname (that is, that doesn't begin with slash).

LD LI BRARY_PATHwill be set in the environment to

APPDI R TUXDI R/ i b:/1ib:/usr/lib:<lib>

where </ j b>isthe value of thefirst LD LI BRARY_PATH= line appearing in
the machine environment file, if one exists (subsequent LD L1 BRARY_PATH=
lines will be ignored).

Aspart of server initialization (beforet psvrinit () iscaled), aserver will
read and export variables from both the machine and server ENVFI LE files. If
avariable is set in both the machine and server ENVFI LE, the value in the
server ENVFI LE will override the value in the machine ENVFI LE with the
exception of PATHwhich isappended. A client will process only the machine
ENVFI LE file. When the machine and server ENVFI LE files are processed,
lines that are not of the form <ident>= will beignored, where <ident> begins
with an underscore or aphabetic character, and contains only underscore or
alphanumeric characters. If a PATH= line is encountered, PATH will be set to

APPDI R TUXDI R/ bi n:/ bi n:/ usr/bin: <pat h>

where <pat h> is the value of the first PATH= line appearing in the
environment file (subsequent PATH= lines are ignored). If PATH appearsin
both the machine and server files, then <path> is <path1>:<path2> where
<path1> is from the machine ENVFI LE and <path2> isfrom the server
ENVFI LE. If aLD_LI BRARY_PATH= lineis encountered, LD LI BRARY_PATH
will be set to

APPDI R TUXDI R/ i b:/1ib:/usr/lib:<lib>

where </ j b> isthe value of thefirst LD LI BRARY_PATH= line appearing in
the environment file (subsequent LD_LI BRARY_PATH= lines are ignored).
Attempts to reset TUXDI R, APPDI R, or TUXCONFI Gwill beignored and a
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warning will be printed if the value does not match the corresponding
T_MACHI NE attribute value. Limitation: Modifications to this attribute for an
active object will not affect running servers or clients.

TA_PERM 0001 <= num<= 0777
UNIX System permissions associ ated with the shared memory bulletin board
created on this machine. Default UNIX System permissions for system and
application message queues.

Limitations: Modificationsto this attribute for an active object will not affect
running servers or clients.

ThisisaUNIX System-specific attribute that may not be returned if the
platform on which the application is being run is not UNIX-based.

TA ULOGPFX: st ring[0..78]
Absolute pathname prefix of the path for theuser | og() fileonthismachine.
Theuser og() filenameisformed by appending the string . rmddyy to the
TA_ULOGPFX attribute value. mddyy representsthe month, day, and year that
the messages were generated. All application and system user | og()
messages generated by clients and servers running on this machine are
directed to thisfile.

Limitation: Modifications to this attribute for an active object will not affect
running servers or clients.

TA TYPE: st ri ng[0..15]
Machine type. Used to group machines into classes of like data
representations. Data encoding is not performed when communicating
between machines of identical types. This attribute can be given any string
value; values are used only for comparison. Distinct TA_TYPE attributes
should be set when the application spans a heterogeneous network of
machines or when compilers generate dissimilar structure representations.
The default for this attribute, a 0-length string, matches any other machine
with a O-length string asits TA_TYPE attribute val ue.

TA MAXACCESSERS: 1 <= num< 32,768
Maximum number of clients and servers that can be simultaneously
connected to the bulletin board on this machine. If not specified, the default
isthe TA_ MAXACCESSERS value specified in the T_DOMAI N class.

System administration processes, such asthe BBL, restartsrv,
cl eanupsr v, t nshut down(), andt madni n() , need not be accounted for in
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thisvalue, but the DBBL, all bridge processes, all system-supplied and

application server processes, and all potential client processesat thissite need

to be counted. (Examples of system-supplied servers are AUTHSVR, TMQUEUE,
TMFORWARD, TMUSREVT, TMBYSEVT, TMS—seeT_CGROUP TA_TMSNAMVE

attribute, TMs_QV GATDOMAI N, andWwsL.) If the application is booting
Workstation Listeners (WSLs) on this site, both the WSLs and the number of
potential Workstation Handlers (WSHSs) that may be booted need to be
counted.

Note that for BEA Tuxedo pre-Release 7.1 (6.5 or earlier), both the
TA_NMAXACCESSERS andTA_MAXSERVERS (se€T_DOVAI N TA_MAXSERVERS)
attributes for an application play a part in the user license checking scheme.
Specifically, a machine is not allowed to boot if the number of
TA_MAXACCESSERS for that machine + the numberf_MAXACCESSERS for

the machine (or machines) already running in the application is greater than
the number of A_NMAXSERVERS + user licenses for the application. Thus, the
total number offA_ MAXACCESSERS for an application must be less than or
equal to the number afA_MAXSERVERS + user licenses for the application.

Note also that the user license checking scheme in BEA Tuxedo Release 7.1
or later considers only the following two factors when performing its checks:
the number of user licenses for an application and the number of licenses
currently in use for the application. When all user licenses are in use, no new
clients are allowed to join the application.

TA_NMAXCONV: 0 <=num< 32,768
Maximum number of simultaneous conversations in which clients and
servers on this machine can be involved. If not specified, the default is the
TA_MAXCONV value specified in th& DOVAI N class. The maximum number
of simultaneous conversations per server is 64.

TA _MAXGTT: 0 <=num< 32,768
Maximum number of simultaneous global transactions in which this machine
can be involved. If not specified, the default is the value specified in the
T_DOWAI N class.

TA MAXWBCLI ENTS: 0 <=num< 32,768
Number of accesser entries on this machine to be reserved for Workstation
clients (as opposed to native clients)TAf MAXWSCLI ENTS is not specified,
the default is 0.

The number specified here takes a portion of the total accesser slots specified
with TA_MAXACCESSERS, meaning that the accesser slots reserved for
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TA_MAXWSCLI ENTS are unavailablefor use by other clientsand serversonthis
machine. It isan error to set this number greater than TA_ MAXACCESSERS.

The TA_MAXWSCLI ENTS attributeis only used when the BEA Tuxedo System
Workstation feature is used. The appropriate setting of this attribute helpsto
conserve interprocess communication (1PC) resources since Workstation
client access to the system is multiplexed through a BEA Tuxedo
system-supplied surrogate, the Workstation Handler (WSH).

TA MAXACLCACHE: 10 <= num<= 32,000
Number of entriesin the cache used for ACL entrieswhen TA_SECURI TY is
set to ACL or MANDATORY_ACL. The appropriate setting of this parameter helps
to conserve on shared memory resources and yet reduce the number of disk
access to do ACL checking.

TA TLOGDEMVI CE: st ri ng[0..64]
The device (raw dice) or UNIX System file containing the BEA Tuxedo
filesystem that holds the DTP transaction log for this machine. The DTP
transaction log is stored asa BEA Tuxedo system VTOC table on the device.
This device or file may be the same as that specified for the TA_ TUXCONFI G
attribute for this machine.

TA TLOGNAME: st ri ng[0..30]
The name of the DTP transaction log for this machine. If more than one DTP
transaction log exists on the same TA_TLOGDEVI CE, they must have unique
names. TA_TLOGNAME must be different from the name of any other table on
the TA_TLOGDEVI CE where the DTP transaction log table is created.

TA TLOGSI ZE: 1 <= num< 2,049
The numeric size, in pages, of the DTP transaction log for this machine. The
TA TLOGSI ZE attribute value is subject to limits based on available space in
the BEA Tuxedo filesystem identified by the TA_TLOGDEVI CE attribute.

TA BRI DGE: st ri ng[0..78]
Devicenameto be used by the BRI DGE process placed on thislogical machine
to accessthe network. Thisisarequired valuefor participationin anetworked
application viaaTLI -based BEA Tuxedo system binary. Thisattribute is not
needed for sockets-based BEA Tuxedo system binaries.

TA _NADDR: st ri ng[0..78]
Specifies the complete network address to be used by the BRI DGE process
placed on the logical machine asits listening address. The listening address
for aBRI DGE isthe meansby which itiscontacted by other BRI DGE processes
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participating in the application. This attribute must be set if the logical
machine isto participate in anetworked application, that is, if the LANoption
issetinthe T_DOVAI N.TA OPTI ONS attribute value.

If st ring hasthe form “Oxhex-digits” or “\xhex-digits” , it must
contain an even number of valid hex digits. These forms are translated
internally into a character array containing the hexadecimal representations
of the string specified. For TCP/IP addresses either the

‘Il host nane: port”
or

‘I ##H# H#port”
format is used.

TA_NLSADDRSst ri ng[0..78]
Network address used by the tlisten(1) process servicing the network on
the node identified by thislogical machine. This network addressis of the
same format as that specified for the TA_NADDRattribute above.

This attribute must be set if the logical machineis to participatein a
networked application, that is, if the LAN option is set in the
T_DOMAINTA_OPTIONSattribute value.

TA_FADDR: st ri ng[0..78]
Specifies the complete network addressto to which local processes such as
tmboot , BRIDGE, BSBRIDGEand tmloadcf  can bind before making an
outbound connection. Thisaddress must be a TCP/I P address. This attribute,
along with the TA_FRANGEttribute, determines the range of TCP/IP portsto
which a processwill attempt to bind before making an outbound connection.
If thisparameter is set to the NUL L or empty string, then the operating system
randomly chooses alocal port with which to bind.

If st ri ng hastheform “0Oxhex-digits” , it must contain an even number of
valid hex digits. These forms are trandated internally into a character array
containing the hexadecimal representations of the string specified.

For TCP/IP addresses, one of the following formats is used:
m “/l hostnane: port”

m Y/l ##HH # oport”
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TA FRANGE: 1<= num<= 65,535

Specifies the range of TCP/IP ports to which local processeswill attempt to
bind before making an outbound connection. The TA_FADDR attribute
specifies the base address of the range.

TA CMPLIM T: “renot e[, | ocal |’

Threshold message size at which compression will occur for r enot e traffic
and optionally / ocal traffic. renot e and | ocal may be either non-negative
numeric values or the string/XLONG’, which is dynamically translated to
the maximum long setting for the machine. Setting only thevt e value
will default/ ocal to NAXLONG.

Limitation: This attribute value is not part of theMACH NE object for active
sites running BEA Tuxedo system Release 4.2.2 or earlier. However, site
release identification is not determined until run-time, so this attribute may be
set and accessed for any inactive object. When a BEA Tuxedo Release 4.2.
or earlier site is activated, the configured value is not used.

TA TMNETLOAD: 0 <=num< 32,768

Service load added to any remote service evaluated during load balancing ol
this machine.

Limitation: This attribute value is not part of theMACH NE object for active

sites running BEA Tuxedo Release 4.2.2 or earlier. However, site release
identification is not determined until runtime, so this attribute may be set and
accessed for any inactive object. When a BEA Tuxedo Release 4.2.2 or earlie
site is activated, the configured value is not used.

TA_SPI NCOUNT: 0 <=npum

Spincount used on this machine for pre-ticket user level semaphore access
Defaults are built into the BEA Tuxedo system binaries on each machine.
These defaults may be overridden at runtime for tuning purposes using this
attribute. The spincount may be reset to the default built-in value for the site
by resetting this attribute value to 0. There is al$o&EPI NCOUNT

environment variable, which the system uses if the value is not set here or ir
the UBBCONFI Gfile.

Limitation: This attribute value is not part of theMACH NE object for active

sites running BEA Tuxedo Release 4.2.2 or earlier. However, site release
identification is not determined until runtime, so this attribute may be set and
accessed for any inactive object. When a BEA Tuxedo Release 4.2.2 or earlie
site is activated, the configured value is not used.
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TA _ROLE: “ { MASTER BACKUH OTHER”
The role of this machine in the application. “MASTER” indicates that this
machine is the master machine, “BACKUP” indicates that it is the backup
master machine, and “OTHER” indicatesthat the machineis neither the master
nor backup master machine.

TA _MINOR 1 <= num
The BEA Tuxedo system minor protocol release number for this machine.

TA_RELEASE 1 <= num
The BEA Tuxedo system major protocol release number for this machine.
This may be different from the TA_SWRELEASEor the same machine.

TA_MINENCRYPTBITS{0 |40 | 56 | 128}
specifies the minimum level of encryption required when establishing a
network link to this machine. 0 means no encryption, while 40, 56, and 128
specify the encryption key length (in bits). If this minimum level of
encryption cannot be met, link establishment will fail. The default is 0.

Note: Thelink-level encryption value of 40 bits is provided for backward
compatibility.

Limitation: Modificationsto this attribute will not effect established network
links.

TA_MAXENCRYPTBITS[0 |40 | 56 | 128}
specifies the maximum level of encryption that can be negotiated when
establishing a network link. 0 means no encryption, while 40, 56, and 128
specify the encryption length (in bits). The default is 128.

Note: Thelink-level encryption value of 40 bits is provided for backward
compatibility.

Limitation: Modificationsto this attribute will not effect established network
links.

TA_MAXPENDINGBYTEZ00000 <= num<= MAXLONG
specifies alimit for the amount of space that can be allocated for messages
waiting to be transmitted by the BRIDGE process.

TA_SEC_PRINCIPAL_NAMEst ri ng[0..511]
Security principal name identification string to be used for authentication
purposes by an application running BEA Tuxedo 7.1 or later software. This
attribute may contain a maximum of 511 characters (excluding the
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terminating null character). The principal name specified for this attribute
becomes the identity of one or more system processes running on this
machine.

TA_SEC PRI NCI PAL_NAME can be specified at any of the following four
levelsin the configuration hierarchy: T_DOVAI N class, T_MACH NE class,
T_GROUP class, and T_SERVER class. A principal name at a particular
configuration level can be overridden at alower level. If

TA SEC PRI NCI PAL_NAME isnot specified at any of these levels, the
principal name for the application defaultsto the TA_DOVAI NI D string for this
domain.

Note that TA_ SEC PRI NCI PAL_NAME is one of atrio of attributes, the other

two being TA_SEC_PRI NOI PAL_LCCATI ON and

TA_SEC PRI NCl PAL_PASSVAR. The latter two attributes pertain to opening

decryption keys during application booting for the system processes running
inaBEA Tuxedo 7.1 or later application. When only

TA_SEC PRI NCI PAL_NAME is specified at a particular level, the system sets
each of the other two attributes to a NULL (zero length) string.

TA_SEC PRI NCl PAL_LOCATI ON: st ri ng[0..511]
L ocation of the file or device where the decryption (private) key for the
principal specified in TA_SEC PRI NCI PAL_NANE resides. This attribute may
contain a maximum of 511 characters (excluding the terminating null
character).

TA_SEC PRI NCI PAL_L OCATI ON can be specified at any of the following four
levelsin the configuration hierarchy: T_DOVAI N class, T_MACH NE class,
T_GROUP class, and T_SERVER class. When specified at any of these levels,
this attribute must be paired with the TA_SEC PRI NCI PAL_NAME attribute;
otherwise, itsvalueisignored. (TA_SEC PRI NCI PAL_PASSVARIisoptiond; if
not specified, the system setsit to aNULL—zero length—string.)

TA SEC PRI NCI PAL_PASSVAR: st ri ng[0..511]
Variable in which the password for the principal specified in
TA_SEC PRI NCI PAL_NAME is stored. This attribute may contain a maximum
of 511 characters (excluding the terminating null character).

TA_SEC PRI NCI PAL_PASSVAR can be specified at any of the following four
levels in the configuration hierarchy: DOVAI N class,T_MACH NE class,
T_GROUP class, and_SERVER class. When specified at any of these levels,
this attribute must be paired with tma_SEC PRI NCI PAL_NAME attribute;
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otherwise, itsvalueisignored. (TA_SEC PRI NCl PAL_LOCATI ONisoptional;
if not specified, the system setsit to aNULL—zero length—string.)

During initialization, the administrator must provide the password for each of
the decryption keys configured wilid_SEC PRI NCI PAL_PASSVAR. The

system automatically encrypts the password entered by the administrator and
assigns each encrypted password to the associated password variable.

TA_SI GNATURE_REQUI RED: {Y | N}
If set toy, every process running on this machine requires a digital signature
on its input message buffer. If not specified, the defamlt This attribute
only applies to applications running BEA Tuxedo 7.1 or later software.

TA_SI GNATURE_REQUI RED can be specified at any of the following four

levels in the configuration hierarchy: DOMAI N class,T_MACHI NE class,

T_GROUP class, and_SERVI CE class. Settingl GNATURE_REQUI RED toY at

a particular level means that signatures are required for all processes running
at that level or below.

TA_ENCRYPTI ON_REQUI RED: {Y | N}
If set toy, every process running on this machine requires an encrypted input
message buffer. If not specified, the default i§his attribute only applies to
applications running BEA Tuxedo 7.1 or later software.

TA_ENCRYPTI ON_REQUI RED can be specified at any of the following four
levels in the configuration hierarchy: DOMAI N class,T_MACHI NE class,
T_GROUP class, and_SERVI CE class. SettinA ENCRYPTI ON_REQUI REDto

Y at a particular level means that encryption is required for all processes
running at that level or below.

TA_CURACCESSERS: 0 <=num< 32,768
Number of clients and servers currently accessing the application either
directly on this machine or through a workstation handler on this machine.

TA CURCLI ENTS: 0 <=num< 32,768
Number of clients, both native and workstation, currently logged in to this
machine.

TA CURCONV: 0 <=num< 32,768
Number of active conversations with participants on this machine.

TA CURGTT: 0 <=num< 32,768
Number of in use transaction table entries on this machine.
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TA CURRLOAD: 0 <= num
Current service load enqueued on this machine. Limitation: If the
T_DOVAI N:TA LDBAL attributeis“N” or theT_DOMAINTA_MODEIlattributeis
"MP', then an FML32 NULL valueis returned (0).

TA _CURWSCLIENTS) <= num< 32,768
Number of Workstation clients currently logged in to this machine.

TA_HWACCESSERS <= num< 32,768
High water number of clients and servers accessing the application either
directly on this machine or through a workstation handler on this machine.

TA HWCLIENTSO <= num< 32,768
High water number of clients, both native and workstation, logged in to this
machine.

TA _HWCON\) <= num< 32,768
High water number of active conversationswith participants on this machine.

TA HWGTTO <= num< 32,768
High water number of in use transaction table entries on this machine.

TA HWWSCLIENTS <= num< 32,768
High water number of Workstation clients currently logged in to this
machine.

TA_NUMCON\) <= num
Number of tpconnect()  operations performed from this machine.

TA_NUMDEQUEUB <= num
Number of tpdequeue()  operations performed from this machine.

TA_NUMENQUEUB <= num
Number of tpenqueue()  operations performed from this machine.

TA_NUMPOSTO <= num
Number of tppost()  operations performed from this machine.

TA_NUMREQ <= num
Number of tpacall() or tpcall() operations performed from this
machine.

TA_NUMSUBSCRIBE <= num
Number of tpsubscribe() operations performed from this machine.
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TA_NUMIRAN: O <= num
Number of transactionsinitiated (t pbegi n() ) from this machine.

TA NUMIRANABT: O <= num
Number of transactions aborted (t pabor t () ) from this machine.

TA_ NUMIRANCMT: O <= num
Number of transactions committed (t pconmi t () ) from this machine.

TA_PAGESI ZE: 1 <= num
Disk pagesize used on this machine.

TA_SWRELEASE: st ri ng[0..78]
Software release for binary on that machine or a O-length string if binary is
not a BEA Tuxedo system master binary.

TA_HWACLCACHE: 0 <= num
High water number of entries used in the ACL cache.

TA_ACLCACHEHI TS: 0 <= num
Number of accesses to the ACL cache that resulted in a “hit” (that is, the entry
was already in the cache).

TA ACLCACHEACCESS: 0 <=num
Number of accesses to the ACL cache.

TA ACLFAIL: O <=num
Number of accesses to the ACL cache that resulted in a access control
violation.

TA WKCOVPLETED: O <=num
Total service load dequeued and processed successfully by servers running on
this machine. Note that for long running applications this attribute may
wraparound, that is, exceed the maximum value for a long, and start back at
0 again.

TA_WKI NI TI ATED: O <=num
Total service load enqueued by clients/servers running on this machine. Note
that for long running applications this attribute may wraparound, that is,
exceed the maximum value for a long, and start back at 0 again.

Limitations ~ SHMmode (sed_DOVAI NTA_MODEL) applications can have only omeVACH NE
object.MP mode (sed_DOVAI NTA_MODEL) applications with thé AN option set (see
T_DOVAI N:TA_OPTI ONS) may have up to the maximum number of configurable
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T_MACHI NE objects as defined by the T_DOVAI N:TA_MAXMACH NES attribute. Many
attributes of this class are tunable only when the application is inactive on the site.
Since the master machine at least must be active in aminimumly active application,
the useof the ATMI interface routinesto administer the application isnot possible with
respect to the master machine object. The functiont padncal | () isbeing provided as
ameans configuring an unbooted application and may be used to set these attributes
for the master machine.
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T_MSG (lass Definition

Overview

Attribute Table

Attribute
Semantics

The T_MSG class represents run-time attributes of the BEA Tuxedo system managed
UNIX System message queues.

TM_MIB(5): T_MSG Class Definition Attribute Table

Attribute! Type Permissions Values Default
TA_ LM D(k) string R-R-R- LM D N/A
TA_MSG D(k) long R-R-R- 1<=num N/A
TA STATE(K) string R-R-R- GET: “ACT” N/A
SET: N/A N/A
TA_CURTIME long R--R--R-- 1<=num N/A
TA_MSG_CBYTES long R--R--R-- 1<=num N/A
TA_MSG_CTIME long R--R--R-- 1<=num N/A
TA_MSG_LRPID long R--R--R-- 1<=num N/A
TA_MSG_LSPID long R--R--R-- 1<=num N/A
TA_MSG_QBYTES long R--R--R-- 1<=num N/A
TA_MSG_QNUM long R--R--R-- 1<=num N/A
TA_MSG_RTIME long R--R--R-- 1<=num N/A
TA_MSG_STIME long R--R--R-- 1<=num N/A

(K) - GETkey field

IAIl attributesin Class T_MsG are local attributes.

TA_ LM D. LMD

Logical machine identifier.
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TA MG D: 1 <= num

UNIX System message queue identifier. Limitation: Thisisa UNIX
System-specific attribute that may not be returned if the platform on which
the application is being run is not UNIX-based.

TA _STATE:

GET: ACTi ve
A GET operation will retrieve run-time information for the selected
T_MSG object(s). The following states indicate the meaning of a
TA_STATE returned in response to a GET request.

ACTive T_MSGobject active. This corresponds exactly to the related
T_MACH NE object being active.
SET:

SET operations are not permitted on this class.

TA _CURTI ME: 1 <= num
Current time, in seconds, since 00:00:00 UTC, January 1, 1970, as returned
by the time(2) system call on T_MSGTA_LM D. This attribute can be used to
compute elapsed time from the T_MSG.TA_?TI ME attribute values.

TA _MSG_CBYTES: 1 <= num
Current number of bytes on the queue.

TA MSG CTI ME: 1 <= num
Time of thelast msgctl(2) operation that changed a member of the nsqi d_ds
structure associated with the queue.

TA_MSG LRPI D: 1 <= num
Process identifier of the last process that read from the queue.

TA_MSG LSPI D: 1 <= num
Process identifier of the last process that wrote to the queue.

TA MSG_QBYTES: 1 <= num
Maximum number of bytes allowed on the queue.

TA MSG QNUM 1 <= num
Number of messages currently on the queue.
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TA_NMSG RTI ME: 1 <= num
Time since the last read from the queue.

TA _NMSG_STI ME: 1 <= num
Time since the last write to the queue.

Limitations ~ Thisclassis UNIX System-specific and may not be supported in non-UNIX
implementations of BEA Tuxedo system.
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T _NETGROUP (lass Definition

Overview  The T_NETGROUP class represents application attributes of network groups. Network
groups are groups of L MIDs which can communicate over the TA_NADDR network
addresses defined in the T_NETMAP class.

Attribute Table

TM_MIB(5): T_NETGROUP Class Definition Attribute Table

Attribute Type  Permissions Values Default
TA_NETGROUP(r)(*) string  rU------ string[1..30] DEFAULTNET
TA_NETGRPNQ()(*) long r------ 1 <= num< 8192 N/A
TA_STATE(K) string FW-r--r-- GET: “VAL” N/A

SET: “ {NEWINV}” N/A
TA_NETPRIQ¥) long rwyrw---- 1<=num< 8,192 100

(k) - GETkey field
(r) - Required field for object creation (SET TA_STATE NEW
(*) - GET/SET key, one or more required for SET operations

Attribute  TA_NETGROUP: st ri ng[1..30]
Semantics L ogical name of the network group. A group nameis a string of printable
characters and cannot contain a point sign, comma, colon, or newline.

TA NETGRPNCO: 1 <= num<= 8192
Group identifier associated with network group.

TA_STATE:

GET: {VALi d}
A GET operation will retrieve configuration information for the
selected T_NETGROUP object(s). The following statesindicate the
meaning of a TA_STATE returned in response to a GET request.

VALid  T_NETGROUBDbject is defined and inactive. Note that thisis
the only valid state for this class. NETGROUPsre never
ACTive.
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Limitations

TA NETPRI O 1 <= num< 8,192
The priority band for this network group. All network groups of equivalent

None.

SET: {NEW| I Nval i d}

a SET operation will update configuration information for the
selected T_NETGROUP object. The following states indicate the
meaning of a TA_STATE set in a SET request. States not listed may

not be set.

NEW Create T_NETGROUP object for application. State change
allowed only wheninthel Nval i d state. Successful
return leaves the object in the VAL d state.

unset Modify an existing T_NETGROUP object. Only allowedin
the VALi d state. Successful return leaves the object state
unchanged.

I Nvalid Delete T_NETGROUP object from application. State

change dlowed only when inthe VAL d state and only if
there are no objectsin the T_NETMAP class which have
this network group object as a key. Successful return
leavesthe object inthe | Nval i d state.

band priority will be used in parallel. If al network circuits of a certain
priority are torn down by the administrator or by network conditions, the next
lower priority circuit is used. Retries of the higher priority are attempted.

Note: In BEA Tuxedo Release 6.4, parallel data circuits are prioritized by
network group number (NETGRPNO) within priority group number. In future
releases, adifferent algorithm may be used to prioritize parallel data circuits.
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T _NETMAP (lass Definition

Overview

Attribute Table

TheT_NETMAP class associates TA LM Ds fromthe T_MACHI NE classinthe TM M Bto
aTA NETGROUP object from the T_NETGROUP class. In other words, this class contains
assignments of logical machines to network groups. A TA_LM D may beincluded in
many TA_NETGROUP groups. When one LMID connectsto another LMID, theBRI DGE
process determines the subset of network groupsto which the two LMIDs belong.
When the pair of LMIDs are in several common groups, they are sorted in descending
TA_NETPRI Oorder (TA_NETGRPNOIis the secondary sort key). The Network groups
with the same TA_NETPRI Owill flow network datain parallel. Should a networking
error prevent datafrom flowing through all the highest priority group(s), only then the
next lower priority network group(s) are used for network traffic (f ai I over). All
network groups with a higher priority than the ones flowing data are retried
periodically. Once a network connection is established with a higher TA_NETPRI O
value, no further data is scheduled for the lower priority one. Once the lower priority
connection is drained, it is disconnected in an orderly fashion (f ai | back).

TM_MIB(5): T_NETMAP Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_NETGROUP(r)(*) string ru------- string[l..30] N/A
TA LM D(r)(*) string ru------- string[l..30] N/A
TA_STATE string RW------ GET: “VAL” N/A

SET “{NEWINV}” N/A

TA_NADDR string  rw-r--r-- string[l..78]
TA_FADDR string  rw-r--r-- string[0..78]
TA_FRANGE long rW-r--r-- 1 <= num<= 65,535 1
TA_MINENCRYPTBITS string  rwxrwx--- {0]40 |56 |128}1 0
TA_MAXENCRYPTBITS string  rwxrwx--- {0]40 |56 | 123}1 128

(r) - Required field for object creation (SET TA_STATE NEW
(*) - GET/SET key, one or more required for SET operations

! Thelink-level encryption value of 40 bitsis provided for backward compatibility.
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Attribute  TA_NETGROUP: stri ng
Semantics Thisisthe name of the associated network group found in the T_NETGROUP
class.

TA LM D: string
Thelogical machine name for the T_MACHI NE class (in TM_M B) for this
network mapping.

TA_STATE:

GET: “{VALid }"
A GEToperation will retrieve run-time information for the selected
T_NETMAPRobject(s). The following states indicate the meaning of a
TA_STATEreturned in response to a GETrequest.

VALid T_NETMAPbject is defined. Note that thisis the only valid
state for this class. Network mappings are never ACTive .

SET: “{NEW INvalid }”
A SET operation will update configuration information for the
selected T_NETMARobject. The following states indicate the
meaning of aTA_STATESet in aSETrequest. States not listed cannot
be set.

NEW Create T_NETMAPRobject for application. State change
alowed only whenintheINValid state. Successful return
leaves the object in the VALId state.

unset Modify an existing T_NETMARDbject. Successful return
leaves the object state unchanged.

INValid Deletes the given network mapping. If any network links
were active asaresult of the mapping, they will be
disconnected. This disconnection may cause a state change
in T_BRIDGEobjects (in TM_MIB) associated with the
network links.

TA_NADDRSst ri ng
Specifies the complete network address to be used by the BRIDGE process
placed in the logical machines as its listening address. The listening address
for a BRIDGEIs the means by which one BRIDGEprocess is contacted by
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othersthat are participating in the application, that is, if the LANoption is set
inthe T_DOVAI N: TA_OPTI ONS attribute value.

If st ring has the formUxhex- di gi t s,” it must contain an even number of
valid hex digits. These forms are translated internally into a character array
containing the hexadecimal representations of the string specified.

For TCP/IP addresses one of the following formats is used:
m “// hostnane: port”

m Y H A A H port”

TA_FADDR: st ri ng[0..78]

Specifies the complete network address to to which local processes such as
tmboot , BRIDGE BSBRIDGEand tmloadcf can bind before making an
outbound connection. This address must be a TCP/IP address. This attribute,
along with the TA_FRANGEttribute, determines the range of TCP/IP portsto
which aprocess will attempt to bind before making an outbound connection.
If thisparameter isset tothe NUL L or empty string, then the operating system
randomly chooses alocal port with which to bind.

If st ri ng hastheform “Oxhex-digits” , it must contain an even number of
valid hex digits. These forms are translated internally into a character array
containing the hexadecimal representations of the string specified.

For TCP/IP addresses, one of the following formatsis used:
m “// hostnane: port”

m Y # A A H port”

TA_FRANGE:1<= num<= 65,535
Specifies the range of TCP/IP ports to which local processeswill attempt to
bind before making an outbound connection. The TA_FADDRattribute
specifies the base address of the range.

TA_MINENCRYPTBITS{0 | 40 | 56 | 128}
Specifies the minimum level of encryption required when a network link is
being established. 0 means no encryption, while 40, 56, and 128 specify the
encryption key length (in bits). If thisminimum level of encryption cannot be
met, link establishment fails. The default is0.

Note: Thelink-level encryption value of 40 bitsis provided for backward
compatibility.
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Limitation: Modificationsto this attribute will not effect established network
links.

TA_MAXENCRYPTBI TS: {0 |40 | 56 | 128}
Specifies the maximum level of encryption allowed when alink is being
established. 0 means no encryption, while 40, 56, and 128 specify the
encryption length (in bits). The default is 128.

Note: Thelink-level encryption value of 40 bits is provided for backward
compatibility.

Limitation: Modificationsto this attribute will not effect established network
links.

When 128-bit encryption is licensed, TA_ MAXENCRYPTBI TS defaults to 128.
When 56-bit encryption islicensed, the default is56. When no encryption is
licensed, the default is0 bits. Note that when BRI DGE processes connect, they
negotiate to the highest common TA_MAXENCRYPTBI TS.

Limitations  None.
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T_QUEUE Class Definition

Overview  The T_QUEUE class represents run-time attributes of queues in an application. These
attribute values identify and characterize allocated BEA Tuxedo system request
gueues associated with serversin arunning application. They also track statistics
related to application workloads associated with each queue object.

Note that when a GET operation with the M B_LOCAL flag is performed in a
multi-machine application, multiple objects will be returned for each active queue -
one object for each logical machine where local attribute values are collected.

Attribute Table

TM_MIB(5): T_QUEUE Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_RQADDR(*) sring R-R-R- st ring[1..30] N/A
TA_SERVERNAME(K) sring R -R-R-- string[l.78] N/A
TA_STATE(K) sring R-R-R-- GET: “{ACT|MIG | SUS| PAR" N/A
SET. N/A N/A
TA_GRACE long R--R--R-- 0<=num N/A
TA_MAXGEN long R--R--R-- 1 <=num< 256 N/A
TA_RCMD sring R-R--R-- st ring[0..78] N/A
TA_RESTART string  R-R--R-- “{Y|Np” N/A
TA_CONV string  R--R--R-- “{Y N} N/A
TA_LMID(K) string  R--R--R-- LMD N/A
TA_RQID long R--R--R-- 1l<=num N/A
TA_SERVERCNT long R--R--R-- 1 <=num< 8,192 N/A

T _QUEUE Class LOCAL Attributes

TA_TOTNQUEUED long  R-XR-XR-- 0<=num N/A
TA_TOTWKQUEUED long  R-XR-XR-- 0<=num N/A
TA_SOURCEK) sring  R--R--R-- LM D N/A
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TM_MIB(5): T_QUEUE Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_NQUEUED long R-R-R-- 0<=num N/A
TA VKQUEUED long R-R-R-- 0<=num N/A

(k) - GET key field
(*) - GET/ SET key, one or more required for SET operations

Attribute  TA_RQADDR: st ri ng[1..30]
Semantics Symbolic address of the request queue. Servers with the same
T_SERVERTA RQADDR attribute value are grouped into a Multiple Server
Single Queue (MSSQ) set. Attribute values returned with a T_QUEUE object
apply to all active servers associated with this symbolic queue address.

TA_SERVERNAME: st ri ng[1..78]
Full pathname of the server executable file. The server identified by
TA_SERVERNAME is running on the machine identified by the
T_QUEUE:TA LM Dattribute. When specified as akey field on a GET
operation, this attribute may specify arelative pathname; all appropriate full
pathnames will be matched.

TA_STATE:

GET: {ACTi ve | M Grati ng | SUSpended | PARt i ti oned}
A GET operation will retrieve run-time information for the selected
T_QUEUE object(s). The T_QUEUE class does not address
configuration information directly. Configuration related attributes
discussed here must be set as part of the related T_SERVER objects.
The following statesindicate the meaning of a TA_STATE returned
in response to a GET request.

ACTi ve At least one server associated with this T_QUEUE
object isactive.

M Grating The server(s) associated with this T_QUEUE object is
currently inthe M Gr at i ng state. See the
T_SERVER classfor more details on this state. This
state is ACTi ve equivaent for the purpose of
determining permissions.
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SUSpended The server(s) associated with this T_QUEUE object is
currently in the SUSpended dtate. See the
T_SERVER class for more details on this state. This
state is ACTi ve equivalent for the purpose of
determining permissions.

PARti ti oned The server(s) associated with this T_QUEUE object is
currently inthe PARt i ti oned state. See the
T_SERVER class for more details on this state. This
state is ACTi ve equivalent for the purpose of
determining permissions.

SET:
A SET operation will update run-time information for the selected
T_QUEUE object. State changes are not alowed when updating
T_QUEUE object information. Modification of an existing T_QUEUE
object is allowed only when the object is in the ACTi ve state.

TA GRACE: 0 <= num
The period of time, in seconds, over which the T_QUEUE:TA_MAXGEN limit
applies. Thisattributeis meaningful only for restartable servers, that is, if the
T_QUEUE:TA RESTART attributeisset to "Y". A value of O for this attribute
indicates that a server should always be restarted.

TA_MAXGEN: 1 <= num< 256
Number of generations allowed for restartable servers
(T_QUEUE:TA_RESTART == "Y") associated with this queue over the
specified grace period (T_QUEUE:TA_GRACE). The initia activation of each
server counts as one generation and each restart also counts as one.

TA ROMVD: st ri ng[0..78]
Application specified command to be executed in parallel with the system
restart of application servers associated with this queue.

TA RESTART: {Y | N}
Servers associated with this queue are restartable ("Y") or non-restartable
("N").

TA CONV: {Y|N}
Servers associated with this queue are conversational-based ("Y") or
request/response-based ("N").
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TA LM D. LM D
Logical machine on which servers associated with this queue are active.

TA RQ D: 1<=num
UNIX System message queue identifier.
Limitation: ThisisaUNIX System specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA SERVERCNT: 1 <= num< 8,192
Number of active servers associated with this queue.

TA_TOTNQUEUED: 0 <= num
The sum of the queue lengths of this queue while it hasbeen active. Thissum
includes requests enqueued to and processed by serversthat are no longer
active onthe queue. Each timeanew request is assigned to the queue, the sum
isincremented by thelength of the queueimmediately before the new request
is enqueued.

Limitation: If the T_DOVAI N:TA_LDBAL attributeis"N" or the

T_DOVAI N:TA_MODEL attributeis"MP", then TA_ TOTNQUEUED is not returned.
Inthe same configuration, updatesto this attribute areignored. Consequently,
when thisattributeisreturned TA LM Dand TA_ SOURCE have the same value.

TA_TOTWKQUEUED: O <= num
The sum of the workloads enqueued to this queue while it has been active.
This sum includes requests enqueued to and processed by serversthat are no
longer active on the queue. Each time anew request is assigned to the queue,
the sum isincremented by the workload on the queue immediately before the
new request is enqueued.

Limitation: If the T_DOVAI N:TA_LDBAL attributeis"N" or the

T_DOVAI N:TA_MODEL attributeis "MP", then TA_ TOTWKQUEUED is not
returned. In the same configuration, updates to this attribute are ignored.
Consequently, when this attribute is returned TA_LM Dand TA_SOURCE have
the same value.

TA_SOURCE: LM D
Logical machine from which local attribute values are retrieved.

TA NQUEUED: 0 <= num
Number of requests currently engqueued to this queue from the TA_SOURCE
logical machine. Thisvaueisincremented at enqueue time and decremented
when the server dequeues the request.
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Limitations

Limitation: If the T_DOVAI N:TA_LDBAL attributeis"N" or the

T_DOVAI N:TA_MODEL attributeis"MP", then TA_ NQUEUED is not returned.
Consequently, when this attribute is returned TA_LM D and TA_SOURCE have
the same value.

TA_WKQUEUED: 0 <= num

None.

Workload currently enqueued to this queue from the TA_SOURCE logical
machine. If the T_DOVAI N:TA_ MODEL attribute is set to SHMand the

T_DOVAI N:TA LDBAL attributeisset to "Y" then this attribute reflects the
application-wide workload enqueued to this queue. However, if TA_MODEL is
set to MP and TA_LDBAL isset to"Y", this attribute reflects the workload
engueued to this queue from the TA_ SOURCE logical machine during arecent
timespan. This attribute is used for load balancing purposes. So as to not
discriminate against newly started servers, this attribute value is zeroed out
on each machine periodically by the BBL.
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T _ROUTING Class Definition

Overview

Attribute Table

The T_ROUTI NG class represents configuration attributes of routing specifications for
an application. These attribute values identify and characterize application data
dependent routing criteriawith respect to field names, buffer types, and routing
definitions.

TM_MIB(5): T_ROUTING Class Definition Attribute Table

Attribute Type Permissions Values Default
TA ROUTI NGNAME(r)(*) string  ru-r--r-- string[l..15] N/A
TA BUFTYPE(r)(*) string ru-r--r-- string[l..256] N/AL
TA_FI ELD(r)(K)(*) string  ru-r--r-- string[1..30] N/AL
TA_FI ELDTYPE string  ru-r--r-- [char |short |l ong | string
fl oat |doubl e |
string]
TA RANGES(r) carray rwr--r-- carray[1..2048] N/A
TA STATE(K) string rwr--r-- GET: “VAL" N/A
SET: “{NEW INV}” N/A

(k) - GETkey field
(r) - Required field for object creation (SET TA_STATE NEW
(*) - GET/SET key, one or more required for SET operations

TA_BUFTYPE only appliesto BEA Tuxedo data-dependent routing criteria. The
specified u (uniqueness) permission applies only in the relevant case. That is: the
combination of TA_ROUTI NGNANME, TA_TYPE and TA_BUFTYPE must be unique for
TA_TYPE=SERVI CE.

The TA_TYPE attribute determines the permissible attributes for the TA_ ROUTI NG
object. TYPE=SERVI CE corresponds to BEA Tuxedo data-dependent routing criteria.
The default is SERVI CE. SET operations are assumed to be for data-dependent routing
if no TA_TYPE is specified.
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Attribute  TA_ROUTI NGNANE: st ri ng[1..15]
Semantics Routing criteria name.

TA BUFTYPE: *“typel[:subtypell,subtype2...]][;type2[:subtyped[,...]]] ...”
List of typesand subtypes of data buffers for which thisrouting entry isvalid.
A maximum of 32 type/subtype combinations are allowed. The types are
restricted to the following: FML, FML32, XML, VIEW, VIEW32, X_C_TYPE and
X_COMMOMo subtype can be specified for types FML, FML32, or XML,
subtypesarerequired for typesVIEW, VIEW32, X_C_TYPE and X_COMMO*”
is not allowed). Note that subtype names should not contain semicolon, colon
comma, or asterisk characters. Duplicate type/subtype pairs cannot be
specified for the same routing criteria name; more than one routing entry car
have the same criteria name as long as the type/subtype pairs are unique. |
multiple buffer types are specified for a single routing entry, the data types of
the routing field for each buffer type must be the same.

TA FIELD: string[1..30]
WhenTA TYPE=SERVI CE, theTA _FI ELDfield is assumed to be &L or
FM.32 buffer, XM buffer, view field name that is identified in ant field
table (using the environment variabDTBLDI R andFl ELDTBLS, or
FLDTBLDI R32 andFI ELDTBLS32), or an FML view table (using the
environment variablegl EWDI R andVI EWFI LES, or VI EWDI R32 and
VI EWFI LES32), respectively. This information is used to get the associated
field value for data-dependent routing while sending a message.

For anXW_ buffer type,TA_FI ELD contains either: a routing element type (or
name) or a routing element attribute name.

The syntax of th&@A FI ELD parameter for akML buffer type is as follows.
“root_element [/ child_element ][/ child_element 1[/. . .][/ @ttribute_name 1"

The element is assumed to be an XML document or datagram element type.
Indexing is not supported. Therefore, the BEA Tuxedo system recognizes
only the first occurrence of a given element type when processing an XML
buffer for data-dependent routing. This information is used to get the
associated element content for data-dependent routing while sending a
message. The content must be a string encoded in UTF-8.

Theattribute is assumed to be an XML document or datagram attribute of the
defined element. Thisinformation isused to get the associated attribute value
for data-dependent routing while sending a message. The value must be a
string encoded in UTF-8.
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The combination of element name and attribute name may contain up to 30
characters.

Thetype of therouting field can be specified by the TA_FI ELDTYPE attribute.

TA_FlI ELDTYPE: [char, short, | ong, fl oat, doubl e, stri ng]
Thetypeof therouting field specified inthe TA_FI ELDattribute. Thetypecan
bechar, short,l ong,fl oat,doubl e, orstri ng; only onetypeisallowed.
Thisattributeis used only for routing XML buffers. The default type of the
routing field is st ri ng.

TA_RANGES: car r ay[1..2048]
The ranges and associated server groups for the routing field. The format of
string isacomma-separated, ordered list of range/group name pairs. A
range/group name pair has the following format:

I over [ -upper]: group

I over and upper are sighed numeric values or character strings in single
quotes. / oner must be less than or equal to upper . To embed a single quote
in acharacter string value, it must be preceded by two backslashes (for
example,” O\’ Bri en’ ). ThevalueM Ncan beused toindicate the minimum
value for the datatype of the associated field on the machine. The value MAX
can be used to indicate the maximum value for the data type of the associated
field on the machine. Thus, “MIN--5" isall numberslessthan or equal to -5,
and “6-MAX” is all numbers greater than or equal to 6.

The meta-character “*” (wild-card) in the position of a range indicates any

values not covered by the other ranges previously seen in the entry; only one
wild-card range is allowed per entry and it should be last (ranges following it

will be ignored).

The routing field can be of any data type supported/in A numeric routing

field must have numeric range values, and a string routing field must have

string range values.

String range values for string, carray, and character field types must be placed
inside a pair of single quotes and cannot be preceded by a sign. Short and long
integer values are a string of digits, optionally preceded by a plus or minus
sign. Floating point numbers are of the form accepted by the C compiler or

at of (3): an optional sign, then a string of digits optionally containing a

decimal point, then an optional e or E followed by an optional sign or space,

followed by an integer.
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The group nameindicates the associated group to which the request is routed
if the field matches the range. A group name of “*” indicates that the request
can go to any group where a server offers the desired service.

Limitation: Attribute values greater than 256 bytes in length will disable
interoperability with BEA Tuxedo Release 4.2.2 and earlier.

TA_STATE:

GET: {VALi d}
A GET operation will retrieve configuration information for the
selectedr_ROUTI NG object(s). The following states indicate the
meaning of &A_STATE returned in response taGaT request.

VALi d T_ROUTI NGobject isdefined. Note that thisis the only valid
state for this class. Routing criteria are never ACTi ve; rather,
they are associated through the configuration with service
namesand are acted upon at runtime to provide data dependent
routing. Thisstateis| NAct i ve equivalent for the purpose of
permissions checking.

SET: {NEW]| I Nval i d}
A SET operation will update configuration information for the
selectedr_ROUTI NG object. The following states indicate the
meaning of &A_STATE set in aSET request. States not listed may
not be set.

NEW Create T_ROUTI NG object for application. State change
allowed only wheninthel NVal i d state. Successful return
leaves the object in the VAL d state.

unset Modify an existing T_ROUTI NGobject. Thiscombinationis
not allowed inthel NVal i d state. Successful return leaves
the object state unchanged.

INval id DeeteT ROUTI NGobject for application. State change
allowed only when in the VALI d state. Successful return
leavesthe object inthel Nval i d state.

Limitations  None.
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T_SERVER (lass Definition

Overview

Attribute Table

The T_SERVER class represents configuration and run-time attributes of serverswithin

an application. These attribute values identify and characterize configured servers as
well as provide run-time tracking of statistics and resources associated with each

server object. Information returned will alwaysinclude fieldsthat are common among

all contexts of aserver. In addition, for those serversthat are not defined to the system

as multicontexted (that is, those for which the value of TA_MAXDI SPATCHTHREADS is

1), this class includes information about the server’s context. For those servers that are
defined to the system as multicontexted, placeholder values are reported for
per-context attributes. Per-context attributes can always be found as part of the
T_SERVERCTXT class. Th&_SERVERCTXT class is defined even for single-contexted
servers.

TheTA CLTLM D, TA CLTPI D, TA_CLTREPLY, TA_CMIRET, TA_CURCONV,

TA_CURREQ TA CURRSERVI CE, TA LASTGRP, TA_SVCTI MEQUT, TA TI MELEFT, and
TA_TRANLEV attributes are specific to each server dispatch context. All other attributes
are common to all server dispatch contexts.

TM_MIB(5): T_SERVER Class Definition Attribute Table

Attribute Type Permissions Values Default
TA SRVGRP(r)(*) string  ru-r--r-- string[1..30] N/A
TA _SRVI D(r)(*) long ru-r--r-- 1 <= num< 30,001 N/A
TA SERVERNAME(K)(r) string  rwr--r-- string[l..78] N/A
TA GRPNOK) long r--r--r-- 1 <= num< 30,000 N/A
TA STATE(K) string  rwxr-xr--  GET:“{ACT|INA |[MIG|CLE| N/A

RES| SUS| PAR| DEA”

SET:“{NEWINV |ACT|INA| N/A

DEA"
TA BASESRVID long r--r--r-- 1 <= num< 30,001 N/A
TA_CLOPT string  rwyr--r-- st ri ng[0..256] “-A”
TA_ENVFILE string  rwyr--r-- st ring[0..78]
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TM_MIB(5): T_SERVER Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_CRACE long rwyr--r-- 0<=num 86, 400
TA MAXGEN long rwyr--r-- 1 <= num< 256 1
TA MAX long FWXE--T-- 1 <= num< 1,001 1
TA M N long rwyr--r-- 1 <= num< 1,001 1
TA_M NDI SPATCHTHREADS long rwyr--r-- 1 <= num< 1,000 1
TA_NAXDI SPATCHTHREADS long rwyr--r-- 0 <= num< 1,000 0
TA THREADSTACKSI ZE long rwyr--r-- 0 <= num< 2,147,483,647 0
TA_CURDI SPATCHTHREADS long R- XR- XR- - 0<=num N/A
TA_HWDI SPATCHTHREADS long R- XR- XR- - 0<=num N/A
TA_NUMDI SPATCHTHREADS long R- XR- XR- - 0<=num N/A
TA_RCMD string  rwyr--r-- string[0..78]
TA_RESTART string  rwyr--r-- “{Y|N" N
TA_SEQUENCQ) long rWXr--r-- 1 <= num< 10,000 >= 10,000
TA_SYSTEM_ACCESS string  rwyr--r-- “{FASTPATH|PROTECTEpD )
TA_CONYK) string  rw-r--r-- “{Y|N}" N
TA_REPLYQ string  rw-r--r-- “{Y|N}" N
TA_RPPERM long rW-r--r-- 0001 <= num<= 0777 Q)
TA_RQADDEK) string  rw-r--r-- string[0..30] “ GRPNQ
SRVI D
TA_RQPERM long W-r--T-- 0001 <= num<= 0777 ®
TA_LMID(K) string  R--R--R-- LM D N/A
TA_GENERATION long R--R--R-- 1 <= num< 32,768 N/A
TA_PID (k) long R-R--R-- 1<=num N/A
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TM_MIB(5): T_SERVER Class Definition Attribute Table

Attribute Type Permissions Values Default
TA RPI D long R-R-R-- 1<=num N/A

TA RQ D long R-R-R-- 1<=num N/A
TA_TI MERESTART long R--R-R-- 1<=num N/A
TA_TI MESTART long R-R-R-- 1<=num N/A

TA SEC PRI NCl PAL_NAME string  rwxr--r-- string[0..511]

TA SEC PRINCI PAL_LOCATI ON string rwxr--r--  string[0.511]

TA SEC PRINCI PAL_PASSVAR  string rwxr--r--  string[0.511]

T_SERVER Class: LOCAL Attributes

TA_NUMCONV long R-XR-XR-- 0<=num N/A
TA_NUMDEQUEUE long R-XR-XR-- 0<=num N/A
TA_NUMENQUEUE long R-XR-XR-- 0<=num N/A
TA_NUMPOST long R-XR-XR-- 0<=num N/A
TA_NUMREQ long R-XR-XR-- 0<=num N/A
TA_NUMSUBSCRIBE long R-XR-XR-- 0<=num N/A
TA_NUMTRAN long R-XR-XR-- 0<=num N/A
TA_NUMTRANABT long R-XR-XR-- 0<=num N/A
TA_NUMTRANCMT long R-XR-XR-- 0<=num N/A
TA_TOTREQC long R-XR-XR-- 0<=num N/A
TA_TOTWORKL long R-XR-XR-- 0<=num N/A
TA_CLTLMID string  R--R--R-- LM D N/A
TA_CLTPID long R--R--R-- 1<=num N/A
TA_CLTREPLY string  R--R--R-- LY N N/A
TA_CMTRET string  R--R--R-- “ {COMPLETELOGGEP' N/A
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TM_MIB(5): T_SERVER Class Definition Attribute Table
Attribute Type Permissions Values Default
TA_CURCONV long R-R-R-- 0<=num N/A
TA_CURREQ long R-R-R-- 0<=num N/A
TA_CURRSERVI CE string R-R-R-- string[0..15] N/A
TA_CURTI ME long R-R-R-- 1<=num N/A
TA LASTGRP long R-R-R-- 1 <= num< 30,000 N/A
TA_SVCTI MEQUT long R-R-R-- 0<=num N/A
TA_TI MELEFT long R-R-R-- 0<=num N/A
TA_TRANLEV long R-R-R-- 0<=num N/A

(K) - GET key field

-

Required field for object creation (SET TA_STATE NEW

(*) - GET/ SET key, one or more required for SET operations

360

IDefaults to value set for this attribute in Class T_DOVAI N

Attribute  TA_SRVGRP: st ri ng[1..30]
Semantics L ogical name of the server group. Server group hames cannot contain an
asterisk (*), comma, or colon.

TA _SRVI D: 1 <= num< 30,001
Unique (within the server group) server identification number.

TA_SERVERNAME: st ri ng[1..78]
Name of the server executable file. The server identified by TA SERVERNAVE
will run on the machine(s) identified by the T_GROUP:TA_LM D attribute for
this server’s server group. If arelative pathname is given, then the search for
the executablefileisdonefirst in TA_APPDI R, thenin TA_TUXDI R/ bi n, then
in / bi nand/ usr/ bi n, and then in <path>, where <path> is the value of the
first PATH= line appearing inthe machine environment file, if one exists. Note
that the attribute val ue returned for an active server will always be afull
pathname. The values for TA_APPDI R and TA_TUXDI R are taken from the
appropriate T_MACHI NE object. See discussion of the
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T_MACH NE:TA_ENVFI LE attribute for a more detailed discussion of how
environment variables are handled.

TA_GRPNO. 1 <= num< 30,000

Group number associated with this server’s group.

TA_STATE:

GET: {ACTi ve | I NActi ve |[M Grating |CLEani ng |REStarting |
SUSpended | PARt i t i oned | DEAd}
A GET operation will retrieve configuration and run-time
information for the selected T_SERVER object(s). The following
states indicate the meaning of aTA_STATE returned in responseto a

GET request.

ACTi ve

T_SERVER object defined and active. Thisisnot an
indication of whether the server isidle or busy. An
active server with anon O-length TA_ CURRSERVI CE
attribute should be interpreted asabusy server, thatis,
one that is processing a service request.

I NActi ve

T_SERVER object defined and inactive.

M Grating

T_SERVER object defined and currently in a state of
migration to the server group’s secondary logical
machine. The secondary logical machineisthe one
listed in T_GROUP:TA LM D attribute that does not
match the T_GROUP:TA CURLM D attribute. This
state is ACTi ve equivalent for the purpose of
determining permissions.

CLEani ng

T_SERVEROobject defined and currently being cleaned
up by the system after an abnorma death. Note that
restartabl e servers may enter this state if they exceed
TA MAXGEN start/restarts within their TA_ GRACE
period. This state is ACTi ve equivalent for the
purpose of determining permissions.

RESt arti ng

T_SERVER object defined and currently being
restarted by the system after an abnormal death. This
state isACTi ve equivalent for the purpose of
determining permissions.
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SUSpended

T_SERVER object defined and currently suspended
pending shutdown. This state is ACTi ve eguivalent
for the purpose of determining permissions.

PARtiti oned T_SERVER object defined and active; however, the

machine where the server is running is currently
partitioned from the T_DOVAI N-TA_MASTER site.
This state is ACTi ve equivalent for the purpose of
determining permissions.

DEAd

T_SERVER object defined, identified as active in the
bulletin board, but currently not running due to an
abnormal death. Thisstatewill exist only until the BBL
locd to the server notices the death and takes action
(RESt ar t i ng| CLEani ng). Note that this state will
only bereturnedif theM B_LOCAL TA FLAGSvalue
is specified and the machine where the server was
running is reachable. Thisstateis ACTi ve equivaent
for the purpose of determining permissions.

SET: {NEW| I Nval i d | ACTi ve | | NAct i ve | DEAd}
A SET operation will update configuration and run-time information
for the selected T_SERVER object. The following statesindicate the
meaning of a TA_STATE set in a SET request. States not listed may

not be set.

NEW

Create T_SERVER object for application. State change
allowed only wheninthe | Nval i d state. Successful
return leaves the object inthe | NAct i ve state.

unset

Modify an existing T_SERVERobject. Thiscombinationis
allowed only whenin the ACTi ve or | NAct i ve State.
Successful return leaves the object state unchanged.

I Nval i d

Delete T_SERVER object for application. State change
alowed only wheninthel NAct i ve state. Successful
return leaves the object inthe | Nval i d state.

362 BEA Tuxedo File Formats and Data Descriptions Reference



TM_MIB(5)

ACTi ve Activatethe T_SERVERo0bject. State change allowed only
wheninthel NActi ve dtate. (ServersintheM Gr at i ng
state must be restarted by setting the
T_GROUP:TA_STATE to ACTi ve.) For the purpose of
determining permissionsfor this state transition, the active
object permissions are considered (that is, --X--X--X).
Successful return leaves the object in the ACTi ve state.
The TM B_NOTI FY TA FLAG value should be used
when activating a server if status on the individual server
isrequired.

I NActi ve Deactivate the T_SERVER object. State change allowed
only when in the ACTi ve state. Successful return leaves
the object inthel NAct i ve state. The TM B_NOTI FY
TA_FLAGvalue should be used when deactivating a server
if statuson theindividual server is required.

DEAd Deactivate the T_SERVER object by sending the server a
S| GTERMsignal followed by a Sl GKI LL signal if the
server isgtill running after the appropriate timeout interval
(see TA_M BTI MEQUT inM B( 5) ). Note that by default,
a S| GTERMsignal will causethe server to initiate orderly
shutdown and the server will becomeinactiveevenif itis
restartable. If aserver isprocessing along running service
or has chosen to disable the SI GTERMsignal, then
Sl &K1 LL may be used and will be treated by the system
as an abnormal termination. State change allowed only
when in the ACTi ve or SUSpended state. Successful
return leaves the object inthe | NAct i ve, CLEani ng or
RESt art i ng state.

TA BASESRVI D: 1 <= num< 30,001
Base server identifier. For serverswith a TA MAX attribute value of 1, this
attribute will always be the same as TA_SRvI D. However, for servers with a
TA_MAX value greater than 1, this attribute indicates the base server identifier
for the set of servers configured identically.

TA_CLOPT: st ri ng[0..256]
Command line options to be passed to server when it is activated. See the
ser vopt s(5) reference pagefor details. Limitation: Run-time modifications
to this attribute will not affect a running server.
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TA _ENVFI LE: st ring[0..78]
Server specific environment file. See T_MACHI NE:TA_ENVFI LE for a
complete discussion of how thisfile isused to modify the environment.
Limitation: Run-time modifications to this attribute will not affect a running
server.

TA GRACE: 0 <= num

The period of time, in seconds, over which the T_SERVER TA MAXGEN limit
applies. Thisattributeis meaningful only for restartable servers, that is, if the
T_SERVERTA_RESTART attributeissetto"Y". When arestarting server would
exceed the TA_ MAXGEN limit but the TA_ GRACE period has expired, the system
resetsthe current generation (T_SERVER TA_GENERATI ON) to 1 and resetsthe
initial boot time (T_SERVERTA_TI MESTART) to the current time. A value of
0 for this attribute indicates that a server should always be restarted.

Note that servers sharing arequest queue (that is, equal valuesfor
T_SERVER:TA_RQADDR) should have equal vauesfor this attribute. If they do
not, then the first server activated will establish the run-time val ue associated
with al servers on the queue.

Limitation: Run-time modifications to this attribute will affect a running
server and all other active serverswith which it is sharing a request queue.
However, only the selected server’s configuration parameter is modified.
Thus, the behavior of the application depends on the order of boot in
subsequent activations unless the administrator ensuresthat all servers
sharing a queue have the same value for this attribute.

TA _MAXGEN: 1 <= num< 256
Number of generations allowed for a restartable server
(T_SERVERTA_RESTART == "Y") over the specified grace period
(T_SERVER:TA_GRACE). Theinitial activation of the server counts as one
generation and each restart also counts as one. Processing after the maximum
generations is exceeded is discussed above with respect to TA_ GRACE.

Note that servers sharing arequest queue (that is, equal valuesfor
T_SERVER:TA_RQADDR) should have equal vauesfor this attribute. If they do
not, then the first server activated will establish the run-time val ue associated
with al servers on the queue.

Limitation: Run-time modifications to this attribute will affect a running
server and all other active serverswith which it is sharing a request queue.
However, only the selected server’s configuration parameter is modified.
Thus, the behavior of the application depends on the order of boot in
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subsequent activations unless the administrator ensures that all servers
sharing a queue have the same value for this attribute.

TA MAX: 1 <= num< 1,001

Maximum number of occurrences of the server to be booted. Initially,

t mboot () boots T_SERVERTA_M N objects of the server, and additional
objects may be started individually (by starting a particular server id) or
through automatic spawning (conversational servers only). Run-time
modificationsto this attribute will affect all running serversin the set of
identically configured servers (see TA_BASESRVI D above) as well asthe
configuration definition of the server.

TA M N: 1 <= hum< 1,001
Minimum number of occurrences of the server to be booted by. If a
T_SERVERTA RQADDR is specified and TA_M Nisgreater than 1, then the
serverswill form an MSSQ set. The server identifiers for the servers will be
T_SERVERTA_SRVI DUpto TA_SRVI D+ T_SERVERTA_MAX - 1. All
occurrences of the server will have the same sequence number, aswell asany
other server parameters.

Limitation: Run-time modificationsto this attribute will not affect a running
server.

TA_M NDI SPATCHTHREADS: 1 <= num< 1,000
specifies the number of server dispatch threads started on initial server boot.
This parameter is effective only if the server has been built with the
bui | dserver -t command.

The separate dispatcher thread that is used when TA_MAXDI SPATCHTHREADS
> 1lisnot counted as part of the TA_M NDI SPATCHTHREADS value. It is
required that TA_ M NDI SPATCHTHREADS <= TA_ MAXDI SPATCHTHREADS. If
TA_M NDI SPATCHTHREADS is not specified, the default is 0.

Limitation: Run-time modifications to this attribute will not affect a running
server.

TA_NMAXDI SPATCHTHREADS: 0 <= num< 1,000
specifies the maximum number of concurrently dispatched threads which
each server process may spawn. This parameter is effective only if the server
has been built with the bui | dserver -t command.

If TA_MAXDI SPATCHTHREADS > 1, then a separate dispatcher thread is used
and does not count against this limit. It isrequired that
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TA M NDI SPATCHTHREADS <= TA_MAXDI SPATCHTHREADS. |f
TA_MAXDI SPATCHTHREADS is not specified, the default is 1.

Limitation: Run-time modifications to this attribute will not affect a running
server.

TA THREADSTACKSI ZE = nunber
Size of the stack created for each dispatch thread in a multithreaded server.
This option has an effect on the server only when avalue greater than 1 is
specified for TA_ MAXDI SPATCHTHREADS.

If thisattributeis not specified or isset to 0, adefault thread stack sizeisused.
The default size used is the operating system default size unlessthat valueis
known to be insufficient for a multithreaded BEA Tuxedo application, in
which casethe BEA Tuxedo default sizeisused. Currently, the BEA Tuxedo
default thread stack size is 1,024,000.

Note that if the thread stack size is exceeded, the server will core dump.

Limitation: Run-time modifications to this attribute will not affect arunning
server.

TA_CURDI SPATCHTHREADS: 0 <= num
Current number of active service dispatch threads for this server.

TA_HWDI SPATCHTHREADS: 0 <= num
Highest number of active service dispatch threads created for this server since
itslast restart. This number may differ from the number of service calls, since
an administrator may specify parametersthat control the caching of idle
service threads.

TA_NUVDI SPATCHTHREADS: 0 <= num
Total number of active service dispatch threads for this server since its last
restart.

TA ROMVD: st ri ng[0..78]
Application specified command to be executed in parallel with the system
restart of an application server. This command must be an executable UNIX
System file.

Note that servers sharing arequest queue (that is, equal valuesfor
T_SERVER:TA_RQADDR) should have equal vauesfor this attribute. If they do
not, then the first server activated will establish the run-time val ue associated
with al servers on the queue.
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Limitation: Run-time modifications to this attribute will affect a running
server and all other active servers with which it is sharing a request queue.
However, only the selected server’s configuration parameter is modified.
Thus, the behavior of the application depends on the order of boot in
subsequent activations unless the administrator ensures that all servers
sharing a queue have the same value for this attribute.

TA RESTART: {Y|N}
Restartable ("Y") or non-restartable ("N') server. If server migration is
specified for this server group (T_DOMAI N-TA_OPTI ONS/ M GRATE and
T_GROUP:TA_LM Dwith aternate site), then this attribute must be set to " Y".
Note that servers sharing a request queue (that is, equal values for
T_SERVERTA RQADDR) should have equal valuesfor thisattribute. If they do
not, then thefirst server activated will establish the run-time value associated
with all servers on the queue.

Limitation: Run-time modifications to this attribute will affect a running
server and all other active servers with which it is sharing a request queue.
However, only the selected server’s configuration parameter is modified.
Thus, the behavior of the application depends on the order of boot in
subsequent activations unless the administrator ensures that all servers
sharing a queue have the same value for this attribute.

TA SEQUENCE: 1 <= num< 10,000
Specifies when this server should be booted (t nboot (1) ) or shutdown
(t mshut down( 1) ) relativeto other servers. T_SERVER objects added without
aTA_SEQUENCE attribute specified or with an invalid value will have one
generated for them that is 10,000 or more and is higher than any other
automatically selected default. Serversare booted by t nboot () inincreasing
order of sequence number and shutdown by t mshut down() in decreasing
order. Run-time modifications to this attribute affect only t nboot () and
t mshut down() and will affect the order in which running servers may be
shutdown by a subsequent invocation of t nshut down() .

TA_SYSTEM ACCESS: { FASTPATH | PROTECTED}
M ode used by BEA Tuxedo system librarieswithin thisserver processto gain
access to BEA Tuxedo system’'sinternal tables. See
T_DOVAI N:-TA_SYSTEM ACCESS for a complete discussion of this attribute.

Limitations: (1) Run-time modifications to this attribute will not affect a
running server. (2) Setting TA_SYSTEM ACCESS to PROTECTED may hot be
effectivefor multithreaded serversbecauseit is possible that while onethread
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is executing BEA Tuxedo code, which meansit is attached to the Bulletin
Board, another thread might be executing user code. The BEA Tuxedo system
cannot prevent such situations.

TA_CONV: {Y| N}

Conversational server ("Y") or request/response server ("N").

TA REPLYQ {Y | N}

Allocate a separate reply queue for the server (TA_REPLYQ == "Y"). MSSQ
servers that expect to receive replies should set this attribute to "v".

TA_RPPERM 0001 <= num<= Q777

UNIX System permissions for the server'sreply queue. If a separate reply
gueueisnot allocated (T_SERVER:TA_REPLYQ == "N'), then thisattributeis
ignored. Limitation: ThisisaUNIX System specific attribute that may not be
returned if the platform on which the application is being run is not
UNIX-based.

TA_RQADDR: st ri ng[0..30]

Symbolic address of the request queue for the server. Specifying the same
TA_RQADDR attribute value for more than one server is the way multiple
server, single queue (M SSQ) sets are defined. Serverswith the same

TA RQADDR attribute value must be in the same server group.

TA RQPERM 0001 <= num<= 0777

UNIX System permissions for the server’s request queue.

Limitation: ThisisaUNIX System specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA LM D: LM D

Current logical machine on which the server is running.

TA GENERATI ON: 1 <= num< 32,768

Generation of the server. When a server isinitially booted viat mboot (1) or
activated through the TM M B(5), its generation is set to 1. Each time the
server dies abnormally and is restarted, its generation isincremented. Note
that when T_SERVER:TA MAXGEN is exceeded and T_SERVER.TA GRACE has
expired, the server will be restarted with the generation reset to 1.

TA PID: 1<=num

UNIX System processidentifier for the server. Note that this may not be a
unique attribute since servers may be located on different machines allowing
for duplication of processidentifiers.
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Limitation: ThisisaUNIX System specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA RPID: 1<=num
UNIX System message queue identifier for the server'sreply queue. If a
separate reply queue is not allocated (T_SERVERTA_REPLYQ == "N'), then
this attribute value will be the sameas T_SERVER TA_RQ D.

Limitation: ThisisaUNIX System specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA RQ D: 1<=num
UNIX System message queue identifier for the server's request queue. If a
separate reply queue is not allocated (T_SERVERTA_REPLYQ == "N'), then
this attribute value will be the sameas T_SERVER TA_RPI D.

Limitation: ThisisaUNIX System specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA_TI MERESTART: 1 <= num
Time, in seconds, since 00:00:00 UTC, January 1, 1970, asreturned by the
time(2) system call on T_SERVER:TA_LM D, when the server waslast started
or restarted.

TA Tl MESTART: 1 <= num
Time, in seconds, since 00:00:00 UTC, January 1, 1970, asreturned by the
time(2) system call on T_SERVERTA_ LM D, when the server wasfirst started.
Restarts of the server do not reset this value; however, if
T_SERVERTA MAXGENisexceeded and T_SERVERTA GRACE isexpired, this
attribute will be reset to the time of the restart.

TA_SEC_PRI NCI PAL_NAME: st ri ng[0..511]
Security principal name identification string to be used for authentication
purposes by an application running BEA Tuxedo 7.1 or later software. This
attribute may contain a maximum of 511 characters (excluding the
terminating null character). The principa name specified for this attribute
becomes the identity of the system processes running on this server.

TA_SEC PRI NCI PAL_NAME can be specified at any of the following four
levelsin the configuration hierarchy: T_DOMAI N class, T_MACHI NE class,
T_GROUP class, and T_SERVER class. A principal name at a particular
configuration level can be overridden at alower level. If

TA_SEC PRI NCI PAL_NAME is not specified at any of these levels, the
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principal name for the application defaultsto the TA_DOVAI NI D string for this
domain.

Note that TA_ SEC PRI NCI PAL_NAME is one of atrio of attributes, the other

two being TA_SEC_PRI NOI PAL_LCCATI ON and

TA_SEC PRI NCl PAL_PASSVAR. The latter two attributes pertain to opening

decryption keys during application booting for the system processes running
inaBEA Tuxedo 7.1 or later application. When only

TA_SEC PRI NCI PAL_NAME is specified at a particular level, the system sets
each of the other two attributes to a NULL (zero length) string.

TA_SEC PRI NCl PAL_LOCATI ON: st ri ng[0..511]
L ocation of the file or device where the decryption (private) key for the
principal specified in TA_SEC PRI NCI PAL_NANE resides. This attribute may
contain a maximum of 511 characters (excluding the terminating null
character).

TA_SEC PRI NCI PAL_L OCATI ON can be specified at any of the following four
levelsin the configuration hierarchy: T_DOVAI N class, T_MACH NE class,
T_GROUP class, and T_SERVER class. When specified at any of these levels,
this attribute must be paired with the TA_SEC PRI NCI PAL_NAME attribute;
otherwise, itsvalueisignored. (TA_SEC PRI NCI PAL_PASSVARIisoptiond; if
not specified, the system setsit to aNULL—zero length—string.)

TA SEC PRI NCI PAL_PASSVAR: st ri ng[0..511]
Variable in which the password for the principal specified in
TA_SEC PRI NCI PAL_NAME is stored. This attribute may contain a maximum
of 511 characters (excluding the terminating null character).

TA_SEC PRI NCI PAL_PASSVAR can be specified at any of the following four
levels in the configuration hierarchy: DOVAI N class,T_MACH NE class,
T_GROUP class, and_SERVER class. When specified at any of these levels,
this attribute must be paired with tma_SEC PRI NCI PAL_NAME attribute;
otherwise, its value is ignored:A_SEC PRI NCI PAL_LOCATI ONis optional;

if not specified, the system sets it told L—zero length—string.)

During initialization, the administrator must provide the password for each of
the decryption keys configured willh_SEC PRI NCI PAL_PASSVAR. The

system automatically encrypts the password entered by the administrator an
assigns each encrypted password to the associated password variable.

TA NUMCONV: O <=num
Number of conversations initiated by this servertyiaonnect () .
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TA_NUMDEQUEUE: 0 <= num
Number of dequeue operations initiated by this server viat pdequeue() .

TA_NUMENQUEUE: 0 <= num
Number of enqueue operations initiated by this server viat penqueue() .

TA_NUMPOST: 0 <= num
Number of postings initiated by this server viat ppost () .

TA NUMREQ 0 <= num
Number of requests made by this server viat pcal | () ortpacal | ().

TA NUMBUBSCRI BE: 0 <= num
Number of subscriptions made by this server viat psubscri be() .

TA_NUMIRAN: 0 <= num
Number of transactions begun by this server since its last (re)start.

TA_NUMTRANABT: O <= num
Number of transactions aborted by this server since its last (re)start.

TA_NUMTRANCMT: O <= num
Number of transactions committed by this server sinceitslast (re)start.

TA TOTREQC: 0 <= num
Total number of requests completed by this server. For conversational servers
(T_SERVERTA_CONV == "Y"), this attribute value indicates the number of
completed incoming conversations. This is a run-time attribute that is kept
across server restart but islost at server shutdown.

TA TOTWORKL: 0 <= num
Total workload completed by this server. For conversational servers
(T_SERVERTA_CONV == "Y"), this attribute value indicates the workload of
completed incoming conversations. This is a run-time attribute that is kept
across server restart but islost at server shutdown.

TA CLTLM D: LM D
Logical machine for the initiating client or server.

Thisfield element isalso contained in the T_SERVERCTXT class, both for
single-context servers and for multicontext servers.

Theinitiating client or server isthe process that made the service request on
which the server is currently working. The value in this field has meaning
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only for single-context servers. |n multicontext servers, anull string is
returned as a placeholder.

TA CLTPI D: 1 <= num
UNIX System processidentifier for the initiating client or server.

Thisfield element is aso contained in the T_SERVERCTXT class, both for
single-context servers and for multicontext servers.

Thevalue in this field has meaning only for single-context servers; in
multicontexted servers 0 isreturned as a placeholder.

Limitation: ThisisaUNIX system-specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA CLTREPLY: {Y |N}
Theinitiating client or server is expecting areply (" Y*) or is not expecting a
reply (" N').

Thisfield element is aso contained in the T_SERVERCTXT class, both for
single-context servers and for multi-context servers.

Thevalue in thisfield has meaning only for single-context servers; in
multicontexted servers anull string is returned as a placehol der.

TA_CMIRET: { COVPLETE | LOGGED}
Setting of the TP_COVM T_CONTROL characteristic for this server.

Thisfield element is aso contained in the T_SERVERCTXT class, both for
single-context servers and for multi-context servers.

See the description of the ATMI function call t pscnt () for details on this
characteristic. The value in this field has meaning only for single-context
servers; in multicontext serversanull string is returned as a placehol der.

TA CURCONV: 0 <= num
Number of conversations initiated by this server viat pconnect () that are
till active. For multicontext servers, this field represents the total for all
server contexts. Values for individual server contexts can be found in the
T_SERVERCTXT class.

TA CURREQ 0 <= num
Number of requestsinitiated by thisserver viat pcal | () ortpacal | () that
arestill active. For multicontext servers, this field represents the total for all
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server contexts. Values for individual server contexts can be found in the
T_SERVERCTXT class.

TA_CURRSERVI CE: st ri ng[0. .15]
Service name that the server is currently working on, if any.

Thisfield element isalso contained in the T_SERVERCTXT class, both for
single-context servers and for multicontext servers.

The value in this field has meaning only for single-context servers; in
multicontext servers 0 is returned as a placeholder.

TA CURTI ME: 1 <= num
Current time, in seconds, since 00:00:00 UTC, January 1, 1970, as returned
by theti me(2) system call on T_SERVER.TA LM D. Thisattribute can be used
to compute elapsed time from the T_SERVER.TA_TI MESTART and
T_SERVER:TA Tl MERESTART attribute values.

TA LASTGRP: 1 <= num< 30,000
Server group number (T_GROUP:TA_GRPNO) of the last service request made
or conversation initiated from this server outward.

Thisfield element isalso contained in the T_SERVERCTXT class, both for
single-context servers and for multicontext servers.

The vaue in this field has meaning only for single-context servers; in
multicontexted servers 0 is returned as a placehol der.

TA_SVCTI MEQUT: 0 <= num
Time | eft, in seconds, for this server to process the current service request, if
any.

Thisfield element isalso contained in the T_SERVERCTXT class, both for
single-context servers and for multicontext servers.

A value of O for an active serviceindicates that no timeout processing isbeing
done. See T_SERVI CE:TA_SVCTI MEQUT for more information. Thevaluein
thisfield has meaning only for single-context servers; in amulti context server
O isreturned as a placeholder.

TA_TI MELEFT: O <= num
Time left, in seconds, for this server to receive the reply for which it is
currently waiting before it will timeout.
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Thisfield element is aso contained in the T_SERVERCTXT class, both for
single-context servers and for multicontext servers.

This timeout may be a transactional timeout or a blocking timeout.

Thevalue in thisfield has meaning only for single-context servers; in a
multicontext server O is returned as a placehol der.

TA TRANLEV: 0 <= num
Current transaction level for this server.

Thisfield element is aso contained in the T_SERVERCTXT class, both for
single-context servers and for multicontext servers.

Oindicatesthat the server isnot currently involved in atransaction. Thevalue
in this field has meaning only for single-context servers; in multicontext
servers 0 isreturned as a placeholder.

Limitations  None.
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T _SERVERCTXT Class Definition

Overview

The T_SERVERCTXT classrepresents configuration and runtime attributes of individual
server dispatch contexts within an application. This class is defined for both

single-context and multi-context servers. For single-context servers, the valuesin this
class are repeated as part of the T_SERVER class. The attributesin the T_SERVERCTXT

class are read-only.

These attribute values provide runtime tracking of statistics and resources associated

with each server dispatch context.

Attribute Table

TM_MIB(5): T_SERVERCTXT Class Definition Attribute Table

Attribute! Type Permissions Values Default
TA SRVGRP(K) string r--r--r-- string[l. .30] N/A
TA_SRVI D(K) long r--r--r-- 1 <= num < 30,001 N/A
TA CONTEXTI D(K) long r--r--r-- -2 <= num < 30,000 N/A
TA CLTLM D string r--r--r-- LM D N/A
TA CLTPID long r--r--r-- 1<=num N/A
TA CLTREPLY string F--r--r-- LY N N/A
TA CMTRET string R--R--R-- “{COMPLETELOGGED N/A
TA_CURCONV long r--r--r-- 0<=num N/A
TA_CURREQ long r--r--r-- 0<=num N/A
TA_CURRSERVICE  string r--r--r-- string[0..15] N/A
TA _LASTGRP long r--r--r-- 1 <= num <30,000 N/A
TA_SVCTIMEOUT long r--r--r-- 0<=num N/A
TA_TIMELEFT long r--r--r-- 0<=num N/A
TA_TRANLEV long r--r--r-- 0<=num N/A

(K) - GETkey field

IAIl attributesin Class T_SERVERCTXT are local attributes.
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Attribute
Semantics

TA SRVGRP: st ri ng[1..30]

L ogical name of the server group. Server group hames cannot contain an
asterisk (*), comma, or colon.

TA _SRVI D: 1 <= num< 30,001

Unique (within the server group) server identification number.

TA_CONTEXTI D: 0 <= num< 30000

Identifier of this particular server context.

TA CLTLM D: LM D

Logical machinefor theinitiating client or server. Theinitiating client or
server isthe process that made the service request that the server iscurrently
working on.

TA _CLTPI D: 1 <= num

UNIX System processidentifier for the initiating client or server.

Limitation: ThisisaUNIX system-specific attribute that may not be returned
if the platform on which the application is being run is not UNIX-based.

TA CLTREPLY: {Y | N}

Theinitiating client or server isexpecting areply ("Y") or is not expecting a
reply ("N").

TA_CMIRET: { COVPLETE | LOGGED}

Setting of the TP_COVM T_CONTROL characteristic for this server. See the
description of the BEA Tuxedo ATMI function t pscnt (3c) for details on
this characteristic.

TA_CURCONV: 0 <= num

Number of conversations initiated by this server viat pconnect () that are
till active.

TA CURREQ 0 <= num

Number of requestsinitiated by thisserver viat pcal | () ortpacal | () that
are till active.

TA_CURRSERVI CE: st ri ng[0..15]

Service name that the server is currently working on, if any.

TA _LASTGRP: 1 <= num< 30,000

Server group number (T_GROUP:TA_GRPNO) of the last service request made
or conversation initiated from this server outward.

376 BEA Tuxedo File Formats and Data Descriptions Reference



TM_MIB(5)

Limitations

TA_SVCTI MEQUT: 0 <= num
Time left, in seconds, for this server to process the current service request,
if any. A value of O for an active serviceindicates that no timeout processing
isbeing done. See T_SERVI CE:TA_SVCTI MEQUT for more information.

TA_TI MELEFT: O <= num
Time left, in seconds, for this server to receive the reply for which it is
currently waiting before it will timeout. This timeout may be a transactional
timeout or ablocking timeout.

TA TRANLEV: 0 <= num
Current transaction level for this server. 0 indicates that the server is not
currently involved in atransaction.

None.
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T_SERVICE (lass Definition

Overview

The T_SERVI CE class represents configuration attributes of services within an
application. These attribute values identify and characterize configured services. A
T_SERVI CE object provides activation time configuration attributes for services not
specificaly configured as part of the T_SVCGRP class. Run-time information about
services active in the application is provided solely through the T_SVCGRP class.
Run-time updatesto the T_SERVI CE class are usually not reflected in active T_SVCGRP
objects (TA_ROUTI NGNAME is the exception).

Both the T_SERVI CE class and the T_SVCGRP class define activation time attribute
settings for service names within the application. When a new service is activated
(advertised), either due to initial activation of a server or due to acall to

t padverti se() , thefollowing hierarchy exists for determining the attribute valuesto
be used at service startup time.

1. If amatching configured T_SVCGRP object exists (matching service name and
server group), then the attributes defined in that object are used to initially
configure the advertised service.

2. Otherwise, if amatching configured T_SERVI CE object exists (matching service
name), then the attributes defined in that object are used to initially configure the
advertised service.

3. Otherwise, if any configured T_SVCGRP objects are found with matching
TA_SERVI CENAME attribute values, then the first one found is used to initially
configure the advertised service.

4. If none of the preceding cases is used, then the system defaults for service
attributes are used to initially configure the advertised service.

The specification of configuration attributes for application services is completely
optiond, that is, services advertised by servers as they are activated will take on the
established default service attribute valuesif configured values are not available (see
above for description of how attribute values areidentified at service activation time).
Service namesto be offered by aserver are built in at runtime (see bui | dser ver (1))
and may be overridden by the command line options specified for a server object (see
T_SERVERTA_CLCPT and ser vopt s(5) ).
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Attribute Table

TM_MIB(5): T_SERVICE Class Definition Attribute Table

Attribute Type Permissions Values Default
TA SERVI CENAME(r)(*) string ru-r--r-- string[l..15] N/A
TA STATE(K) string FWr--r-- GET: “{ACT|INA}” N/A
SET: “{NEWINV}" N/A
TA_AUTOTRAN string rwyr--r-- “AY|IN” “N”
TA LOAD long rwyr--r-- 1 <= num< 32,768 50
TA_PRIO long rwyr--r-- 1<=num<101 50
TA_SVCTIMEOUT long rwyr--r-- 0<=num 0
TA_TRANTIME long rwyr--r-- 0<=num 30
TA_BUFTYPE string TW-T--T-- st ring[1..256] “ALL"
TA_ROUTINGNAME string rWXr--r-- string[0..15]
TA_SIGNATURE_REQUIRED string  rwxr--r-- “{Y|N}” “N
TA_ENCRYPTION_REQUIRED string rWXr--r-- “ {Y|N}" “N”

(k) - GETkey field
(r) - Required field for object creation (SET TA_STATE NEW
(*) - GET/SET key, one or more required for SET operations

Attribute  TA_SERVI CENANE: st ri ng[1..15]
Semantics Service name.

TA_STATE:

GET: {ACTi ve | I NActi ve}
A GET operation will retrieve configuration information for the
selected T_SERVI CE object(s). The following states indicate the
meaning of a TA_STATE returned in response to a GET request.
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ACTi ve T_SERVI CE object isdefined and at least one T_SVCGRP
object with amatching TA_SERVI CENAME valueis
active.

I NActive T_SERVI CE object isdefined and no T_SVCGRP object
with amatching TA_SERVI CENAME valueis active.

SET: {NEW| I Nval i d}
A SET operation will update configuration information for the
selected T_SERVI CE object. The following states indicate the
meaning of a TA_STATE set in a SET request. States not listed may
not be set.

NEW Create T_SERVI CE object for application. State change
alowed only wheninthel Nval i d state. Successful return
leavesthe object inthe | NAct i ve state. Limitation:
Unconfigured services may still be active by virtue of a
server advertising them. In this case, the creation of anew
T_SERVI CE object is not allowed.

unset Modify an existing T_SERVI CE object. Thiscombinationis
not allowed inthel NVal i d state. Successful return leaves
the object state unchanged.

INvVal id Delete T_SERVI CE object for application. State change
allowed only when inthe | NAct i ve state. Successful
return leaves the object inthe | Nval i d state.

TA_AUTOTRAN: {Y | N}
Automatically begin atransaction ("Y") when a service request message is
received for this serviceif the request is not already in transaction mode.
Limitation: Run-time updates to this attribute are not reflected in active
T_SVCGRP objects.

TA LQAD: 1 <= num< 32,768
This T_SERVI CE object imposes the indicated |oad on the system. Service
loads are used for load balancing purposes, that is, queues with higher
engueued workloads are less likely to be chosen for a new request. Service
loads have meaning only if the T_DOVAI N:TA_LDBAL issetto"Y".
Limitation: Run-time updates to this attribute are not reflected in active
T_SVCGRP objects.
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TA PRI O 1 <= num< 101
ThisT_SERVI CE object has the indicated dequeuing priority. If multiple
service requests are waiting on a queue for servicing, the higher priority
requests will be serviced first.

Limitation: Run-time updates to this attribute are not reflected in active
T_SVCGRP objects.

TA_SVCTI MEQUT: 0 <= num
Time limit (in seconds) for processing requests for this service name. Servers
processing service requests for thisservice will be abortively terminated (kill
-9) if they exceed the specified time limit in processing the request. A value
of O for this attribute indicates that the service should not be abortively
terminated.

Limitations: Run-time updates to this attribute are not reflected in active
T_SVCGRP objects. This attribute value is not enforced on BEA Tuxedo
Release 4.2.2 sites or earlier.

TA_TRANTI VE: 0 <= num
Transaction timeout value in seconds for transactions automatically started
for this T_SERVI CE object. Transactions are started automatically when a
request notintransaction modeisreceived andthe T_SERVI CE:-TA_AUTOTRAN
attribute value for the serviceis"Y".

Limitation: Run-time updates to this attribute are not reflected in active
T_SVCGRP objects.

TA BUFTYPE: t ypel[: subt ypel[,subtype2 . . . 1][; type2[: subtype3|,...]]]

List of types and subtypes of data buffers accepted by this service. Up to 32
type/subtype combinations are allowed. Types of data buffers provided with
the BEA Tuxedo system are FM_ and FM_32 (for FML buffers), XML (for XML
buffers), VI EW VI EW82, X_C _TYPE, or X_COVMON (for FML views), STRI NG
(for NULL terminated character arrays), and CARRAY or X_OCTET (for a
character array that is neither encoded nor decoded during transmission). Of
thesetypes, only VI EW VI EW82, X_C_TYPE, and X_COMMON have subtypes. A
VI Ewsubtype gives the name of the particular Vi Ewexpected by the service.
Application types and subtypes can also be added (seet uxt ypes( 5) ). For a
buffer type that has subtypes, “*” can be specified for the subtype to indicate
that the service accepts all subtypes for the associated buffer type.
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Limitations

A single service can only interpret a fixed number of buffer types, namely
those found in its buffer type switch (seet uxt ypes(5) ). If the TA_BUFTYPE
attribute value is set to ALL, that service will accept all buffer types found in
its buffer type switch.

A type name can be 8 characters or less in length and a subtype name can be
16 characters or lessin length. Note that type and subtype names should not
contain semicolon, colon, comma, or asterisk characters.

Limitation: This attribute value represents the buffer types that must be
supported by each and every instance of an application service with this
servicename. Sincethisattributevalueis processed at serviceactivationtime,
updatesto this attribute are allowed only when there are no active T_SVCGRP
objects with matching service names.

TA_RQUTI NGNANE: st ri ng[0..15]

This T_SERVI CE object has the indicated routing criteria name. Active
updates to this attribute will bereflected in all associated T_SVCGRP objects.

TA S| GNATURE_REQUI RED: {Y | N}

If set to Y, every instance of this service requires a digital signature on its
input message buffer. If not specified, the default is N. This attribute only
applies to applications running BEA Tuxedo 7.1 or later software.

TA_SI GNATURE_REQUI RED can be specified at any of the following four
levelsin the configuration hierarchy: T_DOVAI N class, T_MACH NE class,
T_GROUP class, and T_SERVI CE class. Setting S| GNATURE_REQUI REDto Y at
aparticular level meansthat signatures are required for all processes running
at that level or below.

TA_ENCRYPTI ON_REQUI RED: {Y | N}

None.

If set toY, every instance of this service requires an encrypted input message
buffer. If not specified, the default is N. This attribute only appliesto
applications running BEA Tuxedo 7.1 or later software.

TA_ENCRYPTI ON_REQUI RED can be specified at any of the following four
levelsin the configuration hierarchy: T_DOVAI N class, T_MACH NE class,
T_GROUP class, and T_SERVI CE class. Setting TA_ENCRYPTI ON_REQUI REDt0
Y at a particular level means that encryption isrequired for al processes
running at that level or below.
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T_SVCGRP (Class Definition

Overview

The T_SVCGRP class represents configuration and run-time attributes of
services/groups within an application. These attribute valuesidentify and characterize
configured services/groups, and provide run-time tracking of statistics and resources
associ ated with each object.

Both the T_SERVI CE class and the T_SVCGRP class define activation time attribute
settings for service names within the application. When anew service is activated
(advertised), either dueto initial activation of aserver or dueto acall to

t padverti se(), thefollowing hierarchy existsfor determining the attribute valuesto
be used at service startup time.

1. If amatching configured T_SVCGRP object exists (matching service name and
server group), then the attributes defined in that object are used to initially
configure the advertised service.

2. Otherwise, if amatching configured T_SERVI CE object exists (matching service
name), then the attributes defined in that object are used to initially configure the
advertised service.

3. Otherwise, if any configured T_SVCGRP objects are found with matching
TA_SERVI CENAME attribute values, then the first one found is used to initially
configure the advertised service.

4. If none of the preceding cases is used, then the system defaults for service
attributes are used to initially configure the advertised service.

The specification of configuration attributes for application servicesis completely
optional, that is, services advertised by servers asthey are activated will take on the
established default service attribute values if configured values are not available (see
above for description of how attribute values are identified at service activation time).
Service namesto be offered by aserver arebuilt in at runtime (seebui | dserver (1))
and may be overridden by the command line options specified for a server object (see
T_SERVER.TA CLOPT and ser vopt s(5).

Once aT_SVCGRP object isactive, it is represented solely by the T_SVCGRP class. A
particular service name/group name combination may have more than one associated
T_SVCGRP class at runtime if there are multiple servers within the group offering the
service.
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Attribute Table

TM_MIB(5): T_SVCGRP Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_SERVI CENAME(r)(*) string  ru-r--r-- string[l..15] N/A
TA_SRVGRP()(*) string  ru-r--r-- string[1..30] N/A
TA_GRPNO(k) long r--r--r-- 1 <= num< 30,000 N/A
TA_STATE(K) string  rwxr-xr--  GET:“{ACT|INA | SUS| PAR" N/A

SET:“{NEWINV |[ACT|INA |SUS” N/A

TA_AUTOTRAN string  rwxr-xr-- “AY|IN” “N”
TA LOAD long TWXI-XT-- 1 <= num< 32,768 50
TA_PRIO long rWXr-Xr-- 1<=num<101 50
TA_SVCTIMEOUT long rwyr-yr-- 0<=num 0
TA_TRANTIME long rWXr-Xr-- 0<=num 30
TA_LMID(K) string  R--R--R-- LMD N/A
TA_RQADDR) string  R--R--R-- string[1..30] N/A
TA_SRVID(*) long R-R--R-- 1 <= num< 30,001 N/A
TA_SVCRNAM string  R-XR-XR-- string[l..15] ®
TA_BUFTYPE string  r--r--r-- string[l..256] N/A
TA_ROUTINGNAME string  r--r--r-- string[0..15] N/A
TA_SVCTYPEK) string  r--r--r-- “{ APP| CALLABLE| SYSTEN"" “APP”

T _SVCGRP Class: LOCAL Attributes

TA_NCOMPLETED long R-XR-XR-- 0<=num N/A

TA_NQUEUED long R--R--R-- 0 <= num< 32,768 N/A
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TM_MIB(5): T_SVCGRP Class Definition Attribute Table

Attribute

Type Permissions Values Default

(k) - GET key field
(r) - Required field for object creation (SET TA_STATE NEW
(*) - GET/ SET key, one or more required for SET operations®

Attribute
Semantics

ISET operations on this class must specify sufficient key fields to uniquely identify the
object being addressed. If the object is active, then it may be necessary to augment the
TA_SERVI CENAME and TA_SRVGRP key fields with either TA_ RQADDR or TA_SRVI D.
Modifications to an active object will affect that object and the related configuration
record but not other active objectsthat may have derived their run-time attributes from
the same configuration record.

2If nothing is specified for this attribute, it defaults to TA_ SERVI CENAME.

TA_SERVI CENAME: st ring[1..15]
Service name.

TA_SRVGRP: st ri ng[1..30]
Server group name. Server group names cannot contain an asterisk (*),
comma, or colon. The hierarchy of the search for service attributesto be used
at service activation time is described in the previous T_SVCGRP OVERVI EW
section.

TA_GRPNO. 1 <= num< 30,000
Server group number.

TA_STATE:

GET: {ACTi ve | I NActi ve | SUSpended | PARt i ti oned}
A GET operation will retrieve configuration and run-time
information for the selected T_SV CGRP abject(s). The following
states indicate the meaning of aTA_STATE returned in responseto a
GET reguest.

ACTi ve T_SVCGRP object is active within the server
identified by the returned values for the TA_SRVGRP
and TA_SRVI D attributes. Attribute values returned
indicate the current run-time instance of the service
and may not bereflected in the configuration instance
if temporary updates have been performed.
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I NActive

T_SVCGRP object is defined and inactive.

SUSpended

T_SVCGRP object defined, active, and currently
suspended. This serviceisnot available for access by
the application in this state. This stateis ACTi ve
equivalent for the purpose of determining
permissions.

PARti ti oned

T_SVCGRP object defined, active, and currently
partitioned from the master site of the application.
This serviceisnot available for access by the
application in thisstate. This state is ACTi ve
equivalent for the purpose of determining
permissions.

SET: {NEW| I Nval i d | ACTi ve | I NAct i ve | SUSpended}
A SET operation will update configuration and run-time information
for the selected T_SVCGRP object. Note that run-time modifications
to a service object may affect more than one active server. The
following states indicate the meaning of aTA STATE set in a SET
reguest. States not listed may not be set.

NEW

Create T_SVCGRP object for application. State change
allowed only wheninthe | Nval i d state. Successful
return leaves the object inthe | NAct i ve state.
~Limitation: Unconfigured services may still be active
by virtue of a server advertising them. In this case, the
service class state is ACTi ve and cannot be updated.

unset

Modify an existing T_SVCGRP object. This combination
isnot alowed inthe | NVal i d state. Successful return
leaves the object state unchanged.

I Nval i d

386

Delete T_SVCGRP object for application. State change
alowed only wheninthel NAct i ve state. Successful
return leaves the object inthe | Nval i d state.
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ACTi ve Activate (advertise) the T_SVCGRP object. State change
alowed only wheninthel NAct i ve, SUSpended or
I Nval i d states. Either TA_SRVI Dor TA_RQADDR
must be specified with this state change. For the purpose
of determining permissions for this state transition, the
active object permissions are considered (that is,
--X--X--X). Successful return leaves the object in the
ACTi ve state.

Limitation: State change not permitted for service names
(TA_SERVI CENAME) beginning with the reserved string

w

I NActi ve Deactivate thd _SVCGRP object. State change allowed
only when in theSUSpended state. Successful return
leaves the object in either th&lAct i ve (configured
entries) ol Nval i d (unconfigured entries) state.

Limitation: State change not permitted for service names
(TA_SERVI CENAME) beginning with the reserved string

“won

SUSpended Suspend th&_ SVCGRP object. State change allowed
only when in thedCTi ve state. Successful return leaves
the object in th&&USpended state.

Limitation: State change not permitted for service names
(TA_SERVI CENAME) beginning with the reserved string

“w on

TA_AUTOTRAN: {Y | N}
Automatically begin atransaction ("Y") when a service request message is
received for this service if the request is not already in transaction mode.

TA_LOAD: 1 <= num< 32,768
This T_SVCGRP object imposes the indicated load on the system. Service
loads are used for load balancing purposes, that is, queues with higher
enqueued workloads are less likely to be chosen for a new request.

TA PRI O 1 <= num< 101
This T_SVCGRP object has the indicated degqueuing priority. If multiple
service requests are waiting on a queue for servicing, the higher priority
requests will be serviced first.
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TA_SVCTI MEQUT: 0 <= num
Timelimit (in seconds) for processing requests for this service name. Servers
processing service requestsfor this servicewill be abortively terminated (kill
-9) if they exceed the specified time limit in processing the request. A value
of O for this attribute indicates that the service should not be abortively
terminated.

Limitation: Thisattribute valueisnot enforced on BEA Tuxedo Release4.2.2
sites or earlier.

TA TRANTI ME: 0 <= num
Transaction timeout value in seconds for transactions automatically started
for this T_SVCGRP object. Transactions are started automatically when a
reguest not in transaction mode is received and the T_SVCGRP: TA_AUTOTRAN
attribute value for the serviceis"Y".

TA LM D: LMD
Current logical machine on which an active server offering this serviceis
running.

TA RQADDR: st ri ng[1..30]
Symbolic address of the request queue for an active server offering this
service. See T_SERVER:TA_RQADDR for more information on this attribute.

TA _SRVI D: 1 <= num< 30,001
Unique (within the server group) server identification number for an active
server offering this service. See T_SERVER:TA_SRVI D for more information
on this attribute.

TA SVCRNAM st ring[1..15]
Function name within the associated server assigned to process requests for
this service. On a SET request, the server must be able to map the function
nameto afunction using itssymbol tableto successfully advertisethe service.
In some situations (for example, direct callsto t padverti se() by the
server), the function name for an ACTi ve service object will not be known
and the string "?" will be returned as the attribute value.

Limitation: This attribute may only be set along with a state change from
I NActi ve t0 ACTi ve.

TA BUFTYPE: st ri ng[1..256]
Configured buffer types accepted by this service.

Limitation: This attribute is settable only viathe corresponding T_SERVI CE
class object.
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Limitations

TA_ROUTI NGNAME: st ri ng[0..15]

Routing criteria name.

Limitation: This attribute is settable only via the corresponding T_SERVI CE
class object.

TA_NCOVPLETED: 0 <= num

Number of service requests completed with respect to the retrieved ACTi ve
or SUSpended object since it was activated (advertised).

Limitation: This attribute is returned only when the T_DOVAI N:TA_L DBAL
attributeisset to "Y".

TA_SVCTYPE: { APP | CALLABLE | SYSTEM

Type of service. APP indicates an application defined service name.
CALLABLE indicates a system provided callable service. SYSTEMindicates a
system provided and system callable service. SYSTEMservices are not
available to application clients and servers for direct access. Note that when
used asa GET key field, adelimited list ('’ delimiter) may be used to retrieve
multiple types of service group entries on one request. By default, only APP
services are retrieved.

Number of requests currently enqueued to this service. This attributeis
incremented at enqueue time and decremented when the server dequeuesthe
request. Limitation: This attribute is returned only when the

T_DOVAI N:TA_ MODEL attributeis set to SHVand the T_DOMAI N:-TA_LDBAL
attribute isset to "Y".

TA _NQUEUED: 0 <= num < 32,768

None.

Number of requests currently enqueued to this service. This attribute is
incremented at enqueue time and decremented when the server dequeuesthe
request.

Limitation: This attribute is returned only when the T_DOVAI N: TA_LDBAL
attributeisset to “y” .
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T _TLISTEN Class Definition

Overview  The T_TLI STEN class represents run-time attributes of the BEA Tuxedo system
listener processes for a distributed application.

Attribute Table

TM_MIB(5): T_TLISTEN Class Definition Attribute Table

Attribute Type  Permissions Values Default
TA LM D(k) string R-R-R-- LMD N/A
TA_STATE(K) sring R-R-R-- GET: “{ACTJ|INA }” N/A
SET: N/A N/A
(k) - GETkey field
Attribute  TA LM D: LM D
Semantics Logical machineidentifier.

TA_STATE:

GET: {I NAct i ve | ACTi ve}

SET:

A GET operation will retrieve run-time information for the selected
T_TLI STEN object(s). The following states indicate the meaning of
aTA STATE returned in response to a GET request.

INActive T_TLISTEN object not active.

ACTive T_TLISTEN object active.

SET operations are not permitted on this class. This attributeis
settable only viathe corresponding T_SERVI CE class object.

Limitations  This classis not available through thet padncal | () interface.
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T _TLOG (lass Definition

Overview

Attribute Table

Attribute
Semantics

The T_TLOG class represents configuration and run-time attributes of transaction logs.

This class allows the user to manipulate logs within an application, that is, create,

destroy, migrate, and so on.

TM_MIB(5): T_TLOG Class Definition Attribute Table

Attribute! Type Permissions Values Default
TA LM D(*) string  r--r--r-- LMD N/A
TA STATE(K) string  r- Xr-Xxr-- GET: “{ACT| INA | WAR" N/A
SET: “WAR” N/A
TA_TLOGCOUNT long r-Xr-Xr-- 1<=num N/A
TA_TLOGINDEX long r-Xr-Xr-- 0<=num N/A
TA_GRPN() long r--r--r-- 1 <= num< 30,000 ®
TA_TLOGDATA string  r-Xr-xr-- string[l..256] @]

(k) - GETkey field
(*) - GET/SET key, one or more required for SET operations

1Al attributesin Class T_TLOG are local attributes

2Oneor more TA_ GRPNOand TA_TLOGDATA attribute values may bereturned with each
object of the T_TLOG class. The attribute values for each of these attributes belonging
to the particular object are the TA_ TLOGCOUNT number of occurrences beginning with

the TA_TLOG NDEX.

TA LM D: LM D
Transaction log logical machine identifier.

TA_STATE:

GET: {ACTi ve | I NActi ve | WARnst art }

A GET operation will retrieve log configuration and run-time
information for the selected T_TLOG object(s). The following states
indicate the meaning of a TA_STATE returned in responseto a GET

request.
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ACTi ve

Thetransaction log exists and isactively logging commit
records for transactions coordinated on the site. This
corresponds to the associated T_MACHI NE object being
active.

I NActive

The transaction log exists but is currently inactive. This
state corresponds to the associated T_MACHI NE object
being inactive and can only be returned if the sitehas a
tlisten(1) processrunning; otherwise, thesiteis
unreachable and a object will not be returned.

WARnst art

The transaction log exists, is currently active, and is
marked for warmstart processing. Warmstart processing
will occur when the next server group is started on the
site. This state is ACTi ve equivalent for the purposes of
determining permissions.

SET: {WARnstart}

A SET operation will update log configuration and run-time
information for the selected T_TLOG object. The following states
indicate the meaning of a TA_STATE set in a SET request. States not
listed may not be set.

unset

Modify T_TLOG object. Allowed only when in the
ACTi ve state. Successful return leaves the object state
unchanged. The only object modifications permitted on
thisclassare additionsto thetransaction log. Inthis case,
TA TLOG NDEX and TA_TLOGCOUNT indicate the
objects of TA_TLOGDATA to be added.

WARnst art

Initiate warmstart for the T_TLOG object. State change
alowed only when in the ACTi ve state. Successful
return leaves the object in the WARnst art state.

TA_TLOGCOUNT: 1 <= num

Number of transaction log datarecords (TA_TLOGDATA) counted, retrieved, or
to be added. This attribute isignored for SET operations with a state change
indicated. For valid SET operations with no state change, this attribute

indicates the number of log records to be added to an active transaction log.
A GET operation with neither TA_ GRPNOnor TA_TLOGDATA specified returns
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acount of in uselog records. A GET operation with only TA_ GRPNO set will
return a count of in use log records with a coordinator group matching the
indicated group. A GET operation with only TA_ TLOGDATA set ("") will return
acount of in use log records and populate arrays of TA_TLOGDATA and
TA_GRPNO attribute values corresponding to the in use log records. A GET
operation with both TA_ GRPNOand TA_TLOGDATA set ("") will return a count
of in use log records with a coordinator group matching the indicated group
and populate arrays of TA_TLOGDATA and TA_GRPNO attribute values
corresponding to the in use log records.

TA_TLOG NDEX: 0 <= num
Index of thefirst object specific attribute values (TA_GRPNOand
TA_TLOGDATA) corresponding to this object.

TA_GRPNO: 1 <= num< 30,000
Transaction coordinator’s group number.

TA_TLOGDATA: st ri ng[1..256]
Formatted transaction|og entry. Thisattribute value should not beinterpreted
directly. Rather, it should be used solely as ameans of migrating log records
as part of server group migration.

Limitations  None
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T _TRANSACTION (lass Definition

Overview  TheT_TRANSACTI ON class represents run-time attributes of active transactions within
the application.

Attribute Table

TM_MIB(5): T_TRANSACTION Class Definition Attribute Table

Attributet Type  Permissions Values Default
TA_COORDLM D(k) string R-R-R-- LM D N/A
TA LM D(K) string R -R-R-- LMD N/A
TA_TPTRANI D(*) string R-R-R-- string[l.78] N/A
TA_XI D(*) string R-R-R-- string[l.78] N/A
TA_STATE(K) string R XR- XR-- GET:“{ACT|ABY|ABD|COMREA N/A

| DEC| SUS”

SET: “ABD” N/A
TA_TIMEOUT long R--R--R-- 1<=num N/A
TA_GRPCOUNT long R--R--R-- 1<=num N/A
TA_GRPINDEX long R--R--R-- 0<=num N/A
TA_GRPNO long R--R--R-- 1 <= num< 30,000 (2)

(k) - GETkey field
(*) - GET/SET key, one or more required for SET operations

1Al attributesin Class T_TRANSACTI ON are local attributes.

20ne or more TA_GRPNO attribute values may be returned with each object of the
T_TRANSACTI ON class. The attribute values for each of these attributes belonging to
the particular object arethe TA_ GRPCOUNT number of occurrences beginning with the
TA_GRPI NDEX.

Attribute  TA COORDLM D: LM D
Semantics Logical machineidentifier of the server group responsible for coordinating
the transaction.
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TA LM D. LM D
Retrieval machine logical machine identifier. Note that transaction attributes
are primarily kept local to a site and coordinated via common transaction
identifiers by transaction management servers (TMSs).

TA_TPTRAN D: st ri ng[1..78]
Transaction identifier as returned from t psuspend() mapped to astring
representation. The datain this field should not be interpreted directly by the
user except for equality comparison.

TA XI D: string[l..78]
Transaction identifier as returned from t x_i nf o() mapped to a string
representation. The datain this field should not be interpreted directly by the
user except for equality comparison.

TA_STATE:

GET: { ACTi ve | ABort onl Y | ABort eD | COMcal | ed | REAdy | DECi ded |

SUSpended}
A GET operation will retrieve run-time information for the selected
T_TRANSACTI ON object(s). The following states indicate the
meaning of aTA_STATE returned in response to a GET request. Note
that distinct objects pertaining to the same global transaction
(eguivalent transaction identifiers) may indicate differing states. In
general, the state indicated on the coordinator’s site
(TA_COORDLM D) indicates the true state of the transaction. The
exception iswhen a non-coordinator site notices a condition that
transitions the transaction state to ABor t onl Y. Thistransition will
eventually be propagated to the coordinator site and result in the
rollback of the transaction, but this change may not be immediately
reflected onthecoordinator site. All statesare ACTi ve equivalent for
the purpose of determining permissions.
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PREPr epar e Indicates that the transaction group contains servers
that have called xa_end (TMSUSPEND) during the
course of transactional work and that commit
processing is beginning. This state will exist until
either all serversthat caled xa_end (TMSUSPEND)
have caused acall to xa_end (TMSUCESS), at which
point the group state will become READy, or until one
of the target servers does arollback of the transaction
a which point the group state will become either
Post ABor T or ABort eD.

Post ABor T Indicates that a server called xa_end (TPFAI L) and
thatthe TMShasnot yet calledxa_r ol | back(). (that
is, that other serversthat had called xa_end
(TMBUSPEND) are being notified by the TMSin order
to clean up their associated CORBA objects.

Post COMrit  Not yet implemented.

SET: { ABor t eD}
A SET operation will update run-time information for the selected
T_TRANSACTI ON object. The following states indicate the meaning
of aTA STATE set in a SET request. States not listed may not be set.

unset Modify an existing T_TRANSACTI ONobject. This
combination is allowed only when in the REAdy state and
only for the purpose of updating an individual group’s state.
Successful return leaves the object state unchanged.

ABorteD Abort the T_TRANSACTI ON object for the application.
State change alowed only when in the ACTi ve,
ABor t onl Y, or COMcal | ed states. Successful return
leaves the object in the ABor t eD state.

TA TI MEQUT: 1 <= num
Timel€ft, in seconds, before the transaction will timeout on the retrieval site.
Note that this attribute value is returned only when the transaction state
(TA_STATE) iSACTi ve.
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TA GRPCOUNT: 1 <= num
Number of groups identified as participantsin the transaction by the
information returned from the retrieval site.

TA_GRPI NDEX: 1 <= num
Index of thefirst group specific attribute values (TA_GRPNO) corresponding to
this object.

TA_GRPNO. 1 <= num< 30,000
Group number of the participating group.

Limitations  None.
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T _ULOG (lass Definition

Overview  The T_ULOGclass represents run-time attributes of user | og() fileswithin an
application.

Attribute Table
TM_MIB(5): T_ULOG Class Definition Attribute Table

Attribute! Type Permissions Values Default
TA_LM D(K) string R-R-R-- LMD @)
TA_PM D(x) string R-R-R-- string[1..30] ®
TA_MVDDYY(k) long R-R-R-- mddyy Current date
TA_STATE string R-R-R-- GET: “ACT” N/A
SET: N/A N/A
TA_ULOGTIMEK) long R--R--R-- hhmmss 000000
TA_ENDTIMEK) long K--K--K-- hhmmss 235959
TA_ULOGLINEK) long R--R--R-- 1<=num 1
TA_ULOGMSR) string R--R--R-- string[l..256] N/A
TA_TPTRANIDOK) string R--R--R-- string[l..78] N/A
TA_XID (k) string R--R--R-- string[l..78] N/A
TA_PID(K) long R--R--R-- 1<=num N/A
TA_THREADID integer r--r--r-- 0<=num NA
TA_CONTEXTIRK) long r--r--r-- -2<=num< N/A
30,000
TA_SEVERITY(X) string R--R--R-- string[1..30] N/A
TA_ULOGCAK) string R--R--R-- string[1..30] N/A
TA_ULOGMSGNUM long R--R--R-- 1<=num N/A
TA_ULOGPROCNWM string R--R--R-- string[1..30] N/A
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TM_MIB(5): T_ULOG Class Definition Attribute Table

Attributet Type Permissions Values Default

(k) - GET key field
(X) - Regular expression GET key field

1Al attributesin Class T_ULOG are local attributes.

2TA_LM Disarequired field used by the system to determinewhich application log file
should be accessed. It is hot used to restrict returned records to only those generated
from processes running on the indicated machine. In cases where multiple machines
share alog file viaa networked file system, multiple TA_LM D values may be returned
even though a specific value has been provided as a key field. For the same reasons,
TA_PM Disnot considered in directing the request to a particular machine, but is used
in determining which records should be returned. In this capacity, it may be useful to
leverage TA_PM D as aregular expression key field.

Attribute  TA LM D: LM D
Semantics Retrieval machine logical machine identifier.

TA_PM D: st ring[1..30]
Physical machine identifier.

TA_MVDDYY: nmddyy
Date of userlog file found or to be accessed.

TA_STATE:

GET: { ACTi ve}
A GET operation will retrieve run-time information for the selected
T_ULOG object(s). The following states indicate the meaning of a
TA_STATE returned in response to a GET request.

ACTi ve The object returned reflects an existing userlog file on the
indicated logical machine.
SET:

SET operations are not permitted on this class.
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TA _ULOGTI ME: hhmmss
Thetime of the userlog message represented by this object. The value of this
attribute is formed by multiplying the hour by 10,000, adding to that the
minute multiplied by 100, and finally adding in the seconds. When used as a
key field, thisattribute representsthe start of the timerangeto be accessed for

messages.

TA_ENDTI ME: hhnmss
Thelatest time to be considered in a GET operation when accessing this
user | og file.

TA ULOGLI NE: 1 <= num
Theline number of the userlog message returned/requested within the userlog
file. When used as a key field for retrieval, this value indicates the starting
line within the log file.

TA _ULOGVSG st ri ng[1..256]
The entire text of the userlog message as it appears in the userlog file.

TA TPTRANI D: st ring[1..78]
Transaction identifier asreturned from t psuspend() . The datain thisfield
should not beinterpreted directly by the user except for equality comparison.
M essages not associated with transactionswill retrieve aO-length string asthe
value for this attribute.

TA XI D: string[l.78]
Transaction identifier asreturned fromt x_i nf o() . Thedatain thisfield
should not beinterpreted directly by the user except for equality comparison.
M essages not associated with transactionswill retrieve a0O-length string asthe
value for this attribute.

TA PID: 1<=num
Process identifier of the client or server that generated the userlog message.

TA_THREADI D: 0 <= num
Identifier for the thread that wrote this userlog message.

TA_CONTEXTI D: -2 <= num< 30,000
Identifier for this particular application association.

TA SEVERI TY: st ri ng[1..30]
Severity of message, if any.
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Limitations

Diagnostics

TA_ULOGCAT: st ri ng[1..30]
Catal og name from which the message was derived, if any.

TA_ULOGVEGNUM 1 <= num
Catal og message number, if the message was derived from a catalog.

TA_ULOGPROCNM st ri ng[1..30]
Process name of the client or server that generated the userlog message.

Retrievals may be done only if the associated T_MACHI NE object is also ACTi ve.

Retrievals for this class must be directed, that is, the TA_LM D attribute must be
specified. Retrievals of log recordswritten by Workstation clientsare available only if
the log file used by the client is shared with one of the machines defined in the
T_MACH NE class for the application. Otherwise, these log records are unavailable
through this class.

Retrievals on this class which cannot be completely satisfied will alwaysreturn a
TA_MORE value of 1 indicating only that more information may be available for the
originating request.

There aretwo general types of errorsthat may be returned to the user when interfacing
with TM_M B(5). First, any of thethree ATMI verbs (tpcal | (),tpgetrply(),and
t pdequeue() ) used to retrieve responses to administrative requests may return any
error defined for them. These errors should be interpreted as described on the
appropriate reference pages.

If, however, therequest is successfully routed to a system service capabl e of satisfying
the request and that service determines that there is a problem handling the request,
then failure may be returned inthe form of an application level servicefailure. Inthese
cases, t pcal | () andtpcal | () will returnan error witht pget rpl y() setto
TPESVCFAI L and return areply message containing the original request along with
TA_ERROR, TA_STATUS, and TA_BADFLDfieldsfurther qualifying the error asdescribed
below. When aservicefailure occursfor arequest forwarded to the system through the
TMQFORWARD( 5) server, the failure reply message will be enqueued to the failure
queue identified on the original reguest (assuming the - d option was specified for
TMQFORWARD).

When a service failure occurs during processing of an administrative request, the
FML32 field TA_STATUS is set to atextual description of the failure, and the FML 32
field TA_ERRORIs set to indicate the cause of the failure asindicated below. All error
codes are guaranteed to be negative.
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Interoperability

Portability

Examples

Field Tables

[ot her]
Other error return codes generic to any component MIB are specified in the
M B( 5) reference page. These error codes are guaranteed to be mutually
exclusive with any TM M B(5) specific error codes defined here.

Thefollowing diagnostic codes are returned in TA_ERROR to indicate successful
completion of an administrative request. These codes are guaranteed to be
non-negative.

[ot her]
Other return codes generic to any component MIB are specified in the
M B( 5) reference page. These return codes are guaranteed to be mutually
exclusive with any TM M B(5) specific return codes defined here.

The header files and field tables defined in this reference page are available on BEA
Tuxedo Release 5.0 and later. Fields defined in these headers and tables will not be
changed from rel easeto release. New fieldsmay be added which are not defined on the
older release site. Accessto the AdminAPI is avail able from any site with the header
filesand field tables necessary to build a request.

If sitesof differing releases, both greater than or equal to BEA Tuxedo Release 5.0, are
interoperating, then information on the older site is available for access and update as
defined in the MIB reference page for that release and may be a subset of the
information available in the | ater release.

The existing FML32 and ATM | functions necessary to support administrative
interaction with BEA Tuxedo system MIBs, aswell as the header file and field table
defined in this reference page, are available on all supported native and workstation
platforms.

This section contains a sequence of code fragmentsthat configure, activate, query, and
deactivate atwo node application using both t padntal | () andtpcal | (). Variable
names are used in placeswhere reasonabl e values for alocal environment arerequired,
for example, TUXCONFI Gis atwo element array of character pointers with each
element identifying the full path name of the TUXCONFI Gfile on that machine.

Thefield tablet padmmust be available in the environment to have accessto attribute
field identifiers. This can be done at the shell level asfollows:

$ FI ELDTBLS=t padm $ FLDTBLDI R=${ TUXDI R}/ udat aobj
$ export FIELDTBLS FLDTBLDI R
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Header Files

Libraries

The following header files are included.

#i ncl ude <atm . h> #include <fm 32. h>
#i ncl ude <tpadm h>

${TUXDIR}/1ib/libtmb.a, ${TUXDIR/I1ib/libgm a,
${TUXDIR}/ lib/libtmb.so.<rel> ${TUXDIR}/Ilib/libgm so.<rel >,
${TUXDIR}/lib/libtmb.lib

The libraries must be linked manually when using bui | dcl i ent . The user must use:
-L$ (TUXDIR) /lib -lItnib -1 gm

Initial Configuration

The following code creates and populates an FML 32 buffer that is then passed to

t padncal | () for processing. This example also shows interpretation of

t padntal | () return codes. The request shown createstheinitial configuration for the
application.

/* Allocate and initialize the buffer */ ibuf = (FBFR32 *)t pal
loc("FM.32", NULL, 4000);

obuf = (FBFR32 *)tpall oc("FM.32", NULL, 4000);

/* Set MB(5) attributes defining request type */

Fchg32(i buf, TA OPERATION, 0, "SET", 0);

Fchg32(ibuf, TA CLASS, 0, "T_DOWAIN', 0);

Fchg32(i buf, TA STATE, 0, "NEW, 0);

/* Set TMMB(5) attributes to be set in T_DOMAIN class object */
Fchg32(ibuf, TA OPTIONS, 0, "LAN M GRATE"', 0);

Fchg32(ibuf, TA IPCKEY, 0, (char *)& pckey, 0);

Fchg32(i buf, TA MASTER, 0, "LMD1", 0);

Fchg32(i buf, TA MODEL, 0, "MP", 0);

/* Set TM M B(5) attributes for TA MASTER T_MACHI NE cl ass obj ect */
Fchg32(ibuf, TA LMD, 0, "LMD1", 0);

Fchg32(i buf, TAPMD, 0, pmd[0], 0);

Fchg32(i buf, TA TUXCONFIG 0, tuxconfig[O0], 0);

Fchg32(ibuf, TATUXDIR 0, tuxdir[0], 0);

Fchg32(ibuf, TA APPDIR, 0, appdir[0], 0);

Fchg32(ibuf, TA ENVFILE, 0, envfile[O0], O);

Fchg32(i buf, TA ULOGPFX, 0, ulogpfx[0], 0);

Fchg32(ibuf, TA BRIDGE, 0, "/dev/tcp", 0);

Fchg32(i buf, TA NADDR, 0, naddr[O0], O0);

Fchg32(ibuf, TA NLSADDR, 0, nlsaddr[0], O);

/* Performthe action via tpadntall () */
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if (tpadntall (ibuf, obuf, 0) 0) {
fprintf(stderr, "tpadntall failed: %\n", tpstrerror(tperrno));
/* Additional error case processing */

}

Add Second Machine

The following code reuses the buffers allocated in the previous section to build a
reguest buffer. The request shown below adds a second machine to the configuration
established earlier.

/* Clear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));
/* Set MB(5) attributes defining request type */
Fchg32(i buf, TA OPERATION, 0, "SET", 0);
Fchg32(i buf, TA CLASS, 0, "T_MACH NE', 0);
Fchg32(i buf, TA STATE, 0, "NEW, 0);
/* Set TMMB(5) attributes to be set in T_MACH NE cl ass obj ect */
Fchg32(i buf, TA LMD, 0, "LMD2", 0);
Fchg32(i buf, TA PMD, 0, pmd[1l], 0);
Fchg32(i buf, TA TUXCONFI G 0O, tuxconfig[l], 0);
Fchg32(i buf, TA TUXDIR, 0, tuxdir[1], 0);
Fchg32(i buf, TA APPDIR, 0, appdir[1], 0);
Fchg32(i buf, TA ENVFILE, 0, envfile[l], 0);
Fchg32(i buf, TA ULOGPFX, 0, ul ogpfx[1], 0);
Fchg32(i buf, TA BRIDGE, 0, "/dev/tcp", 0);
Fchg32(i buf, TA NADDR 0, naddr[1], O);
Fchg32(i buf, TA NLSADDR, 0, nlsaddr[1], 0O);

tpadnctall (...) /* See earlier exanpl e for detail ed error processing
*/

Make Second Machine Backup Master

Theexisting buffers are again reused to identify the newly configured second machine
as the backup master site for this application.

/* Clear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));
/* Set MB(5) attributes defining request type */

Fchg32(i buf, TA OPERATION, 0, "SET", 0);

Fchg32(i buf, TA CLASS, 0, "T_DOWAIN', 0);

/* Set TMMB(5) T _DOVAIN attributes changing *
Fchg32(i buf, TA MASTER, 0, "LM D1, LM D2", 0);

tpadncal I (...); /* See earlier exanple for detailed error
processing */
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Add Two Server Groups

Reuse the buffers to generate two requests, each adding one server group to the

configured application. Note how the second request simply modifies the necessary
fieldsin the existing input buffer.

/* dear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Set MB(5) attributes defining request type */
Fchg32(i buf, TA OPERATION, 0, "SET", 0);

Fchg32(i buf, TA CLASS, 0, "T_GROUP', 0);

Fchg32(i buf, TA STATE, 0, "NEW, 0);

/* Set TMMB(5) attributes defining first group */
Fchg32(i buf, TA SRVGRP, 0, "GRP1", 0);

Fchg32(ibuf, TA GRPNO, 0, (char *)&grpno[0], 0);
Fchg32(ibuf, TA LMD, 0, "LMD1, LM D2", 0);

tpadncall (...); /* See earlier exanple for detailed error
processing */

/* Set TMMB(5) attributes defining second group */
Fchg32(ibuf, TA SRVGRP, 0, "GRP2", 0);

Fchg32(ibuf, TA GRPNO, 0, (char *)&grpno[1l], 0);
Fchg32(i buf, TA LMD, 0, "LMD2,LMD1", 0);

tpadncall (...); /* See earlier exanple for detailed error
processing */

Add One Server Per Group

Reuse the allocated buffersto add one server per group to the configured application.
/* dear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Set MB(5) attributes defining request type */
Fchg32(i buf, TA OPERATION, 0, "SET", 0);
Fchg32(ibuf, TA CLASS, 0, "T_SERVER', 0);

Fchg32(i buf, TA STATE, 0, "NEW, 0);

/* Set TMMB(5) attributes defining first server */
Fchg32(i buf, TA SRVGRP, 0, "GRP1", 0);

Fchg32(ibuf, TA SRVID, 0, (char *)&srvid[0], 0);
Fchg32(i buf, TA SERVERNAME, 0, "ECHO', 0)

tpadncall (...); /* See earlier exanple for detailed error
processing */
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/* Set TMMB(5) attributes defining second server */
Fchg32(i buf, TA SRVGRP, 0, "GRP2", 0);
Fchg32(i buf, TA SRVID, 0, (char *)&srvid[1l], 0);

tpadntal I (...); /* See earlier exanple for detailed error
processi ng */

Add Routing Criteria

Add arouting criteria definition. Note that routing criteria may be dynamically added
to arunning application using a similar operation viathet pcal | () interface.

/* Clear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Set MB(5) attributes defining request type */
Fchg32(i buf, TA OPERATION, 0, "SET", 0);

Fchg32(i buf, TA CLASS, 0, "T_RQUTING', 0);
Fchg32(i buf, TA STATE, 0, "NEW, 0);

/* Set TMMB(5) attributes defining routing criteria */
Fchg32(i buf, TA ROUTI NGNAME, 0, "ECHOROUTE", 0);

Fchg32(i buf, TA BUFTYPE, 0, "FM.", 0);

Fchg32(i buf, TA FIELD, 0, "LONG DATA"', 0);

Fchg32(i buf, TA RANGES, 0, "M N 100: GRP1, 100- MAX: GRP2", 26);

tpadncal I (...); /* See earlier exanple for detailed error
processing */

Add Service Definition

Define a service object that maps the advertised service nameto the routing criteria
defined above.

/* Clear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Set MB(5) attributes defining request type */
Fchg32(i buf, TA OPERATION, 0, "SET", 0);

Fchg32(i buf, TA CLASS, 0, "T_SERVICE', 0);
Fchg32(i buf, TA STATE, 0, "NEW, 0);

/* Set TMMB(5) attributes defining service entry */
Fchg32(i buf, TA SERVI CENAME, 0, "ECHO', 0);
Fchg32(i buf, TA ROUTI NGNAME, 0, "ECHOROUTE", 0);

tpadncal I (...); /* See earlier exanple for detailed error
processing */
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Activate Master Site Admin

Activate the master site administrative processes (DBBL, BBL, BRIDGE) by setting
the T_DOMAI N class object state to ACTI VE.

/* dear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Set MB(5) attributes defining request type */
Fchg32(i buf, TA OPERATION, 0, "SET", 0);
Fchg32(ibuf, TA CLASS, 0, "T_DOWAIN', 0);

Fchg32(i buf, TA STATE, 0, "ACT", 0);

tpadntal I (...); /* See earlier exanple for detailed error
processing */

Switch to Active Application Administration

Now that the application is active, we need to join the application and make our
AdminAPI requests viathet pcal | () interface.

/* Now that the systemis active, join it as the adm nistrator */
tpinfo = (TPINIT *)tpalloc("TPINIT", NULL, TPI NI TNEED(O));
sprintf (tpinfo->usrnanme, "appadm n");

sprintf(tpinfo->cltnanme, "tpsysadni);

if (tpinit(tpinfo) < 0) {

fprintf(stderr, "tpinit() failed: %\n", tpstrerror(tperrno));
/* Additional error case processing */

}

/* Reinitialize buffers as typed buffers */
Fini t32(i buf, Fsizeof32(ibuf));
Fi ni t 32( obuf, Fsizeof 32(obuf));

Adtivate Rest of Application

Activate the remaining portions of the application. Note that the administrative user
may request unsolicited notification messages be sent just before and just after the
attempted boot of each server by setting the TM B_NOTI FY flag in the TA_FLAGS
attribute of the request. This example shows handling of an error return from
tpcall ().

/* dear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));
/* Set MB(5) attributes defining request type */

Fchg32(ibuf, TA CPERATION, 0, "SET", 0);
Fchg32(ibuf, TA CLASS, 0, "T_MACH NE', 0);
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Fchg32(i buf, TA STATE, 0, "RAC', 0);

/* Set TMMB(5) attributes identifying machi ne */
Fchg32(i buf, TA LMD, 0, "LMD1", 0);

/* Invoke the /Adm nAPI and interpret results */

if (tpcall (".TMB", (char *)ibuf, 0, (char **)&obuf, &olen, 0) <
0) {

fprintf(stderr, "tpcall failed: %\n", tpstrerror(tperrno));

if (tperrno == TPESVCFAI L) {

Fget 32( obuf, TA ERROR, 0, (char *)&ta_error, NULL);

ta_status = Ffind32(obuf, TA STATUS, 0, NULL);

fprintf(stderr, "Failure: %d, %\n",

ta _error, ta_status);

/* Additional error case processing */

}

Query Server Status

Generate a query on the status of one of the activated servers.
/* Clear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));

/* Set MB(5) attributes defining request type */
Fchg32(i buf, TA OPERATION, 0, "GET", 0);

Fchg32(i buf, TA CLASS, 0, "T_SERVER', 0);

flags = M B_LOCAL;

Fchg32(i buf, TA FLAGS, 0, (char *)&flags, 0);

/* Set TMMB(5) attributes identifying nmachine */

Fchg32(i buf, TA SRVGRP, 0, "GRP1", 0);

Fchg32(i buf, TA SRVID, 0, (char *)&srvid[0], 0);

tpcall(...); /* See earlier exanple for detailed error processing
*/

Deactivate Application

Deactivate the application by setting the state of each machineto I NACTI VE. Notethat
the TM B_NOTI FY flag could be used with this operation a so.

/* Clear the request buffer */ Finit32(ibuf, Fsizeof32(ibuf));
/* Shut down Renote Machine First */

/* Set MB(5) attributes defining request type */
Fchg32(i buf, TA OPERATION, 0, "SET", 0);
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Files

See Also

Fchg32(ibuf, TA CLASS, 0, "T_MACHI NE', 0);
Fchg32(ibuf, TA LMD, 0, "LMD2", 0);
Fchg32(ibuf, TA STATE, 0, "INA", 0);

tpcall(....); /* See earlier exanple for detail ed error processing
*/

/* And now application servers on master nachine *
flags = TM B_APPONLY;

Fchg32(ibuf, TA FLAGS, 0, (char *)&flags, 0);
Fchg32(ibuf, TA LMD, 0, "LMD1", 0);

tpcall (...); /* See earlier exanple for detailed error processing
*/

/* Terminate active application access */
tpternm();

/* Finally, shutdown the naster adm n processes */
Fini t32(i buf, Fsizeof32(ibuf));

Fchg32(i buf, TA OPERATION, 0, "SET", 0);
Fchg32(ibuf, TA CLASS, 0, "T_DOMWAIN', 0);

Fchg32(i buf, TA STATE, 0, "INA", 0);

tpadncall (...); /* See earlier exanple for detailed error
processing */

${TUXDI R}/ i ncl ude/t padm h, ${TUXD R}/ udat aobj/t padm

tpacall (3c),tpalloc(3c),tpcall (3c),tpdequeue(3c),tpenqueue(3c),
t pget rpl y(3c),tpreal |l oc(3c), Introductionto FML Functions, Fadd,
Fadd32(3fm ), Fchg, Fchg32(3fm),Ffind, Ffind32(3fm),MB(5),
W5_M B(5)

Setting Up a BEA Tuxedo Application
Administering a BEA Tuxedo Application at Run Time
Programming a BEA Tuxedo Application Using C

Programming a BEA Tuxedo Application Using FML
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TMQFORWARD(5)

Name

Synopsis

Description

TMQFORWARD - M essage Forwarding Server

TMOFORWARD SRVGRP="|denti fier" SRVI D="nunber" REPLYQ=N CLOPT="
[-A] [servopts options] -- -q queuenane[, queuenane. . .]
[-t trantime ] [-i idletine]l] [-e] [-d] [-n] [-f delay]

Themessage forwarding server isaBEA Tuxedo system-supplied server that forwards
messages that have been stored using t penqueue() for later processing. The
application administrator enables automated message processing for the application
servers by specifying this server as an application server in the SERVERS section.

Thelocation, server group, server identifier and other generic server related parameters
are associated with the server using the already defined configuration file mechanisms
for servers. Thefollowingisalist of additional command line optionsthat are avail able
for customization.

- q queuenamne[, queuenane. . . ]
is used to specify the names of one or more queues/services for which this
server forwards messages. Queue and service names are strings limited to 15
characters. Thisoption isrequired.

-t trantine
isused to indicate the transaction timeout value used on t pbegi n() for
transactions that dequeue messages and forward them to application servers.
If not specified, the default is 60 seconds.

-i idletinme
isused to indicate the time that the server isidle after draining the queue(s)
thatitisreading. A value of zero indicatesthat the server will continually read
the queue(s), which can be inefficient if the queues do not continually have
messages. |f not specified, the default is 30 seconds.

isused to cause the server to exit if it finds no messages on the queue(s). This,
combined with the threshold command associated with the queue(s), can be
used to start and stop the TMQFORWARD server in response to fluctuations of
messages that are enqueued.
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is used to cause messages that result in service failure and have areply
message (non-zero in length) to be deleted from the queue after the
transaction isrolled back. That is, the original request message is deleted
from the queue—not put back on the queue—if the servicedfadls reply
message (non-zero in length) is received from the server.

The reply message is enqueued to the failure queue, if one is associated with
the message and the queue exists. If the message is to be deleted at the same
time as the retry limit configured for the queue is reached, the original request
message is put into the error queue.

is used to cause messages to be sent usimg@tagRAN flag. This flag allows
for forwarding to server groups that are not associated with a resource
manager.

-f del ay
is used to cause the server to forward the message to the service instead of
usingt pcal I . The message is sent such that a reply is not expected from the
service. Th@MQFORWARD server does not block waiting for the reply from the
service and can continue processing the next message from the queue. To
throttle the system such thEMQFORWARD does not flood the system with
requests, theel ay numeric value can be used to indicate a delay, in seconds,
between processing requests; use zero for no delay.

Messages are sent to a server providing a service whose name matches the queue name
from which the message is read. The message priority is the priority specified when

the message is enqueued, if set. Otherwise, the priority is the priority for the service,

as defined in the configuration file, or the default (50).

Messages are dequeued and sent to the server within a transaction. If the service
succeeds, the transaction is committed and the message is deleted from the queue. If
the message is associated with a reply queue, then any reply from the service is
enqueued to the reply queue, along with the returpedcode. If the reply queue

does not exist, the reply is dropped.

An application may be able to specify the quality of service for a reply to a message
when the original message is enqueued. If a reply quality of service is not specified,
then the default delivery policy specified for the reply queue is used. Note that the
default delivery policy is determined when the reply to a message is enqueued. That s,
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if the default delivery policy of the reply queue is modified between the time that the
original message isenqueued and the reply to the messageis enqueued, the policy used
isthe one in effect when the reply isfinaly enqueued.

If the service fails, then the transaction is rolled back and the message is put back on
the queue, up to the number of times specified by the retry limit configured for the
gueue. When amessage is put back on the queue, the rules for ordering and degqueuing
that applied when it was first put on the queue are (in effect) suspended for del ay
seconds; this opens up the possibility, for example, that a message of alower priority
may be dequeued ahead of the restored message on a queue ordered by priority.

If the - d option is specified, the message is deleted from the queueif the service fails
and areply messageisreceived from the server, and the reply message (and associated
t pur code) areenqueued to thefailure queue, if oneisassociated with the message and
the queue exists. If the message isto be deleted at the same time as the retry limit for
the queueis reached, the original request message is put into the error queue.

Any configuration condition that prevents TMQFORWARD from dequeuing or forwarding
messages will cause the server to fail to boot. These conditions include the following:

m  The SRVGRP must have TMSNAME set to TMS_QM

m  OPENI NFOmust be set to indicate the associated device and queue name.
m The SERVER entry must not be part of an MSSQ set.

® REPLYQmMmust be set to N.

m The- g option must be specified in the command line options.

m The server must not advertise any services (that is, the - s option must not be
specified).

As delivered, TMQFORWARD handles the standard buffer types provided with the BEA
Tuxedo system. If additional application buffer types are needed, then a customized
version of TMQFORWARD needs to be built using bui | dser ver ( 1) with a customized
type switch. See the description in Using the BEA Tuxedo /Q Component.

Thefilesincluded by the caller should include only the application buffer type switch
and any required supporting routines. bui | dser ver isused to combine the server
object file, $TUXDI R/ 1 i b/ TMQFORWARD. o, with the application type switch file(s),
and link it with the needed BEA Tuxedo system libraries. The following example
provides a sample for further discussion.
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Portability

Interoperability

bui | dserver -v -0 TMQFORWARD -r TUXEDO QM -f
${TUXDI R}/ |'i b/ TMQFORWARD. 0 -f apptypsw. o

Thebui | dser ver options are asfollows:

-V
specifies that bui | dser ver should work in verbose mode. In particular, it
writes the cc command to its standard output.

-0 nane
specifies the file name of the output load module. The name specified here
must also be specified in the SERVERS section of the configuration file. It is
recommended that the name TMQFORWARD be used for consistency. The
application specific version of the command can beinstalled in $APPDI Ritis
booted instead of the versionin $TUXDI R/ bi n.

-r TUXEDO QM
specifies the resource manager associated with this server. The value
TUXEDQ QMiappears in the resource manager table located in
$TUXDI R/ udat aobj / RMand includesthelibrary for the BEA Tuxedo system
gueue manager.

-f $TUXDI R/ | i b/ TMQFORWARD. o
specifies the object file that contains the TMQFORWARD service and should be
specified as the first argument to the - f option.

-f firstfiles
specifies one or more user filesto be included in the compilation and/or link
edit phases of bui | dser ver . Source files are compiled using the either the
cc command or the compilation command specified through the CC
environment variable. These files must be specified after including the
TMQFORWARD.0 object file. If more than one fileis specified, file names must
be separated by white space (space or tab) and the entire list must be enclosed
in quotation marks. This option can be specified multiple times.

The - s option must not be specified to advertise services.

TMQFORWARD i s supported as a BEA Tuxedo system-supplied server on al supported
server platforms.

TMQFORWARD may be run in an interoperating application, but it must run on a BEA
Tuxedo Release 4.2 or later node.
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Examples

See Also

*GROUPS # For NT, :nyqueue becones ;nyqueue
TMQUEUEGRP LM D=l mi d GRPNO=1 TMSNAME=TM5_QM

OPEN NFO="TUXEDQO' QM / dev/ devi ce: myqueue"
# no CLOSEINFO i s required

*SERVERS # recommended val ues RESTART=Y GRACE=0

TMQFORWARD SRVGRP="TMQUEUEGRP" SRVI D=1001 RESTART=Y GRACE=0
CLOPT=" -- -qgservicel, service2" REPLYQ=N

TMQUEUE SRVGRP="TMQUEUEGRP" SRVI D=1000 RESTART=Y GRACE=0
CLOPT="-s ACCOUNTI NG TMQUEUE"

bui | dserver (1),t pdequeue(3c),tpenqueue(3c), servopt s(5), TMUEUE(5) ,
UBBCONFI (( 5)

Setting Up a BEA Tuxedo Application

Programming a BEA Tuxedo Application Using C
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Name  TMQUEUE - Message Queue Manager

Synopsis  TMQUEUE
SRVCRP="i dentifier"
SRVI D=" nunmber" CLOPT=" [-A][servopts options] -- [-t tinmeout]"

Description  The message queue manager isaBEA Tuxedo system-supplied server that enqueues
and dequeues messages on behalf of programs calling t penqueue() and
t pdequeue() , respectively. The application administrator enables message
enqueuing and dequeuing for the application by specifying this server asan application
server in the SERVERS section.

Thelocation, server group, server identifier and other generic server related parameters
are associated with the server using the already defined configuration file mechanisms
for servers. Thefollowingisalist of additional command line optionsthat are available
for customization.

-t tinmeout
is used to indicate the timeout to be used for queuing operations when not in
transaction mode (for example, t penqueue() or t pdequeue() arecalled
when the caller is not in transaction mode or with the TPNOTRAN flag). This
value also has an impact on dequeue requests with the TPQWAI T option since
the operation will timeout and an error will be sent back to the requester based
on thisvalue. If not specified, the default is 30 seconds.

A TMQUEUE server is booted as part of an gpplication to facilitate application access to
its associated queue space; a queue space is a collection of queues.

Any configuration condition that prevents the TMQUEUE from enqueuing or dequeuing
messages will cause the TMQUEUE to fail at boot time. The SRVGRP must have TVSNAVE
set to TMS_QW, and must have OPENI NFOset to i ndicate the associ ated device and queue
space name.

Queue Name  Thet penqueue() andt pdequeue() functions take a queue space name astheir first
for Message  argument. Thisname must bethe name of aservice advertised by TMQUEUE. By default,
Submission  TMQUEUE only offers the serviceTMQUEUE". While this may be sufficient for
applications with only a single queue space, applications with multiple queue spaces
may need to have different queue space names. Additionally, applications may wish to
provide more descriptive service names that match the queue space names.
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Advertising additional service names can be done using the standard server command
line option, -s, asshown below in EXAMPLES. An alternativeisto hard-codethe service
when generating a custom TMQUEUE program, as discussed in the following section.

While these methods (the server command line option or a customized server) may be
used for static routing of messages to a queue space, dynamic routing may be
accomplished using data dependent routing. In this case, each TMQUEUE server would
advertise the same service name(s) but a ROUTI NGfield in the configuration file would
be used to specify routing criteriabased on the application datain the queued message.
The routing function returns a GROUP based on the service name and application typed
buffer data, which is used to direct the message to the service at the specified group
(note that there can be only one queue space per GROUP, based on the OPENI NFOSstring).

As delivered, TMQUEUE handles the standard buffer types provided with BEA Tuxedo
system. If additional application buffer types are needed, then a customized version of
TMQUEUE needs to be built using bui | dser ver (1) . See the description in Using the
BEA Tuxedo /Q Component.

The customization described in bui | dser ver can also be used to hard-code service
names for the server.

Thefilesincluded by the caller should include only the application buffer type switch
and any required supporting routines. bui | dser ver isused to combine the server
object file, $TUXDI R/ | i b/ TMQUEUE. o, with the application type switch file(s), and
link it with the needed BEA Tuxedo system libraries. Thefollowing example provides
asample for further discussion.

bui |l dserver -v -0 TMQUEUE -s gspacenane: TMQUEUE -r TUXEDO QM \
-f ${TUXDIR}/Iib/ TMQEUE. o -f apptypsw.o

Thebui | dserver optionsare as follows:

-V
specifiesthat bui | dser ver should work in verbose mode. In particular, it
writesthe cc command to its standard output.

-0 nane
specifies the file name of the output load module. The name specified here
must also be specified in the SERVERS section of the configuration file. It is
recommended that TMQUEUE be used for consistency.

-s gspacenane, gspacenane :TMUEUE
specifies the names of servicesthat can be advertised when the server is
booted (see ser vopt s( 5) ). For this server, they will be used as the aliases
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for the queue space name to which requests may be submitted. Spaces are not
allowed between commas. The function name, TMQUEUE, is preceded by a
colon. The - s option may appear several times.

-r TUXEDQ' QM
specifies the resource manager associated with this server. The value
TUXEDQ QMiappears in the resource manager table located in
$TUXDI R/ udat aobj / RMand includesthelibrary for the BEA Tuxedo system
gueue manager.

-f $TUXDI R/ 1i b/ TMQUELE. o
specifies the object file that contains the TMQUEUE service and should be
specified as the first argument to the - f option.

-f firstfiles
specifies one or more user filesto be included in the compilation and/or link
edit phases of bui | dser ver . Source files are compiled using the either the
cc command or the compilation command specified through the CC
environment variable. These files must be specified after including the
TMQUEUE. o object file. If more than one fileis specified, file names must be
separated by white space (space or tab) and the entirelist must be enclosed in
quotation marks. This option can be specified multiple times.

Portability =~ TMQUEUE issupported asaBEA Tuxedo system-supplied server on all supported server
platforms.

Interoperability = TMQUEUE may beruninaninteroperating application, but it must run on aBEA Tuxedo

Release 4.2 or later node.

Examples

* GROUPS
# For NT, :myqueue becones ;nyqueue
TMQUEUEGRP1 GRPNO=1 TMSNAME=TMS_(QM

OPENI NFO="TUXEDO' Qvt / dev/ devi cel: nyqueue"
# For NT, :myqueue becones ;nyqueue
TMQUEUEGRP2 GRPNO=2 TMSNAME=TMS_(QM

OPENI NFO="TUXEDO' Qvt / dev/ devi ce2: nyqueue"

* SERVERS
# The queue space name, nyqueue, is aliased as ACCOUNTING in this exanple
TMQUEUE SRVGRP="TMQUEUEGRP1" SRVI D=1000 RESTART=Y GRACE=0
CLOPT="-s ACCQUNTI NG TMQUEUE"
TMQUEUE SRVGRP="TMQUEUEGRP2" SRVI D=1000 RESTART=Y GRACE=0
CLOPT="-s ACCQUNTI NG TMQUEUE"

BEA Tuxedo File Formats and Data Descriptions Reference

417



Section 5 - File Formats and Data Descriptions

TMOFORWARD SRVGRP="TMQUEUEGRP1" SRVI D=1001 RESTART=Y GRACE=0 REPLYQ=N

CLOPT=" -- -gservicel"

TMFORWARD SRVGRP="TMQUEUEGRP2" SRVI D=1001 RESTART=Y GRACE=0 REPLYQ=N
CLOPT=" -- -gservicel"

* SERVI CES

ACCOUNTI NG ROUTI NG=" MYRQUTI NG'

* ROUTI NG

MYROUTI NG FI ELD=ACCOUNT BUFTYPE="FM."
RANGES="M N - 60000: TMQUEUEGRP1, 60001- MAX: TMQUEUEGRP2"

In thisexample, two queues spaces are avail able. Both TMQUEUE serversoffer the same
services and routing is done via the ACCOUNT field in the application typed buffer.

See Also  bui | dserver (1), t pdequeue(3c), t penqueue(3c), servopts(5),
TMFORWARD( 5) , UBBCONFI ¢ 5)

Setting Up a BEA Tuxedo Application
Administering a BEA Tuxedo Application at Run Time

Programming a BEA Tuxedo Application Using C
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Name

Synopsis

Description

Interoperability

Notices

Example

See Also

TMSYSEVT - system event reporting process

TMSYSEVT SRVGRP="jdentifier" SRVID="number"
[CLOPT="[-A] [servopts options]
[-- [-S] [-p poll-seconds] [-f control-file]]"]

TMBYSEVT isa BEA Tuxedo system provided server that processes event reports
related to system failure or potential failure conditions. The event reports are filtered,
and may trigger one or more notification actions.

Filtering and notification rules are stored in cont rol - fi I e, which defaultsto
${ APPDI R}/ t msysevt . dat . Control file syntax is defined in EVENT_M B(5) ;
specifically, the attributes of the classesin EVENT_M B can be set to activate
subscriptions under the full range of notification rules.

It is possible to boot one or more secondary TMSYSEVT processes for increased
availability. Additional servers must be booted with the - S command line option,
which indicates a “secondary” server.

When theEVENT_M B(5) configuration is updated, the primafysSYSEVT server

writes to its control file. Secondary servers poll the primary server for changes and
update their local control file if necessary. The polling interval is controlled bypthe
option, and is 30 seconds by default.

TMSYSEVT must run on a BEA Tuxedo Release 6.0 or later machine.

To migrate the primaryMsYSEVT server to another machine, the system administrator
must provide a current copy obnt rol - fil e. Each secondaryMsYSEVT server
automatically maintains a recent copy.

TMBYSEVT needs access to the system's FML32 field table definitions for system
eventsFLDTBLDI R32 should includesTUXDI R udat aobj , andFl ELDTBLS32 should
includeevt _ni b. These environment variables may be set in the machine's or server's
environment file.

* SERVERS
TMBYSEVT SRVGRP=ADM N1 SRVI D=100 RESTART=Y GRACE=900 MAXGEN=5
CLOPT="-A --"

TMSYSEVT SRVGRP=ADM N2 SRVI D=100 RESTART=Y GRACE=900 MAXGEN=5
CLOPT="-A -- -S -p 90"

t psubscribe(3c), EVENTS(5), EVENT_M B(5) , TMUSREVT( 5)
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Name

Description

t nt r ace - run-time tracing facility

Therun-timetracing facility allows application administrators and developersto trace
the execution of a BEA Tuxedo application.

Run-timetracing isbased onthenotion of at race poi nt, which marksaninteresting
condition or transition during the execution of an application. Exampl es of trace points
arethe entry to an ATMI function such ast pcal | , the arrival of aBEA Tuxedo
message, or the start of atransaction.

When atrace point is reached, the following things happen. First,afi/ t er isapplied
to determine if the trace point is of interest. If so, at race recordisemittedtoa
recei ver, whichisafile or (in the future) a buffer. Finally, an act i on istriggered,
such as aborting the process. Both the emission to areceiver and the trigger are
optional, and neither takes place if the trace point does not pass the filter.

Thefilter, receiver, and trigger are specifiedinthe t race speci fi cat i on, whose
syntax is described below. The trace specification isinitialized from the TMIRACE
environment variable. The trace specification of a running process may be changed
either as atrigger action or by using the changet r ace command of t mradni n( 1) .

Trace points are classified into t race cat egori es, enumerated below. Each trace
point belongsto asingle category. The filter describes the trace categories of interest,
and minimal processing occurs for trace points that do not pass the filter.

Run-time tracing also providesthe capability to dye the messages sent by aclientto a
server, and transitively by that server to other servers. If a process choosesto dyeits
messages, the dye is automatically passed by the originating process to all processes
that directly or indirectly receive messages from the originating process. When a
processreceivesadyed message, it automatically turnsontheat mi trace category and
starts emitting trace records to the userlog, if this was not being done already.

Dyeing can be explicitly turned on or off by the dye and undye triggersin the trace
specification. Dyeingisalso implicitly turned on when adyed messageisreceived, and
implicitly turned off by t pr et urn() andt pf or war d() . When it isimplicitly turned
off, the tracing specification in effect when dyeing was turned on is restored.
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Trace Categories

Trace
Specification

Filter
Specification

The trace categories are

atm
trace points for explicit application callsto the ATMI and TX interfaces, that
is, callstothet p andt x_ functions, and theinvocation of application services
There are afew exceptions. Implicit calls are printed in this category where
some TX interfaces directly call ATMI interfaces, for the implicit call to
t pi ni t whenan ATMI call isdonewithfirst callingt pi ni t (), and for cases
wheret pret ur n iscalled on error (to aid in debugging).

iatm
trace points for I mplicit calls to the ATMI and TX interface. These trace
pointsindicate all internal calls made while processing application requests
and for administration. Setting thislevel impliestheat i level, that is, every
call toan ATMI or TX interfaceis traced (both explicit and implicit).

Xa
trace pointsfor every call to the XA interface (the interface between the
Transaction Manager and a Resource Manager, for example, a database).

trace
trace points related to the tracing feature itself, including message dyeing

Thetrace specification isastring with thesyntax fi / t er - spec: recei ver-spec | :
trigger-spec]lwherefilter-spec describesthetrace categoriesto be examined or
ignored, recei ver - spec isthereceiver of trace records, and the optional

trigger - spec describes the action to be performed.

The null string is also alegal trace specification. It isthe default for all BEA Tuxedo
processes if no other specification is supplied.

The strings on and of f are also accepted: on isan aliasfor at mi : ul og: dye, and of f
isequivalent to: : undye.

Thefilter specification, which is the first component of the trace specification, hasthe
syntax

[{+|-}][category] ..

where cat egor y isone of the categories listed above. The symbol * can be used in
place of cat egor y to denote all categories. The prefix + or - specifies that the
following category isto be added or subtracted from the set of categories currently in
effect. If no category follows a + or -, then the categories currently in effect are not
modified.
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An empty filter meansthat no categories are to be selected, which effectively disables
tracing.

When atrace point occurs, its category is compared with thefilter specification. If the
category isincluded, then the trace point is processed further -- according to the
receiver and trigger specifications. If the category is not included, no further
processing of the trace point occurs.

Receiver A receiver istheentity to which atrace record is sent. There is at most one receiver of
Specification  each trace record.

Thereceiver specification, which is the second component of the trace specification,
has the syntax

[/ regul ar-expressionl] recei ver

wherethe optional regular expression may be used to select a subset of the trace points
that passthefilter. The regular expression is matched with the trace record. An empty
receiver specification isalso legal, in which case no trace records are emitted.

Currently, the only legal valuefor r ecei ver is

ul og
emit the trace record to the userlog

Trigger A trigger isan optional action performed after atrace record is emitted. At most one
Specification  action is executed for each trace record that passes the filter.

Thetrigger specification, which isthe optional third part of the trace specification, has
the syntax

[/ regul ar-expression |] action

where the optional regular expression may be used to restrict the trigger so that it is
executed only for asubset of thetrace pointsthat passthefilter. Theregular expression
is matched with the trace record.

The available actions are

abort
terminate the process by calling abort().

ulog(message)
write the nessage to the userlog.
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Trace Records

Notices

Examples

system(command)
execute the command using syst en(3) (thisis not supported for Windows,
0S/2, or MAC Workstation clients); occurrences of %A are expanded to the
value of trace record.

trace(t r ace- spec)
reset the trace specification to the supplied t r ace- spec.

dye
turn on message dyeing.

undye

turn off message dyeing.

dleep(seconds)
sleep the specified number of seconds (thisis not supported for DOS,
Windows, or MAC Workstation clients).

A trace record is astring with the format
cc: data

where cc isthefirst two characters of the trace category and dat a contains additional
information about the trace point.

When atrace record appears in the userlog, the line looks like this:
hhnmss. syst em nane! process- name. pi d. TRACE: cc: dat a

Match patterns cannot be specified for the receiver and trigger for Workstation clients
running on MAC platforms; the regular expressions will be ignored.

Thet madni n changet race command cannot be used to affect the tracing level for
Workstation clients.

Totrace aclient, aswell asto trace all ATMI calls made by an application server on
behalf of that client, set and export TMIRACE=0n in the environment of the client. This
specification will cause all explicit ATMI trace pointsin the client to be logged and
message dyeing to beturned on. Any application server processthat performsaservice
on behalf of the client will automatically log all explicit ATMI trace points.

To see all client trace points, both explicit and implicit, for the previous example, set
and export

TMIRACE="*: ul og: dye: "
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To trace service requests from a client as in the previous example, but restrict the
tracing output from the client to the bare minimum of information about t pcal |
reguests, set and export

TMIRACE=at m : / t pacal | / ul og: dye

inthe environment of the client. This specification will causeall t pacal | invocations
in the client to be logged and message dyeing to be turned on. Any application server
process that performs a service on behalf of the client will automatically log all ATMI
trace points. The client’sidentifier, which isincluded in thet pacal | () trace record,
can be correlated with the value of the TPSVCI NFO parameter passed to any service
routine invoked on the client’s behalf.

To trace the invocations of all service requests performed by application servers, set

TMIRACE=at m : / t pser vi ce/ ul og

in the server ENVFI LES on @l participating machines.

To enable run-time tracing of all trace categories throughout an application, with
message dyeing turned on, set and export

TMIRACE=*: ul og: dye

in the environment of all clients and in the machine ENVFI LES on all participating
machines. This setting will probably produce an unmanageable amount of output
because all processes, including the BBL and DBBL, will emit trace records.

Toturnon ATMI tracing in all running serversin group GROUP1 after they are booted,
invoke the changet r ace command of t madni n as follows:

changetrace -g GROUPL on

Note that changet r ace affects only currently-existing processes; it does not change
the trace configuration of serversin group GROUP1 that have not yet been booted. (To
set the default trace configuration of aserver, set TMIRACE in its ENVFI LE.)

Toturn off tracing in all currently-running application processes, use changet r ace as
follows:

changetrace -mall off

To cause the running server process whose identifier is 1 in group GROUP1 to abort
when it executest pr et ur n, specify the following to t madmi n:

changetrace -i 1 -g GROUP1 "atm ::/tpreturn/abort"

tmadm n( 1), userl og(3c)
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Name

Synopsis

Description

Interoperability

Notices

TMUSREVT - User event reporting process

TMUSREVT SRVGRP="jdentifier" SRVID="number"
[CLOPT="[-A] [servopts options]
[-- [-S] [-p poll-seconds] [-f control-file]]"]

TMUSREVT is a BEA Tuxedo system provided server that processes event report
message buffersfromt ppost ( 3c) , and acts as an Event Broker to filter and distribute
them.

Filtering and notification rules are stored in cont rol - fi | e, which defaults to
${ APPDI R}/ t nusr evt . dat . Control file syntax is defined in EVENT_M B(5) ;
specifically, the attributes of the classesin EVENT_M B can be set to activate
subscriptions under the full range of notification rules.

It is possible to boot one or more secondary TMUSREVT processes for increased
availability. Additional servers must be booted with the - S command line option,
which indicates a “secondary” server.

When theEVENT_M B(5) configuration is updated, the primafylUSREVT server

writes to its control file. Secondary servers poll the primary server for changes and
update their local control file if necessary. The polling interval is controlled bypthe
option, and is 30 seconds by default.

TMUSREVT must run on a BEA Tuxedo Release 6.0 or later machine.

To migrate the primaryMUSREVT server to another machine, the system administrator
must provide a current copy obnt rol - fil e. Each secondaryMUSREVT server
automatically maintains a recent copy.

If t ppost () will be called in transaction mode, @MUSREVT server groups must have
transactional capability (a TMS process).

The TMUSREVT server's environment variables must be set so that FML field tables and
VIEW files needed for message filtering and formatting are available. They could be
set in the machine's or server's environment file.
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Example  * SERVERS
TMUSREVT SRVGRP=ADM N1 SRVI D=100 RESTART=Y MAXGEN=5 GRACE=3600

CLOPT="-A --"
TMUSREVT SRVGRP=ADM N2 SRVI D=100 RESTART=Y MAXGEN=5 GRACE=3600
CLOPT="-A -- -S -p 120"

See Also  t ppost (3c),t psubscribe(3c), EVENTS(5), EVENT_M B(5), TMSYSEVT(5)
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Name
Synopsis

Description

t per r no - BEA Tuxedo system error codes
#i ncl ude <atni. h>

The numerical value represented by the symbolic name of an error condition is
assigned to t per r no for errors that occur when executing a BEA Tuxedo system
library routine.

The namet per r no expands to a modifiable / val ue that hastypei nt, the value of
whichissettoapositive error number by several BEA Tuxedo system library routines.
t per r no need not be the identifier of an object; it might expand to a modifiable

I val ue resulting from afunction call. It is unspecified whether t per r no isamacro or
anidentifier declared with external linkage. If at per r no macro definitionis
suppressed to access an actua object, or if a program defines an identifier with the
namet per r no, the behavior is undefined.

The reference pages for BEA Tuxedo system library routines list possible error
conditions for each routine and the meaning of the error in that context. The order in
which possible errors are listed is not significant and does not imply precedence. The
value of t per r no should be checked only after an error has been indicated; that is,
when the return value of the component indicates an error and the component
definition specifiesthat t per r no is set on error. An application that checks the value
of t perr no must include the <at mi . h> header file.

The following list describes the general meaning of each error:

TPEABORT
A transaction could not commit because either the work performed by the
initiator or by one or more of its participants could not commit.

TPEBADDESC
A call descriptor isinvalid or isnot the descriptor with which aconversational
service was invoked.

TPEBLOCK
A blocking condition exists and TPNOBLOCK was specified.
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TPEDI AGNCOSTI C
The enqueuing of a message on the specified queue failed. The reason for
failure can be determined by the diagnostic returned viactl.

TPEEVENT
An event occurred; the event typeisreturned in r event .

TPEGOTSI G
A signal was received and TPSI GRSTRT was not specified.

TPEHAZARD
Due to some failure, the work done on behalf of the transaction could have
been heuristically completed.

TPEHEURI STI C
Due to a heuristic decision, the work done on behalf of the transaction was
partially committed and partially aborted.

TPEI NVAL
An invalid argument was detected.

TPEI TYPE
Thetype and sub-type of the input buffer isnot one of the types and sub-types
that the service accepts.

TPELIM T
The caller’'s request was not sent because the maximum number of
outstanding requests or connections has been reached.

TPEMATCH
svcnane is already advertised for the server but with a function other than
func.

TPEM B
The administrative request faileaut buf is updated and returned to the
caller with FML32 fields indicating the cause of the error, as described in
M B(5) andTM M B(5).

TPENCENT
Cannot send tevc because it does not exist or is not the correct type of
service.

TPECS
An operating system error has occurred.
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Usage

See Also

TPECTYPE
The type and sub-type of the reply are not known to the caller.

TPEPERM
A client cannot join an application because it does not have permission to do
so or because it has not supplied the correct application password.

TPEPROTO
A library routine was called in an improper context.

TPERELEASE
When the TPACK isset and thetarget isaclient from aprior rel ease of the BEA
Tuxedo system that does not support the acknowledgment protocol.

TPERVERR
A resource manager failed to open or close correctly.

TPESVCERR
A service routine encountered an error either int pret urn() or
t pf orwar d() (for example, bad arguments were passed).

TPESVCFAI L
The service routine sending the caller’s reply catllgdet ur n() with
TPFAI L. This is an application-level failure.

TPESYSTEM
A BEA Tuxedo system error has occurred.

TPETI ME
A timeout occurred.

TPETRAN
The caller cannot be placed in transaction mode.

Some routines do not have an error return value. Because no routingesetso to
zero, an application can segier r no to zero, call a routine and then cheger rno
again to see if an error has occurred.

See theERRORS section of the individual BEA Tuxedo library routines for a more
detailed description of the meaning of the error codes returned by each routine.
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tpurcode(5)

Name t pur code - BEA Tuxedo system global variable for an application-specified return
code

Synopsis  #i ncl ude <atmi . h>

Description  t pur code isaglobal variable defined in at ni . h. Itsvaueis the same long integer
used asthe value of the r code argument of t pret ur n() . t pur code may be used by
the application to return additional information to the processthat calls an application
service. For details, seet preturn().

Assigning meaningsto valuesin t pur code isthe responsibility of the application.

Examples  Following are examples showing the use of t pur code:

If you return the value nyval through r code in an application service:
ipr eturn( TPSUCCESS, nyval, rqgst->data, OL, 0);
Then the code in the client module might be as follows:

.ret = tpcal | ("TOUPPER', (char *)sendbuf, 0, (char **)& cvbuf, \
& cvlen, (long)O0);

(void) fprintf(stdout, "Returned string is: %\n", rcvbuf);
(void) fprintf(stdout, "Returned tpurcode is: %\ n", tpurcode);

If we call the sample client, si npcl , with thevalue of “My Stri ng,” the output will
look like this:

%si nmpcl "My String"

Returned string is: MY STRING
Ret urned tpurcode is: nyval

The significance ofryval must be defined by the application.

See Also  tpreturn(3c)
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Name

Description

Operating
System
Variables

tuxenv - list of environment variablesin the BEA Tuxedo system

In order to compile application clients and servers, and run the BEA Tuxedo system,
it isimportant that the proper environment variables be set and exported. This
reference page provides alist of the most frequently used variables.

The environment variables are grouped in the following sections:

cc

Operating System Variables

Key BEA Tuxedo system Variables
Variablesfor Field Taeble Filesand View Files
File System and TLOG Variables

Workstation Variables

BEA Tuxedo /Q Variables

COBOL Variables

DEBUG Variables

Additional Miscellaneous Variables

standard C compiler for use by bui | dser ver and other BEA Tuxedo
commands.

CFLAGS

contains flags to be used by the C compiler.

EDI TOR

specifies the editor to be invoked by the BEA Tuxedo system.

LANG

used to set the locale for language specification. Seenl _t ypes(5) .

LOGNAME

specifies the user name for use in error messages.
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Key BEA Tuxedo
System
Variables

LD LI BRARY_PATH
must be set to the pathname for run-time shared libraries.

NLSPATH
specifiesthe pathname for the message catal og. If not specified, adefault path
isused. Seenl pat hs(5).

PAGER
specifies the paging command used for paging output in gnadni n( 1),
t madm n( 1) . Thisoverrides the system default (pg(1) on UNIX operating
systems).

PATH
contains pathnames to be searched for executables.

SHELL
the shell program to be invoked by the BEA Tuxedo system.

TERM
specifiesterminal type, if aterminal is used.

TWPDI R
the pathname of a directory in which temporary files may be written.
(Temporary files may also be written to alocation specific to an operating
system, as specified with thet npnan() function, whichiscalled by the BEA
Tuxedo MIB and code used for transferring message files. When acall is
madetot npnan() , then the TMPDI Rvariable isignored by the BEA Tuxedo
system.)

TZ

on systems where the ANSI C nkt i me functions does not exist, TZ must be
set to use the BEA Tuxedo gp_nkt i me(3c) function.

More information on these variables is available in the UNIX System reference page
envi ron(5).

In general, the following environment variables should be set and exported:

APPDI R
full pathname of the base directory for application files.

APP_PW
may be used to specify a password for system clients that prompt for an
application password (when security ison). Setting the passwordinavariable
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Variables for
Field Table Files
and View Files

allows the password to be provided from a script, rather than demanding
manual entry.

ENVFI LE
thisvariableis used by t m oadcf (1) . It customarily contains setting for
other BEA Tuxedo system environment variable, which are set automatically
by the system.

TLOGDEVI CE
the pathname for the transaction log. This should be the same as the
TLOGDEVI CE specified in the configuration file for the application.

TUXCONFI G
the pathname of the binary configuration file to be loaded by t M oadcf (1) .

ULOGPFX
prefix of the filename of the central event log; default, ULCG.

TUXDI R
specifies the base directory where the BEA Tuxedo system software is
installed.

More information about these variables can be found in Programming a BEA Tuxedo
Application Using C, Setting Up a BEA Tuxedo Application, and Administering a BEA
Tuxedo Application at Run Time.

The following environment variables are used by FML and VI EWs:

FI ELDTBLS
comma-separated list of field tablefiles.

VI EWFI LES
comma-separated list of binary view files.

FLDTBLDI R
colon-separated list of directoriesto search for FI ELDTBLS files.

VI EWDI R
colon-separated list of directoriesto search for VI EWFI LES files.

More information about these variables can be found in Setting Up a BEA Tuxedo
Application, Administering a BEA Tuxedo Application at Run Time, Programming a
BEA Tuxedo Application Using C, and the Programming a BEA Tuxedo Application
Using FML.
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File System and
TLOG Variables

Workstation
Variables

Thefollowing variables are used by the BEA Tuxedo system file system and the
transaction log.

FSCONFI G
the pathname for the Universal Device List.

FSMVAXCOW T
sets the maximum size of the commit buffer.

FSVAXUPDATE
sets the size of the update list and the maximum number of updates.

FSMSGREP
sets the message repetition interval.

FSOFFSET
specifies an offset into the Universal Device List.

Thefollowing variables are used on Workstation client machines:

WSALLOWPRE7 1
determines whether the workstation machine running BEA Tuxedo 7.1 or
later softwareis allowed to interoperate with pre-Release 7.1 BEA Tuxedo
applications. Setting the variable to Y (WBALLOWPRE7 1=Y) allows
interoperability.

WEBUFFERS
the number of packets per application.

WSDEVI CE
the network device to be used for network access. For Workstation clientsin
BEA Tuxedo Release 6.4 and higher, this variable is no longer required.

WBENVFI LE
pathname of afile containing Workstation client environment variables.

WSFADDR
the network address used by the Workstation client when connecting to other
machines. This variable, along with the WsFRANGE variable, determine the
range of TCP/IP portsto which aprocess will attempt to bind before making
an outbound connection.
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BEA Tuxedo /Q
Variables

COBOL
Variables

WEFRANGE
the range of TCP/IP portsto which a native process will attempt to bind
before making an outbound connection. The WSFADDR variable specifies the
base address of the range.

WSNADDR
the network address of the native site network listener.

WERPL YMAX
the maximum message size before a message is dumped to afile for transfer.

WETYPE
the machine type of the workstation machine.

More information on these variables can be found in Using the BEA Tuxedo
Workstation Component.

The following environment variable is used by BEA Tuxedo /Q:

QVCONFI G
sets the device where queue space is available to BEA Tuxedo /Q.

Thereis more information on thisin Using the BEA Tuxedo /Q Component.
The following environment variables are used with COBOL :

ALTCC
specifies the compiler for use with COBOL compilations.

ALTCFLAGS
flagsto be passed to the COBOL compiler.

Note: OnaWindowsNT system, the ALTCC and ALTCFLAGS environment variables
are not applicable and setting them will produce unexpected results. Y ou must
compile your application first using a COBOL compiler and then pass the
resulting object file to the bui | dcl i ent (1) or bui | dser ver (1) command.

COBCPY
directories to be searched for COBOL Copy files.

COBDI R
specifies the directory where COBOL compiler software is located.

COBCPT
contains command line arguments for the COBOL compiler.
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Additional
Miscellaneous
Variables

See Also

There is more information on these variables in the Programming a BEA Tuxedo
Application Using COBOL.

Thefollowing additional environment variables may be of use:

VHSCACHE
specifiesthe number of message catalog handles to keep open (BEA Tuxedo
system messages only). The default is 3.

PM D
in MP mode, can be used to specify the physical machineid.

TAGENTLOG
used to set the pathname for thet 1i st en(1) log.

TMCMPLIM T
used to specify whether compression should be used on messages and to set
thresholds for both local and remote messages. The syntax of the variableis:

TMCMPLIM T=[renote_t hreshol d[, | ocal _threshol d] ]

A threshold is anumber in the range 0 to MAXLONG. It sets the minimum byte
size of amessage on which data compression will be performed.

TMCMPPRFM
Thisvariable sets the compression level for any processthat picksit up. Valid
values are the integers 1 through 9; 1 results in somewhat |ess compression
that the higher levels, but takes place faster. An informational ULOG message
iswritten when a process reads TMCMPPRFM

TMNETLQAD
used to establish load balancing over a network. The valueis an arbitrary
number of units to be added to the load factor of remote services. Use of this
variable tends to force the use of alocal service.

Ul MVEDSI GS
to override deferral of signals, set this variable to " Y".

bui l dclient (1), buil dserver(1),view, view32(1)

cc(1), envi ron(5) inaUNIX system reference manual

436 BEA Tuxedo File Formats and Data Descriptions Reference



tuxtypes(5)
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Name tuxtypes - buffer type switch; descriptions of buffer types provided by the BEA
Tuxedo system
Synopsis  Default Buffer Type Switch
/ *

* The following definitions are specified in
* $TUXDI R/ |ib/tnmtypesw c
*/

#i ncl ude "tntypes. h"

/*

* |nitialization of the buffer type swtch.

*/

struct tnype swt tmtypesw] = {

{
" CARRAY" , /* type */
e /* subtype */
0 [* dfltsize */},

Y

{
"STRI NG', /* type */
e /* subtype */
512, [* dfl tsize */
NULL, /* initbuf */
NULL, /* reinitbuf */
NULL, /* uninitbuf */
_strpresend, /* presend */
NULL, /* postsend */
NULL, [* postrecv */
_strencdec, /* encdec */
NULL, /* route */
_sfilter, [* filter */
_sformat, /[* format */},

{
"FML", /* type */
o /* subtype */
1024, [* dfltsize */
_finit, /* initbuf */
_freinit, /* reinitbuf */
_funinit, /* uninitbuf */
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_fpresend, /* presend */
_fpostsend, /* postsend */
_fpostrecv, /* postrecv */
_fencdec, /* encdec */
_froute, /* route */
_ffilter, [* filter */
_fformt, /[* format */},
NULL, /* presend2 */
"VI EW, [* type */
tan /* subtype */
1024, [* dfltsize */
_vinit, [* initbuf */
_vreinit, /* reinitbuf */
NULL, /* uninitbuf */
_vpresend, /[* presend */
NULL, /* postsend */
NULL, /* postrecv */
_vencdec, /* encdec */
_vroute, /* route */
_vfilter, [* filter */
_vformat, /[* format */
[* XATM - cal to CARRAY */
"X _OCTET", /* type */
tan /* subtype */
0 [* dfltsize */
/* XATM - identical to VIEW*/
¢{x,)_,'c,,)'T,)Y P, E},
tan /* subtype */
1024, [* dfltsize */
_vinit, [* initbuf */
_vreinit, /* reinitbuf */
NULL, /* uninitbuf */
_vpresend, [* presend */
NULL, /* postsend */
NULL, /* postrecv */
_vencdec, /* encdec */
_vroute, /* route */
_vfilter, [* filter */
_vformt, /* format */
/* XATM - identical to VIEW?*/
{x,”','’Cc,”’0,’"M,"M,"0,"N},

g
’

/* subtype */
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1024,
_vinit,
_vreinit,
NULL,
_vpresend,
NULL,
NULL,
_vencdec,
_vroute
_vfilter,
_vformat,

"FM_32",

e

1024,
_finit32,
_freinit32,
_funinit32,
_fpresend32,
_fpostsend32
_fpostrecv32
_fencdec32,
_froute32,
_ffilter32
_fformat 32,
_fpresend232

"VI EWB2",
e

1024,
_vinit32,
_vreinit32,
NULL,
_vpresend32,
NULL,

NULL,
_vencdec32,
_vroute32,
_vfilter32,
_vformat 32,

" XM,
e
0,
NULL,
NULL,

/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*

/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*

/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*
/*

/*
/*
/*
/*
/*

dfl tsize */
initbuf */
reinitbuf */
uni ni t buf */
presend */
postsend */
postrecv */
encdec */
route */
filter */
format */

type */
subtype */
df l tsi ze */
i ni tbuf */
reinitbuf */
uni ni t buf */
presend */
postsend */
postrecv */
encdec */
route */
filter */
format */
presend2 */

type */
subtype */
dfl tsize */
i nitbuf */
reinitbuf */
uni ni t buf */
presend */
postsend */
postrecv */
encdec */
route */
filter */
format */

type */
subtype */
dfl tsize */
initbuf */
reinitbuf */
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Description

NULL, /* uninitbuf */
NULL, /* presend */
NULL, /* postsend */
NULL, /* postrecv */
NULL, /* encdec */
_Xroute, /* route */
NULL, [* filter */
NULL, /[* format */

},

{

}

}s

struct tnmype_swt _TMFAR *

_ TMDLLENTRY

_tm ypeswaddr (voi d)

return(tmtypesw);

}
Thefollowing table lists the ten buffer types provided by the BEA Tuxedo system.

CARRAY character array (possibly containing NULL characters)
that is neither encoded nor decoded during transmission

STRI NG NUL L-terminated character array

FML FML fielded buffer

XML buffer for XML documents

VI EW C structure or FML view

X_OCTET equivaent to CARRAY; provided for XATMI
compatibility

X_C_TYPE equivaenttoVl EW provided for XATMI compatibility

X_ COMVON equivaenttoVl EW provided for XATMI compatibility

FML32 FM_32 fielded buffer, using 32-bit identifiers and
offsets

VI EVB82 C structure or FML32 view, using 32-bit identifiers,

counter variables, and size variables
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Files

See Also

Note that all Vi EW X_C_TYPE, and X_COMMON buffers are handled by the same set of
routines; the name of a particular view isits sub-type name.

An application programmer who wants to supply a custom buffer type can do so by
adding an instancetothet m t ypeswarray shown above. Whenever anew buffer type
isadded or oneis deleted, care should be taken to leave aNULL entry at the end of the
array as shown above. Note that a buffer type with a NULL nameis not permitted.

A copy of the default array isdelivered in $TUXDI R/ | i b/ t nt ypesw. ¢, and may be

used as a starting point. The recommended procedure for installing anew buffer type
switch isto compilet nt ypesw. ¢ and store it asthe only element in alibrary named
l'i bbuft.

On systems with shared object capability, build and install a new instance of

I'i bbuft.so. under $TUXDI R/ Ii b. All processes, including BEA Tuxedo system
processes like WsH, will then automati cally have accessto the new type switch without
recompilation. On aWindows workstation, the shared object for the buffer type switch
is named WBUFT. DLL. It should be stored in $TUXDI R\ bi n.

On systems without shared object capability, build and install a new instance of
I'i bbuft.aunder $TUXDI R/ | i b. All processes needing to know about the new types
must then berebuilt, using bui | dcl i ent (1) or bui | dserver (1) . System processes
like WsH may need to be rebuilt using special commands such as bui | dwsh( 1) .

See buf f er (3c) for adescription of the elements and routines in the buffer type
switch. Also found there is a description of built in routines provided by the BEA
Tuxedo system (for example, _f i ni t () ) that applications can use when changing the
system-provided buffer types.

The three routing functions provided by the system, froute(), _vroute(), and
_xroute(),areused for data-dependent routing of FM buffers, vi Ewbuffers, and XmvL
buffers, respectively. See UBBCONFI G( 5) for instructions on defining the routing
criteria to be used by these three functions.

$TUXDI R/ t uxedo/ i ncl ude/tmypes.h - the type switch definition
$TUXDIR/1i b/tnmtypesw.c - the default type switch instantiation
$TUXDI R/ 1i b/ li bbuft.so. - type switch shared object

$TUXDI R/ 1i b/ libbuft.a - type switch archive library

buf fer(3c),typesw(5), UBBCONFI G 5)
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typesw(5)

Name typesw- buffer type switch structure; parameters and routines needed for each buffer
type

Synopsis  Buffer Type Structure

/*

* The follow ng definitions are in $TUXDI R/i ncl ude/t ntypes. h
*/

#def i ne TMIYPELEN ED TYPELEN

#def i ne TMBTYPELEN ED STYPELEN

struct tnmype_swt {

char type[ TMI'YPELEN] ; /* type of buffer */
char subtype[ TMSTYPELEN]; /* sub-type of buffer */
| ong dfltsize; /* default size of buffer */

/* buffer initialization function pointer */

int (_TMDLLENTRY *initbuf) _((char _TMFAR *, long));

/* buffer re-initialization function pointer */

int (_TMDLLENTRY *reinitbuf) ((char _TM FAR *, long));

/* buffer un-initialization function pointer */

int (_TMDLLENTRY *uninitbuf) _((char _TM FAR *, long));

/* pre-send buffer manipulation func pointer */

I ong (_TMDLLENTRY *presend) _((char _TM FAR *, long, long));

/* post-send buffer manipul ati on func pointer */

voi d (_TMDLLENTRY *postsend) _((char _TM FAR *, long, long));

/* post-receive buffer manipul ation func pointer*/

| ong (_TMDLLENTRY *postrecv) _((char _TM FAR *, long, |ong));

/* encode/ decode function pointer */

long (_TMDLLENTRY *encdec) _((int, char _TM FAR*, long, char _TM FAR*, long));

/* routing function pointer */

int (_TMDLLENTRY *route) ((char _TM FAR *, char _TM FAR *, char _TM FAR *,
long, char _TM FAR *));

/* buffer filtering function pointer */

int (_TMDLLENTRY *filter) _((char _TM FAR *, long, char _TM FAR *, long));

/* buffer formatting function pointer */

int (_TMDLLENTRY *format) _((char _TM FAR *, long, char _TM FAR *,
char _TM FAR *, long));

/* process buffer before sending, possibly generating copy */

| ong (_TMDLLENTRY *presend2) _((char _TM FAR *, long, char _TM FAR *, | ong,
long _TM FAR *));

/* this space reserved for future expansion */
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void (_TMDLLENTRY *reserved[9]) _((void));
b

/*
* application types switch pointer
* always use this pointer when accessing the table
*/

extern struct tntype_swt *tmtypeswp;

Description  Each buffer type and sub-type must have an entry in the t m t ypeswarray such that
when a buffer is manipulated the appropriate routines are called. For the buffer types
provided by the BEA Tuxedo system. seet uxt ypes(5) .

An application programmer who wants to supply a customized buffer type can do so
by adding an instance to thet m t ypeswarray in $TUXDI R/ | i b/ t nt ypesw. c.

(t uxt ypes(5) shows how this can be done.) The semantics of the routines that must
be supplied when adding a new type are specified in buf f er ( 3c) .

Files $TUXDI R/t uxedo/include/tntypes.h - the type switch definition
$TUXDIR/lib/tntypesw.c - the type switch instantiation

See Also  buf fer(3c),tuxtypes(5)
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UBBCONFIG(5)

Name

Description

Definitions

UBBCONFI G- text version of a BEA Tuxedo configuration file

When a BEA Tuxedo application is booted, the t mboot command refersto abinary
configuration file called TUXCONFI Gto get the information necessary for starting
application servers and initializing the bulletin boards in an orderly sequence. This
binary file cannot be created directly; it must be created from atext file called
UBBCONFI G. To configure an application, an administrator creates a UBBCONFI Gfile
(with atext editor) and loadsthefileinto a binary version (TUXCONFI G) by running the
t m oadcf (1) command. During thelife of the application, the TUXCONFI Gfileisused
by various BEA Tuxedo administrativetools. t madni n( 1) usesthe configuration file
(or acopy of it) inits monitoring activity. t mshut down( 1) references the
configuration file for information needed to shut the application down.

A server is a process that accepts requests and sends replies for clients and other
servers. A client originates requests and gets replies.

A resource manager is an interface and associated software providing access to a
collection of information and/or processes. An example of aresource manager isa
database management system; aresource manager instance is aparticular instantiation
of adatabase controlled by aDBMS. A distributed transaction is atransaction that
spans multi ple resource manager instances, is started with t pbegi n() , and ended with
tpcommit () ortpabort().

A server group is aresource manager instance and the collection of servers and/or
services providing access to that resource manager instance on a particular machine.
The XA interface associated with the group is used for transaction management. If a
server does not access aresource manager instance or does not access it as part of a
distributed transaction, it must bein aserver group with anull XA interface. Similarly,
clientsrun in a special client group that does not have to be specified in the GROUPS
section. The client group is not associated with a resource manager.

A remote domain is defined to be an environment for which the bulletin board for this
BEA Tuxedo system configuration is not available. Remote domains are not specified
in the UBBCONFI Gfile, but rather through host-specific environment variables that are
specified in host-specific reference pages.
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Configuration
File Format

A UBBCONFI G fileis made up of nine possible specification sections. Lines beginning
with an asterisk (*) indicate the beginning of a specification section. Each such line
contains the name of the section immediately following the * . Allowable section
names are: RESOURCES, MACHI NES, GROUPS, NETGROUPS, NETWORK, SERVERS,

SERVI CES, and ROUTI NG. The RESOURCES and MACHI NES sections must be the first
two sections and must be included in that order. The GROUPS section must precede the
SERVERS, SERVI CES, and ROUTI NG sections. The NETGROUPS section must precedethe
NETWORK section.

Parameters (except in the RESOURCES section) are generally specified by: KEYMORD=
val ue; white space (space or tab character) isallowed on either side of the equal sign
(=). Thisformat sets KEYWORDtO val ue. Valid keywords are described within each
section.

Lines beginning with the reserved word, DEFAULT: , contain parameter specifications
that apply to any lines that follow them in the section in which they appear. Default
specifications can be used in all sections other than the RESOURCES section. They can
appear more than once in the same section. The format for these linesis:

DEFAULT: [optional KEYWORD=val ue pai rs]

The values set on thisline remain in effect until reset by another DEFAULT: line, or
until the end of the section isreached. These values can also be overridden on
non-DEFAULT: lines by placing the optional parameter setting on theline. If ona
non-DEFAULT: line, the parameter setting isvalid for that line only; lines that follow
revert to the default setting. If DEFAULT: appearson aline by itself, all previously set
defaults are cleared and their values revert to the system defaullts.

If avalueis nuneri c, standard C notation is used to denote the base (that is, Ox prefix
for base 16 (hexadecimal), O prefix for base 8 (octal), and no prefix for base 10
(decimal)). The range of acceptable values for a numeric parameter is given under the
description of that parameter.

If avalueisani dent i fi er (astring value aready known to the BEA Tuxedo system
such as APP_PWfor the SECURI TY parameter), standard C rules are typically used. A
standard Ci dent i fi er startswith an alphabetic character or underscore and contains
only alphanumeric characters or underscores. The maximum alowable length of an
identifier is 30 (not including the terminating null).

Note: Thereisno need to enclose an identifier in double quotes.
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A valuethat is neither an integer number nor an identifier must be enclosed in double
quotes. Thisvalueis a user-defined st ri ng. The maximum allowable length of a
user-defined string is 78 characters (not including the terminating null). Exceptions to
this rule are asfollows:

m The CLOPT, BUFTYPE, OPENI NFO, and CLOSEI NFO parameters, which can be 256
charactersin length

m The SEC PRI NCl PAL_NAME, SEC PRI NCI PAL_LOCATI ON, and
SEC_PRI NCI PAL_PASSVAR parameters, which can be 511 charactersin length
(not including the terminating null)

m The RANGES parameter, which can be 2048 charactersin length (except in
Domains, where it can be no more than 1024 characters)

In the RANGES parameter of the ROUTI NG section, certain special characters can be
escaped inside a string using a backsl ash.

“\" translates to a single backslash.

“\"" translates to a double quote.

“\n” translates to a newline.

“\t” translates to a tab.

“\f” translates to a formfeed.

“\O+" translates to a character whose octal value is O+

whereO+ is one, two, or three octal charactef™translates to an embedded null
character. \'xH+" or “\ XH+” translates to a character whose hexadecimal valde is
whereH+ is one or more hexadecimal characterg”{where 'y' is any character other
than one of the previously mentioned characters) translates to 'y"; this produces a
warning.

"#" (pound sign) introduces a comment. A newline ends a comment.

An identifier or a numeric constant must always be followed by white space (space o
tab character), a newline character, or a punctuation character (pound sign, equals si
asterisk, colon, comma, backslash, or period).

Blank lines and comments are ignored.
Comments can be freely attached to the end of any line.

Lines are continued by placing at least one tab after the newline. Comments cannot |
continued.
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RESOURCES Section

This section provides for user specification of the system-wide resources, such as the
number of servers, and services which can exist within aservice area. Linesin the
RESOURCES section are of the form: KEYWORD val ue where KEYWORD s the name of
the parameter, and val ue its associated value. Vaid KEYWORDs are asfollows:

| PCKEY numeric_val ue
specifies the numeric key for the well-known address in a BEA Tuxedo
system bulletin board. In a single processor environment, this key “names”
the bulletin board. In a multiple processor environment, this key names the
message queue of the DBBL. In addition, this key is used as a basis for
deriving the names of resources other than the well-known address, such as
the names for bulletin boards throughout a multiproce$S@KEY must be
greater than 32,768 and less than 262,143. This parameter is required.

MASTER st ri ng_val uell,string_val ueZ]
specifies the machine on which the master copy of tix€oNFI Gfile is
found. Also, if the application is being runM® mode MASTER names the
machine on which the DBBL should be rgmnri ng_val ue2 names an
alternate_M D location used during process relocation and booting. If the
primary location is not available, the DBBL is booted at the alternate location
and the alternateUXCONFI G file found there is used. Botim D values must
name machines found in tMaCHI NES section and must be less than or equal
to 30 characters in length. This parameter is required (ev&@ivimode).

In an application that supports multiple release levels of the BEA Tuxedo
system on different machine®STER andBACKUP must always have a
release with a number greater than or equal to all other machines in the
application. This rule is not enforced during a “Hot Upgrade.”

DOVAI Nl Dstring val ue
specifies the domain identification string. If not specified, the value "" is used.
If the value ofbOMAI NI D is a character string, it may contain a maximum of
30 characters (including the trailing null). If the valu®ofl NI Dis a string
of hexadecimal digits, it may contain a maximum of 30 octe®Oi&l NI D
is specified, its value is included, as a parameted¢n=donai ni d), in any
command output that reports on the processes associated with a particular
domain, such as the output of feecommand. This comment is useful for an
administrator managing multiple domains, who may have some difficulty,
without this comment, in interpreting a single output stream that refers to
several domains.
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Ul D nuneric_val ue
specifiesthe numeric user 1D to be associated with the | PC structures created
for the bulletin board. Thisvalue should be a UNIX System user ID on the
local system. If not specified, the value istaken to be the effective user ID of
the user executing t m oadcf ( 1) . The RESOURCES va ue for this parameter
can be overridden in the MACHI NES section on a per-processor basis.

G Dnuneric_val ue
specifies the numeric group 1D to be associated with the IPC structures
created for the bulletin board. This value should be avalid UNIX System
group ID onthelocal system. If G Dis not specified, the effective group ID
of the user executing t m oadcf (1) isused. The RESOURCES value for this
parameter can be overridden in the MACHI NES section on a per-processor
basis.

PERMnuneri c_val ue
specifies the numeric permissions associated with the |PC structures that
implement the bulletin board. It is used to specify the read/write permissions
for processesin the usual UNIX system fashion (that is, with an octal number
such a 0600). If not specified, the permissions on the | PC structures default
to 0666 (read/write access by same user, same group, and any other). The
value can be between 0001 and 0777, inclusive. The RESOURCES value for
this parameter can be overridden in the MACH NES section on a per-processor
basis.

MAXACCESSERS nurmreri c_val ue
specifies the default maximum number of clients and servers that can be
simultaneously connected to the bulletin board on any particular machine in
thisapplication. Thisvalue must be greater than 0 and lessthan 32,768. If not
specified, the default maximum number is50. The RESOURCES vaue for this
parameter can be overridden in the MACHI NES section on a per-machine basis.

System administration processes, such asthe BBL, restartsrv,

cl eanupsr v, t nshut down() , andt madni n() , need not be accounted for in

this value, but the DBBL, all bridge processes, all system-supplied and
application server processes, and all potential client processes at a particular

site need to be counted. (Examples of system-supplied servers are AUTHSVR,
TMUEUE, TMOFORWARD, TMJSREVT, TMSYSEVT, TM5—Se€eTVENAVE

parameter irGROUPS section, TM5_QMV, GWTDOMAI N, andwsL.) If the

application is booting Workstation Listeners (WSLs) at a particular site, both
the WSLs and the number of potential Workstation Handlers (WSHSs) that
may be booted need to be counted.
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Note that for BEA Tuxedo pre-Release 7.1 (6.5 or earlier), both the
MAXACCESSERS and MAXSERVERS parameters for an application play apart in
the user license checking scheme. Specifically, a machine is not allowed to
boot if the number of MAXACCESSERS for that machine + the number of
MAXACCESSERS for the machine (or machines) already running in the
application isgreater than the number of MAXSERVERS + user licenses for the
application. Thus, thetotal number of MAXACCESSERS for an application must
be less than or equal to the number of MAXSERVERS + user licenses for the
application.

Note also that the user license checking scheme in BEA Tuxedo Release 7.1
or later considers only the following two factors when performing its checks:
the number of user licenses for an application and the number of licenses
currently in use for the application. When all user licensesarein use, no new
clients are allowed to join the application.

MAXSERVERS nuneri c_val ue
specifiesthe maximum number of serversto be accommodated in the bulletin
board server table for this application. Thisvalue must be greater than 0 and
less than 8192. If not specified, the default is 50.

All instances of system-supplied and application servers available to an
application need to be accounted for in the bulletin board server table, which
isaglobal table, meaning that the same server table resides on each machine
in the application. Examples of system-supplied servers are AUTHSVR,
TMQUEUE, TMFORWARD, TMUSREVT, TMSYSEVT, TMS (See TMSNAME parameter
in GROUPS section), TM5_QVi GATDONAI N, and WaL.

Administration of each BEA Tuxedo system site adds approximately one
system-supplied server. Additionally, the DBBL processand all BBL, bridge,
and WSH processes must be accounted for in the MAXSERVERS value.

MAXSERVI CES nuneric_val ue
specifies the maximum total number of servicesto be accommodated in the
servicestable of the bulletin board. Thisvalue must be greater than 0 and less
than 32,768. If not specified, the default is 100.

MAXGROUPS nurnreri c_val ue
specifies the maximum number of configured server groups to be
accommodated in the group table of the bulletin board. This value must
greater than or equal to 100 and lessthan 32,768. If not specified, the default
is 100.
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MAXNETGROUPS numrer i ¢c_val ue
specifies the maximum number of configured network groupsto be
accommodated in the NETWORK  section of the TUXCONFI Gfile. This value
must be greater than or equal to 1 and less than 8192. If not specified, the
default is 8.

MAXMACHI NES nuneri c¢_val ue
specifies the maximum number of configured machinesto be accommodated
in the machine tables of the bulletin board. This value must greater than or
equal to 256 and less than 8,191. If not specified, the default is 256.

MAXQUEUES nurrer i ¢_val ue
specifiesthe maximum number of server request queuesto be accommodated
in the queuetable of the bulletin board. This value must greater than or equal
to 1 and less than 8,192. If not specified, the value is set to the configured
valuefor MAXSERVERS. I nteroperability with releases prior to 5.0 requiresthat
this value be equal to the configured value for MAXSERVERS.

MAXACLGROUPS nurmreri c_val ue
specifies the maximum number of group identifiersthat can be used for ACL
permissions checking. The maximum group identifier that can be defined is
TA MAXACLGROUPS- 1. Thisvalue must be greater than or equal to 1 and less
than or equa to 16,384. If not specified, the default is 16,384.

MODEL { SHM | MP}
specifies the configuration type. This parameter is required and only one of
the two settings can be specified. SHM (for shared memory) specifiesasingle
machine configuration; only one machine may be specified in the MACHI NES
section. MP specifies amulti-machine configuration; MP must be specified if a
networked application is being defined. Note: to change val ue without
relinking, servers must be built to support the models needed (see
bui | dserver (1)).

LDBAL {Y | N}
specifieswhether or not load balancing should be performed. If LDBAL is not
specified, thedefault is Y. It isrecommended that if each service mapsto one
and only one queue, then LDBAL should be set to N, since load balancing is
automatic.

CMIRET { COVPLETE | LOGGED}
specifiestheinitial setting of the TP_COMM T_CONTROL characteristic for all
client and server processesin a BEA Tuxedo system application. If val ueis
LOGGED, then the TP_COVM T_CONTROL characteristic isinitialized to
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TP_CMT_LOGGED; otherwisg, itisinitializedtoTP_CMI_COVPLETE. If CMTRET
is not specified, the default is COVPLETE. See the description of the BEA
Tuxedo System ATMI function, t pscnt , for details on the setting of this
characteristic.

OPTI ONS {[LAN | M GRATE], *}
specifies optionsthat are used. If two options are given, they are separated by
commas. Theidentifier LANindicatesthat thisisanetworked application. The
identifier M GRATE indicates that server group migration can be done. If
M GRATE isspecified, LAN should al so be specified (except for the case where
the configuration runs on a single multiprocessor computer). This parameter
is optional, and the default is no options.

SYSTEM ACCESS { FASTPATH | PROTECTED} [, NO_OVERRI DE]
specifies the default mode used by BEA Tuxedo system libraries within
application processes to gain access to internal tables of the BEA Tuxedo
system. FASTPATH specifies that the internal tables are accessible by BEA
Tuxedo system libraries via unprotected shared memory for fast access.
PROTECTED specifies that while the internal tables are accessible by BEA
Tuxedo system libraries via shared memory, the shared memory for these
tablesis not accessible outside of the BEA Tuxedo system libraries.
NO_OVERRI DE can be specified (either alone or in conjunction with FASTPATH
or PROTECTED) to indicate that the mode sel ected cannot be overridden by an
application process using flags available for use with t pi ni t (3c) or
TPI NI Tl ALI ZE( 3cbl ) . If SYSTEM ACCESSishot specified, the default mode
iS FASTPATH.

Limitation: Setting SYSTEM ACCESS to PROTECTED may hot be effective for
multithreaded serversbecauseit is possible that while one thread is executing
BEA Tuxedo code, which meansit is attached to the Bulletin Board, another
thread might be executing user code. The BEA Tuxedo system cannot prevent
such situations.

SECURI TY { NONE | APP_PW| USER_AUTH | ACL | MANDATORY_ACL}
specifies the type of application security to be enforced. If not specified, this
parameter defaults to NONE. The value APP_Pwindicates that application
password security is to be enforced (clients must provide the application
password during initialization). Setting APP_PwWcausest m oadcf to prompt
for an application password. The value USER_AUTHis similar to APP_Pwhut,
in addition, indicates that per-user authentication will be done during client
initialization. The value ACL is similar to USER_AUTH but, in addition,
indicates that access control checks will be done on service names, queue
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names, and event names. |f an associated ACL isnot found for aname, it is
assumed that permission is granted. The value MANDATORY_ACL issimilar to
ACL but permission is denied if an associated ACL is not found for the name.

AUTHSVC st ri ng_val ue
specifiesthe name of an application authentication service that isinvoked by
the system for each client joining the system. This parameter requiresthat the
SECURI TY identifier be set to USER_AUTH, ACL, or MANDATORY_ACL. (For
upward compatibility, setting both SECURI TY APP_PWand AUTHSVCimplies
SECURI TY USER_AUTH.) The parameter value must be 15 characters or less
in length. For SECURI TY level USER_AUTH, the default service name, if not
specified, is AUTHSVC. For SECURI TY level ACL or MANDATORY_ACL, the
default service name, if not specified, is. . AUTHSVC.

Note that the system-supplied authentication server, AUTHSVR, advertisesthe
authentication service as AUTHSVC when SECURI TY is set to USER_AUTH, and
as. . AUTHSVC when SECURI TY is set to ACL or MANDATORY_ACL. AUTHSVC
and . . AUTHSVC point to the same authentication service.

Note also that string values AUTHSVC and . . AUTHSVC areidentifiers, meaning
that there isno need to surround AUTHSVC or . . AUTHSVC with double quotes.

MAXGTT nurmreri c_val ue
specifies the maximum number of simultaneous global transactionsinwhich
any particular machinein this application can be involved. It must be greater
than or equal to 0 and lessthan 32768. If not specified, the default is 100. The
RESOURCES vaue for this parameter can be overridden in the MACH NES
section on a per-machine basis.

MAXCONV nuneri c_val ue
specifies the maximum number of simultaneous conversationsin which
clients and servers on any particular machine in this application can be
involved. It must be greater than 0 and less than 32,768. If not specified, the
default is64 if any conversational serversaredefined in the SERVERS section,
or 1 otherwise. The maximum number of simultaneous conversations per
server is64. The RESOURCES valuefor this parameter can be overriddenin the
MACHI NES section on a per-machine basis.

MAXBUFTYPE nuneri c_val ue
specifies the maximum number of buffer types that can be accommodated in
the buffer type table in the bulletin board. It must be greater than 0 and less
than 32,768. If not specified, the default is 16.
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MAXBUFSTYPE nuneri c_val ue
specifies the maximum number of buffer subtypesthat can be accommodated
in the buffer subtype table in the bulletin board. It must be greater than 0 and
less than 32,768. If not specified, the default is 32.

MAXDRT numeri c_val ue
specifies the maximum number of configured data dependent routing criteria
entries. It must be greater than or equal to 0 and less than 32,768. If not
specified, the default is determined from the configured ROUTI NG section
entries.

MAXRFT numeri c_val ue
specifies the maximum number of data dependent routing range field table
entries. It must be greater than or equal to 0 and less than 32,768. If not
specified, the default is determined from the configured ROUTI NG section
entries.

MAXRTDATA nuneri c_val ue
specifies the maximum string pool size for data dependent routing range
strings. It must be greater than or equal to 0 and less than 32,761. If not
specified, the default is determined from the configured ROUTI NG section
entries.

SCANUNI T nuneri c_val ue
istheinterval of time (in seconds) between which periodic scans are done by
the BBL to find old transactions and timed-out blocking calls within service
requests. Thisvaueisused asthebasic unit of scanning by the BBL.. It affects
the granularity with which transaction timeout val ues can be specified on
t pbegi n() and the blocking timeout value specified with the BLOCKTI ME
parameter. The SANI TYSCAN, BBLQUERY, DBBLWAI T, and BLOCKTI ME
parameters are multipliers of this unit for other timed operations within the
system. SCANUNI T must be amultiple of 5 greater than 0 and less than or
equal to 60 seconds. The default is 10 seconds.

SANI TYSCAN nuneri c_val ue

sets amultiplier of the basic SCANUNI T between sanity checks of the system.
The value SCANUNI T must be greater than O. If this parameter isnot specified,
the default is set so that (SCANUNI T * SANI TYSCAN) is approximately 120
seconds. Sanity checksinclude checking serversaswell asthe bulletin board
data structure itself. Each BBL checks that all servers onits machine are
viable; that is, the server hasn't terminated abnormally and is not looping.
Processes deemed not viable are either cleaned up, or restarted depending on
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the options with which they were started. Following that, the BBL sends a
message (without reply) to the DBBL to indicate it is okay.

DBBLWAI T nuneri c_val ue
setsamultiplier of thebasic SCANUNI T for the maximum amount of wall time
aDBBL should wait for replies from all its BBL s before timing out. Every
timethe DBBL forwardsarequest toits BBL s, it waitsfor all of themtoreply
with apositive acknowledgment before replying to the requester. Thisoption
can be used for noticing dead or insane BBL sin atimely manner. The value
of DBBLWAI T must be greater than 0. If this parameter is not specified, the
default is set so that (SCANUNI T * DBBLWAI T) is the greater of SCANUNI T or
20 seconds.

BBLQUERY nuneri c_val ue
setsamultiplier of the basic SCANUNI T between status checks by the DBBL
of al BBLs. The DBBL checks to ensure that all BBL s have reported in
within the BBLQUERY cycle. If aBBL has not been heard from, the DBBL
sendsamessagetothat BBL asking for status. If no reply isreceived, the BBL
is partitioned. The value of BBLQUERY must be greater than O. If this
parameter is not specified, the default is set so that (SCANUNI T * BBLQUERY)
is approximately 300 seconds.

BLOCKTI ME nurrer i ¢_val ue
setsamultiplier of the basic SCANUNI T after which a blocking call (for
example, receiving areply) times out. The value of BLOCKTI ME must be
greater than 0. If this parameter is not specified, the default is set so that
(SCANUNI T * BLOCKTI ME) is approximately 60 seconds.

NOTI FY {DI PI N| SI GNAL | THREAD | | GNORE}
specifies the default notification detection method to be used by the system
for unsolicited messages sent to client processes. This default can be
overridden on a per-client basis using the appropriatet pi ni t () flag value.
Note that once unsolicited messages are detected, they are made available to
the application through the application-defined unsolicited message handling
routine identified viathe t pset unsol () function (t pnoti fy()).

Thevaue DI PI N specifies that dip-in-based notification detection should be
used. This means that the system will only detect notification messages on
behalf of aclient process while within ATMI calls. The point of detection
within any particular ATMI call is not defined by the system and dip-in
detection will not interrupt blocking system calls. DI PI Nis the default
notification detection method.
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Thevalue SI GNAL specifiesthat signal -based notification detection should be
used. This means that the system sends a signal to the target client process
after the notification message has been made available. The system installs a
signal catching routine on behalf of clients selecting this method of
notification.

All signaling of native client processes is done by administrative system
processes and not by application processes. Therefore, only native clients
running with the same UNIX system user identifier as the application
administrator can be notified using the SI GNAL method. Workstation clients
may use the SI GNAL method, regardless of which user identifier they are
running under.

Note: The SI GNAL noatification method is not available for MS-DOS clients, and
is not available for multithreaded or multicontexted clients.

The value THREAD specifies that THREAD notification detection should be
used. Thismeansthat the system dedi cates a separate thread for the receipt of
unsolicited messages and dispatches the unsolicited message handler in that
thread. Only one unsolicited message handler executes at one time per BEA
Tuxedo application association. Thisvalue is allowed only on platforms that
offer support for multi-threading. COBOL clients cannot use THREAD
notification. Clients that are written in COBOL or that run on a platform on
which threads are not supported will have their notification method changed
to DI PI Nif they accept the UBBCONFI G default notification method and the
UBBCONFI Gdefault notification method is THREAD. I n contrast, if such aclient
specifies thread notification explicitly in the parametersto t pi ni t () or

TPI NI TI ALI ZE() , then the call to this function will return an error.

The value | GNORE specifies that by default notification messages are to be
ignored by application clients. This would be appropriate in applications
where only clients that request notification at t pi ni t () time should receive
unsolicited messages.

USI GNAL {SI GUSR1 | SI GUSR2}
specifiesthe signal to be used if SI GNAL -based notificationisused. Thelega
values for this parameter are SI GUSRL and SI GUSR2. SI GUSR2 is the default
for this parameter. USI GNAL may be specified even if SI GNAL-based
notification is not selected with the NOTI FY parameter, because callers of
t pi ni t () may choose signal-based notification.
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SEC_PRI NCI PAL_NAME st ri ng_val ue [0..511]
specifies the security principal name identification string to be used for
authentication purposes by an application running BEA Tuxedo 7.1 or later
software. This parameter may contain a maximum of 511 characters
(excluding the terminating null character). The principal name specified for
this parameter becomes the identity of one or more system processes running
in this application.

SEC_PRI NCI PAL_NAME can be specified at any of thefollowing four levelsin
the configuration hierarchy: RESOURCES section, MACHI NES section, GROUPS
section, and SERVERS section. A principal name at a particular configuration
level can be overridden at alower level. If SEC_PRI NCl PAL_NANE is not
specified at any of theselevels, the principal namefor the application defaults
to the DOVAI NI D string specified in the RESOURCES section for this
application.

Notethat SEC_PRI NCI PAL_NAME isone of atrio of parameters, the other two
being SEC_PRI NCI PAL_LOCATI ON and SEC_PRI NCI PAL_PASSVAR. The
latter two parameters pertain to opening decryption keys during application
booting for the system processes running in aBEA Tuxedo 7.1 or later
application. When only SEC PRI NCI PAL_NANE is specified at a particular
level, the system sets each of the other two parametersto aNULL (zero length)
string.

SEC_PRI NCI PAL_LOCATI ON st ri ng_val ue [0..511]
specifies the location of the file or device where the decryption (private) key
for the principal specified in SEC_PRI NCI PAL_NAME resides. This parameter
may contain a maximum of 511 characters (excluding the terminating null
character).

SEC_PRI NCI PAL_LOCATI ON can be specified at any of the following four
levelsin the configuration hierarchy: RESOURCES section, MACHI NES section,
GROUPS section, and SERVERS section. When specified at any of these levels,
this parameter must be paired with the SEC_PRI NCI PAL_NAME parameter;
otherwise, itsvalueisignored. (SEC_PRI NCI PAL_PASSVARisoptional; if not
specified, the system setsit to aNULL—zero length—string.)

SEC_PRI NCI PAL_PASSVAR st ri ng_val ue [0..511]
specifies the variable in which the password for the principal specified in
SEC_PRI NCI PAL_NAME is stored. This parameter may contain a maximum of
511 characters (excluding the terminating null character).
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SEC_PRI NCI PAL_PASSVAR can be specified at any of the following four
levelsin the configuration hierarchy: RESOURCES section, MACHI NES section,
GROUPS section, and SERVERS section. When specified at any of these levels,
this parameter must be paired with the SEC_PRI NCI PAL_NAME parameter;
otherwise, itsvalue isignored. (SEC_PRI NCI PAL_LOCATI ONis optional; if
not specified, the system sets it to a NULL—zero length—string.)

During initialization, the administrator must provide the password for each of
the decryption keys configured wiSEC PRI NCI PAL_PASSVAR.

(t M oadcf (1) prompts for the password.) The system automatically
encrypts the password entered by the administrator and assigns each
encrypted password to the associated password variable.

S| GNATURE_AHEAD nuner i ¢_val ue (1 <=num<= 2147483647)
specifies the number of seconds into the future that a digital signature’s
timestamp is allowed to be, when compared to the local machine’s clock. If
not specified, the default is 3600 seconds (one hour). This parameter only
applies to applications running BEA Tuxedo 7.1 or later software.

S| GNATURE_BEHI ND nuneri c_val ue (1 <=num<= 2147483647)
specifies the number of seconds into the past that a digital signature’s
timestamp is allowed to be, when compared to the local machine’s clock. If
not specified, the default is 604800 seconds (one week). This parameter only
applies to applications running BEA Tuxedo 7.1 or later software.

SI GNATURE_REQUI RED{Y | N}
specifies whether or not every process running in this application requires a
digital signature on its input message buffer. If not specified, the defawult is
This parameter only applies to applications running BEA Tuxedo 7.1 or later
software.

SI GNATURE_REQUI RED can be specified at any of the following four levels in

the configuration hierarchyRESOURCES section MACHI NES section,GROUPS
section, anERVI CES section. Settingl GNATURE_REQUI REDto Y at a

particular level means that signhatures are required for all processes running at
that level or below.

ENCRYPTI ON_REQUI RED {Y | N}
specifies whether or not every process running in this application requires an
encrypted input message buffer. If not specified, the defanltTibis
parameter only applies to applications running BEA Tuxedo 7.1 or later
software.
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ENCRYPTI ON_REQUI RED can be specified at any of the following four levels
in the configuration hierarchy: RESOURCES section, MACH NES section,
GROUPS section, and SERVI CES section. Setting ENCRYPTI ON_REQUI REDto Y
at aparticular level means that encryption isrequired for all processes
running at that level or below.
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MACHINES Section

The MACHI NES section specifies the logical names for physical machinesfor the
configuration. It also specifies parameters specific to a given machine. The MACHI NES
section must contain an entry for each physical processor used by the application.
Entries have the form:

ADDRESS requi red_paraneters [ optional _paraneters]

where ADDRESS is the physical hame of aprocessor, for example, the value produced
by the UNIX system uname - n command. On a Windows NT system, the value can be
set using the Computer Name valuein the Network Control Panel and must be specified in upper
case. Thelength of the entire ADDRESS must be 30 characters or less. If the nameis not
anidentifier, it must be enclosed in double quotes.

If the LAN option is not specified, only one machine name can appear in this section.
One of the required KEYWORDs is LM D, which isthelogical machine st ri ng_val ue
assigned to the physical machine. An LM Dst ri ng_val ue must be unique within the
MACHI NES section of the configuration file.

LM D=string val ue
specifiesthat st ri ng_val ue isto be used in other sections as the symbolic
name for ADDRESS. This hame cannot contain a comma, and must be 30
characters or less. This parameter isrequired. There must be an LM Dlinefor
every machine used in a configuration.

These parameters are required:

TUXCONFI G= st ri ng_val ue
Thisisthe absolute path name of the file or device where the binary
TUXCONFI Gfile isfound on this machine. The maximum string value length
is 64 characters. The administrator need only maintain one TUXCONFI Gfile,
namely the one that is pointed to by the TUXCONFI G environment variable on
the MASTER machine. Copies on other machines of thismaster TUXCONFI Gfile
are synchronized with the MASTER machine automatically when the system is
booted. This parameter must be specified for each machine. If TUXOFFSET is
specified, then the BEA Tuxedo file system starts at that number of blocks
from the beginning of the TUXCONFI G device (see TUXOFFSET below). See
ENVFI LE in the MACHI NES section for a discussion of how this value is used
in the environment.
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Note: The path name specified for this parameter must match exactly (inlcuding
case) the path name specified for the TUXCONFI Genvironment variable.
Otherwise, t M oadcf (1) cannot be run successfully.

TUXDI R=string_val ue
Thisisthe absolute path name of the directory wherethe BEA Tuxedo system
software isfound on this machine. This parameter must be specified for each
machine and the path name should be local to each machine; in other words,
TUXDI R should not be on aremote file system. If the machines of a
multiprocessor application have different BEA Tuxedo system releases
installed, check the BEA Tuxedo Release Notes for the higher level releaseto
make sure you will get the functionality you expect. See ENVFI LE in the
MACHI NES section for a discussion of how thisvalueisused in the
environment.

APPDI R=string_val ue
The value specified for this parameter is the absol ute path name of the
application directory and is the current directory for al application and
administrative servers booted on this machine. The absolute path name can
optionally be followed by a colon-separated list of other path names. In a
configuration where SECURI TY is set, each application must have its own
distinct APPDI R. See ENVFI LE in the MACHI NES section for a discussion of
how this value is used in the environment.

Optiona parameters are:

Ul D= nunber
specifiesthe numeric user 1D to be associated with the | PC structures created
for the bulletin board. The valid rangeis 0-2147483647. If not specified, the
default is the value specified in the RESOURCES section.

G D= number
specifies the numeric group 1D to be associated with the IPC structures
created for the bulletin board. The valid range is 0-2147483647. If not
specified, the default is the value specified in the RESOURCES section.

PERM= numnber
specifies the numeric permissions associated with the |PC structures that
implement the bulletin board. It is used to specify the read/write permissions
for processesin the usual UNIX system fashion (that is, with an octal number
such as 0600). The value can be between 0001 and 0777, inclusive. If not
specified, the default is the value specified in the RESOURCES section.
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MAXACCESSERS = numnber
specifies the maximum number of clients and serversthat can be
simultaneously connected to the bulletin board on this machine. This value
must be greater than 0 and lessthan 32,768. If not specified, the default isthe
MAXACCESSERS Vvalue specified in the RESOURCES section.

System administration processes, such asthe BBL, rest art srv,

cl eanupsrv, t nshut down( ), and t madmi n() , need not be accounted for in
thisvalue, but the DBBL, all bridge processes, all system-supplied and
application server processes, and all potential client processesat thissite need
to be counted. (Examples of system-supplied servers are AUTHSVR, TMQUEUE,
TMQFORWARD, TMUSREVT, TMSYSEVT, TMS—Se€eTMSNANE parameter in
GROUPS section,TM5_QV| GMDOVAI N, andwsL.) If the application is booting

Workstation Listeners (WSLs) at this site, both the WSLs and the number of

potential Workstation Handlers (WSHSs) that may be booted need to be
counted.

Note that for BEA Tuxedo pre-Release 7.1 (6.5 or earlier), both the
MAXACCESSERS andVAXSERVERS (SeeVAXSERVERS in RESOURCES section)

parameters for an application play a part in the user license checking scheme.

Specifically, a machine is not allowed to boot if the number of
MAXACCESSERS for that machine + the number KXACCESSERS for the

machine (or machines) already running in the application is greater than the

number ofMAXSERVERS + user licenses for the application. Thus, the total

number ofMAXACCESSERS for an application must be less than or equal to the

number ofMAXSERVERS + user licenses for the application.

Note also that the user license checking scheme in BEA Tuxedo Release 7.1
or later considers only the following two factors when performing its checks:
the number of user licenses for an application and the number of licenses
currently in use for the application. When all user licenses are in use, no new

clients are allowed to join the application.

MAXWSCLI| ENTS = nunber

specifies the number of accesser entries on this machine to be reserved for
Workstation clients (as opposed to native clients). If specified, the value must
be greater than or equal to 0 and less than 32,768. If not specified, the default

is 0.

The number specified here takes a portion of the total accesser slots specified

with MAXACCESSERS, meaning that the accesser slots reserved for
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MAXWSCLI ENTS are unavailable for use by other clients and servers on this
machine. It isan error to set this number greater than MAXACCESSERS.

The MAXWSCLI ENTS parameter is only used when the BEA Tuxedo System
Workstation feature is used. The appropriate setting of this parameter helps
to conserve interprocess communication (IPC) resources since Workstation
client access to the system is multiplexed through a BEA Tuxedo
system-supplied surrogate, the Workstation Handler (WSH).

MAXACLCACHE = number
specifies the number of entriesin the cache used for ACL entries when
SECURI TY is set to ACL or MANDATORY_ACL. The appropriate setting of this
parameter helps to conserve on shared memory resources and yet reduce the
number of disk access to do ACL checking. This value must be greater than
or equal to 10 and less than or equal to 32,000. The default is 100.

MAXCONV = number
specifies the maximum number of simultaneous conversationsin which
clientsand servers on this machine can be involved. It must be greater than 0
and less than 32,768. If not specified, the default is the MAXCONV value
specified in the RESOURCES section. The maximum number of simultaneous
conversations per server is 64.

MAXPENDI NGBYTES = nunber
specifies alimit for the amount of space that can be allocated for messages
waiting to be transmitted by the bridge process. nunber must be between
100,000 and MAXLONG.

MAXGTT = number
specifies the maximum number of simultaneous global transactionsinwhich
this machine can be involved. It must be greater than or equal to 0 and less
than 32,768. If not specified, the default is the value specified in the
RESOURCES section.

TYPE = string val ue
isused for grouping machinesinto classes. TYPE can be set to any string value
that is 15 characters or less. If two machines have the same TYPE value, data
encoding/decoding is bypassed when sending data between the machines.
TYPE can be given any string value. It is used simply for comparison. The
TYPE parameter should be used when the application involves a
heterogeneous network of machines or when different compilers are used on
the machines in the network. If not specified, the default isthe null string,
which matches any other entry that does not have a val ue specified.
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CMPLIM T = string_val uell, string_val ue2]
specifies the threshol d message size for messages bound to remote processes
(string_val uel) and local processes (st ri ng_val ue2) respectively, at
which automatic data compression will take place. Both values must be either
anon-negative numeric value or the string MAXLONG. If not specified, the
default for this parameter is MAXLONG MAXLONG.

NETLOAD = nuneri c_val ue
specifies the additional load to be added when computing the cost of sending
a service request from this machine to another machine. It must be greater
than or equal to 0 and less than 32,768. If not specified, the default is 0.

SPI NCOUNT = nuneri c_val ue
specifies the number of attemptsthat should be made at user level to lock the
bulletin board before blocking processes on a UNIX semaphore. This value
must be greater than or equal to 0. A value of 0 indicates that the spincount
built into the delivered binary should be used. If set, this parameter causes the
TMSPI NCOUNT environment variable to beignored. Thisvariesfrom platform
to platform. The default for this parameter is 0.

TLOGDEVI CE = string_val ue
specifies the BEA Tuxedo file system that contains the DTP transaction log
(TLOG) for thismachine. The TLOGis stored asa BEA Tuxedo system VTOC
table on the device. If this parameter is not specified, then the machineis
assumed to not have a TLOG. The maximum string value length is 64
characters.

TLOGOFFSET = of f set
specifies the numeric offset in pages (from the beginning of the device) to the
start of the BEA Tuxedo file system that contains the DTP transaction log for
this machine. The offset must be greater than or equal to 0 and less than the
number of pages on the device. The default is 0.

TLOGNAME = st ring_val ue
specifies the name of the DTP transaction log for this machine. If not
specified, the default is TLOG If more than one TLOG exists on the same
TLOGDEVI CE, they must have unique names. TLOGNAME must be different
from the name of any other table on the configuration where the TLOGtableis
created. It must be 30 characters or |ess.

TLOGSI ZE = si ze
specifies the numeric size, in pages, of the DTP transaction log for this
machine. It must be greater than 0 and less than or equal to 2048, subject to
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the amount of available space on the BEA Tuxedo file system. If not
specified, the default is 100 pages.

ULOGPFX = st ring_val ue
specifies the absol ute path name prefix of the path for the user I og( 3c)
message file on this machine. The value of ULOGPFX for a given machineis
used to create the user | og(3c) message filefor all servers, clients, and
administrative processes executed on that machine. If this parameter is not
specified, $APPDI R/ ULOGis used. fimddyy” (month, day, year) is appended
to the prefix to get the actual log file name.

TUXOFFSET = of f set
specifies the numeric offset in pages (from the beginning of the device) to the
start of the BEA Tuxedo file system that containsTieCoNFI Gfile for this
machine. The offset must be greater than or equal to 0 and less than the
number of pages on the device. The default offset is 0. The value of
TUXOFFSET, if non-zero, is placed in the environment of all servers booted on
a machine. SEENVFI LE in theMACH NES section for a discussion of how this
value is used in the environment.

ENVFI LE = st ring _val ue
specifies that all clients and servers on the machine are to be executed with
the environment specified in the named file. If the value specifies an invalid
file name, no values are added to the environment. Lines must be of the forn
i dent =val ue wherei dent begins with an underscore or alphabetic
character, and contains only underscore or alphanumeric characters. Withir
theval ue, strings of the form $nv} are expanded when the file is processed
using variables already in the environment. (Forward referencing is not
supported and if a value is not set, the variable is replaced with the empty
string). Backslash (\) may be used to escape the dollar sign and itself. All
other shell quoting and escape mechanisms are ignored and the expanded
val ue is placed into the environment.

Client programs process only tleCHI NES ENVFI LE duringt pi ni t ()

When booting servers, local servers inherit the environmentiafot ( 1)
and remote servers (not on #STER) inherit the environment of
t1isten(1). TUXCONFI G TUXDI R, andAPPDI R are also put into the
environment when a server is booted based on the information in the
associatedACH NES entry. An attempt to reset these three variables to
another value will not be allowed and will result in a warningboot and
t1isten process the machimWFI LE before starting the server, allowing
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for the environment to indicate necessary path names for finding executable
and dynamically loaded files. Once the server is running, as part of server
initialization (before the application gets control int psvrini t()), aserver
will read and export variables from both the machine and server ENVFI LE
files. If avariableisset in both the machine and server ENVFI LE, thevaluein
the server ENVFI LE will override the value in the machine ENVFI LE.

PATHand LD LI BRARY_PATH are treated specially. Before a server is
activated, the machine ENVFI LE is scanned to find the first occurrence of a
PATHoOr LD LI BRARY_PATH variable; embedded environment variables
within either PATH variable are not expanded. PATHand LD LI BRARY_PATH
areused to find path namesfor executabl e and dynamically loaded files. PATH
will always be prefixed with

${ APPDI R} : ${ TUXDI R}/ bi n: / bi n:

if the value doesn't already begin with this string. ThisPATHwill beused asa
search path for serversthat are specified with asimple or relative path name.
LD_LI BRARY_PATHwill always be prefixed with

${APPDI R}: ${ TUXDI R} /1 i b: /1ib:/usr/1ib:

if the value doesn't already begin with this string. SHLI B_PATH is set on
HPUX and LI BPATH s set on Al X instead of LD LI BRARY_PATH.

SEC PRI NCl PAL_NAME = st ri ng_val ue [0..511]
specifies the security principal name identification string to be used for
authentication purposes by an application running BEA Tuxedo 7.1 or later
software. This parameter may contain a maximum of 511 characters
(excluding the terminating null character). The principal name specified for
this parameter becomes the identity of one or more system processes running
on this machine.

SEC_PRI NCI PAL_NAME can be specified at any of the following four levelsin
the configuration hierarchy: RESOURCES section, MACHI NES section, GROUPS
section, and SERVERS section. A principal name at a particular configuration
level can be overridden at alower level. If SEC_PRI NCI PAL_NAME is not
specified at any of theselevels, the principal namefor the application defaults
to the DOMAI NI D string specified in the RESOURCES section for this
application.

Note that SEC_PRI NCI PAL_NAME isone of atrio of parameters, the other two
being SEC PRI NCI PAL_LCOCATI ONand SEC PRI NCI PAL_PASSVAR. The
latter two parameters pertain to opening decryption keys during application
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booting for the system processes running in a BEA Tuxedo 7.1 or later
application. When only SEC PRI NCI PAL_NANE is specified at a particular
level, the system sets each of the other two parametersto aNULL (zero length)
string.

SEC_PRI NCI PAL_LOCATI ON= st ri ng_val ue [0..511]
specifies the location of the file or device where the decryption (private) key
for the principal specified in SEC_PRI NCI PAL_NAME resides. This parameter
may contain a maximum of 511 characters (excluding the terminating null
character).

SEC_PRI NCI PAL_LOCATI ON can be specified at any of the following four
levelsin the configuration hierarchy: RESOURCES section, MACHI NES section,
GROUPS section, and SERVERS section. When specified at any of these levels,
this parameter must be paired with the SEC_PRI NCI PAL_NAME parameter;
otherwise, itsvalueisignored. (SEC_PRI NCI PAL_PASSVARisoptional; if not
specified, the system setsit to aNULL—zero length—string.)

SEC_PRI NCI PAL_PASSVAR = st ring_val ue [0..511]
specifies the variable in which the password for the principal specified in
SEC_PRI NCI PAL_NAME is stored. This parameter may contain a maximum of
511 characters (excluding the terminating null character).

SEC_PRI NCI PAL_PASSVAR can be specified at any of the following four
levels in the configuration hierarchgESQURCES section MACHI NES section,
GROUPS section, an&ERVERS section. When specified at any of these levels,
this parameter must be paired with 8% PRI NCI PAL_NAME parameter;
otherwise, its value is ignoredsHC_PRI NCI PAL_LOCATI ON is optional; if

not specified, the system sets it t8lhL—zero length—string.)

During initialization, the administrator must provide the password for each of
the decryption keys configured wiiEC_PRI NCl PAL_PASSVAR.

(t M oadcf (1) prompts for the password.) The system automatically
encrypts the password entered by the administrator and assigns each
encrypted password to the associated password variable.

SI GNATURE_REQUI RED = {Y | N}
specifies whether or not every process running on this machine requires a
digital signature on its input message buffer. If not specified, the defawult is
This parameter only applies to applications running BEA Tuxedo 7.1 or later
software.
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SI GNATURE_REQUI RED can be specified at any of the following four levelsin
the configuration hierarchy: RESOURCES section, MACHI NES section, GROUPS
section, and SERVI CES section. Setting S| GNATURE_REQUI REDto Y at a
particular level meansthat signatures are required for all processesrunning at
that level or below.

ENCRYPTI ON_REQUI RED = { Y | N}
specifies whether or not every process running on this machine requires an
encrypted input message buffer. If not specified, the default isN. This
parameter only applies to applications running BEA Tuxedo 7.1 or later
software.

ENCRYPTI ON_REQUI RED can be specified at any of the following four levels
in the configuration hierarchy: RESOURCES section, MACHI NES section,
GROUPS section, and SERVI CES section. Setting ENCRYPTI ON_REQUI REDtoY
at a particular level meansthat encryption is required for all processes
running at that level or below.
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GROUPS Section

This section provides information about server groups. This section must have at least
one server group defined in it (which can be added viat nconfi g, wt nconfig(1)
after the TUXCONFI Gfile has been created). A server group entry provides alogical
namefor acollection of serversand/or serviceson amachine. Thelogical nameisused
asthe value of the SRVGRP parameter in the SERVERS section to identify aserver as part
of this group. SRVGRP is also used in the SERVI CES section to identify a particular
instance of a service with its occurrences in the group. Other GROUPS parameters
associate this group with a specific resource manager instance (for example, the
employee database). Lines within the GROUPS section have the form:

GROUPNANE r equi r ed_par anet er s [Opt i onal _par anet er s]

where GROUPNAME specifiesthelogical name (st ri ng_val ue) of thegroup. Thegroup
name must be unique within al group names in the GROUPS section and LM D values
in the MACHI NES section and cannot contain an asterisk (*), comma, or colon. It must
be 30 charactersor less.

Required parameters are:

LM D=string_val uel|, string_val ue2]
specifies that this group of servers resides on the machine symbolically
named by st ring_val uel in the MACHI NES section (or the default in SHV
mode). Each LMID value must be 30 characters or less. Up to two logical
machine hames can be specified. The second logical name, if given and if
server group migration is enabled, indicates the machine to which the server
group can be migrated.

GRPNO= numnber
specifies the numeric group number associated with this server group. This
number must be greater than 0 and less than 30000, and must be unique
among all entries in the GROUPS section.

Optiona parameters are:

TMBNAME = st ring_val ue
specifies the name of the transaction manager server a. out associated with
this group. This parameter must be specified for any group entry whose
servers will participate in distributed transactions (transactions across
multiple resource managers--and possibly machines--that are started with
t pbegi n(), and ended with t pcommi t () /t pabort () ). It specifiesthefile
(string_val ue) to be executed by t mboot ( 1) when booting the server
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group. Thevalue TMS isreserved to indicate use of the null XA interface. If a
non-empty value other than TMS is specified, then a TLOGDEVI CE must be
specified for the machine(s) associated with the LM D value(s) for this entry.
A unique server identifier is selected automatically for each TM server, and
the serverswill be restartable an unlimited number of times.

ENVFI LE = st ri ng_val ue
specifiesthat all serversinthe group areto be executed with the environment
specified in the named file. If the value specifies an invalid file name, no
values are added to the environment. Lines must be of theform i dent =val ue
where i dent contains only underscore or a phanumeric characters. Within
the val ue, strings of the form ${ env} are expanded when the fileis
processed using variables aready in the environment. (Forward referencing
isnot supported and if avalueisnot set, the variableis replaced with an empty
string.) A backslash (\) may be used to escape the dollar sign and itself. All
other shell quoting and escape mechanisms are ignored and the expanded
val ue isplaced in the environment.

The ENVFI LE isread after the MACHI NES section ENVFI LE (if one exists) and
before the SERVERS section ENVFI LE (if one is specified).

TMSCOUNT = nurmber
specifies the number of transaction manager serversto start for the associated
group, if TMSNANE is specified. This parameter isoptional and thedefault is 3.
If specified and the value is non-zero, the minimum valueis 2 and the
maximum value is 10. The servers are set up in an MSSQ set automatically.

SEC PRI NCl PAL_NAME = st ri ng_val ue [0..511]
specifies the security principal name identification string to be used for
authentication purposes by an application running BEA Tuxedo 7.1 or later
software. This parameter may contain a maximum of 511 characters
(excluding the terminating null character). The principal name specified for
this parameter becomes the identity of one or more system processes running
in this group.

SEC_PRI NCI PAL_NAME can be specified at any of thefollowing four levelsin
the configuration hierarchy: RESOURCES section, MACHI NES section, GROUPS
section, and SERVERS section. A principal name at a particular configuration
level can be overridden at alower level. If SEC_PRI NCI PAL_NAME is not
specified at any of theselevels, the principal namefor the application defaults
to the DOMAI NI D string specified in the RESOURCES section for this
application.
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Notethat SEC_PRI NCI PAL_NAME isone of atrio of parameters, the other two
being SEC_PRI NCI PAL_LOCATI ON and SEC_PRI NCI PAL_PASSVAR. The
latter two parameters pertain to opening decryption keys during application
booting for the system processes running in a BEA Tuxedo 7.1 or later
application. When only SEC PRI NCI PAL_NANE is specified at a particular
level, the system sets each of the other two parametersto aNULL (zero length)
string.

SEC_PRI NCI PAL_LOCATI ON= st ri ng_val ue [0..511]
specifies the location of the file or device where the decryption (private) key
for the principal specified in SEC_PRI NCI PAL_NAME resides. This parameter
may contain a maximum of 511 characters (excluding the terminating null
character).

SEC_PRI NCI PAL_LOCATI ON can be specified at any of the following four
levelsin the configuration hierarchy: RESOURCES section, MACHI NES section,
GROUPS section, and SERVERS section. When specified at any of these levels,
this parameter must be paired with the SEC_PRI NCI PAL_NAME parameter;
otherwise, itsvalueisignored. (SEC_PRI NCI PAL_PASSVARisoptional; if not
specified, the system setsit to aNULL—zero length—string.)

SEC_PRI NCI PAL_PASSVAR = st ring_val ue [0..511]
specifies the variable in which the password for the principal specified in
SEC_PRI NCI PAL_NAME is stored. This parameter may contain a maximum of
511 characters (excluding the terminating null character).

SEC_PRI NCI PAL_PASSVAR can be specified at any of the following four
levels in the configuration hierarchgESQURCES section MACHI NES section,
GROUPS section, an&ERVERS section. When specified at any of these levels,
this parameter must be paired with 8% PRI NCI PAL_NAME parameter;
otherwise, its value is ignoredsHC PRI NCI PAL_LOCATI ON is optional; if

not specified, the system sets it t8lhL—zero length—string.)

During initialization, the administrator must provide the password for each of
the decryption keys configured wiiEC_PRI NCl PAL_PASSVAR.

(t M oadcf (1) prompts for the password.) The system automatically
encrypts the password entered by the administrator and assigns each
encrypted password to the associated password variable.

SI GNATURE_REQUI RED = {Y | N}
specifies whether or not every process running in this group requires a digita
signature on its input message buffer. If not specified, the defaulTisis
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parameter only applies to applications running BEA Tuxedo 7.1 or later
software.

SI GNATURE_REQUI RED can be specified at any of the following four levelsin
the configuration hierarchy: RESOURCES section, MACHI NES section, GROUPS
section, and SERVI CES section. Setting S| GNATURE_REQUI REDto Y at a
particular level meansthat signatures are required for all processesrunning at
that level or below.

ENCRYPTI ON_REQUI RED = { Y | N}
specifies whether or not every process running in this group requires an
encrypted input message buffer. If not specified, the default isN. This
parameter only applies to applications running BEA Tuxedo 7.1 or later
software.

ENCRYPTI ON_REQUI RED can be specified at any of the following four levels
in the configuration hierarchy: RESOURCES section, MACHI NES section,
GROUPS section, and SERVI CES section. Setting ENCRYPTI ON_REQUI REDtoY
at a particular level meansthat encryption is required for all processes
running at that level or below.

OPENI NFO= string_val ue
specifies the resource manager dependent information needed when opening
the resource manager for this group. The value must be enclosed in double
guotes and must be less than or equal to 256 charactersin length.

Thisvalueisignored if the TMSNAME parameter for this group is not set or is
set to TMVB. If the TMBNANVE parameter is set to a value other than TMS but the
OPENI NFOstring is set to the null string (") or is not specified, a resource
manager exists for the group but does not require any information for
executing an open operation.

The format of the OPENI NFO string is dependent on the requirements of the
vendor providing the underlying resource manager. The information required
by the vendor must be prefixed with the published name of the vendor’s
transaction (XA) interface followed immediately by a colon (:).

For BEA Tuxedo /Q databases, the format is:

#0On UNIX #
OPEN NFO="TUXEDO Qvt gntonfi g. gspace"

#0n Windows NT #
OPEN NFO="TUXEDO Qvt gntonfi g, gspace"

BEA Tuxedo File Formats and Data Descriptions Reference 471



Section 5 - File Formats and Data Descriptions

# In AS/400 environment #
OPENI NFO="TUXEDO' QM gntonfi g, gspace"

# In OpenVMS environment #
OPENI NFO =" TUXEDQ QM [a. b. c]gntonfi g, gspace”

where TUXEDO' QViisthe published name of the BEA Tuxedo/Q XA interface,
gnronf i g isreplaced with the name of the QVCONFI G (see gnadni n( 1) ) on
which the queue space resides, and gspace isreplaced with the name of the
gueue space. For NT and AS/400, the separator after gnronf i g must be a
semicolon (; ). For OpenVMS, the separator after TUXEDQ' QMand after
gnronfi g must beacommal, ).

For other vendors’ databases, the format oO#ENI NFO string is specific to
the particular vendor providing the underlying resource manager. As an
example, the followin@PENI NFO string demonstrates the type of
information needed when opening the Oracle resource manager.

OPENI NFO=" Or acl e_XA:
Oracl e_XA+Acc=P/ Scott/*****+SesTm=30+LogDi t =/ t np"

O acl e_XA is the published name of the Oracle XA interface. The series of
five asterisks (*) in th@PENI NFO string pertains to the encrypting of a
password, which is described in the paragraphs that follow.

Passwords passed to a resource manager @HNe NFO string can be stored
in either clear text or encrypted form. To encrypt a password, first enter a
series of five or more continuous asterisks inGPENI NFOstring at the place
where you want the password to go. Then loatHBEONFI Gfile by running

t m oadcf (1) . Whent nl oadcf () encounters the string of asterisks, it
prompts you to create a password. For example:

tm oadcf -y /usrS/appsfankapp/ myubbconfi g
Password for OPEN NFO ( SRVGRP=BANKB3) :
password

t m oadcf (1) stores the password in tieXCONFI Gfile in encrypted form.
If you then regenerate thBBCONFI G file from the TUXCONFI Gfile using

t munl oadcf (), the password is printed in the regeneraBRCONFI Gfile in
encrypted form with@@as delimiters. For example:

OPENI NFO="Or acl e_XA:
O acl e_XA+Acc=P/ Scot t / @@\0986F7733D4@aSesTn30+LogDi t =/ t mp"
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When t ml oadcf () encounters an encrypted password in a UBBCONFI Gfile
generated by t munl oadcf (), it does not prompt the user to create a
password.

CLCSEI NFO= st ri ng_val ue
specifies the resource manager dependent information needed when closing
the resource manager for this group. The value must be enclosed in double
quotes and must be less than or equal to 256 charactersin length. Note that a
CLOSEI NFO string is not used for BEA Tuxedo /Q databases.

Thisvalueisignored if the TMSNAME parameter for this group is not set or is
set to TMVB. If the TMBNANVE parameter is set to a value other than TMS but the
CLOSEI NFO string is set to the null string (" ™) or is not specified, aresource
manager exists for the group but does not require any information for
executing acl ose operation.

The format of the CLOSEI NFO string is dependent on the requirements of the
vendor providing the underlying resource manager. The information required
by the vendor must be prefixed with the published name of the vendor’s
transaction (XA) interface followed immediately by a colon (:).
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NETGROUPS Section

The NETGROUPS section describes the network groups available to the application in
the LAN environment. Any pair of machines may be in any number of network groups.
Two communicating nodes use the priority mechanism in order to determine how to
communicate between elements of its group.

Every LM D must be amember of the default network group, DEFAULTNET. Machines
running BEA Tuxedo releases earlier than Release 6.4 (in which NETGROUPS became
available) can belong only to the DEFAULTNET network group. The network group
number (NETGRPNO) for DEFAULTNET is O (zero), and may not be changed. The default
priority of DEFAULTNET, however, may be modified.

The general format for entriesin this section is:
NETGROUP r equi r ed_par amet er s [opt i onal _par anet er s]

where NETGROUP is the network group name. If NETGROUP is equal to DEFAULTNET
then the entry describes the default network group.

Required parameters are:

NETGRPNO= nuneri c_val ue
Thisis aunique network group humber which must be assigned by the
administrator for usein failover and failback situations. If thisentry describes
DEFAULTNET, then the numeric value must be O (zero).

Optiona parameters are:

NETPRI O= nuneric_val ue
Specifies the priority of this network group. A pair of machinesin multiple
network groups of the same priority will communicate in parallel over the
priority band aslong as ho network group of a higher priority is available. If
all the network links of a certain priority band have been torn down by the
administrator or by network conditions, then the next lowest priority band is
used. Retries of the higher priority bands will be attempted. (For more
information, see Setting Up a BEA Tuxedo Application.) Thisvalue must be
greater than zero and less than 8192. If not specified, the default is 100. Note
that thisis the only parameter of the DEFAULTNET that can be altered.

Note: Parallel datacircuitsare prioritized by network group number (NETGRPNO)
within priority group number.
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NETWORK Section

The NETWORK section describesthe network configuration for aL AN environment. For
each processor on which a bridge server is located, an entry must be placed in the
NETWORK section giving the network address of the bridge process. An error is
generated if this section exists and LAN is not specified for the OPTI ONS parameter of
the RESOQURCES section.

The general format for entriesin this section is:
LM Drequi red_par anet ers [opt i onal _par anet er s]

where LM Disthelogica machine wherethe bridge processis placed. LM Dmust have
direct access to the network device to be used (as given in the BRI DGE parameter).

Required parameters are:

NADDR = stri ng_val ue
specifies the complete network address to be used by the bridge process
placed on the LM Dasitslistening address. Thelistening addressfor abridge
is the means by which it is contacted by other bridge processes participating
in the application. If st ri ng_val ue hasthe form “Oxhex-digits” or
“\\xhex-digits” , it must contain an even number of valid hex digits. These
forms, which are trandlated internally into a character array containing
TCP/IP addresses, may also be in either of the following two forms:

‘//host.name.port_number”
VA A A port_number”

In the first of these formats, hostname isresolved to a TCP/IP host address

at the time the address isbound using the locally configured name resolution
facilities accessed via an operating system command.Z ke # #’ is the
dotted decimal format where eaghepresents a decimal number in the range
0 to 255.port _nunber is a decimal number in the range 0 to 65535, the
hexadecimal representations of the string specified.

Note: Some port numbers may be reserved for the underlying transport protocols
(such as TCP/IP) used by your system. Check the documentation for your
transport protocols to find out which numbers, if any, are reserved on your
system.
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Optiona parameters are:

BRI DGE = string _val ue
specifies the device name to be used by the bridge process placed on that
LM Dto access the network. The BRI DGE parameter is not required. In prior
releases, for networks that were TLI-based, an absolute path name for a
device was required as the value of BRI DGE. The network transport endpoint
file path hasthe form: / dev/ pr ovi der _nane. For StarL AN thisis:
/ dev/starl an.

NLSADDR = st ri ng_val ue
specifiesthe network address used by thet | i st en( 1) process servicing the
network on the node identified by the LM D. The network address used for
NLSADDR is of the same format as that specified for the NADDR parameter
above. If the address has the form “0x hex-di gi ts” or“\\x hex-digits”,
it must contain an even number of valid hex digits. TCP/IP addresses may be
inthe"//#. #. #. #: port" format. tmloadcf(1)  printsan error if NLSADDRS
missing on any entry but the MASTER LMID, for which it prints a warning.
However, if NLSADDRS missing on the MASTER LMID, tmadmin(1) ~ will not
be ableto run in administrator mode on remote machines; it will be limited to
read-only operations. This also means that the backup site will be unable to
to reboot the master site after failure.

FADDR = string val ue
specifies the network address used by the local machine when connecting to
other machines. This parameter, along with the FRANGEarameter,
determines the range of TCP/IP ports to which a processwill attempt to bind
before making an outbound connection. This address must be a TCP/IP
address. The port portion of the TCP/IP address represents the base address
from which arange of TCP/IP ports can be bound by the process. TheFRANGE
parameter specifies the size of the range. For example, if thisaddressis
/Imymachine.bea.com:30000 and FRANGES 200, then all native processes
attempting to make outbound connectionsfrom thisLMID will bind aport on
mymachine.bea.com  between 30000 and 30200. If not set, this parameter
defaults to the empty string, which implies the operating system chooses a
local port randomly.

FRANGE =nunber
specifies the range of TCP/IP portsto which a native process will attempt to
bind before making an outbound connection. The FADDRparameter specifies
the base address of the range. For example, if the FADDRparameter is set to
/Imymachine.bea.com:30000 and FRANGHS set to 200, then all native
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processes attempting to make outbound connections from this LMID will
bind a port on nymachi ne. bea. combetween 30000 and 30200. The valid
range is 1-65535. The default is 1.

M NENCRYPTBI TS ={0 |40 |56 | 128}
specifies the minimum level of encryption required when a network link to
this machine is being established. 0 means no encryption, while 40, 56, and
128 specify the encryption key length (in bits). If this minimum level of
encryption cannot be met, link establishment fails. The default is 0.

Note: Thelink-level encryption value of 40 bits is provided for backward
compatibility.

MAXENCRYPTBI TS = {0 | 40 | 56 | 128}
specifies the maximum level of encryption allowed when a network link is
being established. 0 means no encryption, while 40, 56, and 128 specify the
encryption length (in bits). The default is 128.

Note: Thelink-level encryption value of 40 bits is provided for backward
compatibility.

NETGROUP = stri ng_val ue
st ring_val ue isthe network group associated with this network entry. If
unspecified, then the default, DEFAULTNET, is assumed. The NETGROUP
parameter, if not set to DEFAULTNET, must have previously appeared asa
group name in the NETGROUPS  section of thefile. All network entries with a
NETGROUP DEFAULTNET are represented in the T_MACHI NE class of the
TM_M B, while NETWORK entries associated with any other NETGROUP are
represented in the T_NETMAP class of the TM_M B to interoperate with
previous rel eases.
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SERVERS Section
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This section provides information on the initial conditions for servers started in the
system. The notion of a server as aprocessthat continually runs and waitsfor aserver
group’s service requests to process, may or may not apply to a particular remote
environment. For many environments, the operating system or perhaps aremote
gateway will be the sole dispatcher of services; when either of these isthe case, only
SERVI CE table entries (see next section) and no SERVER tabl e entries need be specified
for remote program entry points; BEA Tuxedo system gateway servers would
advertise and queue remote domain service requests. Host-specific reference pages
must indicate whether or not UBBCONFI G server table entries apply in their particular
environments, and if so, the corresponding semantics. Lines within the SERVERS
section have the form:

AQUT requi red_par anet er s [opt i onal _par anet er s]

where AoUT specifiesthefile (st ri ng_val ue) to be executed by t nboot (1) .t nboot
executes ACUT on the machine specified for the server group to which the server
belongs. t mhoot searches for the AouT file on its target machine. Thus, ACUT must
exist in afilesystem on that machine. (Of course, the path to AQUT can include RFS
connections to filesystems on other machines.) If arelative path name for a server is
given, the search for AOUT is done first in APPDI R, then in TUXDI R/ bi n, then in /bin,
and then in path> where path> is the val ue of the last PATH= line appearing in the
machine environment file, if one exists. The values for APPDI R and TUXDI R are taken
from the appropriate machine entry in the TUXCONFI Gfile. See ENVFI LE in the
MACHI NES section for a more detailed discussion.

Required parameters are:

SRVGRP = string val ue
specifies the group name for the group in which the server isto run.
string_val ue must bethelogical name associated with aserver groupinthe
GROUPS section. It must be 30 characters or less. This association with an
entry in the GROUPS section meansthat AQUT is executed on the machine with
the LM D specified for the server group. It also specifies the GRPNOfor the
server group and parameters to pass when the associated resource manager is
opened. All server entries must have a server group parameter specified.

SRVI D = nunber
specifiesaninteger that uniquely identifiesaserver withinagroup. Identifiers
must be between 1 and 30,000 inclusive. This parameter must be present on
every server entry.
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The optional parameters are divided into two categories: boot options and run-time
options. Boot optionsare used by t mboot ( 1) when it executesaserver. Once running,
a server reads its entry from the configuration file to determine its run-time options.
The unique server ID is used to find the right entry.

Optional boot parameters are:

CLOPT = stri ng_val ue
specifiesser vopt s(5) optionsto be passed to AQUT when booted. If noneis
specified, the default is- A. st ri ng_val ue can be up to 256 charactersin
length.

SEQUENCE = nunber
specifies when this server should be booted or shutdown relative to other
servers. |If the SEQUENCE parameter is not specified, servers are booted in the
order found in the SERVERS section (and shut down in the reverse order). If a
mixture of serverswith and without sequence numbersis given, all servers
with sequence numbers are booted first from low to high sequence number,
thenall serverswithout sequence numbers are booted in the order they appear
in the configuration file. Sequence numbers must be in the range between 1
and 9999.

M N= nunmber
specifies the minimum number of occurrences of the server to boot by
t mboot . If an RQADDR s specified and M Nis greater than 1, then the servers
will form an MSSQ set. The server identifiers for the servers will be SRvI D
upto SRVID + MAX - 1.All occurrences of the server will have the same
sequence number, aswell asany other server parameters. The valuerange for
M NisOto 1000. If not specified, the default is 1.

MAX = number
specifies the maximum number of occurrences of the server that can be
booted. Initially, t rboot bootsM N servers, and additional servers can be
booted up to MAX occurrences using the - i option of t nboot to specify the
associated server identifier. The value range for MAX isM N to 1000. If not
specified, the default isthe same value as M N.

Optional run-time parameters are:

ENVFI LE = st ri ng_val ue
requests the addition of the valuesin thisfile to the environment of the server
during itsinitialization. If a server is associated with a server group that can
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be migrated to a second machine, the ENVFI LE must be in the same location
on both machines.

Note that thisfileis processed after the server starts. Therefore, it cannot be
used to set the path names used to find executable or dynamically loaded files
needed to execute the server; usethe machine ENVFI LE instead. See ENVFI LE
inthe MACH NES section for adiscussion of how thisfileis used to modify the
environment.

CONV ={Y|N}
specifieswhether or not the server isaconversational server. Connectionscan
only be made to conversational servers, and rpc requests (viat pacal | () or
t pcal I ()) can only be made to non-conversational servers. The default is N.

RQADDR = stri ng _val ue
specifies the symbolic name of the request queue for AQUT. It must be 30
charactersor less. If not specified, aunique key (GRPNO. SRVI D) is chosen for
aqueuethat AOUT accesses. Specifying the same RQADDR and same executable
name for more than one server is the way multiple server, single queue
(MSSQ) sets are achieved. If two servers are given an RQADDR with the same
gueue name, they must be in the same server group.

RQPERM= nunber
specifies the numeric permissions on the request queue. nunmber is specified
in the usual UNIX fashion (for example, 0600). If RQPERMI s not specified,
and a PERMis specified in the RESOURCES section, then that value is used.
Otherwise, avalue 0666 is used. The value can be between 0001 and 0777,
inclusive.

REPLYQ={Y | N}
specifies whether areply queue should be established for the AQUT. If Y is
specified, the reply queue is created on the same LM D as the AQUT. The
default isN. For serversin an M5SQset, serversthat expect replies should have
REPLYQsSetto Y.

RPPERM= number
specifies the numeric permissions on the reply queue. number is specified in
the usual UNIX fashion (for example, 0600). If RPPERMis not specified, the
default value 0666 is used. If requests and replies are both read from the same
gueue, only RQPERM need be specified; RPPERMIs ignored. The vaue can be
between 0001 and 0777, inclusive.
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RCVMD = st ring _val ue
If AQUT isrestartable, this parameter specifies the command that should be
executed when AoUT abnormally terminates. The string, up to the first space
or tab, must be the name of an executable UNIX file, either afull path name
or relative to APPDI R (do not attempt to set a shell variable at the beginning
of the command). The command name may be optionally followed by
command line arguments. Two additional arguments are appended to the
command line: the GRPNO and SRVI D associated with the restarting server.
string_value is executed in parallel with restarting the server.

MAXGEN = number
If AOUT is restartable, this parameter specifiesthat it can be restarted at most
number - 1 times within the period specified by GRACE. The value must be
greater than 0 and lessthan 256. If not specified, thedefaultis1 (which means
that the server can be started once, but not restarted).

GRACE = nunber
If AQUT isrestartable, this parameter specifies that it can have up to MAXGEN
lives within the specified number of seconds. The value must be greater than
or equal to 0 and less than 2147483648. If 0, the AQUT can be restarted an
unlimited number of times. If GRACE is not specified, the default is 86,400
seconds (24 hours).

RESTART = {Y | N}
specifies whether or not ACUT is restartable. The default is N. If server
migration is specified, RESTART must be set to Y. Note that a server
terminated with a SI GTERMsignal cannot be restarted; it must be rebooted.

SYSTEM ACCESS =i dentifier[,identifier]
specifies the default mode used by BEA Tuxedo system libraries within
application processesto gain accessto BEA Tuxedo system'’s internal tables.
Valid access types aFASTPATH or PROTECTED. FASTPATH specifies that the

internal tables should be accessible by the libraries via shared memory for fast
accessPROTECTED specifies that while the internal tables are accessible by
BEA Tuxedo system libraries via shared memory, the shared memory for
these tables is not accessible outside of the BEA Tuxedo system libraries.

NO_OVERRI DE can be specified (either alone or in conjunction \WRBTPATH

or PROTECTED) to indicate that the mode selected cannot be overridden by an

application process. BYSTEM ACCESS is not specified, the default mode is
determined by the setting of tB#STEM ACCESS keyword in theRESOURCES
section.
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Limitation: Setting SYSTEM ACCESS to PROTECTED may hot be effective for
multithreaded servers becauseit is possible that while onethread isexecuting
BEA Tuxedo code, which meansit is attached to the Bulletin Board, another
thread might be executing user code. The BEA Tuxedo system cannot prevent
such situations.

MAXDI SPATCHTHREADS = numnber

specifies the maximum number of concurrently dispatched threads which
each server process may spawn. This parameter is effective only if the server
has been built with the bui | dserver -t command.

If MAXDI SPATCHTHREADS > 1, then a separate dispatcher thread is used and
does not count against thislimit. It isrequired that M NDI SPATCHTHREADS <=
MAXDI SPATCHTHREADS. If this parameter is not specified, the default is 1.

M NDI SPATCHTHREADS = number

specifies the number of server dispatch threads started on initial server boot.
This parameter is effective only if the server has been built with the
bui | dserver -t command.

The separate dispatcher thread that is used when MAXDI SPATCHTHREADS > 1
isnot counted as part of the M NDI SPATCHTHREADS value. It is required that
M NDI SPATCHTHREADS <= MAXDI SPATCHTHREADS. The default for this
parameter is 0.

THREADSTACKSI ZE = numnber

If this parameter is not specified or if the value specified is 0, the operating
system default is used. This option has an effect on the server only when a
value greater than 1 is specified for MAXDI SPATCHTHREADS.

SEC_PRI NCI PAL_NAME = st ri ng_val ue [0..511]

specifies the security principal name identification string to be used for
authentication purposes by an application running BEA Tuxedo 7.1 or later
software. This parameter may contain a maximum of 511 characters
(excluding the terminating null character). The principal name specified for
this parameter becomes the identity of one or more system processes running
on this server.

SEC_PRI NCI PAL_NANME can be specified at any of the following four levelsin
the configuration hierarchy: RESOURCES section, MACHI NES section, GROUPS
section, and SERVERS section. A principal name at a particular configuration
level can be overridden at alower level. If SEC_PRI NCl PAL_NANE is not

specified at any of theselevels, the principal namefor the application defaults
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to the DOMAI NI D string specified in the RESOURCES section for this
application.

Note that SEC_PRI NCI PAL_NAME isone of atrio of parameters, the other two
being SEC PRI NCI PAL_LCOCATI ONand SEC PRI NCI PAL_PASSVAR. The
latter two parameters pertain to opening decryption keys during application
booting for the system processes running in a BEA Tuxedo 7.1 or later
application. When only SEC_PRI NCI PAL_NAME is specified at a particular
level, the system sets each of the other two parametersto aNULL (zero length)
string.

SEC PRI NCI PAL_LOCATI ON= st ri ng_val ue [0..511]
specifiesthe location of thefile or device where the decryption (private) key
for the principal specifiedin SEC_PRI NCI PAL_NAME resides. This parameter
may contain a maximum of 511 characters (excluding the terminating null
character).

SEC PRI NCI PAL_LOCATI ON can be specified at any of the following four
levelsin the configuration hierarchy: RESOURCES section, MACHI NES section,
GROUPS section, and SERVERS section. When specified at any of these levels,
this parameter must be paired with the SEC_PRI NCI PAL_NAME parameter;
otherwise, itsvalueisignored. (SEC_PRI NCI PAL_PASSVAR isoptional; if not
specified, the system setsit to aNULL—zero length—string.)

SEC PRI NCl PAL_PASSVAR= st ri ng_val ue [0..511]
specifies the variable in which the password for the principal specified in
SEC_PRI NCI PAL_NAME is stored. This parameter may contain a maximum of
511 characters (excluding the terminating null character).

SEC_PRI NCI PAL_PASSVAR can be specified at any of the following four
levels in the configuration hierarchgESOURCES section MACHI NES section,
GROUPS section, an&ERVERS section. When specified at any of these levels,
this parameter must be paired with 8% PRI NCI PAL_NAME parameter;
otherwise, its value is ignoreHEC PRI NCI PAL_LCOCATI ONis optional; if

not specified, the system sets it thlé L—zero length—string.)

During initialization, the administrator must provide the password for each of
the decryption keys configured wiSEC PRI NCI PAL_PASSVAR.

(t M oadcf (1) prompts for the password.) The system automatically
encrypts the password entered by the administrator and assigns each
encrypted password to the associated password variable.
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This section providesinformation on services used by the application. Lineswithin the
SERVI CES section have the form:

SVCNM[opt i onal _par anet er s]

where SVCnMisthe (st ri ng_val ue) name of the service. SVGnvmust be 15 characters
or fewer in length.

Thereareno required parameters. Services need not be listed if no optional parameters
need to be set. Optiona parameters are:

LQOAD = numnber
specifiesthat SVCnvimposes aload on the system of nunber. nunber canbe
between 1 and 32767 inclusive. If not specified, the default is50. A higher
number indicates a greater |oad.

PRI O= nunber
specifiesthat SVCNivihas a dequeuing priority of the specified number. The
value must be greater than 0 and less than or equal to 100, with 100 being the
highest priority. The default is 50.
A lower priority message does not remain forever enqueued because every
tenth message is retrieved on a FIFO basis. Response time should not be a
concern of the lower priority interface or service.

SRVGRP = string val ue
This parameter says that any parameters specified apply to SVCNmwithin
server group st ri ng_val ue. The use of SRVGRP allows the same service to
have different parameter settingswithin different server groups. It must be 30
charactersor less.

BUFTYPE ="t ypell: subtypell, subtype2...]|[; type2[:s ubtyped[, .. .1]]...”
isalist of types and subtypes of data buffers accepted by this service. This
parameter can be up to 256 characters in length and a maximum of 32
type/subtype combinations are allowed. The BEA Tuxedo system provides
thefollowing types of data buffers: FMLand FML32 (for FMLbuffers), XML(for
XMLbuffers), VIEW, VIEW32, X_C_TYPE or X_COMMOf€fior FMLViews),
STRING (for NULL terminated character arrays) and CARRAYor X_OCTET(for
acharacter array that isneither encoded nor decoded during transmission). Of
these types, only VIEW, VIEW32, X_C_TYPE and X_COMMOhave subtypes. A
view subtype gives the name of the particular view expected by the service.
Application types and subtypes can a so be added (see tuxtypes(5) ). Fora

BEA Tuxedo File Formats and Data Descriptions Reference



UBBCONFIG(5)

TYPE that has subtypes, “*” can be specified for the subtype to indicate that
the service accepts all subtypes for the associated type.

A single service can only interpret a fixed number of buffer types, namely
those found in its buffer type switch (saext ypes(5)). If the BUFTYPE
parameter is set L, that service will accept all buffer types found in its
buffer type switch. Omitting thBUFTYPE parameter is equivalent to setting

it to ALL. If multiple entries exist for the same service name but with different
SRVGRP parameters, thBUFTYPE parameter must be the same for all of these
entries.

A type name can be 8 characters or less in length and a subtype name can be
16 characters or less in length. Note that type and subtype names should not
contain semicolon, colon, comma, or asterisk characters (this will make it
hard to see where type and subtype values end).

Some examples of valBUFTYPE specifications are:

BUFTYPE=FM. inplies that the service takes FM. buffers.
BUFTYPE=VIEW * inplies that the service takes all subtypes
of FM. views.

ROUTI NG= st ri ng _val ue
specifies the name of the routing criteria used for this service when doing
data-dependent routing. If this parameter is not specified, data-dependent
routing is not done for this servicet.r i ng_val ue must be 15 characters or
less in length. If multiple entries exist for the same service name but with
differentSRVGRP parameters, thROUTI NG parameter must be the same for all
of these entries.

SVCTI MEOUT = nunber
specifies the amount of time, in seconds, that is allowed for processing of the
indicated service. The value must be greater than or equal to 0. A value of 0
indicates that the service will not be timed out. A timed-out service will cause
the server processing the service request to be terminated Svitkia_ L
signal. Note that this signal affects all threads in the server. The default for
this parameter is 0.

SI GNATURE_REQUI RED = {Y |N}
specifies whether or not every instance of this service requires a digital
signature on its input message buffer. If not specified, the defaulfTisis
parameter only applies to applications running BEA Tuxedo 7.1 or later
software.
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SI GNATURE_REQUI RED can be specified at any of the following four levelsin
the configuration hierarchy: RESOURCES section, MACHI NES section, GROUPS
section, and SERVI CES section. Setting S| GNATURE_REQUI REDto Y at a
particular level means that signatures arerequired for al processesrunning at
that level or below.

ENCRYPTI ON_REQUI RED={Y | N}
specifies whether or not every instance of this service requires an encrypted
input message buffer. If not specified, the default is N. This parameter only
applies to applications running BEA Tuxedo 7.1 or later software.

ENCRYPTI ON_REQUI RED can be specified at any of the following four levels
in the configuration hierarchy: RESOURCES section, MACH NES section,
GROUPS section, and SERVI CES section. Setting ENCRYPTI ON_REQUI REDto Y
at aparticular level means that encryption isrequired for all processes
running at that level or below.

Thefollowing parameters are for DTP applications only:

AUTOTRAN = { Y | N}
specifies whether or not a transaction should automatically be started if a
request message is received that is not already in transaction mode. The
defaultisN.

TRANTI ME = nunber
specifies the default timeout value in seconds for a transaction automatically
started for the associated service. The value must be greater than or equal to
0 and less than 2147483648. The default is 30 seconds. A value of 0 implies
the maximum timeout value for the machine.
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ROUTING Section

This section provides information for data-dependent routing of service requestsusing
FML buffers, XM buffers, and views. The routing criteria specified here are used only
if the default routing functions_f rout e, _xrout e, and _vr out e, are being used (see
t uxt ypes(5) ). Lines within the ROUTI NG section have the form:

CRI TERI ON_NAME requi red_par aneters

where CRI TERI ON_NAME isthe (st ri ng_val ue) name of the routing entry that was
specified on the services entry. CRI TERI ON_NAVE must be 15 characters or less in

length.

Required parameters are:

FI ELD=

FI ELD="root _el enent [/

string val ue

specifies the name of the routing field. It must be 30 characters or less. This

field is assumed to be an FML or FML32 buffer, XM element or element

attribute, view field name that isidentified in an FM_ field table (using two
environment variablesDTBLDI R andFI ELDTBLS, or FLDTBLDI R32 and

Fl ELDTBLS32), or anFM. view table (using two environment variables—

VI EWDI R andVl EWFI LES, orVI EWDI R32 andVl EWFI LES32), respectively.

This information is used to get the associated field value for data-dependent
routing during the sending of a message. If a field irNMnor anFM_32

buffer is used for routing, the value of that field must be a number less than
or equal to 8191.

To route XML documents on the basis of element content or element
attribute, you must define the value of #eELD parameter with the
following syntax.

chil d el enent][/ child_elenent]l.. Jl@ attribute_nane]’

The value of FIELD specifiesthe name of the routing element or an element
attribute. This element is assumed to be an element type (or name) or an
element attribute name of an XML document or datagram. This information
is used to identify the element content or element attribute value for
data-dependent routing while sending a document or datagram. The element
name and attribute name combined may contain no more than 30 characters.
Because indexing is not supported, the BEA Tuxedo system recognizes only
the first occurrence of a given element type when processing an XML buffer
for data-dependent routing.
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XML gtrictly defines the set of charactersthat may be used in an attribute
name. An attribute name must be a string consisting of a single letter,
underscore, or colon followed by one or more name characters. Both element
names and attribute names are case-sensitive.

Y ou can find more information about XML on the World Wide Web
Consortium Web site at ht t p: / / ww. w3c. or g/ XM_.

FI ELDTYPE = t ype

indicates the type of routing field specified in the FI ELD parameter. This
parameter is used only for routing XML buffers. The value ¢t ype can be set
to one of thefollowing: CHAR, SHORT, LONG, FLOAT, DOUBLE, or STRI NG. The
default type of the routing field is STRI NG.

RANGES = stri ng_val ue

specifiestherangesand associated server groupsfor therouting field. st ri ng
must be enclosed in double quotes. st ri ng can be up to 2048 charactersin
length (except in Domains, where st r i ng can be up to 1024 characters). The
format of string isacomma-separated ordered list of range/group_name pairs
(see EXAMPLE” below).

A range is either a single value (signed numeric value or character string in
single quotes), or a range of the form “lower - upper” (where lower and upper
are both signed numeric values or character strings in single quotes). Note
that “lower” must be less than or equal to “upper”. To embed a single quote
in a character string value (asdnBri en, for example), it must be preceded

by two backslashes @\ Bri en’ ). The valuem N can be used to indicate

the minimum value for the data type of the associat&tiD on the machine.

The valuevax can be used to indicate the maximum value for the data type
of the associatedl ELD on the machine. ThusM'N - -5"is all numbers

less than or equal to -5 anél © MAX” is all numbers greater than or equal to

6. The meta-character ™ (wild-card) in the position of a range indicates any
values not covered by the other ranges previously seen in the entry; only ont
wild-card range is allowed per entry and it should be last (ranges following it
will be ignored).

The routing field can be of any data type supportedin A numeric routing
field must have numeric range values, and a string routing field must have
string range values.

String range values for string, carray, and character field types must be place
inside a pair of single quotes and cannot be preceded by a sign. Short and lor
integer values are strings of digits, optionally preceded by a plus or minus
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sign. Floating point numbers are of the form accepted by the C compiler or
at of : an optional sign, then astring of digits optionally containing adecimal
point, then an optional e or E followed by an optional sign or space, followed
by an integer.

The group name indicates the associated group to which the request is routed

if the field matches the range. The meta-character " (wild-card) indicates

that the request goes to the default group if the field value does not match the
range or if there is match but no viable server in the group associated with the
range entry, then the service request is forwarded to the default group
specified on the wildcard<” range entry.

Within a range/group pair, the range is separated from the group name by a

An XML element content and attribute value must be encoded in UTF-8 and
can be used for routing if it can be converted to the data type specified by the
FI ELDTYPE parameter.

When used for routing, the element content cannot contain character
references, entity references, or CDATA sections.

An XML attribute value (encoded in UTF-8) can be used for routing if the
element to which the attribute belongs is defined.

BUFTYPE =* t ypel: subt ypel[, subtype2...1][; type2[: subtype3[, ...1]]1..."
isalist of types and subtypes of data buffers for which thisrouting entry is
valid. This parameter can be up to 256 charactersin length and a maximum
of 32 type/subtype combinations are allowed. The types must be one of the
following: FML, FML32, XML, VIEW, VIEW32, X_C_TYPE or X_COMMQMO0
subtype can be specified for types FML, FML32, or XML Subtypes are required
for type VIEW, VIEW32, X_C_TYPE and X_COMMON*” is not allowed). Note
that subtype names should not contain semicolon, colon, comma, or asterisk
characters. Duplicate type/subtype pairs cannot be specified for the same
routing criteria hame; more than one routing entry can have the same criteria
name as long as the type/subtype pairs are unique. This parameter is required.
If multiple buffer types are specified for a single routing entry, the data types
of the routing field for each buffer type must be the same.
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An example of arouting entry is:

BRNCH FI ELD=B_FLD RANGES="0- 2: DBGL, 3-5: DB&, 6- 9: DBG3"
BUFTYPE=" FM."

which sends buffers with field B_FLD values 0-2 to server group DBGL, values 3-5 to
server group DBG2, and values 6-9 to DBG3; no other values are allowed.

If thefield valueis not set (for FML buffers), or does not match any specific range and
awild-card range has not been specified, an error is returned to the application.

An example of arouting entry based on the XM element CODE is:

PRODUCT FI ELD="ORDER/ CODE" RANGES="'AAA" - ' FFF : DBGIL,
' GG ZZZ' : DBG2" BUFTYPE="XM."

Here, CODE is a child element of the root element ORDER.
A routing entry based on the attribute ORDERNO might look like the following example.

ORDER Fl| ELD=" ORDER/ HEADER/ @)RDERNC' FI ELDTYPE=I ong
RANGES="0-9999: DBGL, 10000- MAX: DBG3" BUFTYPE="XM."

Here, ORDERNO s the attribute of the XML child €lement HEADER of the root el ement
ORDER.

The TUXCONFI Gand TUXOFFSET environment variables are used to find the
TUXCONFI G configuration file on the MASTER machine.

# The follow ng configuration file defines a 2-site
# configuration with two nachi ne types. Data dependent
# routing is used.

* RESCURCE

| PCKEY 80952 # key for well known address
DOVAI NI D My_Donmai n_Name

u D 4196 # user id for ipc structures
G D 601 group id for ipc structures

#
PERM 0660 # perm ssions for ipc access

MAXSERVERS 20 # at nost 20 simul taneous servers

MAXSERVI CES 40 # offering at nost 40 services

MAXGTT 20 # at nost 20 simultaneous gl obal transactions
MASTER S| TE1

SCANUNI T 10

SANI TYSCAN 12

BBLQUERY 180

BLOCKTI ME 30

NOTI FY DI PI N

OPTI ONS LAN, M GRATE
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SECURI TY USER_AUTH
AUTHSVC AUTHSVC

MP # a multiprocessor based bulletin board
LDBAL Y # performload bal ancing
#
* MACHI NES
machl LM D=S| TE1 TUXDI R="/usr 4/t uxbi n"
MAXACCESSERS=25
APPDI R="/ usr 2/ apps/ bank"
ENVFI LE="/ usr 2/ apps/ bank/ ENVFI LE"
TLOGDEVI CE="/ usr 2/ apps/ bank/ TLOG' TLOGNAME=TLOG
TUXCONFI G="/ usr 2/ apps/ bank/ t uxconfi g" TYPE="3B2"
ULOGPFX="/ usr 2/ apps/ bank/ ULOG'
SPI NCOUNT=5
nach386 LM D=SI TE2 TUXDI R="/usr 5/t uxbi n"
MAXACCESSERS=100
MAXWBCLI ENTS=50
APPDI R="/ usr 4/ apps/ bank"
ENVFI LE="/ usr 4/ apps/ bank/ ENVFI LE"
TLOGDEVI CE="/ usr 4/ apps/ bank/ TLOG' TLOGNAME=TLOG
TUXCONFI G="/ usr 4/ apps/ bank/ t uxconfi g" TYPE="386"
ULOGPFX="/ usr 4/ apps/ bank/ ULOG'
#
* GROUPS

DEFAULT: TMBNAME=TMS_SQL  TMSCOUNT=2
# For NT, :bankdb: becones ; bankdb;
BANKB1 LM D=SI TE1 GRPNO-1
OPENI NFO=" TUXEDQ' SQ: / usr 2/ apps/ bank/ bankdl| 1: bankdb: readwri te"
# For NT, :bankdb: becones ; bankdb;
BANKB2 LM D=SI TE2 GRPNO=2
OPENI NFO=" TUXEDQ SQL: / usr 4/ apps/ bank/ bankdl| 2: bankdb: readwr it e"
DEFAULT:
AUTHGRP LM D=SI TEL GRPNO=3

#

* NETWORK

SI TE1 NADDR="nmachl. 80952" BRI DGE="/dev/star| an"
NLSADDR="machl. serve"

#

SI TE2 NADDR="nach386. 80952" BRI DGE="/ dev/starl an"
NLSADDR="mach386. ser ve"

* SERVERS

#

DEFAULT: RESTART=Y MAXGEN=5 REPLYQ=Y CLCPT="-A"

TLR SRVGRP=BANKB1 SRvVID=1 RQADDR=tIr1
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CLCPT="-A -- -T 100"

TLR SRVGRP=BANKB1 SRVI D=2 RQADDR=tIr1
CLOPT="-A -- -T 200"

TLR SRVGRP=BANKB2 SRVI D=3 RQADDR=tIr2
CLCPT="-A -- -T 600"

TLR SRVGRP=BANKB2 SRVI D=4 RQADDR=tIr2
CLOPT="-A -- -T 700"

XFER SRVGRP=BANKB1 SRVI D=5

XFER SRVGRP=BANKB2 SRVI D=6

ACCT SRVGRP=BANKB1 SRVI D=7

ACCT SRVGRP=BANKB2 SRVI D=8

BAL SRVGRP=BANKB1 SRVI D=9

BAL SRVGRP=BANKB2 SRVI D=10

BTADD SRVGRP=BANKB1 SRVI D=11

BTADD SRVGRP=BANKB2 SRVI D=12

AUTHSVR  SRVGRP=AUTHGRP SRVI D=20 #

*SERVI CES

DEFAULT: LOAD=50 AUTOTRAN=N

W THDRAWAL PRI O=50 ROUTI NG=ACCOUNT_I D

DEPCSI T PRI O=50 ROUTI NG=ACCOUNT_I D

TRANSFER PRI O=50 ROUTI NG=ACCOUNT_I D

I NQUI RY PRI O=50 ROUTI NG=ACCOUNT_I D

CLOSE_ACCT PRI G=40 ROUTI NG=ACCOUNT_I D

OPEN_ACCT PRI O=40 ROUTI NG=BRANCH_I D

BR_ADD PRI O=20 ROUTI NG=BRANCH_I D

TLR_ADD PRI O=20 ROUTI NG=BRANCH_I D

ABAL PRI O=30 ROUTI NG=b_i d

TBAL PRI O=30 ROUTI NG=b_i d

ABAL_BI D PRI O=30 ROUTI NG=b_i d

TBAL_BI D PRI O=30 ROUTI NG=b_i d SVCTI MEQUT=300

#

#

*ROUTI NG

ACCOUNT_I D FI ELD=ACCQUNT_I D BUFTYPE="FM."

RANGES="M N - 9999: *, 10000- 59999: BANKB1, 60000- 109999: BANKBZ, *: *"
BRANCH | D FIELD=BRANCH ID BUFTYPE="FM."

RANGES="M N - 0:*, 1-5: BANKB1, 6- 10: BANKB2, *: *"
b_id FI ELD=b_id BUFTYPE="VI EW aud"

RANGES="M N - 0:*, 1-5: BANKB1, 6- 10: BANKB2, *: *"

In an interoperating application, the master site must be the latest release available.
Parameter values for PM D (machine ADDRESS), LM D, TLOGNAME, group names,
RQADDR, service names, and ROUTI NG (routing criteria names) must be identifiers
(valid C identifiers that are not UBBCONFI G keywords) when multiple rel eases of the
BEA Tuxedo system are interoperating with each other.
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Network  Supposetheloca machine onwhich thebridgeisbeing runisusing TCP/IP addressing
Addresses  and is named backus. conpany. com with address 155. 2. 193. 18. Further suppose
that the port number at which the bridge should accept requests is 2334. Assume that
port number 2334 has been added to the network services database under the name
bankapp- naddr . The address could be represented in the following ways:

/1155. 2. 193. 18: bankapp- naddr/ | 155. 2. 193. 18: 2334
/'l backus. conpany. com bankapp- naddr

/'l backus. conpany. com 2334

0x0002091E9B02C112

The last of these representationsis hexadecimal format. The0002 isthefirst part of a
TCP/IP address. The 091E is the port number 2334 trandlated into a hexadecimal
number. After that each element of the IP address 155. 2. 193. 1 istrandated into a
hexadecimal number. Thusthe 155 becomes 9B, 2 becomes 02 and so on.

See Also  bui | dserver (1), tmadni n(1),tmboot (1), tm oadcf (1), tnshut down(1),
t munl oadcf (1), buffer(3c),tpinit(3c),servopts(5)

Setting Up a BEA Tuxedo Application
Administering a BEA Tuxedo Application at Run Time
Programming a BEA Tuxedo Application Using C
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Name

Description

VIEW
Descriptions

vi ewfi | e - source file for view descriptions

Viewfilesare sourcefilesfor descriptions of one or more C datastructures, or “views.”
When used as input to theewc () command, the viewfile forms the basis for a binary
file (filenamevi ew fi I enane.V) and a header filev( ew fi | enanme.h) (seevi enc,

vi ewc32(1)).

The binary. V files are used two ways in the BEA Tuxedo system:

m for programs that usevft os() andFvst of (), the. Vfile is interpreted at
runtime to effect the mapping between FML buffers and C structures

m for programs allocating typed buffers of tyygeEwandvi EWB82, the. Vfile is
searched for a structure of the name provided iz tibe ype argument of
tpal l oc()

The. h file must be included in all programs using the view so that structure members
can be referenced by their logical names.

Each view description in a source viewfile consists of three parts:

m aline beginning with the keyword/l' EW, followed by the name of the view
description; the name can have a maximum of 33 characters and must be a valic
C identifier (that is, it must start with an underscore or an alphabetic character
and contain only alphanumeric or underscore characters); when used with
t pal | oc(3c), the name can only have a maximum of 16 characters

m a list of member descriptions, each line containing 7 fields
m aline beginning with the keywordND’

The first line of each view description must begin with the keywwrd&# followed

by the name of the view description. A member description (or mapping entry) is a line
with information about a member in the C structure. A line with the keywend'

must be the last line in a view description. Lines beginning witlage treated as
comments and ignored.

Thus, a source view description has this general structure:

VI EW vnanme
# type cnane fbname count flag size nul

494 BEA Tuxedo File Formats and Data Descriptions Reference



viewfile(5)

Hommme meeeeemieae oo ceeeeeee ool

END

In the view description, the variable fiel ds have the following meaning:

vnane
is the name of the view description, and should be avalid C identifier name,
sinceit is also used as the name of a C structure.

type
isthetype of the member, and is specified as one of the following: int, short,
long, char, float, double, string, carray or dec_t; if typeis’-', the type of the
member is defaulted to the type of f bnane if the view is mapped to FML
buffers.

cnane
is the identifier for the structure member, and should be avalid C identifier
name, sinceit isthe name of a C structure member. If the view is mapped to
FML buffers, it cannot be avalid f bnane.

f bnanme
is the name of the field in the fielded buffer; this name must appear in either
afield tablefile or afield header file. For views not mapped to FML buffers,
thisfield isignored but must contain a place holder value such asadash ().

count
is the number of elementsto be allocated (that is, the maximum number of
occurrences to be stored for this member); must be less than or equal to 65535

flag
isalist of options, optionally separated by commas, or -’ meaning no options
are set; see below for adiscussion of f/ ag options. For views not mapped to
FML buffers, thisfield may contain the C and/or L options, or must contain a
dash () place holder value

S1ze
isthe size of themember if thetypeiseither string or carray; must belessthan
or equal to 65535. For 32-bit FML, the max sizeis 2 to the 32nd or several
gazillion. For the dec_t type, si ze istwo numbers separated by acomma, the
first being the number of bytesin the decimal value (it must be greater than 0
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and less than 10) and the second being the number of decimal placesto the

right of the decimal point (it must be greater than 0 and less than two times
the number of bytes minus one). For other field types, -’ should be specified,
and the view compiler will compute the size.

isthe user-specified null value or ’-’ to indicate the default null value for that
field; see below for a discussion of null values.

Thefollowing is alist of the options that can be specified asthef | ag element of a
member description in aview description. Note that the L and C options generate
additional structure members even for views that are not FML-based.

C

This option specifies that an additiona structure member, called the
associated count member (ACM), be generated, in addition to the structure
member described in the member description (even for views that are not
FML-based). When transferring datafrom afielded buffer to astructure, each
ACM inthe structure is set to the number of occurrences transferred to the
associ ated structure member. A value of 0inan ACM indicates that no fields
were transferred to the associated structure member; a positive value
indicates the number of fields actually transferred to the structure member
array; anegative valueindicates that there were more fieldsin the buffer than
could be transferred to the structure member array (the absolute value of the
ACM equalsthe number of fields not transferred to the structure). During a
transfer of data from a structure member array to a fielded buffer, the ACM
is used to indicate the number of array elements that should be transferred.
For example, if amember's ACM isset to N, then the first N non-null fields
aretransferred to the fielded buffer. If N is greater than the dimension of the
array, it then defaults to the dimension of the array. In either event, after the
transfer takes place, the ACM is set to the actual number of array members
transferred to the fielded buffer. The type of an ACM is declared to be short
(32-hit long integer for VIEW32), and its nameis generated as "C_cnane",
where cnane isthecnane entry for whichthe ACM isdeclared. For example,
an ACM for amember named part s would be declared as follows:

short C parts;

Itispossiblefor the generated ACM nameto conflict with structure members
whose names begin with a"C_" prefix. Such conflictswill be reported by the
view compiler, and are considered fatal errors by the compiler. For example,
if astructure member hasthename"C_parts', it would conflict with the name
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of an ACM generated for the member "parts'. Note also that the view
compiler will generate structured record definitionsfor ACM and ALM (see
the L option, below) members when you specify the - r command line option.

Specifies one-way mapping from structure to fielded buffer (this option is
ignored for views that are not FML-based). The mapping of a member with
this option is effective only when transferring data from structuresto fielded
buffers.

Thisoption is used only for member descriptions of type carray or string to
indicate the number of bytes transferred for these possibly variable length
fields. If astringor carray fieldisalwaysused asafixed length dataitem, then
this option provides no benefit. The L option generates an associated length
member (ALM for astructure member of type carray or string (even for views
that are not FML-based). When transferring data from a fielded buffer to a
structure, the ALMis set to the length of the corresponding transferred fields.
If afield’slength in the fielded buffer exceeds the space allocated in the
mapped structure member, only the allocated number of bytesistransferred.
The corresponding ALMis set to the size of the fiel ded buffer item. Therefore,
if the ALMis greater than the dimension of the structure member array, the
fielded buffer information was truncated on transfer. When transferring data
from a structure member to afield in afielded buffer, the ALMis used to
indicate the number of bytesto transfer to the fielded buffer, if it isa carray
typefield. For strings, the ALMisignored on transfer, but is set afterwards to
the number of bytes transferred. Note that since carray fields may be of zero
length, an ALMof 0 indicates that a zero length field should be transferred to
the fielded buffer, unless the value in the associated structure member is the
null value. An ALMis defined to be an unsigned short (32-bit unsigned long
integer for Vi EW82), and has a generated name of "L_cnane", where cnane
is the name of the structure for which the ALMis declared. If the number of
occurrences of the member for which the ALMis declared is 1 (or defaultsto
1), then the ALMis declared as:

unsi gned short L_cnang;

whereas if the number of occurrencesis greater than 1, say N, the ALM is
declared as:

unsi gned short L_cnane[N];
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Null Values

andisreferredto asan ALMATrray. Inthiscase, each elementinthe ALM array
refersto a corresponding occurrence of the structure member (or field). Itis
possible for the generated ALMname to conflict with structure members
whose namesbeginwith a"L_" prefix. Such conflictswill be reported by the
view compiler, and are considered fatal errors by the compiler. For example,
if astructure member has the name"L_parts", it would conflict with the
name of an ALMgenerated for the member "parts'. Note also that the view
compiler will generate structured record definitionsfor ACMand ALM(see the
C option, above) members when you specify the - r command line option.

Specifies zero-way mapping, that is, no fielded buffer is mapped to the C
structure (this option is ignored for views that are not FML-based). This can
be used to alocatefillersin C structures.

This option can be used to affect what valueisinterpreted as a null value for
string and carray type structure members (this option isignored for viewsthat
arenot FML -based). If thisoption is not used, astructure member isnull if its
value is equal to the user-specified null value (without considering any
trailing null characters). If this option is set, however, amember is null if its
valueis equal to the user-specified null value with the last character
propagated to full length (without considering any trailing null character).
Note that amember whose value is null will not be transferred to the
destination buffer when datais transferred from the C structure to the fiel ded
buffer. For example, a structure member TEST is of type carray[25] and a
user-specified null value"abcde" is established for it. If the P option isnot set,
TEST isconsidered null if thefirst five charactersare a, b, ¢, d, and e,
respectively. If the Poption is set, TEST isnull if thefirst four charactersare
a, b, ¢, and d, respectively, and the rest of the carray must contain the
character '€ (21 €'s).

Specifies one-way mapping from fielded buffer to structure (this option is
ignored for views that are not FM L -based). The mapping of a member with
this option is effective only when transferring data from fielded buffersto
structures.

Null values are used in views to indicate empty C structure members. Default null
values are provided, and you may aso define your own.
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Environment
Variables

The default null value for all numeric typesis0 (0.0 for dec_t); for char types, itis"\";
and for string and carray types, itis"".

Escape convention constants can also be used to specify anull value. The view
compiler recognizes the foll owing escape constants: ddd (where d isan octal digit), O,
ntv,brf,,’ and".

String, carray, and char null values may be enclosed in double or single quotes.
Unescaped quotes within a user-defined null value are not accepted by the view
compiler.

Alternatively, an element is null if its value is the same as the null value for that
element, except in the following cases:

m if the P optionis set for the structure member, and the structure member is of
string or carray type; see above for details on the P option flag

m if amember isof type string, its value must be the same string as the null value

m if amember isof type carray, and the null valueis of length N, then the first N
charactersin the carray must be the same as the null value

Y ou can also specify the keyword "NONE" in the null field of a view member
description, which means there is no null value for the member.

The maximum size of defaults for string and character array members is 2660
characters.

Notethat for string members, which usually end witha"0", a"0" isnot required asthe
last character of a user-defined null value.

VI EWFI LES
should contain a comma separated list of object viewfilesfor the application.
Filesgiven asfull pathnames are used asis; fileslisted as relative path names
are searched for through the list of directories specified by the Vi EWDI R
variable (see below).

VI EWDI R
specifies a colon-separated list of directories where view object files can be
found. If Vi EADI Ris ot set, then its valueistaken to bethe current directory.

For vI EMB2, the environment variable VI EWFI LES32 and VI EVWDI R32 are used.
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Examples

See Also

# BEG NNI NG OF AN FM.- BASED VI EWI LE

VI EW cust db

$/* This is a cooment */

#

#type chame f bname count flag size null
#

carray bug BUG CURS 4 - 12 "no bugs"
| ong custid CUSTID 2 - - -1

short super SUPER NUM 1 - - 999

| ong youid |ID 1 - - -1

f 1 oat tape TAPE SENT 1 - - -.001
char ch CHR 1 - - "o"

string action ACTION 4 - 20 "no action”
END

# BEG NNI NG OF AN | NDEPENDENT VI EWFI LE

VI EW vi ewx

$ /* View structure for viewx information */
#

#type chame fbname count flag size null
#

i nt in - 1 - - -

short sh - 2 - - -

| ong lo - 3 - - -

char ch - 1 - - -

f |l oat fl - 1 - - -

doubl e db - 1 - - -

string st - 1 - 15 -

carray ca - 1 - 15 -

END

viewc, view3d2(1),tpalloc(3c),Fvftos, Fvftos32(3fm), Fvstof,
Fvst of 32(3fm)

Programming a BEA Tuxedo Application Using FML
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WS_MIB(5)

Name

Synopsis

Description

W5_M B - Management Information Base for Workstation

#i ncl ude <fm 32. h>
#i ncl ude <tpadm h>

The BEA Tuxedo system MIB definesthe set of classes through which a Workstation
group (one WSL and its associated WSH processes) may be managed.

W5_M B(5) should be used in combination with the generic MIB reference page

M B(5) to format administrative requests and interpret administrative replies.
Requests formatted as described in M B(5) using classes and attributes described in
this reference page may be used to request an administrative service using any one of
anumber of existing ATMI interfaces in an active application. Ws_M B(5) consists of
the following classes.

WS MIB Classes

Class Name Attributes
T _WSH Workstation Handler
T WSL Workstation Listener

Each class description section has four subsections:

Overview
High level description of the attributes associated with the class.

Attribute Table
A table that lists the name, type, permissions, values and default for each
attribute in the class. The format of the attribute table is described bel ow.

Attribute Semantics
Tells how each attribute should be interpreted.

Limitations
Limitationsin the accessto and interpretation of this class.
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Attribute Table

Format

TA_FLAGS
Values

FML32 Field

502

Tables

Limitations

Asdescribed above, each classthat isapart of thisMIB isdefined below in four parts.
One of these partsis the attribute table. The attribute table is a one-page reference
guide to the attributes within a class and how they may used by administrator’s,
operator's and general user’'sto interface with an application. There are five
components to each attribute description in the attribute tables; name, type,
permissions, values and default. Each of these componentsis discussed in M B( 5) .

M B( 5) definesthegeneric TA_FLAGS attribute whichisalong valued field containing
both generic and component MIB specific flag values. At this time, there are no
Ws_M B(5) specific flag values defined.

Thefield tables for the attributes described in this reference page are found in the file
udat aobj / t padmrelative to the root directory of the BEA Tuxedo system software
installed on the system. The directory ${ TUXDI R} / udat aobj should be included by
the application in the colon separated list specified by the FLDTBLDI R environment
variableand thefield table namet padmshould beincluded in the comma separated list
specified by the FI ELDTBLS environment variable.

Accessto the header filesand field tables for thisMIB is being provided only on BEA
Tuxedo system 6.0 sites and | ater, both native and Workstation.
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T_WSH (lass Definition

Overview  The T_WSH class represents run-time attributes of WSH client processes. These

Attribute Table

WS MIB(5): T_WSH Class Definition Attribute Table

attribute val ues characterize Workstation statistics specific to a particular WSH client
process. Thisclassislinked tothe T_WSL class by the common key fields, TA_SRVGRP

and TA_SRVI D. Itisaso linked to the T_CLI ENT class (see TM_M B(5) ) by the

common key field TA_ WSHCLI ENTI D.

Attribute! Type Permissions Values Default
TA CLI ENTI D(*) string R-R-R-- string[l.78] N/A
TA WSHCLI ENTI D(*) string R-R-R-- string[l.78] N/A
TA SRVGRP(*) string R-R-R-- string[l1..30] N/A
TA_SRVI D(*) long R-R-R-- 1 <= num< 30,001 N/A
TA_GRPNO(*) long R-R-R-- 1 <= num< 30,000 N/A
TA STATE(K) string R XR XR- - See T_CLI ENT Classin
TM_M B(5)

TA LM D(*) string R-R-R-- LMD N/A
TA_PI D(*) long R-R-R-- 1<=num N/A
TA NADDR string R-R-R-- string[l.78] N/A
TA HWCLI ENTS long R-R-R-- 1<=num< 32,767 N/A
TA _MULTI PLEX long R-R-R- 1<=num< 32,767 N/A
TA _CURCLI ENTS long R-R-R- 1<=num< 32,767 N/A
TA TI MELEFT long R-R-R-- 0<=num N/A
TA_ACTI VE string R-R-R-- “Y N} N/A
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WS MIB(5): T_WSH Class Definition Attribute Table

Attributet Type Permissions Values Default
TA_TOTACTTI ME long R-R-R-- 0<=num N/A
TA_TOTI DLTI ME long R-R-R-- 0<=num N/A
TA_CURWORK long R-R-R-- 0<=num N/A
TA_FLOACNT long R-R-R-- 0<=num N/A
TA_NUMBLOCKQ long R-R-R- 0<=num N/A
TA_RCVDBYT long R-R-R-- 0<=num N/A
TA_RCVDNUM long R-R-R-- 0<=num N/A
TA_SENTBYT long R-R-R-- 0<=num N/A
TA_SENTNUM long R-R-R-- 0<=num N/A

(k) - GET key field
(*) - GET/ SET key, one or more required for SET operations

1Al attributes in Class T_WsH are local attributes.

Attribute  TA_CLI ENTI D: st ri ng[1..78]
Semantics Client identifier for thisWSH. The datain thisfield should not be interpreted
directly by the end user except for equality comparison.

TA WBHCLI ENTI D: st ri ng[1..78]
Client identifier for thisWSH. The datain thisfield should not be interpreted
directly by the end user except for equality comparison. Thisfield can be used
to link the WSH to its associated Workstation client T_CLI ENT objects. This
field valueisaways equal tothe valuefor the TA_CLI ENTI D attribute for this
class.

TA SRVGRP: st ri ng[1..30]
L ogical name of the server group for the associated WSL.
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TA_SRVI D: 1 <= num< 30,001
Unique (within the server group) server identification number for the
associated WSL.

TA_STATE:
State for the WSH client within the application. Any state defined for the
T_CLI ENT classin TM_M B(5) may be returned or set as indicated on that
reference page. State changes to the SUSpended state are transitive to all
clients associated with this WSH as is the resetting of a SUSpended WSH to
ACTive. Additionally, SUSpended WSH clientswill not be assigned any
additional incoming clients by the WSL. Note that the state of a WSH client
may not be set to DEAD when accessing the T_CLI ENT class; however, the
state transition to DEAD is allowed viathe T_WsH class and will result in all
connections being handled by the targeted WSH to be dropped abortively.

TA LM D. LM D
Current logical machine on which the WSH is running.

TA PID: 1=num
Native operating system processidentifier for the WSH client. Note that this
may not be a unique attribute since clients may be located on different
machines allowing for duplication of process identifiers.

TA_NADDR: st ring[1..78]
Network address of workstation handler. Hexadecimal addresses are
converted to an ascii format with aleading "0x". TCP/IP addresses are
reported inthe "//#. #. #. #: port" format.

TA HWCLI ENTS: 1 <= num<32,767
High water number of clients accessing application via this WSH.

TA MILTI PLEX: 1 <= num<32,767
Maximum number of clients that may access the application viathis WSH.

TA CURCLI ENTS: 1 <= num<32,767
Current number of clients accessing application via this WSH.

TA_TI MELEFT: O <= num
A non-0 value for this attribute indicates that the WSH has been assigned a
newly connecting Workstation client that hastheindicated amount of time, in
seconds, to complete the initialization process with the WSH.
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TA _ACTIVE: {Y | N}
A vaue of Y indicates that the WSH is currently performing work on behalf
of one of its associated Workstation clients. A value of Nindicates that the
WSH is currently waiting for work to perform on behalf of one of its
associated Workstation clients.

TA _TOTACTTI ME: 0 <= num
Time, in seconds, that the WSH has been active sinceit started processing.

TA _TOTI DLTI ME: O <= num
Time, in seconds, that the WSH has been idle sinceit started processing.

TA CURWORK: 0 <= num
Amount of work processed by this WSH since the last WSH assignment by
the WSL. This valueis used by the WSL to load bal ance new incoming
connections amongst a set of WSH processes.

TA FLOACNT: 0 <= num
Number of times flow control has been encountered by this WSH. This
attribute should be considered only in relation to recent past values asit may
wrap around during the lifetime of the WSH.

TA_NUMBLOCKQ: 0 <= num
Number of times this WSH has been unable to enqueue a message to alocal
UNIX System message queue due to queue blocking conditions. This
attribute should be considered only in relation to recent past values asit may
wrap around during the lifetime of the WSH.

TA RCVDBYT: 0 <= num
Number of bytes received from the network by this WSH from all of its
present and past Workstation clients. Thisattribute should be considered only
in relation to recent past values as it may wrap around during the lifetime of
the WSH.

TA RCVDNUM 0 <= num
Number of BEA Tuxedo system messages received from the network by this
WSH from all of its present and past Workstation clients. This attribute
should be considered only in relation to recent past values as it may wrap
around during the lifetime of the WSH.
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Limitations

TA _SENTBYT: 0 <= num
Number of bytes sent to the network by thisWSH to all of its present and past
Workstation clients. This attribute should be considered only in relation to
recent past values as it may wrap around during the lifetime of the WSH.

TA_SENTNUM O <= num
Number of BEA Tuxedo system messages sent to the network by this WSH
to al of its present and past Workstation clients. This attribute should be
considered only in relation to recent past values as it may wrap around during
the lifetime of the WSH.

This class represents a specialization of the T_CLI ENT class and as such represents
certain attributesthat are duplicated in the corresponding T_CLI ENT objects. Attributes
not listed that are included in the T_CLI ENT class must be accessed via that class and
are not available through the T_W&H class.

The attributes of WSH servers are meaningful only in a run-time environment.
Therefore they cannot be changed, in an unbooted environment, by using the
t padneal | (3c) function.

BEA Tuxedo File Formats and Data Descriptions Reference 507



Section 5 - File Formats and Data Descriptions

T _WSL Class Definition

Overview  The T_W8L class represents configuration and run-time attributes of WSL server
processes configured to manage Workstation groups. These attribute values identify
and characterize Workstation specific configuration attributes for WSL T_SERVER
objects within the application. This classis linked to the T_W8H class by the common
key fields, TA_ SRVGRP and TA_SRVI D.

Attribute Table

WS MIB(5): T_WSL Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_SRVGRP(r)(*) string ru-r--r-- string[l..30] N/A
TA_SRVI D(r)(*) long ru-r--r-- 1 <= num< 30,001 N/A
TA_GRPNO(K) long r--r--r-- 1 <= num< 30,001 N/A
TA_STATE(K) string rWXT - XT - - See T_SERVER Classin TM_M B(5)
TA LM D(k) string R-R-R-- LM D N/A
TA_PI D(k) long R-R-R-- 1<=num N/A
TA_DEVI CE string FW-r--r-- string[O. .78] N/A
TA_NADDR(r) string FW-r--r-- string[l..78] N/A
TA_EXT_NADDR string FW-r--r-- string[O..78]

TA_WSHNAME string rW-r--r-- string[l..78] “WSH”
TA_MINHANDLERS long TWXI-Xr-- 0 <= num< 256 0
TA_MAXHANDLERS long rW-r--r-- 0 <= num< 32,767 See note L.
TA_MULTIPLEX long rW-r--r-- 1<=num< 32,767 10
TA_MINENCRYPTBITS string  rwxrwx-— {0140 |56 |128} 0

See note 2.
TA_MAXENCRYPTBITS string  rwxrwx-— {0140 |56 |128} 128

See note 2.

508 BEA Tuxedo File Formats and Data Descriptions Reference



WS_MIB(5)

WS MIB(5): T_WSL Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_M NWBHPORT long rWXr - Xr - - 0 <= num< 65,535 2048
TA MAXWSHPORT long FWr--r-- 0 <= num< 65,535 65,535
TA MAXI DLETI ME long XTI - XTI - - 0 <=num< 35,204,650 35, 204, 649
TA_MAXI NI TTI ME long rWXr - Xr - - 1 <= num< 32,767 60
TA CMPLIMT string rWXr - Xr - - threshol d MAXLONG
TA CLOPT string rWXr--r-- string[0..128] “A”
TA_ENVFILE string rWXr--r-- string[0..78]
TA_GRACE long TWXr--r-- 0<=num 0
TA_KEEPALIVE string WXT-Xr-- “{client |handler |  “none”
both |none}”
TA_MAXGEN long TWXr--r-- 0 <= num< 256 1
TA_NETTIMEOUT long FWXr-Xr-- 0<=num<= 0
MAXLONG
TA_RCMD string rWXr--r-- string[0..78]
TA_RESTART string rWXr--r-- “{YIN” “Y”
TA_SEQUENCE) long rWXr--r-- 1 <= num< 10,000 >= 10,000
T _WSL Class: Local Attributes
TA_CURHANDLERS long R--R--R-- 0<=num N/A
TA_HWHANDLERS long R--R--R-- 0<=num N/A
TA_WSPROTO long R--R--R-- 0<=num N/A
TA_SUSPENDED string  R-XR-XR-- “{NEW ALL | NONE" N/A
TA_VIEWREFRESH string --X--X--- Y N/A
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WS MIB(5): T_WSL Class Definition Attribute Table

Attribute Type Permissions Values Default
TA_M NWBHPCRT long rWXT - XT - - 0 <= num< 65,535 2048
TA MAXWSHPCORT long FWr--r-- 0 <= num< 65,535 65,535
TA MAXI DLETI ME long rWXT - XTI - - 0 <=num< 35,204,650 35, 204, 649
TA_MAXI NI TTI ME long rWXT - XT - - 1<=num< 32,767 60
TA CVPLIM T string rWXT - XT - - t hr eshol d MAXLONG
TA CLOPT string rWXF--r-- string[0..128] “-AT
TA_ENVFILE string rWXr--r-- string[0..78]
TA_GRACE long TWXr--r-- 0<=num 0
TA_KEEPALIVE string TWXT-Xr-- “{client |handler |  “none”
both |none}”
TA_MAXGEN long TWXr--r-- 0 <= num< 256 1
TA_NETTIMEOUT long rWXr-Xr-- 0<=num<= 0
MAXLONG
TA_RCMD string rWXr--r-- string[0..78]
TA_RESTART string rWXr--r-- “dY|N” “Y”
TA_SEQUENC) long rWXr--r-- 1 <= num< 10,000 >= 10,000

T WBL Class: Local Attributes

TA_CURHANDLERS long R--R--R-- 0<=num N/A
TA_HWHANDLERS long R--R--R-- 0<=num N/A
TA_WSPROTO long R--R--R-- 0<=num N/A
TA_SUSPENDED string  R-XR-XR-- “{NEWALL | NONE" N/A
TA_VIEWREFRESH string  --X--X--- % N/A
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WS MIB(5): T_WSL Class Definition Attribute Table

Attribute Type Permissions Values Default

(k) - GET key field
(r) - Required field for object creation (SET TA_STATE NEW
(*) - GET/ SET key, one or more required for SET operations

LIf avalue for this attribute is not specified at the time the object is created, then a
value of O will be assigned. A value of O for this attribute indicates that the effective
valueisdetermined at activation time from the current setting for TA_ MAXHANDLERS
andthe T_MACHI NE class setting for TA_ MAXWSCLI ENTS. Notethat a GET operation
withtheM B_LOCAL flag set will get the effective value for objectswith an activation

time default setting.
2 The link-level encryption value of 40 bits is provided for backward compatibility.

Attribute  TA_SRVGRP: st ring[1..30]
Semantics Logica name of the server group. Server group names cannot contain an
asterisk (*), comma, or colon.

TA_SRVI D: 1 <= num< 30,001
Unique (within the server group) server identification number.

TA_GRPNO: 1 <= num< 30,001
Group number associated with this servers group.

TA_STATE:
State for the WSL server within the application. Any state defined for the
T_SERVERCclassin TM M B(5) may be returned or set as indicated on that
reference page.

TA LM D: LM D
Current logical machine on which the server is running.

TA PID: 1=num
Native operating system processidentifier for the WSL server. Note that this
may not be a unique attribute since servers may be located on different
machines allowing for duplication of process identifiers.

TA_DEVI CE: st ri ng[0..78]
Device name to be used by the WSL process to access the network. This
attribute is optional .

BEA Tuxedo File Formats and Data Descriptions Reference 511



Section 5 - File Formats and Data Descriptions

512

TA NADDR: st ring[l1..78]

Specifies the complete network address to be used by the WSL process asits
listening address. The listening addressfor aWSL isthe means by whichitis
contacted by Workstation client processes participating in the application. If
st ri ng hasthe form “Oxhex-digits” or “\\xhex-digits” , it must
contain an even number of valid hex digits. These forms are translated
internally into acharacter array containing TCP/IP addresses. The value of
stri ng may also be represented in either of the following forms:

/I host. nane: port_nunber
I #3#.4#: port_nunber

In the first of these formats, host nane is resolved to a TCP/IP host address
at the time the addressis bound using the locally configured name resolution
facilitiesaccessed viagethostbyname  (3c). Thestring #. #. #. # isthe dotted
decimal format in which each # represents a decimal number in the range O to
255. port _nunber isadecimal number in the range 0 to 65535.

Note: Some port numbers may bereserved for the underlying transport protocols

(such as TCP/IP) used by your system. Check the documentation for your
transport protocolsto find out which numbers, if any, are reserved on your
system.

TA_EXT_NADDRSst ri ng[0..78]

Specifies the complete network address to be used as a well known address
template of the WSH process. The address will be combined with a WSH
network addressto generate awell known network address used by the
Workstation client to connect to aWSH process. It has the sameformat asthe
TA_NADDRexcept that it substitutes the port number with same length of
character M to indicate the position of the combined network address will be
copied from the WSH network address. For example when A ddresstemplate
is 0x0002M M MM dddddddd and WSH network addressis
0x00021111ffffffff then the well known network address will be
0x00021111dddddddd. When address template starts with "//" network
address type assumes to be | P based and the TCP/IP port number of WSH
network address will be copied into the address template to form the
combined network address. This feature is useful when Workstation client
needs to connect to a WSH through a router which performs Network
Address Trandation. Empty TA_EXT_NADDRring in a SET operation on an
existing T_wsSLobject will eliminate the -H entry from the TA_CLOPT
attribute.
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TA_WBHNAME: st ri ng[1..78]
The name of the executable providing workstation handler services for this
workstation listener. The default for thisis WSH which corresponds to the
system provided workstation handler. Workstation handlers may be
customized using the command bui | dwsh() . See the Customization section
and the bui | dwsh( 1) reference page for more details.

TA_M NHANDLERS: 0 <= num< 256
The minimum number of handlers that should be available in conjunction
with thisWSL at any given time. The WSL will start this many WSHs
immediately upon being activated and will not deplete the supply of WSHs
below this number until the administrator issues a shutdown to the WSL.
Modifications to this attribute for arunning WSL may cause additional
handlersto be activated.

TA MAXHANDLERS: 0 <= num< 32,767
The maximum number of handlers that should be available in conjunction
with thisWSL at any given time. Handlers are started as necessary to meet
the demand of Workstation clients attempting to access the system. This
attribute must be greater than or equal to the setting for the minimum number
of handlers.

TA MILTI PLEX: 1 <= num< 32,767
Maximum number of clients that are to be supported by any one handler
process concurrently.

TA_M NENCRYPTBI TS: {0 |40 | 56 | 128}
Specifies the minimum level of encryption required when connecting to the
BEA Tuxedo system. 0 means no encryption, while 40, 56, and 128 specify
the encryption key length (inbits). If thisminimum level of encryption cannot
be met, link establishment fails. The default isO.

Note: Thelink-level encryption value of 40 bits is provided for backward
compatibility.

TA_NMAXENCRYPTBI TS: {0 |40 | 56 | 128}
Specifies the maximum level of encryption that can be negotiated when
connecting to the BEA Tuxedo system. 0 means ho encryption, while 40, 56,
and 128 specify the encryption length (in bits). The default is 128.

Note: Thelink-level encryption value of 40 bits is provided for backward
compatibility.
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TA M NWBHPORT: 0 <= num< 65,535
Thelower end of therange of available port numbersthat may be allocated to
WSH processes by this listener.

TA MAXWBHPORT: 0 <= num< 65,535
Theupper end of therange of available port numbersthat may be allocated to
WSH processes by this listener.

TA MAXI DLETI ME: 0 <= num< 35,204,650
Maximum amount of time, in minutes, that aWorkstation client is permitted
tobeidlebeforeit will be abortively disconnected from the application by the
handler. A value of 35,204,650 allows clientsto beidle as long as they wish
without being timed out. A value of 0 indicates clients may be terminated
after any period of inactivity greater than 1 second.

TA MAXI NI TTI ME: 1 <= num< 32,767
The minimum number of seconds that should be allowed for a Workstation
client to complete initialization processing through the WSH before being
timed out by the WSL.

TA CMPLI M T: t hreshol d
Threshold message size at which compression will occur for traffic to and
from Workstation clients. >t hr eshol d may be either non-negative numeric
values of the stringMaXLONG,” which is dynamically translated to the
maximum long setting for the machine. Limitation: This attribute value is not
used for Workstation clients running BEA Tuxedo Workstation Release 6.1
or earlier.

TA CLOPT: string[0..128]
Command line options to be passed to WSL server when it is activated. See
theservopt s(5) reference page for details. Limitations: Run-time
modifications to this attribute will not affect a running WSL server. Server
specific options (that is, those after a double-dash "--") may not be set and will
not be returned.

TA _ENVFI LE: string[0..78]
WSL server specific environment file. SEeVACH NE: TA_ENVFI LE for a
complete discussion of how this file is used to modify the environment.
Limitation: Run-time modifications to this attribute will not affect a running
WSL server.
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TA GRACE: 0 <= num
The period of time, in seconds, over which the T_WSL: TA_MAXGEN limit
applies. Thisattributeis meaningful only for restartable WSL servers, that is,
if the T_WSL: TA_RESTART attributeis set to "Y". When arestarting server
would exceed the TA_ MAXGEN limit but the TA_ GRACE period has expired, the
system resets the current generation (T_SERVER: TA_ GENERATI ON) to 1 and
resetstheinitial boot time (T_SERVER: TA_TI MESTART) to the currenttime. A
value of O for this attribute indicates that the WSL server should always be
restarted.

TA _KEEPALI VE: “ {client |handler |both |none}”
Here you can turn on the network keep-alive operation for the client, the
handler, or both. Y ou may also turn off this operation for both the client and
handler by specifying “none” .

Changes to the value of this attribute affect only new connections.

TA_MAXGENL <= num< 256
Number of generations allowed for arestartable WSL server
(T_WSL:TA_RESTART =="Y" ) over the specified grace period
(T_WSL:TA_GRACE Theinitial activation of the WSL server counts as one
generation and each restart al so counts as one. Processing after the maximum
generationsis exceeded is discussed above with respect to TA_GRACE

TA_NETTIMEOUTO <= num<= MAXLONG
The value of TA_NETTIMEOUTis the minimum number of seconds that a
Workstation client is allowed to wait to receive a response from the
WSL/WSH. A value of 0 indicates no network timeout.

Changes to the value of this attribute affect only new connections.

TA_RCMDst ri ng[0..78]
Application specified command to be executed in parallel with the system
restart of an application server. This command must be an executablefile in
the native operating system.

TA_RESTART“{Y|N}"
Restartable (*y” ) or non-restartable (“N” ) WSL server. If server migrationis
specified for this server group (T_RESOURCE:TA_OPTIONS/MIGRATE
T_GROUP:TA_LMIDW/ alternate site), then this attribute must be set to “y” .
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Limitations

TA SEQUENCE: 1 <= num< 10,000
Specifies when this server should be booted (t nboot ( 1) ) or shut down
(t mshut down( 1) ) relative to other servers. T_WSL objects added without a
TA SEQUENCE attribute specified or with an invalid value will have one
generated for them that is 10,000 or more and is higher than any other
automatically selected default. Serversarebooted by t mboot () inincreasing
order of sequence number and shutdown by t nshut down() in decreasing
order. Run-time modificationsto this attribute affect only t mboot () and
t mshut down() and will affect the order in which running servers may be
shutdown by a subsequent invocation of t nshut down() .

TA_CURHANDLERS: 0 <= num
Number of currently active handlers associated with this WSL.

TA_HWHANDLERS: 0 <= num
Maximum number of currently active handlers associated with this WSL at
any onetime.

TA WSPROTQ 0 <= num
The BEA Tuxedo Workstation protocol version number for this Workstation
group. Notethat Workstation clients connecting to this group may themselves
have a different protocol version number associated with them.

TA SUSPENDED: “{NEW ALL | NONE”
A vaue of “NEW” indicates that new incoming clients may not connect
through thisWSL object. A valueof “ALL” indicatesthat Workstation clients
already connected to the application through this WSL have been suspended
(see TM_MIB(5) ) in addition to disallowing new incoming connections. A
value of “NONE” indicates that no suspension characteristics arein effect.

TA_VIEWREFRESHY
Setting avalue of Y will cause all active WSHs in the Workstation group to
refresh their VIEW buffer type cache.

This class represents a specialization of the T_SERVERclass and as such represents
certain attributesthat are duplicated in the corresponding T_SERVERDbjects. Attributes
not listed that are included in the T_SERVERclass must be accessed viathat class and
are not available through the T_wsSLclass.
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Diagnostics

Interoperability

There aretwo general types of errorsthat may be returned to the user when interfacing
with Wws_M B(5). First, any of thethree ATMI verbs (t pcal | (), tpgetrpl y() and

t pdequeue() ) used to retrieve responses to administrative requests may return any
error defined for them. These errors should be interpreted as described on the
appropriate reference pages.

If, however, therequest is successfully routed to a system service capabl e of satisfying
the request and that service determines that there is a problem handling the request,
then failure may be returned inthe form of an application level servicefailure. Inthese
cases, t pcal | () andt pgetrpl y() will return an error with t per r no set to
TPESVCFAI L and return areply message containing the original request along with
TA_ERROR, TA_STATUS and TA_BADFLDfieldsfurther qualifying the error as described
below. When aservicefailure occursfor arequest forwarded to the system through the
TMQFORWARD( 5) server, the failure reply message will be enqueued to the failure
gueue identified on the original reguest (assuming the - d option was specified for
TMQFORWARD).

When a service failure occurs during processing of an administrative request, the
FML32 field TA_STATUS is set to atextual description of the failure, the FML 32 field
TA _ERRORIs set to indicate the cause of the failure asindicated below. All error codes
specified below are guaranteed to be negative.

[ot her]
Other error return codes generic to any component MIB are specified in the
M B(5) reference page. These error codes are guaranteed to be mutually
exclusive with any Ws_M B(5) specific error codes defined here.

The following diagnostic codes are returned in TA_ERRORto indicate successful
completion of an administrative request. These codes are guaranteed to be
non-negative.

[ot her]
Other return codes generic to any component MIB are specified in the
M B(5) reference page. These return codes are guaranteed to be mutually
exclusive with any Ws_M B(5) specific return codes defined here.

The header files and field tables defined in this reference page are available on BEA
Tuxedo Release 5.0 and later. Fields defined in these headers and tables will not be
changed from release to release. New fields may be added which are not defined on the
older release site. Accessto the AdminAPI is available from any site with the header
files and field tables necessary to build arequest. The T_WsL and T_WBH classes are
new with BEA Tuxedo system Release 6.0; therefore, local administration of WSL and
WSH processes on earlier release sites viathe AdminAPI is not available. However,
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Portability

Example

Field Tables

Header Files

Suspend
Workstation
Group

many of the administrative actions defined in this reference page are available for
pre-Release 6.0 sitesif they areinteroperating with a Release 6.0 site. If sites of
differing releases, both greater than or equal to Release 6.0, are interoperating, then
information on the older siteis available for access and update as defined in the M1B
reference page for that release and may be a subset of the information available in the
later release.

The existing FML32 and ATM | functions necessary to support administrative
interaction with BEA Tuxedo system MIBs, aswell as the header file and field table
defined in this reference page, are available on all supported native and workstation
platforms.

Following is a sequence of code fragments that deactivate a Workstation group in an
orderly fashion using a combination of TM M B(5) and Ws_M B(5).

Thefield table tpadmmust be available in the environment to have access to attribute
field identifiers. This can be done at the shell level as follows:

$ FI ELDTBLS=t padm
$ FLDTBLDI R=${ TUXDI R}/ udat aobj
$ export FIELDTBLS FLDTBLDI R

Thefollowing header files are included.

#include <atm . h>
#i ncl ude <fm 32. h>
#i ncl ude <tpadm h>

Thefollowing code fragment sets the state of the Workstation group to SUSpended.
This disables the Workstation group from accepting new connections from
Workstation clients and suspends all Workstation clients that are currently part of the
group. This code fragment and those that follow assume that the local variables
ta_srvgrpandta_srvid areaready set to identify the Workstation group with
which we are working.

/* Allocate input and output buffers */ ibuf = tpalloc("FM32",
NULL, 1000);
obuf = tpalloc("FM.32", NULL, 1000);
/* Set MB(5) attributes defining request type */
Fchg32(i buf, TA OPERATION, 0, "SET", 0);
Fchg32(i buf, TA CLASS, 0, "T_WsL", 0);
/* Set W6 M B(5) attributes */
Fchg32(i buf, TA SRVGRP, 0, ta_srvgrp, 0);
Fchg32(i buf, TA SRVID, 0, (char *)ta srvid, 0);
Fchg32(i buf, TA SUSPENDED, 0, "ALL", 0);
/* Make the request */
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Get List of WSH
Objects

Get T_CLIENT
Objects

if (tpcall(".TM B", (char *)ibuf, 0, (char **)obuf, olen, 0) 0) {
fprintf(stderr, "tpcall failed: %\en", tpstrerror(tperrno));

if (tperrno == TPESVCFAIL) {

Fget 32(obuf, TA ERROR, O, (char *)ta_error, NULL);

ta_status = Ffind32(obuf, TA STATUS, 0, NULL);

fprintf(stderr, "Failure: %d, %\en",

ta error, ta_status);

/* Additional error case processing */

}

/* Copy the |ogical machine identifier for later use */
strcpy(ta_l md, Ffind32(obuf, TA LMD, 0, NULL));

Using the existing input buffer, simply change the class and operation and make anew
request. We'll retrieve all T_W8H objects associated with the given T_WSL object key
fields,t a_srvgrpandta_srvi d.Setthe TA_FI LTERattributeto limit theretrieval for
efficiency.

/* Set MB(5) attributes defining request type */ Fchg32(i buf,
TA CLASS, 0, "T_WsH', 0);

Fchg32(i buf, TA OPERATION, 0, "CGET", 0);

| ongval = TA WSHCLI ENTI D;

Fchg32(ibuf, TA FILTER 0, (char *)longval, 0);

/* Set W6_MB(5) attributes */

Fchg32(ibuf, TALMD 0, ta lmd, 0);

/* Allocate a separate output buffer to save the TA WSHCLI ENTI D
val ues */

wshcltids = tpalloc("FM.32", NULL, 1000);

/* Make the request */

tpcall (".TM B"*, (char *)ibuf, 0, (char **)wshcltids, olen, 0);
/* See how many we got */

Fget 32(wshcl tids, TA OCCURS, O, (char *)wshcltcnt, NULL);

Usetheretrieved TA_ WSHCLI ENTI D valuesto get alist of associated TA_CLI ENTI D
values for Workstation clients in this Workstation group.

/* Initialize request buffer */ Finit32(ibuf, Fsizeof32(ibuf));
/* Set MB(5) attributes defining request type */
Fchg32(ibuf, TA CPERATION, 0, "GET*, 0);
Fchg32(ibuf, TA CLASS, 0, "T_CLIENT", 0);
| ongval = TA CLI ENTI D,

Fchg32(ibuf, TA FILTER 0, (char *)longval, 0);
I ongval = TA WSHCLI ENTI D

Fchg32(ibuf, TA FILTER 1, (char *)longval, 0);
/* Set W6 M B(5) attributes */

Fchg32(ibuf, TALMD, 0, ta_Imd, 0);
Fchg32(ibuf, TA WSC, 0, "Y", 0);

if (wshcltent == 1) {
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/* Since only 1, use it as key field. */
Fchg32(i buf, TA WSHCLI ENTID, O,
Ffi nd32(wshcl tids, TA WBHCLI ENTI D, 0, NULL));

}
/* Allocate output buffer to save TA CLI ENTI DY TA WSHCLI ENTI D
val ues */

cltids = tpalloc("FM.32", NULL, 1000);

/* Make the request */

tpcall (".TM B", (char *)ibuf, 0, (char **)cltids, olen, 0);
/* See how many we got */

Fget32(cltids, TA OCCURS, O,(char *)cltcnt, NULL);

/* Elimnate unassociated clients if necessary */

if (wshcltent > 1) {

for (i=(cltent-1); i >=0 ;i--)

p = Ffind32(cltids, TA WSHCLIENTID, i, NULL);
for (j=0; j wshcltcnt ;j++) {

g = Ffind32(wshcl tids, TA WSHCLIENTID, j, NULL);

if (strcnp(p, q) == 0) {

break; /* This client is in our group */
}

}

if (j >= wshcltcent) {

/* dient not found, delete it fromlist */
Fdel 32(cltids, TA CLIENTID, i);

Fdel 32(cltids, TA WBHCLIENTID, i);
cltent--;

}

}

}

Notify  Usetheretrieved TA CLI ENTI D values to notify Workstation clientsin this

T_CLENT  Workstation group that they should logoff.

Objects
notstr = tpalloc("STRING', NULL, 100);

(void)strcpy(notstr, "Please | ogoff now");

/* Now | oop through affected clients and suspend/notify them*/
for (i=0; i cltent ;i++) {
p = Ffind32(cltids, TA CLIENTID, i, NULL);

/* Notify the client to |ogoff */
t pconvert(p, (char *)ci, TPCONVCLTID);
tpnotify(ci, notptr, 0, 0);

}
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Deactivate
Remaining
T_CLIENT

Objects

Deactivate
T_WSL Object

Files

See Also

Usetheretrieved TA_CLI ENTI D values to deactivate any remaining Workstation
clientsin this Workstation group. Note that those that are already gone will return an
error on the SET that we will ignore.

/* Initialize request buffer */

Fi nit32(i buf, Fsizeof32(ibuf));

/* Set MB(5) attributes defining request type */
Fchg32(i buf, TA OPERATION, 0, "SET", 0);

Fchg32(i buf, TA CLASS, 0, "T_CLIENT", 0);
Fchg32(i buf, TA STATE, 0, "DEAd", 0);

/* Now | oop through affected clients and deactivate them */
for (i=0; i cltent ;i++) {

p = Ffind32(cltids, TA CLIENTID, i, NULL);

Fchg32(i buf, TA CLIENTID, 0, p);

/* Make the request */
tpcall (".TM B*, (char *)ibuf, 0, (char **)obuf, olen, 0);

}

Now deactivate the T_WSL object. Thiswill automatically deactivate any associated
active T_W8H objects.

/* Set MB(5) attributes defining request type */
Fchg32(i buf, TA OPERATION, 0, "SET", 0);

Fchg32(i buf, TA CLASS, 0, "T_WsL", 0);

Fchg32(i buf, TA STATE, 0, "INActive", 0);

/* Set W6 MB(5) attributes */
Fchg32(i buf, TA SRVGRP, 0, ta_srvgrp, 0);
Fchg32(i buf, TA SRVID, 0, (char *)ta_srvid, 0);

/* Make the request */
tpcall (".TM B", (char *)ibuf, 0, (char **)obuf, olen, 0);

${TUXDI R}/ i ncl ude/t padm h, ${TUXDI R}/ udat aobj/t padm

tpacall (3c),tpalloc(3c),tpcall (3c),tpdequeue(3c),tpenqueue(3c),
tpget rpl y(3c),tpreal |l oc(3c), Introductionto FML Functions, Fadd,
Fadd32(3fm ), Fchg, Fchg32(3fm),Ffind, Ffind32(3fm),MB(5),
TM M B(5)

Setting Up a BEA Tuxedo Application

Administering a BEA Tuxedo Application at Run Time

Programming a BEA Tuxedo Application Using C

Programming a BEA Tuxedo Application Using FML
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Name

Synopsis

Description

WL - Workstation Listener server

WSL SRVGRP="/dentifier"

SRVI D=" nunber"

CLOPT="[-A] [servopts options] -- -n netaddr [-d devi ce]
[-w WSHnane] [-t tineout-factor] [-T dient-tinmeout]
[-m mnhl [-Mnmaxh] [-x npx-factor]
[-p mnuwshport] [-P maxwshport] [-1 init-tinmeout]
[-c conpression-threshold] [-k conpression-threshol d]
[-K {client]|handl er| both| none}]
[-z bits] [-Z bits] [-H external -netaddr]|[-Nnetwork-tinmeout]"

The workstation listener isa BEA Tuxedo system-supplied server that enables access
to native services by Workstation clients. The application administrator enables
workstation access to the application by specifying the workstation listener server as
an application server in the SERVERS section. The associated command line optionsare
used to parameterize the processing of the workstation listener and workstation
handlers.

Thelocation, server group, server ID, and other generic server related parameters are
associated with the workstation listener using the already defined configuration file
mechanisms for servers. Workstation listener specific command line options are
specified to allow for customization.

Each WSL booted as part of an application facilitates application access for alarge
number of Workstation clients by providing access viaa single well known network
address to a set of workstation handlers (WSHSs) acting as surrogate clients for the
users running on the workstations. The WSHs are started and stopped dynamically by
the WSL as necessary to meet the incoming load from the application workstations.
The advantages to the application administrator are that a small number of native site
processes (WSHSs) can support a much larger number of clients, thus reducing the
process count on the native site, and that the native site does not need to incur the
overhead of maintaining bulletin board information on the workstation sites, which
may be quite numerous.

The following WSL -specific command line options are available and may be listed
after the double-dash (--) in the CLOPT parameter.
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-n net addr
Specifies the complete network address to be used by the WSL processasits
listening address. Thisis the only required parameter.

The listening address for aWSL is the means by which it is contacted by
Workstation client processes participating in the application. If net addr
(which may contain from 1 to 78 characters) has the form Oxhex- di gi t s or
\\ xhex-di gi t s, it must contain an even number of valid hex digits. These
forms are translated internally into a character array containing TCP/IP
addresses. The address may a so be represented in either of the following
forms:

/'l host. nanme: port_nunber
Il #. #. #. #: port_nunber

The string #. #. #. # is the dotted decimal format in which each # represents
adecimal number in the range 0 to 255. The value of port_nunber isa
decimal number in the range 0 to 65535.

Note: Some port numbers may be reserved for the underlying transport protocols
(such as TCP/IP) used by your system. Check the documentation for your
transport protocolsto find out which numbers, if any, are reserved on your
system.

[- d devi ce]
The name of the device file used for network access by the workstation
listener and its workstation handlers. This parameter isoptional. Thereis no
default.

[- w WsHhane]
The name of the executable providing workstation handler services for this
workstation listener. The default for thisis WSH, which corresponds to the
system provided workstation handler. Workstation handlers may be
customized using the command bui | dwsh() . Seethebui | dwsh( 1)
reference page for more details.

[-t timeout-factor]
Thisoption is being replaced by the -1 option and is being supported for
upward compatibility in BEA Tuxedo Release 6.0 but may be removed in
future releases. The number, when multiplied by SCANUNI T, resultsin the
amount of timein seconds that should be allowed for a Workstation client to
compl ete initialization processing through the WSH before being timed out
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by the WSL. The default for this parameter is 3 in a non-security application
and 6 in a security application. The legal range is between 1 and 255.

[-Tclient-tinmeout]
Client-tineout istheamount of time (in minutes) aclient isallowed to
stay idle. If a client does not make any requests within this time period, the
WSH disconnects the client. The option can be used for client platforms that
are unstable (such as a personal computer that might be turned off without
calingt pt er n() ). Note that the option also affects clients that get
unsolicited message notifications and do not follow up on them. If - T is
specified without an argument, there is no timeout.

[- mmi nh]
The minimum number of handlers that should be available in conjunction
with thisWSL at any given time. The WSL will start this many WSHs
immediately upon being booted and will not deplete the supply of WSHs
below thisnumber until the administrator issues a shutdown to the WSL. The
default for this parameter is 0. The legal range is between 0 and 255.

[- Mmaxh]
The maximum number of handlers that should be available in conjunction
with thisWSL at any given time. Handlers are started as necessary to meet
the demand of Workstation clients attempting to access the system. The
default for this parameter is equal to the setting for MAXWSCLI ENTS on the
logical machine divided by the multiplexing factor for this WSL (see - x
option below) rounded up by one. The legal range for this parameter is
between 1 and 4096. The value must be equal to or greater than ni nh.

[- x npx-factor]
An optional parameter used to control the degree of multiplexing desired
within each workstation handler. The value for this parameter indicates the
number of Workstation clients that can be supported simultaneously by each
workstation handler. The workstation listener ensures that new handlers are
started as necessary to handle new Workstation clients. This value must be
greater than or equal to 1 and less than or equal to 4096. The default for this
parameter is 10.

[- p mi nushport]
[- P maxushport]

This pair of command line options can be used to specify the number range
for port numbers available for use by WSHs associated with this listener
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server. The port numbers must be in the range between 0 and 65535. The
default is 2048 for mi nuwshpor t and 65535 for naxwshport .

Note: Some port numbers may be reserved for the underlying transport protocols
(such as TCP/IP) used by your system. Check the documentation for your
transport protocolsto find out which numbers, if any, are reserved on your
system.

[-1 init-tinmeout]
Thisoptionisreplacing the - t option and is the recommended method for
setting client initialization timeout intervals. Thetime, in secondsthat should
be allowed for a Workstation client to compl ete initialization processing
through the WSH before being timed out by the WSL. The default for this
parameter is 60. The legal range is between 1 and 32,767.

[- ¢ conpressi on-t hreshol d]
This option determines the compression threshol d to be used by Workstation
clients and handlers. Any buffers sent between Workstation clients and
handlers will be compressed if they are larger than the given value. The
default for this parameter is 2,147,483,647, which means no compression is
done since thelegal range is between 0 and 2,147,483,647.

[-k conpressi on-t hreshol d]
Thisisaspecia compression option for BEA Tuxedo releases prior to
Release 6.2 with clients from USL France or I TI. If this situation applies to
you, it is acceptable to have multiple WSL WorkstationH pairs, some
controlling compression threshold with the - ¢ option, others using the - k
option. The - k works exactly like - c.

[-K {client |handl er |both|none}]
The - K option turns on the network keep-alive feature for the cl i ent , the
handl er, or bot h. You can turn off thisoption for both the client and handler
by specifying none.

[-z [0]40]56|128]]

This option specifies the minimum level of encryption required when a
network link is being established between a Workstation client and the
Workstation Handler. 0 means no encryption, while 40, 56, and 128 specify
thelength (in bits) of the encryption key. If this minimum level of encryption
cannot be met, link establishment fails. The default is0. This option is
available only if BEA Tuxedo Security (either International, or US and
Canada) isinstalled.
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Note: Thelink-level encryption value of 40 bitsis provided for backward
compatibility.

[-Z [0]40]56|128]]
This option specifies the maximum level of encryption allowed when a
network link is being established between a Workstation client and the
Workstation Handler. 0 means no encryption, while 40, 56, and 128 specify
the length (in bits) of the encryption key. The default is 128. This option is
available only if BEA Tuxedo Security (either International, or US and
Canada) isinstalled.

Note: Thelink-level encryption value of 40 bitsis provided for backward
compatibility.

[-Hext ernal - net addr]
Specifies the complete network address to be used as a well known address
template of the WSH process. The address will be combined with a WSH
network addressto generate awell known network address used by the
Workstation client to connect to aWSH process. It has the sameformat asthe
- n option except that it substitutes the port number with same length of
character M to indicate the position of the combined network address will be
copied from the WSH network address. For example when address template
is 0x0002M MM M dddddddd and WSH network addressis
0x00021111ffffffff then the well known network address will be
0x00021111dddd dddd. When address template starts with "//" network
address type assumes to be | P based and the TCP/IP port number of WSH
network address will be copied into the address template to form the
combined network address. This feature is useful when Workstation client
needs to connect to a WSH through a router which performs Network
Address Tranglation.

[- N net wor k-t i neout ]
The network-timeout option will establish await period, in seconds, for any
Tuxedo operation by the Workstation client that receives data from the
network. If the period is exceeded, the operation will fail and the client will
be disconnected from the application. A value of 0 (zero) indicates no
time-out; this isthe default. Note: setting this value too low may cause an
unacceptably high number of disconnects.

Any configuration that prevents the WSL from supporting Workstation clients will
causethe WSL tofail at boot time, for example, if the MAXWSCLI ENTS valuefor the site
isO.
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Portability =~ WL is supported as a BEA Tuxedo-supplied server on UNIX operating systems.

Interoperability WL may be run in an interoperating application, but it must run on a BEA Tuxedo
Release 4.2 or |ater node.

Examples

* SERVERS
WBL SRVGRP="WSLGRP" SRVI D=1000 RESTART=Y GRACE=0

CLOPT="-A -- -n 0x0002ffffaaaaaaaa -d /dev/tcp"
WL SRVGRP="WSLGRP" SRVI D=1001 RESTART=Y GRACE=0

CLOPT="-A -- -n 0x0002aaaaffffffff -d /dev/tcp -H 0x0002MwMmiddddddd"
WBL SRVGRP="WSLGRP" SRVI D=1002 RESTART=Y GRACE=0

CLOPT="-A -- -n //hostnane: aaaa -d /dev/tcp -H //external hostnanme: MMV

See Also  bui | dwsh(1), servopts(5), UBBCONFI G(5)
Setting Up a BEA Tuxedo Application
Administering a BEA Tuxedo Application at Run Time

Programming a BEA Tuxedo Application Using C
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