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About This Document

The BEA SNMP Agent MIB Reference for BEA Tuxedo and BEA WebL ogic Enterprise
provides reference information about the Simple Network Management Protocol
(SNMP) management information base (MIB) shipped with BEA SNMP Agent 2.1
and BEA SNMP Agent 2.1.1.

This document is organized as follows:

m Chapter 1, “SNMP MIB,” defines an SNMP-compliant MIB and introduces the
SNMP MIB for BEA SNMP Agent 2.1 and BEA SNMP Agent 2.1.1.

m  Chapter 2, “Core MIB,” definesthe MIB variables that describe the fundamental
aspects of aBEA Tuxedo or BEA WebL ogic Enterprise application.

m Chapter 3, “Domains MIB,” defines the MIB variables that describe the
interaction between BEA Tuxedo or BEA WebL ogic Enterprise applications
(domains).

m  Chapter 4, “BEA Domain List MIB,” definesthe MIB variables that describe the
BEA domain list.

m  Chapter 5, “CORBA and Java Interface MIB,” defines the Common Object
Request Broker Architecture (CORBA) interface MIB variables specific to a
BEA Tuxedo 8.0 or BEA WebL ogic Enterprise application, defines the Java
interface MIB variables specific to a WebL ogic Enterprise application, and lists
the CORBA and Java interface specific objectsincluded as part of the Core
MIB.

m  Chapter 6, “Access Control List MIB,” definesthe MIB variables that describe
access control lists (ACLSs) for a BEA Tuxedo or BEA WebL ogic Enterprise
application.

m  Chapter 7, “Workstation MIB,” defines the MIB variables that describe a
Workstation group for a BEA Tuxedo or BEA WebL ogic Enterprise application.
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m  Chapter 8, “Application Queue MIB,” definesthe MIB variables that describe
application queues for a BEA Tuxedo or BEA WebL ogic Enterprise application.

m  Chapter 9, “EventBroker MIB,” definesthe MIB variables that describe the
EventBroker for aBEA Tuxedo or BEA WebL ogic Enterprise application.

m  Chapter 10, “Traps MIB,” defines the MIB variables that describe the event traps
for aBEA Tuxedo or BEA WebL ogic Enterprise application.

Audience

This document is written for network administrators and system administrators who

areresponsible for administering the BEA SNMP Agent software. It is assumed that
readers are familiar with SNMP and have a good understanding of the Tuxedo and/or
WebL ogic Enterprise system.

e-docs Web Site

BEA product documentation is available on the BEA corporate Web site. From the
BEA Home page, click on Product Documentation or go directly to the “e-docs’
Product Documentation page at ht t p: / / e- docs. bea. com

How to Print the Document

Y ou can print acopy of this document from a Web browser, one main topic at atime,
by using the File—>Print option on your Web browser.

A PDF version of thisdocument is available on the BEA SNMP Agent documentation
Home page on the e-docs Web site at
http://e-docs. bea. conf snnpagnt/v210/i ndex. ht m . YoucanopenthePDFin
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http://e-docs.bea.com
{ DOCROOT}/index.html

Adobe Acrobat Reader and print the entire document (or a portion of it) in book
format. To access the PDFs, open the BEA SNM P Agent documentation Home page,
click PDF Files, and select the document you want to print.

Adobe Acrobat Reader is available at no charge from the Adobe Web site at
http://ww. adobe. com

Related Information

The BEA Tuxedo and BEA WebL ogic Enterprise online documentation sets provide
information about working with the Tuxedo and WebL ogic Enterprise systems. Y ou
can access the Tuxedo and WebL ogic Enterprise online documentation sets at the
e-docsWeb siteht t p: / / e- docs. bea. com

Thefollowing BEA SNMP Agent documents contain additional information rel evant
to using the BEA SNMP Agent MIB Reference:

m  BEA SNMP Agent Installation Guide for BEA Tuxedo and BEA WebLogic
Enterprise at
http://e-docs. bea. conmf snnpagnt/v210/i nstal | gui de/ i ndex. ht m

m  BEA SNMP Agent Administration Guide for BEA Tuxedo and BEA WebLogic
Enterprise at
http://e-docs. bea. com’ snnpagnt/v210/ adm ngui de/ i ndex. ht mi

m BEA SNMP Agent Release Notes for BEA Tuxedo and BEA WebLogic Enterprise
m BEA SNMP Agent Release Notes for BEA Tuxedo 8.0

Contact Us!

Y our feedback on BEA documentation isimportant to us. Send us e-mail at
docsupport @ea. comif you have questions or comments. Y our comments will be
reviewed directly by the BEA professionalswho create and update the documentation.
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http://e-docs.bea.com/snmpagnt/v210/adminguide/index.html
mailto:docsupport@bea.com

In your e-mail message, please indicate the software name and version you are using,
aswell asthetitle and document date of your documentation. If you have any questions
about BEA SNMP Agent, or if you have problemsinstalling and running BEA SNMP
Agent, contact BEA Customer Support through BEA WebSupport at

http://ww. bea. com

When contacting Customer Support, be prepared to provide the following information:
m Your name, e-mail address, phone number, and fax number

m Your company name and company address

m Your machine type and authorization codes

m The name and version of the product you are using

m A description of the problem and the content of pertinent error messages

Documentation Conventions

The following documentation conventions are used throughout this document.

Convention  Usage

Ctrl+Tab Keysyou press simultaneously.

italics Emphasis and book titles.
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Convention  Usage

nonospace Code samples, commands and their options, data structures and their
t ext members, datatypes, directories, and filenames and their extensions.
Monospace text also indicates text that you enter from the keyboard.

Examples:

#i ncl ude <iostreamh> void main ( ) the pointer psz
chmod u+w *

\t ux\ dat a\ ap

. doc

t ux. doc

Bl TMAP

fl oat

nonospace Variablesin code.
italic

Example:
t ext

String Custoner Nane;

UPPERCASE Device names, environment variables, and logical operators.

TEXT Examples:
LPT1
SIGNON
OR
{} A set of choicesin asyntax line.
[ ] Optional itemsin a syntax line. Example:

buil dobjclient [-v] [-0 name] [-f file-list]...
[-1 file-list]...

Separates mutually exclusive choicesin asyntax line.

Indicates one of the following in a command line:

m  Anargument can be repeated several timesin the command line.
m  The statement omits additional optional arguments.

m You can enter additional parameters, values, or other information.

Indicates the omission of items from a code example or from a syntax line.
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CHAPTER

1 SNMP MIB

Thefollowing sections definean SNM P-compliant M1B and introducethe SNMPMIB
for BEA SNMP Agent 2.1 and BEA SNMP Agent 2.1.1:

What Is an SNMP-Compliant MIB?

MIB Information Structure

MIB Object Identifiers

SNMP MIB for BEA SNMP Agent

SNMP MIB Component MIBs

SNMP MIB Object Naming Conventions

SNMP MIB Object Definitions

SNMP MIB Event Trap Definitions

Using the SNMP MIB

Understanding the Differences Between the SNMP MIB and the TMIB

What Is an SNMP-Compliant MIB?

Each management station or agent in an SNM P-managed network maintains alocal
database of information relevant to network management, known as the management
information base (MIB). The relationship between the management station, the agent,
and the MIB is shown in the following figure.
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1 snvmpmiB

Figure1-1 SNMP-Managed Configuration

Management Station

Management
Applications

SNMP Manager

%

SNMP

An SNMP-compliant MIB contains definitions and i nformati on about the properties of
managed resources and the services that the agents support. The manageabl e features
of resources, as defined in an SNMP-compliant M1B, are called managed objects or
management variables (or just objects or variables).

A management station gets and sets objects in the MIB, and an agent notifies the
management station of significant but unsolicited events called traps. All message
exchanges between the management station and its agents take place using the Simple
Network Management Protocol (SNMP).

The MIB at the management station contains network management information
extracted from the MIBs of all the managed entities in the network.
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MIB Information Structure

MIB Information Structure

The structure of management information (SM1), an SNMP standard described in the
NWG RFC 1155, defines the structure of the MIB information and the allowable data
types. The SMI identifies how resources within the MIB are represented and named.
The philosophy behind SMI is to encourage simplicity and extensibility within the
MIB.

The SNMP specification includes atemplate, known as an Abstract Syntax Notation
One (ASN.1) OBJECT TYPE macro, which provides the formal model for defining
objects and tables of objectsin the MIB. The following keywords are used to define a
MIB object:

Syntax
Definesthe abstract data structure corresponding to the object type. The SMI

purposely restricts the ASN.1 constructs that can be used to promote
simplicity.

Access
Defines whether the object value may only be retrieved but not modified
(read-only) or whether it may also be modified (read-write).

Description
Contains a textual definition of the object type. The definition provides all
semantic definitions necessary for interpretation; it typically contains
information of the sort that would be communicated in any ASN.1
commentary annotations associated with the object.

MIB Object Identifiers

Each object in the MIB has an object identifier (OID), which the management station
usesto request the object’ svalue from the agent. An OID isasequence of integersthat
uniquely identifies a managed object by defining a path to that object through a
tree-like structure called the OID tree or registration tree. When an SNM P agent needs
to access a specific managed object, it traverses the OID tree to find the object. The
MIB object identifier hierarchy and format is shown in the following figure.
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Figure1-2 SNMP MIB Object Identifier Hierarchy and For mat
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.1.3.6.1.4.1.140.300 = absolute OID for “tuxedo” MIB

In this hierarchy, each BEA private MIB object that the BEA SNMP Agent software
manages has a unique object identifier. A prefix of . 1. 3. 6. 1. 4. 1. 140 pointsto the
objects in the BEA private MIB for the BEA SNMP Agent software.
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MIB Object Identifiers

Absolute and Relative Object Identifiers

Absolute OIDs specify a path to an attribute from the root of the OID tree. Absolute
OID names aways begin with adot and must specify every node of the OID tree from
the top-most node to the specific managed object. For example:

.1.3.6.1.2.1.1.1

Relative OIDs specify a path to the attribute rel ative to some node in the OID tree. For
example, 2. 1. 1. 1 specifiesthesysDescr object inthe syst emgroup, relative to the
Internet node in the OID tree.

Specifying Object Identifiers

In addition to using the “dot-dot” notation, a series of integers separated by dots to
describe Ol Ds, you can also express Ol Ds by using textual symbolsinstead of numbers
to represent nodesin the path to the object, or by using acombination of both integers
and textual symbols. A symbolic OID uses mnemonic keywords to specify the
managed object. For example:

ngnt . m b- 2. syst em sysCont act

The following humeric OID uses integers to specify the same managed object:

2.1.1.7
Notethat 2. 1. 1. 7 inthisexampleis arelative OID.

An OID can combine both symbolic and numeric representations of individual nodes
of the OID tree; for example:

ngnt . m b- 2. 1. sysCont act
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SNMP MIB for BEA SNMP Agent

The SNMPMIB for BEA SNMP Agent 2.1 and BEA SNMP Agent 2.1.1 isessentially
an SNMP version of the Tuxedo management information base (TMIB). The TMIB is
the standard MIB for administering the components of a Tuxedo or WebL ogic
Enterprise application. For moreinformation about the TMIB, see“Understanding the
Differences Between the SNMP MIB and the TMIB” on page 1-13.

The SNMP MIB definesthe datatypes and access permissionsfor the various managed
objects that can be accessed through the BEA SNMP Agent software. It also defines
the event notifications that can be generated by the BEA SNMP Agent software. As
required by the SNM P standard, the SNMP M 1B definitionsarewrittenin conciseMIB
format in accordance with RFC 1212.

BEA SNMP Agent 2.1 and BEA SNMP Agent 2.1.1 both provide afile named

bea. asnl for defining the SNMP MIB. By default, the bea. asn1 fileresidesin the
et ¢ directory directly under the directory in which the BEA SNMP Agent softwareis
installed.

SNMP MIB for BEA SNMP Agent 2.1

Thebea. asn1 file available with BEA SNMP Agent 2.1 definesthe SNMP MIB
referredto asthe“ Tuxedo and WLE MIB for SNMP.” ThisMIB, whichisatranslation
of the Tuxedo 7.1 MIB with WebL ogic Enterprise 5.1 extensions, makes the features
of the following components recognizable and thus manageable within an SNMP
network management framework:

m  Tuxedo 6.4 components
m  Tuxedo 6.5 components
m  Tuxedo 7.1 components
m  WLE 4.2 components

m  WLE 5.1 components
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SNMP MIB Component MIBs

Y ouusethe“ Tuxedoand WLE MIB for SNMP” and BEA SNMP Agent 2.1 to manage
Tuxedo 6.4, Tuxedo 6.5, Tuxedo 7.1, WebL ogic Enterprise 4.2, and WebL ogic
Enterprise 5.1 applications.

SNMP MIB for BEA SNMP Agent 2.1.1

Thebea. asnl file available with BEA SNMP Agent 2.1.1 defines the SNMP MIB
referred to asthe “ Tuxedo 8.0 MIB for SNMP.” This MIB, which is atranslation of
the Tuxedo 8.0 MIB, makes the features of the Tuxedo 8.0 components recognizable
and thus manageabl e within an SNMP network management framework.

Y ou use the “ Tuxedo 8.0 MIB for SNMP” and BEA SNMP Agent 2.1.1 to manage
Tuxedo 8.0 applications. Since BEA SNMP Agent 2.1.1 is not backward compatible,
you can only use the BEA SNMP Agent 2.1.1 software to manage Tuxedo 8.0
applications.

SNMP MIB Component MIBs

The SNMP MIB defined by the bea. asn1 filefor BEA SNMP Agent 2.1 or BEA
SNMP Agent 2.1.1 refers to the entire database of management information at the
management station or agent. The SNMP MIB, itself, consists of distinct component
MIBs, each of which refersto aspecific defined collection of management information
that is part of the overall SNMP MIB. The management station uses the component
MIBsto administer the particular components of the Tuxedo or WebL ogic Enterprise
system, to administer the agents themselves, and to collect information about the
managed resources.

The SNMP MIB consists of the following component MIBs:

m Core MIB—OID prefix: . 1. 3. 6. 1. 4. 1. 140. 300 (or t uxedo)—Contains the
MIB objects for controlling the operation and configuration of a Tuxedo or
WebL ogic Enterprise application. This MIB contains the main information
groups for Tuxedo and WebL ogic Enterprise applications, including domains,
machines, queues, servers, routing, clients, and services. For a detailed
description, see “Core MIB” on page 2-1.
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Domains MIB—OID prefix: . 1. 3. 6. 1. 4. 1. 140. 300 (or t uxedo)—Contains
the MIB objects for describing the interaction between Tuxedo or WebL ogic
Enterprise applications (domains). For a detailed description, see “Domains
MIB” on page 3-1.

BEA Domain List MIB—OID prefix: . 1. 3. 6. 1. 4. 1. 140. 305 (or

beaDonai nLi st )—Contains the MIB objects for identifying and describing all
Tuxedo and/or WebL ogic Enterprise domains currently being monitored on a
particular managed node (machine). For a detailed description, see “BEA
Domain List MIB” on page 4-1.

CORBA and Java I nterface MIB—OID prefix: . 1. 3. 6. 1. 4. 1. 140. 300 (or

t uxedo)—Contains the MIB objects for managing Tuxedo 8.0 and WebL ogic
Enterprise CORBA features as well as WebL ogic Enterprise Java features. For a
detailed description, see “CORBA and Java Interface MIB” on page 5-1.

Access Control List MIB—OID prefix: . 1. 3. 6. 1. 4. 1. 140. 300 (or t uxedo)—
Contains the MIB abjects for setting and controlling the security options for the
Tuxedo or WebL ogic Enterprise application. For a detailed description, see
“Access Control List MIB” on page 6-1.

Workstation MIB—OID prefix: . 1. 3. 6. 1. 4. 1. 140. 300 (or t uxedo)—
Contains the MIB abjects for specifying information about Tuxedo or WebL ogic
Enterprise client workstations including workstation listeners and handlers. For a
detailed description, see “Workstation MIB” on page 7-1.

Application Queue MIB—OID prefix: . 1. 3. 6. 1. 4. 1. 140. 300 (or t uxedo)—
Contains the MIB abjects for managing access to Tuxedo or WebL ogic
Enterprise application queues. The groups include objects for managing queue
spaces, queues, messages, and transactions. For a detailed description, see
“Application Queue MIB” on page 8-1.

EventBroker MIB—OID prefix: . 1. 3. 6. 1. 4. 1. 140. 300 (or t uxedo)—
Contains the MIB abjects for describing current event subscriptions, defining
new subscriptions, or invalidating subscriptions. For a detailed description, see
“EventBroker MIB” on page 9-1.

Traps MIB—OID prefix: . 1. 3. 6. 1. 4. 1. 140. 300 (or t uxedo)—Contains the
MIB objects for specifying the trap notifications generated by the SNM P agent
for BEA SNMP Agent, and for specifying the objects passed in the variable
bindings for the traps. For a detailed description, see “ Traps MIB” on page 10-1.
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m BEA System MIB—OID prefix: . 1. 3. 6. 1. 4. 1. 140. 1 (or beaSyst em)—
Contains the MIB objects for passing the trap notifications generated by the
BEA SNMP Agent Integrator polling rules. As an example, arule-action might
specify that when the value of the polled object at OID
.1.3.6.1.4.1.140. 1. 0 isgreater than 20, send atrap with a specific trap ID
of 200; when the object’s value becomes less than 20, send atrap with a specific
Trap ID of 300. For a description of the BEA SNMP Agent Integrator polling
feature, see “Using the BEA SNMP Agent Integrator for Polling” in the BEA
INMP Agent Administration Guide at
http://e-docs. bea. com’ snnpagnt/v210/ adm ngui de/ 6pol | i ng. ht i .

m BEA Agent Integrator MIB—OID prefix: . 1. 3. 6. 1. 4. 1. 140. 200 (or
beal nt Agt )—Contains the MIB abjects for creating user-defined traps that are
generated by the BEA SNMP Agent Integrator according to user-defined polling
rules. Y ou can configure the BEA SNMP Agent Integrator running on the
managed node to perform local polling and generate SNMP trap notifications, or
execute a system command when certain conditions are met. Individual rules,
stored as MIB objects, can be activated and deactivated by the management
station. For a description of polling rules, see “ Configuration Files’ in the BEA
INMP Agent Administration Guide at
http://e-docs. bea. com’ snnpagnt/v210/ adm ngui de/ 8cnfgfl.htm .

With the exception of BEA Domain List, Traps, BEA System, and BEA Agent
Integrator, the SNMP MIB component MIBs correspond to the TMIB component
MIBs. For more information about the TMIB, see “Understanding the Differences
Between the SNMP MIB and the TMIB” on page 1-13.

SNMP MIB Object Naming Conventions

Because most Tuxedo managed objects also apply to WebL ogic Enterprise, the object
names for Tuxedo and WebL ogic Enterprise within an SNMP MIB are usually
prefixed with the letterst ux. For example, the Core MIB contains a group named
Machi ne, and the following objects are included within the Machi ne group:

t uxTrachi nePmi d
Represents a physical machine identifier
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t uxTrmachi neLmi d
Represents the logical machine identifier

For CORBA interface MIB managed objects, the object names for Tuxedo 8.0 are
prefixed with t ux, and the comparabl e object names for WebL ogic Enterprise are
prefixed withwi e. For Javainterface MIB managed objects, which only apply to
WebL ogic Enterprise, the object names are prefixed with wi e.

SNMP MIB Object Definitions

1-10

The SNMP MIB definitionsarewritten in concise MIB format in accordancewith RFC
1212. Thus, the SNMP MIB stores only ssimple data types: scalars and
two-dimensional arrays of scalars, called tables. Keywords SYNTAX, ACCESS, and
DESCRIPTION aswell as other keywords such as STATUS and INDEX are used to
define the SNMP MIB managed objects.

To monitor or modify values of managed objects through your management station,
you need to know which MIB objects represent the features of the Tuxedo or

WebL ogic Enterprise resources that are relevant to your management goals. You also
need to know the data types, default values, and access permissions for these MIB
objects.

For table objects, keep the following tipsin mind:

m |n some cases a read-write table object can only be set during creation of a new
row. Where true, this information is noted in the DESCRIPTION section for that
object.

m Eachrow inatableisan instance of the Entry object under that table. The
DESCRIPTION section for the Entry object under atable (such as
t uxTrmachi neTabl e) contains information on the columnar values that are
minimally necessary for creation of arow—how anew row is created, whether
the values pertain only to the local machine, and other pertinent information
about the table objects.
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SNMP MIB Event Trap Definitions

Thebea. asnl file defines afull range of Tuxedo and WebL ogic Enterprise system
and application events in accordance with RFC 1215, Trap definitions. These system
and application events are transmitted as enterprise-specific traps to the management
station. For alist of these traps, see “Traps MIB” on page 10-1.

The following keywords are used to define a trap:

ENTERPRISE
An object identifier that specifies the management enterprise under whose
registration authority thistrap is defined. All traps generated by the SNMP
agent for BEA SNMP Agent havean enterprisefield set to the following OID:
.1.3.6.1.4.1.140. 300. Thisvaueispassedintheent er pri se field of
the trap packet (Protocol Data Unit—PDU).

VARIABLES
Defines the ordered sequence of MIB objects that are contained in each
instance of the trap type. Each variable is placed, in order, inside the
variable-bindings field of the SNMP trap packet (PDU).

DESCRIPTION
Contains a textual definition of the trap type.

Trap ID
Specifiesthe enterprise-specific trap ID for the trap definition. Thetrap ID is
passed in the specific trap ID field of the trap packet (PDU). The value of the
generic trap ID field in trapsis always set to 6, indicating an
enterprise-specific trap.

Using the SNMP MIB

The management station uses the bea. asn1 fileto set up the SNMP MIB for BEA
SNMP Agent on the management station. The bea. asn1 file must be imported into
the management database of the management station, as described in “Using the BEA
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SNMP Agent with a Management Framework” in the BEA SNMP Agent
Administration Guide at
http://e-docs. bea. con’ snnpagnt/v210/ adm ngui de/ 3mgnt frw. ht m .

The SNMP agent for BEA SNMP Agent uses afilenamed ni b. t xt to set upitslocal
SNMP MIB on the managed node (machine). Theni b. t xt file, similar to the

bea. asn1 file, provides atextual description of the content of the SNMP MIB. By
default, theni b. t xt fileresidesin the et ¢ directory directly under the directory in
which the BEA SNMP Agent softwareisinstalled. For more information about using
them b. t xt fileto createthelocal SNMP MIB on amanaged node, see“BEA SNMP
Agent Integrator Commands’ in the BEA SNMP Agent Administration Guide at
http://e-docs. bea. com snnpagnt/v210/ adm ngui de/ 7agi ncom htmi .

The SNM P agent communi cates with the TMIB of the managed Tuxedo or WebL ogic
Enterprise application to get the object values that initially populate the local SNMP

MIB. As the management station gets and sets object valuesin the local SNMP MIB

through the SNM P agent, the SNM P agent i ssues Tuxedo/WL E commandsto read and
write the comparable object valuesin the local TMIB.

Thelocal SNMP MIB is not persistent, meaning that the SNMP MIB is hot written to
disk. When the SNMP agent process terminates, its SNMP MIB also terminates.

Querying Non-Existent MIB Objects

1-12

If you attempt to retrieve the value for an SNMP MIB object that does not exist, either
no value is returned, or one of the following valuesis returned:

m -1 if the object isnumeric
m A dash (-) if the object datatypeisDi spl ayStri ng

For example, if a WebL ogic Enterprise application is not installed on the managed
node, the WL E-specific objects included in the “ Tuxedo and WLE MIB for SNMP”
do not return values when queried.
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Updating MIB Objects

Some objectsin the SNMP MIB can be set (updated) only under certain states of the
Tuxedo or WebL ogic Enterprise system. If you get an error while trying to set
read-write objectsin thisMIB, examine the Tuxedo or WebL ogic Enterprise ULOGfile
for more information about the error.

The Tuxedo or WebL ogic Enterprise system creates anew ULOGfile each day on each
machineinaTuxedo/WL E domain. For adescription of the ULOGfile, seethereference
pageuser| og(3c) at

http://e-docs. bea. com t uxedo/tux71/ htm /rf3c99. ht m#1049646ht m

Understanding the Differences Between the
SNMP MIB and the TMIB

The primary difference between the SNMP MIB for BEA SNMP Agent and the
Tuxedo MIB (TMIB) isthe use of terms. In addition, the SNMP MIB contains a few
additional component MIBs.

The TMIB for a Tuxedo or WebL ogic Enterprise system consists of distinct
component MIBs, each used to administer a particular component of the Tuxedo or
WebL ogic Enterprise system. These component MIBs are defined in individual
reference pages each addressing the MIB for a particular part of the system. For
example, the reference page TM_ M B(5) at

http://e-docs. bea. com t uxedo/ t ux80/ at mi / r f 524. ht m#1803508 definesthe
MIB used to administer the fundamental aspects of a BEA Tuxedo 8.0 application.
TM_MIB is comparable to the SNMP Core MIB.

Instead of referring to groups and managed objects, asis common in SNMP
terminology, the TMIB defines application resources as classes and attributes. Classes
are the administrative class definitions that make up the TMIB. Each class has a set of
attributes that identifies individual itemsin the class. Examples of TMIB classes are:

T_NMACHI NE
The class definition for amachine
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T_SERVI CE

The class definition for Tuxedo services

Attributes for these classes are identified by the prefix TA_ followed by the attribute
name. A few examples for the T_MACHI NE class are:

TA PM D

Represents a physical machine name

TA LMD

Represents the logical machine name

For more information about the TMIB, visit any of the following Web sites:

m http://e-docs. bea.
m http://e-docs. bea.

m http://e-docs. bea.

http://e-docs. bea.
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CHAPTER

2

Core MIB

The Core MIB defines the groups through which the fundamental aspects of an

application can be configured and managed. These MIB groups contain objects for
managing machines, servers, networking, and load bal ancing.

The Core MIB defines the basic objects that form a Tuxedo or WebL ogic Enterprise

application. It is the main information repository for controlling the operation and

configuration of the application. When an application is active, the Core MIB contains
groups related to the run-time activity of your application. Y ou can use this
information to monitor the behavior of your application.

The Core MIB consists of the following groups.

Group Name

Description

tuxTBri dgeThl

Network connection

tuxTcl i ent Thl Client
tuxTconnTabl e Conversation
t uxTdevi ce Device

t uxTdomai n

Domain information

t uxTgr oupTabl e

Server group

t uxTmachi neTabl e

Machine configuration objects

t uxTrmachi neActi ve

Run-time machine characteristics

tuxTrsgTabl e

Message queue

t uxTqueueTabl e

Server queue

tuxTroutingTabl e

Routing criteria
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Group Name

Description

tuxTsrvr Thl

Server configuration objects

t uxTsrvr Thl Ext

Server run-time characteristics

t uxTsvcThl

Service

tuxTsvecG p

Service-group configuration objects

tuxTli stenTbl

Tuxedo/WLE listeners

t uxTranThl

Transaction

t uxTul ogTabl e

Userlog

tuxTul ogCtrl

Control filter MIB for t uxTul ogTabl e

t uxTnet MapThl

Maps logical machine IDs to network groups

tuxTnet G pThl

Application objects of network groups

tuxTserver C xt Thl

Configuration and run-time objects of individual
server dispatch contexts

beaEventFilters

Used to define a subset of Tuxedo or WebL ogic
Enterprise event natifications




tuxTBridgeTbl

tuxTBridgeTbl

Thet uxTBri dgeThl group contains objects that represent run-time characteristics
pertaining to connectivity between logical machines that make up an application. The
object values represent connection status and statistics.

Objectsin thistable are accessible either through a Tuxedo/WLE SNMP agent
installed on thelocal machine or using the - ¢ option on the master machine. Theindex
into the table consists of t uxTBri dgeLmi d and t uxTBr i dgeNet wor kG pNo. In
Tuxedo 6.4, SET requests are allowed only for the DEFAULTNET network group, so all
SET requests should use 0 for t uxTBr i dgeNet wor kGr pNo in the SNMP index.

Object Name Object ID

t uxTBri dgeLmi d .1.3.6.1.4.1.140.300.16.1.1.1
tuxTBri dgeState .1.3.6.1.4.1.140.300.16.1.1.2
t uxTBri dgeCur Ti ne .1.3.6.1.4.1.140.300.16.1.1.3
t uxTBri dgeConTi nme .1.3.6.1.4.1.140.300.16.1.1.4
t uxTBri dgeSuspTi ne .1.3.6.1.4.1.140.300.16.1.1.5
tuxTBri dgeRcvdByt e .1.3.6.1.4.1.140.300.16.1.1.6
t uxTBri dgeSent Byt e .1.3.6.1.4.1.140.300.16.1.1.7
t uxTBri dgeRcvdNum .1.3.6.1.4.1.140.300.16.1.1.8
t uxTBri dgeSent Num .1.3.6.1.4.1.140.300.16.1.1.9
t uxTBri dgeFl owCnt .1.3.6.1.4.1.140.300.16.1.1.10

t uxTBri dgeCur EncryptBits .1.3.6.1.4.1.140.300.16.1.1.11

t uxTBri dgeNet wor kG pNo .1.3.6.1.4.1.140.300.16.1.1.12

t uxTBri dgeNet wor kG- pName .1.3.6.1.4.1.140.300.16.1.1.13
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tuxTBridgeLmid

Syntax  DisplayString (Sl ZE(L. . 61))
Access  read-only

Description  Di spl ayStri ng isof theformat: LM D1[, LM D2]

LM D1
Isthe logical machine identifier for network connection and isin the range
from one to 61 characters.

LM D2
Isthe destination logical machine identifier for network connection and isin
the range from one to 61 characters.

tuxTBridgeState

Syntax I NTEGER {active(1l), inactive(2), suspended(3), pending(4)}
Access  read-write
Description  The valuesfor GET and SET operations are as follows:

CET: {active(1)|inactive(2)|suspended(3)|pending(4)}
A GET operation retrieves run-time information for the selected
t uxTBri dgeThbl instance(s). At uxTBri dgeLni d object valuewith only one
logical machineidentifier matchesall active connectionsfrom LM D1 to other
machines in the application. In this case, each retrieved record contains an
expandedt uxTBr i dgeLni d object valuewith thedestination LMID filled in.
The following states indicate the meaning of at uxTBri dgeSt at e returned
in response to a GET request. States not listed are not returned.

active(1)
The connection is established and active.

i nactive(2)
Theconnectionisinactive. Thisstateisonly returned when statusis requested
on aparticular connection, that is, both LMIDs are specified in the
t uxTBri dgeLni d object and the source logical machine is reachable.

2-4 BEA SNMP Agent MIB Reference



tuxTBridgeTbl

suspended( 3)
An established connection has been terminated due to an error condition, and
reconnection has been suspended for at least the amount of timeindicated in
thet uxTBri dgeSuspTi ne object value.

pendi ng(4)
An asynchronous connection has been requested but has not yet completed.
The final outcome of the connection request has not been determined.

SET: {active(1)]|inactive(2)|suspended(3)]|pending(4)}
A SET operation updates run-time information for the selected
t uxTBri dgeThl object. The following states indicate the meaning of a
t uxTBri dgeSt at e set in a SET request. States not listed cannot be set.

active(1)
Activatethet uxTBr i dgeTbl instance by establishing an asynchronous
connection between the indicated logical machines. This operation fails if
only one machineis specified, if either of the machinesisnot active, or if the
source machine is not reachable. When in the pendi ng( 4) state, the success
or failure of the connection has not yet been determined. The BRIDGE can
continueto process other events and datawhile the connection is outstanding.
This state changeisalowed inthei nacti ve(2) and suspended(3) states.
Successful return leavestheinstanceintheact i ve( 1) or pendi ng(4) state.

i nactive(2)
Deactivatethet uxTBri dgeThl object by closing the connection between the
indicated logical machines. Thisoperation failsif only onelogical machineis
specified or if thetwo machines are not connected. State change allowed only
whenintheactive(1) state. Successful return leaves the object in the
i nactive(2) state.

suspended( 3)
Suspend thet uxTBri dgeThl object by closing the connection between the
indicated logical machines and by setting thet uxTBri dgeSuspTi me
parameter asindicated. State change allowed only when intheacti ve(1)
state. Successful return leaves the object in the suspended( 3) state.

Note: Since the statistics reported are from the source logical machine, resetting
those statistics causes them to be out of sync with the statistics reported by
the destination logical machine for the same connection.

pendi ng(4)
Activate thet uxTBr i dgeTbl instance by establishing an asynchronous
connection between the indicated logical machines. This operation fails if
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only onelogical machineisspecified, if either of thetwo machinesisinactive,
or if the source logical machine is not reachable. When in the pendi ng( 4)
state, the success or failure of the connection request has not yet been
determined. However, the BRIDGE can continue to process other eventsand
data while the connection request is outstanding. State change allowed in

i nactive(2) and suspended(3) states. Successful return leaves the
instance in the pendi ng( 4) state.

tuxTBridgeCurTime
Syntax | NTEGER

Access  read-only

Description  Current time, in seconds, since 00:00:00 UTC, January 1, 1970, as returned by the
ti me(2) systemcall ont uxTBri dgeLmni d. Thisobject can be used to compute el apsed
time from the following “tuxTBridge” object values.

tuxTBridgeConTime

Syntax | NTEGER
Access  read-only

Description  Time, in seconds, that this connection has been active.

tuxTBridgeSuspTime

Syntax | NTEGER
Access  read-write

Description  Time, in seconds, remaining in the suspension of this connection. After thisamount of
time, the connection automatically changesto at uxTBri dgeSt at e of i nacti ve(2)
and can be activated by normal application traffic.

tuxTBridgeRcvdByte

Syntax | NTEGER

Access  read-only
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Description  Number of bytes sent from the destination logical machine to the source logical
machine.

tuxTBridgeSentByte
Syntax | NTEGER
Access  read-only

Description  Number of bytes sent from the source logical machine to the destination logical
machine.

tuxTBridgeRcvdNum

Syntax | NTEGER

Access  read-only

Description  Number of messages sent from the destination logical machine to the source logical
machine.

tuxTBridgeSentNum

Syntax | NTEGER

Access  read-only

Description  Number of messages sent from the source logical machine to the destination logical
machine.

tuxTBridgeFlowCnt

Syntax | NTEGER
Access  read-only

Description  Number of times flow control has been encountered over this connection.
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tuxTBridgeCurEncryptBits
Syntax I NTEGER {none(1), 40-bit(2), 128-bit(3), not-available(4)}
Access  read-only

Description ~ Thecurrent level of encryptionfor thislink. Thet uxTBri dgeCur Encrypt Bi t s value
is negotiated between the machineswhen thelink is established. The number specifies

the encryption key length (in bits).

tuxTBridgeNetworkGrpNo

Syntax | NTEGER
Access  read-only
Description  Logical network group number. When both the source and destination
t uxTBri dgeLni d machine identifiers are in the same network group,
tuxTBri dgeThl presentsall instances of related fields per network group.
tuxTBridgeNetworkGrpName
Syntax  DisplayString
Access  read-only

Description  Logical network group name.
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tuxTclientTbl

Thet uxTcl i ent Thl group contains objects that represent run-time characteristics of
active clientswithin an application. The object valuesidentify and track the activity of
clientswithin arunning application. Objectsin thistable are only accessible through a
Tuxedo/WLE SNMP agent installed on the local machine.

Object Name Object ID
tuxTclientState .1.3.6.1.4.1.140.300.17.1.1.1
tuxTclientBirthTinme .1.3.6.1.4.1.140.300.17.1.1.2
tuxTcl i ent Machi nel d .1.3.6.1.4.1.140.300.17.1.1.3
tuxTcl i ent Reg .1.3.6.1.4.1.140.300.17.1.1.4
tuxTcl i ent C nt Nane .1.3.6.1.4.1.140.300.17.1.1.5
tuxTclientldleTime .1.3.6.1.4.1.140.300.17.1.1.6
tuxTclientPid .1.3.6.1.4.1.140.300.17.1.1.7
tuxTclientSrvGp .1.3.6.1.4.1.140.300.17.1.1.8
tuxTcl i ent Usr Nane .1.3.6.1.4.1.140.300.17.1.1.9
tuxTclient Wc .1.3.6.1.4.1.140.300.17.1.1.10
tuxTcl i ent Wh .1.3.6.1.4.1.140.300.17.1.1.11
tuxTclientWshC ientld .1.3.6.1.4.1.140.300.17.1.1.12
tuxTcl i ent Rel ease .1.3.6.1.4.1.140.300.17.1.1.13
tuxTcl i ent V&Proto .1.3.6.1.4.1.140.300.17.1.1.14
t uxTcl i ent NunConv .1.3.6.1.4.1.140.300.17.1.1.15
tuxTcl i ent NunDeque .1.3.6.1.4.1.140.300.17.1.1.16
tuxTcl i ent NunEnque .1.3.6.1.4.1.140.300.17.1.1.17
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Object Name Object ID

t uxTcl i ent NunPost .1.3.6.1.4.1.140.300.17.1.1.18
tuxTcl i ent NunReq .1.3.6.1.4.1.140.300.17.1.1.19
t uxTcl i ent NunBubscri be .1.3.6.1.4.1.140.300.17.1.1.20
t uxTcl i ent Nunir an .1.3.6.1.4.1.140.300.17.1.1.21
t uxTcl i ent Numlr anAbt .1.3.6.1.4.1.140.300.17.1.1.22
tuxTcl i ent NuniTr anCnt .1.3.6.1.4.1.140.300.17.1.1.23
tuxTcl i ent Ot Ret .1.3.6.1.4.1.140.300.17.1.1.24
t uxTcl i ent Cur Conv .1.3.6.1.4.1.140.300.17.1.1.26
tuxTcl i ent Cur Req .1.3.6.1.4.1.140.300.17.1.1.27
tuxTcl i ent Cur Ti ne .1.3.6.1.4.1.140.300.17.1.1.28
tuxTclientLastGp .1.3.6.1.4.1.140.300.17.1.1.29
t uxTcl i ent Naddr .1.3.6.1.4.1.140.300.17.1.1.30
tuxTclientNotify .1.3.6.1.4.1.140.300.17.1.1.31
t uxTcl i ent NunnSol .1.3.6.1.4.1.140.300.17.1.1.32
tuxTclientRpid .1.3.6.1.4.1.140.300.17.1.1.33
tuxTclient Ti neLeft .1.3.6.1.4.1.140.300.17.1.1.34
tuxTclient Ti meStart .1.3.6.1.4.1.140.300.17.1.1.36
tuxTcl i ent TranLev .1.3.6.1.4.1.140.300.17.1.1.37
tuxTclientld .1.3.6.1.4.1.140.300.17.1.1.38
tuxTcl i ent Context|D .1.3.6.1.4.1.140.300.17.1.1.50
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tuxTclientState
Syntax I NTEGER { active(1l), suspended(2), dead(3) }
Access  read-write
Description  The valuesfor GET and SET operations are as follows:

GET: {active(1)]|suspended(2)|dead(3)}
A GET operation retrieves run-time information for the selected
tuxTcl i ent Thl instance(s). Note that client information is kept in local
bulletin board tablesonly. Therefore, for maximum performance, inquirieson
client status should be restricted, using key fields as much as possible. The
following statesindicate the meaning of at uxTcl i ent St at e returned in
response to a GET request. States not listed are not returned.

active(1)
tuxTcl i ent Tbl instanceactive. Theact i ve(1) stateisnot anindication of
whether the client isidle or busy. A non-0 value retrieved for either the
t uxTcl i ent Cur Conv object or thet uxTcl i ent Cur Req object indicates a
busy client.

suspended( 2)
t uxTcl i ent Thl instance active and suspended from making further service
requests(t pcal | (3) ort pacal | (3)) and frominitiating further conversations
(t pconnect (3)). See SET suspended(2) below for details.

dead(3)
tuxTcl i ent Thl instance identified as active in the bulletin board but
currently not running dueto an abnormal death. Thisstateexistsonly until the
BBL local to the client notices the death and takes action to clean up the
client’s bulletin board resources.

SET: {active(1)|suspended(2)|dead(3)}
A SET operation updates run-time information for the selected
tuxTcl i ent Thl object. The following states indicate the meaning of a
tuxTcl i ent St at e set in a SET request. States not listed cannot be set.

active(1)
Activate asuspended(2) tuxTcl i ent Thl instance. State change allowed
only when inthe suspended( 2) state. Successful return leavesthe object in
theactive(1) state.
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suspended( 2)

dead(3)

Suspend thet uxTcl i ent Thl instance from making service requests

(tpcal I (3) or t pacal | (3)), initiating conversations (t pconnect (3)),
beginning transactions (t pbegi n(3)), and enqueuing new requests

(t penqueue(3)). Clients within a transaction are permitted to make these
calls until they abort or commit the current transaction, at which time the
clients become suspended. Invocations of these routines result in a
TPESY STEM error return and a system log message being generated that
indicates the situation. State change is allowed only when the object isin the
active(1) state. Successful return leaves the object in the suspended( 2)
state.

Abortively deactivatethet uxTcl i ent Tbl instance. State changeis allowed
only when the object isintheact i ve(1) or suspended(2) state. The
recommended method for deactivating clientsisto first suspend them, and
then to abortively deactivate them by setting the stateto dead( 3) . Successful
return leaves the object in the dead( 3) State

Note: Workstation handlers (t uxTcl i ent Wsh == yes( 1)) cannot be setto a

tuxTclientBirthTime

state of dead( 3) . The system might not be able to kill the client, due to
platform or signaling restrictions. In this case, a native client is abortively
terminated at its next accessto ATMI, and aworkstation client’s
connection to aWSH is preemptively torn down.

Syntax | NTEGER

Access  read-only

Description  Client identifier. Thedatain thisfield should not beinterpreted directly by the end user
except for equality comparison.

tuxTclientMachineld

Syntax | NTEGER

Access  read-only

Description  Clientidentifier. The datain thisfield should not beinterpreted directly by the end user
except for equality comparison.
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tuxTclientReg

Syntax | NTEGER
Access  read-only

Description  Client identifier. Thedatain thisfield should not beinterpreted directly by the end user
except for equality comparison.

tuxTclientCIntName

Syntax  Di spl ayString (SI ZE(O. . 30))
Access  read-only

Description  Client name associated with client at t pi ni t (3) time through the cltname element of
the TPINIT structure.

tuxTclientldleTime

Syntax | NTEGER
Access  read-only

Description  Approximate amount of time, in seconds, since this client last interacted with the
system through an ATMI call. Thisvalueis accurate to within t ux Tdomai nScanUni t
(seethet uxTdomai n group) seconds. When specified as a key field, a positive value
indicatesthat al clientswith idletimes of at least theindicated value match, anegative
value indicates that all clients with no more than the indicated value match, and a0
value matches all clients.

tuxTclientPid

Syntax | NTEGER
Access  read-only

Description  Processidentifier of client. Note that for workstation clients, thisidentifier indicates
the workstation handler through which the workstation client is connected. A negative
number can be specified on a GET operation for the purpose of retrieving client
information for the calling process. If the calling processis not a client, then an error
is returned.

BEA SNMP Agent MIB Reference  2-13



2 CoreMIB

tuxTclientSrvGrp

Syntax  Displ ayString (Sl ZE(O. . 30))
Access  read-only

Description  Server group with which the client is associated. Thisinformation is set through the
grpname element of the TPINIT structure at t pi ni t (3) time.
tuxTclientUsrName

Syntax  Di spl ayString (SI ZE(0. . 30))
Access  read-only

Description  User name associated with client at t pi ni t (3) time through the usrname element of
the TPINIT structure.
tuxTclientWsc

Syntax I NTEGER { yes(1), no(2) }
Access  read-only

Description  If thisobjectisset toyes( 1), theindicated client islogged in to the application from
aremote workstation.

tuxTclientWsh

Syntax I NTEGER { yes(1), no(2) }
Access  read-only

Description ~ Workstation handler. If thisobject isset toyes( 1) , theindicated clientisa
workstation handler process.

tuxTclientWshClientld

Syntax  Di spl ayString (SI ZE(L. . 78))

Access  read-only
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Description  Client identifier for the associated workstation handler (WSH) if thisclientisa
workstation client (t uxTcl i ent Wec == yes( 1) ); otherwise, the
tuxTcl i ent V6hd i ent | d valueis returned as a O-length string.

tuxTclientRelease

Syntax | NTEGER
Access  read-only

Description  The Tuxedo/WLE system major protocol release number for the machine where the
clientisrunning. Thisvalue can bedifferent fromthet uxTrmachi neSW el ease for the
same machine. Notethat for /WSclients(t uxTcl i ent Wsc == yes(1) ), thisvaluecan
be different from the major rel ease associated with the application administered
machine through which the /WS client accesses the application.

tuxTclientWsProto

Syntax | NTEGER
Access  read-only
Description  The Tuxedo/WLE system /WS protocol version number for aworkstation client. This
valueischanged with each update to the /WS protocol. A value of Oisreturned for this
object when it is associated with non-/WS clients (t uxTcl i ent Wsc == no(2)).
tuxTclientNumConv
Syntax | NTEGER
Access  read-only

Description  Number of conversations initiated by this client through t pconnect (3).

tuxTclientNumDeque

Syntax | NTEGER
Access  read-only

Description  Number of degqueue operations initiated by this client through t pdequeue(3).
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tuxTclientNumEnque

Syntax | NTEGER
Access  read-only

Description  Number of enqueue operations initiated by this client through t penqueue(3).

tuxTclientNumPost

Syntax | NTEGER
Access  read-only

Description  Number of postingsinitiated by this client through t ppost (3).

tuxTclientNumReq

Syntax | NTEGER
Access  read-only

Description  Number of requests made by this client through t pcal | (3) or t pacal | (3).

tuxTclientNumSubscribe

Syntax | NTEGER
Access  read-only

Description  Number of subscriptions made by this client through t psubscri be(3).

tuxTclientNumTran

Syntax | NTEGER
Access  read-only

Description  Number of transactions begun by this client.
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tuxTclientNumTranAbt
Syntax | NTEGER
Access  read-only

Description  Number of transactions aborted by this client.

tuxTclientNumTranCmt
Syntax | NTEGER
Access  read-only

Description  Number of transactions committed by this client.

tuxTclientCmtRet

Syntax I NTEGER { conplete(1l) | |ogged(2) }
Access  read-only

Description  Setting of the TP_COMMIT_CONTROL characteristic for this client. See the
description of the Tuxedo/WLE system ATMI function t pscnt (3) for details on this
characteristic.

tuxTclientCurConv
Syntax | NTEGER
Access  read-only
Description Number of conversations initiated by this client through t pconnect (3) that are till
active.
tuxTclientCurReq
Syntax | NTEGER

Access  read-only

Description  Number of requests initiated by this client through t pcal | (3) or t pacal | (3) that are
still active.
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tuxTclientCurTime

Syntax | NTEGER
Access  read-only

Description  Current time, in seconds, since 00:00:00 UTC, January 1, 1970, as returned by the
ti me(2) system call onthelocal host. This object can be used to compute elapsed time
fromthet uxTcl i ent Ti meSt art object value.

tuxTclientLastGrp

Syntax | NTEGER
Access  read-only

Description  Server group number of the last service request made or conversation initiated from
this client.

tuxTclientNaddr

Syntax  DisplayString (Sl ZE(L. . 78))
Access  read-only

Description  For workstation clients, this object indicatesthe network address of the client. Network
addresses with unprintable characters are converted to the “0x...” network address
format asdescribed inthet uxTrachi neNaddr object. Non-workstation clientshavea
0-length string associated with them for the t uxTcl i ent Naddr value.

Note: The ability of the system to provide thisinformation is determined by the
transport provider in use. In some cases, workstation clients cannot have
addresses associated with them if the provider does not make thisinformation
available.

tuxTclientNotify
Syntax INTEGER { dipin(1) | signal(2) | ignore(3) }

Access  read-only
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Description  Setting of the notification characteristic for this client. Seethet uxTdomai n group
description of this object for more details.

tuxTclientNumUnSol
Syntax | NTEGER

Access  read-only

Description  Number of unsolicited messages queued for this client that are awaiting processing.

tuxTclientRpid
Syntax | NTEGER
Access  read-only
Description  UNIX system message queue identifier for the client’s reply queue.
Note: ThisobjectisaUNIX-system-specific object value that might not be returned
if the platform on which the application is being run is not UNIX-based.

tuxTclientTimeLeft
Syntax | NTEGER
Access  read-only

Description  Timeleft, in seconds, for thisclient to receivethereply for whichitiscurrently waiting
beforeit times out. Thistimeout can be atransactional timeout or a blocking timeout.

tuxTclientTimeStart

Syntax | NTEGER
Access  read-only

Description  Time, in seconds, since 00:00:00 UTC, January 1, 1970, asreturned by thet i me(2)
system call on local host, since the client joined the application.
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tuxTclientTranLev
Syntax | NTEGER
Access  read-only

Description  Current transaction level for this client. O indicates that the client is not currently
involved in atransaction.

tuxTclientld
Syntax  Di spl ayString (SI ZE(L. . 78))
Access  read-only

Description  Client Identifier.

tuxTclientContextID
Syntax | NTEGER (- 2..29999)
Access  read-only
Status  mandatory

Description  Identifier for this particular application association.
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tuxTconnTable

Thet uxTconnTabl e group contains objects that represent run-time characteristics of
active conversations within an application. Objectsin thistable are only accessible
through a Tuxedo/WLE SNMP agent installed on thelocal machine. All objectsinthis
MIB group are local objects, that is, values for these objects correspond to the local
host only where the Tuxedo agent is running. Thus, the user needs to run an instance
of the Tuxedo agent on every node for which these values are of interest. The index

into thistableist uxTconnSer No.

Object Name Object ID

tuxTconnSer No .1.3.6.1.4.1.140.300.18.1.1.1
tuxTconnSt at e .1.3.6.1.4.1.140.300.18.1.1.2
t uxTconnSvcNane .1.3.6.1.4.1.140.300.18.1.1.3
tuxTconnCdientld .1.3.6.1.4.1.140.300.18.1.1.4
t uxTconnOgr pNo .1.3.6.1.4.1.140.300.18.1.1.5
tuxTconnd mi d .1.3.6.1.4.1.140.300.18.1.1.6
t uxTconnQpi d .1.3.6.1.4.1.140.300.18.1.1.7
t uxTconnGsndcnt .1.3.6.1.4.1.140.300.18.1.1.8
t uxTconnGsrvld .1.3.6.1.4.1.140.300.18.1.1.9
tuxTconnSgr pNo .1.3.6.1.4.1.140.300.18.1.1.10
tuxTconnSl m d .1.3.6.1.4.1.140.300.18.1.1.11
t uxTconnSpi d .1.3.6.1.4.1.140.300.18.1.1.12
t uxTconnSsndcnt .1.3.6.1.4.1.140.300.18.1.1.13
tuxTconnSsrvld .1.3.6.1.4.1.140.300.18.1.1.14
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tuxTconnSerNo
Syntax | NTEGER
Access  read-only

Description A running number as an index for t uxTconnTabl e.

tuxTconnState
Syntax I NTEGER { active(l) }
Access  read-only

Description  The valuesfor GET and SET operations are as follows:

CET:
A GET operation retrieves run-time information for the selected
t uxTconnTabl e instance(s). The following state indicates the meaning of a
t uxTconnSt at e returned in response to a GET request. States not listed are
not returned.

active(1)
Theactive(1) statereturned reflects one or both sides of an active
conversation within the application.

SET:
SET operations are not permitted for this group.

tuxTconnSvcName

Syntax  Di spl ayString (SI ZE(L. . 15))
Access  read-only

Description  Service name of the conversational serviceinvoked by the originator and processed by
the subordinate.
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tuxTconnClientld
Syntax  DisplayString (Sl ZE(L. . 78))
Access  read-only
Description  Client identifier. Thedatain thisfield should not beinterpreted directly by the end user

except for equality comparison.

tuxTconnOgrpNo
Syntax | NTEGER (1..30001)
Access  read-only
Description  Server group number for the originator of the conversation. If the originator isaclient,

then 30,000 is returned as the value for this object.

tuxTconnOImid

Syntax  Displ ayString (Sl ZE(1. . 30))
Access  read-only
Description  Logical machineidentifier that indicateswherethe originator isrunning, or (inthe case
of /WS clients) is accessing the application .
tuxTconnOpid
Syntax | NTEGER
Access  read-only

Description  Processidentifier for the originator of the conversation.

tuxTconnOsndcnt

Syntax | NTEGER
Access  read-only

Description  Number of t psend(3) calls made by the originator.

BEA SNMP Agent MIB Reference  2-23



2 CoreMIB

tuxTconnOsrvid
Syntax I NTEGER (1..30001)

Access  read-only

Description  Server identifier for the originator of the conversation.

tuxTconnSgrpNo
Syntax | NTEGER (1..30001)
Access  read-only
Description  Server group number for the subordinate of the conversation. If the originator isa
client, then 30,000 is returned as the value for this object.
tuxTconnSImid
Syntax  DisplayString (Sl ZE(L. . 30))
Access  read-only
Description  Logical machine identifier that indicates where the subordinate is running or, (in the

case of /WS clients) is accessing the application.

tuxTconnSpid

Syntax | NTEGER
Access  read-only

Description  Process identifier for the subordinate in the conversation.

tuxTconnSsndcnt

Syntax | NTEGER
Access  read-only

Description  Number of t psend(3) calls made by the subordinate.
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tuxTconnSsrvid

Syntax I NTEGER (1..30001)
Access  read-only

Description  Server identifier for the subordinate in the conversation.

tuxTdevice

Thet uxTdevi ce group contains the following object and group (table).

Object Name Object ID

t uxTwhi chCf gDev .1.3.6.1.4.1.140.300.19.2

tuxTdevi ceTbl .1.3.6.1.4.1.140.300.19.1
tuxTwhichCfgDev

Syntax  Displ ayString (Sl ZE(2. . 64))
Access  read-write

Description  The value of this object determines the device for which t uxTdevi ceTbl returns
configuration and run-time information.

The default value of this object is the TUXCONFI Gfile for the current domain.
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tuxTdeviceTbl

Thet uxTdevi ceThbl group contains objectsthat represent configuration and run-time
objects of raw disk slices or UNIX system files being used to store Tuxedo/WLE
system devicelists. Thisgroup allowsfor the creation and del etion of devicelist entries
within araw disk slice or UNIX system file. Objectsin thistable are only accessible
through a Tuxedo/WLE SNMP agent installed on the local machine. To create a new
row in thistable, the user needsto send a SET request, with at least avalue for

t uxTdevSi ze. Theindex into thistable ist uxTdevCf gDev and t ux Tdevl ndex.

Object Name Object ID

t uxTdevLmi d .1.3.6.1.4.1.140.300.19.1.1.1
t uxTdevCf gDev .1.3.6.1.4.1.140.300.19.1.1.2
t uxTdevi ceNane .1.3.6.1.4.1.140.300.19.1.1.3
tuxTdevOr f set .1.3.6.1.4.1.140.300.19.1.1.4
t uxTdevSi ze .1.3.6.1.4.1.140.300.19.1.1.5
t uxTdevl ndex .1.3.6.1.4.1.140.300.19.1.1.6
tuxTdevSt ate .1.3.6.1.4.1.140.300.19.1.1.7

tuxTdevLmid

Syntax  Displ ayString (Sl ZE(L. . 30))
Access  read-write

Description  Logical machine identifier where the deviceislocated. Note that this object can be
used asakey field in both unbooted and booted applications aslong asthey are already
configured (that is, at least onet ux Tmachi neTabl e instance exists). It isrequired as
akey field on SET operationswhen they are accessing abooted application. If specified
when accessing thet ux Tdevi ceTbl tablein an unconfigured application, this object
isignored.

Note: Thisobject can be set only during row creation.
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tuxTdev(fgDev

Syntax  Displ ayString (Sl ZE(2. . 64))
Access  read-write

Description  Absolute pathname of the file or device where the Tuxedo/WLE system filesystem is
stored or isto be stored.

Note: Thisobject can be set only during row creation.

tuxTdeviceName

Syntax  Di spl ayString (SI ZE(2. . 64))
Access  read-write

Description  Absolute pathname of the device list entry.

Note: This object can be set only during row creation.

tuxTdevOffset

Syntax | NTEGER
Access  read-write

Description  The offset, in blocks, at which space on thist uxTdevi ce begins for use within the
Tuxedo/WLE system VTOC specified by t uxTdevCf gDev.

Note: This object can be set only during row creation.

tuxTdevSize

Syntax | NTEGER
Access  read-write

Description  The size in pages of the disk areato be used for the device list entry.
Note: Thisobject can be set only in conjunction with row creation.

Note: This object can be set only during row creation.
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tuxTdevindex

Syntax | NTEGER
Access  read-only

Description  Deviceindex for t uxTdevi ce within the device list addressed by t ux TdevCf gDev.
Thet uxTdevl ndex valueisused for identification purposes only in getting and setting
object valuesthat relate to particular deviceswithin a Tuxedo/WLE system filesystem.

tuxTdevState
Syntax INTEGER { valid(1l) | invalid(2) | re-init(3) }
Access  read-write

Description  The values for GET and SET operations are as follows:

CET: {valid(1)}
A GET operation retrieves run-time information for the selected
t uxTdevi ceThl instance(s). The following state indicates the meaning of a
t uxTdevSt at e returned in responseto aGET request. States not listed are not
returned.

valid(1)
The Tuxedo/WLE system filesystemindicated by t ux TdevCf gDev existsand
containsavalid devicelist. t uxTdevi ce isavalid device within that
filesystem with the device index t uxTdevl ndex.

SET: {invalid(2)|re-init(3)}
A SET operation updates information for the selected t uxTdevi ceTbl
instance or adds the indicated object. The following states indicate the
meaning of at uxTdevSt at e Setin aSET request. States not listed cannot be
Set.

i nvalid(2)
Deletet uxTdevi ceThl instance for application. State changeis allowed
only when the object isintheval i d( 1) state. Successful return leaves the
objectinthei nval i d(2) state. Notethat t uxTdevl ndex 0 isspecia and
must be deleted last.

re-init(3)
Re-initializes avalid device.
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tuxTdomain

Thet uxTdomai n group contains objects that represent global application
characteristics for the domain to which the Tuxedo/WLE SNMP Agent is currently
connected. The object values serve to identify, customize, size, secure, and tune a
Tuxedo/WLE application. Many of the object values represented here serve as
application defaults for other groups represented in this MIB.

Thereis exactly one instance of thet uxTdonai n group for each application.

Object Name Object ID

t uxTdonai nKey .1.3.6.1.4.1.140.300.3.1
t uxTdomai nMast er .1.3.6.1.4.1.140.300.3.2
t uxTdonai nMbdel .1.3.6.1.4.1.140.300.3.3
tuxTdonai nSt at e .1.3.6.1.4.1.140.300.3.4
t uxTdonai nl D .1.3.6.1.4.1.140.300.3.5
t uxTdomai nUl D .1.3.6.1.4.1.140.300.3.7
t uxTdonai nG D .1.3.6.1.4.1.140.300.3.8
t uxTdonai nPer m .1.3.6.1.4.1.140.300.3.9
t uxTdomai nMask .1.3.6.1.4.1.140.300.3.10
t uxTdomai nMaxAccesser s .1.3.6.1.4.1.140.300.3.11
t uxTdonmai nMaxConv .1.3.6.1.4.1.140.300.3.12
t uxTdomai nMaxGTT .1.3.6.1.4.1.140.300.3.13
t uxTdomai nMaxBuf sType .1.3.6.1.4.1.140.300.3.14
t uxTdonmai nMaxBuf Type .1.3.6.1.4.1.140.300.3.15
t uxTdonmai nMaxDRT .1.3.6.1.4.1.140.300.3.16
t uxTdonai nMaxG oups .1.3.6.1.4.1.140.300.3.17
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Object Name Object ID

t uxTdomai nMaxMachi nes .1.3.6.1.4.1.140.300.3.18
t uxTdomai nMaxQueues .1.3.6.1.4.1.140.300.3.19
t uxTdomai nMaxRFT .1.3.6.1.4.1.140.300.3.20
t uxTdomai nMaxRTDat a .1.3.6.1.4.1.140.300.3.21
t uxTdomai nMaxSer ver s .1.3.6.1.4.1.140.300.3.22
t uxTdomai nMaxSer vi ces .1.3.6.1.4.1.140.300.3.23
t uxTdomai nMaxACLgr oups .1.3.6.1.4.1.140.300.3.24
t uxTdomai nCMITRET .1.3.6.1.4.1.140.300.3.25
t uxTdomai nLoadBal ance .1.3.6.1.4.1.140.300.3.26
t uxTdomai nNoti fy .1.3.6.1.4.1.140.300.3.27
t uxTdomai nSyst emAccess .1.3.6.1.4.1.140.300.3.28
t uxTdomai nOpt i ons .1.3.6.1.4.1.140.300.3.29
t uxTdomai nSi gnal .1.3.6.1.4.1.140.300.3.30
t uxTdomai nSecurity .1.3.6.1.4.1.140.300.3.31
t uxTdomai nAut hsvc .1.3.6.1.4.1.140.300.3.33
t uxTdomai nScanUni t .1.3.6.1.4.1.140.300.3.34
t uxTdomai nBBLQuery .1.3.6.1.4.1.140.300.3.35
t uxTdomai nBl ockTi e .1.3.6.1.4.1.140.300.3.36
t uxTdomai NnDBBLWAiI t .1.3.6.1.4.1.140.300.3.37
t uxTdomai nSani t yScan .1.3.6.1.4.1.140.300.3.38
t uxTdomai nCur DRT .1.3.6.1.4.1.140.300.3.39
t uxTdomai nCur G oups .1.3.6.1.4.1.140.300.3.40
t uxTdomai nCur Machi nes .1.3.6.1.4.1.140.300.3.41
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Object Name Object ID

t uxTdonai nCur Queues .1.3.6.1.4.1.140.300.3.42
t uxTdonmai nCur RFT .1.3.6.1.4.1.140.300.3.43
t uxTdomai nCur RTdat a .1.3.6.1.4.1.140.300.3.44
t uxTdonai nCur Servers .1.3.6.1.4.1.140.300.3.45
t uxTdonai nCur Ser vi ces .1.3.6.1.4.1.140.300.3.46
t uxTdonai nCur sType .1.3.6.1.4.1.140.300.3.47
t uxTdomai nCur Type .1.3.6.1.4.1.140.300.3.48
t uxTdonmai nHWDRT .1.3.6.1.4.1.140.300.3.49
t uxTdomai nHWG oups .1.3.6.1.4.1.140.300.3.50
t uxTdonmai nHMVachi nes .1.3.6.1.4.1.140.300.3.51
t uxTdomai nHWQueues .1.3.6.1.4.1.140.300.3.52
t uxTdomai nHWRFT .1.3.6.1.4.1.140.300.3.53
t uxTdonai nHWRTdat a .1.3.6.1.4.1.140.300.3.54
t uxTdonai nHwSer ver s .1.3.6.1.4.1.140.300.3.55
t uxTdomai nHwSer vi ces .1.3.6.1.4.1.140.300.3.56
t uxTdonmai nMaxNet G- oups .1.3.6.1.4.1.140.300.3.58
t uxMaxQbj ect s (Tuxedo 8.0), .1.3.6.1.4.1.140.300.3.63
wl eMaxChj ect s

t uxMax| nt er f aces (Tuxedo 8.0), .1.3.6.1.4.1.140.300.3.68
w eMax| nt er f aces

t uxTdonai nSi gnat ur eAhead .1.3.6.1.4.1.140.300.3.70
t uxCur I nt er f aces (Tuxedo 8.0) .1.3.6.1.4.1.140.300.3.73
w eCur | nterfaces

t uxHw nt er f aces (Tuxedo 8.0) .1.3.6.1.4.1.140.300.3.78

w eHwW nt er f aces
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Object Name Object ID

t uxTdomai nSi gnat ur eBehi nd .1.3.6.1.4.1.140.300.3.80

t uxTdomai nEncr ypt i onRequi r ed .1.3.6.1.4.1.140.300.3.90

t uxTdomai nSi gnat ur eRequi r ed .1.3.6.1.4.1.140.300.3.100
tuxTdomainKey
Syntax | NTEGER (32769..262143)
Access  read-write
Description  Numeric key for the well-known address in a Tuxedo/WLE system bulletin board. In
asingle processor environment, this key “names’ the bulletin board. In amultiple
processor or LAN environment, this key names the message queue of the DBBL. In
addition, thiskey isused as abasis for deriving the names of resources other than the
well-known address, such asthe names for bulletin boards throughout the application.
tuxTdomainMaster
Syntax  DisplayString (Sl ZE (1. . 30))
Access  read-write
Description  Di spl ayStringisinformat: LM D1[, LM D2]

LM D1
Isthe master logical machine identifier and isin the range from one to thirty

characters.

LM D2
Isthe backup logical machine identifier and isin the range from oneto thirty

characters.

The master identifier (LM D1) must correspond to the local machine for inactive
applications. si ngl e- machi ne( 1) mode applications (seet uxTdonai nMbdel
below) can set only the master logical machine identifier. Modifications to the

t uxTdomai nMast er valuein an activemul ti - machi ne(2) application (see

t uxTdomai nMbdel below) have the following semantics.
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Assuming current active master LMID A, current backup master LMID B, and
secondary LMIDsC, D, ...., the following scenarios define the semantics of permitted
changesto thet uxTdomai nMast er object in arunning nul ti - machi ne(2) mode
application.

A,B ->B,A — Master migration from A to B. A,B -> A,C — Change backup master
LMID designation to C.

Notethat master migration can beeither orderly or partitioned. Orderly migration takes
place when the master machine is active and reachable. Otherwise, partitioned
migration takes place. All newly established or re-established network connections
verify that the two sites connecting share acommon view of where the master machine
islocated. Otherwise, the connection is refused and an appropriate log message is
generated.

The master and backup machinesin an active application must always have a
Tuxedo/WLE system release number greater than or equal to all other machines active
in the application. The master and backup machines must be of the same release.
Modificationsto thet uxTdomai nMast er object must preserve this relationship.

tuxTdomainModel
Syntax I NTEGER { singl e-machine(1) | multi-machine(2) }
Access  read-write
Description  The configuration type.
si ngl e-machi ne( 1)
Specifies a single machine configuration; only onet uxTrnachi neTabl e
object can be specified.
mul ti - machi ne(2)
Specifies a multi-machine or network configuration; mul ti - machi ne( 2)
must be specified if a networked application is being defined.
tuxTdomainState
Syntax I NTEGER { active(l) | inactive(2) | forcible-inactive(3) }
Access  read-write
Description  The values for GET and SET operations are as follows:
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CET: {active(l)]|inactive(2)}

A GET operation retrieves configuration and run-time information for the

t uxTdomai n group. The following states indicate the meaning of a

t uxTdomai nSt at e returnedinresponseto aGET request. Statesnot listed are
not returned.

active(1)

t uxTdomai n group is defined and the master machine is active.

i nactive(2)

t uxTdomai n group is defined and application isinactive.

SET: active(1)|inactive(2)|forcible-inactive(3)

A SET operation updates configuration and run-time information for the
t uxTdomai n group. The following states indicate the meaning of a
t uxTdomai nSt at e Set in a SET request. States not listed cannot be set.

active(1)

Activate administrative processes (DBBL, BBL, and so on) on the master
machine. A state changeis allowed only when the object isin the

i nactive(2) state. Successful return leaves the object intheact i ve( 1)
state.

i nactive(2)

Deactivate administrative processes (DBBL, BBL, and so on) on the master
machine. A state changeisallowed only whentheabjectisintheact i ve(1)
state. Successful return leaves the object inthei nacti ve(2) state. Todo a
complete shutdown of the application, you must first make all groups
inactive. (Seet uxTgr oupSt at e.) Thisstatetransition failsif any application
servers or clients are still attached to the domain. To ignore any running
clients or application servers, set to f or ci bl e-i nacti ve(3) asexplained
below.

forcible-inactive(3)

Forcibly deactivate administrative processes (DBBL, BBL, and so on) on the
master machine. Attached clients are ignored for the purpose of determining
if shutdown should be allowed. State change is allowed only when the object
isintheactive(1) state. Successful return leaves the object in the

i nactive(2) state. You need to restart any clients before they can be used

to process services after this state transition.
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tuxTdomainID

Syntax  Di splayString (Sl ZE (0. . 30))
Access  read-write

Description  Domain identification string.

tuxTdomainUID

Syntax | NTEGER
Access  read-write

Description  Default value for newly configured objectsin thet ux Trmachi neTabl e group.

Note: Changesto this object do not affect active or already configured
t uxTrachi neTabl e instances.

tuxTdomainGID

Syntax | NTEGER
Access  read-write

Description  Default value for newly configured objectsin thet ux Trmachi neTabl e group.

Note: Changesto this object do not affect active or already configured
t uxTmachi neTabl e instances.

tuxTdomainPerm

Syntax  DisplayString (Sl ZE(L. . 9))
Access  read-write

Description  Default value for newly configured objectsin thet ux Trmachi neTabl e group.

Note: Changesto this object do not affect active or already configured
t uxTmachi neTabl e instances.
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tuxTdomainMask
Syntax  DisplayString (Sl ZE(L. . 9))

Access  read-write

Description  Attribute access mask. User type/access mode combinations specified by
t uxTdomai nMask are no longer alowed for all group/object combinations defined in
TM M B(5) . For example, a setting of 0003 disallows all updates to users other than
the administrator or the operator. The value of this object should be provided as an
octal number — 0 through 0777.

tuxTdomainMaxAccessers
Syntax | NTEGER (1..32767)
Access  read-write
Description  Default value for newly configured objects in thet ux Tmachi neTabl e group.
Note: Changesto this object do not affect active or already configured
t uxTmachi neTabl e instances.
tuxTdomainMaxConv
Syntax | NTEGER (0. . 32767)
Access  read-write
Description  Default value for newly configured objectsin thet ux Tmachi neTabl e group.
Note: Changesto this object do not affect active or already configured
t uxTmachi neTabl e instances.

tuxTdomainMaxGTT

Syntax | NTEGER (0. .32767)
Access  read-write

Description  Default value for newly configured objects in thet ux Tmachi neTabl e group.
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Note: Changesto this object do not affect active or already configured
t uxTrachi neTabl e instances.

tuxTdomainMaxBufsType

Syntax | NTEGER (1..32767)
Access  read-write
Description  Maximum number of buffer subtypes that can be accommodated in the bulletin board

buffer subtype table.

tuxTdomainMaxBufType
Syntax | NTEGER (1..32767)
Access  read-write
Description  Maximum number of buffer types that can be accommodated in the bulletin board

buffer type table.

tuxTdomainMaxDRT

Syntax I NTEGER (0. .32767)
Access  read-write

Description  Maximum number of routing table entries that can be accommodated in the bulletin
board routing table. One entry per t uxTr out i ngTabl e group object is required.
Additional entries should be allocated to allow for run-time growth.

tuxTdomainMaxGroups

Syntax | NTEGER (100. . 32767)
Access  read-write

Description  Maximum number of server groups that can be accommodated in the bulletin board
server group table.
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tuxTdomainMaxMachines

Syntax | NTEGER ( 256. . 8190)
Access  read-write

Description  Maximum number of machines that can be accommodated in the bulletin board
machine table.

tuxTdomainMaxQueues

Syntax I NTEGER (1..8191)
Access  read-write

Description  Maximum number of queues to be accommodated in the bulletin board queue table.

tuxTdomainMaxRFT

Syntax I NTEGER (0. .32767)

Access  read-write

Description  Maximum number of routing criteria range table entries to be accommodated in the
bulletin board range criteria table. One entry per individual range within a
t uxTr out i ngRanges specification is required plus one additional entry per
t uxTr out i ngTabl e group object. Additional entries should be allocated to allow for

run-time growth.

tuxTdomainMaxRTData

Syntax | NTEGER (0. .32760)
Access  read-write

Description  Maximum string pool space to be accommodated in the bulletin board string pool
table. Strings and carrays specified within t uxTr out i ngRanges values are stored in
the string pool. Additional space should be allocated to allow for run-time growth.
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tuxTdomainMaxServers
Syntax I NTEGER (1..8191)
Access  read-write
Description  Maximum number of serversto be accommodated in the bulletin board server table.

Allowances should be made in setting this object for system supplied administrative
servers. Administration of each Tuxedo/WLE system site adds approximately one
server. Additionally, if TMSs are specified for any server groups (see

t uxTgr oupTMBnane), they are booted a ong with their server group and should be
accounted for in setting t uxTdomai nMaxSer ver s.

tuxTdomainMaxServices

Syntax
Access

Description

I NTEGER (1..32767)
read-write

M aximum number of servicesto be accommodated in the bulletin board service table.
Allowances should be made in setting this object for system supplied serversthat offer
servicesfor administrative purposes. Administration of each Tuxedo/WLE system site
adds approximately five services. Other administrative components such as /WS, /Q,
and /DM can also add administrative services that should be accounted for.

tuxTdomainMaxACLgroups

Syntax
Access

Description

I NTEGER (1..16384)
read-write

M aximum number of groupidentifiersthat can be used for checking ACL permissions.
The maximum group identifier that can be defined is
t uxTdomai nMaxACLgr oups - 1.
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tuxTdomainCMTRET

Syntax I NTEGER { conplete(1l) | |ogged(2) }
Access  read-write

Description  Initial setting of the TP_COMMIT_CONTROL characteristic for all client and server
processes in a Tuxedo/WLE application. | ogged( 2) initializesthe
TP_COMMIT_CONTROL characteristicto TP_CMT_LOGGED; otherwise, itis
initializedto TP_CMT_COMPLETE. Seethe description of the Tuxedo/WLE system
ATMI function t pscnt (3) for details on the setting of this characteristic.

Note: Run-time modifications to this object do not affect active clients and servers.

tuxTdomainLoadBalance

Syntax I NTEGER { yes(1) | no(2) }
Access  read-write

Description  yes(1)
Load balancing is on.

no( 2)
Load balancing is off.

Note: Run-time modifications to this object do not affect active clients and servers.

tuxTdomainNotify
Syntax INTEGER { dipin(1) | signal(2) | ignore(3) }
Access  read-write

Description  Default notification detection method used by the system for unsolicited messages sent
to client processes. This default value can be overridden on aper-client basisusing the
appropriatet pi ni t (3) flag value. Note that once unsolicited messages are detected,
they are made available to the application through the application defined unsolicited
message handling routine identified through the t pset unsol (3) function.

di pi n(1)
Thevaluedi pi n( 1) specifiesthat dip-in-based notification detection should
be used, which means that the system only detects notification messages on
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behalf of aclient process while within ATMI calls. The point of detection
within any particular ATMI call is not defined by the system, and dip-in
detection does not interrupt blocking system calls. di pi n( 1) isthe default
notification detection method.

signal (2)
Thevaluesi gnal (2) specifiesthat signal-based natification detection
should be used, which meansthat the system sendsasignal to thetarget client
process after the notification message has been made available. The system
installsasignal catching routine on behalf of clientsthat select thismethod of
notification.

i gnore(3)
Thevaluei gnor e( 3) specifiesthat by default, notification messages are to
be ignored by application clients, which would be appropriate in applications
where only clientsthat request notification at t pi ni t (3) time should receive
unsolicited messages.

Note: Run-timemodificationsto thisobject do not affect active clients. All signaling
of client processes is done by administrative system processes and not by
application processes. Therefore, only clients running with the same UNIX
system user identifier can be notified by use of the si gnal ( 2) method.

tuxTdomainSystemAccess

Syntax I NTEGER { fastpath(1l) | protected(2) | fastpath-no-override(3) |
prot ect ed- no-override(4) }

Access  read-write

Description  Default mode used by Tuxedo/WLE system libraries within application processes to
gain access to Tuxedo/WLE system’sinternal tables.

fast path(1)
Specifies that Tuxedo/WLE system’ sinternal tables are accessible by
Tuxedo/WLE system libraries viaunprotected shared memory for fast access.

protected(2)
Specifies that Tuxedo/WLE system’ sinternal tables are accessible by
Tuxedo/WLE libraries through protected shared memory for safety against
corruption by application code.
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f ast pat h-no-overri de(3) or protect ed-no-override(4)
These values can be specified to indicate that the mode selected cannot be
overridden by an application process that uses flags available for use with
t pi ni t (3).

Note: Updatesto thet uxTdomai nSyst emAccess valuein arunning application
affect only newly started clients and newly configured t uxTsr vr Thl objects.

tuxTdomainOptions
Syntax INTEGER { lan(1l) | migrate(2) | accstats(3) | lan-mgrate(4) |
| an-accstats(5) | migrate-accstats(6) | lan-mgrate-accstats(7) |
none(8) }

Access  read-write

Description  Comma separated list of application options in effect. Valid options are defined as
follows:

lan(1)
Networked application.

m grate(2)
Allow server group migration.

accstats(3)
Exact statistics (si ngl e- machi ne( 1) mode only).

Note: Only theaccst at s(3) can be set or reset in an active application.

tuxTdomainSignal

Syntax I NTEGER { sigusrl1(1l) | sigusr2(2) }
Access  read-write

Description  Signal to be used for signal-based notification (seet ux Tdonai nNot i fy above).

tuxTdomainSecurity

Syntax I NTEGER Di spl ayString

Access  read-write
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Description

Type of application security. The format is:
security_mode[/ app_passwor d]

wheresecurity_node can have the following values:

NONE

APP_PW

USER_AUTH

ACL

MANDATCRY_ACL

NONE
A string value of NONE for this object indicatesthat security is/'will beturned
off.

APP_PW
The value APP_PW app_passwor d indicates that application password
security is enforced. Clients must provide the application password during
initialization.

USER_AUTH
The value USER_AUTH s similar to APP_PW but indicates also that per-user
authentication is done during client initialization.

ACL

Thevalue ACL issimilar to USER_AUTH, but also indicates that access control
checks are done on service names, queue names, and event names. If an
associated ACL is not found for aname, it is assumed that permission is
granted

MANDATORY_ACL
The value MANDATORY_ACL is similar to ACL, but permission isdenied if an
associated ACL is not found for the name.

app_password
Thisvalue is needed whenever securi t y_node isbeing set to anything but
NONE. To change the value of app_passwor d, SET this object to:

current_security_node/ new_password

On a GET operation, this object only returns the security mode; the password
is not returned.
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tuxTdomainAuthsvc

Syntax  DisplayString (Sl ZE (1. . 15))
Access  read-write

Description  Application authentication service invoked by the system for each client that joinsthe
system. Thet uxTdonmai nAut hsvc valueisignored if thet uxTdomai nSecurity
object is set to NONE or to APP- PW

tuxTdomainScanUnit

Syntax | NTEGER (0. . 60)
Access  read-write

Description  Interval of time (in seconds) between periodic scans by the system. Periodic scans are
used to detect old transactions and timed-out blocking calls within service requests.
Thet uxTdomai nBBLQuery, t ux Tdomai nBl ockTi ne, t uxTdomai nDBBLWai t , and
t uxTdomai nSani t yScan objectsare multipliers of thisvalue. Passing avalue of O for
this object on a SET operation causes the object to be reset to its default value.

tuxTdomainBBLQuery

Syntax I NTEGER (0. .32767)
Access  read-write

Description  Multiplier of thet uxTdonai nScanUni t object that indicates time between DBBL
status checks on registered BBLs. The DBBL checksto ensure that all BBLs have
reported within the t uxTdomai nBBLQuer y cycle. If aBBL has not been heard from,
the DBBL sends a message to that BBL asking for status. If no reply is received, the
BBL is partitioned. Passing a value of O for this object on a SET operation causes the
object to be reset to its default value. Thet uxTdonai nBBLQuer y value should be set
to at least twice the value set for t ux Tdomai nSani t yScan.
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tuxTdomainBlockTime

Syntax | NTEGER (0. .32767)
Access  read-write
Description  Multiplier of thet uxTdomai nScanUni t object that indicates the minimum amount of
timeablocking ATMI call blocks beforetiming out. Passing avalue of O for this object
on a SET operation causes the object to be reset to its default value.
tuxTdomainDBBLWait
Syntax | NTEGER (0. . 32767)
Access  read-write
Description  Multiplier of thet ux Tdonmai nScanUni t object that indi cates the maximum amount of

timeaDBBL should wait for repliesfrom its BBL s before timing out. Passing avalue
of Ofor thisobject on a SET operation causes the object to be reset to its default value.

tuxTdomainSanityScan

Syntax | NTEGER (0. .32767)
Access  read-write
Description  Multiplier of thet uxTdomai nScanUni t object that indicatesthetimeinterval between
basic sanity checks of the system. Sanity checking includes client/server viability
checks done by each BBL for clients/servers running on the local machine aswell as
BBL status check-ins (mul ti - machi ne(2) mode only). Passing avalue of O for this
object on a SET operation causes the object to be reset to its default value.
tuxTdomainCurDRT
Syntax | NTEGER (0. .32767)
Access  read-only
Description  Current number of bulletin board routing table entriesin use.
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tuxTdomainCurGroups

Syntax I NTEGER (0. .32767)
Access  read-only

Description  Current number of bulletin board server group table entries that are in use.

tuxTdomainCurMachines

Syntax | NTEGER (0. .32767)
Access  read-only

Description  Current number of configured machines.

tuxTdomainCurQueues

Syntax I NTEGER (0. .32767)
Access  read-only

Description  Current number of bulletin board queue table entries that are in use.

tuxTdomainCurRFT

Syntax | NTEGER (0. .32767)
Access  read-only

Description  Current number of bulletin board routing criteria range table entries that are in use.

tuxTdomainCurRTdata

Syntax | NTEGER (0. .32767)
Access  read-only

Description  Current size of routing table string pool.

2-46 BEA SNMP Agent MIB Reference



tuxTdomain

tuxTdomainCurServers

Syntax | NTEGER (0. .32767)
Access  read-only

Description  Current number of bulletin board server table entries that are in use.

tuxTdomainCurServices

Syntax | NTEGER (0. .32767)
Access  read-only

Description  Current number of bulletin board service table entries that are in use.

tuxTdomainCursType

Syntax | NTEGER (0. .32767)
Access  read-only

Description  Current number of bulletin board subtype table entries that are in use.

tuxTdomainCurType

Syntax | NTEGER (0. .32767)
Access  read-only

Description  Current number of bulletin board type table entries that are in use.

tuxTdomainHWDRT

Syntax | NTEGER (0. .32767)
Access  read-only

Description  High water number of bulletin board routing table entries that are in use.
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tuxTdomainHwGroups

Syntax I NTEGER (0. .32767)
Access  read-only

Description  High water number of bulletin board server group table entries that are in use.

tuxTdomainHwMachines

Syntax | NTEGER (0. .32767)
Access  read-only

Description  High water number of configured machines.

tuxTdomainHwQueues

Syntax I NTEGER (0. .32767)
Access  read-only

Description  High water number of bulletin board queue table entries that are in use.

tuxTdomainHWRFT

Syntax | NTEGER (0. .32767)
Access  read-only

Description  High water number of bulletin board routing criteriarange table entriesthat arein use.

tuxTdomainHwRTdata

Syntax | NTEGER (0. .32767)
Access  read-only

Description  High water size of routing table string pool.
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tuxTdomainHwServers

Syntax | NTEGER (0. .32767)
Access  read-only

Description  High water number of bulletin board server table entries that are in use.

tuxTdomainHwServices

Syntax | NTEGER (0. .32767)
Access  read-only

Description  High water number of bulletin board service table entries that are in use.

tuxTdomainMaxNetGroups

Syntax I NTEGER (1..8191)
Access  read-write

Description  The maximum number of groups that can be configured.

tuxMaxObjects (Tuxedo 8.0),
wleMaxObjects

Syntax | NTEGER
Access  read-write

Description  The default maximum number of active CORBA objectsthat can be accommodated in
the Active Object Map tablesin the Tuxedo 8.0 or WebL ogic Enterprise bulletin board.

Note: This object applies only to Tuxedo 8.0 or WebL ogic Enterprise applications.
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tuxMaxInterfaces (Tuxedo 8.0),
wleMaxInterfaces

Syntax I NTEGER (1..32765)

Access  read-write

Description  Specifies the maximum number of interfaces that can be accommodated in the
interface table of the bulletin board. If not specified, the default is 100.

All instances of an interface occupy and re-use the same slot in the interface table in
the bulletin board. For example, if server SVR1 advertises interfaces IF1 and IF2,
SVR2 advertises IF2 and IF3, and SV R3 advertises |F3 and | F4, the interface count is
4, not 6, when calculating t uxMaxI nt er f aces/ wl eMaxI nt er f aces.

Note: Thisobject applies only to Tuxedo 8.0 or WebL ogic Enterprise applications.

tuxTdomainSignatureAhead

Syntax | NTEGER (1..2147483647)
Access  read-write
Description  Number of secondsavalid signature’stimestamp can be ahead of thelocal machine’s

clock.

tuxCurinterfaces (Tuxedo 8.0),
wleCurinterfaces

Syntax | NTEGER
Access  read-only

Description ~ The current number of interface entries used in the bulletin board interface tables.

Note: Thisobject applies only to Tuxedo 8.0 or WebL ogic Enterprise applications.
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tuxHwInterfaces (Tuxedo 8.0),
wleHwInterfaces

Syntax | NTEGER
Access  read-only

Description  The high water mark for the number of interface entries used in the bulletin board
interface tables.

Note: This object applies only to Tuxedo 8.0 or WebL ogic Enterprise applications.

tuxTdomainSignatureBehind
Syntax | NTEGER (1..2147483647)
Access  read-write
Description  Number of seconds a valid signature’ s timestamp can be behind the local machine's
clock.
tuxTdomainEncryptionRequired
Syntax I NTEGER {yes(1) | no(2)}
Access  read-write
Description  If setto “yes,” every application service in this domain requires an encrypted input
message buffer.
tuxTdomainSignatureRequired
Syntax I NTEGER {yes(1) | no(2)}
Access  read-write

Description  If setto “yes,” every application service in this domain requires avalid digital
signature on its input message buffer.
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tuxTgroupTable

Thet uxTgr oupTabl e group contains objectsthat represent application characteristics
pertaining to a particular server group. The object val ues represent group
identification, location, and DTP information.

Theindex for thistableist uxTgr oupNo. To create anew row, it is necessary to issue
a SET request for a non-existing instance that at least specifies values for
t uxTgr oupName and t uxTgr oupLM D.

Object Name Object ID

t uxTgr oupNane .1.3.6.1.4.1.140.300.4.1.1.1
t uxTgr oupNo .1.3.6.1.4.1.140.300.4.1.1.2
t uxTgr oupLM D .1.3.6.1.4.1.140.300.4.1.1.3
tuxTgroupSt at e .1.3.6.1.4.1.140.300.4.1.1.4
t uxTgr oupCur LM D .1.3.6.1.4.1.140.300.4.1.1.5
t uxTgr oupCl osel nfo .1.3.6.1.4.1.140.300.4.1.1.6
t uxTgr oupOpenl nf o .1.3.6.1.4.1.140.300.4.1.1.7
t uxTgr oupTM5count .1.3.6.1.4.1.140.300.4.1.1.8
t uxTgr oupTMSnanme .1.3.6.1.4.1.140.300.4.1.1.9
t uxTgr oupEncrypti onRequi red .1.3.6.1.4.1.140.300.4.1.1.20
t uxTgr oupSi gnat ur eRequi r ed .1.3.6.1.4.1.140.300.4.1.1.30

tuxTgroupName

Syntax  Di spl ayString (SI ZE (1. . 30))

Access  read-write
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Description  Logical name of the server group. The group name must be unique within all group
namesinthet uxTgr oupTabl e group and t uxTgr oupLM Dvaluesin the
t uxTrmachi neTabl e group. Server group names cannot contain an asterisk (*),
comma, or colon.

Note: This object can be set only during row creation.

tuxTgroupNo

Syntax I NTEGER (1..29999)
Access  read-write

Description  Group number associated with this server group.

Note: Thisobject can be set only during row creation.

tuxTgroupLMID

Syntax  Di spl ayString (SI ZE (1. . 61))
Access  read-write
Description  Di spl ayStri ng isintheformat: LM D1[, LM D2]

LM D1
Isthe primary machine logical machine identifier for this server group and is
in the range from one to sixty-one characters.

LM D2
Isthe optional secondary logical machine identifier and isin the range from
one to sixty-one characters.

The secondary LMID indicates the machine to which the server group can be migrated
(if the MIGRATE option is specified in the t uxTdomai nOpt i ons object). A single
LMID specified on a GET operation matches either the primary or secondary LMID.
Notethat thelocation of an active group isavailableinthet ux Tgr oupCur LM Dobject.
Logica machineidentifiers specified withthet uxTgr oupLM D object must already be
configured.

Note: Maodifications to this object for an active abject can only change the backup
LMID designation for the group.
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tuxTgroupState
Syntax INTEGER { active(l) | inactive(2) | mgrating(3) | invalid(4) |
re-active(5) | suspend-services(6) | resune-services(7)}
Access  read-write
Description ~ The values for GET and SET operations are as follows:

2-54

CET: {active(l)]|inactive(2)|mgrating(3)}
A GET operation retrieves configuration and run-time information for the
selected t uxTgr oupTabl e object(s). The following states indicate the
meaning of at uxTgr oupSt at e returned in response to a GET request. States
not listed are not returned.

active(1)
t uxTgr oupTabl e object defined and active (TM S and/or application
servers). Server groupswith non-0 length valuesfor thet uxTgr oupTMBnane
object are considered activeif the TM Ss associated with the group are active.
Otherwise, agroup is considered active if any server in the group is active.

i nactive(2)
t uxTgr oupTabl e object defined and inactive.

m grating(3)
t uxTgr oupTabl e object defined and currently in a state of migration to the
secondary logical machine. The secondary logical machine isthe one listed
intuxTgr oupLM Dthat does not match t ux Tgr oupCur LM D.

SET: {active(l)]|inactive(2)|mgrating(3)|invalid(4)|re-active(5)

| suspend-servi ces(6)|resune-services(7)}
A SET operation updates configuration and run-time information for the
selected t ux Tgr oupTabl e object. The following states indicate the meaning
of at uxTgr oupSt at e set in a SET request. States not listed cannot be set.

active(1)
Activatethet uxTgr oupTabl e object. State changeisallowed only when the
groupisinthei nacti ve(2) orni grating(3) state. If thegroupiscurrently
inthei nacti ve(2) state and the primary logical machineis active, then
TMS and application servers are started on the primary logical machine;
otherwise, if the secondary logical machineis active, the TMS and
application servers are started on the secondary logical machine. If neither
machine is active, then the request fails. If the group is currently in the
m gr ati ng(3) state, thenthe active secondary logical machine (identified as

BEA SNMP Agent MIB Reference



tuxTgroupTable

the alternate to t uxTgr oupCur LM Dinthet uxTgr oupLM Dlist), if itis
active, is used to start TM S and application servers. Otherwise, the request
fails. Successful return leavesthe objectintheacti ve(1) state.

i nactive(2)
Deactivatethet uxTgr oupTabl e instance. TM S and application servers are
deactivated. State changeisallowed only whenthegroupisintheact i ve( 1)
or m grating(3) state. Successful return leaves the object in the
i nactive(2) state.

m grati ng(3)
Deactivatethet ux Tgr oupTabl e object onitsactiveprimary logical machine
(t uxTgr oupCur LM D) and prepare the group to be migrated to the secondary
logical machine. State change is allowed only when the group isin the
active(1) state. Successful return leaves the object in theni gr at i ng( 3)
State.

i nval i d(4)
Deletet uxTgr oupTabl e object for application. State changeisallowed only
when the group isin thei nacti ve(2) state. Successful return leavesthe
objectinthei nval i d(4) state.

re-active(5b)
Identical to atransitiontotheacti ve(1) state except that this state change
isalso allowed intheacti ve(1) state aswell asthei nactive(2) and
m grati ng(3) states.

suspend- servi ces(6)
Suspend the application servicesin the group. A SET operation to thisstateis
allowed only whenthegroupisintheacti ve(1) state. The operation leaves
thegroupinactive(1) state but with al itsapplication servicesin a
suspended state.

resume- services(7)
Unsuspend and resume all application services that are marked suspended in
thegroup. Thisoperationisallowed only whenthegroupisintheact i ve( 1)
state. The operation leavesthe group inthe act i ve(1) state.
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tuxTgroupCurLMID
Syntax  DisplayString (Sl ZE(L. . 30))
Access  read-only
Description  Current logical machine on which the server group is running. The
t uxTgr oupCur LM Dvalueis not returned for server groups that are not active.
tuxTgroupCloselnfo
Syntax  Di spl ayStri ng (SI ZE(O. . 256))
Access  read-write
Description  If anon-0 length value other than TVs is specified for thet uxTgr oupTMBnane object,
thenthet uxTgr oupC osel nf o value indicates the resource manager-dependent
information needed to terminate accessto the resource manager. Otherwise, this object
valueisignored.
The format for thet uxTgr oupd osel nf o value is dependent on the requirements of
the vendor providing the underlying resource manager. The information required by
the vendor must be prefixed with r m nane: , which is the published name of the
vendor’ s transaction (XA) interface followed immediately by a colon (:).
A O-length string value for this object means that the resource manager for this group
(if specified) does not require any application-specific information to close access to
the resource.
Note: Run-time modificationsto thisobject do not affect active serversin the group.
tuxTgroupOpeninfo
Syntax  Di spl ayStri ng (SI ZE(0. . 256))
Access  read-write
Description  If anon-0 length value other than TVS is specified for thet ux Tgr oupTMBnane object,

thet uxTgr oupOpenl nf o value indicates the resource manager-dependent
information needed to initiate access to the resource manager. Otherwise, this object
valueisignored.
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Theformat for thet uxTgr oupQpenl nf o valueisdependent on the requirements of the
vendor that provides the underlying resource manager. The information required by
the vendor must be prefixed with r m_nane: , which is the published name of the
vendor’ s transaction (XA) interface followed immediately by a colon (:).

A O-length string value for t uxTgr oupQpenl nf o meansthat the resource manager for
this group (if specified) does not require any application-specific information to open
access to the resource.

Note: Run-time modificationsto this object do not affect active serversin the group.

tuxTgroupTMScount
Syntax I NTEGER (0. .11)
Access  read-write
Description  If anon-0 length value is specified for thet uxTgr oupTMBnane object, the
t uxTgr oupTMScount value indicates the number of transaction manager serversto
start for the associated group. Otherwise, this object value isignored.
tuxTgroupTMSname
Syntax  Di spl ayString (S ZE(O. . 78))
Access  read-write
Description  Transaction manager server a. out associated with thisgroup. This parameter must be

specified for any group entry whose servers participate in distributed transactions
(transactions across multiple resource managers and possibly machinesthat are started
with t pbegi n(3) and ended with t pcommi t (3) or t pabort (3)).

Thevalue TMs isreserved to indicate use of thenull XA interface. If anon-empty value
other than TVs is specified, at uxTmachi neTl ogDevi ce must be specified for the
machine(s) associated with the primary and secondary logical machinesfor this object

A unique server identifier is selected automatically for each TM server, and the servers
are restartable an unlimited number of times.
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tuxTgroupEncryptionRequired

Syntax I NTEGER { yes(1) | no(2)}
Access  read-write

Description  If setto “yes,” every application servicein this group requires an encrypted message
buffer.

tuxTgroupSignatureRequired

Syntax I NTEGER { yes(1) | no(2)}
Access  read-write

Description  If setto“yes,” every application servicein thisgroup requiresavalid digital signature
on itsinput message buffer.

tuxTmachineTable

Thet uxTrachi neTabl e group contains objects that represent application
characteristics pertaining to a particular machine. The object values represent machine
characteristics, per-machine sizing, statistics, customization options, and UNIX
system filenames. This group is available for configured-inactive as well as
configured-active machinesin the application.

Theindex into thistableist ux Tmachi nePni d. To create a new row, issuea SET
request for anon-existing row that specifiesat least the valuesfor t uxTnachi neLmi d,
t uxTmachi neTuxDi r, t uxTmachi neTuxConfi g, and t uxTrrachi neAppDi r . For a
multi-machine Tuxedo/WLE application, t uxTrachi neNaddr ,

t uxTrmachi neNl sAddr, and t ux Tmachi neBr i dge must also be specified.

Object Name Object ID
t uxTrmachi nePni d .1.3.6.1.4.1.140.300.5.1.1.1
t uxTmachi neLm d .1.3.6.1.4.1.140.300.5.1.1.2
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Object Name Object ID

t uxTrmachi neTuxConfi g .1.3.6.1.4.1.140.300.5.1.1.3
t uxTrmachi neTuxDi r .1.3.6.1.4.1.140.300.5.1.1.4
t uxTrachi neAppDi r .1.3.6.1.4.1.140.300.5.1.1.5
tuxTmachi neSt at e .1.3.6.1.4.1.140.300.5.1.1.6
t uxTrmachi neUi d .1.3.6.1.4.1.140.300.5.1.1.7
t uxTmachi neG d .1.3.6.1.4.1.140.300.5.1.1.8
t uxTrmachi neEnvFil e .1.3.6.1.4.1.140.300.5.1.1.9
t uxTrmachi nePer m .1.3.6.1.4.1.140.300.5.1.1.10
t uxTrachi neUl ogPf x .1.3.6.1.4.1.140.300.5.1.1.11
t uxTnachi neType .1.3.6.1.4.1.140.300.5.1.1.12
t uxTmachi neMaxAccesser s .1.3.6.1.4.1.140.300.5.1.1.13
t uxTmachi neMaxConv .1.3.6.1.4.1.140.300.5.1.1.14
t uxTmachi neMaxGt t .1.3.6.1.4.1.140.300.5.1.1.15
t uxTrmachi neMaxWsd i ent s .1.3.6.1.4.1.140.300.5.1.1.16
t uxTachi neMaxAcl Cache .1.3.6.1.4.1.140.300.5.1.1.17
t uxTrmachi neTl ogDevi ce .1.3.6.1.4.1.140.300.5.1.1.18
t uxTrmachi neTl ogNane .1.3.6.1.4.1.140.300.5.1.1.19
t uxTrmachi neTl ogSi ze .1.3.6.1.4.1.140.300.5.1.1.20
t uxTrachi neBri dge .1.3.6.1.4.1.140.300.5.1.1.21
t uxTrmachi neNaddr .1.3.6.1.4.1.140.300.5.1.1.22
t uxTrmachi neNl saddr .1.3.6.1.4.1.140.300.5.1.1.23
t uxTnachi neCnpLi m t .1.3.6.1.4.1.140.300.5.1.1.24
t uxTrmachi neTnNet Load .1.3.6.1.4.1.140.300.5.1.1.25
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Object Name Object ID

t uxTrrachi neSpi nCount .1.3.6.1.4.1.140.300.5.1.1.26
t uxTnachi neRol e .1.3.6.1.4.1.140.300.5.1.1.27
t uxTrrachi neM nor .1.3.6.1.4.1.140.300.5.1.1.28
t uxTnachi neRel ease .1.3.6.1.4.1.140.300.5.1.1.29
t uxTmachi neMaxPendi ngByt es .1.3.6.1.4.1.140.300.5.1.1.30

t uxMaxMachi nehj ect s (Tuxedo 8.0), .1.3.6.1.4.1.140.300.5.1.1.35
w eMaxMachi neQbj ect s

t uxTrrachi neEncr ypti onRequi r ed .1.3.6.1.4.1.140.300.5.1.1.50

t uxTrrachi neSi gnat ur eRequi r ed .1.3.6.1.4.1.140.300.5.1.1.60

tuxTmachinePmid

Syntax  DisplayString (Sl ZE(L. . 30))
Access  read-write

Description  Physical machineidentifier. Thisidentifier should match the UNIX system nodename
returned by theuname - n command when run on theidentified system. For aWindows
NT system, thisidentifier should match the computer name and the name configured
with the name server.

Note: Thisobject can be set only during row creation.

tuxTmachineLmid

Syntax  DisplayString (Sl ZE(L. . 30))
Access  read-write

Description  Logical machine identifier.

Note: Thisobject can be set only during row creation.
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tuxTmachineTuxConfig

Syntax  DisplayString (Sl ZE (2. . 78))
Access  read-write

Description  Absolute pathname of the file or device where the binary Tuxedo/WLE system
configuration fileisfound on this machine. The administrator need only maintain one
such file, namely the one identified by the t ux Tmachi neTuxConf i g value on the
master machine. The information contained in thisfile is automatically propagated to
all other t uxTrmachi neTabl e objects as they are activated. See
t uxTrachi neEnvFi | e for adiscussion of how thet ux Tmachi neTuxConf i g valueis
used in the environment.

tuxTmachineTuxDir

Syntax  Di spl ayString (Sl ZE(2. . 78))
Access  read-write

Description  Absolute pathname of the directory where the Tuxedo/WLE system software isfound
on thismachine. Seet ux Tmachi neEnvFi | e that follows for a discussion about how
thet uxTrmachi neTuxDi r valueis used in the environment.

tuxTmachineAppDir

Syntax  DisplayString (Sl ZE (2..78))
Access  read-write

Description  Colon-separated list of application directory absolute pathnames. The first directory
serves asthe current directory for all application and administrative servers booted on
this machine. All directoriesin the list are searched when application servers are
started. Seet uxTmachi neEnvFi | e for adiscussion of how thet uxTrachi neAppDi r
valueisused in the environment.

tuxTmachineState

Syntax INTEGER { active(l) | inactive(2) | partitioned(3) | invalid(4) |
re-activate(5) | cleaning(7) }

Access  read-write

BEA SNMP Agent MIB Reference  2-61



2 CoreMIB

Description

The valuesfor GET and SET operations are as follows:

CET: {active(l)]|inactive(2)|partitioned(3)}
A GET operation retrieves configuration and run-time information for the
selected t uxTmachi neTabl e instance(s). The following states indicate the
meaning of at uxTmachi neSt at e returned in response to a GET request.
States not listed are not returned

active(1)
t uxTrmachi neTabl e instance defined and active (administrative servers, that
is, DBBL, BBL, and BRIDGE).

i nactive(2)
t uxTmachi neTabl e instance defined and inactive.

partitioned(3)
t uxTrmachi neTabl e instance defined, listed in accessible bulletin boards as
active, but currently unreachable.

SET: {active(l)]|inactive(2)|invalid(4)|re-activate(5)]|cleaning(7)}
A SET operation updates configuration and run-time information for the
selected t ux Tmachi neTabl e instance. The following states indicate the
meaning of at uxTmachi neSt at e set in a SET request. States not listed can
not be set.

active(1)
Activatethet ux Tmachi neTabl e instance. Necessary administrative servers
suchastheDBBL, BBL, and BRIDGE are started on theindicated site aswell
as application servers configured to run on that site. State changeis allowed
only whenthemachineisinthei nact i ve(2) state. Successful return leaves
theobjectintheacti ve(1) state.

i nactive(2)
Deactivate the t uxTrmachi neTabl e instance. Necessary administrative
servers such as the BBL and BRIDGE are stopped on the indicated site as
well as application servers running on that site. State change allowed only
when the machineisin theacti ve(1) state and when no other application
resources are active on the indicated machine. Successful return leavesthe
object inthei nacti ve(2) state.

i nval i d(4)
Deletet uxTrrachi neTabl e instance for application. State changeisallowed
only whenthemachineisinthei nacti ve(2) state. Successful return leaves
theobject inthei nval i d(4) state.
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re-activate(5)

Activatethet uxTmachi neTabl e instance. Necessary administrative servers
such asthe DBBL, BBL, and BRIDGE are started on the indicated site. State
change is allowed only when the machineisin either theacti ve( 1) or

i nactive(2) state. Successful return leaves the object intheacti ve( 1)
state.

cl eani ng(7)

Initiate cleanup/scanning activities on and relating to the indicated machine.
If there are dead clients or servers on the machine, they are detected at this
time. If the machine has been partitioned from the application master site,
then global bulletin board entries for that machine are removed. This
combination is allowed when the application isin theact i ve( 1) state and
thet uxTmachi neTabl e instanceisin either theact i ve(1) or
partitioned(3) state. Successful return for a non-partitioned machine
leavesthe state unchanged. Successful return for a partitioned machineleaves
theobject inthei nacti ve(2) state.

Note: Statechangetoi nacti ve(2) isalowed only for non-master machines.

The master site administrative processes are deactivated through the
t uxTdomai n group.

tuxTmachineUid
Syntax | NTEGER
Access  read-write
Description  UNIX system user-identifier for the Tuxedo/WLE application administrator on this

machine. Administrative commands such ast nboot (1), t nehut down(1), and
t madni n(1) must run asthe indicated user on this machine. Application and
administrative servers on this machine are started as this user.

Note: Thisobject isaUNIX-system-specific object that cannot be returned if the

platform on which the application is being run is not UNIX-based.

tuxTmachineGid
Syntax | NTEGER
Access  read-write
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Description  UNIX system group identifier for the Tuxedo/WLE application administrator on this
machine. Administrative commands such ast nmboot (1), t rehut down(1), and
t madm n(1) must run as part of the indicated group on this machine. Application and
administrative servers on this machine are started as part of this group.

Note: Thisobject isa UNIX-system-specific object that cannot be returned if the
platform on which the application is being run is not UNIX-based.
tuxTmachineEnvFile
Syntax  Di spl ayString (SI ZE(2. . 78))

Access  read-write

Description  Environment file for clients and servers running on this machine.

tuxTmachinePerm

Syntax  DisplayString (Sl ZE(L. . 9))
Access  read-write

Description  UNIX system permissions associated with the shared memory bulletin board created
on this machine. Default UNIX system permissions for system and application

mMessage (UeUes.

Note: Modificationsto this object for an active object do not affect running servers
or clients.

Note: Thisobject isa UNIX-system-specific object that cannot be returned if the
platform on which the application is being run is not UNIX-based.

tuxTmachineUlogPfx

Syntax  Di spl ayString (SI ZE(0. . 78))

Access  read-write
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Description  Absolute pathname prefix of the path for the user I og(3) file on this machine. The
user | og(3) file name isformed by appending the string .rmddyy to the
t uxTrmachi neUl ogPf x object value .nddyy represents the month, day, and year that
the messages were generated. All application and system user | og(3) messages
generated by clients and servers running on this machine are directed to thisfile.
Note: Madifications to this object for an active object do not affect running servers
or clients.
tuxTmachineType
Syntax  Di spl ayString (SI ZE(L. . 15))
Access  read-write
Description  Machinetype. Thet uxTmachi neType valueisused to group machinesinto groups of

like data representations. Data encoding is not performed when communi cating
between machines of identical types. This object can be given any string value; values
are used only for comparison. Distinct t ux Tmachi neType objects should be set when
the application spans a heterogeneous network of machines or when compilers
generate dissimilar structure representations. The default value for

t uxTrachi neType, a0-length string, matches any other machine having a O-length
string asitst uxTnachi neType object value.

tuxTmachineMaxAccessers

Syntax
Access

Description

I NTEGER (1..32767)
read-write

Maximum number of clients and servers that can have access to the bulletin board on
this machine at one time. System administration processes such as the BBL and
tmadmin need not be accounted for in thisfigure, but all application serversand clients
and TM S servers should be counted. If the application is booting workstation listeners
on this site, then both the listeners and the potential number of workstation handlers
that can be booted should be counted.

BEA SNMP Agent MIB Reference  2-65



2 CoreMIB

tuxTmachineMaxConv

Syntax I NTEGER (0. .32767)
Access  read-write

Description  Maximum number of simultaneous conversationsin which clients and servers on this
machine can be involved.

tuxTmachineMaxGtt

Syntax | NTEGER (0. .32767)
Access  read-write

Description  Maximum number of simultaneous global transactions in which this machine can be
involved.

tuxTmachineMaxWsClients

Syntax I NTEGER (0. .32767)
Access  read-write

Description  Number of entriesfor accessers on this machineto be reserved for workstation clients.
The number specified heretakes aportion of thetotal dotsfor accessers specified with
thet uxTmachi neMaxAccesser s object. The appropriate setting of this parameter
helps to conserve | PC resources because workstation client access to the system is
multiplexed through a Tuxedo/WLE system supplied surrogate, the workstation
handler. It isan error to set this number greater than t ux Tmachi neMaxAccessers.

tuxTmachineMaxAclCache

Syntax | NTEGER ( 10..32000)
Access  read-write

Description  Number of entries in the cache used for ACL entrieswhent uxTdomai nSecurity is
settoacl (4) or mandat ory- acl (5) . The appropriate setting of this parameter helps
to conserve shared memory resources and yet reduce the number of disk accessto do
ACL checking.
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tuxTmachineTlogDevice

Syntax  Di splayString (Sl ZE (0. . 64))
Access  read-write
Description  The device (raw dlice) or UNIX system file containing the Tuxedo/WLE system
filesystem that holds the DTP transaction log for this machine. The DTP transaction
log is stored as a Tuxedo/WLE system VTOC table on the device. Thisdevice or file
can be the same as that specified for thet uxTmachi neTuxConf i g object for this
machine.
tuxTmachineTlogName
Syntax  Di spl ayString (Sl ZE (0. . 30))
Access  read-write
Description  The name of the DTP transaction log for this machine. If more than one DTP
transaction log exists on the samet ux Tmachi neTl ogDevi ce, they must have unique
names. t ux Tmachi neTl ogNane must be different from the name of any other table on
thet uxTmachi neTl ogDevi ce where the DTP transaction log tableis created.
tuxTmachineTlogSize
Syntax I NTEGER (1..2048)
Access  read-write
Description  The numeric size, in pages, of the DTP transaction log for this machine. The

t uxTrachi neTl ogSi ze object value is subject to limits based on available space in
the Tuxedo/WLE system filesystem identified by thet uxTmachi neTl ogDevi ce
object.
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tuxTmachineBridge
Syntax  DisplayString (Sl ZE (0. . 78))
Access  read-write
Description  Device name to be used by the BRIDGE process placed on thislogical machineto
access the network. Thet ux Trmachi neBri dge valueisarequired value for
participation in a networked application through a TL1-based Tuxedo/WLE system
binary. This object value is not needed for sockets-based Tuxedo/WLE system
binaries.
tuxTmachineNaddr
Syntax  Di spl ayString (SI ZE (0. . 78))
Access  read-write
Description  Specifies the complete network address to be used by the BRIDGE process placed on
the logical machine asitslistening address. The listening addressfor aBRIDGE isthe
means by which it is contacted by other BRIDGE processes participating in the
application. This object must be set if the logical machineisto participatein a
networked application, that is, if the LAN option isset inthet uxTdomai nOpt i ons
object value.
If Di spl aySt ri ng hasthe form Oxhex- di gi t s or \\ xhex- di gi t s, it must contain
an even number of valid hexadecimal digits. Theseformsaretrandated internally into
acharacter array that contains the hexadecimal representations of the specified string.
tuxTmachineNIsaddr
Syntax  Di spl ayString (SI ZE(0. . 78))
Access  read-write
Description  Network address used by thet | i st en(1) process servicing the network on the node

identified by this logical machine. This network address has the same format as that
specified for thet ux Tmachi neNaddr object.

This object must be set if the logical machine isto participate in a networked
application, that is, if the LAN optionisset inthet uxTdomai nOpt i ons object value.
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tuxTmachineCmpLimit
Syntax  DisplayString
Access  read-write

Description  Threshold message size at which compression occurs for remote traffic and,
optionally, local traffic. Remote and local can be either non-negative numeric values
or the string MAXLONG that is dynamically translated to the maximum long setting for
the machine. Setting only the remote val ue defaults local to MAXLONG.

tuxTmachineTmNetLoad

Syntax I NTEGER (0. .32767)
Access  read-write

Description  Service load added to any remote service evaluated during load balancing on this
machine.

tuxTmachineSpinCount

Syntax | NTEGER
Access  read-write

Description  Spincount used on this machine for pre-ticket user-level semaphore access. Default
values are built into the Tuxedo/WLE system binaries on each machine. For tuning
purposes, these defaults can be overridden at run-time using
t uxTrachi neSpi nCount . The spincount can be reset to the default built-in value for
the site by resetting t ux Tmachi neSpi nCount to 0.

tuxTmachineRole

Syntax I NTEGER { master(1)| backup(2)| other(3) }
Access  read-only
Description  The role of this machine in the application.

mast er (1)
Indicates that this machine is the master machine,
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backup( 2)
Indicatesthat it is the backup master machine, and

ot her (3)
Indicates that the machine is neither the master nor the backup master
machine.

tuxTmachineMinor

Syntax | NTEGER
Access  read-only

Description  The Tuxedo/WLE system minor protocol release number for this machine.

tuxTmachineRelease

Syntax | NTEGER
Access  read-only

Description  The Tuxedo/WLE system major protocol release number for this machine. Thisvalue
can be different from the t ux Tmachi neSW el ease for the same machine.

tuxTmachineMaxPendingBytes

Syntax | NTEGER
Access  read-write

Description  Specifiesalimit for the amount of space that can be allocated for messages waiting to
be transmitted by the BRIDGE process. The minimum value is 100000.

tuxMachineMaxObjects (Tuxedo 8.0),
wleMachineMaxObjects

Syntax | NTEGER
Access  read-write

Description  The maximum number of CORBA objects that can be accommodated in the Active
Object Map tablesin the bulletin board.
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Note: This object applies only to Tuxedo 8.0 or WebL ogic Enterprise applications.

tuxTmachineEncryptionRequired

Syntax I NTEGER { yes(1) | no(2)}
Access  read-write

Description  If setto “yes,” every application service on this machine requires an encrypted input
message buffer.

tuxTmachineSignatureRequired

Syntax  INTEGER { yes(1) | no(2)}
Access  read-write

Description  If setto “yes, ” every application service on this machine requires avalid digital
signature on its input message buffer.

tuxTmachineActive

Thet uxTrachi neAct i ve group contains objects that represent run-time statistics on
the local machineif the machineis active (that is, some component of the application
is active on the machinge). Objectsin this group are only accessible through a
Tuxedo/WLE SNMP agent installed on the local machine.

Object Name Object ID

t uxTrmachi neCur Accesser s .1.3.6.1.4.1.140.300.5.2.1
tuxTrmachi neCurClients .1.3.6.1.4.1.140.300.5.2.2
t uxTrmachi neCur Conv .1.3.6.1.4.1.140.300.5.2.3
t uxTmachi neCur GTT .1.3.6.1.4.1.140.300.5.2.4
t uxTmachi neCur Load .1.3.6.1.4.1.140.300.5.2.5
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Object Name Object ID

t uxTrmachi neCur Wd i ent s .1.3.6.1.4.1.140.300.5.2.6
t uxTmachi neHwAccesser s .1.3.6.1.4.1.140.300.5.2.7
t uxTmachi neHwd i ent's .1.3.6.1.4.1.140.300.5.2.8
t uxTmachi neHwConv .1.3.6.1.4.1.140.300.5.2.9
t uxTmachi neHWGTT .1.3.6.1.4.1.140.300.5.2.10
t uxTmachi neHW$d i ent s .1.3.6.1.4.1.140.300.5.2.11
t uxTrrachi neNumConv .1.3.6.1.4.1.140.300.5.2.12
t uxTrrachi neNunDequeue .1.3.6.1.4.1.140.300.5.2.13
t uxTrrachi neNunEnqueue .1.3.6.1.4.1.140.300.5.2.14
t uxTmachi neNunPost .1.3.6.1.4.1.140.300.5.2.15
t uxTrrachi neNunReq .1.3.6.1.4.1.140.300.5.2.16
t uxTmachi neNunBubscr i be .1.3.6.1.4.1.140.300.5.2.17
t uxTrrachi neNuniTr an .1.3.6.1.4.1.140.300.5.2.18
t uxTmachi neNuniTr anAbt .1.3.6.1.4.1.140.300.5.2.19
t uxTrrachi neNuniTr anCnt .1.3.6.1.4.1.140.300.5.2.20
t uxTrmachi neLi cExpi res .1.3.6.1.4.1.140.300.5.2.21
t uxTrmachi neLi cMaxUser s .1.3.6.1.4.1.140.300.5.2.22
t uxTnachi neLi cSeri al .1.3.6.1.4.1.140.300.5.2.23
t uxTrrachi nePageSi ze .1.3.6.1.4.1.140.300.5.2.24
t uxTmachi neSW el ease .1.3.6.1.4.1.140.300.5.2.25
t uxTrrachi neHwAcl Cache .1.3.6.1.4.1.140.300.5.2.26
t uxTmachi neAcl CacheH ts .1.3.6.1.4.1.140.300.5.2.27
t uxTrmachi neAcl CacheAccess .1.3.6.1.4.1.140.300.5.2.28
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Object Name Object ID

t uxTrmachi neAcl Fai | .1.3.6.1.4.1.140.300.5.2.29
t uxTnachi neVkConpl et ed .1.3.6.1.4.1.140.300.5.2.30
tuxTrmachi neVkl ni ti at ed .1.3.6.1.4.1.140.300.5.2.31

t uxMachi neCur Qbj ect s (Tuxedo8.0) .1.3.6.1.4.1.140.300.5.2.36
wl eMachi neCur Obj ect s

t uxMachi neHwObj ect s (Tuxedo 8.0) .1.3.6.1.4.1.140.300.5.2.41
wl eMachi neHwCbj ect s

tuxTmachineCurAccessers

Syntax | NTEGER (0. .32767)

Access  read-only

Description  Number of clients and servers that currently access the application either directly on
this machine or through a workstation handler on this machine.

tuxTmachineCurClients

Syntax | NTEGER (0. . 32767)

Access  read-only

Description  Number of clients, both native and workstation, currently logged in to this machine.

tuxTmachineCurConv

Syntax | NTEGER (0. .32767)
Access  read-only

Description  Number of active conversations with participants on this machine.
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tuxTmachineCurGTT
Syntax I NTEGER (0. .32767)
Access  read-only

Description  Number of in use transaction table entries on this machine.

tuxTmachineCurLoad
Syntax | NTEGER
Access  read-only
Description  Current service load enqueued on this machine.
Note: If thet uxTdomai nLoadBal ance object isno(2) or thet ux Tdomai nModel
objectismul ti - machi ne(2),thenan FML32 NULL value (0) is returned.
tuxTmachineCurWsClients
Syntax | NTEGER (0. . 32767)
Access  read-only

Description  Number of workstation clients currently logged in to this machine.

tuxTmachineHwAccessers

Syntax I NTEGER (0. .32767)
Access  read-only
Description  High water number of clients and servers accessing the application either directly on
this machine or through a workstation handler on this machine.
tuxTmachineHwClients
Syntax | NTEGER (0. . 32767)
Access  read-only

Description  High water number of clients, both native and workstation, logged in to this machine.
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tuxTmachineHwConv

Syntax | NTEGER (0. .32767)
Access  read-only

Description  High water number of active conversations with participants on this machine.

tuxTmachineHwGTT

Syntax | NTEGER (0. .32767)
Access  read-only

Description  High water number of in use transaction table entries on this machine.

tuxTmachineHwWs(lients

Syntax | NTEGER (0. .32767)
Access  read-only

Description  High water number of workstation clients currently logged in to this machine.

tuxTmachineNumConv

Syntax | NTEGER
Access  read-only

Description  Number of t pconnect (3) operations performed from this machine.

tuxTmachineNumDequeue

Syntax | NTEGER
Access  read-only

Description  Number of t pdequeue(3) operations performed from this machine.
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tuxTmachineNumEnqueue

Syntax | NTEGER
Access  read-only

Description  Number of t penqueue(3) operations performed from this machine.

tuxTmachineNumPost

Syntax | NTEGER
Access  read-only

Description  Number of t ppost (3) operations performed from this machine.

tuxTmachineNumReq

Syntax | NTEGER
Access  read-only

Description  Number of t pacal | (3) or t pcal | (3) operations performed from this machine.

tuxTmachineNumSubscribe

Syntax | NTEGER
Access  read-only

Description  Number of t psubscri be(3) operations performed from this machine.

tuxTmachineNumTran

Syntax | NTEGER
Access  read-only

Description  Number of transactionsinitiated (t pbegi n(3)) from this machine.
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tuxTmachineNumTranAbt
Syntax | NTEGER
Access  read-only

Description  Number of transactions aborted (t pabor t (3)) from this machine.

tuxTmachineNumTranCmt
Syntax | NTEGER
Access  read-only

Description  Number of transactions committed (t pconmi t ( 3) ) from this machine.

tuxTmachineLicExpires

Syntax  Di spl ayString (Sl ZE(O. . 78))
Access  read-only
Description  Expiration date for the binary on the machine or a 0-length string if binary isnot a
Tuxedo/WLE system master binary.

tuxTmachineLicMaxUsers
Syntax | NTEGER (0. . 32767)
Access  read-only
Description  Maximum number of licensed users on that machine, or -1 if binary isnot a

Tuxedo/WLE system master binary.

tuxTmachineLicSerial
Syntax  Di spl ayString (Sl ZE(O. . 78))
Access  read-only

Description  Serial number for binary on the machine or a O-length string if binary is not a
Tuxedo/WLE system master binary.
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tuxTmachinePageSize
Syntax | NTEGER
Access  read-only

Description  Disk pagesize used on this machine.

tuxTmachineSWrelease
Syntax  Di spl ayString (SI ZE(0. . 78))
Access  read-only
Description  Software release for binary on that machine or a O-length string if binary is not a

Tuxedo/WLE system master binary.

tuxTmachineHwAclCache

Syntax | NTEGER
Access  read-only

Description  High water number of entries used in the ACL cache.

tuxTmachineAclCacheHits

Syntax | NTEGER
Access  read-only
Description  Number of accessesto the ACL cachethat resulted in a“hit” (that is, the entry was
aready in the cache).

tuxTmachineAclCacheAccess

Syntax | NTEGER
Access  read-only

Description  Number of accesses to the ACL cache.
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tuxTmachineAcdlFail
Syntax | NTEGER

Access  read-only

Description  Number of accesses to the ACL cache that resulted in a access control violation.

tuxTmachineWkCompleted

Syntax | NTEGER
Access  read-only

Description  Total service load dequeued and processed successfully by servers running on this
machine. Note that for long running applications this object can wraparound, that is,
exceed the maximum value for along, and start back at 0 again.

tuxTmachineWklInitiated

Syntax | NTEGER
Access  read-only

Description  Total service load enqueued by clients/servers running on this machine. Note that for
long running applications this object can wraparound, that is, exceed the maximum
value for along, and start back at 0 again.

tuxMachineCurObjects (Tuxedo 8.0),
wleMachineCurObjects

Syntax | NTEGER
Access  read-only

Description  The number of entriesin usein the bulletin board object table for this machine.

Note: This object applies only to Tuxedo 8.0 or WebL ogic Enterprise applications.
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tuxMachineHwObjects (Tuxedo 8.0),
wleMachineHwODbjects

Syntax | NTEGER
Access  read-only

Description  The high water mark of entries used in the bulletin board object table for this machine.

Note: Thisobject applies only to Tuxedo 8.0 or WebL ogic Enterprise applications.

tuxTmsgTable

Thet uxTnsgTabl e group contains objects that represent run-time characteristics of
the Tuxedo/WLE system managed UNIX system message queues. Objectsin thistable
are only accessible through a Tuxedo/WLE SNMP agent installed on the local
machine. t uxTrsgl d isthe index into this table.

Object Name Object ID

tuxTmsgl d 1.3.6.1.4.1.140.300.6.1.1.1
tuxTrsgSt at e 1.3.6.1.4.1.140.300.6.1.1.2
tuxTrsgCur Ti me .1.3.6.1.4.1.140.300.6.1.1.3
t uxTrsgChyt es 1.3.6.1.4.1.140.300.6.1.1.4
tuxTrmsgCti me .1.3.6.1.4.1.140.300.6.1.1.5
t uxTrrsglLr Pi d 1.3.6.1.4.1.140.300.6.1.1.6
tuxTrmsgLsPi d 1.3.6.1.4.1.140.300.6.1.1.7
t uxTrsgQbyt es 1.3.6.1.4.1.140.300.6.1.1.8
tuxTnsgQnum .1.3.6.1.4.1.140.300.6.1.1.9
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tuxTmsgld
Syntax
Access

Description

tuxTmsgState

Syntax
Access

Description

Object Name Object ID
tuxTnsgRti ne .1.3.6.1.4.1.140.300.6.1.1.10
tuxTnsgSti ne .1.3.6.1.4.1.140.300.6.1.1.11
| NTECER
read-only

UNIX system message queue identifier.

Note: Thisobject isaUNIX-system-specific object that cannot be returned if the
platform on which the application is being run is not UNIX-based.

I NTECER { active(l) }
read-only
The values for GET and SET operations are as follows:

GET: active(1l)
A GET operation retrieves run-time information for the selected
t uxTnegTabl e object(s). The following state indicates the meaning of a
t uxTnegSt at e returned in responseto aGET request. States not listed are not
returned.

active(1)
t uxTnegTabl e object active. This state corresponds exactly to the related
t uxTrachi neTabl e object being active.

SET:
SET operations are not permitted on this group.
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tuxTmsgCurTime

Syntax | NTEGER
Access  read-only
Description  Current time, in seconds, since 00:00:00 UTC, January 1, 1970, as returned by the

ti me(2) system call on the local host.
tuxTmsgCbytes

Syntax | NTEGER
Access  read-only

Description  Current number of bytes on the queue.

tuxTmsgCtime

Syntax | NTEGER
Access  read-only

Description  Time of thelast nsgct | (2) operation that changed a member of the msqi d_ds
structure associated with the queue.
tuxTmsgLrPid

Syntax | NTEGER
Access  read-only

Description  Process identifier of the last process that read from the queue.

tuxTmsgLsPid

Syntax | NTEGER
Access  read-only

Description  Processidentifier of the last process that wrote to the queue.
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tuxTmsgQbytes

Syntax | NTEGER
Access  read-only

Description  Maximum number of bytes allowed on the queue.

tuxTmsgQnum

Syntax | NTEGER
Access  read-only

Description  Number of messages currently on the queue.

tuxTmsgRtime

Syntax | NTEGER
Access  read-only

Description  Time since the last read from the queue.

tuxTmsgStime

Syntax | NTEGER
Access  read-only

Description  Time since the last write to the queue.
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tuxTqueueTable

Thet uxTqueueTabl e group containsobjectsthat represent run-time characteristics of
gueuesin an application. The object values identify and characterize allocated
Tuxedo/WLE system request queues associated with serversin a running application.
They also track statistics related to application workloads associated with each queue
object. Theindex into thistableist uxTqueueRgAddr . Objectsin thistable are only
accessible through a Tuxedo/WLE SNMP agent installed on the local machine.

Object Name Object ID

t uxTqueueRqAddr .1.3.6.1.4.1.140.300.7.1.1.1
tuxTqueueSt at e .1.3.6.1.4.1.140.300.7.1.1.2
t uxTqueueRql d .1.3.6.1.4.1.140.300.7.1.1.3
t uxTqueueSr vr Cnt .1.3.6.1.4.1.140.300.7.1.1.4
t uxTqueueTot Nqueued .1.3.6.1.4.1.140.300.7.1.1.5
t uxTqueueTot VkQueued .1.3.6.1.4.1.140.300.7.1.1.6
t uxTqueueSour ce .1.3.6.1.4.1.140.300.7.1.1.7
t uxTqueueNqueued .1.3.6.1.4.1.140.300.7.1.1.8
t uxTqueueVkQueued .1.3.6.1.4.1.140.300.7.1.1.9

tuxTqueueRqAddr

Syntax  DisplayString (Sl ZE(L. . 30))
Access  read-only

Description  Symbolic address of the request queue. Servers with the samet uxTsr vr RgAddr
object value are grouped into a Multiple Server Single Queue (MSSQ) set. object
values returned with at uxTqueueTabl e object apply to all active servers associated
with this symbolic queue address.
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tuxTqueueState
Syntax I NTEGER { active(1)| migrating(2)| suspended(3)| partitioned(4) }
Access  read-only
Description  The valuesfor GET and SET operations are as follows:

GET: {active(1)|mgrating(2)]|suspended(3)]|partitioned(4)}
A GET operation retrieves run-time information for the selected
t uxTqueueTabl e instance(s). Thet ux TqueueTabl e group does not address
configuration information directly. Configuration-rel ated objects discussed
here must be set aspart of therelated t uxTsr vr Tbl instances. Thefollowing
states indicate the meaning of at uxTqueueSt at e returned in response to a
GET request. States not listed are not returned.

active(1)
At least one server associated with thist uxTqueueTabl e instanceis
active(1l).

m grating(2)
The server(s) associated with thist uxTqueueTabl e instanceis currently in
theni grati ng(2) state. Seethet uxTsrvr Thl groupfor moredetailsonthis
State.

suspended( 3)
The server(s) associated with thist uxTqueueTabl e instanceis currently in
thesuspended(3) state. Seethet uxTsrvr Thl groupfor moredetailsonthis
State.

partitioned(4)
The server(s) associated with thist uxTqueueTabl e instanceis currently in
thepartiti oned(4) state. Seethet uxTsrvr Thl group for more detailson
this state.

SET:
A SET operation updates run-time information for the selected
t uxTqueueTabl e object. State changes are not allowed when updating
t uxTqueueTabl e object information. Modification of an existing
t uxTqueueTabl e objectisallowed only whentheobjectisintheact i ve(1)
state.
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tuxTqueueRqld
Syntax | NTEGER
Access  read-only
Description  UNIX system message queue identifier.

Note: Thisobject isaUNIX-system-specific object that cannot be returned if the
platform on which the application is being run is not UNIX-based.

tuxTqueueSrvrCnt

Syntax | NTEGER
Access  read-only

Description  Number of active servers associated with this queue.

tuxTqueueTotNqueued

Syntax | NTEGER
Access  read-only

Description  The sum of the queue lengths of this queue whileit has been active. This sum includes
requests enqueued to and processed by serversthat are no longer active on the queue.
Each time anew request is assigned to the queue, the sum isincremented by the length
of the queue immediately before the new request is enqueued.

Note: If thet uxTdomai nLoadBal ance object isno(2) or thet ux Tdomai nModel
objectismul ti - machi ne(2),thent uxTqueueTot Nqueued is not returned.
In the same configuration, updates to this object are ignored. Consequently,
whenthisobjectisreturnedt ux TqueueSour ce hasthe samevalue asthelocal
host.
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tuxTqueueTotWkQueued
Syntax | NTEGER
Access  read-only
Description  The sum of the workloads enqueued to this queue while it has been active. This sum

includes requests engqueued to and processed by serversthat are no longer active on the
gueue. Each time anew request isassigned to the queue, the sumisincremented by the
workload on the queue immediately before the new request is enqueued.

Note: If thet uxTdomai nLoadBal ance objectisno(2) or thet uxTdomai nhbdel
objectismul ti - machi ne(2),thent uxTqueueTot VkQueued isnot returned.
In the same configuration, updates to this object are ignored. Consequently,
whenthisobject isreturnedt ux TqueueSour ce hasthe samevalueasthelocal

host.
tuxTqueueSource
Syntax  Di spl ayString (SI ZE(1. . 30))
Access  read-only
Description  Logical machine from which local object values are retrieved.
tuxTqueueNqueued
Syntax | NTEGER
Access  read-only
Description  Number of requests currently enqueued to this queue from the t ux TqueueSour ce

logical machine. Thisvalueisincremented at enqueue time and decremented when the
server dequeues the request.

Note: If thet uxTdomai nLoadBal ance objectisno(2) or thet uxTdomai nModel
objectisnul ti - machi ne(2), thent uxTqueueNqueued is not returned.
Consequently, when this object is returned t ux TqueueSour ce has the same
value asthe local host.
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tuxTqueueWkQueued
Syntax | NTEGER
Access  read-only
Description ~ Workload currently enqueued to this queue from thet ux TqueueSour ce logical

machine. If thet uxTdomai nModel object is set to si ngl e- machi ne( 1) and the

t uxTdomai nLoadBal ance objectissettoyes( 1), thent uxTqueueVWkQueued
reflects the application-wide workload enqueued to this queue. However, if

t uxTdomai nModel issettomul ti - machi ne(2) andt uxTdomai nLoadBal ance is
settoyes( 1), thent uxTqueueVk Queued reflects the workload enqueued to this
queue from the t uxTqueueSour ce logical machine during a recent timespan. The

t uxTqueueVkQueued valueis used for load balancing purposes. In order not
discriminate against newly started servers, t ux TqueueVk Queued iszeroed out on each
machine periodically by the BBL.

tuxTroutingTable

Thet uxTrout i ngTabl e group contains objects that represent configuration
characteristics of routing specifications for an application. The object values identify
and characterize application data-dependent routing criteria with respect to field
names, buffer types, and routing definitions. This table also represents configuration
objects for factory-based routing for Tuxedo 8.0 and WebL ogic Enterprise
applications. Objectst uxRout i ngFi el dType (Tuxedo 8.0) and

w eRout i ngFi el dType (WebLogic Enterprise) are valid only for factory-based
routing. Object t uxTr out i ngBuf Type isvalid only for service-based routing.

The index into this table consists of the following objects: t uxTr out i ngNane,
t uxRout i ngType, andt ux! nt er nal | dx.

Object t uxRout i ngFi el dType isvalid only for factory-based routing and is
supported only for Tuxedo 8.0 applications.

Object W eRout i ngFi el dType isvalid only for factory-based routing and is
supported only for WebL ogic Enterprise applications.

Object t uxTr out i ngBuf Type isvalid only for service-based routing and is supported
by both Tuxedo and WebL ogic Enterprise applications.
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When specifying the index in SET requests, t ux! nt er nal | dx isused as an index.
For factory-based routing, t uxl nt er nal 1 dx must aways have avalue of - .

For service-based routing, t ux! nt er nal 1 dx should equal the first 30 charactersin
t uxTr out i ngBuf Type.

To create anew row inthe table, it is necessary to issue a SET request for a
non-existing row specifying the values of al objects applicable to the
t uxRout i ngType.

Object Name Object ID

t uxTrout i ngNane .1.3.6.1.4.1.140.300.8.1.1.1
t uxTr out i ngBuf Type .1.3.6.1.4.1.140.300.8.1.1.2
tuxTroutingField .1.3.6.1.4.1.140.300.8.1.1.3
t uxTrout i ngRanges .1.3.6.1.4.1.140.300.8.1.1.4
tuxTroutingState .1.3.6.1.4.1.140.300.8.1.1.5
t uxRout i ngType .1.3.6.1.4.1.140.300.8.1.1.6

t uxRout i ngFi el dType (Tuxedo 8.0) .1.3.6.1.4.1.140.300.8.1.1.7
wl eRout i ngFi el dType

t uxl nt ernal | dx .1.3.6.1.4.1.140.300.8.1.1.8

tuxTroutingName

Syntax  Di spl ayString (SI ZE(L. . 15))
Access  read-write

Description  Routing criterion name.

Note: This object can be set only during row creation.

tuxTroutingBufType

Syntax  Di spl ayString (SI ZE(L. . 256))

Access  read-write
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Description  List of types and subtypes of data buffers for which this routing entry isvalid. A
maximum of 32 type/subtype combinationsare alowed. Thetypesarerestricted to one
of FML, VIEW, X_C TYPE, or X_COMMON. No subtype can be specified for type
FML, and subtypes are required for types VIEW, X_C _TYPE, and X_COMMON (*
isnot allowed). Note that subtype names should not contain semicolon, colon, comma,
or asterisk characters. Duplicate type/subtype pairs cannot be specified for the same
routing criterion name. More than one routing entry can have the same criterion name
as long as the type/subtype pairs are unique. If multiple buffer types are specified for
asinglerouting entry, the data types of the routing field for each buffer type must be
the same.

Note: Thisobject is applicable only for service-based routing.

Note: Thisobject can be set only during row creation.

tuxTroutingField

Syntax  Di spl ayString (SI ZE(L. . 30))
Access  read-write
Description  Routing field name.

For Service-based Routing: Thisfield is assumed to be an FML buffer or view field
namethat isidentifiedinan FML field table (usingthe FLDTBLDIR and FIELDTBLS
environment) or an FML view table (using the VIEWDIR and VIEWFILES
environment), respectively. Thisinformation is used to get the associated field value
for data dependent routing during the sending of a message.

For factory-based routing: Thisis assumed to be afield that is specified in an NVList
parameter to:

Port abl eServer::PQA: :create_reference_with_criteria

for an interface that has this factory routing criteria associated with it. See the Tuxedo
8.0 or WebL ogic Enterprise documentation for more details.

tuxTroutingRanges

Syntax  Displ ayString (Sl ZE(L. . 2048))

Access  read-write
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Description  The ranges and associated server groups for arouting criterion are as follows:
criterion: range: group
range: value | |lower - upper | *
| ower: val ue
upper: val ue
value: MN | MAX | numeric | string
group: string | *
nunmeric: [+ | -]digits[.digits][e | E[ | + | - ] digit
digit: 0-9
digits: digit[digit]
\ can be used to escape the single-quote character in strings.
| ower must be less than upper . A group specified as a string must specify avalid
t uxTgr oupName
tuxTroutingState
Syntax INTEGER { valid(1) | unknown(2) | invalid(3) }
Access  read-write
Description  The values for GET and SET operations are as follows:

GET: valid(1)
A GET operation retrieves configuration information for the selected
t uxTr out i ngTabl e instance(s). The following state indicates the meaning
of at uxTrouti ngSt at e returned in response to a GET request. States not
listed are not returned.

valid(1)
t uxTrout i ngTabl e instanceis defined. Note that val i d( 1) istheonly
valid state for this group. Routing criteria are never active; rather, they are
associated through the configuration with service names and are acted upon
at run-time to provide data dependent routing.

SET: invalid(3)
A SET operation updates configuration information for the selected

t uxTr out i ngTabl e instance. Thefollowing state indicates the meaning of a
tuxTroutingSt at e setin a SET request. States not listed cannot be set.

BEA SNMP Agent MIB Reference  2-91



2 CoreMIB

i nval i d(3)
Deletet uxTr out i ngTabl e instance for application. State change allowed
only whenintheval i d( 1) state. Successful return leaves the object in the
i nval i d(2) state.

tuxRoutingType
Syntax I NTEGER { service(l) |factory(2) }

Access  read-write

Description  service(1)
Specifies that routing criteria apply to data-dependent routing for a BEA
Tuxedo/WLE service.

factory(2)
Specifies that the routing criterion applies to factory-based routing for a
CORBA interface.

Note: Therouting type affects the validity and possible values for other objects
defined for this table.

Note: Thisobject can be set during row creation only.

tuxRoutingFieldType (Tuxedo 8.0),
wleRoutingFieldType

Syntax I NTEGER { short(1) |long(2) |float(3) |double(4) |char(5)
| string(6) }

Access  read-write

Description  Thisobject specifiesthetypeof t uxTr out i ngFi el d on which thisrouting criterionis
defined. Itsvalueis valid only for factory-based routing.

Note: Thisobject applies only to Tuxedo 8.0 or WebL ogic Enterprise applications.

Note: Thisobject can be set only during row creation.
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tuxinternalldx
Syntax  Displ ayString (Sl ZE(1. . 30))
Access  read-write
Description  This object isused as an index of thistable instead of t uxTr out i ngBuf Type (for

service-based routing) or t uxTr out i ngFi el d (for factory-based routing) to reduce
the size of the index. Its value for service-based routing (t uxRout i ngType =
servi ce(1)) isequal tothefirst 30 charactersint uxTr out i ngBuf Type.

In case of entries for factory-based routing (t uxRout i ngType = fact ory(2)), the
valueisawayst uxTr out i ngFi el d.

Note: This object can be set only during row creation.

tuxTsrvrTbl

Thet uxTsrvr Tol group contains objects that represent configuration and run-time
characteristics of serverswithin an application. The object values identify and
characterize configured servers as well as provide run-time tracking of statistics and
resources associated with each server object.

Theindex into thistable isprovided by the objectst uxTsrvr G pNo andt uxTsrvr 1 d.
To create anew row in the table, it is necessary to issue a SET request specifying the
valuesof at least t uxTsrvr Grp and t uxTsr vr Nane.

Object Name Object ID

tuxTsrvrGp .1.3.6.1.4.1.140.300.20.1.1.1
tuxTsrvrid .1.3.6.1.4.1.140.300.20.1.1.2
tuxTsrvr Nanme .1.3.6.1.4.1.140.300.20.1.1.3
tuxTsrvr G pNo .1.3.6.1.4.1.140.300.20.1.1.4
tuxTsrvrState .1.3.6.1.4.1.140.300.20.1.1.5
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2-94

Object Name Object ID

t uxTsrvrBaseSrvld .1.3.6.1.4.1.140.300.20.1.1.6
t uxTsrvrd Opt .1.3.6.1.4.1.140.300.20.1.1.7
tuxTsrvrEnvFile .1.3.6.1.4.1.140.300.20.1.1.8
tuxTsrvr G ace .1.3.6.1.4.1.140.300.20.1.1.9
t uxTsrvr Maxgen .1.3.6.1.4.1.140.300.20.1.1.10
t uxTsrvr Max .1.3.6.1.4.1.140.300.20.1.1.11
tuxTsrvrMn .1.3.6.1.4.1.140.300.20.1.1.12
t uxTsrvrRend .1.3.6.1.4.1.140.300.20.1.1.13
tuxTsrvrRestart .1.3.6.1.4.1.140.300.20.1.1.14
t uxTsrvr Sequence .1.3.6.1.4.1.140.300.20.1.1.15
t uxTsrvr Syst emAccess .1.3.6.1.4.1.140.300.20.1.1.16
t uxTsrvr Conv .1.3.6.1.4.1.140.300.20.1.1.17
t uxTsrvr Repl yQ .1.3.6.1.4.1.140.300.20.1.1.18
t uxTsrvr RpPer m .1.3.6.1.4.1.140.300.20.1.1.19
t uxTsr vr RgAddr .1.3.6.1.4.1.140.300.20.1.1.20
t uxTsrvr RgPer m .1.3.6.1.4.1.140.300.20.1.1.21
t uxTsrvr Generation .1.3.6.1.4.1.140.300.20.1.1.22
tuxTsrvrPid .1.3.6.1.4.1.140.300.20.1.1.23
tuxTsrvr Rpi d .1.3.6.1.4.1.140.300.20.1.1.24
tuxTsrvrRgl d .1.3.6.1.4.1.140.300.20.1.1.25
t uxTsrvr Ti meRest art .1.3.6.1.4.1.140.300.20.1.1.26
tuxTsrvrTi meStart .1.3.6.1.4.1.140.300.20.1.1.27
t uxTsrvr M nDi spat chThr eads .1.3.6.1.4.1.140.300.20.1.1.40
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Object Name Object ID

t uxTsrvr MaxDi spat chThr eads .1.3.6.1.4.1.140.300.20.1.1.50
t uxTsrvr Thr eadSt ackSi ze .1.3.6.1.4.1.140.300.20.1.1.60
W eSrvr SrvType .1.3.6.1.4.1.140.300.20.1.1.70

tuxTsrvrGrp
Syntax  Di spl ayString (Sl ZE(1. . 30))
Access  read-write
Description  Logical name of the server group. Server group names cannot contain an asterisk (*),
comma, or colon.
Note: This object can be set only during row creation.
tuxTsrvrld
Syntax | NTEGER (1..30001)
Access  read-write
Description  Unique (within the server group) server identification number.
Note: Thisobject can be set only during row creation.
tuxTsrvrName
Syntax  DisplayString (Sl ZE(L. . 78))
Access  read-write
Description  Name of the server executable file. The server identified by t ux Tsr vr Name runson

the machine(s) identified by thet uxTgr oupLM D abject for this server’ sserver group.
If arelative pathname is given, the search for the executable file isdonefirst in

t uxTrmachi neAppDi r, thenint uxTrrachi neTuxDi r/ bi n, thenin/bi n and

/ usr/ bi n, and then in <pat h>, where <pat h> isthe value of thefirst PATH= line that
appears in the machine environment file, if one exists. Note that the object value
returned for an active server isalways afull pathname.
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tuxTsrvrGrpNo
Syntax I NTEGER (1..30000)
Access  read-only
Description  Group number associated with this server’s group.
tuxTsrvrState
Syntax I NTEGER { active(1) |inactive(2) |migrating(3) |cleaning(4) |
restarting(5) | suspended(6) | partitioned(7) |dead(8) | invalid(10)
}
Access  read-write
Description ~ The values for GET and SET operations are as follows:

CET: active(l1)|inactive(2)|mgrating(3)]|cleaning(4)]|restarting(5)|
suspended(6) | partitioned(7)]|dead(8)
A GET operation retrieves configuration and run-time information for the
selectedt uxTsrvr Thl instance(s). Thefollowing statesindicatethe meaning
of at uxTsrvr St at e returned in response to a GET request. States not listed
are not returned.

active(1)
tuxTsrvr Thl instanceis defined and active. Theacti ve(1) stateisnot an
indication of whether the server isidle or busy. An active server with anon-0
length t uxTsrvr Cur Ser vi ce object should be interpreted as a busy server,
that is, one that is processing a service request.

i nactive(2)
tuxTsrvr Tbl instanceis defined and inactive.

m grating(3)
tuxTsrvr Thl instanceis defined and currently in a state of migration to the
server group’ s secondary logical machine. The secondary logical machineis
the one listed in t uxTgr oupLM D object that does not match the
t uxTgr oupCur LM D object.

cl eani ng(4)
tuxTsrvr Thl instanceisdefined and currently being cleaned up after by the
system due to an abnormal death. Note that restartable servers can enter this
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state if they exceed t uxTsr vr Maxgen startg/restarts within their
tuxTsrvr Grace period.

restarting(b)
t uxTsrvr Thl instanceisdefined and currently being restarted by the system

due to an abnormal death.

suspended( 6)
tuxTsrvr Thl instanceis defined and currently suspended, pending
shutdown.

partitioned(7)
t uxTsrvr Thl instanceisdefined and active; however, the machinewherethe
server isrunning is currently partitioned from thet uxTdomai nMast er site.

dead(8)
t uxTsrvr Thl instanceis defined, identified as active in the bulletin board,
but currently not running due to an abnormal death. This state existsonly until
the BBL local to the server notices the death and takes action
(restarting(5)]cleaning(4)).

SET: {active(1)|inactive(2)|dead(8)]|invalid(10)}
A SET operation updates configuration and run-time information for the
selectedt uxTsrvr Thl instance. Thefollowing statesindicate the meaning of
atuxTsrvr St at e set in a SET request. States not listed cannot be set.

active(1)
Activate thet uxTsr vr Tbl instance. State change is allowed only when the
serverisinthei nacti ve(2) state. (Serversintheni grati ng(3) statemust
be restarted by setting thet uxTgr oupSt at e to acti ve( 1) .) Successful
return leavesthe object intheact i ve(1) state.

i nactive(2)
Deactivatethet uxTsr vr Thl instance. State changeisallowed only when the
serverisintheacti ve(1) state. Successful return leaves the object in the
i nactive(2) state.

dead(8)
Deactivatethet uxTsrvr Thl instance by sending the server a SIGTERM
signal followed by a SIGKILL signal if the server is till running after 20
seconds. Notethat by default, aSIGTERM signal causesthe server toinitiate
orderly shutdown and the server becomesinactive even if it is restartable. If
aserver isprocessing along running service or has chosen to disable the
SIGTERM signal, then SIGKILL can be used and istreated by the system as
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an abnormal termination. State changeis allowed only when the server isin
theactive(1) or suspended(6) state. Successful return leaves the object
inthei nactive(2),cl eaning(4),orrestarting(5) State.

i nval i d(10)
Deletet uxTsrvr Thl instance for application. State changeis allowed only
when the server isinthei nact i ve(2) state. Successful return leaves the
objectinthei nval i d(10) state.

tuxTsrvrBaseSrvid
Syntax | NTEGER (1..30001)

Access  read-only

Description  Base server identifier. For serverswith at uxTsrvr Max object value of 1, this object
isawaysthesameast uxTsrvr | d. However, for serverswith at uxTsr vr Max value
of greater than 1, this object indicates the base server identifier for the set of servers
configured identically.

tuxTsrvrClOpt

Syntax  Di spl ayStri ng (SI ZE(0. . 256))
Access  read-write

Description ~ Command line optionsto be passed to server whenitisactivated. Seetheser vopt s(5)
manual page for details.

Note: Run-time modifications to this object do not affect a running server.

tuxTsrvrEnvFile

Syntax  Displ ayString (Sl ZE(O. . 78))
Access  read-write

Description  Server specific environment file. Seet ux Trmachi neEnvFi | e for acomplete
discussion of how thisfileis used to modify the environment.

Note: Run-time modifications to this object do not affect a running server.
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tuxTsrvrGrace

Syntax
Access

Description

| NTEGER
read-write

The period of time, in seconds, over which thet uxTsr vr Maxgen object limit applies.
Thet uxTsrvr Grace valueis meaningful only for restartable servers, that is, if the
tuxTsrvrRestart objectissettoyes(1) . Whenarestarting server would exceed the
t uxTsrvr Maxgen limit but thet uxTsr vr G- ace period has expired, the system resets
the current generation (t uxTsr vr Gener at i on) to 1 and resets the initial boot time
(tuxTsrvrTi neSt art ) to the current time. A value of O for this object indicates that
a server should always be restarted.

Note that servers sharing arequest queue (that is, equal valuesfor t uxTsr vr RgAddr )
should have equal values for this object. If they do not, then the first server activated
establishes the run-time value associated with all servers on the queue.

Note: Run-time modifications to this object affect arunning server and all other
active servers with which it is sharing a request queue. However, only the
selected server’s configuration parameter is modified. Thus, the behavior of
the application depends on the order of boot in subsequent activations unless
the administrator ensures that all servers sharing a queue have the same value
for this object.

tuxTsrvrMaxgen

Syntax
Access

Description

I NTEGER (0. . 256)
read-write

Number of generations allowed for arestartable server (t uxTsrvrRestart ==

yes( 1)) over the specified grace period (t uxTsrvr Grace). Theinitial activation of
the server counts as one generation and each restart al so counts asone. Processing after
the maximum generations is exceeded is discussed above with respect to

tuxTsrvr G ace.

Note that servers sharing arequest queue (that is, equal valuesfor t uxTsr vr RgAddr )
should have equal values for this object. If they do not, then the first server activated
establishes the run-time value associated with all servers on the queue.
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Note: Run-time modifications to this object affect arunning server and all other
active servers with which it is sharing arequest queue. However, only the
selected server’s configuration parameter is modified. Thus, the behavior of
the application depends on the order of boot in subsequent activations unless
the administrator ensuresthat all servers sharing a queue have the same value
for this object.

tuxTsrvrMax

Syntax I NTEGER (1..1001)
Access  read-write

Description  Maximum number of occurrences of the server to be booted. Initially, t nboot (1) boots
t uxTsrvr M n objects of the server, and additional objects can be started individually
(by starting a particular server id) or through automatic spawning (conversational
serversonly). Run-time modificationsto this object affect al running serversin the set
of identically configured servers (seet uxTsr vr BaseSr vl d above) aswell asthe
configuration definition of the server.

tuxTsrvrMin

Syntax I NTEGER (1..1001)
Access  read-write

Description  Minimum number of occurrences of the server to be booted by t mboot (1). If a
t uxTsrvr RgAddr is specified andt uxTsrvr M n is greater than 1, then the servers
form an MSSQ set. The server identifiersfor the serversaret uxTsrvr 1 d up to
tuxTsrvrid + tuxTsrvrMax - 1.All occurrences of the server have the same
sequence number, as well as any other server parameters.

Note: Run-time modifications to this object do not affect a running server.

tuxTsrvrRemd
Syntax  Di spl ayString (SI ZE(0. . 78))
Access  read-write
Description  Application-specified command to be executed in parallel with the system restart of an

application server. This command must be an executablefile.
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Note that servers sharing arequest queue (that is, equal valuesfor t uxTsrvr RgAddr )
should have equal values for this object. If they do not, then the first server activated
establishes the run-time value associated with all servers on the queue.

Note: Run-time modifications to this object affect arunning server and all other
active serverswith which it sharesarequest queue. However, only the selected
server’'s configuration parameter is modified. Thus, the behavior of the
application depends on the order of boot in subsequent activations unless the
administrator ensuresthat all servers sharing a queue have the same value for

this object.
tuxTsrvrRestart
Syntax  INTEGER { yes(1) | no(2) }
Access  read-write
Description  Restartableyes(1) or non-restartable no( 2) server. If server migration is specified

for this server group (t uxTdomai nOpti ons = ni grate(2) andtuxTgr oupLM D

with alternate site), this object must be set toyes( 1) .

Note that servers sharing arequest queue (that is, equal valuesfor t uxTsr vr RgAddr )

should have equal values for this object. If they do not, the first server activated

establishes the run-time value associated with all servers on the queue.

Note: Run-time modifications to this object affect arunning server and all other
active serverswith which it sharesarequest queue. However, only the selected
server’ s configuration parameter is modified. Thus, the behavior of the
application depends on the order of boot in subsequent activations unless the
administrator ensuresthat all servers sharing a queue have the same value for
this object.

tuxTsrvrSequence
Syntax | NTEGER (1..10000)
Access  read-write
Description  Specifies when this server should be booted (t mboot (1)) or shutdown

(t mshut down(1)) relative to other servers. If two servers are given the same sequence
number, it is possible for t mboot (1) to boot them in parallel and for t mshut down(1)
to shut them down in parallel. t uxTsrvr Thl instances added without a
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t uxTsrvr Sequence object specified or with an invalid value have one generated for
them that is 10,000 or more and is higher than any other automatically selected default
value. Servers are booted by t nboot (1) in increasing order of sequence number and
shutdown by t mshut down(1) in decreasing order. Run-time modifications to this
object affect only t mboot (1) andt mshut down(1) and affect the order in which running
servers can be shutdown by a subsequent invocation of t nshut down(1).

tuxTsrvrSystemAccess
Syntax INTEGER { fastpath(1l) | protected(2) }
Access  read-write

Description  Mode used by Tuxedo/WLE system libraries within this server process to gain access
to Tuxedo/WLE system’ sinternal tables. Seet uxTdomai nSyst emAccess for a
complete discussion of this object.

Note: Run-time modifications to this object do not affect a running server.

tuxTsrvrConv
Syntax INTEGER { yes(1) | no(2) }
Access  read-write

Description  Conversational server yes(1) or request/response server no( 2) .

tuxTsrvrReplyQ
Syntax I NTEGER { yes(1) | no(2) }
Access  read-write

Description  Specifies whether to allocate a separate reply queue for the server
(tuxTsrvrRepl yQ == yes(1)). MSSQ serversthat expect to receive replies should
set thisobject toyes(1).
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tuxTsrvrRpPerm
Syntax  Di spl ayString (Sl ZE(4))
Access  read-write

Description  UNIX system permissionsfor the server’ sreply queue. If aseparate reply queueis not
allocated (t uxTsrvr Repl yQ == no( 2) ), thisobjectisignored. Thet uxTsr vr RpPer m
valueisastring representation of octal numbers starting with aleading 0 0001 through
0777.

Note: Thisobject isaUNIX-system-specific object that cannot be returned if the
platform on which the application is being run is not UNIX-based.

tuxTsrvrRqAddr
Syntax  Di spl ayString (S ZE(O. . 30))
Access  read-write

Description  Symbolic address of the request queue for the server. Specifying the same
t uxTsrvr RgAddr object value for more than one server isthe way multiple server,
single queue (M SSQ) setsaredefined. Serverswith thesamet uxTsr vr RgAddr object
value must be in the same server group.

tuxTsrvrRqPerm
Syntax  Di spl ayString (Sl ZE(4))

Access  read-write

Description  UNIX system permissionsfor the server’ srequest queue. Thet uxTsr vr RgPer mvalue
isastring representation of octal numbers starting with aleading 0 0001 through 0777.

Note: Thisobject isa UNIX-system-specific object that cannot be returned if the
platform on which the application is being run is not UNIX-based.

tuxTsrvrGeneration
Syntax I NTEGER (1..32768)

Access  read-only
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Description

tuxTsrvrPid
Syntax
Access

Description

tuxTsrvrRpid

Syntax
Access

Description

tuxTsrvrRqld

Syntax
Access

Description

Generation of the server. When aserver isinitially booted viat mboot (1) or activated
through the SNMP agent, its generation is set to 1. Each time the server dies
abnormally and is restarted, its generation is incremented. Note that when

t uxTsrvr Maxgen isexceeded andt uxTsr vr Gr ace hasexpired, the server isrestarted
with the generation reset to 1.

| NTEGER
read-only

UNIX system processidentifier for the server. Note that this value cannot be a unique
value since servers can be located on different machines, allowing for duplication of
process identifiers.

Note: Thisobject isaUNIX-system-specific object that cannot be returned if the
platform on which the application is being run is not UNIX-based.

| NTEGER
read-only

UNIX system message queueidentifier for the server’ sreply queue. If aseparatereply
queueisnot allocated (t uxTsrvr Repl yQ == no( 2) ), thet uxTsr vr Rgi d valueisthe
same asthet uxTsrvr Ryl d value.

Note: Thisobject isaUNIX-system-specific object that cannot be returned if the
platform on which the application is being run is not UNIX-based.

| NTEGER
read-only

UNIX system message queue identifier for the server’ s request queue. If a separate
reply queueisnot allocated (t uxTsr vr Repl yQ == no(2) ), thet uxTsrvr Rpl d value
isthe same asthet uxTsr vr Rpi d value.
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Note: Thisobject isa UNIX-system-specific object that cannot be returned if the
platform on which the application is being run is not UNIX-based.

tuxTsrvrTimeRestart

Syntax | NTEGER
Access  read-only

Description  Time, in seconds, since 00:00:00 UTC, January 1, 1970, asreturned by theti me(2)
system call on local host, when the server was last started or restarted.

tuxTsrvrTimeStart

Syntax | NTEGER
Access  read-only

Description  Time, in seconds, since 00:00:00 UTC, January 1, 1970, asreturned by thet i me(2)
system call on local host, when the server wasfirst started. Restarts of the server do
not reset thisvalue; however, if t uxTsr vr Maxgen isexceeded andt uxTsrvr Gr ace is
expired, this object isreset to the time of the restart.

tuxTsrvrMinDispatchThreads

Syntax I NTEGER (1..999)
Access  read-only

Description  Specifies the number of server dispatch threads started on theinitial server boot. This
object is effective only if the server has been built with the bui | dserver -t
command.

The separate dispatcher thread that is used when the value of

t uxTsrvr MaxDi spat chThr eads is greater than oneis not counted as part of the
t uxTsrvr M nDi spat chThr eads value. The value of

t uxTsrvr M nDi spat chThr eads must be less than the value of

t uxTsrvr MaxDi spat chThr eads. If thisobject is not specified, the default is 0.
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tuxTsrvrMaxDispatchThreads

Syntax I NTEGER (0. .999)
Access  read-only

Description  Specifies the maximum number of concurrently dispatched threads that each server
process can spawn. This object is effective only if the server has been built with the
bui | dserver -t command.

If t uxTsrvr MaxDi spat chThr eads isgreater than one, a separate dispatcher thread is
used and does not count against this limit. The value of

tuxTsrvr M nDi spat chThr eads must be less than the value of

t uxTsrvr MaxDi spat chThr eads. If thisobject is not specified, the default is 1.

tuxTsrvrThreadStackSize

Syntax I NTEGER (0. .2147483647)
Access  read-write

Description I this object isnot specified or if the value specified is 0, the operating system default
isused. Thisoption affects the server only when avalue greater than 1 is specified for
tuxTsrvr MaxDi spat chThr eads.

wleSrvrSrvType

Syntax I NTEGER {j ava(1)}
Access  read-only

Description  If SRVTYPE isset to j ava, it indicates that the server isa Java server. If at least one
MODULE object is specified for this server or the name of the server is JavaServer (not
case-sensitive), j ava becomes the default value.
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tuxTsrvrTbIExt

Thet uxTsrvr Tbl Ext groupisanextensionof t uxTsrvr Thl . Objectsinthistableare
only accessible through a Tuxedo/WLE SNMP agent installed on the local machine.

Object Name Object ID

t uxTsrvr | dExt .1.3.6.1.4.1.140.300.20.2.1.1
tuxTsrvr G pNoExt .1.3.6.1.4.1.140.300.20.2.1.2
t uxTsrvr NunConv .1.3.6.1.4.1.140.300.20.2.1.3
tuxTsrvr NunDeque .1.3.6.1.4.1.140.300.20.2.1.4
tuxTsrvr NunEnque .1.3.6.1.4.1.140.300.20.2.1.5
tuxTsr vr NunPost .1.3.6.1.4.1.140.300.20.2.1.6
tuxTsrvr NunReq .1.3.6.1.4.1.140.300.20.2.1.7
tuxTsrvr NunBubscri be .1.3.6.1.4.1.140.300.20.2.1.8
tuxTsrvr Nunir an .1.3.6.1.4.1.140.300.20.2.1.9
tuxTsrvr Tr anAbt .1.3.6.1.4.1.140.300.20.2.1.10
tuxTsrvr Tr anCnt .1.3.6.1.4.1.140.300.20.2.1.11
tuxTsrvr Tot ReqC .1.3.6.1.4.1.140.300.20.2.1.12
t uxTsrvr Tot Wr kL .1.3.6.1.4.1.140.300.20.2.1.13
tuxTsrvrCdtlmd .1.3.6.1.4.1.140.300.20.2.1.14
tuxTsrvrC tPRid .1.3.6.1.4.1.140.300.20.2.1.15
tuxTsrvrd tReply .1.3.6.1.4.1.140.300.20.2.1.16
tuxTsrvr Cnt Ret .1.3.6.1.4.1.140.300.20.2.1.17
tuxTsrvr Cur Conv .1.3.6.1.4.1.140.300.20.2.1.18
tuxTsrvr Cur Req .1.3.6.1.4.1.140.300.20.2.1.19
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Object Name Object ID

t uxTsrvr Cur Servi ce .1.3.6.1.4.1.140.300.20.2.1.20
t uxTsrvr Cur Ti me .1.3.6.1.4.1.140.300.20.2.1.21
tuxTsrvrLastGp .1.3.6.1.4.1.140.300.20.2.1.22
t uxTsrvr SvcTi neCut .1.3.6.1.4.1.140.300.20.2.1.23
tuxTsrvr Ti meLef t .1.3.6.1.4.1.140.300.20.2.1.24
t uxTsrvr TranLev .1.3.6.1.4.1.140.300.20.2.1.25
tuxTsrvr St at eExt .1.3.6.1.4.1.140.300.20.2.1.26
t uxTsrvr G pExt .1.3.6.1.4.1.140.300.20.2.1.27
t uxSr vr Cur Qbj sExt (Tuxedo 8.0) .1.3.6.1.4.1.140.300.20.2.1.32
w eSr vr Cur Cbj sExt

t uxSrvr Cur |l nterfaceExt (Tuxedo8.0) .1.3.6.1.4.1.140.300.20.2.1.37
W eSrvr Cur | nter faceExt

W eSrvrd assPat h .1.3.6.1.4.1.140.300.20.2.1.50
W eSrvrj avaHeap .1.3.6.1.4.1.140.300.20.2.1.60
w eSrvrj avaHeapuse .1.3.6.1.4.1.140.300.20.2.1.70
w eSrvrj avaVendor .1.3.6.1.4.1.140.300.20.2.1.80
w eSrvrjavaVersion .1.3.6.1.4.1.140.300.20.2.1.90
t uxTsrvr Cur Di spat chThr eads .1.3.6.1.4.1.140.300.20.2.1.100
t uxTsrvr HwDi spat chThr eads .1.3.6.1.4.1.140.300.20.2.1.110
t uxTsrvr NunDi spat chThr eads .1.3.6.1.4.1.140.300.20.2.1.120
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tuxTsrvridExt

Syntax I NTEGER (1..30001)
Access  read-only

Description  Unique (within the server group) server identification number.

tuxTsrvrGrpNoExt

Syntax | NTEGER (1..30000)
Access  read-only

Description  Group number associated with this server’s group.

tuxTsrvrNumConv

Syntax | NTEGER
Access  read-only

Description  Number of conversations initiated by this server through t pconnect (3).

tuxTsrvrNumDeque

Syntax | NTEGER
Access  read-only

Description  Number of dequeue operations initiated by this server through t pdequeue(3).

tuxTsrvrNumEnque

Syntax | NTEGER
Access  read-only

Description  Number of enqueue operations initiated by this server through t penqueue(3).
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tuxTsrvrNumPost

Syntax | NTEGER
Access  read-only

Description  Number of postingsinitiated by this server through t ppost (3).

tuxTsrvrNumReq

Syntax | NTEGER
Access  read-only

Description  Number of requests made by this server throught pcal | (3) or t pacal | (3).

tuxTsrvrNumSubscribe

Syntax | NTEGER
Access  read-only

Description  Number of subscriptions made by this server through t psubscr i be(3).

tuxTsrvrNumTran

Syntax | NTEGER
Access  read-only

Description  Number of transactions begun by this server sinceitslast (re)start.

tuxTsrvrTranAbt

Syntax | NTEGER
Access  read-only

Description  Number of transactions aborted by this server since itslast (re)start.
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tuxTsrvrTranCmt

Syntax | NTEGER
Access  read-only

Description  Number of transactions committed by this server sinceits last (re)start.

tuxTsrvrTotReqC

Syntax | NTEGER
Access  read-only

Description  Total number of requests completed by this server. For conversational servers
(tuxTsrvrConv == yes(1)),thetuxTsrvr Tot ReqC value indicates the number of
completed incoming conversations. Thet uxTsr vr Tot ReqC valueisarun-time vaue
that is kept across server restart but islost at server shutdown.

tuxTsrvrTotWorkL

Syntax | NTEGER
Access  read-only

Description  Total workload completed by this server. For conversational servers
(tuxTsrvrConv == yes(1)),thetuxTsrvr Tot Wor kL value indicates the workload
of completed incoming conversations. Thet uxTsr vr Tot Wor kL valueisarun-time
value that is kept across server restart but islost at server shutdown.

tuxTsrvrCltLmid

Syntax  Di spl ayString (SI ZE(L. . 30))
Access  read-only

Description  Logical machine for theinitiating client or server. Theinitiating client or server isthe
process that made the service request on which the server is currently working.
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tuxTsrvrCItPid

Syntax | NTEGER
Access  read-only

Description  UNIX system process identifier for the initiating client or server.

Note: Thisobject isaUNIX-system-specific object that cannot be returned if the
platform on which the application is being run is not UNIX-based.

tuxTsrvrCltReply
Syntax I NTEGER { yes(1) | no(2) | null(3) }
Access  read-only

Description  yes(1)
The initiating client or server expectsareply.

no( 2)
The initiating client or server does not expect areply.

tuxTsrvrCmtRet

Syntax I NTEGER { conplete(1) | |ogged(2) }
Access  read-only

Description  The setting of the TP_COMMIT_CONTROL characteristic for this server. For details
on this characteristic, see the description of the Tuxedo/WLE system ATMI function
tpscnt (3).

tuxTsrvrCurConv

Syntax | NTEGER
Access  read-only

Description  Number of conversations initiated by this server through t pconnect (3) that are till
active.
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tuxTsrvrCurReq

Syntax | NTEGER
Access  read-only
Description  Number of requestsinitiated by this server throught pcal | (3) or t pacal | (3) that are

still active.
tuxTsrvrCurService
Syntax  Di spl ayString (SI ZE(L. . 15))

Access  read-only

Description  Service name, if any, on which the server is currently working.

tuxTsrvrCurTime

Syntax | NTEGER

Access  read-only
Description  Current time, in seconds, since 00:00:00 UTC, January 1, 1970, as on the local host.
This object can be used to compute elapsed time from thet uxTsrvr Ti meSt art and
tuxTsrvr Ti neRest art object values.

tuxTsrvrLastGrp

Syntax | NTEGER (1. .30000)

Access  read-only

Description  Server group number (t uxTgr oupNo) of the last service request made or conversation
initiated from this server outward.

tuxTsrvrSvcTimeOut

Syntax | NTEGER

Access  read-only
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Description  Timeleft in seconds, if any, for this server to process the current service request. A
value of 0 for an active service indicates that no timeout processing is being done. See
t uxTsvcTi meQut for moreinformation.

tuxTsrvrTimeLeft

Syntax | NTEGER
Access  read-only

Description  Time left, in seconds, for this server to receive the reply for which it is currently
waiting before it times out. This timeout can be a transactional timeout or a blocking
timeout.

tuxTsrvrTranLev

Syntax | NTEGER
Access  read-only

Description  Current transaction level for this server. 0 indicates that the server is not currently
involved in atransaction.

tuxTsrvrStateExt

Syntax INTEGER { active(l) | inactive(2) | migrating(3) | cleaning(4) |
restarting(5) | suspended(6) | partitioned(7) | dead(8) }

Access  read-only

Description  Refer to description of t uxTsr vr St at e for details.

tuxTsrvrGrpExt
Syntax  DisplayString
Access  read-only

Description  Name of group to which this server belongs. This object isincluded for readability
purposes only.
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tuxSrvrCurObjsExt (Tuxedo 8.0),
wleSrvrCurObjsExt

Syntax | NTEGER
Access  read-only

Description  The number of entriesin usein the bulletin board object table for this server.

Note: This object applies only to Tuxedo 8.0 or WebL ogic Enterprise applications.

tuxSrvrCurinterfaceExt (Tuxedo 8.0),
wleSrvrCurinterfaceExt

Syntax  Di spl ayString (SI ZE(L. . 128))
Access  read-only

Description  The interface name of the interface currently active in this server.

Note: This object applies only to Tuxedo 8.0 or WebL ogic Enterprise applications.

wleSrvrClassPath

Syntax  Di spl ayString (SI ZE(0. . 2047))
Access  read-only

Description  The current CLASSPATH for the run-time.

wleSrvrjavaHeap

Syntax | NTEGER
Access  read-only

Description  The heap size, as specified in the run-time options.
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wleSrvrjavaHeapuse

Syntax | NTEGER( 1. .100)
Access  read-only
Description  The percentage of heap space used.

wleSrvrjavaVendor
Syntax  Di spl ayString (SI ZE(0. . 30))

Access  read-only

wleSrvrjavaVersion

Syntax  Displ ayString (Sl ZE(O. . 30))

Access  read-only

tuxTsrvrCurDispatchThreads
Syntax | NTEGER

Access  read-only

Description  Current number of active service dispatch threads for this server.

tuxTsrvrHwDispatchThreads
Syntax | NTEGER

Access  read-only

Description  Highest number of active service dispatch threads created for this server sinceits last
restart. This number can differ from the number of service calls, because an
administrator can specify parameters that control the caching of idle service threads.
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tuxTsrvrNumDispatchThreads

Syntax | NTEGER
Access  read-only

Description  Total number of active service dispatch threads created for this server sinceits last
restart.

tuxTsvcTbl

Thet uxTsvcThbl group contains objectsthat represent configuration characteristics of
services within an application. The object valuesidentify and characterize configured
services. A t uxTsvcTbl object provides activation time configuration objects for
services not specifically configured as part of thet uxTsvcG p group.

Theindex into thistableist uxTsvcName. Objectsin this group are only accessible
through a Tuxedo/WLE SNMP agent installed on the local machine. To create a new
row in thetable, it is necessary to issue a SET request for a non-existing row in the

table.

Object Name Object ID

t uxTsvcNane .1.3.6.1.4.1.140.300.10.1.1.1
tuxTsvcType .1.3.6.1.4.1.140.300.10.1.1.2
tuxTsvcState .1.3.6.1.4.1.140.300.10.1.1.3
tuxTsvcAut oTr an .1.3.6.1.4.1.140.300.10.1.1.4
tuxTsvcLoad .1.3.6.1.4.1.140.300.10.1.1.5
tuxTsvcPrio .1.3.6.1.4.1.140.300.10.1.1.6
t uxTsvcTi neQut .1.3.6.1.4.1.140.300.10.1.1.7
tuxTsvcTranTi ne .1.3.6.1.4.1.140.300.10.1.1.8
t uxTsvcBuf Type .1.3.6.1.4.1.140.300.10.1.1.9
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Object Name Object ID

t uxTsvcRout i ngNane .1.3.6.1.4.1.140.300.10.1.1.10

t uxTsvcEncrypti onRequired  .1.3.6.1.4.1.140.300.10.1.1.20

t uxTsvcSi gnat ur eRequi r ed .1.3.6.1.4.1.140.300.10.1.1.30

tuxTsvcName

Syntax  DisplayString (Sl ZE(L. . 15))
Access  read-write

Description  Service name.

Note: Thisobject can be set only during row creation.

tuxTsvcType

Syntax INTEGER { app(1) | callable(2) | system(3) | unknown(4) }
Access  read-only
Description  Type of service.

app(1)
Indicates an application-defined service name.

cal | abl e(2)
Indicates a system-provided callable service.

system(3)
Indicates a system-provided and system-call able service. syst en{( 3)
services are not available to application clients and servers for direct access.
tuxTsvcState
Syntax  INTEGER { active(l) | inactive(2) | invalid(3) }
Access  read-write

Description ~ The values for GET and SET operations are as follows:
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GET: {active(1)|inactive(2)}
A GET operation retrieves configuration information for the selected
t uxTsvcTbl instance(s). The following states indicate the meaning of a
t uxTsvcSt at e returned in responseto aGET request. States not listed are not
returned.

active(1)
t uxTsvcTbl instanceis defined and at least onet uxTsvcG p object with a
matching t uxTsvcNane value is active.

i nactive(2)
t uxTsvcThl instanceisdefined and not uxTsvcG p object with amatching
t uxTsvcName valueis active.

SET: invalid(3)
A SET operation updates configuration information for the selected
t uxTsvcThl instance. The following state indicates the meaning of a
t uxTsvcSt at e setin a SET request. States not listed cannot be set.

i nval i d(3)
Deletet uxTsvcThbl instance for application. State changeis allowed only

when the serviceisinthei nacti ve(2) state. Successful return leaves the
objectinthei nval i d(3) state.

tuxTsvcAutoTran

Syntax I NTEGER { yes(1) | no(2) }
Access  read-write
Description  Automatically begin atransaction.
yes(1)
If the request is not already in transaction mode when a service request
message is received for this service, automatically begin a transaction.

no( 2)
Do not automatically begin atransaction

Note: Run-time updates to this object are not reflected in activet uxTsvcG p
objects.
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tuxTsvcLoad
Syntax I NTEGER (1..32768)
Access  read-write
Description  Thist uxTsvcTbl object imposes the indicated |oad on the system. Service loads are
used for load balancing purposes, that is, queues with higher enqueued workloads are
less likely to be chosen for a new request. Service loads have meaning only if the
t uxTdomai nLoadBal ance issettoyes(1).
Note: Run-time updates to this object are not reflected in activet uxTsvcG p
objects.
tuxTsvcPrio
Syntax | NTEGER (1..100)
Access  read-write
Description  Thist uxTsvcTbl object has the indicated dequeuing priority. If multiple service
requests are waiting on a queue for servicing, the higher priority requests are serviced
first.
Note: Run-time updates to this object are not reflected in activet uxTsvcG p
objects.
tuxTsvcTimeOut
Syntax | NTEGER
Access  read-write
Description ~ Time limit (in seconds) for processing requests for this service name. Servers

processing service requestsfor this service are abortively terminated (ki I 1 - 9) if they
exceed the specified time limit in processing the request. A value of O for this object
indicates that the service should not be abortively terminated.

Note: Run-time updates to this object are not reflected in activet uxTsveG p
objects.
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tuxTsvcTranTime
Syntax | NTEGER
Access  read-write
Description  Transaction timeout value (in seconds) for transactions automatically started for this

t uxTsvcThbl object. Transactions are started automatically when arequest not in
transaction modeisreceived and thet ux TsvcAut oTr an object valuefor the serviceis
yes(1).

Note: Run-time updates to this object are not reflected in activet uxTsvc G p

objects.
tuxTsvcBufType
Syntax  Di spl ayString (SI ZE(L. . 256))
Access  read-write
Description  typel[: subtypel[, subtype2 . . . ]][;type2[:subtype3[,. . . ]1] . . .

List of types and subtypes of data buffers accepted by this service. A maximum of 32
type/subtype combinations are allowed. Types of data buffers provided with
Tuxedo/WLE system are FML (for FML buffers), VIEW, X_C _TYPE, or
X_COMMON (for FMLviews), STRING (for NULL terminated character arrays), and
CARRAY or X_OCTET (for acharacter array that is neither encoded nor decoded
during transmission). Of these types, only VIEW, X_C_TYPE, and X_COMMON
have subtypes. A VIEW subtype gives the name of the particular VIEW expected by
the service. Application types and subtypes can also be added (seet uxt ypes(5)). For
abuffer type that has subtypes, “*” can be specified for the subtype to indicate that the
service accepts all subtypes for the associated buffer type.

A single service can only interpret afixed number of buffer types, namely those found
in its buffer type switch (seet uxt ypes(5)). If thet uxTsvcBuf Type valueis set to
ALL, that service accepts al buffer types found in its buffer type switch.

A type name can be 8 characters or lessin length and a subtype name can be 16
characters or lessin length. Note that type and subtype names should not contain
semicolon, colon, comma, or asterisk characters.
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Note: Thet uxTsvcBuf Type value represents the buffer types that must be
supported by each and every instance of an application service with this
service name. Since this object value is processed at service activation time,
updates to this object are allowed only when there are no activet uxTsvcG p
objects with matching service names.

tuxTsvcRoutingName
Syntax  Displ ayString (Sl ZE(O. . 15))
Access  read-write
Description  Thist uxTsveTbl object hastheindicated routing criterianame. Active updatesto this

object arereflected in all associated t uxTsvcG p objects.

tuxTsvcEncryptionRequired

Syntax
Access

Description

I NTECER { yes(1l) | no(2) }
read-write

If set to yes, every application service in this group requires an encrypted input
message buffer.

tuxTsvcSignatureRequired

Syntax
Access

Description

I NTECER { yes(1l) | no(2) }
read-write

If set to yes, every application servicein this group requires avalid digital signature
on itsinput message buffer.
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tuxTsvcGrp

Thet uxTsvcG p group contains objects that represent configuration and run-time
characteristics of services/groupswithin an application. The object valuesidentify and
characterize configured services/groups as well as provide run-time tracking of
statistics and resources associated with each object.

Both t uxTsvcTbl andt uxTsvc G p define activation time object values for service
names within the application. When anew serviceis activated (advertised), either due
toinitial activation of a server or dueto acall tot padverti se(3), the following
hierarchy exists for determining the object values to be used at service startup time.

1. If amatching configured t uxTsvc G p entry exists (matching service name and
server group), the objects defined in that object are used to initialy configure the
advertised service.

2. Otherwise, if amatching configured t uxTsvcThl entry exists (matching service
name), the objects defined in that object are used to initially configure the
advertised service.

3. Otherwise, if any configured t uxTsvcGr p entries are found with matching
service name value, the first one found is used to initially configure the
advertised service.

4. If none of the preceding casesis used, the system defaults for service objects are
used to initially configure the advertised service.

Objectsin this group are only accessible through a Tuxedo/WLE SNMP agent
installed on the local machine.

To create anew row in thetable, it is necessary to issue a SET request that specifies at
least t uxTsvc G pName. The combination of values specified for t uxTsvc G pNane
andt uxTsvcG pSvcName inthe SET reguest should not correspond to an existing row.
If the value of t uxTsvcSrvr I d iszero in the SET request, the service entry is
configured but not activated (advertised). If t uxTsvcSrvr I d isnot set to zero, the
service is activated using the value of t uxTsvcSrvr | d to identify the server instance.
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tuxTsvcGrpSvcName
Syntax  DisplayString (Sl ZE(L. . 15))
Access  read-only
Description  Service name.

Object Name Object ID

tuxTsvcG pSvcNanme .1.3.6.1.4.1.140.300.10.2.1.1
t uxTsvcG pName .1.3.6.1.4.1.140.300.10.2.1.2
t uxTsvcG pNo .1.3.6.1.4.1.140.300.10.2.1.3
tuxTsvcG pSt at e .1.3.6.1.4.1.140.300.10.2.1.4
t uxTsvcG pAut oTr an .1.3.6.1.4.1.140.300.10.2.1.5
t uxTsvcG pLoad .1.3.6.1.4.1.140.300.10.2.1.6
tuxTsvcG pPrio .1.3.6.1.4.1.140.300.10.2.1.7
t uxTsvcG pSvcTi neCut .1.3.6.1.4.1.140.300.10.2.1.8
tuxTsvcG pTranTi ne .1.3.6.1.4.1.140.300.10.2.1.9
tuxTsvcSrvrLm d .1.3.6.1.4.1.140.300.10.2.1.10
t uxTsvcSrvr RqgAddr .1.3.6.1.4.1.140.300.10.2.1.11
tuxTsveSrvrid .1.3.6.1.4.1.140.300.10.2.1.12
t uxTsvcer Name .1.3.6.1.4.1.140.300.10.2.1.13
t uxTsvcSrvr Nconpl et ed .1.3.6.1.4.1.140.300.10.2.1.14
t uxTsvcSrvr Nqueued .1.3.6.1.4.1.140.300.10.2.1.15
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tuxTsvcGrpName

Syntax  Displ ayString (Sl ZE(1. . 30))
Access  read-only

Description  Server group hame. Server group names cannot contain an asterisk.

tuxTsvcGrpNo

Syntax I NTEGER (1..29999)
Access  read-write

Description  Server group number.

tuxTsvcGrpState
Syntax I NTEGER { active(l) | inactive(2) | invalid(3) }
Access  read-write
Description  The values for GET and SET operations are as follows:

GET: active(1)|inactive(2)
A GET operation retrieves configuration information for the selected
t uxTsvcG pSt at e instance(s). The following states indicate the meaning of
atuxTsvc@ pSt at e returned in response to a GET request. States not listed
are not returned.

active(1)
At least one instance is active, suspended, or partitioned.

i nactive(2)
t uxTsve G p instance defined and inactive.

SET: invalid(3)
A SET operation removes the corresponding t ux TsvcG p instance. When a
t uxTsve @ p instanceisdeleted it also removesthe associated t uxTsveSr vr
instances that correspond to server instances that are a part of the group
advertising this service. Thistransition is permissible only ini nact i ve( 2)
State.
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tuxTsvcGrpAutoTran

Syntax INTEGER { yes(1) | no(2) }
Access  read-write

Description ~ Automatically begin atransaction (yes( 1) ) when a service request message is
received for this serviceif the request is not aready in transaction mode.

tuxTsvcGrpLoad

Syntax I NTEGER (1..32767)
Access  read-write

Description  Thist uxTsveG p instanceimposestheindicated load on the system. Serviceloadsare
used for load balancing purposes, that is, queues with higher enqueued workloads are
less likely to be chosen for a new request.

tuxTsvcGrpPrio

Syntax I NTEGER (1..100)
Access  read-write

Description ~ Thist uxTsvcG p object has the indicated dequeuing priority. If multiple service
requests are waiting on a queue for servicing, the higher priority requests are serviced
first.

tuxTsvcGrpSvcTimeOut

Syntax | NTEGER
Access  read-write

Description ~ Time limit (in seconds) for processing requests for this service name. Servers
processing service requestsfor this service are abortively terminated (ki I 1 - 9) if they
exceed the specified time limit in processing the request. A value of O for this object
indicates that the service should not be abortively terminated.
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tuxTsvcGrpTranTime

Syntax | NTEGER

Access  read-write

Description  Transaction timeout value (in seconds) for transactions automatically started for this
t uxTsvcG p instance. Transactions are started automatically when arequest not in
transaction mode isreceived and thet ux Tsvc G pAut oTr an object value for the

serviceisyes(1).
tuxTsvcSrvrLmid

Syntax  Di spl ayString (SI ZE(L. . 30))

Access  read-only

Description  Current logical machine on which an active server that offersthis serviceis running.

tuxTsvcSrvrRqAddr

Syntax  Displ ayString (Sl ZE(1. . 30))
Access  read-only

Description  Symbolic address of the request queue for an active server that offersthis service. See
t uxTsrvr RgAddr for more information on this object.

tuxTsvcSrvrid
Syntax I NTEGER (1..30000)

Access  read-write

Description  Server ID of which the serviceis apart. The user can also set the value of this object
to activate (advertise) one or moret uxTsvcG p instances. The value provided to set
this object is used to activate another instance of t uxTsvc G p.
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tuxTsvcrName

Syntax  DisplayString (Sl ZE(L. . 15))
Access  read-write

Description  Function name within the associated server assigned to process requests for this
service. When this object is specified, thet uxTsvcG p instanceis activated
(advertised). The user needs to specify the server ID of the corresponding server
instance (t uxTsvcSrvr | d) inthe SNMP index. This object can be updated only
during row creation.

tuxTsvcSrvrNcompleted
Syntax | NTEGER

Access  read-only

Description  Number of servicerequests compl eted with respect to theretrieved active or suspended
instance since it was activated (advertised).

Note: ThetuxTsvcSrvrNconpl et ed valueis returned only when
t uxTdomai nLoadBal ance isequal toyes(1).
tuxTsvcSrvrNqueued
Syntax | NTEGER (0. . 32767)

Access  read-only

Description  Number of requests currently enqueued to this service. Thet uxTsvcSr vr Nqueued
value isincremented at enqueue time and decremented when the server dequeues the
request.

Note: Thet uxTsvcSrvr Nqueued valueisreturned only whent ux Tdomai nhodel is
setto si ngl e- machi ne( 1) andt uxTdomai nLoadBal ance issettoyes(1) .
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tuxTlistenTbl

Thet uxTl i st enThl group contains objects that represent run-time characteristics of
Tuxedo/WLE listener processes for a distributed application.

Object Name Object ID

tuxTlistenLm d .1.3.6.1.4.1.140.300.21.1.1.1

tuxTlistenState .1.3.6.1.4.1.140.300.21.1.1.2
tuxTlistenLmid

Syntax  Di spl ayString (SI ZE(L. . 30))
Access  read-only

Description  Logical machine identifier.

tuxTlistenState

Syntax I NTEGER { inactive(2) | active(l) }
Access  read-only
Description  The values for GET and SET operations are as follows:

GET: {active(l)|inactive(2)}
A GET operation retrieves run-time information for the selected
tuxTli st enThl instance(s). The following states indicate the meaning of a
t uxTl i st enSt at e returned in responseto aGET request. Statesnot listed are
not returned.

active(1)
t uxTl i st enThbl instance active.

i nactive(2)
t uxTl i st enTbl instance not active.
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tuxTranTbl

Thet uxTranTbl group contains objects that represent run-time characteristics of
active transactions within the application. The following objects comprise the index
for rowsin thistable: t uxTr anl ndx1, t uxTr anl ndx2, t uxTr anl ndx3,

t uxTranl ndx4, t uxTr anl ndx5. Objectsin this table are accessible only through a
Tuxedo/WLE SNMP agent running on the local machine.

Object Name Object ID

t uxTranCoor dLmi d .1.3.6.1.4.1.140.300.23.1.1.1
tuxTpTranl d .1.3.6.1.4.1.140.300.23.1.1.2
tuxTranXi d .1.3.6.1.4.1.140.300.23.1.1.3
t uxTranl ndx1 .1.3.6.1.4.1.140.300.23.1.1.4
t uxTr anl ndx2 .1.3.6.1.4.1.140.300.23.1.1.5
t uxTranl ndx3 .1.3.6.1.4.1.140.300.23.1.1.6
t uxTr anl ndx4 .1.3.6.1.4.1.140.300.23.1.1.7
t uxTranl ndx5 .1.3.6.1.4.1.140.300.23.1.1.8
tuxTranState .1.3.6.1.4.1.140.300.23.1.1.9
tuxTranTi mneQut .1.3.6.1.4.1.140.300.23.1.1.10
t uxTranG pCnt .1.3.6.1.4.1.140.300.23.1.1.11
t uxTranG pl ndex .1.3.6.1.4.1.140.300.23.1.1.12
t uxTranG pNo .1.3.6.1.4.1.140.300.23.1.1.13
tuxTranGstate .1.3.6.1.4.1.140.300.23.1.1.14
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tuxTranCoordLmid
Syntax  Displ ayString (Sl ZE(1. . 30))
Access  read-only
Description  Logical .machi neidentifier of the server group responsible for coordinating the
transaction.
tuxTpTranid
Syntax  Di spl ayString (SI ZE(2. . 78))
Access  read-only
Description  Transaction identifier as returned from t psuspend(3) mapped to a string
representation. The datain this field should not be interpreted directly by the user
except for equality comparison.
tuxTranXid
Syntax  Displ ayString (Sl ZE(2. . 78))
Access  read-only
Description  Transaction identifier asreturned fromt x_i nf o(3) mapped to a string representation.
The datain thisfield should not be interpreted directly by the user except for equality
comparison.
tuxTranIndx1
Syntax | NTEGER
Access  read-only
Description  This number is purely for unique indexing of thistable.
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tuxTranindx2

Syntax | NTEGER
Access  read-only

Description  This number is purely for unique indexing of thistable.

tuxTranindx3

Syntax | NTEGER
Access  read-only

Description  This number is purely for unique indexing of this table.

tuxTranindx4

Syntax | NTEGER
Access  read-only

Description  This number is purely for unique indexing of this table.

tuxTranindx5

Syntax | NTEGER
Access  read-only

Description  This number is purely for unique indexing of thistable.

tuxTranState

Syntax I NTEGER { active(1l) | abort-only(2) | aborted(3) | comcalled(4)

| ready(5) | decided(6) | suspended(7) }
Access  read-write

Description  The valuesfor GET and SET operations are as follows:
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GET: active(1l)|abort-only(2)]|aborted(3)|comcalled(4)]|ready(5)]

deci ded( 6) | suspended(7)
A GET operation retrievesrun-timeinformation for the selected t ux Tr anThl
instance(s). The following states indicate the meaning of at uxTr anSt at e
object. States not listed are not returned. Note that distinct objects pertaining
to the same global transaction (equivalent transaction identifiers) can indicate
differing states. In general, the state indicated on the coordinator’s site
(t uxTranCoor dLni d) indicates the true state of the transaction. The
exception is when a noncoordinator site notices a condition that transitions
the transaction state to abor t - onl y( 2) . Thistransition is eventually
propagated to the coordinator site and results in the rollback of the
transaction, but this change cannot be immediately reflected on the
coordinator site.

active(1)
The transaction is active.

abort-only(2)
The transaction has been identified for rollback on the retrieval site.

aborted(3)
The transaction has been identified for rollback and rollback has been
initiated on the retrieval site.

com cal |l ed(4)
Theinitiator of the transaction has called t pconmi t (3) and thefirst phase of
two-phase commit has begun on the retrieval site.

ready(5)
All of the participating groups on the retrieval site have successfully
completed the first phase of two-phase commit and are ready to be
committed.

deci ded( 6)
The second phase of the two-phase commit has begun on the retrieval site.

suspended( 7)
Theinitiator of the transaction has suspended processing on the transaction.
Note that this state is returned from the initiator’ s site only.

SET: aborted(3)
A SET operation updates run-time information for the selected t uxTr anThl
instance. The following state indicates the meaning of at uxTr anSt at e set
in a SET request. States not listed cannot be set.
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abort ed(3)
Abort thet uxTr anTbl instance for the application. State changeis alowed
only when the transaction isin theact i ve( 1), abort-onl y(2), or
com cal | ed(4) state. Cannot be accompanied by achange to
t uxTr anGst at e. Successful return leaves the object in the abor t ed( 3)
state.

tuxTranTimeOut
Syntax | NTEGER
Access  read-only
Description  Time left (in seconds) before the transaction times out on the retrieval site. Note that
thet uxTr anTi neCQut valueisreturned only when thetransaction stateisacti ve(1).
tuxTranGrp(Cnt
Syntax | NTEGER
Access  read-only
Description  Number of groupsidentified as participantsin the transaction by the information

returned from the retrieval site.

tuxTranGrpindex

Syntax | NTEGER
Access  read-only

Description  Index of thefirst group-specific object values (t uxTr anGr pNo and t uxTr anGst at e)
corresponding to this object.

tuxTranGrpNo

Syntax | NTEGER
Access  read-only

Description ~ Group number of the participating group.
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tuxTranGstate

Syntax

Access

Description

I NTEGER { active(l) | aborted(2) | rd-only(3) | ready(4)
hcommit (5) | habort(6) | done(7) | pre-prepare(8) | post-abort(9)
| post-commit(10) | unknown(11l) )

read-write
The values for GET and SET operations are as follows:

GET: active(1l)|aborted(2)|rd-only(3)]|ready(4)|hcommt(5)]|habort(6)

| done(7)
A GET operation retrieves run-time information for the selected t uxTr anThbl
instance(s) pertaining to theindicated group. Thefollowing statesindicatethe
meaning of at uxTr anGst at e returned in response to a GET request. States
not listed are not returned. Note that distinct objects pertaining to the same
global transaction (equivalent transaction identifiers) can indicate differing
statesfor individual groups. In general, the state indicated on the group’ s site
indicates the true state of the group’s participation in the transaction. The
exception iswhen the coordinator site determines that the transaction should
abort and sets each participant group stateto abor t ed( 2) . Thistransitionis
propagated to the group’ s site and results in the rollback of the group’ s work
in the transaction, but cannot be reflected immediately

active(1)
The transaction is active in the indicated group.

aborted(2)
The transaction has been identified for rollback and rollback has been
initiated for the indicated group.

rd-only(3)
The group has successfully completed the first phase of two-phase commit
and has performed only read operations on the resource manager, thus
making it unnecessary to perform the second phase of commit for this group.

ready(4)
The group has successfully completed the first phase of two-phase commit
and is ready to be committed.

hcommi t (5)
The group has been heuristically committed. This state might or might not
agree with the final resolution of the transaction.
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habort (6)
The group has been heuristically rolled back. This state might or might not

agree with the final resolution of the transaction.

done(7)
This group has completed the second phase of the two-phase commit.

pre- prepare(8)
Indicates that the transaction group contains Tuxedo 8.0 or WebL ogic
Enterprise serversthat havecaled xa_end (TM SUSPEND) during the course
of transactional work and that commit processing is beginning. This state
exists until either (1) All serversthat called xa_end (TMSUSPEND) have
caused acall to xa_end (TMSUCCESS), at which point the group state
becomes ready, or (2) One of the target servers does a rollback of the
transaction at which point the group state becomes either post - abort (9) or
aborted(2).

Note: Thisstate is supported for Tuxedo 8.0 and WebL ogic Enterprise
applications only.

post - abort (9)
Indicates that a Tuxedo 8.0 or WebL ogic Enterprise server called xa_end
(TPFAIL) and that the TMS has not yet called xa_r ol | back() . Inthiscase,
other Tuxedo 8.0/ WebL ogic Enterprise serversthat called xa_end
(TMSUSPEND) are being notified by the TMSin order to clean up their
associated CORBA objects.

Note: Note: Thisstateis supported for Tuxedo 8.0 and WebL ogic Enterprise
applications only.

post - conmmi t (10)
This state is not implemented yet.

Note: Thisstate is supported for Tuxedo 8.0 and WebL ogic Enterprise
applications only.

SET: hconmit (5)| habort (6)
A SET operation updates run-time information for the first group in the
originating request within the selected t ux Tr anThl instance. The following
states indicate the meaning of at uxTr anGst at e set in a SET request. States
not listed cannot be set. State transitions are allowed only when performed
within the object representing the group’ s site.
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hcommi t (5)

Heuristically commit the group’ s work as part of the indicated transaction.
State changeisalowed only whent uxTr anGst at e isSready, t uxTr anSt at e
isready, and the indicated group is not on the coordinator’ s site. Successful
return leaves the object in the hconmi t (5) state.

habort ( 6)

Heuristically rollback the group’s work as part of the indicated transaction.
State change is allowed only when t uxTr anGst at e iSacti ve(1) or
ready(4),tuxTranSt at eisready(4),andtheindicated groupisnot onthe
coordinator’ ssite. Successful return leavestheobjectinthehabor t (6) state.

tuxTulogTable

Thet uxTul ogTabl e group contains objects that represent run-time characteristics of
userlog (ULOG) files within an application. The index into thistableis

t uxTul ogSer No. The values returned for objectsin this table are controlled by the
MIB control group t uxTul ogCtrl .

Object Name Object ID

t uxTul ogSer No 1.3.6.1.4.1.140.300.9.1.1.1
t uxTul ogLmi d 1.3.6.1.4.1.140.300.9.1.1.2
t uxTul ogPni d 1.3.6.1.4.1.140.300.9.1.1.3
t uxTul ogMrDdYy 1.3.6.1.4.1.140.300.9.1.1.4
t uxTul ogTi e .1.3.6.1.4.1.140.300.9.1.1.5
t uxTul ogLi ne .1.3.6.1.4.1.140.300.9.1.1.6
t uxTul ogVsg 1.3.6.1.4.1.140.300.9.1.1.7
tuxTul ogTpTranl d .1.3.6.1.4.1.140.300.9.1.1.8
t uxTul ogXi d .1.3.6.1.4.1.140.300.9.1.1.9
t uxTul ogPi d .1.3.6.1.4.1.140.300.9.1.1.10
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Object Name Object ID

t uxTul ogSeverity 1.3.6.1.4.1.140.300.9.1.1.11

t uxTul ogCat 1.3.6.1.4.1.140.300.9.1.1.12

t uxTul ogMsgNum .1.3.6.1.4.1.140.300.9.1.1.13

t uxTul ogPr ocNane 1.3.6.1.4.1.140.300.9.1.1.14

t uxTul ogThr eadl D .1.3.6.1.4.1.140.300.9.1.1.20

t uxTul ogContext I D  .1.3.6.1.4.1.140.300.9.1.1.30

tuxTulogSerNo

Syntax | NTEGER
Access  read-only

Description A running serial number for therowsint uxTul ogTabl e.

tuxTulogLmid

Syntax  Di spl ayString (SI ZE(L. . 30))
Access  read-only

Description  Retrieval machine logical machine identifier.

tuxTulogPmid

Syntax  DisplayString (Sl ZE(L. . 30))
Access  read-only

Description  Physical machine identifier.
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tuxTulogMmDdYy
Syntax | NTEGER
Access  read-only
Description  Month, day, and year of thelog file.

tuxTulogTime
Syntax | NTEGER
Access  read-only

Description  Time at which the message was generated.

tuxTulogLine
Syntax | NTEGER
Access  read-only

Description  Line number of the message in the log file.

tuxTulogMsg
Syntax  Di spl ayString (SI ZE(L. . 256))
Access  read-only

Description  The entire text of the userlog message as it appearsin the userlog file.

tuxTulogTpTranid
Syntax  Di spl ayString (SI ZE(L. . 78))
Access  read-only

Description  Transactionidentifier asreturned fromt psuspend(3). Thedatain thisfield should not
be interpreted directly by the user except for equality comparison. M essages not
associated with transactions retrieve a 0-length string as the value for this object.
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tuxTulogXid
Syntax
Access

Description

Di spl ayString (Sl ZE(L. . 78))
read-only

Transaction identifier as returned fromt x_i nf o(3). The dataiin this field should not
be interpreted directly by the user except for equality comparison. Messages not
associated with transactions retrieve a 0-length string as the value for this object.

tuxTulogPid
Syntax | NTEGER
Access  read-only
Description  Process identifier of the client or server that generated the userlog message.
tuxTulogSeverity
Syntax  DisplayString (Sl ZE(L. . 30))
Access  read-only
Description  Severity of message, if any.
tuxTulogCat
Syntax  Di spl ayString (SI ZE(L. . 30))
Access  read-only
Description  Catalog name from which the message was derived, if any.
tuxTulogMsgNum
Syntax | NTEGER
Access  read-only
Description  Catalog message number, if the message was derived from a catal og.
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tuxTulogProcName

Syntax  Displ ayString (Sl ZE(1. . 30))
Access  read-only

Description  Process name of the client or server that generated the userlog message.

tuxTulogThreadID

Syntax | NTEGER
Access  read-only

Description  Identifier for the thread that wrote this userlog message.

tuxTulogContextID

Syntax | NTEGER
Access  read-only

Description  Identifier for this particular application association.
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tuxTulogCtrl

Thet uxTul ogCt rlI group contains objects that control the userlog (ULOG) messages
returned by thet uxTul ogTabl e.

Object Name Object ID

t uxTul ogLmi dCtrl .1.3.6.1.4.1.140.300.9.2.1
t uxTul ogPmi dCtrl .1.3.6.1.4.1.140.300.9.2.2
t uxTul ogMrddyyCtr | .1.3.6.1.4.1.140.300.9.2.3
t uxTul ogTi meCtrl .1.3.6.1.4.1.140.300.9.2.4
t uxTul ogEndTi neCtrl .1.3.6.1.4.1.140.300.9.2.5
t uxTul ogLi neCtrl .1.3.6.1.4.1.140.300.9.2.6
t uxTul ogMsgCtr .1.3.6.1.4.1.140.300.9.2.7
t uxTul ogTptranl dCtrl .1.3.6.1.4.1.140.300.9.2.8
t uxTul ogXi dCtrl .1.3.6.1.4.1.140.300.9.2.9
t uxTul ogPi dCtr | .1.3.6.1.4.1.140.300.9.2.10
t uxTul ogSeverityCrl .1.3.6.1.4.1.140.300.9.2.11
tuxTul ogCat Ctr .1.3.6.1.4.1.140.300.9.2.12
t uxTul ogMsgNunCt r | .1.3.6.1.4.1.140.300.9.2.13
t uxTul ogPr ocNanmeCtr | .1.3.6.1.4.1.140.300.9.2.14
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tuxTulogLmidCtrl

Syntax  Displ ayString (Sl ZE(1. . 30))
Access  read-write

Description  Logical machine ID to qualify machine from where the userlog fileis read for
t uxTul ogTabl e. By default, the ULOGfiles from the local host are returned, in
accordance to the ULOGPFX. To revert to the default setting, set this object to nul | .

tuxTulogPmidCtrl
Syntax  Di spl ayString (SI ZE(L. . 30))
Access  read-write

Description  Physical machine nameto qualify the source machinefor userlog messagesto belisted
int uxTul ogTabl e. By default, messagesfrom all hostswithin ULOGfiles qualified by
t uxTul ogLmi dCt r | arereturned. To revert to the default setting, set this object to
nul I .

tuxTulogMmddyyCtrl

Syntax | NTEGER
Access  read-write

Description  Date value to qualify userlog messageslisted int uxTul ogTabl e. Default valueis
current date. To reset the value of the qualifier to its default, set this object to 0.

tuxTulogTimeCtrl
Syntax | NTEGER

Access  read-write

Description  Starting time of the time range for which the userlog messages are listed in
t uxTul ogTabl e. This number is calculated as under - “hrs* 10000 + mins* 100 +
secs’. The default valueiso.
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tuxTulogEndTimeCtrl

Syntax | NTEGER
Access  read-write

Description  Ending time of the time range for which the userlog messages are listed in
t uxTul ogTabl e. This number is calculated as under - “hrs* 10000 + mins* 100 +
secs’. By default, the maximum value is considered. To revert to the default setting,
set this object to 0.

tuxTulogLineCtrl

Syntax | NTEGER
Access  read-write

Description  Beginning line number from which the userlog messages are listed in
t uxTul ogTabl e. By default, all messagesarereturned. To revert to the default setting,
set this object to 0.

tuxTulogMsgCtrl
Syntax  DisplayString (Sl ZE(L. . 30))
Access  read-write

Description  Regular expression to qualify userlog messageslistedint uxTul ogTabl e onthe basis
of the message body. By default, all messages are listed. To revert to the default
setting, set this object tonul | .

tuxTulogTptranldCtrl

Syntax  Di spl ayString (SI ZE(L. . 78))
Access  read-write

Description  Vaueof t uxTpTr anl d to qualify messagesto bedisplayedintheint uxTul ogTabl e.
By default, all messages are returned. To revert to the default setting, setittonul I .
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tuxTulogXidCtrl

Syntax  Displ ayString (Sl ZE(1. . 30))
Access  read-write
Description  Valueof t uxTranXi d to qualify messagesto be displayed intheint uxTul ogTabl e.
By default, all messages are returned. To revert to the default setting, setittonul I .

tuxTulogPidCtrl

Syntax | NTEGER
Access  read-write

Description  Value of process Id of the source to qualify messages to be displayed in the
t uxTul ogTabl e. By default, messages with any pid arelisted. To revert to the default
setting, set this object to 0.

tuxTulogSeverityCtrl
Syntax  Displ ayString (Sl ZE(1. . 30))
Access  read-write

Description  Regular expression to qualify userlog messagesto belistedint uxTul ogTabl e onthe
basis of message severity, if any. By default, messages with any severity arelisted. To
revert to the default setting, set this object to nul I .

tuxTulogCatCtrl

Syntax  Di spl ayString (SI ZE(L. . 30))
Access  read-write

Description  Regular expression to qualify userlog messagesto belistedint uxTul ogTabl e onthe
basis of the catalog name, if any. By default, messagesfrom all catalogs arelisted. To
revert to the default setting, set this object tonul | .
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tuxTulogMsgNumCtrl

Syntax | NTEGER
Access  read-write

Description  Message number in catalog to qualify userlog messagesto belisted in
t uxTul ogTabl e. By default, all message numbers are returned. To revert to the
default setting, set this object to 0.

tuxTulogProcNameCtrl

Syntax  Di spl ayString (SI ZE(L. . 30))
Access  read-write

Description  Regular expression to qualify userlog messagesto belisted int uxTul ogTabl e onthe
basis of the process name that generated the message, if known. By defaullt, all
messages are returned. To revert to the default setting, set thisobject tonul I .

tuxTnetGrpTbl

Thet uxTnet G pThl group contains objects that represent application characteristics
of network groups. Network groups are groups of logical machine IDs that can

communicate over the network address defined inthet ux Tnet MapNaddr objectinthe
t uxTnet MapThl table entry. For row creation, a SET request with t uxTnet Gr pNane,
t uxTnet G pNo, andt uxTnet G pPri o isrequired. t uxTnet G pNo providestheindex

into this table.
Object Name Object ID
t uxTnet G pNane .1.3.6.1.4.1.140.300.28.1.1
t uxTnet G pNo .1.3.6.1.4.1.140.300.28.1.2
tuxTnet G pState .1.3.6.1.4.1.140.300.28.1.3
tuxTnet G pPrio .1.3.6.1.4.1.140.300.28.1.4
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tuxTnetGrpName

Syntax  Displ ayString (Sl ZE(1. . 30))
Access  read-write

Description  Logical name of the network group. A group name is astring of printable characters
and cannot contain a pound sign (#), comma (,), colon (:), or newline character. This
object can be updated only during row creation.

tuxTnetGrpNo

Syntax I NTEGER (1..8191)
Access  read-write

Description  Group identifier of the network group. This object can be updated only during row
creation.

tuxTnetGrpState
Syntax I NTEGER { valid(1) | invalid(2) }
Access  read-write

Description A GET request retrieves configuration information for the selected t uxTnet G pThbl
instance (or instances). The following states indicate the meaning of the value that is
returned:

GET: valid(1)
Theinstance is defined. This state is the only valid state for this object.

SET: invalid(2)
Delete the selected t uxTnet G pThl instance from the application.

States not listed are not returned.
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tuxTnetGrpPrio

Syntax I NTEGER (1..8191)
Access  read-write

Description  The priority band for this network group. All network groups that have an equivalent
band priority are used in parallel.

tuxTnetMapTbl

Theinstancesinthet uxTnet MapTbl associatet uxTrachi neLni dsto aninstancein
thet uxTnet G pTbl . Therowsin thistableidentify which logical machines belongto
which network groups. For row creation, a SET request with at least

t uxTnet MapNaddr isneeded. The index into thistable is provided by

t uxTnet MapG pNo and t uxTnet MapLni d.

Object Name Object ID

t uxTnet MapG pNane .1.3.6.1.4.1.140.300.33.1.1
t uxTnet MapG pNo .1.3.6.1.4.1.140.300.33.1.2
t uxTnet MapLmi d .1.3.6.1.4.1.140.300.33.1.3
tuxTnet MapSt at e .1.3.6.1.4.1.140.300.33.1.4
t uxTnet MapNaddr .1.3.6.1.4.1.140.300.33.1.5
t uxTnet MapM nEncrypt Bi t .1.3.6.1.4.1.140.300.33.1.6
t uxTnet MapMaxEncr ypt Bi t .1.3.6.1.4.1.140.300.33.1.7
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tuxTnetMapGrpName

Syntax  Displ ayString (Sl ZE(1. . 30))
Access  read-write

Description  The logical name of the network group. A group nameis a string of printable
characters and cannot contain a pound sign (#), comma (,), colon (;), or anewline
character.

tuxTnetMapGrpNo

Syntax I NTEGER (1..8191)
Access  read-write

Description  Identifier for this logical network group. This object can be updated only during row
creation.

tuxTnetMapLmid

Syntax  Displ ayString (Sl ZE(1. . 30))
Access  read-write

Description  Logical machine name for this network mapping. This object can be updated only
during row creation.

tuxTnetMapState

Syntax I NTEGER { valid(1) | invalid(2) }
Access  read-write

Description A GET request retrieves configuration information for the selected t uxTnet MapThl
instance (or instances). The following states indicate the meaning of the value of
t uxTnet MapSt at e that is returned:

GET: valid(1l)
Theinstance is defined. This state is the only valid state for this object.
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SET: invalid(2)
Delete the selected t uxTnet MapTbl instance from the application. If any
network links are active as aresult of the mapping, they are disconnected.
This disconnection can cause a state changeint uxTBri dgeTbl instances
associated with the network links.

States not listed are not returned.

tuxTnetMapNaddr

Syntax  Di spl ayString (SI ZE(L. . 78))
Access  read-write

Description  Specifies the complete network address to be used by the BRIDGE process placed on
the logical machine asitslistening address. The listening addressfor aBRIDGE isthe
means by which it is contacted by other BRIDGE processes participating in a
networked application, that is, if the value of t uxTdomai nOpt i ons isl an(1). If the
string is of the form Oxhex- di gi t's or \\ xhex- di gi t s, it must contain an even
number of valid hexadecimal digits. These forms are translated internally into a
character array containing the hexadecimal representation of the string specified. For
TCP/IP addresses, either the/ / host name: port or #. #. #. #: port format is used.

tuxTnetMapMinEncryptBit
Syntax INTEGER { none(1) | 40-bit(2) | 128-bit(3) | unknown(4) }
Access  read-write

Description  Specifies the required level of encryption when establishing a network link to this
machine.

none( 1)
No encryption

40- bi t (2) and 128- bi t (3)
Thesevalues specify the encryption key length (in bits). If thisminimum level
of encryption cannot be met, the attempt to establish the link fails.

The default valueisnone( 1) . Modificationsto this object do not affect network links
that have already been established.
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tuxTnetMapMaxEncryptBit

Syntax
Access

Description

I NTEGER {none(1) | 40-bit(2) | 128-bit(3) | unknown(4) }
read-write

Encryption can be negotiated up to the specified level when establishing a network
link.

none( 1)
No encryption

40- bi t (2) and 128- bi t (3)
These values specify the encryption key length (in bits).

The default valueis 128- bi t ( 3) . Modifications to this object do not affect network
links that are already established.

tuxTserverCixtTbl

Thet uxTser ver Ct xt Tbl group contains objects that represent configuration and
run-time characteristics of individual server dispatch contexts within an application.
This group is defined for both single-context and multi-context servers. For
single-context servers, the object valuesin this group are repeated as part of the

t uxTsrvr Thl group. The objectsin this group are read-only.

These object values provide run-time tracking of statistics and resources associated
with each server dispatch context.

Object Name Object ID

tuxTserverG xtGp .1.3.6.1.4.1.140.300.34.1.1.10
tuxTserver Ct xt Server| D .1.3.6.1.4.1.140.300.34.1.1.20
tuxTserver C xt Cont ext | D .1.3.6.1.4.1.140.300.34.1.1.30
tuxTserverGxtCtlLmd .1.3.6.1.4.1.140.300.34.1.1.40
tuxTserverCtxtCltPid .1.3.6.1.4.1.140.300.34.1.1.50
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Object Name Object ID

tuxTserver Gt xt Cl t Repl y .1.3.6.1.4.1.140.300.34.1.1.60
t uxTser ver Ct xt Cnt Ret .1.3.6.1.4.1.140.300.34.1.1.70
t uxTser ver Ct xt Cur Conv .1.3.6.1.4.1.140.300.34.1.1.80
t uxTserver Ct xt Cur Req .1.3.6.1.4.1.140.300.34.1.1.90
t uxTserver Ct xt Cur Ser vi ce .1.3.6.1.4.1.140.300.34.1.1.100
tuxTserver CtxtLastGp .1.3.6.1.4.1.140.300.34.1.1.110
t uxTserver C xt SvcTi meCut .1.3.6.1.4.1.140.300.34.1.1.120
tuxTserver Ct xt Ti meLeft .1.3.6.1.4.1.140.300.34.1.1.130
tuxTserver Ct xt TranLev .1.3.6.1.4.1.140.300.34.1.1.140

tuxTserverCtxtGrp

Syntax  Di spl ayString (SI ZE(L. . 30))
Access  read-only

Description  Logical name of the server group. Server group names cannot contain an asterisk (*),
comma (,), or colon (:).

tuxTserverCtxtServeriD
Syntax | NTEGER (Sl ZE(1. . 30000))
Access  read-only
Description  Unique (within the server group) server identification number.

tuxTserverCtxtContextID

Syntax
Access

Description

| NTEGER (SI ZE(- 2. . 29999))

read-only

Identifier of this particular server context.
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tuxTserverCtxtClitLmlid

Syntax | NTEGER (Sl ZE(1. . 30))
Access  read-only

Description  Logical machine for theinitiating client or server. Theinitiating client or server isthe
process that made the service request on which the server is currently working.

tuxTserverCtxtCItPid

Syntax | NTEGER
Access  read-only
Description  UNIX system process identifier for the initiating client or server.

Limitation: Thisobject isa UNIX-system-specific object that cannot be returned if the
platform on which the application is being run is not UNIX-based.

tuxTserverCtxtCItReply

Syntax  INTEGER { yes(1) | no(2) }
Access  read-only
Description  Theinitiating client or server isexpecting areply (yes( 1)) or isnot expecting areply

(no(2)).

tuxTserverCtxtCmtRet

Syntax  INTEGER { conplete(1l) | |ogged(2) }
Access  read-only

Description  Thisobject valueisthe setting of the TP_COMMIT_CONTROL characteristic for this
server.

See the description of the BEA Tuxedo/WLE ATMI functiont pscnt (3c) for details
on this characteristic.
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tuxTserverCtxtCurConv

Syntax | NTEGER
Access  read-only

Description  Number of conversations initiated by this server through t pconnect () that are still
active.
tuxTserverCtxtCurReq

Syntax | NTEGER
Access  read-only
Description  Number of requestsinitiated by this server throught pcal | () or t pacal | () that are

still active.
tuxTserverCtxtCurService

Syntax  DisplayString (Sl ZE(1. . 15))
Access  read-only

Description  Service name, if any, on which the server is currently working.

tuxTserverCtxtLastGrp

Syntax I NTEGER (1..29999)
Access  read-only

Description  Timeleft (in seconds), if any, for this server to process the current service request. A
value of 0 for an active service indicates that no time out processing is being done.

See tuxTsveTbl : tuxTsvceTi necut for more information.
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tuxTserverCtxtSvcTimeOut
Syntax | NTEGER

Access  read-only

Description  Server group number (t uxTgr oupTabl e: t uxTgr oupNo) of the last service request
made or conversation initiated from this server outward.

tuxTserverCtxtTimeLeft
Syntax | NTEGER

Access  read-only

Description  Time left (in seconds) for this server to receive the reply for which it is currently
waiting before it will time out. This timeout can be a transactional timeout or a
blocking timeout.

tuxTserverCtxtTranLev

Syntax | NTEGER
Access  read-only

Description  Current transaction level for this server. 0 indicates that the server is not currently
involved in atransaction.
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beaEventFilters

Y ou can use the Tuxedo/WLE event filters to define a subset of Tuxedo/WLE event
notifications to be generated for each Tuxedo or WebL ogic Enterprise domain being
monitored. The beaEvent Fi | t er s group consists of the following object and group

(table).
Object Name Object ID
beaEvt Fi | t er Thl St at us .1.3.6.1.4.1.140.300.14.1
beaEvt Fil t er Tabl e .1.3.6.1.4.1.140.300.14.2

beaEvtFilterTbIStatus
Syntax  INTEGER { sync(1) | dirty(2) }
Access  read-write

Description  When the agent starts, this object value isalwayssync( 1) . If any changeis doneto
beaEvt Fi | t er Tabl e through SET requests, the value of this object becomes
di rty(2) and the changes made to beaEvt Fi | t er Tabl e do not take effect. The
changes madeto the beaEvt Fi | t er Tabl e take effect only when you set the value of
this object to sync( 1) . When you set the valueto sync( 1), al changes sincethe last
synchronization are applied to the event-processing module.

beaEvtFilterTable

ThebeaEvt Fi | t er Tabl e group contains objects that represent all the event filters
defined for the SNMP Agent. The object values are used to determine the collection of
events to be forwarded as SNMP trap notifications.
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The columnar objectsin the beaEvt Fi | t er Tabl e correspond to fields in the
TMEVENT_FILTER entriesin the BEA SNMP Agent configuration file

(beamgr . conf ). For more detail, see “Configuration Files” in the BEA SNMP Agent
Administration Guide at

http://e-docs. bea. conl snnpagnt/v210/ adm ngui de/ 8cnfgfl . html .

Note: Changesto thistable are applied only when beaEvt Fi | t er St at us iSSet to

sync(1).
Object Name Object ID
beaEvtFilterld .1.3.6.1.4.1.140.300.14.1.1.1
beaEvt Agent Nanme .1.3.6.1.4.1.140.300.14.1.1.2
beaEvt Expr .1.3.6.1.4.1.140.300.14.1.1.3
beaEvtFilter .1.3.6.1.4.1.140.300.14.1.1.4
beaEvt FilterState .1.3.6.1.4.1.140.300.14.1.1.5

beakEvtFilterld
Syntax  Di spl ayString (SI ZE(L. . 16))
Access  read-write
Description A unique identifier for the event filter within the filter table.
Note: Thisobject can be SET only during row creation.
beaEvtAgentName
Syntax  Di spl ayString (Sl ZE (1. . 32))
Access  read-only
Description  Thislogical agent name of the agent supporting thisfilter. Thisobject is provided only

for user convenience since the MIB only returns the event filtersfor the agent that was
queried.
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beaEvtExpr

Syntax
Access

Description

Examples

beaEvtFilter
Syntax
Access

Description

Di spl ayString (SI ZE (1. . 255))
read-write

An event name expression. Consult the reference pager econp, remat ch(3c) inthe
BEA Tuxedo C Function Reference at

http://edocs. bea. com t uxedo/ t ux71/ ht m /rf3c13. ht m#1060258 for the
format of this expression. For a Tuxedo or WebL ogic Enterprise system event to be
forwarded as an SNMP trap, its name should match this expression. Consult the
reference page EVENTS( 5) in the BEA Tuxedo File Formats and Data Descriptions
Referenceatht t p: / / edocs. bea. coml t uxedo/ t ux71/ html /rf511. ht m#1382435
for alist of Tuxedo/WLE event names. The default for this object isall system events.

\.Sys. *

matches all system events. (This event name expression is the default.)
\.SysServer.*

matches all system events related to servers.

A value of NONE blocks all events from being forwarded by the selected agent and
overrides any other filter table entries for the same logical agent name.

Di spl ayString (Sl ZE(L. . 255))
read-write

Anevent filter expression. Each Tuxedo/WLE event isaccompanied by an FML buffer
that contains pertinent informati on about the event. The buffer’ scontentsare eval uated
with respect to thisfilter, if it is present. The filter must evaluateto TRUE or the event
is not forwarded.

The SNMP Agent uses this object as an argument to t psubscri be() . For more
information, seethereference paget psubscri be( 3c) inthe BEA Tuxedo C Function
Reference at

http://edocs. bea. conf t uxedo/ tux71/ htm /rf3c76. ht m#1045667.
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beaEventFilters

Example  TA EVENT_SEVERI TY==" ERROR || TA_EVENT_SEVERI TY=="WARN
TA_EVENT_SEVERI TY! ==' | NFO
TA_EVENT_LM D==" S| TE1’
Thisfilter selects events with a severity of either ERROR or WARNING.
beaEvtFilterState
Syntax  INTEGER { active(l) | inactive(2) | invalid(3) }
Access  read-write
Description  This object denotes the current state of the event filter instance.

GET {active(l)|inactive(2)}
A GET operation retrieves configuration and run-time information for the
selected beaEvt Fi | t er Tbl instance(s). The following states indicate the
meaning of abeaEvt Fi | t er St at e returned in response to a GET request.
States not listed are not returned.

active(1)
Thisfilter is being used.

i nactive(2)
Thisfilter is not being used.

SET {active(l)|inactive(2)|invalid(3)}
A SET operation updates configuration and run-time information for the
selected beaEvt Fi | t er Thl instance. The following states indicate the
meaning of abeaEvt Fi | t er St at e set in a SET request. States not listed
cannot be set.

active(1)
Activatethe event filter. Activating the event filter can be accomplished only
when the filter isin the inactive(2) state.

i nactive(2)
Inactivate the event filter. Inactivating the event filter can be accomplished
only when thefilter isin the active(1) state.

i nval i d(3)
Inactivate (if active) and remove this event filter.
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CHAPTER

Domains MIB

The Domains MIB describes the interaction between Tuxedo domains or WebL ogic
Enterprise domains. The term access point defines an object through which you gain
access to another object. Therefore, you access a remote domain through aremote

domain access point, and remote domains gai n accessto alocal domain through alocal

domain access point.

The Domains MIB consists of the following groups.

Group Name

Description

t uxDmAcl Tabl e

Domains access control list

t uxDnConnect i onTabl e

Domain access points connection status

t uxDmExpor t Tabl e

Resources for exporting to remote domains

t uxDml npor t Tabl e

Resources imported through access points

t uxDniocal Tabl e

Definesaloca domain access point

t uxDCsi t pTabl e

Definesthe local or remote OSI TP protocol

t uxDnPasswor dTabl e

Inter-domain authentication

t uxDnPri nci pal MapTabl e

For mapping principa names

t uxDnRenot eTabl e

Remote domain configuration information

t uxDnResour cesTabl e

Domains-specific configuration information

t uxDmRout i ngTabl e

Routing criteriainformation

t uxDnr Pri nci pal Tabl e

Configuration information for remote principa names

t uxDnSnaCRMTabl e

SNA-CRM-specific configuration information
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Group Name Description

t uxDirBnalLi nkTabl e Snax-specific configuration information

t uxDrSnaSt ackTabl e Defines SNA stack used by a specific SNA CRM

t uxDmTdomai nTabl e Defines the TDomain specific configuration

t uxDmTopendTabl e BEA TOP END specific configuration information
t uxDmTr ansact i onTabl e Information about transactions that span domains

tuxDmAcITable

Thet uxDmAcl Tabl e group contains objects that represent access control information

for domains.
Object Name Object ID
t uxDmAcl Name .1.3.6.1.4.1.140.300. 80.1.1.10
t uxDnr AccessPoi nt Li st .1.3.6.1.4.1.140.300. 80.1.1.20
t uxDmAcl St at e .1.3.6.1.4.1.140.300. 80.1.1.30
tuxDmAcIName

Syntax  Di spl ayString (SI ZE(L. . 15))
Access  read-only

Description  The access control list name.
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tuxDmrAccessPointList

Syntax  Displ ayString (Sl ZE(1. . 1000))
Access  read-write
Description  Thelist of remote domain access points associated with this access control list.
t uxDnt AccessPoi nt | i st isacomma-separated list of remote access point names
(that is, the value of thet ux DVRenot eDmAccessPoi nt object of avalidt uxDnRenot e
object). The list can contain up to 50 remote access point identifier elements. Setting
the value of this object to “*” means that all the remote domainsin the configuration
are associated with this entry. bl ank st ri ng means no remote access points are
associated with this entry. The default is - (equivalent of NULL string).
tuxDmAcIState
Syntax INTEGER { valid(1) | invalid(2) }
Access  read-write
Description  This object denotes the current state of thet uxDmAcl  instance.

CET requests:
val i d(1):tuxDmAcl object isdefined and inactive. This state isthe only
valid state for this group. ACL groups are never active.

SET requests:
i nval i d(2): Delete.
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tuxDmConnectionTable

Thet uxDmConnect i onTabl e group contains objects that represent the status of
connections between domain access paints.

Object Name Object ID

t uxDmConDm AccessPoi nt .1.3.6.1.4.1.140.300. 90.1.1.10
t uxDnConDnr AccessPoi nt .1.3.6.1.4.1.140.300. 90.1.1.20
t ux DmConDnTy pe .1.3.6.1.4.1.140.300. 90.1.1.30
t uxDmConSt at e .1.3.6.1.4.1.140.300. 90.1.1.40
t uxDmConDmCur Encrypt Bi t s .1.3.6.1.4.1.140.300. 90.1.1.50

tuxDmConDmlAccessPoint
Syntax  Displ ayString (Sl ZE(L. . 24))
Access  read-only
Description  The name of the local domain access point that identifies the connection between the

domains.

tuxDmConDmrAccessPoint

Syntax  Displ ayString (Sl ZE(L. . 24))
Access  read-only

Description  The name of the remote domain access point that identifi es the connection between the
domains
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tuxDmConDmType

Syntax I NTEGER { tdomain(1l) | topend(2) }
Access  read-only

Description  The type of domain—either t domai n or t opend.

tuxDmConState

Syntax  INTEGER { active(l) | suspended(2) | initializing(3) | inactive(4)
| unknown(5)}

Access  read-only

Description  This object denotes the current state of the t uxDnConnect i on instance.

CET requests:
active(1): Theconnectionisactive.

suspended( 2) : The connection is awaiting retry.
initializing(3): Theconnectionisinitiaizing.

i nact i ve(4): The specified domain access points are disconnected.
(Returned in case of Tuxedo 7.1 and later only.)

unknown( 5) : The state cannot be determined.

SET requests:
act i ve( 1) : Connect the specified domain access points. If the current state
issuspended ori nacti ve, SET: act i ve placestheconnectioninto the state
initializing, otherwise, there is no change.

i nact i ve(4) : Disconnect the specified domain access pointsand destroy the
t uxDmConnect i on object
tuxDmConDmCurEncryptBits

Syntax I NTEGER { enc-0-bit(1) | enc-40-bits(2) | enc-56-bits(3) |
enc- 128-bits(4)}

Access  read-only

Description  This object is available when t ux DmConDnilype=t dormai n.
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Thelevel of encryption in use on this connection:

enc-0-bit(1)
No encryption

enc-40-bits(2),enc-56-bits(3),andenc-128-bits(4)
These values specify the encryption length (in bits).

tuxDmExportTable

Thet uxDnExpor t Tabl e group contains objectsthat represent local resourcesthat are
exported to one or more remote domains through alocal access point.

Object Name Object ID

t uxDmExpDnResour ceNane .1.3.6.1.4.1.140.300. 100.1.1.10
t uxDmExpDm AccessPoi nt .1.3.6.1.4.1.140.300. 100.1.1.20
t uxDExpSt at e .1.3.6.1.4.1.140.300. 100.1.1.30
t ux DmExpDmAcl Nane .1.3.6.1.4.1.140.300. 100.1.1.40
t ux DnExpDnConv .1.3.6.1.4.1.140.300. 100.1.1.50
t uxDmExpDnResour ceType .1.3.6.1.4.1.140.300. 100.1.1.60
t uxDmExpDnRenot eNare .1.3.6.1.4.1.140.300. 100.1.1.70
t uxDmExpDm nBuf Type .1.3.6.1.4.1.140.300. 100.1.1.80
t ux DmExpDmut Buf Type .1.3.6.1.4.1.140.300. 100.1.1.90
t uxDmExpDmTopendPr oduct .1.3.6.1.4.1.140.300. 100.1.1.100
t uxDmExpDmTopendFunct i on .1.3.6.1.4.1.140.300. 100.1.1.110
t uxDmExpDmiTopendTar get .1.3.6.1.4.1.140.300. 100.1.1.120
t uxDmExpDmTopendQual i fi er .1.3.6.1.4.1.140.300. 100.1.1.130
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Object Name Object ID
t uxDnExpDniTopendRt qG oup .1.3.6.1.4.1.140.300. 100.1.1.140
t uxDmExpDmTopendRt gNane .1.3.6.1.4.1.140.300. 100.1.1.150

tuxDmExpDmResourceName

Syntax  DisplayString (Sl ZE(L. . 15))
Access  read-only

Description  The local resource name for entries of resource type ser vi ce (the service name),
gspace (the queue space name), and gname (the queue name). For a service entry,
the value of this object corresponds to the value of an active
t uxTSrvG p: t uxTsvcNanme object. Thisresourceis exported to other domains with
the same name or with the alias defined in the t ux DmExpDmRenot eNarre or
t ux DmExpDriTopend* objects.

tuxDmExpDmIAccessPoint

Syntax ~ Di spl ayString (SI ZE(1. . 30))
Access  read-only

Description  Thelocal access point name. Setting this object to “*” meansthe resourceis available
at all local access points.

tuxDmExpState
Syntax I NTEGER { valid(1) | invalid(2) }
Access  read-write

Description  This object denotes the current state of the t uxDnExport instance.

CET requests:
val i d(1): The object exists.

SET requests:
i nval i d(2) : Delete object.
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tuxDmExpDmAcIName

Syntax  DisplayString (Sl ZE(L. . 15))
Access  read-write

Description  The name of at uxDmAcl object to use for security on thislocal service. When access
is permitted from topend remote access points, this optional object can be specified if
t uxDmExpDResour ceType=ser vi ce OF gspace. Thisobject is not permitted if
t uxDmExpDnResour ceType=gnane.

tuxDmExpDmConv
Syntax I NTEGER { yes(1) | no(2) }

Access  read-only

Description  Specifieswhether thislocal serviceisconversational or not. When accessis permitted
from topend remote access points, this object must be set to no(2) for entries of
t uxDnExpDmResour ceType=gspace Or gnane.

tuxDmExpDmResourceType

Syntax I NTEGER { service(1l) | gspace(2) | gname(3)}
Access  read-only

Description  Specifieswhether thisentry isfor aservice, gspace, or gname. Thedefaultisser vi ce.

tuxDmExpDmRemoteName

Syntax  Di spl ayString (SI ZE(L. . 30))
Access  read-write

Description  For entries of typeser vi ce or gspace, this object specifies the name exported
through non-topend remote access paints.
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tuxDmExpDmInBufType

Syntax
Access

Description

Di spl ayString (Sl ZE(1. . 513))
read-write

Attributes available from remote access points of
t uxDnExpDnResour ceType=snax]| osi t p| t opend:

type[: subtype] -Input buffer type,optionaly followed by subtype.

If this object is present, it defines the buffer type (and subtype) accepted. This object
should be defined for entries of t ux DnExpDnResour ceType=ser vi ce When accessis
permitted from remote access points using osi t p with the UDT application context,
or when using snax. When accessis permitted from topend remote access points, this
optional object can be specified if t uxDnExpDnResour ceType=ser vi ce and gnane.
This object is not permitted if t uxDnExpDrResour ceType=gspace.

For BEA TopEnd service and queue name entries, the valid values for t ype are;
FML32, CARRAY, and X_OCTET.

tuxDmExpDmOutBufType

Syntax
Access

Description

Di spl ayString (Sl ZE(1. . 513))
read-write

Attributes available from remote access points of
t uxDExpDnResour ceType=snax]| osi t p| t opend:

type[: subtype] -CQutput buffer type,optionaly followed by subtype.

If this object is present, it defines the buffer type (and subtype) output by the service.
This object should be defined for entries of t uxDnExpDnResour ceType=ser vi ce
when access is permitted from remote access points using osi t p with the UDT
application context, or when using snax. When access is permitted from topend
remote access points, this optional object can be specified if

t uxDExpDrResour ceType=ser vi ce. Thisobject is not permitted if

t uxDnExpDnResour ceType=gspace and gname.

For BEA TopEnd service and queue nameentries, the valid valuesfor typeare FML 32,
CARRAY, and X_OCTET.
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tuxDmExpDmTopendProduct

Syntax  DisplayString (Sl ZE(L. . 32))
Access  read-write
Description  Attributes available from remote access points of t uxDVRenot eDnily pe=t opend:

The BEA TOP END product name. When access is permitted from topend remote
access points, this object must be specified if t uxDnExpDnResour ceType=ser vi ce.
Thisobject is not permitted if t uxDnExpDnResour ceType=gspace Of gnane.

tuxDmExpDmTopendFunction

Syntax  DisplayString (Sl ZE(L. . 8))
Access  read-write
Description  Attributes available from remote access points of t ux DrRenot eDnily pe=t opend:

The BEA TOP END function name. When access is permitted from topend remote
access points, this object must be specified if t uxDnExpDrResour ceType=ser vi ce
or gnane. Thisobject is not permitted if t uxDnExpDrResour ce Type=gspace.

tuxDmExpDmTopendTarget
Syntax  Di spl ayString (SI ZE(1. . 8))
Access  read-write

Description  Attributes available from remote access points of t ux DrRenot eDnily pe=t opend:

The BEA TOP END Message Sensitive Routing (M SR) target. This object valueis
optional for entries of t uxDnExpDResour ceType=ser vi ce, gspace, and gname
when access is permitted from topend remote access points.

tuxDmExpDmTopendQualifier

Syntax | NTEGER
Access  read-write

Description  Attributes available from remote access points of t ux DrRenot eDnily pe=t opend:
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This object isoptional for entries of t uxDnExpDrResour ceType=ser vi ce O gname
when access is permitted from topend remote access points. This object is not
permitted if t uxDnExpDrResour ce Ty pe=gspace.

tuxDmExpDmTopendRtqGroup

Syntax
Access

Description

Di spl ayString (Sl ZE(L. . 32))
read-write
Attributes available from remote access points of t uxDnRenot eDniType=t opend:

The BEA TOP END Recoverable Transaction Queuing (RTQ) queue group name.
This object must be specified for t uxDrRenot eDnily pe=gspace when accessis
permitted from topend remote access points. This object is not permitted if

t uxDnRenot eDnType=ser vi ce Of gnane.

tuxDmExpDmTopendRtqName

Syntax
Access

Description

Di spl ayString (Sl ZE(L. . 8))

read-write

Attributes available from remote access points of t uxDnRenot eDniType=t opend:

The BEA TOP End RTQ queue name. This object must be specified for

t uxDmExpDirResour ce Ty pe=gspace and access is permitted from topend remote
access points. Thisobject isnot permitted if t uxDmExpDnResour ceType=ser vi ce Or
gnane.
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tuxDmImportTable

Thet uxDm nport Tabl e group contains objects that represent remote resources that
areimported through one or more remote domain access points and made available to
the local domain through one or more local domain access points.

Object Name Object ID

t uxDm nmpDnResour ceNane .1.3.6.1.4.1.140.300. 110.1.1.10
t uxDm mpDnr AccessPoi nt Li st .1.3.6.1.4.1.140.300. 110.1.1.20
t uxDm mpDm AccessPoi nt .1.3.6.1.4.1.140.300. 110.1.1.30
t uxDm npSt at e .1.3.6.1.4.1.140.300. 110.1.1.40
t uxDm mpDmAut oTr an .1.3.6.1.4.1.140.300. 110.1.1.50
t uxDm nmpDnConv .1.3.6.1.4.1.140.300. 110.1.1.60
t uxDm npDnioad .1.3.6.1.4.1.140.300. 110.1.1.70
t uxDm mpDrPri o .1.3.6.1.4.1.140.300. 110.1.1.80
t uxDm nmpDnResour ceType .1.3.6.1.4.1.140.300. 110.1.1.90
t uxDm nmpDnRenot eNae .1.3.6.1.4.1.140.300. 110.1.1.100
t uxDm nmpDnRout i ngName .1.3.6.1.4.1.140.300. 110.1.1.110
t uxDm mpDmTr anTi ne .1.3.6.1.4.1.140.300. 110.1.1.120
t uxDm mpDm nBuf Type .1.3.6.1.4.1.140.300. 110.1.1.130
t uxDm mpDmCut Buf Type .1.3.6.1.4.1.140.300. 110.1.1.140
t uxDm nmpDnt ePr oduct .1.3.6.1.4.1.140.300. 110.1.1.150
t uxDm mpDt eFuncti on .1.3.6.1.4.1.140.300. 110.1.1.160
t uxDm nmpDnt eTar get .1.3.6.1.4.1.140.300. 110.1.1.170
t uxDm mpDnt eQual i fi er .1.3.6.1.4.1.140.300. 110.1.1.180
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Object Name Object ID
t uxDml npDnt eRt gGr oup .1.3.6.1.4.1.140.300. 110.1.1.190
t uxDml npDnt eRt gNae .1.3.6.1.4.1.140.300. 110.1.1.200

tuxDmImpDmResourceName

Syntax  DisplayString (Sl ZE(L. . 15))
Access  read-only

Description  The remote resource name used for entries of resource type ser vi ce (the service
name, gspace (the queue space name), and gname (the queue name). Thisresourceis
imported from remote domains with the same name or with the alias defined in the
t uxDm npDrRenot eNae Or t uxDil npDnt e* objects.

tuxDmImpDmrAccessPointList

Syntax  Di spl ayString (SI ZE(L. . 15))
Access  read-only

Description  Identifies the remote domain access point through which this resource should be
imported. This object value is a comma-separated failover domain list; it can contain
up to three remote domain access points. If thisobject isset to “*”, the resource can be
imported from all remote access points.

tuxDmImpDmIAccessPoint

Syntax  DisplayString (Sl ZE(L. . 15))
Access  read-only

Description  The name of the local domain access point through which thisimported resource
should be made available. If set to the null string, the resource is made available
through all local domain access points.
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tuxDmImpState
Syntax | NTEGER { valid(1) | invalid(2) }
Access  read-write

Description  This object denotes the current state of the tuxDmlmport instance.

CET requests:
val i d(1) : The object exists.

SET requests:
i nval i d(2) : Theobject isdeleted. A state changeisallowed in the active or

suspended state and results in the invalid state.
tuxDmimpDmAutoTran
Syntax I NTEGER { yes(1) | no(2) }
Access  read-write
Description ~ When arequest is received for aresource that is not already within a transaction, this
object automatically starts a transaction for the resource. The defaultisno( 2) .
tuxDmimpDmConv

Syntax I NTEGER { yes(1) | no(2) }
Access  read-write
Description A boolean value (yes or no) specifies whether the service is conversational. When
access is permitted from topend remote access points, this object must be set to
no( 2) for entries of t uxDm nmpDrResour ceType=gspace and gnane.

tuxDmimpDmLoad

Syntax I NTEGER (1..32767)
Access  read-write

Description  The service load.
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tuxDmimpDmPrio
Syntax | NTEGER (1..100)
Access  read-write

Description  The dequeuing priority. Service requests with a higher priority are serviced first.

tuxDmimpDmResourceType
Syntax  INTEGER { service(l) | gspace(2) | gname(3)}
Access  read-write

Description  Specifieswhether thisentry isfor aservice, gspace, or gname. The defaultisser vi ce.

tuxDmimpDmRemoteName
Syntax  Displ ayString (Sl ZE(1. . 30))
Access  read-write

Description  For entries of type ser vi ce or gspace, this object specifies the name imported
through non-topend remote access points.

tuxDmIimpDmRoutingName

Syntax  Di spl ayString (SI ZE(L. . 15))
Access  read-write
Description  Thenameof at uxDnRout i ngTabl e object to usefor routing criteriafor thisser vi ce
or gspace.
tuxDmImpDmTranTime

Syntax | NTEGER (1. .32767)

Access  read-write
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Description  Transaction time value (in seconds) of transactions automatically started for this
service or gspace. Transactions are started automatically when arequest not in
transaction mode is received and the t uxDml npDmAut o Tr an object isset to yes.

Limitation: Run-time updates to this object are not reflected in active requests.

tuxDmimpDmInBufType

Syntax  Di spl ayString (SI ZE(L. . 256))
Access  read-write

Description  Attributes available from remote access points of
t uxDrRenpt eDniTy pe=snax| osi t p| t opend:

type]:subtype] - Input buffer type, optionally followed by subtype. If this object is
present, it definesthe buffer type (and subtype) accepted. Thisobject should be defined
for entries of DVRESOURCETYPE=ser vi ce When accessis permitted to remote access
pointsthat useosi t p withthe UDT application context, or that usesnax. When access
is permitted from topend remote access points, this optional object can be specified if
t uxDm npDResour ceType=ser vi ce and gname. This object is not permitted if

t uxDm npDResour ceType=gspace. For BEA TOP END service and queue name
entries, the valid values for type are: FM_32, CARRAY, AND X_OCTET.

tuxDmIimpDmOutBufType

Syntax  Displ ayString (Sl ZE(L. . 256))

Access  read-write

Description  Attributes available from remote access points of
t uxDmRenot eDniTy pe=snax| osi t p| t opend:

tuxDmImpDmteProduct

Syntax  Di spl ayString (SI ZE(L. . 32))

Access  read-write

Description  Attributes available from remote access points of t ux DrRenot eDnily pe=t opend:
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The BEA TOP END product name. This object must be specified if
t uxDmM npDrResour ceType=ser vi ce Or gnane. This object is not permitted if

t uxDnl npDnResour ceType=gspace.

tuxDmImpDmteFunction

Syntax  DisplayString (Sl ZE(L. . 8))
Access  read-write
Description  Attributes available from remote access points of t ux DnrRenot eDnily pe=t opend:

The BEA TOP END product name. This object must be specified if
t uxDmM npDrResour ceType=ser vi ce Or gnane. This object is not permitted if

t uxDnl npDnResour ceType=gspace.

tuxDmIimpDmteTarget
Syntax  Di spl ayString (SI ZE(L. . 8))
Access  read-write
Description  Attributes available from remote access points of t ux DnrRenot eDnily pe=t opend:

The BEA TOP END Message Sensitive Routing (MSR) target. This object valueis
optional for entries of t uxDm npDResour ceType=ser vi ce, gspace, and gname.

tuxDmimpDmteQualifier

Syntax | NTEGER
Access  read-write
Description  Attributes available from remote access points of t ux DrRenot eDnily pe=t opend:

The BEA TOP END function qualifier. This object value is optional for entries of
t uxDmM npDResour ceType=ser vi ce Of gnane. This object is not permitted for
entries of t uxDm npDnResour ceType=gspace.
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tuxDmimpDmteRtqGroup
Syntax  DisplayString (Sl ZE(L. . 32))
Access  read-write
Description  Attributes available from remote access points of t ux DrRenot eDnily pe=t opend:
The BEA TOP END Recoverable Transaction Queuing (RTQ) queue group name.
This abject must be specified if t uxDm npDnResour ceType=gspace. Thisobject is
not permitted if t uxDm nmpDnResour ceType=ser vi ce Of gname.
tuxDmimpDmteRtqName
Syntax  DisplayString (Sl ZE(L. . 8))
Access  read-write
Description  Attributes available from remote access points of t ux DrRenot eDnily pe=t opend:

The BEA TOP END RTQ queue name. This object must be specified if
t uxDm npDnResour ceType=qgspace. This object is not permitted if
t uxDml mpDrResour ceType=ser vi ce Or gnane.

tuxDmLocalTable

Thet uxDniocal Tabl e group defines alocal domain access point. A local domain
access point isused to control accessto local services exported to remote domains and
to control access to remote services imported from remote domains.

Object Name Object ID

t uxDnicl DmAccessPoi nt .1.3.6.1.4.1.140.300.120.1.1.10
t uxDirLcl DmAccessPoi nt | D .1.3.6.1.4.1.140.300.120.1.1.20
t uxDrrLcl DSr vG oup .1.3.6.1.4.1.140.300.120.1.1.30
t uxDrLcl DmType .1.3.6.1.4.1.140.300.120.1.1.40
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Object Name Object ID

tuxDmicl St at e .1.3.6.1.4.1.140.300.120.1.1.50
t uxDnlcl DmAudi t Log .1.3.6.1.4.1.140.300.120.1.1.60
t uxDrrLcl DBl ockTi me .1.3.6.1.4.1.140.300.120.1.1.70
t uxDnlcl DmvaxRapTr an .1.3.6.1.4.1.140.300.120.1.1.80
t uxDrrLcl DivaxTr an .1.3.6.1.4.1.140.300.120.1.1.90
t uxDnlcl DnSecurity .1.3.6.1.4.1.140.300.120.1.1.100
t uxDrrLcl Dnill ogDev .1.3.6.1.4.1.140.300.120.1.1.110
t uxDnlcl DniTl ogNane .1.3.6.1.4.1.140.300.120.1.1.120
t uxDrLcl DnTl ogSi ze .1.3.6.1.4.1.140.300.120.1.1.130
t uxDnlcl DnConnecti onPol i cy .1.3.6.1.4.1.140.300.120.1.1.140
tuxDnicl DnRetryl nt er val .1.3.6.1.4.1.140.300.120.1.1.150
t uxDnlcl DmvaxRetry .1.3.6.1.4.1.140.300.120.1.1.160
t uxDnlcl DnConnPr i nci pal Nanme .1.3.6.1.4.1.140.300.120.1.1.170
t uxDnlcl Dmvachi neType .1.3.6.1.4.1.140.300.120.1.1.180
t uxDrLcl DBl obShnSi ze .1.3.6.1.4.1.140.300.120.1.1.190

tuxDmLcIDmAccessPoint

Syntax
Access

Description

Di spl ayString (Sl ZE(L. . 30))

read-only

This object value is an identifier unique within the scope of t uxDn_ocal and

t uxDnRenot e entry names in the domain configuration.
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tuxDmLcIDmAccessPoint

Syntax  DisplayString (Sl ZE(L. . 30))
Access  read-write

Description  Thedomain access point identifier. Thisidentifier isuniqueacrossall local and remote
domain access points.

tuxDmLcIDmSrvGroup

Syntax  Di spl ayString (SI ZE(L. . 30))
Access  read-write

Description  The group in which the administrative servers and gateway processes of the local
domain reside.

tuxDmLcIDmType
Syntax INTEGER { tdomain(1l) | ositp(2) | snax(3) | topend(4) }
Access  read-write

Description  The type of domain: t donai n for a BEA Tuxedo/WLE domain, osi t p for an OS
domain, snax for an SNA domain, or t opend for aBEA TOP END domain. The
presence or absence of other objects depends on the value of this object.

tuxDmLclState
Syntax INTEGER { valid(1) | invalid(2) }
Access  read-write

Description  This object denotes the current state of the tuxDmL ocal instance.

CET requests:
val i d(1) : The object exists.

SET requests:
i nval i d(2): Theobject is deleted.
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tuxDmLcIDmAuditLog

Syntax  DisplayString (Sl ZE(L. . 78))
Access  read-write

Description  The name of the audit log file for thislocal domain.

tuxDmLcIDmBlockTime

Syntax I NTEGER (0. .32767)
Access  read-write

Description  Specifies the maximum wait time allowed for a blocking call. The value setsa
multiplier of the SCANUNI T parameters specified in the tuxTdomain group. The value
SCANUNI T * t uxDmicl DBl ockTi me must be greater than or equal to SCANUNI T and
less than 32,768 seconds. If this object is not specified, the default is set to the value
of thet uxDnicl DBl ockTi me object specified in the tuxTdomain object. A timeout
alwaysimplies afailure of the affected request. Notice that the timeout specified for
transactions in the tuxTdomain is always used when the request isissued within a
transaction.

tuxDmLcDmMaxRapTran
Syntax | NTEGER (0. .32767)

Access  read-write

Description  The maximum number of remote domain access pointsthat can beinvolved inasingle
transaction.

tuxDmLcdDmMaxTran

Syntax I NTEGER (0. .32767)
Access  read-write

Description  The maximum number of simultaneous transactions allowed on thislocal domain
access point. This number must be greater than or equal to thet ux Tdomai nMaxGTT
object in the tuxTdomain group.
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tuxDmLcIDmSecurity

Syntax INTEGER { none(1) | app-pw(2) | dmpw(3) | dmuser-pw4) |
te-clear(5) | te-safe(6) | te-private(7)}

Access  read-write

Description  The type of security enabled on this domain. This object must be set to one of the
following:

none( 1)
No security is enabled.

app- pw( 2)
Valid only when t uxDnRenot eDnily pe=t domai n. Application
password-based security is enabled.

dm pw( 3)
Valid only when t uxDnRenot eDnilype=t donmai n. Domain password-based
security is enabled.

dm user - pw( 4)
Valid only when t uxDnRenot eDnilype=snax. Trandation of principal
names is enabled.

te-clear(5)
Valid only whent uxDnRenot eDniType=t opend. BEA TOP END security is
enabled. between the local domain and the BEA TOP END system. Network
messages are sent in plain text.

te-saf e(6)
Valid only when t uxDnRenot eDnilype=t opend. BEA TOP End security is

enabled between the local domain and the BEA TOP END system. Network
messages are protected by a checksum.

te-private(7)
Valid only when t uxDnRenot eDniType=t opend. BEA TOP END security is
enabled between the local domain and the BEA TOP END system. Network
messages are encrypted.
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tuxDmLcIDmTlogDev

Syntax  DisplayString (Sl ZE(L. . 78))
Access  read-write

Description  The device (raw dlice) or file that contains the domain TLOG for this local domain
access point. The TLOG is stored as a BEA Tuxedo/WLE system VTOC table on the
device. For reliability, the use of adevice (raw slice) is recommended.

tuxDmLcDmTlogName

Syntax  Di spl ayString (SI ZE(L. . 30))
Access  read-write

Description  The domain TLOG name for thislocal domain access point. If more than one TLOG
exists on the same device, each TLOG must have a unique name.

tuxDmLcIDmTlogSize

Syntax | NTEGER
Access  read-write

Description  The size in pages of the TLOG for thislocal domain access point. Thissizeis
constrained by the amount of space available on the deviceidentified in
t uxDmrLcl Tl ogDev.

tuxDmLcIDmConnectionPolicy

Syntax  INTEGER { on-denmand(1) | on-startup(2) | incoming-only(3)}
Access  read-write
Description  Attributes available when t ux DnRenot eDnilype=t dormai n | t opend.

Specifies the conditions under which alocal domain gateway triesto establish a
connection to a remote domain. Supported values are:

on- demand( 1)
Means that a connection is attempted only when requested by either a client
reguest to aremote service or an administrative “connect ” command. The
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default setting for this object ison- demand. The on-demand policy provides
the equivalent behavior to previous rel eases, in which this object was not
explicitly available.

on-startup(2)

Means that a domain gateway attempts to establish a connection with its
remote domain access points at gateway server initiadization time. Remote
services, (that is, services advertised by the domain gateway for this local
access point) are advertised only if aconnection issuccessfully established to
that remote domain access point. Therefore, if there is no active connection
to aremote domain access point, the remote services are suspended. By
default, this connection policy retries failed connections every 60 seconds;
however, you can specify a different value for thisinterval using the

t uxDmicl MaxRet ry and t uxDnicl DrRet ryl nt er val objects.

tuxDmLcIDmRetryInterval

Syntax | NTEGER
Access  read-write
Description  Thenumber of seconds between automatic attemptsto establish aconnection to remote
domain access points. The minimum value is 0 and the maximum valueis
2147483647. The default setting is 60. If t uxDnicl DmivaxRet ry isset to O, setting
t uxDnlcl DnRet ryl nt er val isnot allowed.
This object isvalid only when thet uxDrLcl DConnect i onPol i cy object is set to
on- st ar t up. For other connection palicies, automatic retries are disabled.
tuxDmLcIDmMaxRetry
Syntax | NTEGER
Access  read-write
Description  The number of times that adomain gateway tries to establish connections to remote

domain access points. The minimum value is 0 and the maximum is MAXLONG.
MAXLONG indicates that retry processing is repeated indefinitely, or until a connection
is established. For a connection policy of on- st ar t up, the default setting for

t uxDmicl MaxRet ry IS MAXLONG. Setting this object to O turns off the auto retry
mechanism. For other connection policies, auto retries are disabled.

Thet uxDricl MaxRet ry object isvalid only when the connection policy is on-startup.
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tuxDmLcIDmConnPrincipalName

Syntax
Access

Description

Di spl ayString (Sl ZE(1. . 511))
read-write

The connection principal nameidentifier. This object valueisthe principal name used
for verifying the identity of thislocal domain access point when establishing a
connection to aremote domain access point. This object only applies to domains of
type TDOMAI N that are running BEA Tuxedo 7.1 or later software.

This abject can contain a maximum of 511 characters (excluding the terminating null
character). If this object is not specified, the connection principal name defaultsto the
t uxDnicl DmAccessPoi nt | d string for this local domain access point.

For default authentication plug-ins, if avalueis assigned to this object for thislocal
domain access point, it must be the same as the val ue assigned to the

t uxDnlcl AccessPoi nt | d object for thislocal domain access point. If thesevaluesdo
not match, the local domain gateway process does not boot and the system generates
the following user | og(3c) message: “ERROR: Unable to acquire credentials”.

tuxDmLcIDmMachineType

Syntax
Access

Description

Di spl ayString (Sl ZE(L. . 15))
read-write

Used for grouping domains so that encoding/decoding of messages between domains
can be bypassed. If no value is specified, the default is to turn encoding/decoding on.
If the value set for this object is the same in both the DM _LOCAL and the DM_REMOTE
section of adomain configuration file, data encoding/decoding is bypassed. The value
set for this object can be any string value up to 15 charactersin length. The valueis
used only for comparison.

This object isvalid only when t ux DnRenot eDniTy pe=t domai n.

tuxDmLcIDmBlobShmSize

Syntax

Access

I NTEGER

read-write
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Description ~ Thisobjectisrelevant only tolocal domain access point entries. It specifiestheamount
of shared memory allocated to storing binary large object log information specific to
osi t p ortopend.

tuxDmOsitpTable

Thet uxDnCsi t pTabl e group contains objectsthat definethe OSI TP protocol-related
configuration information for a specific local or remote domain access point.

Object Name Object ID

t uxDmCsi DmAccessPoi nt .1.3.6.1.4.1.140.300.130.1.1.10
t uxDnOsi DnSt at e .1.3.6.1.4.1.140.300.130.1.1.20
t uxDnOsi DmApt .1.3.6.1.4.1.140.300.130.1.1.30
t uxDnOsi DmAeq .1.3.6.1.4.1.140.300.130.1.1.40
t uxDnOsi Dni\wDevi ce .1.3.6.1.4.1.140.300.130.1.1.50
t uxDnOsi DmAcn .1.3.6.1.4.1.140.300.130.1.1.60
t uxDnOsi DmApi d .1.3.6.1.4.1.140.300.130.1.1.70
t uxDnOsi DmAei d .1.3.6.1.4.1.140.300.130.1.1.80
t uxDnOsi Dmr ch .1.3.6.1.4.1.140.300.130.1.1.90
t uxDmCsi DmvaxLi st eni ngEp .1.3.6.1.4.1.140.300.130.1.1.100
t uxDnOsi DmXat mi Encodi ng .1.3.6.1.4.1.140.300.130.1.1.110
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tuxDmOsiDmAccessPoint

Syntax  Displ ayString (Sl ZE(1. . 30))
Access  read-only

Description  The domain access point name for which this entry provides the protocol-specific
configuration information. This object matches the domain access point namegivenin
thet uxDnLocal ortuxDnRenot e entry that defines the protocol-independent
configuration of the domain access point.

tuxDmOsiDmState
Syntax I NTEGER { valid(1) | invalid(2) }

Access  read-write

Description  This object denotes the current state of the tuxDmOsitp instance.

CET requests:
val i d(1): The object exigts.

SET requests:
i nval i d(2): Theobject is deleted.

tuxDmOsiDmApt
Syntax  Di spl ayString (SI ZE(L. . 78))

Access  read-write

Description  The application process title of the domain access point in object identifier form.

tuxDmOsiDmAeq

Syntax  DisplayString (Sl ZE(L. . 78))
Access  read-write

Description  The application entity qualifier of the domain access point in integer form.
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tuxDmOsiDmNwDevice

Syntax  DisplayString (Sl ZE(L. . 78))
Access  read-write

Description  This object, which specifies the network device to be used, is relevant when it defines
alocal domain access point and ignored for a remote domain access point.

tuxDmOsiDmAcn
Syntax INTEGER { atmi (1) | udt(2) }
Access  read-write

Description  Theapplication context nameto use with this domain access point. When you establish
adialogue to aremote domain access point, use the application context name from the
remote domain access point, if it is present. If the application context name from the
remote domain access point is absent, use the application context name from the local
domain access point. The value xat ni selects the use of the X\Open-defined xatmi
Application Service Element (A SE) and encoding. Thevalueudt selectsthe use of the
ISO/IEC 10026-5 User Data Transfer encoding.

tuxDmOsiDmApid

Syntax | NTEGER
Access  read-write

Description  Thisoptional object definesthe application process-invocation identifier to be used on
this domain access point.

tuxDmOsiDmAeid

Syntax | NTEGER
Access  read-write

Description  This optional object defines the application entity-invocation identifier to be used on
this domain access point.
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tuxDmOsiDmUrch
Syntax  Displ ayString (Sl ZE(1. . 30))
Access  read-write
Description  This object specifies the user portion of the OSI TP recovery context handle. It can be

required by an OS| TP provider in order to perform recovery of distributed transactions
after acommunication line or system failure.

This object isrelevant for defining alocal domain access point and ignored for a
remote domain access point.

tuxDmOsiDmMaxListeningEp

Syntax
Access

Description

I NTEGER (1..32767)
read-write

This object specifies the number of endpoints awaiting incoming OS| TP dialogue. It
isrelevant for defining alocal domain access point and ignored for a remote domain
access point.

tuxDmOsiDmXatmiEncoding

Syntax
Access

Description

INTECER { cae(1l) | prelimnary(2) | oltp-tnR200(3) }
read-write

This object specifies the version of the XATMI protocol used to communicate with a
remote system. Valid values are: cae, prel i m nary, and ol t p- t n2200.

This object is relevant for remote domain access points and ignored for local domain
access points.
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tuxDmPasswordTable

Thet uxDnPasswor dTabl e group contains objects that represent configuration
information for inter-domain authentication through access points of typet domai n.

Object Name Object ID

t uxDmPasswdDnl AccessPoi nt .1.3.6.1.4.1.140.300.140.1.1.10
t uxDnPasswdDnr AccessPoi nt .1.3.6.1.4.1.140.300.140.1.1.20
t uxDnPasswdDml PWD .1.3.6.1.4.1.140.300.140.1.1.30
t uxDnPas swdDnr PWD .1.3.6.1.4.1.140.300.140.1.1.40
t uxDnPasswdSt at e .1.3.6.1.4.1.140.300.140.1.1.50

tuxDmPasswdDmIlAccessPoint

Syntax  Displ ayString (Sl ZE(L. . 24))
Access  read-only

Description  The name of the local domain access point to which the password applies.

tuxDmPasswdDmrAccessPoint

Syntax  Displ ayString (Sl ZE(L. . 24))
Access  read-only

Description  The name of the remote domain access point to which the password applies.
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tuxDmPasswdDmIPWD
Syntax  Displ ayString (Sl ZE(1. . 30))
Access  write-only
Description  The local password used to authenti cate connections between the local domain access
point identified by t ux DnPasswdDml AccessPoi nt and the remote domain access
point identified by t ux DnPasswdDnt AccessPoi nt .
tuxDmPasswdDmrPWD
Syntax  Di spl ayString (SI ZE(L. . 30))
Access  write-only
Description  The remote password used to authenticate connections between the local domain
access point identified by t uxDnmPasswdDml AccessPoi nt and the remote domain
access point identified by t uxDnPasswdDnr AccessPoi nt .
tuxDmPasswdState
Syntax INTEGER { valid(1) | invalid(2) | recrypt(3) }
Access  read-write
Description  This object denotes the current state of the tuxDmPassword instance.

CET requests:
val i d(1): The object exists.

SET requests:
i nval i d(2) : The object is deleted.

recrypt (3) : Re-encrypt all passwords using a new encryption key.

BEA SNMP Agent MIB Reference  3-31



3 Domains MIB

tuxDmPrincipalMapTable

Thet uxDnPri nci pal MapTabl e group contains objects that represent configuration
information for mapping principal namesto and from external principal names across
access point of type snax.

Object Name Object ID

t uxDPri nMapDm AccessPoi nt .1.3.6.1.4.1.140.300.150.1.1.10
t uxDiPr i nMapDnr AccessPoi nt .1.3.6.1.4.1.140.300.150.1.1.20
t uxDPri nMapDm Pri nNane .1.3.6.1.4.1.140.300.150.1.1.30
t uxDPr i nMapDnr Pri nNane .1.3.6.1.4.1.140.300.150.1.1.40
t uxDPri nMapDi recti on .1.3.6.1.4.1.140.300.150.1.1.50
t uxDPri nMapSt at e .1.3.6.1.4.1.140.300.150.1.1.60

tuxDmPrinMapDmIAccessPoint

Syntax  Di spl ayString (SI ZE(L. . 12))
Access  read-only

Description  Thelocal domain access point to which the principal mapping applies.

tuxDmPrinMapDmrAccessPoint

Syntax  DisplayString (SI ZE(L. . 12))
Access  read-only

Description  The remote domain access point to which the principal mapping applies.

3-32 BEA SNMP Agent MIB Reference



tuxDmPrincipalMapTable

tuxDmPrinMapDmIPrinName

Syntax  DisplayString (Sl ZE(L. . 12))
Access  read-only
Description  Thelocal principal name in the principa mapping.

tuxDmPrinMapDmrPrinName

Syntax  Di splayString (SI ZE(L. . 12))
Access  read-only

Description  The remote principal namein the principal mapping.

tuxDmPrinMapDirection

Syntax INTEGER { in(1) | out(2) | both(3) }
Access  read-write

Description  The direction to which the principal mapping applies.
in(1)
Isincoming to this BEA Tuxedo/WLE domain through the given remote
domain access point and local domain access point.

out (2)
I's outgoing from this BEA Tuxedo/WLE domain through the given local
domain access point and remote domain access point.

bot h(3)
Applies to both incoming to and outgoing from this BEA Tuxedo/WLE
domain through the given local domain access point and remote domain
access point.
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tuxDmPrinMapState

Syntax | NTEGER { valid(1) | invalid(2) }
Access  read-write

Description  This object denotes the current state of the t uxDrPr i nci pal Map instance.

CET requests:
val i d(1) : The object exists.

SET requests:
i nval i d(2): Theobject is deleted.

tuxDmRemoteTable

Thet uxDnRenot eTabl e group contains objects that represent remote domain access
point configuration information. Local resources that can be exported through one or
more local domain access points are made accessible to aremote domain through a
remote domain access point. Similarly, remote resources are imported from a remote
domain through a remote domain access point.

Object Name Object ID

t uxDnRenot eDmAccessPoi nt .1.3.6.1.4.1.140.300.160.1.1.10
t uxDmRenot eDmAccessPoi nt | D .1.3.6.1.4.1.140.300.160.1.1.20
t uxDrRenot eType .1.3.6.1.4.1.140.300.160.1.1.30
t uxDnrRenot eSt at e .1.3.6.1.4.1.140.300.160.1.1.40
t uxDmRenot eDnCodePage .1.3.6.1.4.1.140.300.160.1.1.50
t uxDmRenrot eDmvachi neType .1.3.6.1.4.1.140.300.160.1.1.90
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tuxDmRemoteDmAccessPoint

Syntax
Access

Description

Di spl ayString (Sl ZE(L. . 30))

read-only

tuxDmRemoteDmAccessPointID

The name of thist uxDnRenot e entry. This object valueis anidentifier unique within
the scopeof t uxDnLocal andt uxDnRenot e entry namesin the domain configuration.

Syntax  Di spl ayString (SI ZE(L. . 30))
Access  read-write

Description  Theaccess pointidentifier. Thisidentifier isunique acrossall local and remote domain

access points.
tuxDmRemoteType

Syntax I NTEGER { tdomain(1l) | ositp(2) | snax(3) | topend(4)}
Access  read-write

Description  The type of domain:

t donmai n( 1)
A BEA Tuxedo/WLE domain.

ositp(2)
An OS| domain.

shax( 3)
An SNA domain.

t opend(4)
A BEA TOP END domain.

The presence or absence of other objects depends on the value of this object.
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tuxDmRemoteState
Syntax INTEGER { valid(1) | invalid(2)}
Access  read-write
Description  This object denotes the current state of the t uxDnrRenot e instance.

CET requests:
val i d(1) : The object exists.

SET requests:
i nval i d(2): Theobject is deleted.

tuxDmRemoteDmCodePage

Syntax
Access

Description

Di spl ayString (Sl ZE(L. . 20))
read-write

Attributes available when t ux DnRenot eDniTy pe=snax. The name of the default
translation tablesto use when translating requests and replies that are sent through this
access point.

tuxDmRemoteDmMachineType

Syntax
Access

Description

Di spl ayString (Sl ZE(L. . 15))
read-write
Attributes available when t ux DnRenot eDniTy pe=t domai n.

These objects are used for grouping domains so that encoding/decoding of messages
between domains can be bypassed. If it is not specified, the default isto turn
encoding/decoding on. If the value set for this object isthe samein both the DM LOCAL
and the DM_REMOTE sections of adomain configuration file, dataencoding/decoding is
bypassed. The value set for this object can be any string value up to 15 charactersin
length. The object value is used only for comparison.
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tuxDmResourcesTable

Thet uxDmResour cesTabl e group contains an object that represents
Domains-specific configuration information.

Object Name Object ID

t uxDnResour cesDnVer si on .1.3.6.1.4.1.140.300.170.1.1.10

tuxDmResourcesDmVersion

Syntax  Displ ayString (Sl ZE(1. . 30))
Access  read-only

Description A user-supplied identifier for the Domains configuration.

tuxDmRoutingTable

Thet uxDRout i ngTabl e group contains objects that represent routing criteria
information for routing requests to a domain through a remote domain access point.

Object Name Object ID

t uxDnRout i ngDnRout i ngNane .1.3.6.1.4.1.140.300.180.1.1.10
t uxDnRout i ngDnBuf Type .1.3.6.1.4.1.140.300.180.1.1.20
t uxDnRout i ngDnFi el d .1.3.6.1.4.1.140.300.180.1.1.30
t uxDnRout i ngDnFi el dType .1.3.6.1.4.1.140.300.180.1.1.40
t uxDnRout i ngDnRanges .1.3.6.1.4.1.140.300.180.1.1.50
t uxDnRout i ngSt at e .1.3.6.1.4.1.140.300.180.1.1.60
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tuxDmRoutingDmRoutingName

Syntax
Access

Description

Di spl ayString (Sl ZE(L. . 15))
read-only

The name of the routing criteriatable entry.

tuxDmRoutingDmBufType

Syntax
Access

Description

Di spl ayString (Sl ZE(L. . 30))
read-only

List of types and subtypes of data buffers for which this routing entry isvalid.
typel[ :subtypel[, subtype2...]][:type2[:subtype3[, subtyped...]]...]

A maximum of 32 type/subtype combinationsis allowed. The types are restricted to
thefollowing: FML, XML, VIEW, X-C-TYPE, or X_COMMON. No subtype can be
specified for FML or XML ; subtypes are required for types VIEW, X_C _TYPE, and
X_COMMON (“*" isnot alowed).

Note that subtype names should not contain semicolon (;), colon (), commad (,), or
asterisk (*)characters. Duplicate type/subtype pairs cannot be specified for the same
routing criterion name; more than one routing entry can have the same criterion name
as long as the type/subtype pairs are unique. If multiple buffer types are specified for
asinglerouting entry, the data types of the routing field for each buffer type must be
the same.

tuxDmRoutingDmField

Syntax
Access

Description

Di spl ayString (Sl ZE(L. . 30))
read-write

This object valueisthe routing field name. Thisfield is assumed to be an FML buffer,
XML buffer, or VIEW field name that isidentified in an FML field table (using the
FLDTBLDIR and FIELDTBLS environment variables), or an FML VIEW table
(using the VIEWDIR and VIEWFILES environment variables), respectively. This
information is used to get the associated field value for data-dependent routing to an
access point of aremote domain.
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For an XML buffer type, thisfield contains either arouting element type (or name) or
arouting element object name.

The syntax of this object for an XML buffer typeis as follows:

root _element[/child_elenent][/child_element][/...][/ @bject_\
nane]

The element is assumed to be an XML document or datagram element type. Indexing
is not supported. Therefore, the BEA Tuxedo/WLE system recognizes only the first
occurrence of a given element type when it processes an XML buffer for
data-dependent routing. Thisinformation is used to get the associated element content
for data-dependent routing while sending a message. The content must be a string
encoded in UTF-8.

The object is assumed to be an XML document or datagram object of the defined
element. Thisinformation is used to get the associated object value for data-dependent
routing while sending a message. The value must be a string encoded in UTF-8.

The combination of element name and object name can contain up to 30 characters.

tuxDmRoutingDmFieldType

Syntax I NTEGER { char(1) | short(2) | long(3) | float(4) | double(5) |
string(6)}
Access  read-write
Description  Thetypecan be char, short, | ong, fl oat, doubl e, or st ri ng. Only onetypeis
allowed. This object value is used only for routing XML buffers.
tuxDmRoutingDmRanges
Syntax  DisplayString (Sl ZE(1. . 1000))
Access  read-write
Description  This object includes the ranges and associated server groups for the

t uxDnRout i ngFi el dType routing field. The format of the stringisa
comma-separated, ordered list of range/group name pairs. A range/group pair has the
following format:

| ower [ - upper]: raccesspoi nt
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where | ower and upper are assigned numeric values or character stringsin single
quotes. | ower must be less than or equal to upper . To embed asingle quotein a
character string value, the quote must be preceded by two backslashes (for example,
“O\’ Brien ). ThevaueMIN can beused toindicate the minimum value for thedata
type of the associated field on the machine. The value MAX can be used to indicate
the maximum value for the data type of the associated field on the machine. Thus,

“M N- 5" isall numberslessthan or equal to -5, and“ 6- MAX” isall numbersgreater than
or equal to 6.

The meta-character “*” (wild-card) in the position of a range indicates any values not
covered by the other ranges previously seen in the entry. Only one wild-card range is
alowed per entry and it should be the last range (ranges that follow it are ignored).

The routing field can be of any data type supported in FML. A numeric routing field
must have numeric range values and a string routing field must have string range
values.

String range values for st ri ng, carr ay, and char act er field types must be placed
inside apair of single quotes, and cannot be preceded by asign. The short and| ong
integer values are a string of digits, optionally preceded by aplus or minus sign.
Floating point numbers are of the form accepted by the C compiler or at of (3) : an
optional sign, then astring of digits (that optionally contains a decimal point), then an
optional e or E followed by an optional sign or space, followed by an integer.

Ther accesspoi nt parameter indicates the remote domain access point to which the
request isrouted if the field matchestherange. A r accesspoi nt of “*” indicatesthat
the reguest can go to any remote domain access point that imports the desired service.

tuxDmRoutingState
Syntax INTEGER { valid(1) | invalid(2)}
Access  read-write
Description  This object denotes the current state of the t uxDrRout i ng instance.

CET requests:
val i d(1): The object exists.

SET requests:
i nval i d(2): Theobject is deleted.
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tuxDmrPrincipalTable

Thet uxDnr Pri nci pal Tabl e group contains objects that represent password
configuration information for remote principal names.

Object Name Object ID

t uxDnr Pri nci pal Dnr AccessPoi nt .1.3.6.1.4.1.140.300.190.1.1.10
t uxDnr Pri nci pal Dnr Pri nName .1.3.6.1.4.1.140.300.190.1.1.20
t uxDnr Pri nci pal Dnr Pri nPasswd .1.3.6.1.4.1.140.300.190.1.1.30
t uxDnr Pri nci pal State .1.3.6.1.4.1.140.300.190.1.1.40

tuxDmrPrincipalDmrAccessPoint

Syntax  Di spl ayString (SI ZE(L. . 24))
Access  read-only

Description  The remote domain access point to which the principal is applicable.

tuxDmrPrincipalDmrPrinName

Syntax  Di spl ayString (SI ZE(L. . 24))
Access  read-only

Description  The remote principal hame.

tuxDmrPrincipalDmrPrinPasswd

Syntax  Displ ayString (Sl ZE(1. . 8))
Access  write-only

Description  The remote password used for the principal name when communicating through the
remote domain access point identified in t uxDnr Pri nci pal Dnr AccessPoi nt .
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tuxDmrPrincipalState

Syntax | NTEGER { valid(1) | invalid(2)}
Access  read-write

Description  This object denotes the current state of the t uxDnr Pri nci pal instance.

CET requests:
val i d(1) : The object exists.

SET requests:
i nval i d(2): Theobject is deleted.

tuxDmSnaCRMTable

The t uxDnBnaCRMTabl e group defines the SNM-CRM-specific configuration
information for the named local domain access point.

Object Name Object ID

t ux DmSna CRVDSNACRM .1.3.6.1.4.1.140.300.200.1.1.10
t uxDmSnaCRVDn1 AccessPoi nt .1.3.6.1.4.1.140.300.200.1.1.20
t uxDmSnaCRMSt at e .1.3.6.1.4.1.140.300.200.1.1.30
t ux DSnaCRVDM\WAddY .1.3.6.1.4.1.140.300.200.1.1.40
t uxDnSnaCRVDn\WDevi ce .1.3.6.1.4.1.140.300.200.1.1.50
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tuxDMSnaCRMDmSNACRM

Syntax  Displ ayString (Sl ZE(1. . 30))
Access  read-only

Description  This object isan identifier, unique within the scope of the SNA CRM entriesin the
domain configuration, used to identify this SNA CRM entry.

tuxDMSnaCRMDmAccessPoint

Syntax  Di spl ayString (SI ZE(L. . 30))
Access  write-only

Description  The name of the local domain access point entry with which this SNA CRM is used.

tuxDMSnaCRMState

Syntax I NTEGER { valid(1) | invalid(2)}
Access  read-write

Description  This object denotes the current state of the t ux DnSnaCRMinstance.

CET requests:
val i d(1): The object exists.

SET requests:
i nval i d(2) : The object is deleted.

tuxDMSnaCRMDmNWAddr

Syntax  DisplayString (Sl ZE(L. . 78))
Access  read-write

Description  Specifies the network address for communication between the domain gateway of the
local domain access point and the SNA CRM.
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tuxDMSnaCRMDmNWDevice

Syntax  DisplayString (Sl ZE(L. . 78))
Access  read-write

Description  Specifies the network device to be used for communication between the domain
gateway of the local domain access point and the SNA CRM.

tuxDmSnalLinkTable

Thet uxDnBnaLi nkTabl e group contains objects that represent snax-specific
configuration information for a remote domain access point.

Object Name Object ID

t uxDnSnaLli nkDnBNALI nk .1.3.6.1.4.1.140.300.210.1.1.10
t uxDnSnaLi nkDnBNASt ack .1.3.6.1.4.1.140.300.210.1.1.20
t uxDnSnaLi nkDnr AccessPoi nt .1.3.6.1.4.1.140.300.210.1.1.30
t uxDnSnalLi nkDnl Sysl D .1.3.6.1.4.1.140.300.210.1.1.40
t uxDirSnalLi nkDnr Sys| D .1.3.6.1.4.1.140.300.210.1.1.50
t uxDnSnaLi nkDni Unane .1.3.6.1.4.1.140.300.210.1.1.60
t uxDnSnaLi nkDnM nW n .1.3.6.1.4.1.140.300.210.1.1.70
t uxDnSnaLi nkDnivbdeNane .1.3.6.1.4.1.140.300.210.1.1.80
t uxDnBSnalLi nkSt at e .1.3.6.1.4.1.140.300.210.1.1.90
t uxDimBnalLi nkDnSecType .1.3.6.1.4.1.140.300.210.1.1.100
t uxDirSnalLi nkDnSt art Type .1.3.6.1.4.1.140.300.210.1.1.110
t uxDrSnali nkDmvax SNAsess .1.3.6.1.4.1.140.300.210.1.1.120
t uxDimSnaLi nkDmveaxSyncLvl .1.3.6.1.4.1.140.300.210.1.1.130
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tuxDmSnaLinkDmSNALink

Syntax  Displ ayString (Sl ZE(1. . 30))
Access  read-only
Description  This object isan identifier, unique within the scope of the SNA LINK entrieswithin

the domain configuration, used to identify rows in thistable.

tuxDmSnaLinkDmSNAStack

Syntax  Di spl ayString (SI ZE(L. . 30))
Access  read-write

Description  The name of the snax stack entry to be used to reach this remote domain access point.

tuxDmSnaLinkDmrAccessPoint
Syntax  Displ ayString (Sl ZE(1. . 30))
Access  read-write

Description I dentifies the remote domain access point name for which thisentry providesthe snax
configuration data.

tuxDmSnaLinkDmISysID
Syntax  Di spl ayString (SI ZE(L. . 4))
Access  read-write

Description  Thelocal SY SID used when establishing an SNA link to the remote logical unit (LU).

tuxDmSnaLinkDmrSysID
Syntax  Di spl ayString (SI ZE(L. . 4))
Access  read-write

Description  The remote SY SID used when establishing an SNA link to the remote logical unit
(LU).
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tuxDmSnaLinkDmIUname
Syntax  DisplayString (Sl ZE(L. . 8))
Access  read-write

Description  Specifiesthe logical unit (LU) name associated with the remote domain access point.

tuxDmSnaLinkDmMinWin

Syntax | NTEGER
Access  read-write

Description  The minimum number of winner sessions to the remote LU.

tuxDmSnaLinkDmModeName

Syntax  DisplayString (Sl ZE(L. . 8))
Access  read-write

Description  Specifies the name associated with the session characteristics for sessionsto the
remote LU.

tuxDmSnaLinkState
Syntax INTEGER { valid(1) | invalid(2)}
Access  read-write

Description  This object denotes the current state of the t uxDnSnaLi nk instance.

CET requests:
val i d(1) : The object exists.

SET requests:
i nval i d(2): Theobject is deleted.
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tuxDmSnaLinkDmSecType

Syntax INTEGER { local (1) | identify(2) | verify(3) | persistent(4) |
m xi dpe(5) }

Access  read-write

Description  Specifies the type of SNA security to be used on sessions to the remote logical unit.
Valid values for this object arel ocal , i denti fy, verify, persistent,and
m xi dpe.

tuxDmSnaLinkDmStartType

Syntax I NTEGER { auto(1) | cold(2)}
Access  read-write
Description  Specifies the type of session start-up for the destination logical unit (LU).

auto( 1)
The SNACRM, in conjunction with the domain gateway, chooses whether to
COLDSTART or WARMSTART the LU.

col d(2)
Forcesa COLDSTART with the LU.

tuxDmSnaLinkDmSNAsess

Syntax | NTEGER (0. .32767)
Access  read-write

Description  Specifies maximum number of sessions to establish with the remote LU.

tuxDmSnaLinkDmMaxSyncLvl

Syntax I NTEGER (0. .2)
Access  read-only
Description  The maximum SYNC LEVEL that can be support to this remote LU.
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tuxDmSnaStackTable

Thet uxDnBnaSt ack Tabl e group definesan SNA stack to be used by a specific SNA

CRM.

Object Name Object ID

t uxDirBnaSt ackDnSnaSt ack .1.3.6.1.4.1.140.300.220.1.1.10
t uxDnBnaSt ack DmSnaCRM .1.3.6.1.4.1.140.300.220.1.1.20
t uxDimBnaSt ackDnSt ackType .1.3.6.1.4.1.140.300.220.1.1.30
t uxDnSnaSt ackDnl Unane .1.3.6.1.4.1.140.300.220.1.1.40
t uxDimBnaSt ackDniTpNane .1.3.6.1.4.1.140.300.220.1.1.50
t uxDnSnaSt ackDnfSt ackPar ans .1.3.6.1.4.1.140.300.220.1.1.60
t uxDrSnaSt ackSt at e .1.3.6.1.4.1.140.300.220.1.1.70

tuxDmSnaStackDmSnaStack

Syntax  DisplayString (Sl ZE(L. . 30))
Access  read-only

Description  The name of thist uxDnBSnasSt ack entry. Thisobject isan identifier, uniquewithin the
scope of thet uxDnBnaSt ackTabl e in the domain configuration.

tuxDmSnaStackDmSnaCRM

Syntax  DisplayString (Sl ZE(L. . 30))
Access  read-write

Description  Identifiesthe t ux DrsnaCRMtable entry of the SNA CRM in which this SNA protocol
stack definition is used.

3-48 BEA SNMP Agent MIB Reference



tuxDmSnaStackTable

tuxDmSnaStackDmStackType

Syntax  Displ ayString (Sl ZE(1. . 30))
Access  read-write

Description  Identifies the protocol stack to be used.

tuxDmSnaStackDmlUname

Syntax  Di spl ayString (SI ZE(L. . 8))
Access  read-write

Description  Specifies the LU name to be used on sessions established using this stack definition.

tuxDmSnaStackDmTpName

Syntax  Di splayString (Sl ZE(L. . 8))
Access  read-write
Description  Specifiesthe TP name associated with the SNA stack. A value of “*” meansaccept any

TP name.

tuxDmSnaStackDmStackParams

Syntax  Di spl ayString (SI ZE(L. . 128))
Access  read-write

Description  Provides protocol stack specific parameters.
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tuxDmSnaStackState
Syntax I NTEGER { valid(1) | invalid(2)}
Access  read-write

Description  This object denotes the current state of the t uxDnSnaSt ack instance.

CET requests:
val i d(1) : The object exists.

SET requests:
i nval i d(2): Theobject is deleted.

tuxDmTdomainTable

Thet uxDnirdomai nTabl e group defines the domain-specific configuration for alocal
or remote domain access point.

Object Name Object ID

t uxDnTdomai nDmAccessPoi nt .1.3.6.1.4.1.140.300.240.1.1.10
t uxDniTdonai nDnNwAddr .1.3.6.1.4.1.140.300.240.1.1.20
t uxDnTdomai nSt at e .1.3.6.1.4.1.140.300.240.1.1.30
t uxDnifdonmai nDn\wDevi ce .1.3.6.1.4.1.140.300.240.1.1.40
t uxDnmirdonmai nDnCrpLi mi t .1.3.6.1.4.1.140.300.240.1.1.50
t uxDnifdonai nDnfai | Over Seq .1.3.6.1.4.1.140.300.240.1.1.60
t uxDmrdormai nDM nEncri ptBits .1.3.6.1.4.1.140.300.240.1.1.70
t uxDmrdomai nDmvaxEncri ptBits .1.3.6.1.4.1.140.300.240.1.1.80
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tuxDmTdomainDmAccessPoint

Syntax
Access

Description

Di spl ayString (Sl ZE(L. . 24))
read-only

Thelocal or remote domain access point name for which this entry provides the
TDomain-specific configuration data.

When domain-level failover isin use, more than onet uxDnifdomai nTabl e entry can
be defined with the same t ux TDnTdormai nDmAccessPoi nt .

tuxDmTdomainDmNwAddr

Syntax  DisplayString (Sl ZE(L. . 24))
Access  read-only
Description  Specifies the network address associated with the access point.
For alocal domain access point, this object supplies the address used to listen for
incoming connections.
For aremote domain access point, this object supplies the destination used when you
connect to a remote domain access point.
The value of this object must be unique across al t uxDniTdonai nTabl e objects.
tuxDmTdomainState
Syntax INTEGER { valid(1) | invalid(2) }
Access  read-write
Description  This object denotes the current state of the t ux Dnifdomai n instance.

CET requests:
val i d(1): The object exigts.

SET requests:
i nval i d(2) : Delete the object.
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tuxDmTdomainDmNwDevice

Syntax  DisplayString (Sl ZE(L. . 78))
Access  read-write
Description  Specifies the network device used.
For alocal domain access point, this object specifies the device used for listening.
For aremote domain access point, this object specifies the device used to connect to

the remote domain access point.

tuxDmTdomainDmCmpLimit

Syntax | NTEGER
Access  read-write

Description ~ This object isrelevant to remote domain access points only. It specifies the threshold
over which compression occurs for traffic on connections to this access point.

tuxDmTdomainDmFailOverSeq

Syntax | NTEGER (0. .32767)
Access  read-write

Description  Thisobject isrelevant to remote domain access pointsonly. It specifies the position of
this set of addressing in the failover sequence for this remote domain access point. If
no failover sequence number is supplied, the first entry for this remote domain access
point is allocated the number 10 greater than the highest failover sequence number
known for the remote domain access point. Thus, the first entry gets 10, the second,
20, and so on.

tuxDmTdomainDmMinEncriptBits

Syntax INTEGER { enc-0-bit(1l) | enc-40-bits(2) | enc-56-bits(3) |
enc-128-bits(4)}

Access  read-write
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Description

This object is relevant to remote domain access points only. When establishing a
network link to this access point, this object specifiesthe minimum level of encryption
required.

enc-0-bit(1)
No encryption

enc- 40-bi t s(2), enc-56-bits(3),andenc-128- bi ts(4)
These values specify the encryption length (in bits).

If this minimum level of encryption is not met, link establishment fails. The default
valueisenc-0-bit.

tuxDmTdomainDmMaxEncriptBits

Syntax

Access

Description

I NTECER { enc-0-bit(1) | enc-40-bits(2) | enc-56-bits(3) |
enc- 128-bits(4)}

read-write

This object is relevant to remote domain access points only. When establishing a
network link to thisaccess point, this object specifiesthe maximum level of encryption
required.

enc-0-bit(1)
No encryption

enc- 40-bi t s(2), enc-56-bits(3),andenc-128- bi ts(4)
These values specify the encryption length (in bits).

The default valueisenc- 128- bi t s.

Note: Madifications to this object do not affect established connections.
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tuxDmTopendTable

Thet uxDnifopendTabl e group definesthe configuration for alocal or remote domain
access point specific to aBEA TOP END system.

Object Name Object ID

t uxDmropendDmAccessPoi nt .1.3.6.1.4.1.140.300.250.1.1.10
t ux DmTropendDnNwAddr .1.3.6.1.4.1.140.300.250.1.1.20
t uxDmTropendDnt eTpSyst em .1.3.6.1.4.1.140.300.250.1.1.30
t uxDmTopendSt at e .1.3.6.1.4.1.140.300.250.1.1.40
t uxDmTopendDni\WwDevi ce .1.3.6.1.4.1.140.300.250.1.1.50
t uxDmropendDnt ePwd .1.3.6.1.4.1.140.300.250.1.1.60
t uxDmTopendDntFai | over Seq .1.3.6.1.4.1.140.300.250.1.1.70

tuxDmTopendDmAccessPoint

Syntax  DisplayString (Sl ZE(L. . 24))
Access  read-only

Description  Specifiesthe local or remote domain access point name for which this entry provides
the BEA TOP END system-specific configuration data.

tuxDmTopendDmNwAddr

Syntax  DisplayString (Sl ZE(L. . 24))
Access  read-only

Description  Specifiesthe network address associated with the local or remote domain access point.
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tuxDmTopendDmteTpSystem
Syntax  DisplayString (Sl ZE(L. . 8))
Access  read-write
Description  Specifies the name of the BEA TOP END system.

Note: All remote domain access points accessible through alocal domain access
point must have the same BEA TOP END system name.

tuxDmTopendState
Syntax INTEGER { valid(1l) | invalid(2) | recrypt(3) }
Access  read-write

Description  This object denotes the current state of the t ux Dnifopend instance.

CET requests:
val i d(1): The object exidts.

SET requests:
i nval i d(2) : Delete the object.

recrypt (3) : Re-encrypt al passwords that use a new encryption key.

tuxDmTopendDmNwDevice

Syntax  Di spl ayString (SI ZE(L. . 78))
Access  read-write

Description  Specifies the network device associated with thelocal or remote domain access point.

tuxDmTopendDmtePwd

Syntax  DisplayString (Sl ZE(L. . 12))
Access  read-write

Description  Specifies the password to use when sending messages to the BEA TOP END system.
This object valueis relevant only to local domain access point entries.
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tuxDmTopendDmFailoverSeq

Syntax I NTEGER (0. .32767)

Access  read-write

Description  Thisobject isrelevant to remote domain access pointsonly. It specifies the position of
this set of addressing in the failover sequence for this remote domain access paint. If
no failover sequence number is supplied, the first entry for this remote domain access
point is allocated the number 10 greater than the highest failover sequence number
known for the remote domain access point. Thus, the first entry gets 10, the second,

20, and so on.

The domain gateway usesthet uxDniTopend addressing entries for a particular remote
domain access point strictly in the order of its failover sequence numbers—Ilowest to

highest.

tuxDmTransactionTable

Thet uxDniTr ansact i onTabl e group contains objects that represent information
about transactions that span domains. This object can be used to find out what remote
domain access points are involved in the transaction, the parent domain access point,

the transaction state, and other information.

Object Name Object ID

t uxDmilr ansact i onDnl AccessPoi nt .1.3.6.1.4.1.140.300.260.1.1.10
t uxDmlr ansact i onDnTpTr anl D .1.3.6.1.4.1.140.300.260.1.1.20
t uxDmir ansact i onSt at e .1.3.6.1.4.1.140.300.260.1.1.30
t uxDnTTr ansact i onDnilrxAccessPoi nt .1.3.6.1.4.1.140.300.260.1.1.40
t uxDmlr ansact i onDniTxNet Tr anl D .1.3.6.1.4.1.140.300.260.1.1.50
t uxDnTTr ansact i onDBr anchCount .1.3.6.1.4.1.140.300.260.1.1.60
t uxDmTr ansact i onDnBr anchl ndex .1.3.6.1.4.1.140.300.260.1.1.70
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Object Name Object ID

t uxDniTr ansact i onDnBr anchNo .1.3.6.1.4.1.140.300.260.1.1.80
t uxDniTr ansact i onDnr AccessPoi nt .1.3.6.1.4.1.140.300.260.1.1.90
t uxDniTr ansact i onDnNet Tr anl D .1.3.6.1.4.1.140.300.260.1.1.100
t uxDniTr ansact i onDnBr anchSt at e .1.3.6.1.4.1.140.300.260.1.1.110

tuxDmTransactionDmIAccessPoint

Syntax
Access

Description

Di spl ayString (Sl ZE(L. . 30))
read-only

The name of the local domain access point with which the transaction is associated.
Thisobject isarequired field for GET operations. For SET operations, this object must
be specified.

tuxDmTransactionDmTPTranID

Syntax
Access

Description

Di spl ayString (Sl ZE(L. . 24))
read-write

The transaction identifier returned from t psuspend( 3c) mapped to astring
representation. The datain this field should not be interpreted directly by the user,
except for equality comparison. For SET operations, this object must be specified.

tuxDmTransactionState

Syntax

Access

Description

I NTEGER { aborted(1l) | abortonly(2) | active(3) | contalled(4) |
deci ded(5) | done(6) | habort(7) | hcomit(8) | heuristic(9) |
ready(10) | unknown(11) | invalid(12) }

read-write
This object denotes the current state of the t uxDnir ansact i on instance.

CET requests:
abor t ed( 1) : Thetransaction is being rolled back.
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abor t onl y( 2) : Thetransaction has been identified for rollback.

acti ve(3): Thetransaction isactive.

contal | ed( 4) : Thetransaction has initiated the first phase of commitment.
deci ded( 5) : The transaction has initiated the second phase of commitment.
done( 6) : The transaction has completed the second phase of commitment.
habor t ( 7) : The transaction has been heuristically rolled back.

hconmi t ( 8) : The transaction has been heuristically committed.

heuri sti c(9): Thetransaction commitment or rollback has completed
heuristically.

r eady( 10) : The transaction has completed the first phase of atwo-phase
commit. All the participating groups and remote domains have completed the
first phase of commitment and are ready to be committed.

unknown( 11) : It was not possible to determine the state of the transaction.

SET requests:
i nval i d( 12) : Forget the specified table entry. This state change is only
valid in states HCOmmit and HABort.

tuxDmTransactionDmTxAccessPoint
Syntax  Di spl ayString (SI ZE(L. . 30))
Access  read-only

Description  If the transaction originated from aremote domain, this object value is the name of the
remote domain access point through which the transaction originated. If thetransaction
originated within this domain, this value is the name of the local domain access point.

tuxDmTransactionDmTxNetTranID

Syntax  Di spl ayString (SI ZE(L. . 78))

Access  read-only
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Description  If the transaction originated from a remote domain, this object value is the external
transaction identifier received from the remote domain access point through which the
transaction originated. If the transaction originated within this domain, the object
contains the same value as the

tuxDmTransactionDmBranchCount

Syntax | NTEGER

Access  read-only

Description  The number of branches to remote domain access points involved in the transaction.
For a domain gateway that does not make branch information available, thisvalueis

Z€Ero.

tuxDmTransactionDmBranchindex

Syntax | NTEGER

Access  read-only
Description  Theindex of thefirst branch-specific object values (t uxDnilr ansact i onDnBr anchNo,
t uxDniTr ansact i onDnr AccessPoi nt , t uxDnilr ansact i onDnNet Tr anl D, and
t uxDniTr ansact i onDnBr anchSt at e) corresponding to this object.

tuxDmTransactionDmBranchNo

Syntax | NTEGER

Access  read-only

Description  The branch number of the participating branch (numbered from zero).

tuxDmTransactionDmrAccessPoint

Syntax  DisplayString (Sl ZE(1. . 30))
Access  read-only

Description  The name of the remote domain access point for this branch.
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tuxDmTransactionDmNetTranID

Syntax
Access

Description

Di spl ayString (Sl ZE(L. . 78))
read-only

The external transaction identifier used with the remote domain access point for this
branch. Some types of domain gateways do not return this information; in this
scenario, this object is set to the empty string. For example, TDomains uses the local
transaction identifier in t uxDniTr ansact i onDnTpTr anl D for branches to remote
domain access points and sets this value to the empty string.

tuxDmTransactionDmBranchState

3-60

Syntax

Access

Description

| NTEGER { aborted(1) | abortonly(2) | active(3) | contalled(4) |
deci ded(5) | done(6) | habort(7) | hcommit(8) | heuristic-hazard(9)
| heuristic-mxed(10) | ready(11l) | unknown(12) }

read-write

A GET operation retrieves run-time information for the transaction branch (when the
information is available for a particular domain gateway type).

CET requests:
ABor t eD( 1) : The transaction branch is being rolled back.

ABor t onl Y(2) : The transaction branch has been identified for rollback.
ACTi ve( 3) : Thetransaction branch is active.

CoMtal | ed( 4) : The transaction branch has initiated the first phase of
commitment.

DECi ded(5): Thetransaction branch hasinitiated second phase of
commitment.

DONe( 6) : The transaction branch has compl eted the second phase of
commitment.

HABor t ( 7) : The transaction has been heuristically rolled back.
HCOmmi t ( 8) : The transaction has been heuristically committed.

Heuristic Hazard(9): Communications for the transaction branch failed
and it has not been determined if rollback completed successfully.
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Heuristic M xed(10): Thetransaction commitment or rollback for the
transaction branch has compl eted and the remote domain hasreported that the
state of some of the resources used for the commitment or rollback is not
consistent with the outcome of the transaction.

REAdy 11): The transaction has completed the first phase of atwo-phase
commit. All the participating groups and remote domains have completed the
first phase of commitment and are ready to be committed.

UNKnown( 12) : The state of the transaction could not be determined.
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A

BEA Domain List MIB

The BEA Domain List MIB consists of one group name beaDonai nLi st . Thisgroup
contains objects that represent the information about the Tuxedo or WebL ogic
Enterprise domain that the Tuxedo/WLE SNMP agent is monitoring, as specified at
startup. Note that row creation is not allowed in this MIB group, and that a minimal

t uxconfi g file must exist before you can start the agent.

The beaDomai nLi st MIB group consists of the following objects.

Object Name Object ID
beaDonmai nKey .1.3.6.1.4.1.140.305.1.1
bealogi cal Agent Nare .1.3.6.1.4.1.140.305.1.2
beaDonai nl d .1.3.6.1.4.1.140.305.1.3
beaDomai nTuxdi r .1.3.6.1.4.1.140.305.1.4
beaDomai nTuxconfi g .1.3.6.1.4.1.140.305.1.5
beaDomai nSt at us .1.3.6.1.4.1.140.305.1.6
beaDomainKey
Syntax | NTEGER (32769. .262143)
Access  read-only
Description  Numeric key for the well-known address in a Tuxedo/WLE system bulletin board. In

asingle-processor environment, this key namesthe bulletin board. In amulti-processor
environment, this key names the message queue of the Distinguished Bulletin Board
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Liaison (DBBL). Thiskey isused asthe basi sfor deriving the names of resources other
than the well-known address, such as the names for the bulletin boards throughout the
application.

bealogicalAgentName

Syntax  DisplayString (Sl ZE(L. . 32))
Access  read-only

Description  Thelogical agent name of the agent as specified in the -1 option when the
Tuxedo/WLE SNMP agent was started (UNIX systems). On Windows NT systems,
the logical agent name isthe name of the Windows NT service used to start the agent.
This name is the name of the agent that monitors the domain. If there are multiple
SNM P agents running on a managed node, this name needs to be appended to the
community string with an @sign when sending an SNMP request to the agent. For
example, if there are two logical agents si mp_snnpd and bank_snnpd, the default
communities used to query values from these agents would be publ i c@i nmp_snnpd
and publ i c@ank_snnpd, respectively. To run multiple agents on the same managed
node, they must be run as subagents (without the - s option) with the BEA SNMP
Agent Integrator.

beaDomainld
Syntax  Di spl ayString (SI ZE(L. . 30))
Access  read-only
Description ~ This object isthe BEA domain identifier of the domain being managed by this agent.
This object is optional.
beaDomainTuxdir

Syntax  Di spl ayString (SI ZE(L. . 78))
Access  read-only

Description  Thet uxdi r valuefor the domain being managed by thisagent. t uxdi r isthe absolute
pathname to the directory where the Tuxedo/WL E software is found on the master
machine.
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Syntax  Displ ayString (Sl ZE(L. . 64))
Access  read-only

Description  The absolute location, including filename, for the configuration file of the domain
being managed by this agent.
beaDomainStatus
Syntax  INTEGER { active(l), inactive(2) }

Access  read-only

Description  This object represents the current state of the domain being managed. The states and
their interpretation are the same asfor t uxTdomai nSt at e.
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5

CORBA and Java
Interface MIB

The CORBA and Java Interface MIB defines (1) the Common Object Request Broker
Architecture (CORBA) interface groups and objects specific to Tuxedo 8.0 and
WebL ogic Enterprise and (2) the Javainterface groups and objects specific to

WebL ogic Enterprise.

The CORBA and Java Interface MIB consists of the following groups:

Group Name

Description

tuxFactoryTabl e (Tuxedo 8.0)/
wl eFact oryTabl e

Thisgroup containsobjectsthat represent
occurrences of factories registered with
the FactoryFinder. The available
factoriesfor the Tuxedo 8.0 or WebL ogic
Enterprise application are reflected in
this MIB group.

tuxl nterfaceTabl e (Tuxedo 8.0)/
w el nterfaceTabl e

Thisgroup containsobjectsthat represent
the configuration and run-time
characteristics of CORBA interfaces at
both the domain and server group levels.

tuxLcl I nterfaceTabl e (Tuxedo 8.0)/
w eLcl I nterfaceTabl e

The object instances in this group return
local t ux! nt er f aceTabl e/

w el nt er f aceTabl e objectsfor the

local host onwhich BEA SNMP Agentis
running.
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Group Name

Description

t uxl f QueueTabl e (Tuxedo 8.0)/
w el f QueueTabl e

The object instancesin this group
represent the run-time characteristics of
an interface for a particular server queue
(t uxTqueue).

tuxLcl | f QueueTabl e (Tuxedo 8.0)/
w eLcl | f QueueTabl e

The object instancesin this group
represent the local objects of

t ux! f QueueTabl e/

w el f QueueTabl e instances. These
values are specific to the host on which
BEA SNMP Agent isrunning.

w eJdbcConPool Tabl e

Thisgroup contai nsobjectsthat represent
the configuration and run-time
characteristicsof JDBC connection pools
on aJava server.

w eJdbcConPool Ext nTabl e

Thisgroup contai nsobjectsthat represent
the extensions to the configuration and
run-time characteristics of JDBC
connection pools on a Java server.

w eModul eTabl e

Thisgroup contai nsobjectsthat represent
the modulesinstalled on a Java server.

In addition to the objects in these groups, the “Core MIB” on page 2-1 contains the
following CORBA and Java interface specific objects:

Interface Tuxedo 8.0 Object

WebL ogic Enterprise Object

CORBA t uxMaxQhj ect s w eMax(hj ect s

CORBA t uxMax| nt er f aces w eMax| nt er f aces
CORBA tuxCurl nterfaces w eCurlnterfaces
CORBA t uxHwM nt erf aces w eHwW nt erfaces
CORBA t uxMachi neMaxQbj ect s w eMachi neMaxObj ect s
CORBA t uxMachi neCur Cbj ect s w eMachi neCur Obj ect s

5-2 BEA SNMP Agent MIB Reference



Interface Tuxedo 8.0 Object WebL ogic Enterprise Object
CORBA t uxMachi neHwObj ect s wl eMachi neHwbj ect s
CORBA t uxSrvr Cur Obj sExt wl eSrvr Cur Qbj sExt

CORBA tuxSrvrCurl nt erfaceExt w eSrvr Cur |l nt er f aceExt
Java N/A W eSrvr SrvType

Java w eSrvrd assPat h

Java wl eSrvrj avaHeap

Java w eSrvrj avaHeapuse

Java w eSrvrj avaVendor

Java w eSrvrj avaVer si on

The object t uxTr anGst at e also has CORBA interface specific states. For more

information on these objects, see “Core MIB” on page 2-1.
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tuxFactoryTable (Tuxedo 8.0)/

wleFactoryTable

Thet uxFact or yTabl e (Tuxedo 8.0)/ W eFact or yTabl e group contains objects that

represent occurrences of factories registered with the FactoryFinder.

Object Name Object ID

t uxFact or ySer No (Tuxedo 8.0), .1.3.6.1.4.1.140.300.48.1.1
w eFact or ySer No

t uxFact or yl d (Tuxedo 8.0), .1.3.6.1.4.1.140.300.48.1.2
w eFactoryld

t uxFact oryl f Nanme (Tuxedo 8.0), .1.3.6.1.4.1.140.300.48.1.3
w eFact oryl f Name

t uxFact or ySt at e (Tuxedo 8.0), .1.3.6.1.4.1.140.300.48.1.4

w eFactoryState

tuxFactorySerNo (Tuxedo 8.0),
wleFactorySerNo

Syntax | NTEGER

Access  read-only

Description  This object is the running number used as the index to instances in this table.

tuxFactoryld (Tuxedo 8.0),
wleFactoryld

Syntax  Di spl ayString (SI ZE(L. . 256))
Access  read-only
Description  Theregistered ID for the factory.
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tuxFactorylfName (Tuxedo 8.0),
wleFactorylfName
Syntax  DisplayString (Sl ZE(L. . 128))
Access  read-only

Description  The fully qualified interface name used as the interface repository ID for the factory.
The format of this name depends on the options specified in the Interface Definition
Language (IDL) that generates the interface implementation. For details, consult the
CORBA 2.1 specification, section 7.6.

tuxFactoryState (Tuxedo 8.0),
wleFactoryState
Syntax I NTEGER { active(l) }
Access  read-only

Description A GET operation retrieves run-time information for the selected t uxFact or yTabl e/
w eFact or yTabl e instance or instances. Thereturned valueis 1 (act i ve) if the
instance is registered with the FactoryFinder.
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tuxinterfaceTable (Tuxedo 8.0)/
wlelnterfaceTable

Thet uxl nt er faceTabl e (Tuxedo 8.0)/ W el nt er f aceTabl e group contains
objects that represent configuration and run-time characteristics of CORBA interfaces
at both the domain and server group levels. There are certain semantic differencesin
the objects of this group between domain level and server group level instances, as
explained in the following discussions for t ux| nt er f aceTabl e and

w el nterfaceTabl e.

tuxinterfaceTable (Tuxedo 8.0)

5-6

A domain level t uxl nt er f aceTabl e instance is not associated with a Server group.
Inthiscase, itst ux! f SrvG p object hastheinvalid value *.

A server group level instance has an associated Server group. In this casg, its

t ux! f SrvG p object hasavalid server group name for the domain. This server group
level representation of an interface also providesacontai ner for managing theinterface
state (thet ux! f St at e object) and for collecting accumulated statistics.

Every CORBA interfacethat is activated in a server must have a server group level

t uxl nt er f aceTabl e instance. The activation of interfacesin aserver iscontrolled by
the state of at ux| f Queue instance for the interface. Activation of at ux! f Queue
instance causes its objects to be initialized with values specified for the associated
server group level t uxI nt er f aceTabl e instance. If such an instance does not already
exist, then oneis dynamically created. This dynamically created server group level
tuxl nt er f aceTabl e instance is initialized with the objects of the domain level

tuxl nter f aceTabl e instancefor theinterface, if one exists. If an associated domain
level instance does not exist, system-specified default configuration values are used.
After they are activated, interfaces are always associated with a server group level
tuxl nt er f aceTabl e instance.

The specification of configuration objects for interfaces at any level is optional.
Interfaces offered by a server are identified through the ICF file used for generating
skeletons. The interfaces are advertised automatically by the system when the server
is activated.
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wlelnterfaceTable

A domain level wi el nt er f aceTabl e instance is not associated with a Server group.
Inthiscase, itsw el f SrvG p object hastheinvalid value *.

A server group level instance has an associated Server group. In this case, its

w el f SrvG p object hasavalid server group name for the domain. This server group
level representation of an interface al so providesacontainer for managing theinterface
state (thewl el f St at e object) and for collecting accumulated statistics.

Every CORBA interface that is activated in a server must have a server group level
w el nt er f aceTabl e instance. The activation of interfacesinaserver iscontrolled by
the state of awl el f Queue instance for the interface. Activation of awl el f Queue
instance causes its objects to be initialized with values specified for the associated
server group level W el nt er f aceTabl e instance. If such an instance does not already
exist, then oneis dynamically created. This dynamically created server group level

w el nter f aceTabl e instanceisinitialized with the objects of the domain level

wl el nt er f aceTabl e instancefor theinterface, if one exists. If an associated domain
level instance does not exist, system-specified default configuration values are used.
After they are activated, interfaces are always associated with a server group level

w el nt er f aceTabl e instance.

The specification of configuration objects for interfaces at any leve is optional.
Interfaces offered by a server areidentified through the ICF file used for generating
skeletons. The interfaces are advertised automatically by the system when the server
is activated.
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tuxinterfaceTable (Tuxedo 8.0)/ wlelnterfaceTable Objects

The following table lists the objects within the t uxI nt er f aceTabl e/
w el nterfaceTabl e.

Object Name Object ID

t ux! f Ser No (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.1.1.1
w el f Ser No

t ux! f Narme (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.1.1.2
w el f Nane

t ux! f SrvG p (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.1.1.3
welfSrvGp

t ux! f St at e (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.1.1.4
welfState

t ux! f Aut oTr an (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.1.1.5
w el f Aut oTr an

t ux! f Load (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.1.1.6
w el f Load

t ux! f Pri o (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.1.1.7
welfPrio

t ux! f Ti meout (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.1.1.8

w el f Ti meout

t ux! f TranTi nme (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.1.1.9
w el f TranTi e

t ux! f FbRout i ngNane (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.1.1.10
w el f FbRout i ngNane

t ux! f Lmi d (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.1.1.11
w el fLnmid
t ux!| f NunSer ver s (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.1.1.12

w el f NunSer ver s
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Object Name Object ID

t ux! f TpPol i cy (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.1.1.13
wl el f TpPol i cy

t ux! f TxPol i cy (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.1.1.14
wl el f TxPol i cy

tuxIfSerNo (Tuxedo 8.0),

wlelfSerNo
Syntax
Access

Description

I NTEGER
read-only

This object value is the running number used as an index to instancesin this table.

tuxIifName (Tuxedo 8.0),

wlelfName
Syntax
Access

Description

Di spl ayString (Sl ZE(1. . 128))
read-only

Thefully qualified interface name used astheinterface ID. The format of thisnameis
one of the options specified inthe IDL that generatestheinterface implementation. For
details, consult the CORBA 2.1 specification, Section 7.6.

tuxIfSrvGrp (Tuxedo 8.0),

wlelfSrvGrp

Syntax
Access

Description

Di spl ayString (Sl ZE(L. . 30))
read-write

The server group name. Server group names cannot contain an asterisk, comma, or
colon. An asterisk (*) specified asavalue for this object specifies adomain level
instance.

Note: Thisobject can be SET only during creation of a new row.
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tuxIfState (Tuxedo 8.0)

5-10

Syntax

Access

Description

I NTEGER { active(l), inactive(2), suspended(3), partitioned(4),
invalid(5), reactivate(6) }

read-write

The semanticsfor GET and SET requests differ between server group and domain level
instances as noted in the following list.

CET: {active(1)|inactive(2)|suspended(3)|partitioned(4)}
A GET request retrieves configuration information for the selected
t uxl nt er f aceTabl e instance or instances. The only states that can be
returned are: act i ve, i nacti ve, suspended, partitioned.

active(1)
Thet uxI nt er f aceTabl e instance is defined and at least one corresponding
t ux! f QueueTabl e instance isin the active state. For a server group level
t uxl nt er f aceTabl e instance, corresponding t ux! f QueueTabl e instances
arethosewith matchingt ux! f Name andt ux! f Sr vG p objects. For adomain
level t uxI nt er f aceTabl e instance, corresponding t ux! f QueueTabl e
instances are those with matching t ux! f Name value regardless of their
tux!l f SrvG p value.

i nactive(2)
Thet uxl nt er f aceTabl e instanceisdefined and there are no corresponding
t ux! f QueueTabl e instancesin any active state.

suspended( 3)
Thet uxl nt er f aceTabl e instance is defined and among all corresponding
t ux| f QueueTabl e instances, there are none in the active state and at least
one in the suspended state.

partitioned(4)
Thet uxl nt er f aceTabl e instance is defined and among all the
corresponding t ux! f QueueTabl e instances, there are none in the active
state, none in the suspended state, and at least one in the partitioned state.

SET: {invalid(5)|active(l)|inactive(2)|reactivate(6)]|suspended(3)}
A SET reguest updates run-time and configuration information for the
selected t uxl nt er f aceTabl e instance. Modifications can affect more than
one server group when domain level changes are made, and run-time
maodifications can affect morethan one server if multiple serversare currently
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offering an interface. Only the following values can be used in a SET request:
invalid,active,reactivate, or suspended

i nval i d(5)
Deletethet uxl nt er f aceTabl e instance for the application. This state
change is allowed only when the instance is in the inactive state.

active(1)
Activate thet uxI nt er f aceTabl e instance for the application. Setting this
state on adomain level instance has the effect of activating al corresponding
t ux! f QueueTabl e instances that are currently suspended throughout the
domain. Setting this state on aserver group level instance affectsonly servers
within the group offering the interface. This state change is allowed only
when the instance is in the suspended state. A successful return leaves the
objectintheactive(1l) state.

reactivate(6)
Reactivatesthet ux! nt er f aceTabl e instance. Setting thisstate on adomain
level instance has the effect of activating all corresponding
t ux! f QueueTabl e instances that are currently suspended throughout the
domain. Setting this state on aserver group level instance affectsonly servers
within the group offering the interface. This state change is alowed only
when theinstanceisintheacti ve(1) or suspended(3) state. Successful
return leavesthe instanceinthe act i ve( 1) state. Setting this state permits
global activation of t uxl f QueueTabl e instances suspended at the server
group level without having to individually activate each server group level
t uxl nt er f aceTabl e instance.

suspended( 3)
Suspend thet uxI nt er f aceTabl e instance. Setting this state on the domain
level object has the effect of suspending all corresponding
t ux! f QueueTabl e instancesthat are currently active throughout the domain.
Setting this state on a server group level instance affects only servers within
the group offering the interface. This state change is permitted only in the
active(1) state. Successful return leaves the object in the suspended( 3)
state.

Note: Dynamic advertisement of interfaces (that is, state changefromi nact i ve( 2)
orinvalid(5) toactive(1))isnotsupported, nor isremoval of
advertisement (that is, state change from acti ve(1) toi nactive(2)).

wlelfState
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5-12

Syntax

Access

Description

I NTEGER { active(l), inactive(2), suspended(3), partitioned(4),
invalid(5), reactivate(6) }

read-write

The semanticsfor GET and SET requests differ between server group and domain level
instances as noted in the following list.

CET: {active(1)|inactive(2)|suspended(3)|partitioned(4)}
A GET request retrieves configuration information for the selected
w el nt er f aceTabl e instance or instances. The only states that can be
returned are: act i ve, i nacti ve, suspended, partitioned.

active(1)
Thew el nt er f aceTabl e instance is defined and at least one corresponding
w el f QueueTabl e instance isin the active state. For a server group level
w el nt er f aceTabl e instance, corresponding wi el f QueueTabl e instances
arethosewith matchingw el f Name andwl el f Sr vG p objects. For adomain
level wi el nt er f aceTabl e instance, corresponding wi el f QueueTabl e
instances are those with matching wl el f Name value regardless of their
w el f SrvG p value.

i nactive(2)
Thew el nt er f aceTabl e instanceisdefined and there are no corresponding
w el f QueueTabl e instancesin any active state.

suspended( 3)
Thewl el nt er f aceTabl e instance is defined and among all corresponding
w el f QueueTabl e instances, there are none in the active state and at least
one in the suspended state.

partitioned(4)
Thewl el nt er f aceTabl e instance is defined and among all the
corresponding wi el f QueueTabl e instances, there are none in the active
state, none in the suspended state, and at least one in the partitioned state.

SET: {invalid(5)|active(l)|inactive(2)|reactivate(6)]|suspended(3)}
A SET reguest updates run-time and configuration information for the
selected wl el nt er f aceTabl e instance. Modifications can affect more than
one server group when domain level changes are made, and run-time
maodifications can affect morethan one server if multiple serversare currently
offering an interface. Only the following values can be used in a SET request:
invalid,active,reactivate, Oor suspended.
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i nval i d(5)
Deletethew el nt er f aceTabl e instance for the application. This state
change is allowed only when the instance is in the inactive state.

active(1)
Activate thew el nt er f aceTabl e instance for the application. Setting this
state on adomain level instance has the effect of activating all corresponding
w el f QueueTabl e instances that are currently suspended throughout the
domain. Setting this state on aserver group level instance affectsonly servers
within the group offering the interface. This state change is allowed only
when the instance is in the suspended state. A successful return leaves the
objectintheactive(1l) state.

reactivate(6)
Reactivatesthew el nt er f aceTabl e instance. Setting thisstate on adomain
level instance has the effect of activating all corresponding
w el f QueueTabl e instances that are currently suspended throughout the
domain. Setting this state on aserver group level instance affectsonly servers
within the group offering the interface. This state change is alowed only
when theinstanceisintheacti ve(1) or suspended(3) state. Successful
return leavestheinstanceinthe act i ve(1) state. Setting this state permits
global activation of w el f QueueTabl e instances suspended at the server
group level without having to individually activate each server group level
w el nt er f aceTabl e instance.

suspended( 3)
Suspend thewl el nt er f aceTabl e instance. Setting this state on the domain
level object has the effect of suspending all corresponding
w el f QueueTabl e instancesthat are currently active throughout thedomain.
Setting this state on a server group level instance affects only servers within
the group offering the interface. This state change is permitted only in the
active(1) state. Successful return leaves the object in the suspended( 3)
state.

Note: Dynamic advertisement of interfaces (that is, state changefromi nact i ve( 2)
orinvalid(5) toactive(1))isnotsupported, norisremoval of
advertisement (that is, state change from acti ve(1) toi nactive(2)).
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tuxifAutoTran (Tuxedo 8.0)

Syntax I NTEGER { yes(1), no(2) }

Access  read-write

Description  Signifieswhether atransaction is automatically started for invocations made outside a
transaction context.

This object has the following limitations:

m  Run-time updates to this object are not reflected in active equivalent

wlelfAutoTran

t uxl nt er f aceTabl e instances.

Thet ux! f TxPol i cy object can override the value specified for this object in
the UBBCONFI Gfile. If t uxI f TxPol i cy isal ways(1), atuxl f Aut oTr an value
of no(2) hasno effect at run-time. Behavior is as though the setting were
yes(1).If tuxlfTxPolicyisnever(2),antuxlfAutoTran vaueof yes(1)
has no effect. The interface is never involved in atransaction. If

tux!l f TxPol i cy isi gnore(4), antuxlfAut oTr an value of yes(1) hasno
effect. The interfaceis never involved in atransaction.

Syntax I NTEGER { yes(1), no(2) }

Access  read-write

Description  Signifieswhether atransaction is automatically started for invocations made outside a
transaction context.

This object has the following limitations:

m  Run-time updates to this object are not reflected in active equivalent

w el nt er f aceTabl e instances.

Thewl el f TxPol i cy object can override the value specified for this object in
the UBBCONFI Gfile. If wl el f TxPol i cy isal ways(1),aw el f Aut oTr an value
of no(2) hasno effect at run-time. Behavior is as though the setting were
yes(1).Ifw el f TxPolicy isnever(2),anw el f Aut oTran value of yes(1)
has no effect. The interface is never involved in atransaction. If

w el f TxPol i cy iSi gnore(4), anw el f Aut oTr an value of yes(1) hasno
effect. Theinterfaceis never involved in atransaction.
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tuxifLoad (Tuxedo 8.0),
wlelfLoad

Syntax | NTEGER (1..32767)
Access  read-write

Description  This object imposes the indicated load on the system. Interface |oads are used for
load-balancing. That is, queues with higher enqueued workloads are less likely to be
chosen for a new request.

Note: Run-time updates to this object for domain level instances do not affect
corresponding server group level instances for the same interface.

tuxIfPrio (Tuxedo 8.0),
wlelfPrio

Syntax I NTEGER (1..100)
Access  read-write

Description  Dequeueing priority. If multiple interface requests are waiting on a queue for
servicing, the higher priority requests are handled first.

Note: Run-time updates to this object for domain level instances do not affect
corresponding server group level instances for the same interface.

tuxIfTimeout (Tuxedo 8.0),
wlelfTimeout

Syntax | NTEGER
Access  read-write

Description  The time limit (in seconds) for processing individual method invocations for this
interface. Serversthat process method invocations for this interface are terminated
abortively if they exceed the specified time limit in processing the request. A value of
0 for this object indicates that the server should not be terminated abortively.

Note: Run-time updates to this object for domain level instances do not affect
corresponding server group level instances for the same interface.
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tuxIfTranTime (Tuxedo 8.0),
wlelfTranTime

Syntax | NTEGER

Access  read-write

Description  Transaction timeout value in seconds for transactions automatically started for this
tuxl nterfaceTabl e/ w el nt erf aceTabl e instance. Transactions are started
automatically when arequest not in transaction mode is received and the
t ux! f Aut oTr an/ W el f Aut oTr an object value for the interfaceisyes( 1) .

Note: Run-time updates to this object for domain level instances do not affect
corresponding server group level instances for the same interface.

tuxIfFbRoutingName (Tuxedo 8.0),
wlelfFbRoutingName

Syntax  Di spl ayString (SI ZE(L. . 15))
Access  read-write

Description  The factory-based routing criteria associated with this interface.

Note: Thisabject can be set only for adomain level t uxI nt er f aceTabl e/
w el nt er f aceTabl e instance, that is, only if t uxl f SrvG p/w el f SrvG p
is*,

tuxIfLmid (Tuxedo 8.0),
wlelfLmid
Syntax  Di spl ayString (SI ZE(L. . 30))

Access  read-only

Description  Current logical machine with which the active equivalent server group level
tuxl nterfaceTabl e/w el nt er f aceTabl e instance, isassociated. Thisobject value
iSNULL for domain level instances.
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tuxifNumServers (Tuxedo 8.0),
wlelfNumServers

Syntax | NTEGER

Access  read-only

Description  The number of corresponding servers that offer thisinterface.

tuxIfTpPolicy (Tuxedo 8.0),

wlelfTpPolicy
Syntax I NTEGER { nethod(1), transaction(2), process(3) }
Access  read-only

Description  The TP framework deactivation policy. This object value reflects the policy registered
with the framework at server startup. Thefirst server to register with theinterface sets
thevalueint uxl nt er f aceTabl e/ wi el nt er f aceTabl e. Thisvalue cannot be

changed.

tuxIfTxPolicy (Tuxedo 8.0),
wlelfTxPolicy

Syntax I NTEGER { al ways(1), never(2), optional (3), ignore(4) }
Access  read-only

Description  Thetransaction policy for theinterface. Thisobject value affectsthet ux! f Aut oTr an/
w el f Aut oTr an object. Thispolicy is set by the application developer and is
registered when the server starts.
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tuxLclinterfaceTable (Tuxedo 8.0)/
wleLclinterfaceTable

Thet uxLcl I nt erfaceTabl e (Tuxedo 8.0)/ wl eLcl | nt er f aceTabl e group returns
values for the local host on which BEA SNMP Agent is running. The following table
lists the columnar objects that comprise each row (instance) in the group.

Object Name Object ID

tuxLcl I f Ser No (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.2.1.1
w eLcl | f Ser No

tuxLcl I f Narme (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.2.1.2
w eLcl | f Nane

t uxLcl SrvG p (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.2.1.3
w eLcl SrvGrp

t uxLcl I f Nconpl et ed (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.2.1.4

w eLcl | f Nconpl et ed

t uxLcl I f Nqueued (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.2.1.5
w eLcl | f Nqgueued

tuxLclifSerNo (Tuxedo 8.0),
wleLcllfSerNo

Syntax | NTEGER
Access  read-only

Description  This object value is the running number, which is used as an index into the table.
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tuxLclifName (Tuxedo 8.0),
wleLclifName
Syntax  DisplayString (Sl ZE(L. . 128))
Access  read-only

Description  Thefully qualified interface name used astheinterface repository ID for the interface.
Theformat of this name depends on the options specified inthe IDL that generates the
interface implementation. For details, seethe CORBA 2.1 Specification Section 7.6
[CORBA].

tuxLcllfSrvGrp (Tuxedo 8.0),
wleLclIfSrvGrp

Syntax  DisplayString (Sl ZE(1. . 30))

Access  read-only

Description  The server group name. Server group hames cannot contain an asterisk, comma, or
colon. A value of * for this object indicates a domain level interface.

tuxLclifNcompleted (Tuxedo 8.0),
wleLcllifNcompleted

Syntax | NTEGER

Access  read-only

Description  The number of method invocations completed for the corresponding
t ux! f QueueTabl e/ W el f QueueTabl e instances since they were initially offered.
The valuesreturned are for theindicated interface on thelocal host where BEA SNMP
Agent is running.

Note: Thisobject valueisreturned only whent uxTdomai nLoadBal ance iSyes(1) .
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tuxLclifNqueued (Tuxedo 8.0),

wleLclifNqueued
Syntax | NTEGER
Access  read-only
Description  The number of requests currently enqueued for thisinterface. The values returned are

for the indicated interface on the local host where BEA SNMP Agent is running.

Note: Thisobject valueisreturned only whent uxTdomai nLoadBal ance iSyes(1) .

tuxifQueueTable (Tuxedo 8.0)/
wlelfQueueTable

Thet ux! f QueueTabl e (Tuxedo 8.0)/ W el f QueueTabl e group contains objects that
represent the run-time characteristics of an interface for a particular server queue. The
objects provide access to the inherited configuration characteristics of an interface as
well as statistics relating to the interface on the queue. Thisgroup gives administrators
finer granularity in suspending and activating interfaces. This group providesthe link
between the interface name and the server processes capable of processing method
invocations on the interface. For example, t uxl f QRgAddr / wi el f QRgAddr can be
used to identify the corresponding server inthet uxTsrvr Tbl and t uxTsr vr Tbl Ext
groups.

Object Name Object ID

t ux! f QueueSer No (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.3.1.1
w el f QueueSer No

t ux!| f QueueNane (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.3.1.2
w el f QueueNane

t ux!l f QueueSr vG p (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.3.1.3
w el f QueueSrvG p
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Object Name Object ID

t ux! f QueueRgAddr (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.3.1.4
wl el f QueueRgAddr

t uxI f QueueSt at e (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.3.1.5
w el f QueueSt at e

t ux! f QueueAut oTr an (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.3.1.6
w el f QueueAut oTr an

t ux! f QueueLoad (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.3.1.7
w el f QueuelLoad

t ux! f QueuePri o (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.3.1.8
w el f QueuePrio

t ux! f QueueTi neout (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.3.1.9
w el f QueueTi nmeout

t ux! f QueueTr anTi ne (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.3.1.10
w el f QueueTr anTi ne

t uxI f QueueFbRout i ngNane (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.3.1.11
wl el f QueueFbRout i ngNane

t ux! f QueuelLni d (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.3.1.12
w el f QueuelLm d

t ux| f QueueNunser ver s (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.3.1.13
w el f QueueNunter vers

t uxI f QueueTpPol i cy (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.3.1.14
wl el f QueueTpPol i cy

t uxI f QueueTxPol i cy (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.3.1.15

wl el f QueueTxPol i cy
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tuxifQueueSerNo (Tuxedo 8.0),

wlelfQueueSerNo
Syntax | NTEGER
Access  read-only
Description  The running number used as an index into this table.

tuxifQueueName (Tuxedo 8.0),

wlelfQueueName
Syntax  DisplayString (Sl ZE(L. . 128))
Access  read-only
Description  Thefully qualified interface name used astheinterface repository ID for theinterface.

Theformat of thisnameis dependent on the options specified inthe DL that generates
theinterface implementation. Seethe CORBA 2.1 specification Section 7.6 for details.

tuxIfQueueSrvGrp (Tuxedo 8.0),

wlelfQueueSrvGrp
Syntax  DisplayString (Sl ZE(L. . 30))
Access  read-only
Description  The server group name. Server group names cannot contain an asterisk, comma, or

colon.

tuxifQueueRqAddr (Tuxedo 8.0),

wlelfQueueRqAddr
Syntax  DisplayString (Sl ZE(L. . 30))
Access  read-only
Description  The symbolic address of the request queue for an active server offering this interface.

Seet uxTsrvr RgAddr for more information about this object.
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tuxifQueueState (Tuxedo 8.0),

wlelfQueueState
Syntax I NTEGER { active(l), suspended(2), partitioned(3), unknown(4) }
Access  read-write
Description  The values for GET and SET operations are as follows:

GET: {active(1)| suspended(2)|partitioned(3)}
A GET request retrieves configuration information for the selected
t ux! f QueueTabl e/ W el f QueueTabl e instances. The meaning of the
possible return values are as follows:

active(1)
Represents an available interface in the running system.

suspended( 2)
Represents a currently suspended interface in the running system.

partitioned(3)
Represents a currently partitioned interface in the running system.

SET: {active(1l)| suspended(2)}
The valuesfor SET are:

active(1)
Activatesthet ux| f QueueTabl e/ W el f QueueTabl e instance. This state
changeisallowed only inthesuspended( 2) state. A successful return leaves
instancesintheactive(1) state.

suspended( 2)
Suspendsthet uxl f QueueTabl e/ W el f QueueTabl e instance. This state
changeisalowedonly intheact i ve(1) state. A successful returnleavesthe
object in the suspended( 2) state.

Note: Dynamic advertisement of interfaces (that is, a state change from inactive or
invalid to active) is not supported, nor is unadvertisement (that is, a state
change from active to inactive).
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tuxifQueueAutoTran (Tuxedo 8.0)

Syntax I NTEGER { yes(1), no(2) }
Access  read-only
Description  Signifieswhether atransaction is automatically started for invocations made outside a
transaction context.
This object has the following limitations:
m  Run-time updates to this object are not reflected in active equivalent
t ux| nt er f aceTabl e instances.
Thet ux! f TxPol i cy object can override the value specified for this object in
the UBBCONFI Gfile. If t uxI f TxPol i cy isal ways(1), an
t ux!l f QueueAut oTr an value of no(2) hasno effect at run-time. Behavior isas
though the setting wereyes( 1) . If t uxl f TxPol i cy iSnever (2), an
t ux!l f QueueAut oTr an value of yes( 1) hasno effect. Theinterface is never
involved in atransaction. If t ux! f TxPol i cy iSi gnore(4), an
t ux!l f QueueAut oTr an value of yes( 1) hasno effect. Theinterface is never
involved in atransaction.
wlelfQueueAutoTran
Syntax I NTEGER { yes(1), no(2) }
Access  read-only
Description  Signifies whether atransaction is automatically started for invocations made outside a

transaction context.
This object has the following limitations:

®m Run-time updates to this object are not reflected in active equivalent

w el nt er f aceTabl e instances.

Thewl el f TxPol i cy object can override the value specified for this object in
the UBBCONFI Gfile. If wl el f TxPol i cy isal ways(1), an

w el f QueueAut oTr an value of no(2) has no effect at run-time. Behavior is as
though the setting wereyes( 1) . If wl el f TxPol i cy iSnever (2), an

w el f QueueAut oTr an value of yes( 1) hasno effect. Theinterface is never
involved in atransaction. If wi el f TxPol i cy iSi gnore(4), an
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w el f QueueAut oTr an value of yes(1) hasno effect. Theinterfaceis never
involved in atransaction.

tuxifQueueload (Tuxedo 8.0),
wlelfQueuelLoad

Syntax | NTEGER (1..32767)
Access  read-only

Description  Load imposed on the system by this instance. Interface loads are used for
load-balancing. Queues with higher enqueued workloads are less likely to be chosen
for anew request.

tuxifQueuePrio (Tuxedo 8.0),
wlelfQueuePrio

Syntax I NTEGER (1..101)
Access  read-only

Description  Dequeueing priority. If multiple interface requests are waiting on a queue for
servicing, the higher priority requests are handled first.

tuxifQueueTimeout (Tuxedo 8.0),
wlelfQueueTimeout

Syntax | NTEGER
Access  read-only

Description  The time limit (in seconds) for processing individual method invocations for this
interface. Servers processing method invocations for this interface are abortively
terminated if they exceed the specified timelimit in processing the request. A value of
0 for this object indicates that the server should not be abortively terminated.
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tuxifQueueTranTime (Tuxedo 8.0),
wlelfQueueTranTime

Syntax | NTEGER
Access  read-only

Description  The transaction timeout value in secondsfor transactions automatically started for this
instance. Transactions are started automatically when arequest not in transaction mode
isreceived and thew el f Aut oTr an object value for the interfaceisyes( 1) .

tuxifQueueFbRoutingName (Tuxedo 8.0),
wlelfQueueFbRoutingName

Syntax  DisplayString (Sl ZE(L. . 15))

Access  read-only

Description  The factory-based routing criterion associated with this interface.

tuxifQueueLmid (Tuxedo 8.0),
wlelfQueueLmid

Syntax  DisplayString (Sl ZE(L. . 30))
Access  read-only

Description  The current logical machine on which this queue is offering this interface.
tuxifQueueNumServers (Tuxedo 8.0),
wlelfQueueNumServers

Syntax | NTEGER
Access  read-only

Description  The number of corresponding servers that offer this interface on this queue.
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tuxifQueueTpPolicy (Tuxedo 8.0),
wlelfQueueTpPolicy

Syntax
Access

Description

I NTEGER { nethod(1l), transaction(2), process(3) }
read-only

The TP framework deactivation policy. This value reflects the policy registered with
the framework at the server startup. The first server to register the interface sets the
value. This value cannot be changed.

tuxifQueueTxPolicy (Tuxedo 8.0),

wlelfQueueTxPolicy
Syntax I NTEGER { al ways(1), never(2), optional (3), ignore(4)}
Access  read-only
Description  The transaction policy for the interface. This object value affects the effect of the

w el f QueueAut oTr an object; seet ux! f QueueAut oTr an/ wl el f QueueAut oTr an
for further explanation. This object value is always read-only, and is set by the
developer when the server is built and registered at server startup.
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tuxLcllifQueueTable (Tuxedo 8.0)/
wleLclifQueueTable

Thet uxLcl | f QueueTabl e (Tuxedo 8.0)/ wi eLcl | f QueueTabl e group contains
objects that represent the local characteristics of thet ux| f QueueTabl e/

w el f QueueTabl e. The object values are specific to the host on which BEA SNMP
Agent isrunning.

Object Name Object ID

tuxLcl | f QueueSer No (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.4.1.1
w eLcl | f QueueSer No

tuxLcl I f QueueNane (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.4.1.2
w eLcl | f QueueNane

tuxLcl I f QueueSr vG p (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.4.1.3
w eLcl | f QueueSrvG p

tuxLcl I f QueueRqAddr (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.4.1.4
w eLcl | f QueueRgAddr

tuxLcl | f QueueNconpl et ed (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.4.1.5
w eLcl | f QueueNconpl et ed

t uxLcl | f QueueNqueued (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.4.1.6
w eLcl | f QueueNqueued

tuxLcl I f QueueCur Qbj s (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.4.1.7
w eLcl | f QueueCur bj s

t uxLcl | f QueueCur Tr ans (Tuxedo 8.0), .1.3.6.1.4.1.140.300.53.4.1.8
w eLcl | f QueueCur Tr ans
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tuxLcllifQueueSerNo (Tuxedo 8.0),
wleLcllifQueueSerNo

Syntax | NTEGER
Access  read-only

Description  The running number used as an index into this table.

tuxLclifQueueName (Tuxedo 8.0),
wleLclifQueueName
Syntax  DisplayString (Sl ZE(L. . 128))
Access  read-only

Description  Thefully qualified interface name used astheinterfacerepository ID for thisinterface.
Theformat of thisnameis dependent on the options specified inthe IDL that generates
the interface implementation. For details, see the CORBA 2.1 specification Section
7.6.

tuxLclifQueueSrvGrp (Tuxedo 8.0),
wleLcllifQueueSrvGrp

Syntax  Displ ayString (Sl ZE(1. . 30))

Access  read-only

Description  The server group name. Server group hames cannot contain an asterisk, comma, or
colon.

tuxLclifQueueRqAddr (Tuxedo 8.0),
wleLclifQueueRqAddr

Syntax  DisplayString (Sl ZE(1. . 30))
Access  read-only

Description  The symbolic address of therequest queuefor an active server that offersthisinterface.
Seet uxTsrvr RgAddr for moreinformation about this object.
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tuxLclifQueueNcompleted (Tuxedo 8.0),
wleLclifQueueNcompleted

Syntax
Access

Description

| NTEGER
read-only

The number of interface method invocations completed since the interface was
initially offered.

Note: Thisobject valueisreturned only whent uxTdomai nLoadBal ance isequal to
yes(1).

tuxLclifQueueNqueued (Tuxedo 8.0),

wleLclifQueueNqueued
Syntax | NTEGER
Access  read-only
Description  The number of requests currently enqueued for this interface.

Note: Thisobject valueisreturned only whent ux Tdomai nLoadBal ance isequal to
yes(1).

tuxLclifQueueCurObjs (Tuxedo 8.0),

wleLclifQueueCurObjs
Syntax | NTEGER
Access  read-only
Description  The number of active objects for this interface for the associated queue. This number

represents the number of entries in the active object table for this queue on the
associated machine. This number includes objects that are not in memory but were
invoked within an active transaction.
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tuxLcllifQueueCurTrans (Tuxedo 8.0),
wleLcllifQueueCurTrans

Syntax | NTEGER

Access  read-only

Description  The number of active global transactions associated with thisinterface for its

associated queue.

wlelJdbcConPoolTable

Thew eJdbcConPool Tabl e group contains objects that represent the configuration
and run-time characteristics of JDBC connection pools on a Java server. The objects

consist of statistics or values associated with each connection pool. Except for

w eJdbcConPool St at e, the objects are persistent in TUXCONFI G. Local objects are

local to the memory alocated to a Java server.

Object Name Object ID

wl eJdbcConPool Srvld .1.3.6.1.4.1.140.300.60.1.1.10
w eJdbcConPool SrvG p .1.3.6.1.4.1.140.300.60.1.1.20
wl eJdbcConPool DsNane .1.3.6.1.4.1.140.300.60.1.1.30
w eJdbcConPool Dri ver .1.3.6.1.4.1.140.300.60.1.1.40
wl eJdbcConPool Ur | .1.3.6.1.4.1.140.300.60.1.1.50
w eJdbcConPool St at e .1.3.6.1.4.1.140.300.60.1.1.60
wl eJdbcConPool DbNane .1.3.6.1.4.1.140.300.60.1.1.70
w eJdbcConPool DbUser .1.3.6.1.4.1.140.300.60.1.1.80
wl eJdbcConPool DbPasswor d .1.3.6.1.4.1.140.300.60.1.1.90
w eJdbcConPool User Rol e .1.3.6.1.4.1.140.300.60.1.1.100
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Object Name Object ID

w eJdbcConPool DbHost .1.3.6.1.4.1.140.300.60.1.1.110
w eJdbcConPool DbNet Pr ot ocol .1.3.6.1.4.1.140.300.60.1.1.120
w eJdbcConPool DbPor t .1.3.6.1.4.1.140.300.60.1.1.130
w eJdbcConPool Props .1.3.6.1.4.1.140.300.60.1.1.140
w eJdbcConPool Enabl eXa .1.3.6.1.4.1.140.300.60.1.1.150
w eJdbcConPool Creat eOnStart Up .1.3.6.1.4.1.140.300.60.1.1.160
w eJdbcConPool Logi nDel ay .1.3.6.1.4.1.140.300.60.1.1.170
w eJdbcConPool | ni t Capacity .1.3.6.1.4.1.140.300.60.1.1.180
w eJdbcConPool MaxCapaci ty .1.3.6.1.4.1.140.300.60.1.1.190
w eJdbcConPool Capacityl ncr .1.3.6.1.4.1.140.300.60.1.1.200
w eJdbcConPool Al | owShri nki ng .1.3.6.1.4.1.140.300.60.1.1.210
w eJdbcConPool Shri nkPeri od .1.3.6.1.4.1.140.300.60.1.1.220
w eJdbcConPool Test Tabl e .1.3.6.1.4.1.140.300.60.1.1.230
w eJdbcConPool Refresh .1.3.6.1.4.1.140.300.60.1.1.240
w eJdbcConPool Test OnReser ve .1.3.6.1.4.1.140.300.60.1.1.250
w eJdbcConPool Test OnRel ease .1.3.6.1.4.1.140.300.60.1.1.260
w eJdbcConPool Wi t For Conn .1.3.6.1.4.1.140.300.60.1.1.270
w eJdbcConPool Wi t Ti meQut .1.3.6.1.4.1.140.300.60.1.1.280

wleJdbcConPoolSrvid

Syntax I NTEGER (1..30001)

Access  read-only
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Description  Together with the server group name, this value is used to identify a Java server,
specified in the SERVERS section of the UBBCONFI Gfile, for which the connection pool
is being described.

wleJdbcConPoolSrvGrp
Syntax  DisplayString (Sl ZE(L. . 15))
Access  read-only
Description  Name of a server group used to identify a Java server that is specified in the SERVERS

section of the UBBCONFI Gfile, for which the connection pool is being described.

wleJdbcConPoolDsName

Syntax  Di spl ayString (SI ZE(L. . 30))
Access  read-only

Description  The data source name for the connection pool.

wlelJdbcConPoolDriver

Syntax  Di spl ayString (SI ZE(L. . 256))
Access  read-write

Description  The class name for the Java driver.

wleJdbcConPoolUrl

Syntax  Displ ayString (Sl ZE(L. . 256))
Access  read-write

Description  URL for aJDBC driver that is not JDBC 2.0-compliant.

BEA SNMP Agent MIB Reference 5-33



5  CORBA and Java Interface MIB

wleJdbcConPoolState
Syntax I NTEGER { valid(1) | invalid(2) }
Access  read-write

Description  This object denotes the current state of the t uxDrConnect i on instance.

CET requests:
val i d(1) : The object exists.

SET requests:
i nval i d( 1) : Delete object.

wlelJdbcConPoolDbName

Syntax  Di spl ayString (SI ZE(L. . 30))
Access  read-write

Description  The database name.

wleJdbcConPoolDbUser

Syntax  Di spl ayString (SI ZE(L. . 30))
Access  read-write

Description  The user’s account name.

wlelJdbcConPoolDbPassword

Syntax  DisplayString (Sl ZE(L. . 64))
Access  read-write

Description  The user’s password. The password entered by the user should not exceed 24 bytes.
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wleJdbcConPoolUserRole

Syntax  Displ ayString (Sl ZE(1. . 30))
Access  read-write

Description  Theuser's SQL role.

wlelJdbcConPoolDbHost

Syntax  Di spl ayString (SI ZE(L. . 30))
Access  read-write

Description  The database server name.

wleJdbcConPoolDbNetProtocol

Syntax  Displ ayString (Sl ZE(1. . 30))
Access  read-write

Description  The protocol used to communicate with the database.

wleJdbcConPoolDbPort

Syntax I NTEGER (1..65624)
Access  read-write

Description  The port used for database connections.

wleJdbcConPoolProps

Syntax  Di spl ayString (SI ZE(L. . 256))
Access  read-write

Description  Vendor-specific information for the JDBC driver.
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wlelJdbcConPoolEnableXa

Syntax INTEGER { yes(1) | no(2) }
Access  read-write

Description  If set to yes, indicates that the pool supports XA mode.

wleJdbcConPoolCreateOnStartUp

Syntax I NTEGER { yes(1) | no(2) }
Access  read-write

Description I set toyes, indicatesthat the connection pool is created when thefirst request arrives.

wleJdbcConPoollLoginDelay
Syntax | NTEGER
Access  read-write

Description  Thelogin delay in seconds.

wleJdbcConPoollnitCapacity

Syntax | NTEGER
Access  read-write

Description  The number of connectionsinitially supported in the connection pool. This number
should not exceed the value of wi eJdbcConPool MaxCapaci ty.

wleJdbcConPoolMaxCapacity

Syntax | NTEGER
Access  read-write

Description  The maximum number of connections supported in the connection pool.
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wleJdbcConPoolCapacitylncr
Syntax | NTEGER

Access  read-write

Description  The number of connections added to the pool when the current limit is exceeded but
the maximum capacity is not yet reached.

wleJdbcConPoolAllowShrinking
Syntax  INTEGER { yes(1) | no(2) }

Access  read-write

Description  If settoyes(1), alows connection pool shrinking.

wleJdbcConPoolShrinkPeriod

Syntax | NTEGER
Access  read-write

Description  Theinterval (in minutes) after which shrinking occurs.

wleJdbcConPoolTestTable

Syntax  Di spl ayString (SI ZE(L. . 256))
Access  read-write

Description  The name of atable in the database that is used to test the viability of connectionsin
the connection pool.

The query select count (*) from TESTTABLE isused to test a connection. The table
must exist and be accessible to the database user for the connection.
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wleldbcConPoolRefresh

Syntax | NTEGER
Access  read-write
Description  Therefresh interval (in minutes).

w eJdbcConPool Ref resh O<num

wlelJdbcConPoolTestOnReserve

Syntax INTEGER { yes(1) | no(2) }
Access  read-write

Description  If settoyes( 1), the Javaserver tests aconnection after removing it from the pool and
before giving it to the client. The test addsasmall delay in serving the client’ srequest
for a connection from the pool, but ensures that the client receives a working
connection. A value for w eJdbcConPool Test Tabl e must be set for this feature to

work.

wleldbcConPoolTestOnRelease

Syntax I NTEGER { yes(1) | no(2) }
Access  read-write

Description  If settoyes( 1), the Javaserver testsaconnection before returning it to the connection
pool. If all the connectionsin the pool are already in use and a client is waiting for a
connection, theclient’ swait is slightly longer dueto the test of the connection. A value
for w eJdbcConPool Test Tabl e must be set for this feature to work.

wleJdbcConPoolWaitForConn

Syntax INTEGER { yes(1) | no(2) }

Access  read-write
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Description

If settoyes( 1), thisfeature enables an a application to wait for a connection
indefinitely if noneiscurrently available. If set to no( 2), areguest for a connection
returns to the caller immediately if there is no connection available.

The defaultisyes(1) unlessw eJdbcConPool Wi t Ti meQut isspecified, in which
case it becomesno( 2) .

wlelJdbcConPoolWaitTimeOut

Syntax | NTEGER
Access  read-only

Description  Time (in seconds) that an application waits for a connection to become available.

wleldbcConPoolExtnTable

Thew eJdbcConPool Ext nTabl e group is an extension of the
w eJdbcConPool Tabl e group.

Object Name Object ID

wl eJdbcConPool Ext nSrvl d .1.3.6.1.4.1.140.300.60.2.1.10
w eJdbcConPool Ext nSrvG p .1.3.6.1.4.1.140.300.60.2.1.20
wl eJdbcConPool Ext nDsNane .1.3.6.1.4.1.140.300.60.2.1.30
w eJdbcConPool Ext nConnUsed .1.3.6.1.4.1.140.300.60.2.1.40

w eJdbcConPool Ext nConnAvai | abl e .1.3.6.1.4.1.140.300.60.2.1.50

w eJdbcConPool Ext nHwnConnUsed .1.3.6.1.4.1.140.300.60.2.1.60

w eJdbcConPool Ext nHwrConnCr eat ed .1.3.6.1.4.1.140.300.60.2.1.70
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Object Name Object ID
w eJdbcConPool Ext nAwai t i ngConn .1.3.6.1.4.1.140.300.60.2.1.80
w eJdbcConPool Ext nHwrFor Wi t .1.3.6.1.4.1.140.300.60.2.1.90

wlelJdbcConPoolExtnSrvid

Syntax I NTEGER (1..30001)
Access  read-only
Description  Together with the server group name, this value is used to identify a Java server,
specified in the SERVERS section of the UBBCONFI Gfile, for which the connection pool
is being described.
wleJdbcConPoolExtnSrvGrp
Syntax  Di spl ayString (SI ZE(L. . 15))
Access  read-only

Description  Name of a server group used to identify a Java server that is specified in the SERVERS
section of the UBBCONFI Gfile, for which the connection pool is being described.

wleJdbcConPoolExtnDsName

Syntax  DisplayString (Sl ZE(L. . 30))
Access  read-only

Description  The data source name for the connection pool.

wlelJdbcConPoolExtnConnUsed

Syntax | NTEGER

Access  read-only
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wleJdbcConPoolExtnConnAvailable

Syntax | NTEGER

Access  read-only

wleJdbcConPoolExtnHwmConnUsed

Syntax | NTEGER

Access  read-only

wleJdbcConPoolExtnHwmConnCreated

Syntax | NTEGER

Access  read-only

wleJdbcConPoolExtnAwaitingConn

Syntax | NTEGER

Access  read-only

wleJdbcConPoolExtnHwmForWait

Syntax | NTEGER

Access  read-only
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wleModuleTable

Thew eModul eTabl e group contains objects that represent the modules installed on
aJavaserver. The class objects identify and characterize the module.

Object Name Object ID

w eModul eSrvid .1.3.6.1.4.1.140.300.65.1.1.10
w eModul eSrvG p .1.3.6.1.4.1.140.300.65.1.1.20
w eModul eModul e .1.3.6.1.4.1.140.300.65.1.1.30
w eModul eCl assPat h .1.3.6.1.4.1.140.300.65.1.1.40
w eModul eModul eAr gs .1.3.6.1.4.1.140.300.65.1.1.50
w eMobdul eSt at e .1.3.6.1.4.1.140.300.65.1.1.60
w eModul eModul eType .1.3.6.1.4.1.140.300.65.1.1.70

wleModuleSrvid

Syntax I NTEGER (1..30001)
Access  read-only

Description  With the server group name, thisvalueisused to identify aJavaserver, specified in the
SERVERS section of the UBBCONFI Gfile for which the connection pool is being
described.

wleModuleSrvGrp

Syntax  DisplayString (Sl ZE(L. . 20))
Access  read-only

Description  The name of a server group used to identify a Java server that is specified in the
SERVERS section of the UBBCONFI Gfile, for which the connection pool is being
described.
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wleModuleModule
Syntax  Di splayString (Sl ZE(1. . 256))

Access  read-only
Description  The Java Archive (JAR) file that contains the module.

wleModuleModuleArgs
Syntax ~ Di spl ayString (SI ZE(L. . 256))
Access  read-write

Description  The startup arguments for the module.

wleModuleState
Syntax INTEGER { valid(1) | invalid(2) }
Access  read-write
Description  This object denotes the current state of the WebL ogic Enterprise module.

GET: valid(1)

The object exists.
SET: invalid(2)
Delete object.
wleModuleModuleType

Syntax | NTEGER
Access  read-only
Description  The type of the module, which is either CORBA or EJB.
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6

Access Control List MIB

An access control list (ACL) specifieswho and what is authorized to access Tuxedo or
WebL ogic Enterprise system objects. The Access Control List MIB enables a system
manager to administer Tuxedo or WebL ogic Enterprise security by authenticating
users, setting permissions, and controlling access. It defines the objects controlled by
the ACL facility. These MIB objects are grouped into three major categories.

The Access Control List MIB consists of the following groups.

Group Name Description

tuxTAcl G pTabl e ACL group

t uxTAcl Per nTabl e ACL permissions

t uxTAcl Pri nTbl ACL principa (users or domains)

For Tuxedo or WebL ogic Enterprise security, define application security optionsin the
Domain group. This group lets you specify a user identity and security type used by
your Tuxedo/WLE application. The users and remote domains in an application that
need authentication and authorization are collectively known as principals. The
managed objects for getting or setting the values of principals are defined in the

t uxTAcl Pri nTbl group. The managed objectsfor getting or setting thevaluesof ACL
groups are defined inthet uxTAcl G pTabl e. The Access Control List MIB, asa
whole, specifies the principals and access control lists for Tuxedo/WL E applications
services, application queues, and events. Y ou can define these ACL permissions for
service, event, and application queue names. The managed objects that enable you to
do definethe ACL permissionsaredefinedinthet uxTAcl Per niTabl e group. All these
ACL MIB groups and their objects are described in the following sections.
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tuxTAclGrpTable

Thet uxTAcl Gr pTabl e group contains objects that represent groups of Tuxedo/WLE
application users and domains. The following table lists the managed objects that are
part of thet uxTAcl Gr pTabl e group. To create anew row in the table, it is necessary
toissue a SET request for a non-existing row.

Object Name Object ID

t uxTAcl G pNane .1.3.6.1.4.1.140.300.11.1.1.1.1

t uxTAcl Grpl d .1.3.6.1.4.1.140.300.11.1.1.1.2

t uxTAcl G pState .1.3.6.1.4.1.140.300.11.1.1.1.3
tuxTAclGrpName

Syntax  DisplayString (Sl ZE(L. . 30))
Access  read-write

Description  Logical name of the group. A group nameisastring of printable characters and cannot
contain a pound sign, comma, colon, or newline.

Note: Thisobject can be set only during row creation.

tuxTAclGrpld

Syntax | NTEGER (0. .16384)
Access  read-write

Description  Group identifier associated with thisuser. A value of 0 indicates the default group
ot her . If the group identifier is not specified at creation time, it defaults to the next
available (unique) identifier greater than 0.
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tuxTAclGrpState
Syntax I NTEGER { valid(1), invalid(2) }
Access  read-write
Description  The valuesfor GET and SET operations are as follows:

GET: valid(1)
A GET operation retrieves configuration information for the selected
t uxTAcl Gr pTabl e instance(s). Thefollowing state indicates the meaning of
at uxTAcl GrpSt at e returned in response to a GET request. States not listed
are not returned.

valid(1)
t uxTAcl G pTabl e instance is defined and inactive. Notethat val i d(1) is
the only valid state for this class. ACL groups are never active.

SET: invalid(2)
A SET operation updates configuration information for the selected
t uxTAcl Gr pTabl e instance. The following state indicates the meaning of a
t uxTAcl Gr pSt at e set in a SET request. States not listed might not be set.

i nval i d(2)
Deletet ux TAcl G pTabl e instance for application. Successful return
removes the instance from the table.
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tuxTAcIlPermTable

Thet uxTAcl Per nTabl e group indicates what groups are allowed to access
Tuxedo/WLE system entities. These entities are named by a string. The names
currently represent service names, event names, and application queue names. To
create anew row in thistable, it is necessary to issue a SET request for a non-existing
row that specifies at least the values for t uxTAcl Per niNanme and t uxTAcl Per niType.

Object Name Object ID
t uxTAcl Per mNane .1.3.6.1.4.1.140.300.11.2.1.1.1
t uxTAcl Per nType 1.3.6.1.4.1.140.300.11.2.1.1.2

t uxTAcl Per nr pl ds 1.3.6.1.4.1.140.300.11.2.1.1.3

t uxTAcl Per ntst at e .1.3.6.1.4.1.140.300.11.2.1.1.4

tuxTAclPermName
Syntax  Di spl ayString (SI ZE(L. . 30))
Access  read-write
Description  The name of the entity for which permissions are being granted. The name can
represent a service name, an event name, and/or a queue name. An ACL nameisa
string of printable characters and cannot contain a colon, pound sign, or newline.
Note: Thisaobject can be set only during row creation.
tuxTAclPermType
Syntax I NTEGER { enq(1l), deq(2), service(3), postevent(4) }
Access  read-write
Description  The type of the entity for which permissions are being granted.
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Note: Thisobject can be set only during row creation.
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tuxTAcIPermGrplds

Syntax  Di spl ayString (Sl ZE(0. . 800))

Access  read-write

Description A comma-separated list of group identifiers (numbers) that are permitted accessto the
associated entity.

tuxTAcIPermState

Syntax I NTEGER { valid(1), invalid(2) }
Access  read-write

Description  The valuesfor GET and SET operations are as follows:

GET: valid(1)
A GET operation retrieves configuration information for all selected entities.
The following state indicates the meaning of at uxTAcl Per nSt at e returned
in response to a GET request. States not listed are not returned.

val i d(1)
t uxTAcl Per nt at e instanceis defined. Note that val i d( 1) isthe only
valid state for this class. ACL permissions are never active.

SET: invalid(2)
A SET operation updates configuration information for the selected
t uxTAcl Per nt at e instance. Thefollowing state indicates the meaning of a
t uxTAcl Per nt at e Set in a SET request. States not listed might not be set.

i nval i d(2)
Deletet ux TAcl Per nt at e instance for application. State change allowed
only whenintheval i d(1) state. Successful return leaves the object in the
i nval i d(2) state.

Note: Thet uxTAcl Per nirabl e instance refersto all groupids related to a particular
t uxTAcl Per mNarre in the table.
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tuxTAcIPrinTbl

Thet uxTAcl Pri nThl group contains objects that represent users or domains that can
access a Tuxedo/WLE application and the group with which they are associated. To
join the application as a specific user, it is necessary to present a user-specific
password. To create anew row in thistable, it is necessary toissue a SET request for a
non-existing row (instance).

Object Name Object ID

t uxTAcl Pri nNane .1.3.6.1.4.1.140.300.11.3.1.1.1
t uxTAcl A t Name .1.3.6.1.4.1.140.300.11.3.1.1.2
t uxTAcl Prinld .1.3.6.1.4.1.140.300.11.3.1.1.3
t uxTAcl PrinG p 1.3.6.1.4.1.140.300.11.3.1.1.4

t uxTAcl Pri nPasswd .1.3.6.1.4.1.140.300.11.3.1.1.5

t uxTAcl PrinState .1.3.6.1.4.1.140.300.11.3.1.1.6

tuxTAcIPrinName

Syntax  Di spl ayString (SI ZE(L. . 30))
Access  read-write

Description  Logical name of the user or domain (aprincipal). A principal nameis astring of
printable characters and cannot contain a pound sign, colon, or newline.

Note: Thisaobject can be set only during row creation.
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tuxTAcICItName
Syntax  Displ ayString (Sl ZE(1. . 30))
Access  read-write
Description  The client name associated with the user. It generally describes the role of the
associated user and provides afurther qualifier on the user entry. If the client nameis
not specified at creation time, the default isthe wildcard asterisk (*). A client nameis
astring of printable characters and cannot contain a colon or newline.
tuxTAcIPrinld
Syntax | NTEGER (1..131072)
Access  read-write
Description  Unique user identification number. If not specified at creation time, it defaults to the
next available (unique) identifier greater than O.
Note: This object can be set only during row creation.
tuxTAcIPrinGrp
Syntax | NTEGER (0. .16384)
Access  read-write
Description  Group identifier associated with this user. A value of 0 indicates the default group
ot her . If the group identifier is not specified at creation time, the default value O is
assigned.
tuxTAcIPrinPasswd
Syntax DisplayString
Access  read-write
Description  The clear-text authentication password for the associated user. Note that the system

automatically encrypts thisinformation on behalf of the administrator.
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tuxTAcIPrinState
Syntax I NTEGER { valid(1), invalid(2) }
Access  read-write
Description  The values for GET and SET operations are as follows:

CET: valid(1)
A GET operation retrieves configuration information for the selected
t uxTAcl Pri nTbl instance(s). The following state indicates the meaning of
t uxTAcl PrinSt at e:

valid(1)
tuxTAcl Pri nThl instanceisdefined andinactive. Notethatval i d( 1) isthe
only valid state for this class. ACL principals are never active.

SET: invalid(2)
A SET operation updates configuration information for the selected
t uxTAcl Pri nTbl instance. The following state indicates the meaning of a
t uxTAcl Pri nSt at e set in a SET request. States not listed might not be set.

i nval i d(2)
Deletet uxTAcl Pri nTbl instance for application. State changeis allowed
only whenintheval i d(1) state. Successful return leaves the object in the
i nval i d(2) state.
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{ Workstation MIB

Tuxedo and WebL ogic Enterprise systems can require clients to run on aworkstation
for purposes of security, performance, and convenience. A network administrator can
define the environment required to control workstation clients using the Workstation
MIB. ThisMIB isan extension of the Core MIB and specifiestheinformation required
to control accessto a Tuxedo or WebL ogic Enterprise application from multiple
workstations.

The Tuxedo/WLE Workstation subsystem consists of aworkstation clients (WSC)
library, the workstation listener (WSL) executable, and the workstation handler
(WSH) executable. The Workstation MIB specifies information about workstation
listeners and workstation handlers. The following table lists the two WSL and WSH
groups through which you can manage a workstation listener and its associated
workstation handler processes.

The Workstation MIB consists of the following groups.

Group Name Description
t uxTwshThbl Workstation Handler
t uxTwsl| Thl Workstation Listener

Y ou can define new workstation listeners in the t uxTws!| Thl group, and you can
obtain information about active workstation handlers from the t ux TwshTbl group.
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tuxTwshTbl

Thet uxTwshTbl table represents run-time characteristics of WSH client processes.
These objects characterize workstation statistics specific to a particular WSH client
process. Objectsin thistable are only accessible through a Tuxedo/WLE SNMP agent
installed on the local machine. Objects are only accessible when the corresponding

WSH is active.

Object Name Object ID
tuxTwshTaClientld .1.3.6.1.4.1.140.300.1.1.1.1
tuxTwshTawshd i ent | d .1.3.6.1.4.1.140.300.1.1.1.2
tuxTwshTaSrvG p .1.3.6.1.4.1.140.300.1.1.1.3
tuxTwshTaSrvl d .1.3.6.1.4.1.140.300.1.1.1.4
t uxTwshTaG pNo .1.3.6.1.4.1.140.300.1.1.1.5
tuxTwshTaSt at e .1.3.6.1.4.1.140.300.1.1.1.6
tuxTwshTalLm d .1.3.6.1.4.1.140.300.1.1.1.7
tuxTwshTaPi d .1.3.6.1.4.1.140.300.1.1.1.8
t uxTwshTaNaddr .1.3.6.1.4.1.140.300.1.1.1.9
tuxTwshTaHwCl i ent s .1.3.6.1.4.1.140.300.1.1.1.10
tuxTwshTaMul ti pl ex .1.3.6.1.4.1.140.300.1.1.1.11
tuxTwshTaCurdients .1.3.6.1.4.1.140.300.1.1.1.12
tuxTwshTaTi nel ef t .1.3.6.1.4.1.140.300.1.1.1.13
tuxTwshTaActi ve .1.3.6.1.4.1.140.300.1.1.1.14
tuxTwshTaTot actti me .1.3.6.1.4.1.140.300.1.1.1.15
tuxTwshTaTotidl time .1.3.6.1.4.1.140.300.1.1.1.16
t uxTwshTaCur wor k .1.3.6.1.4.1.140.300.1.1.1.17
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Object Name Object ID

t uxTwshTaFl owcnt .1.3.6.1.4.1.140.300.1.1.1.18
t uxTwshTaNunbl ockQ .1.3.6.1.4.1.140.300.1.1.1.19
tuxTwshTaRcvdByt .1.3.6.1.4.1.140.300.1.1.1.20
t uxTwshTaRcvdNum .1.3.6.1.4.1.140.300.1.1.1.21
t uxTwshTaSent Byt .1.3.6.1.4.1.140.300.1.1.1.22
t uxTwshTaSent Num .1.3.6.1.4.1.140.300.1.1.1.23

tuxTwshTaClientld

Syntax Di splayString (Sl ZE(1..78))
Access  read-only

Description  Client identifier for thisWSH. The datain thisfield should not be interpreted directly
by the end user except for equality comparison.

tuxTwshTaWshdClientld

Syntax Di splayString (Sl ZE(1..78))
Access  read-only
Description  Client identifier for thisWSH. The datain thisfield should not be interpreted directly
by the end user except for equality comparison. Value is same as
tuxTwshTaCl i ent | d.

tuxTwshTaSrvGrp

Syntax DisplayString (SlZE(1..30))
Access  read-only

Description  Logical name of the server group for the associated WSL.
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tuxTwshTaSrvid

Syntax I NTEGER (1..30001)
Access  read-only

Description  Unique (within the server group) server identification number for the associated WSL.

tuxTwshTaGrpNo

Syntax | NTEGER (1..30000)
Access  read-only

Description  Group number.

tuxTwshTaState

Syntax I NTEGER { active(l), suspended(2), dead(3) }
Access  read-write

Description  State for the WSH client within the application. Any state defined for the
tuxTcl i ent Thl group can be returned or set. State changesto the suspended( 2)
state are transitive to all clients associated with thisWSH asis the resetting of a
suspended(2) WSH to acti ve(1).Additionally, suspended(2) WSH clients are
not assigned any additional incoming clients by the WSL.

Note that the state of aWSH client might not be set to dead( 3) when accessing the
tuxTcl i ent Thl group. However, the state transition to dead( 3) is allowed viathe
t uxTwshTbl group and resultsin all connections handled by the targeted WSH being
dropped abortively.

tuxTwshTaLmid

Syntax  DisplayString (Sl ZE(1..30))
Access  read-only

Description  Current logical machine on which the WSH is running.
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tuxTwshTaPid
Syntax | NTEGER
Access  read-only

Description  Native operating system process identifier for the WSH client.

tuxTwshTaNaddr
Syntax Di splayString (Sl ZE(1..78))
Access  read-only
Description  Network address of workstation handler. Hexadecimal addresses are converted to an
ASCII format with aleading 0x.
tuxTwshTaHw(Clients

Syntax | NTEGER (1..32767)
Access  read-only

Description  High water number of clients accessing application through this WSH.

tuxTwshTaMultiplex

Syntax | NTEGER (1..32767)
Access  read-only

Description  Maximum number of clients that can access the application through this WSH.

tuxTwshTaCurClients

Syntax | NTEGER (1..32767)
Access  read-only

Description  Current number of clients accessing the application through this WSH.
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tuxTwshTaTimeleft
Syntax | NTEGER

Access  read-only

Description A non-0 value for this object indicates that the WSH has been assigned a newly
connecting workstation client that has the indicated amount of time, in seconds, to
complete theinitialization process with the WSH.

tuxTwshTaActive

Syntax I NTEGER { yes(1), no(2), unknown(3) }
Access  read-only

Description A value of yes( 1) indicates that the WSH is currently performing work on behalf of
one of its associated workstation clients. A value of no( 2) indicatesthat the WSH is
currently waiting for work to perform on behalf of one of its associated workstation
clients.

tuxTwshTaTotacttime

Syntax | NTEGER
Access  read-only

Description  Time, in seconds, that the WSH has been active since it started processing.

tuxTwshTaTotidItime

Syntax | NTEGER
Access  read-only

Description  Time, in seconds, that the WSH has been idle since it started processing.
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tuxTwshTaCurwork
Syntax | NTEGER
Access  read-only
Description  Amount of work processed by this WSH since the last WSH assignment by the WSL.

Thisvalueisused by the WSL to load balance new incoming connections among a set
of WSH processes.

tuxTwshTaFlowcnt
Syntax | NTEGER
Access  read-only
Description  Number of times flow control has been encountered by this WSH. This object should

be considered only in relation to recent past values because it might wrap around
during the lifetime of the WSH.

tuxTwshTaNumblockQ
Syntax | NTEGER
Access  read-only
Description  Number of times this WSH has been unable to enqueue a message to alocal UNIX
system message gqueue due to queue blocking conditions. This object should be
considered only in relation to recent past values because it might wrap around during
the lifetime of the WSH.
tuxTwshTaRcvdByt
Syntax | NTEGER
Access  read-only
Description  Number of bytes received from the network by thisWSH from all its present and past

workstation clients. This object should be considered only in relation to recent past
values because it might wrap around during the lifetime of the WSH.
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tuxTwshTaRcvdNum
Syntax | NTEGER
Access  read-only
Description  Number of Tuxedo/WLE system messages received from the network by this WSH

fromall its present and past workstation clients. This object should be considered only
in relation to recent past val ues because it might wrap around during thelifetime of the
WSH.

tuxTwshTaSentByt
Syntax | NTEGER
Access  read-only
Description  Number of bytes sent to the network by thisWSH to all its present and past workstation

clients. This object should be considered only in relation to recent past val ues because
it might wrap around during the lifetime of the WSH.

tuxTwshTaSentNum
Syntax | NTEGER
Access  read-only
Description  Number of Tuxedo/WLE system messages sent to the network by this WSH to all its

present and past workstation clients. This object should be considered only in relation
to recent past values because it might wrap around during the lifetime of the WSH.
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tuxTwsITbl

Thet uxTws| Thl table represents configuration and run-time characteristics of WSL
server processes configured to manage workstation groups. These object values
identify and characterize workstation-specific configuration objects for WSL

t uxTsrvr Thl objectswithin the application. To create anew row in thistable, use a

SET request that specifiesthe valuesfor at least t uxTwsl| TaSrvG p,

t uxTwsl TaSrvl d, andt uxTws| TaNaddr .

Object Name Object ID

tuxTwsl TaSrvG p .1.3.6.1.4.1.140.300.1.2.1.1
tuxTwsl TaSrvld .1.3.6.1.4.1.140.300.1.2.1.2
t uxTws| TaGr pNo .1.3.6.1.4.1.140.300.1.2.1.3
tuxTws| TaSt at e .1.3.6.1.4.1.140.300.1.2.1.4
tuxTwsl TaLmi d .1.3.6.1.4.1.140.300.1.2.1.5
tuxTwsl| TaPi d .1.3.6.1.4.1.140.300.1.2.1.6
t uxTws| TaDevi ce .1.3.6.1.4.1.140.300.1.2.1.7
t uxTws| TaNaddr .1.3.6.1.4.1.140.300.1.2.1.8
t uxTws| TaWshNanme .1.3.6.1.4.1.140.300.1.2.1.9
tuxTws| TaM nHandl er s .1.3.6.1.4.1.140.300.1.2.1.10
t uxTwsl TaMaxHandl er s .1.3.6.1.4.1.140.300.1.2.1.11
tuxTwsl TaMul ti pl ex .1.3.6.1.4.1.140.300.1.2.1.12
t uxTws| TaMax! dl eTi ne .1.3.6.1.4.1.140.300.1.2.1.13
t uxTwsl TaMax!| ni t Ti me .1.3.6.1.4.1.140.300.1.2.1.14
t uxTws| TaCl Opt .1.3.6.1.4.1.140.300.1.2.1.15
tuxTws| TaEnvFil e .1.3.6.1.4.1.140.300.1.2.1.16
tuxTwsl TaGr ace .1.3.6.1.4.1.140.300.1.2.1.17
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Object Name Object ID

t uxTwsl TaMaxGen .1.3.6.1.4.1.140.300.1.2.1.18
t uxTws| TaRcnd .1.3.6.1.4.1.140.300.1.2.1.19
t uxTws| TaRest art .1.3.6.1.4.1.140.300.1.2.1.20
t uxTwsl TaSequence .1.3.6.1.4.1.140.300.1.2.1.21
t uxTwsl| TaCur Handl er s .1.3.6.1.4.1.140.300.1.2.1.22
t uxTws| TaHwHandl er s .1.3.6.1.4.1.140.300.1.2.1.23
t uxTwsl TaWsPr ot o .1.3.6.1.4.1.140.300.1.2.1.24
t uxTwsl TaSuspended .1.3.6.1.4.1.140.300.1.2.1.25
t uxTwsl| TaVi ewRef r esh .1.3.6.1.4.1.140.300.1.2.1.26
t uxTwsl TaKeepAl i ve .1.3.6.1.4.1.140.300.1.2.1.28
t uxTws| TaNet Ti meQut .1.3.6.1.4.1.140.300.1.2.1.29

tuxTwsITaSrvGrp

Syntax  DisplayString (SIZE(1..30))
Access  read-write

Description  Logical name of the server group. Server group names cannot contain an asterisk (*),
comma, or colon.

Note: Thisobject can be updated only during row creation.

tuxTwsITaSrvid

Syntax I NTEGER (1..30001)
Access  read-write

Description  Unique (within the server group) server identification number.

Note: Thisobject can be updated only during row creation.
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tuxTwsITaGrpNo

Syntax I NTEGER (1..30001)
Access  read-only

Description  Group number associated with this servers group.

tuxTwsITaState

Syntax  INTEGER { active(l), inactive(2), nmigrating(3), cleaning(4),

restarting(5), suspended(6), partitioned(7), dead(8), invalid(9) }

Access  read-write

Description  State for the WSL server within the application. Any state defined for the
t uxTsrvr Thl group can be returned or set asindicated.

tuxTwsITaLmid

Syntax  Di splayString (Sl ZE(1..30))
Access  read-only

Description  Current logical machine on which the server is running.

tuxTwsITaPid

Syntax | NTEGER
Access  read-only

Description  Native operating system process identifier for the WSL server.
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tuxTwsITaDevice

Syntax DisplayString (SIZE(0..78))
Access  read-write

Description  Device name to be used by the WSL process to access the network. This object value
isarequired value for access to a network through a TL1-based Tuxedo/WLE system
binary. This object value is not needed for sockets-based Tuxedo/WLE system
binaries.

tuxTwsITaNaddr

Syntax  Di splayString (Sl ZE(1..78))
Access  read-write

Description  Specifies the complete network addressto be used by the WSL process asitslistening
address. The listening address for a WSL is the means by which it is contacted by
workstation client processes participating in the application.

If string has the form Oxhex- di gi t s or \\ xhex- di gi t s, it must contain an even
number of valid hexadecimal digits. These forms are translated internally into a
character array containing the hexadecimal representations of the string specified.

tuxTwsiTaWshName

Syntax  DisplayString (Sl ZE(1..78))
Access  read-write

Description  The name of the executable that provides workstation handler services for this
workstation listener. The default value for this object is WSH, which corresponds to
the system provided workstation handler. Workstation handlers can be customized
using the command bui | dwsh.
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tuxTwsiTaMinHandlers

Syntax | NTEGER (0. . 256)
Access  read-write

Description  The minimum number of handlers that should be available in conjunction with this
WSL at any given time. Upon being activated, the WSL starts this many WSHs
immediately and does not depl ete the supply of WSHs below this number until the
administrator i ssues a shutdown to the WSL.. Modificationsto this object for arunning
WSL might cause additional handlers to be activated.

tuxTwsiTaMaxHandlers
Syntax I NTEGER (0. . 32767)

Access  read-write

Description  The maximum number of handlers that should be available in conjunction with this
WSL at any given time. Handlers are started as necessary to meet the demand of
workstation clients attempting to access the system. This object must be greater than
or equal to the setting for the minimum number of handlers.

tuxTwsITaMultiplex

Syntax | NTEGER (0. .32767)
Access  read-write

Description  Maximum number of clients that are supported by any one handler process
concurrently.

tuxTwsiTaMaxldleTime

Syntax | NTEGER
Access  read-write

Description  Maximum amount of time, in minutes, that aworkstation client is permitted to beidle
beforeit is abortively disconnected from the application by the handler. A value of 0
allows clientsto beidle aslong as is necessary without being timed out.
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tuxTwsiTaMaxInitTime

Syntax | NTEGER
Access  read-write
Description  The minimum number of seconds that should be allowed for aworkstation client to
complete initialization processing through the WSH before being timed out by the
WSL.
tuxTwsITaClOpt
Syntax  DisplayString (Sl ZE(0..128))
Access  read-write
Description  Command-line optionsto be passed to the WSL server whenit isactivated. For details,
see the reference page ser vopt s(5) in the BEA Tuxedo File Formats and Data
Descriptions Reference at
http://edocs. bea. conf t uxedo/tux71/ htm /rf522. ht m#1003290.
Note: Run-time modifications to this object do not affect arunning WSL server.
Server-specific options (that is, those after a double-dash “--") cannot be set
and are not returned.
tuxTwsITaEnvFile
Syntax  DisplayString (Sl ZE(0..78))
Access  read-write
Description  WSL server-specific environment file. Seet uxTrachi neEnvFi | e for acomplete
discussion of how thisfileis used to modify the environment.
Note: Run-time modifications to this object do not affect arunning WSL server.
tuxTwslTaGrace
Syntax | NTEGER
Access  read-write
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Description  The period of time, in seconds, during which thet ux Twsl TaMaxGen limit applies.
This object value is meaningful only for restartable WSL servers, that is, if the
t uxTws| TaRest art object isset toyes( 1) . When arestarting server would exceed
thet uxTws| TaMaxGen limit but thet uxTwsl TaG ace period has expired, the system
resets the current generation (t uxTsrvr Gener at i on) to 1 and resets the initial boot
time (t uxTsrvr Ti neSt ar t ) to the current time. A value of O for this object indicates
that the WSL server should always be restarted.
tuxTwslTaMaxGen
Syntax | NTEGER (0. . 256)
Access  read-write
Description  Number of generations allowed for arestartable WSL server
(tuxTwsl TaRestart == yes(1)) over the specified grace period
(t uxTwsl TaG ace). Theinitial activation of the WSL server counts as one generation
and each restart also counts as one. Processing after the maximum number of
generations is exceeded is discussed above with respect to t uxTws| TaG ace.
tuxTwsITaRcmd
Syntax  Di splayString (Sl ZzE(0..78))
Access  read-write
Description  Application specified command to be executed in parallel with the system restart of an
application server. This command must be an executable file in the native operating
system.
tuxTwsITaRestart
Syntax I NTEGER { yes(1), no(2) }
Access  read-write
Description  Restartable (yes( 1) ) or non-restartable (no( 2) ) WSL server. If server migration is

specified for this server group (t uxTdomai nOpt i ons = ni grat e(2) and
t uxTgr oupLM D with alternate site), then this object must be set toyes( 1) .
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tuxTwslTaSequence

Syntax I NTEGER (1..10000)
Access  read-write

Description  Specifies when this server should be booted (t nboot (1)) or shutdown
(t mshut down(1)) relativeto other servers. If two servers are given the same sequence
number, it is possible for t mboot (1) to boot them in parallel and for t nshut down(1)
to shut them down in paralldl. t uxTws! Tbl instances added without a
t uxTws| TaSequence object specified or with an invalid value have avalue generated
for them that is 10,000 or more and is higher than any other automatically selected
default value. Serversare booted by t mboot (1) inincreasing order of sequence number
and shutdown by t nshut down(1) in decreasing order. Run-time modifications to this
object affect only t mboot (1) andt mshut down(1) and affect the order in which running
servers can be shutdown by a subsequent invocation of t nshut down(1).

tuxTwslITaCurHandlers

Syntax | NTEGER
Access  read-only

Description  Number of currently active handlers associated with this WSL.

tuxTwsiTaHwHandlers

Syntax | NTEGER
Access  read-only

Description  Maximum number of currently active handlers associated with this WSL at any one
time.
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tuxTwsITaWsProto

Syntax | NTEGER
Access  read-only

Description  The Tuxedo/WLE system /WS protocol version number for this/WS group. Note that
/WS clients connecting to this group might themsel ves have a different protocol
version number associated with them.

tuxTwsITaSuspended
Syntax  INTEGER { new(1), all(2), none(3) }
Access  read-write

Description A value of new( 1) indicates that new incoming clients cannot connect through this
t uxTws! Tbl instance. A value of al | (2) indicates that workstation clients already
connected to the application through this WSL have been suspended(2) (see
t uxTcl i ent St at e) in addition to hew incoming connections being disallowed. A
value of none( 3) indicates that no suspension characteristics are in effect.

tuxTwsITaViewRefresh

Syntax I NTEGER { yes(1), no-value-returned(2) }
Access  read-write

Description  Setting avalue of yes( 1) causes all active WSHsin the /WS group to refresh their
VIEW buffer type cache. A GET request on this object always returns
no- val ue-r et ur ned(2) and does hot mean anything. This object has meaning only
for SET requests.

tuxTwsiTaKeepAlive
Syntax I NTEGER {client (1), handler(2), both(3), none(4), not-avail able(5)}

Access  read-write

Description  The network “keep alive” option is configured for the client, the handler, or both the
client and the handler, or not on either side of the connection. Changing thisvalue only
affects future connections.
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tuxTwsiTaNetTimeOut

Syntax I NTEGER (0. .35204650)
Access  read-write

Description  The minimum number of seconds that should be allowed for aworkstation client to
wait for aresponse from WSL/WSH. A value of 0 indicates no network time-out.
Changing this value affects only future connections. This object is supported only on
Tuxedo 6.4. - 1 isreturned if the object is not available.
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8

Application Queue MIB

The Tuxedo and WebL ogic Enterprise systems incorporate the capability to use
application queues for time-independent communication. The Tuxedo and WebL ogic
Enterprise Application Queue MIB provides the administrative environment required
for managing and controlling access to application queues. The Application Queue
MIB defines the structure of the application queues.

In Tuxedo and WebL ogic Enterprise applications, messages are stored on aqueue, and
gueues are defined within a particular queue space. Queueing and dequeuing is done
within atransaction. The Application Queue MIB consists of five different groups for
defining queue access, queues, messages, queues spaces, and queue transactions.

The Application Queue MIB consists of the following groups.

Group Name Description

tuxTAppQetrl Access control to application queues

t uxTAppQTbl Application queues within a queue space

t uxTAppQrsgThl Messages within an application queue

t uxTQspaceTbl Application queue spaces

tuxTQ ransTbl Transactions associated with application queues
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tuxTAppQcirl

Thet uxTAppQct r I group enables controlled access to all Application Queue related

MIB groups.

Object Name Object ID

t uxTAppQct rl Lmi d .1.3.6.1.4.1.140.300.12.5.1
t uxTAppQet rl Qrconfi g 1.3.6.1.4.1.140.300.12.5.2
t uxTAppQct r | SpaceNane .1.3.6.1.4.1.140.300.12.5.3
t uxTAppQct r | Qnane .1.3.6.1.4.1.140.300.12.5.4
t uxTAppQct r I MsgLoPri o .1.3.6.1.4.1.140.300.12.5.5
t uxTAppQet r | MsgHi Pri o .1.3.6.1.4.1.140.300.12.5.6
t uxTAppQect r | MsgENdTi ne .1.3.6.1.4.1.140.300.12.5.7

t uxTAppQctr| MsgSt art Ti ne .1.3.6.1.4.1.140.300.12.5.8

t uxTAppQct r | MsgExpi reEndT  .1.3.6.1.4.1.140.300.12.5.20
i me

t uxTAppQct r I MsgEXpi reSt ar .1.3.6.1.4.1.140.300.12.5.30
tTi me
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tuxTAppQctriLmid
Syntax I NTEGER { local (1), all(2) }
Access  read-write
Description  This appliesto all Application Queue related MIB groups. This object value controls

the machines for which the values are returned.

If thevalueisl ocal (1), only thelocal host where BEA SNMP Agent isrunning is
considered; dternatively, all LMIDs known to the application are considered if the
valueisal | (2).

The default for thisobject is| ocal (1) .

tuxTAppQctrlQmConfig

Syntax
Access

Description

Di spl ayString (Sl ZE(L. . 78))
read-write

This appliesto all Application Queue related MIB groups. This object value controls
the device for which the values are returned.

The default for thisobject is“*”, in which case all known devices (which are a part of
some group) are considered.

tuxTAppQctriSpaceName

Syntax
Access

Description

Di spl ayString (Sl ZE(L. . 15))
read-write

This appliesto al Application Queue related MIB groups. This object value controls
the queue space for which the values are returned.

The default for thisobject is“*”, in which case al queue spaces for the devices
(qualified by t uxTAppQct r | QrConf i g) are considered.
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tuxTAppQctriQname
Syntax  DisplayString (Sl ZE(L. . 15))
Access  read-write
Description  This object value controls the queue for which the values are returned. This appliesto

t uxTAppQTbl and t ux TAppQrsgThl .

The default for thisobjectis“*”, in which case all queuesfor the devices (qualified by

t uxTAppQct r 1 QuConf i g) and queue spaces (qualified by
t uxTAppQct r | SpaceNane) are considered.

tuxTAppQctriMsgLoPrio

Syntax
Access

Description

| NTEGER
read-write

This object applies only to t ux TAppQregThbl . The lowest priority within which to
search for occurrences of t uxTAppQregThl instances. This object valueisvalid only
for PRIO-based queues. By default, the minimum value of priority is considered. To
revert to the default setting, set this object to 0.

tuxTAppQctriMsgHiPrio

Syntax
Access

Description

| NTEGER
read-write

This object applies only to t ux TAppQrsgThl . The highest priority within which to
search for occurrences of t uxTAppQregThl instances. This object valueisvalid only
for PRIO-based queues. By default, the maximum value of priority is considered. To
revert to the default setting, set this object to 0.

tuxTAppQctriMsgEndTime

Syntax

Access

Di spl ayString (Sl ZE(L. . 15))

read-write
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Description

This object appliesonly tot uxTAppQsgThl . The end time within which to search for
occurrences of t uxTAppQrsgThl instances. The rangeisinclusive. This object value
isvalid only for TIME-based queues. The default value is the maximum number
possible on that machine. To use the default setting, set this object to “*”.

YY[ MM DD[ hh[ i ss]]]1]
Specifies the year, month, date, hour, minute, and second respectively. Any

valuewhichisnot specified defaultstoits minimum value (e.g., 9506 istaken
as 950601000000). Theyears 00 through 37 aretreated as 2000 through 2037,
70 through 99 as 1970 through 1999, and 38 through 69 are invalid.

tuxTAppQctriMsgStartTime

Syntax
Access

Description

Di spl ayString (Sl ZE(L. . 15))
read-write

Thisobject appliesonly tot ux TAppQsgThl . The start timewithin which to search for
occurrences of t uxTAppQrsgTbl instances. The range isinclusive. This object value
isvalid only for TIME-based queues. By default, the minimum time value is
considered to be 0. To use the default setting, set this object to “*”.

YY[ MM DD[ hh[ i ss]]]1]]
Specifies the year, month, date, hour, minute, and second respectively. Any

valuewhichisnot specified defaultstoits minimum value (e.g., 9506 istaken
as 950601000000). Theyears 00 through 37 aretreated as 2000 through 2037,
70 through 99 as 1970 through 1999, and 38 through 69 are invalid.

tuxTAppQctriIMsgExpireEndTime

Syntax
Access

Description

Di spl ayString (Sl ZE(L. . 12))
read-write

This object applies only to t ux TAppQregTbl . The expire end time within which to
search for occurrences of t ux TAppQrsgTbl instances. Therangeisinclusive. This
object valueisvalid only for TIME-based queues. The default value is the maximum
number possible on that machine. To use the default setting, set this object to “*”.

YY[ MM DD[ hh[ i ss]]]1]
Specifies the year, month, date, hour, minute, and second respectively. Any

valuewhichisnot specified defaultstoits minimum value (e.g., 9506 istaken
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as 950601000000). Theyears00 through 37 aretreated as 2000 through 2037,
70 through 99 as 1970 through 1999, and 38 through 69 are invalid.

tuxTAppQctriMsgExpireStartTime

Syntax
Access

Description

Di spl ayString (Sl ZE(L. . 12))
read-write

This object applies only to t ux TAppQregThbl . The Expire start time within which to
search for occurrences of t ux TAppQregThbl instances. The rangeisinclusive. This
object valueisvalid only for TIME-based queues. By default, the minimum timevalue
is considered to be 0. To use the default setting, set this object to “*”.

YY[ MM DD hh[ m{ ss]]]]]
Specifies the year, month, date, hour, minute, and second respectively. Any

valuewhichisnot specified defaultsto its minimum value (e.g., 9506 istaken
as950601000000). Theyears00 through 37 aretreated as 2000 through 2037,
70 through 99 as 1970 through 1999, and 38 through 69 are invalid.

tuxTAppQTblI

8-6

Thet uxTAppQThl group contains objects that represent application queues. One or
more application queues can exist in a single application queue space. Objectsin this
table are only accessible through a Tuxedo/WLE SNMP agent installed on the local
machine.

Creation of a New Queue — For creating a new queue(row), in this group the SET
request should have the value of t ux TAppQnane, t ux TAppQspaceNane, and

t uxTAppQConfi g. Also the value of t uxTAppQyr pNo (which is a part of the index)
should be the corresponding group number for that queue space or “40000” (if no such
group exists).

Note: Forthisand all other Application Queuerelated MIB groups, thereisacontrol
MIB which can be used to filter the data returned as a part of al Application
Queue related MIB groups. Refer tot uxTAppQectri .
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To create anew row in thistable, issue a SET request that specifies at | east the values
for t ux TAppQnane, t ux TAppQspaceNane, and t ux TAppQrConfi g.

Object Name Object ID

t uxTAppQnane .1.3.6.1.4.1.140.300.12.1.1.1
t uxTAppQspaceNane .1.3.6.1.4.1.140.300.12.1.1.2
t uxTAppQConfi g .1.3.6.1.4.1.140.300.12.1.1.3
t uxTAppQ i d .1.3.6.1.4.1.140.300.12.1.1.4
t uxTAppQar pNo .1.3.6.1.4.1.140.300.12.1.1.5
t uxTAppQst at e .1.3.6.1.4.1.140.300.12.1.1.6
t uxTAppQor der .1.3.6.1.4.1.140.300.12.1.1.7
t uxTAppQcnd .1.3.6.1.4.1.140.300.12.1.1.8
t uxTAppQCcndHwW .1.3.6.1.4.1.140.300.12.1.1.9
t uxTAppQcndLw .1.3.6.1.4.1.140.300.12.1.1.10
t uxTAppQraxRet ri es .1.3.6.1.4.1.140.300.12.1.1.11
t uxTAppQout O Or der .1.3.6.1.4.1.140.300.12.1.1.12
t uxTAppQr et ryDel ay .1.3.6.1.4.1.140.300.12.1.1.13
t uxTAppQcur Bl ocks .1.3.6.1.4.1.140.300.12.1.1.14
t uxTAppQcur Msg .1.3.6.1.4.1.140.300.12.1.1.15
t uxTAppQDef Expi rat i onTi ne .1.3.6.1.4.1.140.300.12.1.1.30
t uxTAppQDef Del i veryPol i cy .1.3.6.1.4.1.140.300.12.1.1.40
t uxTAppQCndNonPer si st .1.3.6.1.4.1.140.300.12.1.1.50
t uxTAppQCdNonPer si st Hwv .1.3.6.1.4.1.140.300.12.1.1.60
t uxTAppQCdNonPer si st Lw .1.3.6.1.4.1.140.300.12.1.1.70
t uxTAppQCur NonPer si st Byt es .1.3.6.1.4.1.140.300.12.1.1.80
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Object Name Object ID
t ux TAppQCur NonPer si st Msg .1.3.6.1.4.1.140.300.12.1.1.90
tuxTAppQname

Syntax  DisplayString (Sl ZE(L. . 15))
Access  read-write

Description  Name of the application queue.

Note: Thisobject can be updated only during row creation.

tuxTAppQspaceName

Syntax  DisplayString (Sl ZE(L. . 15))
Access  read-write

Description  Name of the application queue space containing the application queue.

Note: Thisobject can be updated only during row creation.

tuxTAppQmConfig

Syntax  DisplayString (Sl ZE(L. . 78))
Access  read-write

Description  Absolute pathname of the file or device where the application queue space is located.

Note: Thisobject can be updated only during row creation.
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tuxTAppQImid

Syntax  Displ ayString (Sl ZE(1. . 30))
Access  read-write

Description  Identifier of the logical machine where the application queue spaceis located.

Note: This object can be updated only during row creation.

tuxTAppQgrpNo

Syntax I NTEGER (1..29999)
Access  read-write

Description  Group number of any server group for which thisqueueis aresource manager, in other
words that group’ s openinfo string t uxTgr oupQpenl nf o contains the device name
and queue space name for this queue.

Note: This object can be updated only during row creation.

tuxTAppQstate

Syntax I NTEGER { valid(1), invalid(2) }
Access  read-write

Description  The values for GET and SET operations are as follows:

GET: valid(1)
A GET operation retrieves information about the selected application queues.
The following list describes the meaning of thet uxTAppQst at e object
returned in response to a GET request. States not listed are not returned.

val i d(1)
The specified queue exists.

SET: invalid(2)
A SET operation changes characteristics of the selected application queue or
creates a new queue. The following list describes the meaning of the
t uxTAppQst at e object returned by a SET request. States not listed cannot be
Set.
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i nval id(2)
Delete the specified queue. If the queue space has processes attached toiit, the
queue is not deleted. In addition, if the queue has messagesin it, it is not
deleted. Successful return leavesthe object inthei nval i d(2) state.

tuxTAppQorder

Syntax  Di spl ayString (SI ZE(L. . 30))
Access  read-write

Description  The order in which messages in the queue are to be processed. Legal values are PRI O
or TI ME, followed by acomma, optionally followed by another occurrence of PRI Oor
TI ME, followed by one of the values LI FOor FI FO. If neither FI FOnor LI FOis
specified, FI FOisassumed. If nothing is specified when aqueueis created, the default
iSFI FO. For example, these are some legal settings:
PRI O
PRI O, TI ME, LI FO
TI ME, PRI O, FI FO
TI ME, FI FO

tuxTAppQcmd
Syntax  Di spl ayString (SI ZE(0. . 78))

Access  read-write

Description  The command to be automatically executed when the high water mark,
t uxTAppQcmdHw, is reached. The command is re-executed when the high water mark
isreached again after the low water mark, t ux TAppQcndLw, has been reached.

tuxTAppQcmdHw
Syntax DisplayString
Access  read-write

Description  The high water mark. Refer to t ux TAppQedLw for further information.
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tuxTAppQcmdLw

Syntax
Access

Description

Di splayString
read-write

The low water marks that control the automatic execution of the command specified
inthet ux TAppQcmd object. Each is an integer greater than or equal to zero optionally
followed by one of the following keyletters. The keyletters must be consistent for

t uxTAppQcdHw and t ux TAppQecndLw.

b
The high and low water marks pertain to the number of bytes used by
messages in the queue.

The high and low water marks pertain to the number of blocks used by
messages in the queue.

The high and low water marks pertain to the number of messagesin the
queue.

%
Thehigh and low water marks are expressed in terms of apercentage of queue
capacity.

For example, if t uxTAppQemdLwis 50m and t ux TAppQcdHw is 100m, then the
command specifiedint ux TAppQcnd is executed when 100 messages are on the queue,
and it is not executed again until the queue is drained below 50 messages and isfilled
again to 100 messages.

tuxTAppQmaxRetries

Syntax
Access

Description

| NTEGER
read-write

The maximum number of retries for a failed queue message. When the number of
retries is exhausted, the message is placed on the error queue of the associated
application queue space. If thereisno error queue, the messageis dropped. The default
is zero.
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tuxTAppQoutOfOrder
Syntax I NTEGER { none(1), top(2), megid(3) }
Access  read-write
Description  The way in which out-of-order message processing is to be handled. The default is
none(1).
tuxTAppQretryDelay
Syntax | NTEGER

Access  read-write

Description  The delay, in seconds, between retries for afailed queue message. The default is zero.

tuxTAppQcurBlocks

Syntax | NTEGER
Access  read-only

Description  The number of disk pages currently consumed by the queue.

tuxTAppQcurMsg

Syntax | NTEGER
Access  read-only

Description  The number of messages currently in the queue.

tuxTAppQDefExpirationTime
Syntax  DisplayString
Access  read-write

Description  This object specifies an expiration time for messages enqueued with no explicit
expiration time. The expiration time can be either arelative expiration time or none.
The relative expiration time is determined by associating a fixed amount of time with
amessage after the message arrives at the queue manager process. When amessage’ s
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expiration time is reached and the message has not been dequeued or administratively
deleted, all resources associated with the message are reclaimed by the system and
statistics are updated. If a messages expires during atransaction, the expiration does
not cause the transaction to fail. Messages that expire while being enqueued or
dequeued within atransaction are removed from the queue when the transaction ends.
There is no notification that the message has expired. If no default expiration time is
specified for aqueue, the message without an explicit expiration time does not expire.
When the queu€’ s expiration time is modified, the expiration times of messages that
were in the queue before the modification are not changed.

Theformat is +seconds, where seconds isthe number of seconds allowed to lapse
between the time that the queue manager successfully completes the operation and the
time that the message isto expire. If seconds is set to zero (0), the message expires
immediately.

The value of thisobject may also be set to the string “none.” Thenone string indicates
that messages enqueued to the queue with no explicit expiration time do not expire.

Y ou can change the expiration time for messages already in a queue with the

t uxTAppQTegEXpi r eTi me object of thet uxTAppQrsgThl group.

tuxTAppQDefDeliveryPolicy

Syntax
Access

Description

I NTECER { persist(1l), non-persist(2) }
read-write

This object specifies the default delivery policy for the queue when no delivery mode
is specified for amessage enqueued to the queue. When the value is“per si st , ”
messages enqueued to the queue without an explicitly specified delivery mode are
delivered using the persistent (disk-based) delivery method. When the value is
non-persist, messages engqueued to the queue without an explicitly specified delivery
method are delivered using the non-persistent (in memory) delivery method. When a
gueue’ sdefault delivery policy ismodified, the delivery quality of service of messages
that are in the queue before the modification are not changed. If the queue being
modified is the reply queue named for any messages currently in the queue space, the
reply quality of service is not changed for those messages as a result of changing the
default delivery policy of the queue.

For non-persistent delivery, if the memory areais exhausted or fragmented so that a
message cannot be enqueued, the enqueuing operation fails, even if thereis sufficient
persistent storage for the message. Similarly, if the persistent storage areais exhausted
or fragmented so that a message cannot be enqueued, the enqueuing operation fails,
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even if there is sufficient non-persistent storage for the message. If the

t uxT@spaceMemNonPer si st object of thet uxTQspaceTbl groupiszero (0) for a
gueue space, no space is reserved for non -persistent messages. In such a case, any
attempt to enqueue a non-persistent message fails. This type of failure results, for
example, when no delivery quality of service has been specified for amessage and the
t uxTAppQDef Del i ver yPol i cy object for the target queue has been set to
“non-persist.”

tuxTAppQCmdNonPersist

Syntax
Access

Description

Di spl ayString (Sl ZE(L. . 78))
read-write

This object specifies the command to be executed automatically when the high-water
mark for non -persistent (memory-based delivery) messages,

t ux TAppQCdNonPer si st Hw, is reached. The command is re-executed when the
high-water mark is reached again after the low-water mark for non-persistent
(memory-based delivery) messages, t ux TAppQCndNonPer si st Lw, has been reached.

tuxTAppQCmdNonPersistHw

Syntax
Access

Description

Di spl ayString
read-write

These objects specify the high- and low-water marks that control the automatic
execution of the command specifiedin the t uxTAppQCdNonPer si st object. Eachis
an integer greater than or equal to zero, followed by one of the following keyletters.
The keyletters must be consistent for t ux TAppQCndNonPer si st Hw and

t uxTAppQCdNonPer si st Lw.

b
The high- and low-water marks are expressed as the number of bytes used by
non-persistent (in-memory) messages in the queue.

The high- and low-water marks are expressed as the number of blocks used
by non-persistent (in-memory) messages in the queue.
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%
The high- and low-water marks are expressed as a percentage of the shared
memory capacity reserved for non-persistent messages in the queue space
used by the queue.

The messages threshold type specified through the t ux TAppQCmdHw and

t uxTAppQcmdLw objects (when followed by an m) appliesto all messagesin a queue,
including both persistent and non-persi stent messages, and thereforeis not available as
athreshold type for t ux TAppQCndNonPer si st Hvand t ux TAppQCdNonPer si st Lw.

tuxTAppQCmdNonPersistLw

Syntax
Access

Description

Di splayString
read-write

These objects specify the high- and low-water marks that control the automatic
execution of the command specified in the t uxTAppQCmdNonPer si st object. Eachis
an integer greater than or equal to zero, followed by one of the following keyletters.
The keyletters must be consistent for t ux TAppQCndNonPer si st Hwv and

t uxTAppQCndNonPer si st Lw.

b
The high- and low-water marks are expressed as the number of bytes used by
non-persistent (in-memory) messages in the queue.

The high- and low-water marks are expressed as the number of blocks used
by non-persistent (in-memory) messages in the queue.

%
The high- and low-water marks are expressed as a percentage of the shared
memory capacity reserved for non-persistent messages in the queue space
used by the queue.

The messages threshold type specified through the t ux TAppQCmdHw and

t uxTAppQcmdLw objects (when followed by an m) appliesto all messagesin a queue,
including both persistent and non-persi stent messages, and thereforeis not available as
athreshold type for t ux TAppQCndNonPer si st Hwand t ux TAppQCdNonPer si st Lw.
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tuxTAppQCurNonPersistBytes

Syntax
Access

Description

| NTEGER
read-write

This object specifies the number of shared memory bytes currently consumed by the
non-persistent messages on the queue.

tuxTAppQCurNonPersistMsg

Syntax
Access

Description

| NTEGER
read-write

This object specifiesthe number of non-persistent messages currently in the queue. To
determine the total number of messages in the queue, add the value of
t uxTAppQcur Msg to thisvalue.

tuxTAppQmsgTbl

Thet uxTAppQregThl group contains objects that represent messages stored in
application queues. A messageisnot created by an administrator; instead, it comesinto
existence asaresult of acal tot penqueue(3). A message can be destroyed either by
acall tot pdequeue(3) or by anadministrator. In addition, certain objects of amessage
can be modified by an administrator. For example, an administrator can move a
message from one queue to another queue within the same queue space or change its
priority.

Objectsinthistable are only accessible through a Tuxedo/WLE SNMP agent installed
on the local machine.

Object Name Object ID
t uxTAppQrsgl d .1.3.6.1.4.1.140.300.12.2.1.1
t uxTAppQregSer No .1.3.6.1.4.1.140.300.12.2.1.2
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tuxTAppQmsgid
Syntax  DisplayString (Sl ZE(1. . 32))
Access  read-only
Description

Object Name Object ID

t uxTAppQTEgG pNo .1.3.6.1.4.1.140.300.12.2.1.3
t uxTAppQrsgQnane .1.3.6.1.4.1.140.300.12.2.1.4
t uxTAppQregQIConfi g .1.3.6.1.4.1.140.300.12.2.1.5
t uxTAppQrsgQspaceNane .1.3.6.1.4.1.140.300.12.2.1.6
t uxTAppQrsgLmi d .1.3.6.1.4.1.140.300.12.2.1.7
tuxTAppQsgSt at e .1.3.6.1.4.1.140.300.12.2.1.8
t uxTAppQrsgNewQnarmne .1.3.6.1.4.1.140.300.12.2.1.9
t uxTAppQsgPri or .1.3.6.1.4.1.140.300.12.2.1.10
t uxTAppQIsgTi Ne .1.3.6.1.4.1.140.300.12.2.1.11
t uxTAppQrsgCor | d .1.3.6.1.4.1.140.300.12.2.1.12
t uxTAppQrsgCur Retri es .1.3.6.1.4.1.140.300.12.2.1.13
t uxTAppQBgS ze .1.3.6.1.4.1.140.300.12.2.1.14
t uxTAppQrsgEXpi r eTi ne .1.3.6.1.4.1.140.300.12.2.1.20
t uxTAppQsgPer si st ent .1.3.6.1.4.1.140.300.12.2.1.30
t uxTAppQrsgRepl yPer si st ent .1.3.6.1.4.1.140.300.12.2.1.40

A uniqueidentifier for the queue message, which can be used to select the message for
GET or SET operations. No significance should be placed on this value beyond using it

for equality comparisons.
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tuxTAppQmsgSerNo
Syntax | NTEGER
Access  read-only
Description A running number corresponding tot uxTAppQregl d for the queue message, whichis

apart of the composite index of thistable.

tuxTAppQmsgGrpNo
Syntax | NTEGER
Access  read-only
Description  Group number of any server group for which thisqueueis aresource manager, in other
words that group’s openinfo string t uxTgr oupOpenl nf o contains the device name
and gqueue space name for this queue.
tuxTAppQmsgQname
Syntax  DisplayString (Sl ZE(L. . 15))
Access  read-only
Description  Name of the application queue in which the message is stored.
tuxTAppQmsgQmConfig
Syntax  Di spl ayString (SI ZE(L. . 78))
Access  read-only
Description  Absolute pathname of the file or device where the application queue space for the

gueue containing this message is located.

tuxTAppQmsgQspaceName

Syntax

Access

Di spl ayString (Sl ZE(L. . 15))

read-only
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Description  Name of the application queue space containing the application queue in which this
message is located.

tuxTAppQmsgLmid
Syntax  Displ ayString (Sl ZE(1. . 30))

Access  read-only

Description  Logical machineid for the machine on which the queue containing this messageis
located.

tuxTAppQmsgState
Syntax I NTEGER { valid(1), invalid(2) }
Access  read-write

Description  The values for GET and SET operations are as follows:

GET: valid(1l)
A GET operation retrieves information about the selected messages. The
following list describes the meaning of thet uxTAppQrsgSt at e object
returned in response to a GET request. States not listed are not returned.

valid(1)
The message exists.

SET: invalid(2)
A SET operation changes characteristics of the selected message. The
following list describes the meaning of thet uxTAppQrsgSt at e object
returned by a SET request. States not listed cannot be set.

i nval i d(2)
The message is deleted from its queue space. The message must be in state
val i d(1) before attempting this operation. Successful return leaves the
objectinthei nval i d(2) state.
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tuxTAppQmsgNewQname
Syntax  DisplayString (Sl ZE(L. . 15))
Access  read-write
Description  Name of the queue into which to move the sel ected message. This queue must be an
existing queue in the same queue space. The message must bein stateval i d( 1) for
this operation to succeed. This object value is not returned by a GET operation.
tuxTAppQmsgPrior
Syntax | NTEGER
Access  read-write
Description ~ The priority of the message. This object valueisvalid only for PRIO-based queues.
The value -1 isreturned by a GET operation if the queue is hot PRIO-based.
tuxTAppQmsgTime
Syntax  DisplayString (Sl ZE(L. . 15))
Access  read-write
Description  The time when the message is processed. This object value isvalid only for

TIME-based queues. The empty string is returned by a GET operation if the queueis
not TIME-based. The format is one of the following:

+seconds
Specifiesthat the messageisprocessed seconds inthefuture. Thevalue zero
specifies that the message should be processed immediately.

YY[ MM DD hh[ m{ ss] 1111
Specifies the year, month, day, hour, minute, and second when the message

should be processed. Omitted units default to their minimum possible values.
For example, 9506 is equivalent to 950601000000. The years 00 through 37
aretreated as 2000 through 20037, 70 through 99 are treated as 1970 through
1999, and 38 through 69 areinvalid.
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tuxTAppQmsgCorid

Syntax  Di spl ayString (Sl ZE(0. . 32))
Access  read-only

Description  The correlation identifier for this message provided by the application in the
t penqueue(3) request. The empty string indicates that a correlation identifier is not
present.

tuxTAppQmsgCurRetries

Syntax | NTEGER
Access  read-only

Description  The number of retries that have been attempted so far on this message.

tuxTAppQmsgSize

Syntax | NTEGER
Access  read-only
Description  The size of the message, in bytes.

tuxTAppQmsgExpireTime
Syntax  Di spl ayString (SI ZE(L. . 15))
Access  read-write

Description  Thisobject specifiesthe time at which amessage expires (that is, thetime at which the
message should be removed from the queue if it has not already been dequeued or
administratively deleted). When amessage expires, all resourcesit uses are reclaimed
by the system and statistics are updated. |f a message expires during atransaction, the
expiration does not cause the transaction to fail. Messages that expire while being
engueued or dequeued within atransaction are removed from the queue when the
transaction ends. There is no notification that the message has expired. Expiration
times cannot be added to messages enqueued by versions of the BEA Tuxedo/WLE
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system that do not support message expiration, even when the queue manager
responsible for changing this value supports message expiration. Attempts to add an
expiration time fail.

The empty string is returned by a GET operation if the expiration time is not set. The
expiration time format is one of the following:

+seconds
Specifies that the message will be removed after the specified number of
seconds. If the value of seconds is set to zero (0), the message is removed
immediately from the queue. Relative expiration time is calculated on the
basis of the time at which the MIB request arrives and has been processed by
the corresponding queue manager.

YY[ MM DD[ hh] MM SS] ] 1]
Specifies the year, month, day, hour, minute, and second when the message

will be removed if it has not already been dequeued or administratively
deleted. Omitted units default to their minimum possible values. For
example, 9506 is equivalent to 950601000000. The years 00 through 37 are
treated as 2000 through 2037, 70 through 99 are treated as 1970 through 1999,
and 38 through 69 are invalid. An absolute expiration time is determined by
the clock on the machine where the queue manager process resides.

none
Specifies that the message will never expire.

tuxTAppQmsgpPersistent

Syntax
Access

Description

I NTECER { yes(1), no(2) }
read-only

Thisread-only stateisset to “no” for non-persistent messagesand “yes” for persistent
messages. It isthe delivery quality of service for the message.
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tuxTAppQmsgReplyPersistent

Syntax I NTEGER{ yes(1), no(2) }
Access  read-only

Description  Thisread-only stateisset to“no” for non-persistent messagesand “yes” for persistent
messages. It isthe delivery quality that replies to the message

tuxTQspaceTbl

Thet uxTQspaceTbl group contains objects that represent application queue spaces.
Objectsin thistable are only accessible through a Tuxedo/WL E SNM P agent installed
on the local machine.

Note: Thevaluesreturned by thisMIB arecontrolled by t ux TAppQct r | . For details,
see the description of the above group.

To create anew row in thistable, a SET request should be issued with an index

(t uxTQspaceG pNo) of 40000, whichisareserved valuefor row creationin thetable.
The SET request also needs to specify valuesfor at least t uxTQspaceQrConfi g,

t uxT@paceNarne, t uxTQspacelLmi d, t uxTQspacel pckey, t uxTQspaceMaxMsg,

t uxTQspaceMaxPages, t uxTQspaceMaxPr oc, t uxTQspaceMaxQueues, and

t uxT@paceMaxTr ans. The newly created instance (row) is not visible until it is
attached to some server group.

Object Name Object ID

tuxTCspaceName .1.3.6.1.4.1.140.300.12.3.1.1
t uxTQspaceQConfig .1.3.6.1.4.1.140.300.12.3.1.2
tuxTQspacelLnid .1.3.6.1.4.1.140.300.12.3.1.3
tuxTspaceG pNo .1.3.6.1.4.1.140.300.12.3.1.4
tuxTCspaceSt at e .1.3.6.1.4.1.140.300.12.3.1.5
t uxTQspaceBl ocki ng .1.3.6.1.4.1.140.300.12.3.1.6
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Object Name Object ID

t uxT@spaceEr r Qhane .1.3.6.1.4.1.140.300.12.3.1.7
t uxTQspaceFor cel ni t .1.3.6.1.4.1.140.300.12.3.1.8
t uxTQspacel pckey .1.3.6.1.4.1.140.300.12.3.1.9
t uxTQspaceMaxMsg .1.3.6.1.4.1.140.300.12.3.1.10
t uxTQspaceMaxPages .1.3.6.1.4.1.140.300.12.3.1.11
t uxT@spaceMaxPr oc .1.3.6.1.4.1.140.300.12.3.1.12
t uxT@paceMaxQueues .1.3.6.1.4.1.140.300.12.3.1.13
t uxTQspaceMaxTr ans .1.3.6.1.4.1.140.300.12.3.1.14
t uxTQspaceCur Ext ent .1.3.6.1.4.1.140.300.12.3.1.15
t uxTQspaceCur Msg .1.3.6.1.4.1.140.300.12.3.1.16
t uxTQspaceCur Proc .1.3.6.1.4.1.140.300.12.3.1.17
t uxT@paceCur Queues .1.3.6.1.4.1.140.300.12.3.1.18
t uxTQspaceCur Tr ans .1.3.6.1.4.1.140.300.12.3.1.19
t uxTQspaceHwvsg .1.3.6.1.4.1.140.300.12.3.1.20
t uxTQspaceHwPr oc .1.3.6.1.4.1.140.300.12.3.1.21
t uxT@paceHwQueues .1.3.6.1.4.1.140.300.12.3.1.22
t uxTQspaceHwTr ans .1.3.6.1.4.1.140.300.12.3.1.23
t uxTQspacePercent | nit .1.3.6.1.4.1.140.300.12.3.1.24
t uxTQspaceMaxAct i ons .1.3.6.1.4.1.140.300.12.3.1.40
t uxTspaceMaxHandl es .1.3.6.1.4.1.140.300.12.3.1.50
t uxTQspaceMaxOnner s .1.3.6.1.4.1.140.300.12.3.1.60
t uxTQspaceMaxTnpQueues .1.3.6.1.4.1.140.300.12.3.1.70
t uxTQspaceMaxCur sors .1.3.6.1.4.1.140.300.12.3.1.80
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Object Name Object ID

t uxTQspaceMenNonPer si st .1.3.6.1.4.1.140.300.12.3.1.90
tuxTQspaceMenFilters .1.3.6.1.4.1.140.300.12.3.1.100
t uxTQspaceMenOver Fl ow .1.3.6.1.4.1.140.300.12.3.1.110
t uxTQspaceMenByst enReser ved .1.3.6.1.4.1.140.300.12.3.1.120
t uxTQspaceMentot al Al | ocat ed .1.3.6.1.4.1.140.300.12.3.1.130
t uxTQspaceCur Act i ons .1.3.6.1.4.1.140.300.12.3.1.140
t uxTQspaceCur Handl es .1.3.6.1.4.1.140.300.12.3.1.150
t uxTspaceCur Oawner s .1.3.6.1.4.1.140.300.12.3.1.160
tuxTspaceCur TnpQueues .1.3.6.1.4.1.140.300.12.3.1.170
tuxTspaceCur Cur sors .1.3.6.1.4.1.140.300.12.3.1.180
t uxTQspaceCur MemNonPer si st .1.3.6.1.4.1.140.300.12.3.1.190
tuxTQspaceCur MenFilters .1.3.6.1.4.1.140.300.12.3.1.200
t uxTQspaceCur MenOver Fl ow .1.3.6.1.4.1.140.300.12.3.1.210
t uxTQspaceHwAct i ons .1.3.6.1.4.1.140.300.12.3.1.220
t uxTQspaceHwHandl es .1.3.6.1.4.1.140.300.12.3.1.230
t uxTspaceHwOwner s .1.3.6.1.4.1.140.300.12.3.1.240
tuxTspaceHwTInpQueues .1.3.6.1.4.1.140.300.12.3.1.250
tuxTspaceHwCur sor s .1.3.6.1.4.1.140.300.12.3.1.260
t uxTQspaceHwvenNonPer si st .1.3.6.1.4.1.140.300.12.3.1.270
tuxTQspaceHwMenFil ters .1.3.6.1.4.1.140.300.12.3.1.280
t uxTQspaceHwivenOver Fl ow .1.3.6.1.4.1.140.300.12.3.1.290
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tuxTQspaceName
Syntax  DisplayString (Sl ZE(L. . 15))
Access  read-write
Description  Name of the application queue space.
Note: Thisobject can be updated only during row creation.
tuxTQspaceQmConfig
Syntax  Di spl ayString (SI ZE(L. . 78))
Access  read-write
Description  Absolute pathname of the file or device where the application queue space is located.
Note: Thisobject can be updated only during row creation.
tuxTQspaceLmid
Syntax  Di spl ayString (SI ZE(L. . 30))
Access  read-write
Description  Identifier of the logical machine where the application queue spaceis located.
Note: Thisobject can be updated only during row creation.
tuxTQspaceGrpNo
Syntax | NTEGER (1..29999)
Access  read-write
Description  Group number of any server group for which this queue space is aresource manager,

in other words that group’ s openinfo string t ux Tgr oupQpenl nf o contains the device
name and queue space name for this queue space.

Note: Thisobject can be updated only during row creation.
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tuxTQspaceState
Syntax I NTEGER { inactive(l), initializing(2), open(3), active(4),
cl eaning(5), invalid(6) }
Access  read-write
Description  The values for GET and SET operations are as follows:

GET: inactive(l)|initializing(2)|open(3)]|active(4)
A GET operation retrieves information about the selected application queue
space. The following list describes the meaning of thet uxTQspaceSt at e
object returned in responseto a GET request. States not listed are not returned.

i nactive(1)
The queue spaceexists; i.e., disk spacefor it hasbeen reservedinadeviceand
the space has been initialized (if requested or if necessary).
initializing(2)
Disk space for the queue space is currently being initialized.
open(3)
Shared memory and other 1PC resources for the queue space have been

allocated and initialized, but no processes are currently attached to the shared
memory.

active(4)
Shared memory and other 1PC resources for the queue space have been
allocated and initialized, and at least one processis currently attached to the
shared memory. These processes can be the queue servers (TMs_QW
TMQUEUE, and perhaps TMQFORWARD) associ ated with the queue space, or they
can be administrative processes such asqmadni n(1), or they can be processes
associated with another application.

SET: open(3)]|cl eani ng(5)]|invalid(6)
A SET operation changes the sel ected application queue space or creates a
new one. The following list describes the meaning of thet uxTQspaceSt at e
object returned by a SET request. States not listed cannot be set.

open(3)
Allocate and initialize shared memory and other | PC resources for the queue
space, which isallowed only if the queue spaceisin thei nacti ve(1) state.
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cl eani ng(5)
Remove the shared memory and other IPC resources for the queue space,

whichisallowed only when the queue spaceisintheact i ve(4) or open(3)
state. Successful return leavesthe object inthei nacti ve(1) state.

i nval i d(6)

Delete the queue space. An error isreported if the stateisacti ve(4) or if
messages exist on any queuesin the queue space. Successful return leavesthe

objectinthei nval i d(6) state.

tuxTQspaceBlocking

Syntax | NTEGER

Access  read-write

Description  The blocking factor used for disk space management of the queue space. The default
when a new queue space is created is 16.

tuxTQspaceErrQname

Syntax  Di spl ayString (SI ZE(0. . 15))

Access  read-write

Description  Name of the error queue associated with the queue space. If thereis no error queue, an
empty string is returned by a GET request.

tuxTQspaceForcelnit

Syntax I NTEGER { yes(1), no(2) }

Access  read-write

Description  This object value determines whether or not to initialize disk pages on new extentsfor
the queue space. The default is not to initialize. Depending on the device type (e.g.,
regular file or raw slice), initialization can occur even if not requested.
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tuxTQspacelpckey
Syntax | NTEGER (32769..262143)

Access  read-write

Description  The IPC key used to access queue space shared memory.

tuxTQspaceMaxMsg
Syntax | NTEGER

Access  read-write

Description  The maximum number of messages that the queue space can contain.

tuxTQspaceMaxPages

Syntax | NTEGER
Access  read-write

Description  The maximum number of disk pages for all queues in the queue space. Each time the
t uxTQspaceMaxPages object isincreased, a new extent is allocated (see
t uxTQspaceCur Ext ent ). It isnot possible to decrease the number of pages by setting
this object to alower number; an error isreported in this case.

tuxTQspaceMaxProc

Syntax | NTEGER
Access  read-write

Description  The maximum number of processes that can attach to the queue space.

tuxTQspaceMaxQueues

Syntax | NTEGER
Access  read-write

Description  The maximum number of queues that the queue space can contain.
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tuxTQspaceMaxTrans
Syntax | NTEGER
Access  read-write
Description  The maximum number of simultaneously active transactions allowed by the queue

space.

tuxTQspaceCurExtent
Syntax | NTEGER
Access  read-only
Description  The current number of extents used by the queue space. Thelargest number allowed is
100. Each time thet ux TQspaceMaxPages object isincreased, a new extent is
allocated.
tuxTQspaceCurMsg
Syntax | NTEGER
Access  read-only
Description  The current number of messages in the queue space. This number can be determined
only if the queue spaceisopen(3) or acti ve(4), or if the queue space is newly
created. If none of the conditions apply, the value -1 is returned.
tuxTQspaceCurProc
Syntax | NTEGER
Access  read-only
Description  The current number of processes accessing the queue space.
tuxTQspaceCurQueues
Syntax | NTEGER
Access  read-only
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Description  The current number of queues existing in the queue space. This number can be
determined only if the queue spaceisopen( 3) oracti ve(4), orif the queue spaceis
newly created. If none of these conditions apply, the value -1 is returned.

tuxTQspaceCurTrans
Syntax | NTEGER

Access  read-only

Description  The current number of outstanding transactions involving the queue space.

tuxTQspaceHwMsg
Syntax | NTEGER
Access  read-only

Description  The highest number of messages in the queue space since the queue space was last
opened. The number is reset to 0 when the queue space stateis set to cl eani ng(5) .

tuxTQspaceHwProc

Syntax | NTEGER
Access  read-only

Description  The highest number of processes simultaneously attached to the queue space sincethe
gueue space was last opened. The number is reset to 0 when the queue space stateis
set to cl eani ng(5) .

tuxTQspaceHwQueues

Syntax | NTEGER
Access  read-only

Description  The highest number of queues existing in the queue space since the queue space was
last opened. The number is reset to 0 when the queue space state is set to
cl eani ng(5).
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tuxTQspaceHwTrans
Syntax | NTEGER
Access  read-only
Description  The highest number of outstanding transactions involving the queue space since the

queue space was last opened. If the queue space is accessed by more than one
application, thisnumber reflectsall applications— not just the application represented
by the TUXCONFIG environment variable. The number isreset to 0 when the queue
space stateis set to cl eani ng(5) .

tuxTQspacePercentinit

Syntax | NTEGER (0. . 100)
Access  read-only

Description  The percentage (as an integer between 0 and 100 inclusive) of disk spacethat has been

initialized for the queue space.
tuxTQspaceMaxActions

Syntax | NTEGER
Access  read-write

Description  This object specifies the number of additional actions that the Queuing Services

component of the BEA Engine can handle concurrently. When ablocking operation is
encountered and additional actions are available, the blocking operation is set aside
until it can be satisfied. After setting aside the blocking operation, another operation
reguest can be handled. When the blocking operation is completed, the action
associated with the operation is made avail able for a subsequent operation. The system
reserve actions are equival ent to the number of processes that can attach to a queue
space, so that each queue manager process can have at least one blocking action.
Beyond the system-reserved number of blocking actions, the administrator can
configure the system to enable it to accommodate additional blocking actions beyond
the reserve. An operation failsif a blocking operation is requested and cannot be
immediately satisfied and there are no actions available.
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tuxTQspaceMaxHandles
Syntax | NTEGER
Access  read-write
Description  This object specifies the number of handles that users of the Queueing Services

component of the BEA Engine can use concurrently. Objects manipulated by the
gueuing services API require handles to access the objects. When an object is opened
by acall to the Queuing Services API, anew handleis created and returned to the user.
When an object handle is closed, the handle is made available for subsequent open
object operations. When the Queuing Services API is used by an application, the
administrator must configure the system to accommodate the maximum number of
handles that are opened concurrently. An operation fails if a user attemptsto open a
gueuing services object and there are no handles available. Adjusting thisvalue has no
effect on BEA Tuxedo/WL E applications other than unnecessarily consuming shared
memory resources.

tuxTQspaceMaxOwners
Syntax | NTEGER
Access  read-write
Description  Thisobject specifiesthe number of additional BEA Engine authenticated usersthat can

concurrently use Queuing Services resources. There is one owner record per user,
regardless of the number of open handlesfor the user. When there are no open handles
for auser, the owner record is made available to subsequent users. The system reserves
anumber of owners equivalent to the number of actions, so that each action can be
initiated by adifferent owner. Beyond the system-reserved number of ownersthat can
concurrently use queuing services resources, the administrator can configure the
system to accommodate additional owners beyond the reserved number. An operation
failsif auser attemptsto open a handle when there currently are no open handles, and
there are no ownersavailable. Adjusting thisvalue has no effect on BEA Tuxedo/WLE
applications other than unnecessarily consuming shared memory resources. Adjusting
this value has no effect on BEA Tuxedo/WLE applications other than unnecessarily
consuming shared memory resources.
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tuxTQspaceMaxTmpQueues

Syntax

Access

Description

| NTEGER
read-write

This object specifies the number of temporary queues that can be opened concurrently
in the Queuing Services component of the BEA Engine. Temporary queues are used
by dynamic, self-configuring applications and reduce the need for administrators to
configure each queue used by an application. M essages enqueued to temporary queues
are not persistent. When all handles to atemporary queue are closed, the temporary
gueue resources are made available for subsequent temporary queue creation. When
the temporary queues are used by an application, the administrator must configure the
system to accommodate the maximum number of temporary queues that are active
concurrently. An open operation failsif auser attempts to open atemporary queue and
there are no temporary queue resources available. This object specifies the number of
additional BEA Engine authenticated usersthat can concurrently use Queuing Services

tuxTQspaceMaxCursors

Syntax

Access

Description

| NTEGER
read-write

This abject specifies the number of cursors that user of the Queuing Services
component of the BEA Engine can use concurrently. CUrsors are used to navigate a
queue. When a cursor is destroyed, the cursor resources are made available for
subsequent cursor creation operations. When the cursors are used by an application,
the administrator must configure the system to accommodate the maximum number of
cursorsthat are allocated concurrently. An operation failsif auser attemptsto create a
cursor and there are no cursor resources available. This object specifies the number of
additional BEA Engine authenticated users that can concurrently use Queuing
Services.

tuxTQspaceMemNonPersist

8-34

Syntax

Access

Di spl ayString
read-write
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Description

This object specifies the size of the area reserved in shared memory to hold
non-persistent messages for all queues in the queue space. The memory size can be
specified in bytes (b) or blocks (B). (The size of ablock in this context is equivalent to
the size of adisk block.)

The[ bB] suffix isoptional and, if not specified, the default is blocks. Note that the
number of bytes requested can be rounded up to the next internal datasize. When read,
the value is always the actual amount of memory allocated in bytes (b).

All non-persistent messages in the specified queue space are permanently lost when
thisvariable is successfully changed.

If the variable for a queue space is zero (0), no queue space is reserved. for

non-persi stent messages. In this case, any attempt to enqueue a non-persistent message
fails. Thistype of failure results, for example, when no delivery quality of service has
been specified for a message and the t uxTAppQDef Del i ver Pol i cy object of the

t uxTAppTbl group for the target queue has been set to NONPERSI ST. For
non-persistent delivery, if the memory areais exhausted or fragmented so that a
message cannot be enqueued, the enqueuing operation fails, even if thereis sufficient
persistent storage for the message. Similarly, if the persistent storage areais exhausted
or fragmented so that a message cannot be enqueued, the enqueuing operation fails,
even if there is sufficient non-persistent storage for the message.

tuxTQspaceMemFilters

Syntax
Access

Description

| NTEGER
read-write

This object specifies the size of the memory areato reserve in shared memory to hold
the compiled representation of user-defined filters. The memory size is specified in
bytes. Filters are used by the Queuing Services component of the BEA Engine for
message selection in dequeuing and cursor operations. Filters can be specified using
various grammars, but are compiled into an engine normal form and stored in shared
memory. Filters are referenced by a handle that is returned when they are compiled.
When afilter is destroyed, the memory used by the filter is made available for
subsequent compiled filters. When the filters are defined by an application, the
administrator must configure the system to accommodate the maximum number of
filtersthat will be concurrently compiled. An operation failsif auser attemptsto create
anew filter and thereis not enough memory allocated for the compiled version of the
filter. Adjusting this value has no effect on BEA Tuxedo/WLE applications other than
unnecessarily consuming shared memory resources.
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tuxTQspaceMemOverFlow

Syntax | NTEGER
Access  read-write

Description  This object specifies the size of the memory area to reserve in shared memory to
accommodate peak |oad situations where some or all of the allocated shared memory
resources are exhausted. The memory sizeis specified in bytes. Additional objectsare
alocated from this additional memory on afirst-come, first-served basis. When an
object created in the additional memory is closed or destroyed, the memory isreleased
for subsequent overflow situations. This additional memory space can yield more
objects than the configured number, but there is no guarantee that additional memory
isavailablefor any particular object at any given point intime. Currently, only actions,
handles, cursors, owners, temporary queues, timers, and filters use the overflow.

tuxTQspaceMemSystemReserved
Syntax | NTEGER
Access  read-only
Description  This object specifies the total amount of memory (in bytes) reserved from shared
memory for queuing services system use.
tuxTQspaceMemTotalAllocated
Syntax | NTEGER

Access  read-only

Description  This object specifies the total amount of memory (in bytes) allocated from shared
memory for all queuing services objects.
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tuxTQspaceCurActions

Syntax | NTEGER
Access  read-only
Description  This object specifies the current number of actionsin usein the queue space. This
number can be determined if the queue spaceis OPEN or ACTive, or if the queue space
isnewly created. If none of the conditions apply, the value - 1 is returned.
tuxTQspaceCurHandles
Syntax | NTEGER
Access  read-only
Description  This object specifies the current number of cursorsin usein the queue space. This
number can be determined if the queue spaceis OPENn or ACTive, or if the queue space
isnewly created. If none of the conditions apply, the value - 1 is returned.
tuxTQspaceCurOwners
Syntax | NTEGER
Access  read-only
Description  This object specifies the current number of ownersin use in the queue space. This

number can be determined if the queue spaceis OPENn or ACTive, or if the queue space
isnewly created. If none of the conditions apply, the value - 1 is returned.

tuxTQspaceCurTmpQueues

Syntax
Access

Description

| NTECER
read-only

This object specifiesthe current number of temporary queuesin usein the queue space.
This number can be determined if the queue space is OPEn or ACTive, or if the queue
space is newly created. If none of the conditions apply, the value - 1 is returned.
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tuxTQspaceCurCursors
Syntax | NTEGER
Access  read-only
Description  This object specifies the current number of cursors in use in the queue space. This

number can be determined if the queue spaceis OPEn or ACTive, or if the queue space
isnewly created. If none of the conditions apply, the value - 1 is returned.

tuxTQspaceCurMemNonPersist

Syntax
Access

Description

| NTEGER
read-only

This object specifies the current amount of memory, in bytes, consumed by
non-persistent messages in the queue space. This number can be determined if the
queue space is OPEn or ACTive, or if the queue space is newly created. If none of the
conditions apply, the value - 1 is returned.

tuxTQspaceCurMemfFilters

Syntax
Access

Description

| NTEGER
read-only

This object specifies the current number of bytesin use for filtersin the queue space.
Thisnumber can be determined if the queue spaceis OPEn or ACTive, or if the queue
spaceis newly created. If none of the conditions apply, the value - 1 is returned.

tuxTQspaceCurMemOverFlow

Syntax
Access

Description

I NTEGER
read-only

This object specifies the current number of bytes of overflow memory in usein the
queue space. This number can be determined if the queue space is OPEn or ACTive,
or if the queue space is newly created. If none of the conditions apply, thevalue- 1 is
returned.

8-38 BEA SNMP Agent MIB Reference



tuxTQspaceTbl

tuxTQspaceHwActions
Syntax | NTEGER (0. .100)
Access  read-only
Description  This object specifies the highest number of concurrent actions reached in the queue
space since the queue space was last opened. The number isreset to 0 when the queue
spaceis set to CLEaning.
tuxTQspaceHwHandles
Syntax I NTEGER (0. . 100)
Access  read-only
Description  This object specifies the highest number of concurrent handles opened in the queue
space since the queue space was last opened. The number isreset to 0 when the queue
spaceis set to CLEaning.
tuxTQspaceHwOwners
Syntax | NTEGER
Access  read-only
Description  This object specifies the highest number of concurrent owners reached in the queue

space since the queue space was last opened. The number isreset to 0 when the queue
spaceis set to CLEaning.

tuxTQspaceHwTmpQueues

Syntax
Access

Description

| NTECER
read-only

This object specifiesthe highest number of concurrent temporary queues opened inthe
gueue space since the queue space was last opened. The number isreset to O when the
gueue spaceis set to CLEaning.
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tuxTQspaceHwCursors
Syntax | NTEGER
Access  read-only
Description  This object specifies the highest number of concurrent cursors created in the queue

space since the queue space was last opened. The number isreset to 0 when the queue
spaceis set to CLEaning.

tuxTQspaceHwMemNonPersist

Syntax
Access

Description

| NTEGER
read-only

This object specifies the largest amount of memory in bytes consumed by
non-persi stent messages since the queue space was|ast opened. The number isreset to
0 when the queue space is set to CLEaning.

tuxTQspaceHwMemFilters

Syntax
Access

Description

| NTEGER
read-only

This object specifies the highest number of bytes used for filters in the queue space
since the queue space was last opened. The number isreset to 0 when the queue space
is set to CLEaning.

tuxTQspaceHwMemOverflow

Syntax
Access

Description

I NTEGER
read-only

This object specifies the highest number of bytes used in the overflow memory in the
gueue space since the queue space was last opened. The number isreset to 0 when the
queue spaceis set to CLEaning.
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tuxTQtransTbl

Thet uxTQ ransThl group contains objects that represent run-time characteristics of
transactions associated with application queue spaces. Objects in thistable are only
accessible through a Tuxedo/WLE SNMP agent installed on the local machine.

Object Name Object ID

tuxTQransXi d .1.3.6.1.4.1.140.300.12.4.1.1
tuxTQ ransl ndx1 .1.3.6.1.4.1.140.300.12.4.1.2
tuxTQ ransl ndx2 .1.3.6.1.4.1.140.300.12.4.1.3
tuxTQ ransl ndx3 .1.3.6.1.4.1.140.300.12.4.1.4
tuxTQ ransl ndx4 .1.3.6.1.4.1.140.300.12.4.1.5
tuxTQ ransl ndx5 .1.3.6.1.4.1.140.300.12.4.1.6
tuxTQ ransG pNo .1.3.6.1.4.1.140.300.12.4.1.7

tuxTQ ranSpaceNane .1.3.6.1.4.1.140.300.12.4.1.8

tuxTQransQrConfig .1.3.6.1.4.1.140.300.12.4.1.9

tuxTQransLmid 1.3.6.1.4.1.140.300.12.4.1.10

tuxTQransSt ate .1.3.6.1.4.1.140.300.12.4.1.11

tuxTQtransXid

Syntax  DisplayString (Sl ZE(1. . 78))
Access  read-only

Description  Transaction identifier as returned by t x_i nf o(3) and mapped to a string
representation. The datain this field should not be interpreted directly by the user
except for equality comparison.
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tuxTQtransindx1
Syntax | NTEGER
Access  read-only
Description  Aninteger index for t uxTQ r ansTbl . This should not be interpreted by the user. It is

used only for uniquely identifying a particular row in this table by the combination of
Indx1 through Indx5.

tuxTQtransindx2
Syntax | NTEGER
Access  read-only
Description  Aninteger index for t uxTQ ransTbl . This should not be interpreted by the user. Itis

used only for uniquely identifying a particular row in this table by the combination of
Indx1 through Indx5.

tuxTQtransindx3
Syntax | NTEGER
Access  read-only
Description  Aninteger index for t uxTQ ransTbl . This should not be interpreted by the user. Itis

used only for uniquely identifying a particular row in this table by the combination of
Indx1 through Indx5.

tuxTQtransindx4
Syntax | NTEGER
Access  read-only
Description ~ Aninteger index for t uxTQ r ansTbl . This should not be interpreted by the user. It is

used only for uniquely identifying a particular row in this table by the combination of
Indx1 through Indx5.
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tuxTQtransindx5

Syntax | NTEGER
Access  read-only

Description  Aninteger index for t uxTQ r ansThl . This should not beinterpreted by the user. It is
used only for uniquely identifying a particular row in this table by the combination of
Indx1 through Indx5.

tuxTQtransGrpNo
Syntax | NTEGER

Access  read-only

Description  Group number of any server group for which the queue space concerning this
transaction is a resource manager, in other words that group’ s openinfo string
t uxTgr oupQpenl nf o contains the device name and queue space name for the queue
space concerning this transaction.

tuxTQtranSpaceName

Syntax  DisplayString (Sl ZE(L. . 15))
Access  read-only

Description  Name of the application queue space associated with the transaction.

tuxTQtransQmConfig

Syntax  Di spl ayString (SI ZE(L. . 78))
Access  read-only

Description  Absolute pathname of the file or device where the application queue space is located.
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tuxTQtransLmid
Syntax  DisplayString (Sl ZE(L. . 30))
Access  read-only
Description  Identifier of the logical machine where the application queue spaceis located.
tuxTQtransState
Syntax I NTEGER { active(1), abort-only(2), aborted(3), comcalled(4),
ready(5), decided(6), suspended(7), habort(8), hcomit(9) }
Access  read-write
Description ~ The values for GET and SET operations are as follows:

CET: {actdive(l)]|abort-only(2)|aborted(3)|comcalled(4)]|ready(5)]|
deci ded(6) | suspended(7)}
A GET operation retrieves run-time information about the selected
transactions. The following list describes the meaning of the
t uxTQ rans St at e object returned in response to a GET request. States not
listed are not returned.

active(1)
The transaction is active.

abort-only(2)
The transaction has been identified for rollback.

aborted(3)
The transaction has been identified for rollback and rollback has been
initiated.

comcal | ed(4)
The initiator of the transaction has called t pcommi t (3) and thefirst phase of
two-phase commit has begun.

ready(5)
All of the participating groups on the retrieval site have successfully
completed the first phase of the two-phase commit and are ready to be
committed.

deci ded( 6)
The second phase of the two-phase commit has begun.
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suspended( 7)
Theinitiator of the transaction has suspended processing on the transaction.

SET: {habort(8)|hcommit(9)}
A SET operation updates the state of the selected transactions. The following
list describesthe meaning of thet uxTQt r ans St at e object returned by a SET
request. States not listed cannot be set.

habort (8)
Heuristically abort the transaction. Successful return leaves the object in the
habort (8) state.

hcommi t (9)
Heuristically commit the transaction. Successful return leaves the object in
the honmi t (9) state.
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CHAPTER

9

EventBroker MIB

There are two types of Tuxedo and WebL ogic Enterprise events: application events
and system events. Application events are usually controlled or trapped by the
application code. System events are generated by the Tuxedo or WebL ogic Enterprise
run-time system when important changes in that system are detected. Application
programs (clients or services) can subscribe to these system events.

The EventBroker MIB definesthe characteristics of an event subscription. Y ou can use
the EventBroker MIB to obtain the characteristics of current event subscriptions,
define new subscriptions, or invalidate subscriptions. To enable both system event and
application event notification, you need to define the system event broker and the
application event broker in the Core MIB.

Event subscriptions can be temporary or persistent. Persistent subscriptions survive
across application activations and can be removed through the EventBroker MIB. The
Tuxedo/WLE EventBroker MIB contains five groups of event subscriptions through
which the EventBroker can be managed.

The EventBroker MIB consists of the following subscription groups.

Group Name Description

t uxEvent d i ent Thl Subscriptions that trigger unsolicited notification
t uxEvent CndTbl Subscriptions that trigger system commands

t uxEvent QueTbl Subscriptions for queue-based notification

t uxEvent SvcTbl Subscriptions for server-based notification

t uxEvent Ul ogTbl Subscriptions for writing userlog messages
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Each object in these groups represents a single subscription request. Client
Notifications (t uxEvent d i ent Thl group) indicate which events trigger an
unsolicited message to a client. Service Notifications (t uxEvent SvcThl group)
indicate which eventstrigger a request to an application service. Application Queue
Notifications (t uxEvent QueTbl group) indicate which events send a message to an
application queue. System Command Notifications(t uxEvent CrdTbl group) indicate
which events trigger an operating system command. Log File Notifications

(t uxEvent U ogTbl group) indicate which events generate arecord in the central
event log (ulog). The EventBroker automatically removes temporary subscriptions
when it detects that the corresponding target is no longer active.

Event subscriptions and the ability to change the Tuxedo/WLE MIB enables system
administrators and application designers to write event-adaptive applications. When a
failure is detected through a system event notification, a management framework
program can perform the corrective measures. For example, amanagement framework
task can betriggered to activate serverson abackup machinewhen it receivesan event
notification about afailure on a primary machine.

tuxEventClientTbl

This group contains objects that represent subscriptions registered with the
EventBroker for client-based notification.

When an event is detected, it is compared to each t uxEvent d i ent Thl instance. If
the event name matchesthe value in the event expression and the optional filter ruleis
true, then the event buffer is sent to the specified client’ s unsolicited message handling
routine. To create anew row in thistable, it is necessary to issue a SET request that at
least specifiesthe valuesfor t uxEvent O i ent Expr and t uxEvent Cl i ent | d.

Object Name Object ID

t uxEvent d i ent | ndx 1.3.6.1.4.1.140.300.2.1.1.1.1
t uxEvent d i ent Expr .1.3.6.1.4.1.140.300.2.1.1.1.2
tuxEventClientFilter .1.3.6.1.4.1.140.300.2.1.1.1.3
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Object Name Object ID
tuxEventdient State .1.3.6.1.4.1.140.300.2.1.1.1.4
tuxEventdientld .1.3.6.1.4.1.140.300.2.1.1.1.5
tuxEventClientindx
Syntax | NTEGER
Access  read-only
Description A running number as the unique identifier for arow in the table.
tuxEventClientExpr
Syntax  Displ ayString (Sl ZE(L. . 255))
Access  read-only
Description  Event pattern expression. Thisexpression, in r econp(3) format, controls which event

names match this subscription.

Note: This object can be updated only during row creation.

tuxEventClientFilter

Syntax
Access

Description

Di spl ayString (Sl ZE(1. . 255))
read-only

Event filter expression. This expression, if present, is evaluated with respect to the
posted buffer’s contents. It must evaluate to TRUE or this subscription is not matched.
If the value of thisis“-", it means that the filter expression isin binary format.

Note: This object can be updated only during row creation.
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tuxEventClientState
Syntax INTEGER { active(l1), invalid(2) }
Access  read-write
Description  The values for GET and SET operations are as follows:
CET: active(1)
A GET operation retrieves configuration information for the matching
t uxEvent d i ent Tbl row(s).
SET: invalid(2)
A SET operation updates configuration information for the row in
t uxEvent d i ent Tbl . The following state indicates the meaning of a
tuxEvent d i ent St at e Set in a SET request. States not listed cannot be set.
i nvalid(2)
Delete row. Successful return leavestherow inthei nval i d(2) state.
tuxEventClientld
Syntax  Di spl ayString (SI ZE(L. . 78))
Access  read-only
Description  Send an unsolicited notification message to this client when amatching event is

detected.

Note: Thisobject can be updated only during row creation.
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tuxEventCmdTbl

This group contains objects that represent subscriptions registered with the
EventBroker that trigger execution of system commands.

When an event is detected, it is compared to each row in this table. If the event name
matches the value in the event expression and the optional filter rule istrue, then the
event buffer is formatted and passed to the system’s command interpreter.

Createanew Row: To createanew instance of t uxEvent CrdThl the user must specify
at least t uxEvent CndExpr and t uxEvent Cnd. All objects except
t uxEvent CrdSt at e can be updated only during creation of a new instance.

Object Name Object ID

t uxEvent Cmdl ndx .1.3.6.1.4.1.140.300.2.2.1.1.1

t uxEvent CndExpr .1.3.6.1.4.1.140.300.2.2.1.1.2

tuxEvent CdFi | t er .1.3.6.1.4.1.140.300.2.2.1.1.3

t uxEvent CndSt at e .1.3.6.1.4.1.140.300.2.2.1.1.4

t uxEvent Cnd .1.3.6.1.4.1.140.300.2.2.1.1.5
tuxEventCmdIndx

Syntax | NTEGER
Access  read-only

Description A running number as the unique identifier for arow in the table.
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tuxEventCmdExpr
Syntax  DisplayString (Sl ZE(L. . 255))
Access  read-write
Description  Event pattern expression. Thisexpression, in r econp(3) format, controls which event
names match this subscription.
Note: Thisobject can be updated only during row creation.
tuxEventCmdFilter
Syntax  Di spl ayString (SI ZE(L. . 255))
Access  read-write
Description  Event filter expression. This expression, if present, is evaluated with respect to the
posted buffer’ s contents. It must evaluate to TRUE or this subscription is not matched.
If the value of thefilter is“-", it meansthat the filter isin abinary format.
Note: Thisobject can be updated only during row creation.
tuxEventCmdState
Syntax I NTEGER { active(1), invalid(2) }
Access  read-write
Description ~ The values for GET and SET operations are as follows:

CET: active(1)
A GET operation retrieves configuration information for the
t uxEvent CmdTbl instance(s).

SET: invalid(2)
A SET operation updates configuration information for thet uxEvent CndThl
instance. Thefollowing state indicatesthe meaning of at uxEvent CndSt at e
set in a SET request. States not listed cannot be set.

i nvalid(2)
Deletet uxEvent GmdThl instance. Successful return leaves the object in the
i nval i d(2) state.
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tuxEventCmd

Syntax
Access

Description

Di spl ayString (Sl ZE(1. . 255))
read-write

Execute this system command when an event matching this object is detected. For
UNIX system platforms, the command is executed in the background using

syst em(3).

Note: This object can be updated only during row creation.

tuxEventQueTbl

This group contains objects that represent subscriptions registered with the
EventBroker for queue-based notification.

When an event is detected, it is compared to each t uxEvent QueTbl instance. If the
event name matchesthe valuein the event expression and the optional filter ruleistrue,
then the event buffer is stored in the specified reliable queue. To create anew row in
thistable, it is necessary to issue a SET request that at least specifies

t uxEvent QueExpr , t uxEvent Qspace, and t uxEvent Qnane.

Object Name Object ID

t uxEvent Quel ndx .1.3.6.1.4.1.140.300.2.3.1.1.1
t uxEvent QueExpr .1.3.6.1.4.1.140.300.2.3.1.1.2
t uxEvent QueFi l ter .1.3.6.1.4.1.140.300.2.3.1.1.3
t uxEvent QueSt at e .1.3.6.1.4.1.140.300.2.3.1.1.4
t uxEvent Qspace .1.3.6.1.4.1.140.300.2.3.1.1.5
t uxEvent nane .1.3.6.1.4.1.140.300.2.3.1.1.6
t uxEvent ctl Qt op .1.3.6.1.4.1.140.300.2.3.1.1.7
t uxEvent Qct | Bef oreMsgi d .1.3.6.1.4.1.140.300.2.3.1.1.8
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Object Name Object ID

tuxEvent Qct| Qti meAbs .1.3.6.1.4.1.140.300.2.3.1.1.9
tuxEvent Qctl Qi meRel .1.3.6.1.4.1.140.300.2.3.1.1.10
t uxEvent Qct | DeqTi e .1.3.6.1.4.1.140.300.2.3.1.1.11
t uxEvent Qct | Pri or .1.3.6.1.4.1.140.300.2.3.1.1.12
t uxEvent Qct | Msgl d .1.3.6.1.4.1.140.300.2.3.1.1.13
tuxEvent Qctl Corrld .1.3.6.1.4.1.140.300.2.3.1.1.14
t uxEvent Qct | Repl yQ .1.3.6.1.4.1.140.300.2.3.1.1.15
tuxEvent Qctl Fai l Q .1.3.6.1.4.1.140.300.2.3.1.1.16
t uxEvent Per si st .1.3.6.1.4.1.140.300.2.3.1.1.17
t uxEvent Tr an .1.3.6.1.4.1.140.300.2.3.1.1.18

tuxEventQuelndx

Syntax | NTEGER
Access  read-only

Description  Running number which is the unique identifier for an event in thistable.
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tuxEventQueExpr
Syntax  DisplayString (Sl ZE(L. . 255))
Access  read-write
Description  Event pattern expression. Thisexpression, in r econp(3) format, controls which event
names match this subscription.
Note: This object can be updated only during row creation.
tuxEventQuekFilter
Syntax  Di spl ayString (SI ZE(L. . 255))
Access  read-write
Description  Event filter expression. This expression, if present, is evaluated with respect to the
posted buffer’s contents. It must evaluate to TRUE or this subscription is not matched.
If the value of thisobject is“-", it means the filter isin binary format.
Note: This object can be updated only during row creation.
tuxEventQueState
Syntax  INTEGER { active(l), invalid(2) }
Access  read-write
Description  The values for GET and SET operations are as follows:

GET: active(1l)
A GET operation retrieves configuration information for the matching
t uxEvent QueTbl row(s).

SET: invalid(2)
A SET operation updates configuration information for thet uxEvent QueThl
instance. Thefollowing state indicatesthe meaning of at uxEvent QueSt at e
set in a SET request. States not listed cannot be set.

i nval i d(2)
Deletet uxEvent QueThl row. Successful return leaves the object in the
i nval i d(2) state.
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tuxEventQspace
Syntax  DisplayString (Sl ZE(L. . 15))
Access  read-write
Description  Enqueue a notification message to areliable queue in this queue space when a
matching event is detected.
Note: Thisobject can be updated only during row creation.
tuxEventQname
Syntax  Di spl ayString (SI ZE(L. . 15))
Access  read-write
Description  Enqueue a notification message to this reliable queue when a matching event is
detected.
Note: Thisobject can be updated only during row creation.
tuxEventQctiQtop
Syntax | NTEGER
Access  read-write
Description ~ Thisvalue, if present, ispassed intot penqueue(3)’s TPQCTL contral structure to

reguest notification via the /Q subsystem with the message to be placed at the top of
the queue.

Note: Thisobject can be updated only during row creation.
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tuxEventQctiBeforeMsgid

Syntax
Access

Description

| NTEGER
read-write

Thisvalue, if present, is passed intot penqueue(3)’'s TPQCTL control structure to
request notification via the /Q subsystem with the message to be placed on the queue
ahead of the specified message.

Note: This object can be updated only during row creation.

tuxEventQctlQtimeAbs

Syntax | NTEGER
Access  read-write
Description  Thisvalue, if present, ispassed intot penqueue(3)’'s TPQCTL control structure to
reguest notification via the /Q subsystem with the message to be processed at the
specified time.
Note: This object can be updated only during row creation.
tuxEventQctiQtimeRel
Syntax | NTEGER
Access  read-write
Description  Thisvalue, if present, ispassed intot penqueue(3)’'s TPQCTL contral structure to

request notification viathe /Q subsystem with the message to be processed relative to
the dequeue time.

Note: This object can be updated only during row creation.
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tuxEventQctiDeqTime

Syntax | NTEGER
Access  read-write

Description  Thisvalue, if present, ispassed intot penqueue(3)’s TPQCTL contral structure.

Note: Thisobject can be updated only during row creation.

tuxEventQctIPrior

Syntax | NTEGER
Access  read-write

Description  Thisvalue, if present, ispassed intot penqueue(3)’s TPQCTL control structure.

Note: Thisobject can be updated only during row creation.

tuxEventQctiMsgid

Syntax  Di spl ayString (SI ZE(L. . 31))
Access  read-write

Description ~ Thisvalue, if present, ispassed intot penqueue(3)’s TPQCTL contral structure.

Note: Thisobject can be updated only during row creation.

tuxEventQctiCorrid

Syntax  Di spl ayString (SI ZE(L. . 31))
Access  read-write

Description  Thisvalue, if present, ispassed intot penqueue(3)’s TPQCTL contral structure.

Note: Thisobject can be updated only during row creation.
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tuxEventQctiReplyQ

Syntax  DisplayString (Sl ZE(L. . 15))
Access  read-write

Description  Thisvalue, if present, ispassed intot penqueue(3)’s TPQCTL control structure.

Note: This object can be updated only during row creation.

tuxEventQctlFailQ

Syntax  Di spl ayString (SI ZE(L. . 15))
Access  read-write

Description  Thisvalue, if present, ispassed intot penqueue(3)’s TPQCTL control structure.

Note: This object can be updated only during row creation.

tuxEventPersist

Syntax | NTEGER
Access  read-write

Description  If non-zero, do not cancel this subscription if the designated queue is no longer
available.

Note: This object can be updated only during row creation.

tuxEventTran

Syntax | NTEGER
Access  read-write

Description  If non-zero and the client’ st ppost (3) call istransactional, include thet penqueue(3)
cal intheclient’ s transaction.

Note: This object can be updated only during row creation.

BEA SNMP Agent MIB Reference  9-13



O  EventBroker MIB

tuxEventSvcTbl

This group contains objects that represent subscriptions registered with the

EventBroker for service-based notification.

When an event is detected, it is compared to each t uxEvent SvcTbl instance. If the
event name matchesthe valuein the event expression and the optional filter ruleistrue,
then the event buffer is sent to the specified Tuxedo/WLE service routine.

To create anew row inthistable, a SET request must be issued that specifiesvaluesfor

at least t uxEvent SvcExpr and t uxEvent SvcNane.

Object Name Object ID

t uxEvent Svcl ndx 1.3.6.1.4.1.140.300.2.4.1.1.1
t uxEvent SvcExpr .1.3.6.1.4.1.140.300.2.4.1.1.2
t uxEvent SvcFi l ter 1.3.6.1.4.1.140.300.2.4.1.1.3
t uxEvent SvcStat e .1.3.6.1.4.1.140.300.2.4.1.1.4
t uxEvent SvcNane 1.3.6.1.4.1.140.300.2.4.1.1.5
t uxEvent SvcPer si st .1.3.6.1.4.1.140.300.2.4.1.1.6
t uxEvent SvcTran 1.3.6.1.4.1.140.300.2.4.1.1.7

tuxEventSvcindx

Syntax | NTEGER

Access  read-only

Description A running number which isa unique key for arow in thistable.
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tuxEventSvcExpr
Syntax  DisplayString (Sl ZE(L. . 255))
Access  read-only
Description  Event pattern expression. Thisexpression, in r econp(3) format, controls which event
names match this subscription.
Note: This object can be updated only during row creation.
tuxEventSvcFilter
Syntax  Di spl ayString (SI ZE(L. . 255))
Access  read-only
Description  Event filter expression. This expression, if present, is evaluated with respect to the
posted buffer’s contents. It must evaluate to TRUE or this subscription is not matched.
If thisis“-", it meansthefilter isin binary format.
Note: This object can be updated only during row creation.
tuxEventSvcState
Syntax  INTEGER { active(l), invalid(2) }
Access  read-write
Description  The values for GET and SET operations are as follows:

GET: active(1l)
A GET operation retrieves configuration information for the matching
t uxEvent SvcTbl instance(s).

SET: invalid(2)
A SET operation updates configuration information for thet uxEvent SvcThl
instance. Thefollowing state indicatesthe meaning of at uxEvent SvcSt at e
set in a SET request. States not listed cannot be set.

i nval i d(2)
Deletet uxEvent SvcThl row. Successful return leaves the object in the
i nval i d(2) state.
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tuxEventSvcName

Syntax  DisplayString (Sl ZE(L. . 15))
Access  read-only

Description  Call this Tuxedo/WLE service when a matching event is detected.

Note: Thisobject can be updated only during row creation.

tuxEventSvcPersist

Syntax | NTEGER
Access  read-write

Description  If non-zero, do not cancel this subscription if thet uxEvent SvcName serviceisno
longer available.

Note: Thisobject can be updated only during row creation.

tuxEventSvcTran

Syntax | NTEGER
Access  read-write

Description  If non-zero and the client’st ppost (3) call istransactional, include the
t uxEvent SvcNane service cal in the client’ s transaction.

Note: Thisobject can be updated only during row creation.
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tuxEventUlogTbl

This group contains objects that represent subscriptions registered with the
EventBroker for writing system user | og(3) messages.

When an event is detected, it is compared to each t uxEvent Ul ogTbl instance. If the
event name matchesthe valuein the event expression and the optional filter ruleistrue,
then the event buffer is formatted and passed to the Tuxedo/WLE user | og(3)
function.

Create anew Row: To create anew instance of t uxEvent U ogTbl the user must at
least specify valuesfor t uxEvent Ul ogExpr andt uxEvent User | og. All objects
except t uxEvent Ul ogSt at e can be updated only during creation of a new instance.

Object Name Object ID

t uxEvent Ul ogl ndx 1.3.6.1.4.1.140.300.2.5.1.1.1

t uxEvent Ul ogExpr .1.3.6.1.4.1.140.300.2.5.1.1.2

tuxEvent Ul ogFilter .1.3.6.1.4.1.140.300.2.5.1.1.3

t uxEvent U ogSt at e .1.3.6.1.4.1.140.300.2.5.1.1.4

t uxEvent User | og .1.3.6.1.4.1.140.300.2.5.1.1.5

tuxEventUlogindx

Syntax | NTEGER
Access  read-only

Description A running number which isaunique key in thistable.
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tuxEventUlogExpr
Syntax  DisplayString (Sl ZE(L. . 255))
Access  read-write
Description  Event pattern expression. Thisexpression, in r econp(3) format, controls which event
names match this subscription.
Note: Thisobject can be updated only during row creation.
tuxEventUlogFilter
Syntax  Di spl ayString (SI ZE(L. . 255))
Access  read-write
Description  Event filter expression. This expression, if present, is evaluated with respect to the
posted buffer’ s contents. It must evaluate to TRUE or this subscription is not matched.
If thisis“-", it meansthefilter isin binary form.
Note: Thisobject can be updated only during row creation.
tuxEventUlogState
Syntax I NTEGER { active(1), invalid(2) }
Access  read-write
Description ~ The values for GET and SET operations are as follows:

CET: active(1)
A GET operation retrieves configuration information for the matching
t uxEvent U ogThbl instance(s).

SET: invalid(2)
A SET operation updates configuration information for the
t uxEvent U ogTbl instance. The following state indicates the meaning of a
t uxEvent U ogSt at e set in a SET request. States not listed cannot be set.

i nvalid(2)
Deletet uxEvent Ul ogThl row. Successful return leaves the object in the
i nval i d(2) state.
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tuxEventUserlog

Syntax  DisplayString (Sl ZE(L. . 255))
Access  read-write

Description  Write auser | og(3) message when a matching event is detected.

Note: This object can be updated only during row creation.
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CHAPTER

10 Traps MIB

Theevent monitor feature of the Tuxedo and WebL ogic Enterprise systems detectsand
reports certain predefined events—primarily failures of which a system operator
should beaware. BEA SNMP Agent on the master node subscribesto all system events
and generates a corresponding SNMP trap notification whenever any of these events
occur. The enterprise ID used for these trapsis. 1. 3. 6. 1. 4. 1. 140. t uxedo, where
t uxedo is300. For BEA SNMP Agent to receive Tuxedo or WebL ogic Enterprise
system events, the Tuxedo/WLE system EventBroker (TMSYSEVT) must be running
because that is the entity that generates the system events.

The Event Traps MIB defines all the traps that are generated and the objects that are
passed in the variable bindings for these traps. The following sections describe the
cause and recommended action for each event:

m  Specific Trap Number
m Variable Bindings
m  Trap Definitions

Specific Trap Number

Each enterprise-specific trap notification generated by BEA SNMP Agent hasavalue
in the specific trap ID field of the SNMP trap packet that identifies the Tuxedo or
WebL ogic Enterprise event. For each trap listed in this chapter, “Trap ID” isthe
specific trap number that is sent in the trap packet.
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Variable Bindings

SNMP trap notifications generated by BEA SNMP Agent contain 12 variables
(variable/value pairs) in the variable bindings of the trap packet:

beaEvent sDonai nl d
The ID of the domain that generated the Tuxedo or WebL ogic Enterprise
event notification.

beaEvent sl pcKey
The IPC key of the Tuxedo or WebL ogic Enterprise domain.

bealogi cal Agent Nane
Thelogical agent name of the SNMP agent for BEA SNMP Agent generating
the trap. The executable name is the default logical agent name.

Thet uxEvent Tr apVar s group contains all objects that are sent as a part of the
variable bindings of the traps generated in relation to Tuxedo or WebL ogic Enterprise
system events, as defined in EVENTS.

tuxEventsName
Syntax DisplayString
Access  not-accessible
Description A string that uniquely identifies this event. All system-generated events begin with
. Sys.
tuxEventsSeverity

Syntax INTEGER { Error (1), Warn(2), Infor(3) }
Access  not-accessible

Description  Indicates the severity of the system event.
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tuxEventsLmid
Syntax  DisplayString (Sl zE(1..30))
Access  not-accessible

Description A string that identifies the machine where the event was detected.

tuxEventsTime

Syntax | NTEGER
Access  not-accessible

Description A long integer containing the event detection time, in seconds, according to the clock
on the machine where detection took place.

tuxEventsUsec
Syntax | NTEGER

Access  not-accessible

Description A long integer containing the event detection time, in microseconds, according to the
clock on the machine where detection took place. While the units of thisvalue are
always microseconds, the actual resolution depends on the underlying operating
system and hardware.

tuxEventsDescription
Syntax  Di splayString
Access  not-accessible

Description A one-line string summarizing the event.
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tuxEventsClass
Syntax DisplayString
Access  not-accessible

Description  The class of the object associated with the event. Depending on TA_CLASS, the event
notification buffer can contain additional fields specific to an object of this class.
tuxEventsUlogCat
Syntax  DisplayString
Access  not-accessible

Description  Catal og name from which the message was derived, if any.

tuxEventsUlogMsgNum

Syntax | NTEGER
Access  not-accessible

Description  Catal og message number, if the message was derived from a catal og.

tuxTdomainID

Syntax  Di spl ayString (SI ZE (0. . 30))
Access  not-accessible

Description  Domain identification string. Refer to Chapter 2, “Core MIB.”
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tuxTdomainKey
Syntax | NTEGER (32769..262143)
Access  not-accessible
Description  Numeric key for the well-known address in a Tuxedo/WLE system bulletin board. In
asingle processor environment, this key “names’ the bulletin board. In amultiple
processor or LAN environment, this key names the message queue of the DBBL. In
addition, this key is used as a basis for deriving the names of resources other than the
well-known address, such asthe namesfor bulletin boards throughout the application.
Refer to Chapter 2, “Core MIB.”
bealogicalAgentName
Syntax  Di splayString
Access  not-accessible
Description  The logical name of the agent as provided inthe -1 option (service name in case of

Windows NT) when the agent was started. This object value isthe agent that is
monitoring this domain. If there are multiple SNMP agents running on a managed
node, this name needs to be appended to the community with an @ signto get the MIB
values from the appropriate agent. For example, if there are two logical agents,

si np_snnpd and bank_snnpd, the communities used to query values from these
agents would be publ i c@i np_snnpd and publ i c@ank_snnpd respectively. The
component after the @sign is used to identify the agent to which the MIB query isto
be sent.

Thisobject is passed in the variable binding of all SNMP traps generated on behalf of
Tuxedo/WLE system events.

Note: Torunmultiple SNMP agents on the same managed node, they must be started
as subagents (without - s option) and run after starting the BEA SNMP Agent
Integrator.
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Trap Definitions

The following sections define all the traps generated by BEA SNMP Agent when
system events occur:

m DOMAIN Traps

MACHINE Traps

m BRIDGE Traps

m SERVER Event Traps
m CLIENT Traps

m TRANSACTION Traps
m EVENT Traps

DOMAIN Traps

The Domain Traps group defines the Tuxedo/WLE domain specific event traps.

resourceConfigTrap

Enterprise  tuxedo

Variables { tuxEventsNane, tuxEventsSeverity, tuxEventsLmi d, tuxEventsTi ne,
t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,
t uxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDonai nKey,
bealogi cal Agent Nane }

Description ~ Thistrap is generated when . SysResour ceConf i g occurs. It denotes a system
configuration change.

Action  This message isinformational .
TapID 1
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MACHINE Traps

The Machine Traps group defines the Tuxedo/WL E machine specific event traps.

machineBroadcastTrap

Enterprise  tuxedo

Variables { tuxEvent sNane, tuxEventsSeverity, tuxEventsLm d, tuxEventsTine,
t uxEvent sUsec, tuxEventsDescription, tuxEventsC ass,
t uxEvent sU ogCat, tuxEventsU ogMsgNum beaDonai nld, beaDomai nKey,
bealogi cal Agent Nane}

Description  Thistrap is generated when . SysMachi neBr oadcast occurs. It denotes broadcast
delivery failure. This message indicates that t pbr oadcast () failed for at least one
accesser on the LMID of the application.

Action  Since the broadcast messages are sent in no-blocking mode, it is possible that the
process doing the broadcasting encountered a blocking condition and dropped a
message. Configure larger message queues or |oad-balance clients and servers such
that excessive load is not put on some machines.

TrapID 2
machineConfigTrap
Enterprise  tuxedo
Variables { tuxEvent sNane, tuxEventsSeverity, tuxEventsLmi d, tuxEventsTi ne,
t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,
t uxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDomai nKey,
bealogi cal Agent Name }

Description  Thistrap is generated when . SysMachi neConf i g occurs. It denotesachangein a
particular machine configuration.

Action  Thismessageisinformational.

TrapID 3
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machineFullMaxAccessersTrap

Enterprise

Variables

Description

Action

Trap ID

tuxedo

{ tuxEventsNane, tuxEventsSeverity, tuxEventsLmi d, tuxEventsTi ne,
t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,

tuxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDomai nKey,
bealogi cal Agent Nane }

Thistrap is generated when . SysMachi neFul | Maxaccesser s occurs. This message
indicates that the given LMID reached the capacity limit on the number of accessers.

Increase the MAXACCESSERS value for the particular machine. Or, if the
hardware/software limits have been reached for the maximum number of users on the
machine, move additional users to other machines.

4

machineFullMaxConvTrap

Enterprise

Variables

Description

Action

Trap ID

tuxedo

{ tuxEventsNane, tuxEventsSeverity, tuxEventsLm d, tuxEventsTi ne,
t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,

tuxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDomai nKey,
bealogi cal Agent Nane }

Thistrap is generated when . SysMachi neFul | Maxconv occurs. This message
indicates that the given LMID reached the capacity limit on the number of concurrent
conversations.

Increasethevalueof MAXCONYV for the particular machineto the point that thisevent
is not generated.

5
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machineFullMaxGttTrap

Enterprise

Variables

Description

Action

Trap ID

tuxedo

{ tuxEvent sNane, tuxEventsSeverity, tuxEventsLmi d, tuxEventsTine,
t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,

tuxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDomai nKey,
bealogi cal Agent Name }

Thistrap is generated when . SysMachi neFul | Maxgt t israised. This message
indicates that the given machine reached the capacity limit on the number of
concurrent transactions.

Increase the value of MAXGTT for the particular machine to the point that this event
is not generated.

6

machineFullMaxWsClientsTrap

Enterprise

Variables

Description

Action

Trap ID

tuxedo

{ tuxEventsNane, tuxEventsSeverity, tuxEventsLm d, tuxEventsTi ne,
t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,

t uxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDomai nKey,
bealLogi cal Agent Nane }

Thistrapisgenerated when. SysMachi neFul | Maxwscl i ent s israised. Thismessage
indicates that the given machine reached the capacity limit on the number of
workstation clients.

Increase the value of MAXWSCLIENTS for the particular machine to the point that
this event is not generated.

7
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machineMsgQTrap

Enterprise  tuxedo

Variables { tuxEventsNane, tuxEventsSeverity, tuxEventsLmi d, tuxEventsTi ne,
t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,
tuxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDomai nKey,
bealogi cal Agent Nane }

Description  Thistrapisgenerated when. SysMachi neMsgq occurs. Thismessageindicatesthat the
server posting amessage encountered a bl ocking condition while putting amessage on

the message queue.
Action  Configure larger message queues and/or distribute the load equally on all the
machines.
TrapID 8

machinePartitionedTrap
Enterprise  tuxedo

Variables { tuxEventsNane, tuxEventsSeverity, tuxEventsLnid, tuxEventsTine,
t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,
tuxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDomai nKey,
bealogi cal Agent Nane}

Description  Thistrap is generated when . SysMachi neParti ti oned occurs. This message
indicates that DBBL partitioned the stated machine either because the BBL on the
machine is slow or the network link between the master and the machine is broken.

Adion  This can occur due to several reasons:
m  The entire network might be bogged down due to heavy traffic.
m The BBL or BRIDGE on the non-master is either dead or slow.
m The BRIDGE process on the non-master is extremely busy.
The software is capable of unpartitioning the machine if things stabilize.

TapID 9
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machineSlowTrap
Enterprise  tuxedo
Variables { tuxEvent sNane, tuxEventsSeverity, tuxEventsLmi d, tuxEventsTine,

t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,
tuxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDomai nKey,
bealogi cal Agent Nane}

Description  Thistrap is generated when . SysMachi neSl ow occurs. This message indicates that
BBL on the non-master machine is slow in generating IAMOK messages. These
messages are sent periodically from BBLsto the DBBL that helpsthe DBBL maintain
the pulse of the system.

Action  This can occur due to several reasons:
m  The entire network might be bogged down due to heavy traffic.
m  The BBL on the non-master might be either dead or slow.
m  The BRIDGE process on the non-master is extremely busy.
This problem can be intermittent.
TrapID 10
machineStateTrap

Enterprise  tuxedo

Variables { tuxEventsNanme, tuxEventsSeverity, tuxEventsLnid, tuxEventsTine,
t uxEvent sUsec, tuxEventsDescription, tuxEventsC ass,
t uxEvent sU ogCat, tuxEventsU ogMsgNum beaDonai nld, beaDomai nKey,
bealogi cal Agent Name }

Description  Thistrap isgenerated when . SysMachi neSt at e occurs. Thisdenotesthat aparticular
machine changed its state.

Acion  This message isinformational.
TrapID 11
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BRIDGE Traps

The Bridge Traps group defines the Tuxedo/WLE bridge specific traps.

networkConfigTrap
Enterprise  tuxedo
Variables {tuxEvent sNane, tuxEventsSeverity, tuxEventsLm d, tuxEventsTi ne,

tuxEvent sUsec, tuxEventsDescription, tuxEventsd ass,
t uxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDonmi nKey,
bealogi cal Agent Nane }

Description ~ Thistrap is generated when . SysNet wor kConf i g occurs. This message indicates the
network link between the two machines specified changed to a new state.
Acion  This message isinformational .
TrapID 12
networkDroppedTrap
Enterprise  tuxedo
Variables {tuxEvent sNane, tuxEventsSeverity, tuxEventsLm d, tuxEventsTi ne,
t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,
tuxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDomai nKey,
bealogi cal Agent Nane }
Description  Thistrapisgenerated when. SysNet wor kDr opped occurs. Thismessageindicatesthe
network link between the two machines specified was dropped abnormally.
Action  This can happen either because the BRIDGE on either machine died or one of the
machines crashed.
TrapID 13
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networkFailureTrap
Enterprise  tuxedo
Variables { tuxEvent sNane, tuxEventsSeverity, tuxEventsLmi d, tuxEventsTine,

t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,
tuxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDomai nKey,
bealogi cal Agent Name }

Description  Thistrap is generated when . SysNet wor kFai | ur e occurs. This indicates a network
connection failure between BRIDGE processes.
Action  This can happen either because the BRIDGE on remote machine died or the remote
machine itself crashed.
TrapID 14
networkFlowTrap
Enterprise  tuxedo
Variables { tuxEventsNanme, tuxEventsSeverity, tuxEventsLnmid, tuxEventsTine,
t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,
t uxEvent sU ogCat, tuxEventsU ogMsgNum beaDonmai nld, beaDomai nKey,
bealLogi cal Agent Nane }
Description  Thistrap is generated when . SysNet wor kFI ow occurs. This message states that the
virtual circuit between machines changed to a new state.
Acion  This message isinformational.
TrapID 15
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networkStateTrap
Enterprise  tuxedo
Variables { tuxEventsNane, tuxEventsSeverity, tuxEventsLmi d, tuxEventsTi ne,

Description

Action
Trap ID

t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,
tuxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDomai nKey,
bealogi cal Agent Nane}

Thistrap is generated when . SysNet wor kSt at e occurs. This message indicates that
the server died abnormally and BBL cleaned up the slot allocated by the server.

Debug the server and fix the problem before the server is restarted.

16

SERVER Event Traps

The Server Traps group defines the Tuxedo/WLE server specific traps.

serverCleaningTrap
Enterprise  tuxedo
Variables { tuxEventsNane, tuxEventsSeverity, tuxEventsLnid, tuxEventsTine,

Description

Action
Trap ID

t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,
tuxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDomai nKey,
bealogi cal Agent Nane }

Thistrap is generated when . SysSer ver d eani ng occurs. This message indicates
that the server died abnormally and BBL cleaned up the slot allocated by the server.

Debug the server and fix the problem before the server is restarted.

17
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serverConfigTrap
Enterprise  tuxedo
Variables { tuxEvent sNane, tuxEventsSeverity, tuxEventsLmi d, tuxEventsTine,

t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,
tuxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDomai nKey,
bealogi cal Agent Nane}

Description  Thistrap is generated when . SysSer ver Conf i g occurs. This message indicates that
the configuration parameters for the server have been updated.
Action  This messageisinformational.
TrapID 18
serverDiedTrap
Enterprise  tuxedo
Variables { tuxEventsNanme, tuxEventsSeverity, tuxEventsLnmid, tuxEventsTine,
t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,
t uxEvent sU ogCat, tuxEventsU ogMsgNum beaDonmai nld, beaDomai nKey,
bealLogi cal Agent Nane }
Description  Thistrap isgenerated when . SysSer ver Di ed occurs. This messageindicates that the
server died abnormally and the BBL detected this condition in its periodic scan of the
BB.
Aciion  Debug the server and fix the problem before the server is restarted.
TrapID 19
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serverInitTrap
Enterprise  tuxedo
Variables { tuxEventsNane, tuxEventsSeverity, tuxEventsLmi d, tuxEventsTi ne,

t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,
tuxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDomai nKey,
bealogi cal Agent Nane}

Description ~ Thistrap isgenerated when . SysSer ver | ni t occurs. This message indicates that the
server specified above failed int psvri ni t () and therefore could not be booted.

Action  Fix the problem and then reboot the server. This problem might be dueto a
Tuxedo/WLE resource limit or an application-specific problem.

TrapID 20
serverMaxgenTrap
Enterprise  tuxedo
Variables { tuxEventsNane, tuxEventsSeverity, tuxEventsLnid, tuxEventsTine,
t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,
tuxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDomai nKey,
bealogi cal Agent Nane }

Description  Thistrap is generated when . SysSer ver Maxgen occurs. This message indicates that
the server died abnormally. Sincethe server has been marked asrestartable, it hasbeen
restarted MAXGEN- 1 times in the specified GRACE period.

Action  Tuxedo/WLE application servers should not die abnormally. If this happens, it is most
likely due to an application-specific problem. Debug the server and resolve the
problem before restarting the server.

TrapID 21

10-16 BEA SNMP Agent MIB Reference



Trap Definitions

serverRestartingTrap
Enterprise  tuxedo
Variables { tuxEvent sNane, tuxEventsSeverity, tuxEventsLmi d, tuxEventsTine,

t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,
tuxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDomai nKey,
bealogi cal Agent Name }

Description  Thistrapisgenerated when. SysSer ver Rest ar t i ng occurs.. Thismessageindicates
that the server died abnormally. Since this has been marked as a restartable server, it
has been restarted.

Action  Tuxedo/WLE application servers should not die abnormally. If this happens, it is most
likely due to an application-specific problem. Debug the server and resolve the
problem before restarting the server.

TrapID 22
serverStateTrap
Enterprise  tuxedo
Variables  {t uxEvent sName, tuxEventsSeverity, tuxEventsLm d, tuxEventsTine,
t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,
t uxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDomai nKey,
bealLogi cal Agent Nane }

Description  Thistrapisgenerated when. SysSer ver St at e occurs. Thismessageindicatesthat the
server changed state.

Acion  This message isinformational.

TrapID 23
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serverTpExitTrap
Enterprise  tuxedo
Variables { tuxEventsNane, tuxEventsSeverity, tuxEventsLmi d, tuxEventsTi ne,

Description

Action

Trap ID

t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,
tuxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDomai nKey,
bealogi cal Agent Nane }

Thistrap is generated when . SysSer ver Tpexi t occurs. This message indicates that
the server received arequest and the service routine code did at pr et ur n( TPEXI T)
while the server was executing application-specific code.

This message is informational .
24

CLIENT Traps

The Client Traps group defines the Tuxedo/WLE client-specific traps.

clientConfigTrap
Enterprise  tuxedo
Variables { tuxEventsNane, tuxEventsSeverity, tuxEventsLnid, tuxEventsTine,

Description

Action
Trap ID

t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,
tuxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDomai nKey,
bealogi cal Agent Nane }

Thistrap is generated when . Sysd i ent Conf i g israised. This denotesthat a
particular user on a machine changed its configuration.

This message isinformational .
25
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clientDiedTrap
Enterprise  tuxedo
Variables { tuxEvent sNane, tuxEventsSeverity, tuxEventsLmi d, tuxEventsTine,

t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,
tuxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDomai nKey,
bealogi cal Agent Name }

Description  Thistrap isgenerated when . Sysd i ent Di ed occurs. This message indicates that the
client exited the application without doing at pt er () . Normally, clients should do a
t pt er m() before exiting the application.
Action  This messageisinformational.
TapID 26
clientSecurityTrap
Enterprise  tuxedo
Variables { tuxEventsNanme, tuxEventsSeverity, tuxEventsLnid, tuxEventsTine,
t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,
t uxEvent sU ogCat, tuxEventsU ogMsgNum beaDonmai nld, beaDomai nKey,
bealLogi cal Agent Nane }
Description  Thistrap is generated when . Sysd i ent Securi ty occurs. This message indicates
that the client failed security validation when trying to join the application.
Acion  Check to make sure that thisis not an unauthorized user trying to gain access to your
application data.
TrapID 27
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clientStateTrap
Enterprise  tuxedo
Variables { tuxEventsNane, tuxEventsSeverity, tuxEventsLmi d, tuxEventsTi ne,

Description

Action
Trap ID

t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,
tuxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDomai nKey,
bealogi cal Agent Nane}

Thistrap is generated when . Sysd i ent St at e occurs. This message indicates that a
particular client on a machine changed state.

This message isinformational .
28

TRANSACTION Traps

The Transaction Traps group defines the Tuxedo/WL E transaction-specific traps.

transHeuristicAbortTrap

Enterprise

Variables

Description

Action
Trap ID

tuxedo

{ tuxEventsNane, tuxEventsSeverity, tuxEventsLmi d, tuxEventsTi ne,
t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,

t uxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDonmi nKey,
bealogi cal Agent Nane }

Thistrap is generated when . SysTr ansact i onHeur i sti cAbort occurs. This
message indicates that the database in a particular group performed an heuristic abort
on atransaction.

Check to make sure that the coordinator of the transaction is still running.

29

10-20 BEA SNMP Agent MIB Reference



Trap Definitions

transHeuristicCommitTrap

Enterprise

Variables

Description

Action
Trap ID

tuxedo

{ tuxEvent sNane, tuxEventsSeverity, tuxEventsLmi d, tuxEventsTine,
t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,

tuxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDomai nKey,
bealogi cal Agent Name }

Thistrap is generated when . SysTr ansact i onHeuri sti cCommi t occurs. This
message indicates that the database in a particular group performed an heuristic
commit on atransaction.

Check to make sure that the coordinator of the transaction is still running.

30

EVENT Traps

The Event Traps group defines the Tuxedo/WLE event specific traps.

eventDeliveryTrap
Enterprise  tuxedo
Variables { tuxEventsNanme, tuxEventsSeverity, tuxEventsLnid, tuxEventsTine,

Description

Action

Trap ID

t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,
t uxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDomai nKey,
bealLogi cal Agent Nane }

Thistrap isgenerated when . SysEvent Del i ver y occurs. This message indicates that
the event server failed to perform at least one notification for a posted event.

Check to make sure that the notifications specified in the subscriptions that match the
posted event are doable.

31
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eventFailureTrap
Enterprise  tuxedo
Variables { tuxEventsNane, tuxEventsSeverity, tuxEventsLmi d, tuxEventsTi ne,

Description

Action

Trap ID

10-22 BEA SN

t uxEvent sUsec, tuxEventsDescription, tuxEventsd ass,
tuxEvent sU ogCat, tuxEventsU ogMsgNum beaDomai nld, beaDomai nKey,
bealogi cal Agent Nane }

Thistrap is generated when . SysEvent Fai | ur e occurs. The system event server
periodically sends a message to itself to detect blocking conditions on the message
queues. This event is generated if the server cannot put a message on the queuein
no-block mode. It can also be generated if the received message does not match what
was sent out earlier. The second possible caseis very unlikely. This denotes a system
event monitor subsystem failure on a particular host.

Configure larger message queues or distribute the load in the application equally
among all the machines.

32
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tuxDmImpDmteFunction 3-17

tuxDmImpDmteProduct 3-16
tuxDmImpDmteQualifier 3-17
tuxDmImpDmteRtqGroup 3-18
tuxDmImpDmteRtgName 3-18
tuxDmimpDmteTarget 3-17
tuxDmImpDmTranTime 3-15
tuxDmimportTable 3-12
tuxDmlmpState 3-14

tuxDmL clIDmAccessPoint 3-19, 3-20
tuxDmL cIDmAuditLog 3-21
tuxDmL cIDmBIlobShmSize 3-25
tuxDmLcIDmBlockTime 3-21
tuxDmL clDmConnectionPolicy 3-23

tuxDmL clDmConnPrincipalName 3-25

tuxDmL clIDmMachineType 3-25
tuxDmLcIDmMaxRapTran 3-21
tuxDmLcIDmMaxRetry 3-24
tuxDmLcIDmMaxTran 3-21
tuxDmL clIDmRetryInterval 3-24
tuxDmL clDmSecurity 3-22
tuxDmL cIDmSrvGroup 3-20
tuxDmLclDmTlogDev 3-23
tuxDmLcIDmTlogName 3-23
tuxDmLcIDmTlogSize 3-23
tuxDmLcIDmType 3-20

tuxDmL cl State 3-20

tuxDmLocal Table 3-18
tuxDmOsiDmA ccessPoint 3-27
tuxDmOsiDmAcn 3-28
tuxDmOsiDmAeid 3-28
tuxDmOsiDmAeq 3-27
tuxDmOsiDmApid 3-28
tuxDmMOsiDmApt 3-27
tuxDmOsiDmMaxL isteningEp 3-29
tuxDmOsiDmNwDevice 3-28
tuxDmOsiDmState 3-27
tuxDmOsiDmUrch 3-29

tuxDmOsi DmXatmiEncoding 3-29
tuxDmOsitpTable 3-26
tuxDmPasswdDml AccessPoint 3-30
tuxDmPasswdDmIPWD 3-31
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tuxDmPasswdDmrA ccessPoint 3-30
tuxDmPasswdDmrPWD 3-31
tuxDmPasswdState 3-31
tuxDmPasswordTable 3-30
tuxDmPrincipalMapTable 3-32
tuxDmPrinMapDirection 3-33
tuxDmPrinM apDml AccessPoint 3-32
tuxDmPrinMapDmlPrinName 3-33
tuxDmPrinMapDmrA ccessPoint 3-32
tuxDmPrinMapDmrPrinName 3-33
tuxDmPrinM apState 3-34
tuxDmrAccessPointList 3-3
tuxDmRemoteDmA ccessPoint 3-35
tuxDmRemoteDmA ccessPointI D 3-35
tuxDmRemoteDmCodePage 3-36
tuxDmRemoteDmMM achineType 3-36
tuxDmRemoteState 3-36
tuxDmRemoteTable 3-34
tuxDmRemoteType 3-35
tuxDmResourcesDmV ersion 3-37
tuxDmResourcesT able 3-37
tuxDmRoutingDmBuUf Type 3-38
tuxDmRoutingDmField 3-38
tuxDmRoutingDmFieldType 3-39
tuxDmRoutingDmRanges 3-39
tuxDmRoutingDmRoutingName 3-38
tuxDmRoutingState 3-40
tuxDmRoutingTable 3-37
tuxDmrPrincipal DmrAccessPoint 3-41
tuxDmrPrincipa DmrPrinName 3-41
tuxDmrPrincipal DmrPrinPasswd 3-41
tuxDmrPrincipa State 3-42
tuxDmrPrincipa Table 3-41

tuxDM SnaCRM DmA ccessPoint 3-43
tuxDM SnaCRMDmNWAddr 3-43
tuxDM SnaCRMDmNWDevice 3-44
tuxDM SnaCRMDmMSNACRM 3-43
tuxDM SnaCRM State 3-43
tuxDmSnaCRMTable 3-42
tuxDmSnaLinkDml SyslD 3-45
tuxDmSnaL inkDmlUname 3-46
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tuxDmSnaLinkDmMaxSyncL vl 3-47
tuxDmSnaLinkDmMinWin 3-46
tuxDmSnaLinkDmM odeName 3-46
tuxDmSnaLinkDmrA ccessPoint 3-45
tuxDmSnaLinkDmrSysID 3-45
tuxDmSnaLinkDmSecType 3-47
tuxDmSnaLinkDmSNALink 3-45
tuxDmSnalLinkDmSNA sess 3-47
tuxDmSnaLinkDmSNA Stack 3-45
tuxDmSnaLinkDmStartType 3-47
tuxDmSnalL inkState 3-46
tuxDmSnaLinkTable 3-44
tuxDmSnaStackDmlUname 3-49
tuxDmSnaStackDmSnaCRM 3-48
tuxDmSnaStackDmSnaStack 3-48
tuxDmSnaStackDmStackParams 3-49
tuxDmSnaStackDmStack Type 3-49
tuxDmSnaStackDmT pName 3-49
tuxDmSnaStackState 3-50
tuxDmSnaStackTable 3-48
tuxDmTdomainDmA ccessPoint 3-51
tuxDmTdomainDmCmpLimit 3-52
tuxDmTdomainDmFail OverSeq 3-52
tuxDmTdomainDmMaxEncriptBits 3-53
tuxDmTdomainDmMinEncriptBits 3-52
tuxDmTdomainDmNwAddr 3-51
tuxDmTdomainDmNwDevice 3-52
tuxDmTdomainState 3-51
tuxDmTdomainTable 3-50
tuxDmTopendDmA ccessPoint 3-54
tuxDmTopendDmDmtePwd 3-55
tuxDmTopendDmFailoverSeq 3-56
tuxDmTopendDmNwAddr 3-54
tuxDmTopendDmNwDevice 3-55
tuxDmTopendDmteT pSystem 3-55
tuxDmT opendState 3-55
tuxDmTopendTable 3-54
tuxDmTransactionDm 3-57
tuxDmTransactionDmBranchCount 3-59
tuxDmTransactionDmBranchlindex 3-59
tuxDmTransactionDmBranchNo 3-59



tuxDmTransactionDmBranchState 3-60
tuxDmTransactionDmNetTranlD 3-60
tuxDmTransactionDmrA ccessPoint 3-59
tuxDmTransactionDmTPTranID 3-57
tuxDmTransactionDmTxA ccessPoint 3-58
tuxDmTransactionDmTxNetTranlD 3-58
tuxDmTransactionState 3-57
tuxDmTransactionTable 3-56
Tuxedo/WLE application, accessto 6-6
Tuxedo/WLE configuration file, by machine

as MIB object 2-61
Tuxedo/WLE events

types of 9-1
Tuxedo/WLE software pathname, by

machine

asMIB object 2-61
Tuxedo/WLE software, pathname to

asMIB object 4-2
Tuxedo/WLE system

listener processes 2-129
Tuxedo/WLE system events 9-1
tuxEventClientExpr 9-3
tuxEventClientFilter 9-3
tuxEventClientld 9-4
tuxEventClientIndx 9-3
tuxEventClientState 9-4
tuxEventClientTbl 9-2
tuxEventCmd 9-7
tuxEventCmdExpr 9-6
tuxBEventCmdFlIter 9-6
tuxEventCmdIindx 9-5
tuxEventCmdState 9-6
tuxBEventCmdThl 9-5
tuxEventPersist 9-13
tuxEventQctlBeforeMsgid 9-11
tuxEventQctlCorrld 9-12
tuxEventQctIDeqTime 9-12
tuxEventQctlFailQ 9-13
tuxEventQctiIMsgid 9-12
tuxEventQctlPrior 9-12
tuxEventQctlQtimeAbs 9-11

tuxEventQctlQtimeRel 9-11
tuxEventQctlQtop 9-10
tuxEventQctIReplyQ 9-13
tuxEventQname 9-10
tuxEventQSpace 9-10
tuxEventQueExpr 9-9
tuxEventQueFilter 9-9
tuxEventQuel ndx 9-8
tuxEventQueState 9-9
tuxEventQueThbl 9-7
tuxEventsClass 10-4
tuxEventsDescription 10-3
tuxEventsL mid 10-3
tuxEventsName 10-2
tuxEventsSeverity 10-2
tuxEventsTime 10-3
tuxEventsUlogCat 10-4
tuxEventsUlogM sgNum 10-4
tuxEventsUsec 10-3
tuxEventSvcExpr 9-15
tuxEventSvcFilter 9-15
tuxEventSvcindx 9-14
tuxEventSvcName 9-16
tuxEventSvcPersist 9-16
tuxEventSvcState 9-15
tuxEventSvcThbl 9-14
tuxEventSvcTran 9-16
tuxEventTran 9-13
tuxEventUlogExpr 9-18
tuxEventUlogFilter 9-18
tuxEventUloglndx 9-17
tuxEventUlogState 9-18
tuxEventUlogThl 9-17
tuxEventUserLog 9-19
tuxFactoryld (Tuxedo 8.0) 5-4
tuxFactorylfName (Tuxedo 8.0) 5-5
tuxFactorySerNo (Tuxedo 8.0) 5-4
tuxFactoryState (Tuxedo 8.0) 5-5
tuxHwiInterfaces (Tuxedo 8.0) 2-51
tuxIfAutoTran

effect of tuxIfTxPolicy on 5-14, 5-24

BEA SNMP Agent MIB Reference -7



tuxIfAutoTran (Tuxedo 8.0) 5-14
tuxIfFbRoutingName (Tuxedo 8.0) 5-16
tuxIfLmid (Tuxedo 8.0) 5-16
tuxIfLoad (Tuxedo 8.0) 5-15
tuxIfName (Tuxedo 8.0) 5-9
tuxIfNumServers (Tuxedo 8.0) 5-17
tuxIfPrio (Tuxedo 8.0) 5-15
tuxIfQueueAutoTran (Tuxedo 8.0) 5-24
tux!fQueueFbRoutingName (Tuxedo 8.0) 5-
26

tux!fQueueL mid (Tuxedo 8.0) 5-26
tuxIfQueuel oad (Tuxedo 8.0) 5-25
tux!fQueueName (Tuxedo 8.0) 5-22
tuxIfQueueNumServers (Tuxedo 8.0) 5-26
tux!fQueuePrio (Tuxedo 8.0) 5-25
tux!fQueueRgAddr (Tuxedo 8.0) 5-22
tuxIfQueueSerNo (Tuxedo 8.0) 5-22
tux1fQueueSrvGrp (Tuxedo 8.0) 5-22
tux!fQueueState (Tuxedo 8.0) 5-23
tux!fQueueTimeout (Tuxedo 8.0) 5-25
tuxIfQueueT pPolicy (Tuxedo 8.0) 5-27
tuxIfQueueTranTime (Tuxedo 8.0) 5-26
tuxIfQueueTxPolicy (Tuxedo 8.0) 5-27
tux!fSerNo (Tuxedo 8.0) 5-9
tuxIfSrvGrp (Tuxedo 8.0) 5-9
tux!fState (Tuxedo 8.0) 5-10
tuxIf Timeout (Tuxedo 8.0) 5-15
tuxIf TpPolicy (Tuxedo 8.0) 5-17
tuxIf TranTime (Tuxedo 8.0) 5-16
tuxIf TxPolicy

effect on tuxIfAutoTran 5-14, 5-24
tuxIfTxPolicy (Tuxedo 8.0) 5-17
tuxinternalldx 2-93
tuxL cllfName (Tuxedo 8.0) 5-19
tuxL cllfNcompleted (Tuxedo 8.0) 5-19
tuxL cllfNqueued (Tuxedo 8.0) 5-20
tuxL cllfQueueCurObjs (Tuxedo 8.0) 5-30
tuxL cllfQueueCurTrans (Tuxedo 8.0) 5-31
tuxL cllfQueueName (Tuxedo 8.0) 5-29
tuxL cllfQueueNcompleted (Tuxedo 8.0) 5-

30
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tuxL cllfQueueNqueued (Tuxedo 8.0) 5-30
tuxL cllfQueueRgA ddr (Tuxedo 8.0) 5-29
tuxL cllfQueueSerNo (Tuxedo 8.0) 5-29
tuxL cllfQueueSrvGrp (Tuxedo 8.0) 5-29
tuxLcllfSerNo (Tuxedo 8.0) 5-18

tuxL clSrvGrp (Tuxedo 8.0) 5-19
tuxMachineCurObjects (Tuxedo 8.0) 2-79
tuxMachineHwODbjects (Tuxedo 8.0) 2-80
tuxMachineM axObjects (Tuxedo 8.0) 2-70
tuxMaxInterfaces (Tuxedo 8.0) 2-50
tuxMaxObjects (Tuxedo 8.0) 2-49
tuxRoutingFieldType (Tuxedo 8.0) 2-92
tuxSrvrCurlnterfaceExt (Tuxedo 8.0) 2-115
tuxSrvrCurObjsExt (Tuxedo 8.0) 2-115
tuxTAcICltname 6-7

tuxTAclGrpld 6-2

tuxTAclGrpName 6-2

tuxTAclGrpState 6-3

tuxTAclGrpTable 6-2
tuxTAclPermGrplds 6-5
tuxTAclPermName 6-4
tuxTAclPermState 6-5
tuxTAclPermTable 6-4
tuxTAclPermType 6-4

tuxTAcIPrinGrp 6-7

tuxTAclPrinld 6-7

tuxTAclPrinName 6-6
tuxTAclPrinPasswd 6-7
tuxTAclPrinState 6-8

tuxTACcIPrinTbl 6-6

tuxTAppQcmd 8-10

tuxTAppQcmdHw 8-10
tuxTAppQcmdLw 8-11
tuxTAppQCmdNonPersist 8-14
tuxTAppQCmdNonPersistHw 8-14
tuxTAppQCmdNonPersistLw 8-15
tuxTAppQctrl 8-2

tuxTAppQctriLmid 8-3
tuxTAppQctriIMsgEndTime 8-4, 8-5
tuxTAppQctriMsgHiPrio 8-4
tuxTAppQctriMsgLoPrio 8-4



tuxTAppQctriMsgStartTime 8-5, 8-6
tuxTAppQctrlQmConfig 8-3
tuxTA ppQctrlQname 8-4

tuxTA ppQctrl SpaceName 8-3
tuxTAppQcurBlocks 8-12
tuxTAppQcurMsg 8-12
tuxTAppQCurNonPersistBytes 8-16
tuxTAppQCurNonPersistMsg 8-16
tuxTAppQDefDéliveryPolicy 8-13
tuxTAppQDefExpirationTime 8-12
tuxTAppQgrpNo 8-9
tuxTAppQImid 8-9
tuxTAppQmaxRetries 8-11
tuxTAppQmConfig 8-8
tuxTAppQmsgCorld 8-21
tuxTAppQmsgCurRetries 8-21
tuxTAppQmsgEXpireTime 8-21
tuxTAppQmsgGrpNo 8-18
tuxTAppQmsgld 8-17
tuxTAppQmsgLmid 8-19
tuxTAppQmsgNewQname 8-20
tuxTAppQmsgPersistent 8-22
tuxTAppQmsgPrior 8-20
tuxTAppQmMsgQmConfig 8-18
tuxTAppQmsgQname 8-18
tuxTAppQmsgQspaceName 8-18
tuxTAppQmsgReplyPersistent 8-23
tuxTAppQmsgSerNo 8-18
tuxTAppQmsgSize 8-21
tuxTAppQmsgState 8-19
tuxTAppQmsgThl 8-16
tuxTAppQmsgTime 8-20
tuxTAppQname 8-8
tuxTAppQorder 8-10
tuxTAppQoutOfOrder 8-12
tuxTAppQretryDelay 8-12
tuxTAppQspaceName 8-8
tuxTAppQstate 8-9

tuxTAppQThl 8-6
tuxTBridgeConTime 2-6
tuxTBridgeCurEncryptBits 2-8

tuxTBridgeCurTime 2-6
tuxTBridgeFlowCnt 2-7
tuxTBridgeLmid 2-4
tuxTBridgeNetworkGroupName 2-8
tuxTBridgeNetworkGrpNo 2-8
tuxTBridgeRcvdByte 2-6
tuxTBridgeRcvdNum 2-7
tuxTBridgeSentByte 2-7
tuxTBridgeSentNum 2-7
tuxTBridgeState 2-4
tuxTBridgeSuspTime 2-6
tuxTBridgeTbl 2-3
tuxTclientBirthTime 2-12
tuxTclientCClntName 2-13
tuxTclientCmtRet 2-17
tuxTclientContextI D 2-20
tuxTclientCurConv 2-17
tuxTclientCurReq 2-17
tuxTclientCurTime 2-18
tuxTclientld 2-20
tuxTclientldleTime 2-13
tuxTclientLastGrp 2-18
tuxTclientMachineld 2-12
tuxTclientNaddr 2-18
tuxTclientNotify 2-18
tuxTclientNumConv 2-15
tuxTclientNumDeque 2-15
tuxTclientNumEnqgue 2-16
tuxTclientNumPost 2-16
tuxTclientNumReq 2-16
tuxTclientNumSubscribe 2-16
tuxTclientNumTran 2-16
tuxTclientNumTranAbt 2-17
tuxTclientNumTranCmt 2-17
tuxTclientNumUnSol 2-19
tuxTclientPid 2-13
tuxTclientReg 2-13
tuxTclientRelease 2-15
tuxTclientRpid 2-19
tuxTclientSrvGrp 2-14
tuxTclientState 2-11
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tuxTclientThl 2-9
tuxTclientTimeL eft 2-19
tuxTclientTimeStart 2-19
tuxTclientTranLev 2-20
tuxTclientUsrName 2-14
tuxTclientWsc 2-14
tuxTclientWsh 2-14
tuxTclientWshClientld 2-14
tuxTclientWsProto 2-15
tuxTconnClientld 2-23
tuxTconnOgrpNo 2-23
tuxTconnOlmid 2-23
tuxTconnOpid 2-23
tuxTconnOsndcnt 2-23
tuxTconnOsrvid 2-24
tuxTconnSerNo 2-22
tuxTconnSgrpNo 2-24
tuxTconnSimid 2-24
tuxTconnSpid 2-24
tuxTconnSsndcnt 2-24
tuxTconnSsrvid 2-25
tuxTconnState 2-22
tuxTconnSvcName 2-22
tuxTconnTable 2-21
tuxTdevCfgDev 2-27
tuxTdeviceName 2-27
tuxTdeviceThl 2-26
tuxTdevindex 2-28
tuxTdevL mid 2-26
tuxTdevOffset 2-27
tuxTdevSize 2-27
tuxTdevState 2-28
tuxTdomain 2-29
tuxTdomainAuthsvc 2-44
tuxTdomainBBL Query 2-44
tuxTdomainBlockTime 2-45
tuxTdomainCMTRET 2-40
tuxTdomainCurDRT 2-45
tuxTdomainCurGroups 2-46

tuxTdomainCurM achines 2-46

tuxTdomainCurQueues 2-46
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tuxTdomainCurRFT 2-46
tuxTdomainCurRTdata 2-46
tuxTdomainCurServers 2-47
tuxTdomainCurServices 2-47
tuxTdomainCursType 2-47
tuxTdomainCurType 2-47
tuxTdomainDBBL Wait 2-45

tuxTdomainEncryptionRequired 2-51

tuxTdomainGID 2-35
tuxTdomainHWDRT 2-47
tuxTdomainHwGroups 2-438
tuxTdomainHwM achines 2-48
tuxTdomainHwQueues 2-48
tuxTdomainHWRFT 2-48
tuxTdomainHWRTdata 2-48
tuxTdomainHwServers 2-49
tuxTdomainHwServices 2-49
tuxTdomainID 2-35
tuxTdomainKey 2-32
tuxTdomainL oadBal ance 2-40
tuxTdomainMask 2-36
tuxTdomainM aster 2-32
tuxTdomainM axA ccessers 2-36
tuxTdomainMaxACL groups 2-39
tuxTdomainMaxBufsType 2-37
tuxTdomainMaxBuf Type 2-37
tuxTdomainmaxConv 2-36
tuxTdomainMaxDRT 2-37
tuxTdomainMaxGroups 2-37
tuxTdomainMaxGTT 2-36
tuxTdomainM axM achines 2-38
tuxTdomainM axNetGroups 2-49
tuxTdomainM axQueues 2-38
tuxTdomainMaxRFT 2-38
tuxTdomainMaxRTData 2-38
tuxTdomainM axServers 2-39
tuxTdomainM axServices 2-39
tuxTdomainM ode 2-33
tuxTdomainNotify 2-40
tuxTdomainOptions 2-42
tuxTdomainPerm 2-35



tuxTdomainSanityScan 2-45
tuxTdomainScanUnit 2-44
tuxTdomainSecurity 2-42
tuxTdomainSignal 2-42
tuxTdomainSignatureAhead 2-50
tuxTdomainSignatureBehind 2-51
tuxTdomainSignatureRequired 2-51
tuxTdomainState 2-33
tuxTdomainSystemA ccess 2-41
tuxTdomainUID 2-35
tuxTgroupClosel nfo 2-56
tuxTgroupCurLMID 2-56
tuxTgroupEncryptionRequired 2-58
tuxTgroupLMID 2-53
tuxTgroupName 2-52
tuxTgroupNo 2-53
tuxTgroupOpenlnfo 2-56
tuxTgroupSignatureRequired 2-58
tuxTgroupState 2-54
tuxTgroupTable 2-52
tuxTgroupTM Scount 2-57
tuxTgroupTM Sname 2-57
tuxTlistenLmid 2-129
tuxTlistenState 2-129
tuxTlistenThbl 2-129
tuxTmachineAcl CacheAccess 2-78
tuxTmachineAcl CacheHits 2-78
tuxTmachineAcl Fail 2-79
tuxTmachineActive 2-71
tuxTmachineAppDir 2-61
tuxTmachineBridge 2-68
tuxTmachineCmpLimit 2-69
tuxTmachineCurAccessers 2-73
tuxTmachineCurClients 2-73
tuxTmachineCurConv 2-73
tuxTmachineCurGTT 2-74
tuxTmachineCurLoad 2-74
tuxTmachineCurWsClients 2-74
tuxTmachineEncryptionRequired 2-71
tuxTmachineEnvFile 2-64
tuxTmachineGid 2-63

tuxTmachineHwA ccessers 2-74
tuxTmachineHwA clCache 2-78
tuxTmachineHwClients 2-74
tuxTmachineHwConv 2-75
tuxTmachineHwWGTT 2-75
tuxTmachineHwWsClients 2-75
tuxTmachineLicExpires 2-77
tuxTmachineLicMaxUsers 2-77
tuxTmachineLicSerial 2-77
tuxTmachineLmid 2-60
tuxTmachineLogDevice 2-67
tuxTmachineM axA ccessers 2-65
tuxTmachineM axA ctCache 2-66
tuxTmachineMaxConv 2-66
tuxTmachineM axGtt 2-66
tuxTmachineM axWsClients 2-66
tuxTmachineMinor 2-70
tuxTmachineNaddr 2-68
tuxTmachineNI|saddr 2-68
tuxTmachineNumConv 2-75
tuxTmachineNumDegueue 2-75
tuxTmachineNumEnqueue 2-76
tuxTmachineNumPost 2-76
tuxTmachineNumReq 2-76
tuxTmachineNumSubscribe 2-76
tuxTmachineNumTran 2-76
tuxTmachineNumTranAbt 2-77
tuxTmachineNumTranCmt 2-77
tuxTmachinePageSize 2-78
tuxTmachinePerm 2-64
tuxTmachinePmid 2-60
tuxTmachineRelease 2-70
tuxTmachineRole 2-69
tuxTmachineSignatureRequired 2-71
tuxTmachineSpinCount 2-69
tuxTmachineState 2-61
tuxTmachineSWrelease 2-78
tuxTmachineTable 2-58
tuxTmachineTlogName 2-67
tuxTmachineTlogSize 2-67
tuxTmachineTmNetL oad 2-69
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tuxTmachineTuxConfig 2-61
tuxTmachineTuxDir 2-61
tuxTmachineType 2-65
tuxTmachineUid 2-63
tuxTmachineUlogPfx 2-64
tuxTmachineWkComplete 2-79
tuxTmachineWkInitiated 2-79
tuxTmsgCbytes 2-82
tuxTmsgCtime 2-82
tuxTmsgCurTime 2-82
tuxTmsgld 2-81
tuxTmsgLrPid 2-82
tuxTmsgL sPid 2-82
tuxTmsgQbytes 2-83
tuxTmsgQnum 2-83
tuxTmsgRtime 2-83
tuxTmsgState 2-81
tuxTmsgStime 2-83
tuxTmsgTable 2-80
tuxTnetGrpName 2-147
tuxTnetGrpNo 2-147
tuxTnetGrpPrio 2-148

tuxT netGrpState 2-147
tuxTnetGrpTbl 2-146
tuxTnetMapGrpName 2-149
tuxTnetMapGrpNo 2-149
tuxTnetMapL mid 2-149
tuxTnetMapMaxEncryptBit 2-151
tuxTnetMapMinEncryptBit 2-150
tuxTnetMapNaddr 2-150
tuxTnetM apState 2-149
tuxTnetMapThl 2-148
tuxTpTranld 2-131
tuxTQspaceBlocking 8-28
tuxT QspaceCurExtent 8-30
tuxTQspaceCurMsg 8-30
tuxT QspaceCurProc 8-30
tuxT QspaceCurQueues 8-30
tuxTQspaceCurTrans 8-31
tuxT QspaceErrQname 8-28
tuxTQspaceForcel nit 8-28
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tuxTQspaceGrpNo 8-26
tuxTQspaceHwMsg 8-31
tuxTQspaceHwProc 8-31
tuxT QspaceHwQueues 8-31
tuxTQspaceHwTrans 8-32
tuxTQspacel pckey 8-29
tuxTQspacel mid 8-26
tuxTQspaceMaxMsg 8-29
tuxT QspaceM axPages 8-29
tuxT QspaceM axProc 8-29
tuxT QspaceM axQueues 8-29
tuxTQspaceMaxTrans 8-30
tuxTQspaceName 8-26
tuxTQspacePercentlnit 8-32
tuxTQspaceQmConfig 8-26
tuxT QspaceState 8-27
tuxTQspaceThl 8-23

tuxT QtransGrpNo 8-43
tuxTQtransindx1 8-42
tuxTQtransindx2 8-42
tuxTQtransindx3 8-42
tuxTQtransindx4 8-42
tuxTQtransindx5 8-43
tuxTQtransLmid 8-44
tuxTQtransQmConfig 8-43
tuxT QtransSpaceName 8-43
tuxTQtransState 8-44
tuxTQtransThl 8-41
tuxTQtransXid 8-41
tuxTqueueNqueued 2-87
tuxTqueueRgAddr 2-84
tuxTqueueRgld 2-86

tuxT queueSource 2-87
tuxTqueueSrvrCnt 2-86
tuxT queueState 2-85
tuxTqueueTable 2-84
tuxTqueueT otNqueued 2-86
tuxTqueueT otWkQueued 2-87
tuxTqueueWkQueued 2-88
tuxTranCoordLmid 2-131
tuxTranGrpCnt 2-134



tuxTranGrplndex 2-134
tuxTranGrpNo 2-134
tuxTranGstate 2-135
tuxTranindx1 2-131
tuxTranlndx2 2-132
tuxTranlndx3 2-132
tuxTranindx4 2-132
tuxTranlndx5 2-132
tuxTranState 2-132
tuxTranThl 2-130
tuxTranTimeOut 2-134
tuxTranXid 2-131
tuxTroutingBuf Type 2-89
tuxTroutingField 2-90
tuxTroutingName 2-89
tuxTroutingRanges 2-90
tuxTroutingState 2-91
tuxTroutingTable 2-88
tuxTserverCixtCltLmid 2-153
tuxTserverCixtCltPid 2-153
tuxTserverCixtCltReply 2-153
tuxTserverCixtCmtRet 2-153
tuxTserverCixtContextl D 2-152
tuxTserverCixtCurConv 2-154
tuxTserverCixtCurReq 2-154
tuxTserverCtxtCurService 2-154
tuxTserverCixtGrp 2-152
tuxTserverCixtLastGrp 2-154
tuxTserverCixtServerlD 2-152
tuxTserverCtxtSvcTimeOut 2-155
tuxTserverCtxtTimel eft 2-155
tuxTserverCixtTranLev 2-155
tuxTsrvrBaseSrvid 2-98
tuxTsrvrClOpt 2-98
tuxTsrvrCltLmid 2-111
tuxTsrvrCItPid 2-112
tuxTsrvrCltReply 2-112
tuxTsrvrCmtRet 2-112
tuxTsrvrConv 2-102
tuxTsrvrCurConv 2-112
tuxTsrvrCurDispatchThreads 2-116

tuxTsrvrCurReq 2-113
tuxTsrvrCurService 2-113
tuxTsrvrCurTime 2-113
tuxTsrvrEnvFile 2-98
tuxTsrvrGeneration 2-103
tuxTsrvrGrace 2-99
tuxTsrvrGrp 2-95
tuxTsrvrGrpExt 2-114
tuxTsrvrGrpNo 2-96
tuxTsrvrGrpNoExt 2-109
tuxTsrvrHwDispatchThreads 2-116
tuxTsrvrid 2-95
tuxTsrvrldExt 2-109
tuxTsrvrLastGrp 2-113
tuxTsrvrMax 2-100
tuxTsrvrMaxDispatchThreads 2-106
tuxTsrvrMaxgen 2-99
tuxTsrvrMin 2-100
tuxTsrvrMinDispatchThreads 2-105
tuxTsrvrName 2-95
tuxTsrvrNumConv 2-109
tuxTsrvrNumDeque 2-109
tuxTsrvrNumDispatchThreads 2-117
tuxTsrvrNumEnque 2-109
tuxTsrvrNumPost 2-110
tuxTsrvrNumReq 2-110
tuxTsrvrNumSubscribe 2-110
tuxTsrvrNumTran 2-110
tuxTsrvrPid 2-104
tuxTsrvrRemd 2-100
tuxTsrvrReplyQ 2-102
tuxTsrvrRestart 2-101
tuxTsrvrRpid 2-104
tuxTsrvrRpPerm 2-103
tuxTsrvrRgAddr 2-103
tuxTsrvrRgld 2-104
tuxTsrvrRgPerm 2-103
tuxTsrvrSequence 2-101
tuxTsrvrState 2-96
tuxTsrvrStateExt 2-114
tuxTsrvrSvcTimeOut 2-113
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tuxTsrvrSystemAccess 2-102
tuxTsrvrThl 2-93
tuxTsrvrThlExt 2-107
tuxTsrvrThreadStackSize 2-106
tuxTsrvrTimel eft 2-114
tuxTsrvrTimeRestart 2-105
tuxTsrvrTimeStart 2-105
tuxTsrvrTotRegC 2-111
tuxTsrvrTotWorkL 2-111
tuxTsrvrTranAbt 2-110
tuxTsrvrTranCmt 2-111
tuxTsrvrTranLev 2-114
tuxTsvcAutoTran 2-119
tuxTsveBufType 2-121

tuxTsvcEncryptionRequired 2-122

tuxTsvcGrp 2-123
tuxTsvcGrpAutoTran 2-126
tuxTsvcGrplLoad 2-126
tuxTsvcGrpName 2-125
tuxTsvcGrpNo 2-125
tuxTsvcGrpPrio 2-126
tuxTsvcGrpState 2-125
tuxTsvcGrpSvcName 2-124
tuxTsveGrpSvcTimeOut 2-126
tuxTsvcGrpTranTime 2-127
tuxTsvclLoad 2-120
tuxTsvcName 2-118
tuxTsvcPrio 2-120
tuxTsvcrName 2-128
tuxTsvcRoutingName 2-122
tuxTsvcSignatureRequired 2-122
tuxTsveSrvrid 2-127
tuxTsveSrvrLmid 2-127
tuxTsveSrvrNcompleted 2-128
tuxTsveSrvrNqueued 2-128
tuxTsvcSrvrRgAddr 2-127
tuxTsvcState 2-118
tuxTsveThl 2-117
tuxTsveTimeOut 2-120
tuxTsvcTranTime 2-121
tuxTsvcType 2-118
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tuxTulogCat 2-140
tuxTulogCatCtrl 2-145
tuxTulogContextl D 2-141
tuxTulogCtrl 2-142
tuxTulogEndTimeCtrl 2-144
tuxTulogLine 2-139
tuxTulogLineCtrl 2-144
tuxTulogLmid 2-138
tuxTulogLmidCtrl 2-143
tuxTulogMmDdDYy 2-139
tuxTulogM mddyyCtrl 2-143
tuxTulogMsg 2-139
tuxTulogMsgCtrl 2-144
tuxTulogM sgNum 2-140
tuxTulogM sgNumCtrl 2-146
tuxTulogPid 2-140
tuxTulogPidCtrl 2-145
tuxTulogPmid 2-138
tuxTulogPmidCtrl 2-143
tuxTulogPocNameCitrl 2-146
tuxTulogProcName 2-141
tuxTulogSerNo 2-138
tuxTulogSeverity 2-140
tuxTulogSeverityCtrl 2-145
tuxTulogTable 2-137
tuxTulogThreadI D 2-141
tuxTulogTime 2-139
tuxTulogTimeCtrl 2-143
tuxTulogTpTranid 2-139
tuxTulogTptranldCtrl 2-144
tuxTulogXid 2-140
tuxTulogXidCtrl 2-145
tuxTwhichCfgDev 2-25
tuxTwshTaActive 7-6
tuxTwshTaClientld 7-3
tuxTwshTaCurClients 7-5
tuxTwshTaCurwork 7-7
tuxTwshTaFlowcent 7-7
tuxTwshTaGrpNo 7-4
tuxTwshTaHwClients 7-5
tuxTwshTaLmid 7-4



tuxTwshTaMultiplex 7-5
tuxTwshTaNumblockQ 7-7
tuxTwshTaPid 7-5
tuxTwshTaRcvdByt 7-7
tuxTwshTaRcvdNum 7-8
tuxTwshTaSentByt 7-8
tuxTwshTaSentNum 7-8
tuxTwshTaSrvGrp 7-3
tuxTwshTaSrvid 7-4
tuxTwshTaState 7-4
tuxTwshTaTimeleft 7-6
tuxTwshTaT otacttime 7-6
tuxTwshTaTotidtime 7-6
tuxTwshTawshClientld 7-3
tuxTwsl TaClOpt 7-14
tuxTwsl TaCurHandlers 7-16
tuxTwsl TaDevice 7-12
tuxTwsl TaEnvFile 7-14
tuxTwsl TaGrace 7-14
tuxTwsl TaGrpNo 7-11
tuxTwsl TaHwHandlers 7-16
tuxTwsl TaK eepAlive 7-17
tuxTwsltaLmid 7-11

tuxTwsl TaMaxGen 7-15
tuxTwsl TaMaxHandlers 7-13
tuxTwsl TaMaxldleTime 7-13
tuxTwsl TaMaxInitTime 7-14
tuxTwsl TaMinHandlers 7-13
tuxTwsl TaMuliplex 7-13
tuxTwsl TaNaddr 7-12
tuxTwsl TaNetTimeOut 7-18
tuxTwsl Takid 7-11

tuxTwsl TaRemd 7-15
tuxTwsl TaRestart 7-15
tuxTwsl TaSequence 7-16
tuxTwsl TaSrvGrp 7-10
tuxTwsl TaSrvid 7-10
tuxTwsl TaState 7-11
tuxTwsl TaSuspended 7-17
tuxTwsl TaViewRefresh 7-17
tuxTwsl TawshName 7-12

tuxTwsl TawsProto 7-17
tuxTwsl Thl 7-9
tuxWshTaNaddr 7-5

U

ULOGs

description 1-13
userlog messages

EventBroker subscriptions for 9-17
userlog table messages, control of 2-142
userlogs, characteristics of

as MIB objects 2-137

Vv

variable bindings
contents of 1-11, 10-2

variable bindings, trap
components of 10-2

w

wleCurlnterfaces 2-50
wleFactoryld 5-4
wleFactorylfName 5-5
wleFactorySerNo 5-4
wleFactoryState 5-5
wleHwl nterfaces 2-51
wlelfAutoTran 5-14

effect of wlelfTxPolicy on 5-14, 5-24
wlelfFbRoutingName 5-16
wlelfLmid 5-16
wlelfLoad 5-15
wlelfName 5-9
wlelfNumServers 5-17
wlelfPrio 5-15
wlelfQueueAutoTran 5-24
wlelfQueueFbRoutingName 5-26
wlelfQueuel mid 5-26
wlelfQueuel oad 5-25
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wlelfQueueName 5-22
wlelfQueueNumServers 5-26
wlelfQueueRgAddr 5-22
wlelfQueueSerNo 5-22
wlelfQueueSrvGrp 5-22
wlelfQueueState 5-23
wlelfQueueTimeout 5-25
wlelfQueueT pPolicy 5-27
wlelfQueueTranTime 5-26
wlelfQueueTxPolicy 5-27
wlelfSerNo 5-9
wlelfSrvGrp 5-9
wlelfState 5-11
wlelfTimeout 5-15
wlelfTpPolicy 5-17
wlelfTranTime 5-16
wlelfTxPolicy 5-17

effect on wlelfAutoTran 5-14, 5-24
wlelnterfaceTable 5-6
wleJdbcConPool AllowShrinking 5-37
wleJdbcConPool Capacitylncr 5-37
wleJdbcConPool CreateOnStartUp 5-36
wleJdbcConPoolDbHost 5-35
wleJdbcConPoolDbName 5-34
wleJdbcConPool DbNetProtocol 5-35
wleJdbcConPool DbPassword 5-34
wleJdbcConPool DbPort 5-35
wleJdbcConPoolDbUser 5-34
wleJdbcConPool Driver 5-33
wleJdbcConPoolDsName 5-33
wleJdbcConPool EnableXa 5-36
wleJdbcConPool ExtnConnAvailable 5-41
wleJdbcConPool ExtnConnUsed 5-40
wleJdbcConPool ExtnDsName 5-40
wleJdbcConPool ExtnHwmForWait 5-41
wleJdbcConPool ExtnSrvGrp 5-40
wleJdbcConPool ExtnSrvid 5-40
wleJdbcConPoolHwmConnCreated 5-41
wleJdbcConPoolHwmConnUsed 5-41
wleJdbcConPool I nitCapacity 5-36
wleJdbcConPoolLoginDelay 5-36
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wleJdbcConPool M axCapacity 5-36
wleJdbcConPool Props 5-35
wleJdbcConPool Refresh 5-38
wleJdbcConPool ShrinkPeriod 5-37
wleJdbcConPool SrvGrp 5-33
wleJdbcConPool Srvid 5-32
wleJdbcConPool State 5-34
wleJdbcConPool TestOnRel ease 5-38
wleJdbcConPool TestOnReserve 5-38
wleJdbcConPool TestTable 5-37
wleJdbcConPool Url 5-33
wleJdbcConPool UserRole 5-35
wleJdbcConPool WaitForConn 5-38
wleJdbcConPool WaitTimeOut 5-39
wleL cllfName 5-19

wleL cllfNcompleted 5-19

wlel cllfNqueued 5-20

wleL cllfQueueCurObjs 5-30
wleL cllfQueueCurTrans 5-31
wlel cllfQueueName 5-29

wleL cllfQueueNcompleted 5-30

wleL cllfQueueNqueued 5-30

wlelL cllIfQueueRgAddr 5-29

wlel cllfQueueSerNo 5-29

wleL cll1fQueueSrvGrp 5-29

wleL cllfSerNo 5-18

wleL clinterfaceTable 5-18

wleL clSrvGrp 5-19
wleMachineCurObjects 2-79
wleMachineHwODbjects 2-80
wleMachineMaxObjects 2-70
wleMaxInterfaces 2-50
wleMaxObjects 2-49
wleModuleModule 5-43
wleModuleM oduleArgs 5-43
wleModuleM oduleType 5-43
wleModuleSrvGrp 5-42
wleModuleSrvid 5-42
wleModuleState 5-43
wleRoutingFieldType 2-92
wleSrvrClassPath 2-115



wleSrvrCurlnterfaceExt 2-115
wleSrvrCurObjsExt 2-115
wleSrvrjavaHeap 2-115
wleSrvrjavaHeapuse 2-116
wleSrvrjavaVendor 2-116
wleSrvrjavaVersion 2-116
wleSrvrSrvType 2-106
wlexJdbcConPool ExtnAwaitingConn 5-41
work station handler
See WH 7-2
workload, of server
asMIB object 2-111
workstation client
status of 2-11
WSH client processes, characteristics of
asMIB objects 7-2
WSL server processes, characteristics of
as MIB objects 7-9
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