\ )

[
’

L/

0??%,

hea

BEA eLink™
for Mainframe TCP

Tuxedo User Guide

BEA eLink for Mainframe TCP 3.2
Document Edition 3.2
September 2001



Copyright
Copyright © 2001 BEA Systems, Inc. All Rights Reserved.

Restricted Rights Legend

This software and documentation is subject to and made available only pursuant to the terms of the BEA Systems
License Agreement and may be used or copied only in accordance with the terms of that agreement. It is against
the law to copy the software except as specifically allowed in the agreement. This document may not, in whole or
in part, be copied, photocopied, reproduced, translated, or reduced to any electronic medium or machine readable
form without prior consent, in writing, from BEA Systems, Inc.

Use, duplication or disclosure by the U.S. Government is subject to restrictions set forth in the BEA Systems
License Agreement and in subparagraph (c)(1) of the Commercial Computer Software-Restricted Rights Clause
at FAR 52.227-19; subparagraph (c)(2)(ii) of the Rightsin Technical Data and Computer Software clause at
DFARS 252.227-7013, subparagraph (d) of the Commercial Computer Software--Licensing clauseat NASA FAR
supplement 16-52.227-86; or their equivalent.

Information in this document is subject to change without notice and does not represent acommitment on the part
of BEA Systems. THE SOFTWARE AND DOCUMENTATION ARE PROVIDED "ASIS' WITHOUT
WARRANTY OF ANY KIND INCLUDING WITHOUT LIMITATION, ANY WARRANTY OF
MERCHANTABILITY OR FITNESS FOR A PARTICULAR PURPOSE. FURTHER, BEA Systems DOES
NOT WARRANT, GUARANTEE, OR MAKEANY REPRESENTATIONSREGARDING THEUSE, ORTHE
RESULTSOF THE USE, OF THE SOFTWARE ORWRITTEN MATERIAL IN TERMS OF CORRECTNESS,
ACCURACY, RELIABILITY, OR OTHERWISE.

Trademarks or Service Marks

BEA, WebL ogic, Tuxedo, and Jolt are registered trademarks of BEA Systems, Inc. How Business Becomes
E-Business, BEA WebL ogic E-Business Platform, BEA Builder, BEA Manager, BEA eLink, BEA WebLogic
Commerce Server, BEA WebL ogic Personalization Server, BEA WebL ogic Process Integrator, BEA WebL ogic
Collaborate, BEA WebL ogic Enterprise, and BEA WebL ogic Server are trademarks of BEA Systems, Inc.

All other product names may be trademarks of the respective companies with which they are associated.
BEA eLink for Mainframe TCP Tuxedo User Guide

Document Edition Part Number Date Software Version

32 N/A September 2001 BEA eLink for Mainframe TCP 3.2




Contents

About This Document

What Y OU NEEd t0 KNOW ......cueiiieiiiiieiie et X
E-0OCS WED SItE.....eiieiiei ittt s e e e X
How to Print the DOCUMEN..........ciiiriiriee s Xi
Related INfOrmMation. ........c..ooeeieee e e Xi
(601 7= o LU L SRR Xii
Documentation CONVENTIONS .......c.ciueuerurreriieerienesieesiesesie s seene Xii
1. Introducing BEA eLink TCP for Tuxedo

BEA eLink TCP for Tuxedo and the BEA Tuxedo Architecture...................... 1-2
Operational CONSIAEIAtiONS........ceeereerrereeririeeeresrese e e e see e seeseeseeseeseeeeseeees 1-4
BEA eLink TCP FUNCLIONALILY ...coveeeeeeeceeeiece e 1-5

Domains-based Gateway CONNECLIVILY ......c..civerireirieiierereeireserie e 1-5

= w11 17 1-5

Connection MUt PIEXING. ...cveeveeeeeeeerere e 1-6

Domain Name Server SUPPOIT .......ooveieeerereee et 1-6
GWIDOMAIN Gateway COMPONENE........c.covereereererreeseeseessesseeseesessseessesseenes 1-6
How eLink TCP for Tuxedo Affects BEA Tuxedo Application Programs....... 1-7

VIEW DEfINITIONS ...ttt e s 1-8

FML BUFfEr SUPPOI......eeeieeereeeeietee e ere s 1-8
How eLink TCP for Tuxedo Affects BEA Tuxedo Administration.................. 1-9

2. Understanding How BEA eLink TCP for Tuxedo Works

Planning Y our Configuration ...........cceoeeeieene et 2-2
Initializing eLink TCP fOr TUXEO.......cccveiieeecese et e 2-3
Processing Local Service REQUESES.........ccueireeererenerie et 2-3

Step 1: Receiving a Service Request from BEA Tuxedo Software........... 2-4

BEA eLink TCP for Tuxedo User Guide iii



Step 2: Connecting to a REMOte SySteM .....c.ovveveveceere e 2-4

Step 3: Converting Input BUffer TYPES......covieriieiereeeereee e 2-4
Step 4: Trandating INPUL DataL........cccevveeeeereeesese e 2-5
Step 5: Transmitting the Service REQUESE ......c.ocvvcv v vere e 2-5
Step 6: RecaiViNg aREPIY ...cvoiueeiieeee e 2-6
Step 7: Trandating the REPIY ......eeveeieeece e 2-6
Step 8: Converting OULPUL Data.........coeevereeieeieeieieeeeie e e 2-6
Step 9: Sending the Reply to the Caller.........cocooiieiirciiieeece 2-7
Processing Remote Service REQUESES.........ccovvereieresereere e e s 2-7
Processing Shut DOWN REQUESES ........ccueiuiiiriinieie et 2-7
Programming CONSIAEIaLiONS ........ccueeeireeirieeie et e 2-8
INPUL @Nd OULPUL ISSUES.......c.eeeeeeenieeeeeeeeesiesese e s sae e see e neeneenes 2-8
Preparing Input and Output Datawith eLink TCP for Tuxedo........... 2-8

Service Request Parameters.........covveieiene e 2-9

Output Data ConSiderationS..........ccveererereriereereesesesseeseeesesseseenees 2-10
Limitations on the Use of Certain ATMI FUNCtions..........cccoceeeenieniennens 2-10
Conversational Communication FUNCLIONS..........cccovvieeneneniencniene 2-10
Non-Transactional COMMUNICALTIONS...........coverrrrereeresrereeresesreeeenes 2-11

The tpsprio() and tpgprio( ) FUNCLIONS..........coereierenene e 2-11

The tpbroadcast() and tpnotify() FUNCLIONS..........ccceirieeieniniienee 2-12

o gl =0 To |11 oo S 2-12
GaALEWEY EITOIS.... .ottt s 2-12

Remote System FailUres..........cooiieiririne e 2-13

PN o] o 1= ol =l (o] 5= 2-13

3. Configuring BEA eLink TCP for Tuxedo for Data Mapping

Converting Input and OULPUL Data.........ccereriereeriireriereeieee e 32
BUFfers and RECOTS ..........cuveiirieireceeeeie ettt 32
Buffers Received from Local Programs..........cccceevvveevesinnnseneseeneenesnnnn 32
Records Received from Remote Programs...........ccoeveveneeennieeienenieneennn, 33

Managing Parameters for Buffer and Record Conversion ..........ccccecvvevveeeneene, 34
Parameters for Locally Originated Calls.........ccoovvevevvceecenesese e 35

Guidelines for Mapping Input Buffersto Input Records.................... 3-6
Guidelines for Mapping Output Records to Output Buffers............... 3-7
Parameters for Remotely Originated Calls.........ccccoovveevvverevrceccenece e 3-8

BEA eLink TCP for Tuxedo User Guide



Guidelines for Mapping Input Records to Input Buffers.................... 39

Guidelines for Mapping Output Buffers to Output Records............. 3-10
Mapping BUffersto RECOIAS ........ccvviireie et 311
Setting the INBUFTY PE and INRECTY PE Parameters..........ccoevveerennns 311
Mapping Records to BUFfErS ........coi it 3-13
Setting the OUTRECTY PE and OUTBUFTY PE Parameters................ 3-14
Creating VIEW Definitions to Facilitate Buffer Conversion...........ccocceeeeeneee 3-16
Preparing VIEW Definitions........c.coooveiinrieiinenesese e 3-17
TraNS ating DalaA.......ccveverererierereserie et st s se e ne e erennes 317
Data Translation RUIES...........ooiiiieiiceeeee s 3-18
NULL Charactersin String Length Calculations (C Programs) .............. 3-19
NULL Charactersin String Length Calculations (COBOL Programs) ... 3-19
Converting NUMEYC Data........ccerveeerereeiriererie e 3-20
Encoding COBOL Data TYPES......ciuervirueriereeeerereeneeuesiesiessesiesesseesesssssesessesaes 3-20
Using the COBOL Data Encoding Library .........ccoeevvveenieicveneneveeen, 321
Encoding fOr All SEIVICES........ooiiririeeere s 321
Encoding Messages To and From a Specific Host ........cccooeeeeieeene 3-22
Using Code Page Translation TablesS ........ccccvvvveeeerenecne e e 3-22
Specifying a Trangdation Table ... 3-23
How the Translation TableSWork ...........coveiiieiinniceeseeeeee 3-24
Troubleshooting Trandation Table Errors.........cocceevveeeecvvieseenennn 3-25
Sample DMCONFIG Definition for ASCII to EBCDIC Trandlations.....
3-25

Setting Up Security for BEA eLink TCP for Tuxedo
Security Checking from Tuxedo to Mainframe...........ccocvveevvvievvneeseseccecee e, 4-1
Security Checking from Mainframeto TUXedO........ccccvvverevevnveen e seeseereeene 4-3
SEtiNG UP SECUNTY.....eoeieieeieeietererte et 4-4
TuXedo SECUtY PlUG-IN...c.eciceie e 4-4
BUilt-in TUXEHO SECUMLY ...eveeeecereceete et 4-4
Sample SECUNitY FilES........couiieeireeee s 4-5
Data ATEA SECUNTY ..ovveueeeeeeeeesieceesteste st ese e eeseeesseseesesses e ssessesres e seeeeeeseeenseeneas 4-6
Enabling Data Ar€a SECUNTY .....ccvvieieereeereeeeeeeete s eneene s 4-7
FOMMIBL ...ttt et e bbb e e e n e e 4-7

BEA eLink TCP for Tuxedo User Guide Y,



5. Configuring BEA eLink TCP for Tuxedo

Updating the BEA Tuxedo UBBCONFIG File......cccccoovvivereveeieecece e 51
Updating the GROUPS Section to Establish a Server Group .........cceuee.e. 5-2
Y 1 S 5-2
EXAMPIE....eieee e e 5-3
Updating the SERVERS SECtiON.......cccooriiirirenese e 5-3
Y 1 S 54

Using the Request Logging OptioN.........coceeererereereiee s 55

Other Options for Configuring SEIVErS........ccoueevrerinenienere e 55
Specifying Parametersin the GWICONFIG File.......cccovveveeereeereeeseeens 5-6
Defining the GLOBAL Section of the GWICONFIG File...........ccccceuee.e. 5-8
Defining the NATIVE Section of the GWICONFIG File........ccccoceeeenene 5-11
Defining the FOREIGN Section of the GWICONFIG File........ccccccu.... 5-13

Defining the LOCAL_SERVICES Section of the GWICONFIG File....5-16
Defining the REMOTE_SERVICES Section of the GWICONFIG File.5-18

Defining Domain Configurationsinthe DMCONFIG File........cccoccoeevevennee. 5-20
DM_LOCAL_DOMAINS SECHON.......ccvrvereririresierereieesie et sn e ennns 5-21
DM_REMOTE_DOMAINS SECHON......cocueveviiiirerereie sttt 5-25
DM_ACCESS_CONTROL SECLION......ccrererereereneerereneeseseseeeeenesesensenens 5-27
DM_LOCAL_SERVICES SECHION ....covvvvirereeiisie et 5-27
DM_REMOTE_SERVICES SECtiON .....ccveviviieereeevesisteses e 5-29
DM_ROUTING SECHON......cccvreireeereeeereeietenesesieeeeseseseeesesesessesenessssesens 5-32
Sample DMCONFIG Fil€......ccciiiiiieee st 5-36

6. Starting BEA eLink TCP for Tuxedo

Setting Environment VariableS........cccoveovieriiiiese e 6-1

Invoking eLink TCP for TUXEAO .....ccviverieriireeeie et 6-2

AdMINiStering the GaLEWEY'S .......ccoveereeeeerere et e 6-2

A. Error and Information Messages

B. Code Page Translation Tables

Modifying a Code Page Translation Table.......c.cccccvvveeverenevevenese e B-1
D= =0 A D= o (o RS B-3
United States (00819X00037) .....ccveereerererrerieerieesreesresessesesseseesessesessesessesessenes B-5

Vi BEA eLink TCP for Tuxedo User Guide



GErMENY (008LOX00273)....vvvvveveeveeeeeeeeeemerssessesssssssssssesseeseseseessssssssesseseseeeennes B-7

Finland/Sweden (00819X00278) ..........o..eeeeereeeeereereeeesseeeeeeseeeseseessseeeeseseeeeeee B-9
SP@AIN (00BLOX00284) ....oooveeeeeeeeeseeeeeeeseeseseeesseseesesesseeseseeseseesesseesseessseeneeeon B-11
Great Britain (00819X00285) ..........vveeeeveeeeeeeseeeeseseeseseeesseeseesessseesssessesesesseen B-13
France (00819X00297).............veeeeeeeeeeeeeseeeeeseessesesssseeseseeesesseeseesseesesseseeseons B-15
Belgium (00819X00500)...........vveereeeeeeereeeeseseeseseseseesseseseeseesseeeseeeeseseeseseeeeees B-17
Portugal (00819X00860)..........cc..erreeeereeereeseereeseesessseeeseseeseseeeseesseseesesssseens B-19
Latin-1 (00819X0L047).......veeerreeerereeeeeseeseeseeseeseeseeseseeseseesesseeseeseeesesseseeseens B-21
Latin-2 (00912X00870).........vveeereeesreeeseeeseeeesesesesessssesseseseeseesseeseeeeseseeesseeeeees B-23

Index

BEA eLink TCP for Tuxedo User Guide vii



viii BEA eLink TCP for Tuxedo User Guide



About This Document

BEA eLink for Mainframe TCP for Tuxedo (hereafter referenced as eLink TCP for
Tuxedo) isagateway connectivity product that enables application programs on BEA
Tuxedo systemsto perform various non-transactional tasks with application programs
that reside on different mainframe platforms.

This document describesthe eLink TCP for Tuxedo component and givesinstructions
for using the tools for building eLink TCP for Tuxedo applications.

This guide explains how to configure and administer eLink TCP for Tuxedo and how
eLink TCP for Tuxedo fitsinto the BEA Tuxedo environment. In addition, this guide:

m  Explains how eLink TCP for Tuxedo processes service requests, those that
originate locally and those that originate on remote systems

m  Explains how eLink TCP for Tuxedo affects BEA Tuxedo application programs

m  Provides conceptual and procedural information that will help you configure and
administer eLink TCP for Tuxedo

The BEA eLink TCP for Tuxedo User Guide includes the following topics:

m “Introducing BEA eLink TCP for Tuxedo” introduces eLink TCP for Tuxedo,
explains how eLink TCP for Tuxedo fitsinto the BEA Tuxedo environment, and
lists hardware and software requirements.

m  “Understanding How BEA eLink TCP for Tuxedo Works" explains how to start
eLink TCP for Tuxedo, how it processes services requests, and how it is
terminated. It also provides information that helps programmers develop clients’
programs and service routines that send data through eLink TCP for Tuxedo.

m  “Configuring BEA eLink TCP for Tuxedo for Data Mapping” provides detailed
information about configuring the eLink TCP for Tuxedo gateway to convert
application data between Tuxedo data types and mainframe data types.
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m “Setting Up Security for BEA eLink TCP for Tuxedo” provides information to
set up security features that allow a requester from Tuxedo to pass a user ID
requirement through the OTMA or CICS server interfaces for verification
through system security.

m  “Configuring BEA eLink TCP for Tuxedo” provides detailed information for
configuring eLink TCP Tuxedo by updating the UBBCONFI Gfile, specifying
parameters in the GAr CONFI Gfile, and defining domain configurations in the
DMCONFI Gfile. These tasks must be complete for eLink TCP Tuxedo to properly
interact with BEA Tuxedo software.

m “Starting BEA eLink TCP for Tuxedo” explains how to set environmental
variables, test connectivity with remote regions, and invoke eLink TCP for
Tuxedo.

m  “Error and Information Messages’ describes messages and resolutions for the
system.

m  “Code Page Tranglation Tables” provides the code page tables that are
distributed with the product and instructions for modifying these tables.

What You Need to Know

This document isintended for system administrators who will configure and
administer eLink TCP for Tuxedo. In addition, programmers will find useful pointers
for developing client programs and service routines that send data through eLink TCP
for Tuxedo.

e-docs Web Site

BEA product documentation is available on the BEA corporate Web site. From the
BEA Home page, click on Product Documentation or go directly to the “e-docs’
Product Documentation page at http://e-docs.bea.com.
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How to Print the Document

Related

Y ou can print acopy of thisdocument from aWeb browser, onefileat atime, by using
the File—>Print option on your Web browser.

A PDF version of this document is available on the eLink for Mainframe TCP
documentation Home page on the e-docs Web site (and a so on the documentation
CD). Y ou can open the PDF in Adobe Acrobat Reader and print the entire document
(or aportion of it) in book format. To accessthe PDFs, open the eLink for Mainframe
TCP documentation Home page, click the PDF files button and select the document
you want to print.

If you do not have the Adobe Acrobat Reader, you can get it for free from the Adobe
Web site at http://www.adobe.com/.

Information

The eLink TCP documentation consists of the following items:
m BEA elLink for Mainframe TCP Release Notes

m BEAeLink for Mainframe TCP Installation Guide

m  BEA elLink for Mainframe TCP Tuxedo User Guide

m BEA elLink for Mainframe TCP CICSUser Guide

m BEAelLink for Mainframe TCP IMSUser Guide

For information about other BEA products, refer to http://edocs.bea.com/.
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Contact Us!

Y our feedback on the BEA eLink for Mainframe TCP documentation isimportant to
us. Send use-mail at docsupport@bea.com if you have questions or comments. Y our
comments will be reviewed directly by the BEA professionals who create and update
the eLink for Mainframe TCP documentation.

In your e-mail message, please indicate that you are using the documentation for the
BEA eLink for Mainframe TCP 3.2 release.

If you have any questions about this version of BEA eLink for Mainframe TCP, or if
you have problems installing and running BEA eLink for Mainframe TCP, contact
BEA Customer Support through BEA WebSupport at www.bea.com. Y ou can also
contact Customer Support by using the contact information provided on the Customer
Support Card, which isincluded in the product package.

When contacting Customer Support, be prepared to provide the following information:
m Your name, e-mail address, phone number, and fax number

®m Your company name and company address

®m Your machine type and authorization codes

m  The name and version of the product you are using

m A description of the problem and the content of pertinent error messages

Documentation Conventions

Xii

The following documentation conventions are used throughout this document.

Convention Item

boldfacetext  Indicates terms defined in the glossary.

Ctrl+Tab Indicates that you must press two or more keys simultaneoudly.

BEA eLink TCP for Tuxedo User Guide



Convention

Item

italics Indicates emphasis or book titles.
nonospace Indicates code samples, commands and their options, data structures and
t ext their members, data types, directories, and file names and their extensions.
Monospace text also indicates text that you must enter from the keyboard.
Examples:
#include <iostreamh> void main ( ) the pointer psz
chnod u+w *
\ 't ux\ dat a\ ap
. doc
t ux. doc
Bl TMAP
f1 oat
nonospace I dentifies significant wordsin code.
bol df ace Example:
t ext ) .
void commt ()
nonospace Identifies variables in code.
italic Example:
t ext )
String expr
UPPERCASE Indicates device names, environment variables, and logical operators.
TEXT Examples:
LPT1
SIGNON
OR
{} Indicates a set of choicesin asyntax line. The braces themselves should

never be typed.

[]

Indicates optional items in a syntax line. The brackets themselves should
never be typed.

Example:

buil dobjclient [-v] [-0 name ] [-f file-list]...
[-1 file-list]...
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Convention

Item

Separates mutually exclusive choicesin a syntax line. The symbol itself
should never be typed.

Indicates one of the following in acommand line:

m  That an argument can be repeated several timesin acommand line

m  That the statement omits additional optional arguments

m  That you can enter additional parameters, values, or other information
The dlipsisitself should never be typed.

Example:

buildobjclient [-v] [-0 name ] [-f file-list]...
[-1 file-list]...

Indicates the omission of items from a code example or from a syntax line.
The vertical ellipsisitself should never be typed.
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1 Introducing BEA eLink
TCP for Tuxedo

The BEA eLink for Mainframe TCP for Tuxedo (hereafter referenced as eLink TCP
for Tuxedo) product is a domains-based gateway connectivity feature that allows
application programs on BEA Tuxedo systemsto perform non-transactional taskswith
application programs in other OL TP systems that support eLink TCP for Tuxedo
gateways. These include:

m CICSonIBM MVS systems
m IMSTM on IBM MVS systems

The eLink TCP for Tuxedo gateway is designed to provide transparent access to
services that reside outside a BEA Tuxedo region. In addition, eLink TCP for Tuxedo
can provide remote application programs with accessto local services.

This document provides information about the following topics:

m BEA eLink TCP for Tuxedo and the BEA Tuxedo Architecture

m BEA elLink TCP Functionality

® GWIDOMAIN Gateway Component

m How eLink TCP for Tuxedo Affects BEA Tuxedo Application Programs
m How eLink TCP for Tuxedo Affects BEA Tuxedo Administration

BEA eLink TCP for Tuxedo User Guide 11



1 INTRODUCING BEA ELINK TCP FOR TUXEDO

BEA eLink TCP for Tuxedo and the BEA Tuxedo
Architecture

A BEA Tuxedo region consists of client and server programs that operate across a
network of BEA Tuxedo systems or compatible systems. Any client program can
request servicesthat are offered by any server program running on any computer in the
region. The location of server programs is kept transparent through use of adirectory
that maps services to servers.

As Figure 1-1 shows, eLink TCP for Tuxedo extends this transparent access by
sending requests to and receiving requests from remote regions and systems through
TCP/IP network software.
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BEA ELINK TCP FOR TUXEDO AND THE BEA TUXEDO ARCHITECTURE

Figure1-1 Routing Service Callsthrough BEA eLink TCP for Tuxedo

Local BEA Tuxedo Domain
Client Requests/
Programs Replies BEA
- p| elLink TCP
Service for Tuxedo
Routines
TCP/IP
A
TCP/IP
Network
Remote Region
Y
) TCP/IP
Client Requests/
Programs Replies
Remote BEA
_ - P> | eLink TCP
Service Gateway
Routines

AsFigure 1-lillustrates, insideasingleregion, eLink TCPfor Tuxedo fitsbetween the
BEA Tuxedo software and TCP/IP.

m When local client programs send requests to remote systems, eLink TCP for
Tuxedo transforms those requests into messages formatted appropriately for
transmission to the remote system. Also, when remote systems respond, eLink
TCP for Tuxedo transforms these responses into replies that local client
programs can process.
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INTRODUCING BEA ELINK TCP FOR TUXEDO

® When remote client programs send request messages, eLink TCP for Tuxedo
transforms those messages into requests that local service routines can process.
Also, when local service routines send replies, eLink TCP for Tuxedo transforms
those replies into messages that remote services can process.

The eLink TCP for Tuxedo product isimplemented as a Tuxedo domain gateway. It
accepts standard BEA Tuxedo service requests and returns standard replies.

OneeLink TCPfor Tuxedo gateway connectsto multi ple communicationstargets, also
referred to as gateways. Each communicationstarget, or gateway, isaunique network
endpoint.

Although remote systems are identified in the eLink TCP for Tuxedo configuration,
they remain unknown to BEA Tuxedo software. For example, remote systemsthat are
accessible through eLink TCP for Tuxedo are not identified in the MACHI NES section
of the UBBCONFI Gfile.

The eLink TCP for Tuxedo gateway maintains its own control information in shared
memory, in much the same way that BEA Tuxedo software itself maintainsthe
Bulletin Board. Although eLink TCP for Tuxedo accesses the BEA Tuxedo Bulletin
Board, BEA Tuxedo does not access eLink TCP for Tuxedo control information.

Operational Considerations

1-4

Operational considerationsare permanent limitationson using afeature. Thefollowing
operational considerations apply to eLink TCP for Tuxedo:

Note: Inthefollowing discussion, alocal application program is one that resides
within the immediate BEA Tuxedo administrative region. A remote
application program is one that resides outside the immediate BEA Tuxedo
administrative region.

m TheelLink TCP for Tuxedo software does not support conversational
communication.

m TheelLink TCP for Tuxedo software supports only nontransactional
communication.
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BEA ELINK TCP FUNCTIONALITY

m Loca client and server programs which usethet pspri o() function set the
priority where service requests are dequeued by eLink TCP for Tuxedo. This
process does not affect any prioritization on the remote system.

m | oca client programs cannot use thet pbr oadcast () function to send
unsolicited messages to remote client programs (and the reverse).

m Local services cannot usethet pbroadcast () ortpnotify() functionsto send
messages to remote client programs (and the reverse).

m When local client and server programs use thet pgpri o() function to determine
the priority of aremote service, the priority of alocal eLink TCP for Tuxedo
requester is returned.

For background information about these operational considerations, see
“Understanding How BEA eLink TCP for Tuxedo Works’.

BEA eLink TCP Functionality

The following functionality is availablein this version of eLink TCP.

Domains-based Gateway Connectivity

Security

The eLink TCP product has a domains-based architecture supporting bidirectional
communications, request/response support, and support for MV S Open Transaction
Manager Access (OTMA) interfaces.

The eLink TCP for Tuxedo product grants access to BEA Tuxedo services based on a
user name that the remote gateway supplies.

The eLink TCP for CICS product can initiate transactions or link to programs. BEA
Tuxedo security provides the user ID valueto the eLink TCP product to test for
appropriate security prior to initiating the transactions.
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1 INTRODUCING BEA ELINK TCP FOR TUXEDO

The eLink TCPfor IMS product has an OTMA interface that supports enhanced
security. Thisinterface allows a BEA Tuxedo requester to pass a user 1D through the
OTMA server interface for authorization through a third-party security package, such
as RACF.

Connection Multiplexing

The eLink TCP for Tuxedo allows multiple requests to process simultaneously over a
single connection. Thisfeature is known as connection multiplexing. Two connecting
gateways determine a multiplex count that is acceptable to both sides at connection
time. After establishing the connection, clients can send multiple requests (up to the
number in the multiplex count) to the server gateway. Connection multiplexing alows
for more efficient use of sockets and other system resources by the eLink TCP
gateways.

Note: Each connection is one-directional, which means clients on opposing
platforms cannot use the same connection to communicate with remote
servers.

Domain Name Server Support

The eLink TCP product supports domain name server (DNS) resolution of IP
addresses. This support allows you to change the IP address at the Domain Name
Server to implement address changes without reconfiguring the eLink TCP gateway.

GWIDOMAIN Gateway Component

TheelLink TCP product consists of asingle component, the GA DOVAI Ngateway. This
gateway isresponsible for the mediating both incoming and outgoing requests. It also
maintains connections with all remote gateways.
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How ELINK TCP FOR TUXEDO AFFECTS BEA TUXEDO APPLICATION PROGRAMS

How eLink TCP for Tuxedo Affects BEA Tuxedo
Application Programs

TheeLink TCPfor Tuxedo product preserves the high degree of location transparency
that BEA Tuxedo software provides. In fact, in virtually all cases, programmers do not
need to know that particular services are provided by remote systems.

The eLink TCP for Tuxedo product supports the main BEA Tuxedo communication
paradigm: request/reply communications (either synchronous or asynchronous).

All BEA Tuxedo buffer types can be employed for data exchange. These include:

m  X/Open standard XATMI buffer types

X_OCTET
X_C TYPE
X_COMVON

® BEA Tuxedo ATMI buffers

CARRAY
STRI NG
FML

VI EW

Each of the three X/Open buffer typesis equivalent to a BEA Tuxedo ATMI buffer
type. The following information provides these equivalencies.

W X _OCTET isequivaent to CARRAY

B X C TYPEisequivaent to Vi EW

m X _COVMON s equivalent to VI Ewy but represents only the subset of field types that
are common to both the C and COBOL languages
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VIEW Definitions

In some circumstances, you must convert typed buffers to formats that are acceptable
to target systems. The standard BEA Tuxedo system VI Ewdefinition mechanism is
employed for this purpose.

VI Ewdefinitions make it possible to map input data and output data between different
programming environments (such as C and COBOL ). They also enable eLink TCPfor
Tuxedo to convert data representations automatically between different systems.

VI Ewdefinitions can be created by programmers or system administrators. See the
“Configuring BEA eLink TCP for Tuxedo for Data Mapping” section for details. For
more detailed information about programming considerations, seethe* Understanding
How BEA eLink TCP for Tuxedo Works’ section.

FML Buffer Support

1-8

When communicating with systems or regions that do not support FML buffers
directly, the eLink TCP for Tuxedo gateway can convert FML buffersto or from
user-defined record layouts in a manner transparent to the FML application. Thus,
once aVl Ewdefinition that describes the remote application’ srecord layout is created,
it can be used to convert the record to or from an FML buffer. The GA CONFI G (eLink
TCPfor Tuxedo configuration file) and DMCONFI Gfiles contain VI Ewspecifications as
part of the service description.

Through this conversion between ATMI buffers and record structures, eLink TCP for
Tuxedo supports sending fielded buffers containing FML data between regions. The
eLink TCP for Tuxedo software converts the data from FML buffers to user-defined
records using the VI Ewdefinitions and field descriptions at the originating region.

Y ou can use an alternate data mapping tool to map FML buffers to formats that
mainframe applications can use. For more information about how to configure eLink
TCP for Tuxedo to work with an alternate data mapping tool, see the “ Configuring
BEA elLink TCPfor Tuxedo for DataMapping” and “ Configuring BEA eLink TCPfor
Tuxedo” sections.
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How eLink TCP for Tuxedo Affects BEA Tuxedo
Administration

TheeLink TCPfor Tuxedo administration tools and features are thoroughly integrated
with BEA Tuxedo administration tools and features. Here are some specific examples:

m  System administrators define eLink TCP for Tuxedo in the BEA Tuxedo
configuration as aregular Tuxedo domain gateway.

m TheelLink TCP for Tuxedo domain configuration file (DMCONFI G) specifies how
local BEA Tuxedo service names are mapped to remote service names. Also, the
GW CONFI Gfileidentifies vi Ewdefinitions that eLink TCP for Tuxedo uses to
convert and trandlate input and output data.

m At runtime, system administrators use BEA Tuxedo subcommands to manage
eLink TCP for Tuxedo and related processes.

For more detailed information about configuring eLink TCP for Tuxedo, see the
“Configuring BEA eLink TCP for Tuxedo” section. For detailed information about
commands for administering eLink TCP for Tuxedo,see the BEA Tuxedo
Administrator’s Guide and the BEA Tuxedo Domain User Guide.
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eLink TCP for Tuxedo
Works

erstanding How BEA

To understand how eLink for Mainframe TCP for Tuxedo (hereafter referenced as
eLink TCP for Tuxedo) works, you need to understand how it performs the following
tasks:

Planning Y our Configuration
Initializing eLink TCP for Tuxedo
Processing Local Service Requests
Processing Remote Service Requests
Processing Shut Down Requests

Programming Considerations

Each of these operationsis described in the following subsections.
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Planning Your Configuration

2-2

One of the major benefits of using eLink for Mainframe TCP for Tuxedo to connect
dissimilar systemsis the degree to which different programming environments can be
isolated. BEA Tuxedo programmers rarely need to know that services are handled by
dissimilar systems or by systemsin remote regions. Application programs do not need
to be developed in any specia way.

Thekey to thishigh degree of transparency isthe eLink TCPfor Tuxedo configuration.
Through eLink TCP for Tuxedo configuration, environmental differences, such as
naming conventions and data formats, are conceal ed from programmers and programs.

Three kinds of environmental differences are isolated in the eLink TCP for Tuxedo
configuration files (GW CONFI Gand DMCONFI G). They are:

B Service names

Different systems have different rules for naming services. Service names can
differ in length, allowable characters, and even conventions asto how they are
constructed or chosen.

m |nput and output data formats

Different systems have different conventions for formatting input and output
data (such as structure, character set, and so forth).

m Error handling

Different systems report application errorsin different ways.

Thetechniquethat hidesthese differencesiscalled mapping. Generally, when you map
things, you associate local values or entities with values or entities that are meaningful
to programs on remote systems.

The procedure for mapping service names is self-explanatory; you create a
configuration file record in which alocal name for aservice is paired with aremote
name for that service. On the other hand, procedures for mapping input data, output
data, and application errors are more complex. Conceptual information and other
background information are required.
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For detailed information about updating the eLink TCP for Tuxedo configuration files
(GW CONFI G and DMCONFI G), see the “ Configuring BEA eLink TCP for Tuxedo”
section.

Note: All eLink TCP for Tuxedo configuration parameters are described in the
“Configuring BEA eLink TCPfor Tuxedo” section. Thisdocument focuseson
complex parameters that require a separate introduction.

The task of configuring data mappings could be considered a programming
activity because it requires knowledge of the BEA Tuxedo programming
environment. However, because configuration parameters affect many
application programs, configuration is usually an administrator's

responsibility.
Initializing eLink TCP for Tuxedo

When you boot BEA Tuxedo software using the t mboot command, eLink TCP for
Tuxedo initializesin the following manner.

1. TheelLink TCP for Tuxedo software parses the GW CONFI G configuration file and
initializes all parameters. If syntax errors are encountered during parsing, eLink
TCP for Tuxedo writes a message to the ULOGfile and initialization fails.

2. After reading the GW CONFI Gfile, eLink TCP for Tuxedo advertises remote
services that are named in the file dynamically. These services includes services
for all remote gateways.

Processing Local Service Requests

When eLink TCP for Tuxedo receives a BEA Tuxedo service request from alocal
client program, it processes the request in the foll owing manner.
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Step 1: Receiving a Service Request from BEA Tuxedo

Software

When aclient program sends a request for aremote service that is accessible through
eLink TCPfor Tuxedo, BEA Tuxedo forwards the request to the gateway pending the
requested service.

Step 2: Connecting to a Remote System

The eLink TCP Tuxedo gateway will determine which remote system will process
each request. Data-dependent routing rules may be used to determine the desired
remote system.

If no connection to the target remote system exists or an existing connection has been
broken, the eLink TCP for Tuxedo gateway opens a new connection at this time.

If the remote system returns a connection failure indication, the BEA Tuxedo service
request fails and an error is returned to the caller. The actual error value returned
depends on the timing of the connection failure. Information about failuresis written
to the ULOGTile.

Step 3: Converting Input Buffer Types

2-4

In some circumstances, typed buffers associated with service requests must be
converted before service requests can be sent to remote systems. Type conversion
involves changing the layout of abuffer to aformat that is acceptable to a remote
service.

For example, if alocal client program places user input in an FML buffer that aremote
service cannot process, the buffer must be converted into the structure the remote
service expects.

In situations where input type conversion is required, programmers or administrators
must perform the following tasks:

m Determine the format of the input data the remote service expects.
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m |f necessary, create a VI Ewdefinition that describes the format of the input data.
VI Ewdefinitions are descriptions of data structures that are used for input and
output in the BEA Tuxedo environment.

m  Specify thisinformation in the eLink TCP for Tuxedo configuration files
(GW CONFI G and DMCONFI G).

Once these tasks have been completed, eLink TCP for Tuxedo performs all necessary
type conversions automatically.

For information about creating VI Ewdefinitionsto facilitate type conversion, see
“Configuring BEA eLink TCP for Tuxedo for Data Mapping.” For information about
the eLink TCP for Tuxedo configuration file, see “ Configuring BEA eLink TCP for
Tuxedo.”

Step 4: Translating Input Data

The eLink TCP for Tuxedo software automatically translates data as required.
Trandation refersto a change in how intrinsic data types are represented with respect
to word length, byte ordering, and character encoding.

To facilitate data translation, administrators must specify certain parametersin the
GW CONFI G configuration file. For detailed information about how eLink TCP for
Tuxedo translates data, refer to the“ Configuring BEA eLink TCPfor Tuxedo for Data
Mapping” section.

Step 5: Transmitting the Service Request

The eLink TCP for Tuxedo product constructs a request message. This message
includes the following items and is sent to the remote system:

®  Theremote service name

m Theinput datarecord that eLink TCP for Tuxedo has converted and trandlated,
asrequired

®  Anindication of whether the remote service should return areply to the caller
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Step 6: Receiving a Reply

After sending arequest message, eL.ink TCP for Tuxedo performs areceive operation.
If theeLink TCPfor Tuxedo receivetimeout expires before amessage arrivesfromthe
remote system, a TPETI ME error isreturned to the caller.

Step 7: Translating the Reply

After eLink TCP for Tuxedo receives areply, data representations are translated as
needed, in the reverse of the input translation. For details, seethe “ Step 4: Translating
Input Data” section in this document.

Step 8: Converting Output Data

If the format of the reply is not suitable for the local client program, eLink TCP for
Tuxedo converts the reply into an appropriate buffer format.

In situationswhere output conversion isrequired, programmers or administrators must
do the following:

m Determine the type and the format of the output buffer the local client program
expects

m If necessary, create a Vi Ewdefinition that describes the format of the output
buffer

m  Specify thisinformation in the eLink TCP for Tuxedo configuration files
(GW CONFI G and DMCONFI G)

Once these tasks have been completed, eLink TCP for Tuxedo performs all necessary
conversions automatically.

For information about creating VI Ewdefinitions to facilitate type conversion, see the
“Configuring BEA eLink TCPfor Tuxedo for DataMapping” section. For information
about the eLink TCP for Tuxedo configuration file, see the “Configuring BEA eLink
TCP for Tuxedo” section.
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Step 9: Sending the Reply to the Caller

The BEA Tuxedo buffer resulting from output type conversion and output data
translation is returned to the caller with a TPSUCCESS or TPFAI L indication.

Processing Remote Service Requests

The eLink TCP for Tuxedo software processes remote service requests (those which
originate on remote systems) in much the same way that it processes local requests.
The following list offers abrief summary.

1. TheelLink TCPfor Tuxedo gateway receivesthe service request and, if necessary,
the input record associated with the request is trandated and converted into the
specified input buffer format.

2. Acting as aclient program, the gateway passes the service request to BEA
Tuxedo software.

3. When the service routine is complete, the output buffer is converted into the
specified output record format and/or translated, when required.

4. Finaly, the output is sent to the requester on the remote system.

For more detailed information about record and buffer conversion, and data
translation, see the “Processing Local Service Requests’ section.

Processing Shut Down Reguests

When you send a shutdown request to eLink TCP for Tuxedo using the t rshut down
command, eLink TCP for Tuxedo performs the following tasks.

1. Completes outstanding requests

2. Dropsall open connections

BEA eLink TCP for Tuxedo User Guide 2-7



2 UNDERSTANDING HOW BEA ELINK TCP FOR TUXEDO WORKS

3. Terminates

Programming Considerations

In general, BEA Tuxedo application programs that send requests through eLink TCP
for Tuxedo are devel oped the same as other BEA Tuxedo application programs.

The eLink TCP for Tuxedo product supports all request/reply communications
functionsthat are included inthe ATMI and XATMI interfaces. In addition, al
supported functions can be used in the standard manner documented in the BEA
Tuxedo documentation.

m All XATMI and ATMI buffer types are supported.

m All system errors are reported in the standard manner as documented in the BEA
Tuxedo documentation.

Input and Output Issues

This subsection describes several input and output issues that programmers need to
consider when devel oping application programs that use eLink TCP for Tuxedo.

Preparing Input and Output Data with eLink TCP for Tuxedo

2-8

The “Processing Local Service Requests’ section describes many circumstances that
require conversion of input and output parameters into formats acceptable to remote
systems or regions and the local system.

The eLink TCP for Tuxedo product provides powerful configuration capabilities that
make it possible for you to convert or map parameters easily rather than requiring you
to program in a different way.
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The eLink TCP for Tuxedo configuration files (GA CONFI G and DMCONFI G) are a
centralized mechanism that you can use to define and maintain rel ationships between
the local system and remote systems or regions. In addition to input and output
parameter mappings, these relationships include service name mappings (where
remote service names are mapped to local service names) and error record mappings.

For more information about the GA¥ CONFI G configuration file, see the “Configuring
BEA eLink TCP for Tuxedo” section.

Service Request Parameters

BEA Tuxedo application programs can request the following two categories of remote
services through eLink TCP for Tuxedo:

m EXxisting application programs that were originally developed for traditional
OLTP environments and have been adapted for use with BEA Tuxedo.

m  Servicesthat were devel oped specifically for the XATMI or ATMI (BEA
Tuxedo) environments. Included in this category are servicesthat reside in
remote BEA Tuxedo regions.

If aremote service was devel oped specifically for the BEA Tuxedo environment, the
input it requiresis shaped by three factors:

m  Application-specific requirements
m Normal ATMI or XATMI requirements for defining and sending input

m  Machine-specific requirements for how input is formatted (such as those
described in “Processing Local Service Requests’)

On the other hand, if aremote serviceis an existing OL TP application program,
additional requirements for input are often required. For example, many systems
requireinput that includes terminal data.

Often, by creative use of the eLink TCP for Tuxedo configuration capabilities
previously introduced, you can eliminate the need to include control information, such
asterminal data, in the BEA Tuxedo application source code that you develop. For
instance, you canincludeterminal control codesin VI EWdefinitionsthat are associated
with the eLink TCP for Tuxedo configuration.

For information about the normal input requirements of BEA Tuxedo services, seethe
BEA Tuxedo Programmer’s Guide.
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Output Data Considerations

Tomaintain thelocation transparency of the BEA Tuxedo environment, eLink TCPfor
Tuxedo doesnot preserve datafrom BEA Tuxedo input buffersin the associated output
buffers. Hence, the consequences of using the same buffer for input and output must
be understood to avoid problems.

In particular, some existing BEA Tuxedo applications may use FML buffersto
accumulate results or to maintain application context across service requests.
Developers adding eLink TCP for Tuxedo to such an application must do one of the
following:

® Maintain acopy of the necessary datain the client program (or service routine)
that makes requests.

m Ensure that the remote service returns input data with the output record.

This requirement is no different from the requirement that existed before the use of
eLink TCP for Tuxedo. That is, application programs that accumulate output datain
FML buffers must ensure that services return repliesin original FML input buffers
(with output data added)—not in new or re-initialized buffers.

Limitations on the Use of Certain ATMI Functions

The ATMI interface includes several features and functions—related primarily to
conversations, transactions and client identities—that application programs cannot
propagate to other application programs through eLink TCP for Tuxedo.

In this guide, permanent limitations of this sort are referred to as operational
considerations. Specific operational considerations are described in the following
sections.

Note: Inthisdiscussion, alocal application program is one that resides within the

immediate BEA Tuxedo region. A remote application program is one that
resides outside the immediate BEA Tuxedo region.

Conversational Communication Functions

Conversational communication functions are subject to the following operational
considerations:
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Local client and server programs cannot use thet pconnect () function to
establish conversations with remote services.

Remote client and server programs cannot use thet pconnect () functionto
establish conversations with local services.

Similarly, thet psend(), t precv(), andt pdi scon() functions may not be
used for communication through eLink TCP for Tuxedo.

Non-Transactional Communications

The eLink TCP for Tuxedo product supports only non-transactional communications.
Therefore, all communications viaeLink TCP for Tuxedo are subject to the following
operational considerations:

Remote services called by local client or server programs are always invoked
outside the boundaries of any local transaction.

Local services called by remote client or server programs are always invoked
outside the boundaries of any local transaction.

Local client or server programs calling remote services should invoke the

t pcal | () function, or thet pacal | () andt pget rpl y() functions, outside the
boundaries of any local transaction, such ast x_begi n() /t x_conmi t () or

t pbegi n() /t pconmi t () pair.

If local client or server programs must call remote services within the boundaries
of alocal transaction, TPNOTRAN must be specified as one of the flags to the
tpcal | () ortpacal | () function.

The tpsprio( ) and tpgprio( ) Functions

Thetpsprio() andt pgprio() functionsare subject to the following operational
considerations;

Local client and server programs cannot use thet pspri o() function to set the
priority at which remote services are processed. Instead, acall to thet pspri o()
function causes the priority of alocal eLink TCP for Tuxedo gateway to be set.

Remote client and server programs cannot use thet pspri o() function to set the
priority at which local services are processed.
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m When local client or server programs usethet pgpri o() function to determine
the priority of aremote service, the priority of alocal eLink TCP for Tuxedo
gateway is returned.

The tpbroadcast() and tpnotify() Functions

Thet pbroadcast () andt pnoti fy() functionsare subject to the following
operational considerations:

m L ocal client programs cannot use thet pbr oadcast () function to send
unsolicited messages to remote client programs (and the reverse).

B Loca services cannot usethet pbroadcast () ortpnotify() functionsto send
messages to remote client programs (and the reverse).

Error Handling

Threekindsof errors can be encountered by local application programswhen they send
requests through eLink TCP for Tuxedo gateways:

m Gateway errors
m Problemson remote systems
m Errorsfrom remote application programs

The following sections explain how eLink TCP for Tuxedo handles these different
kinds of errors.

Gateway Errors

When local or remote gateway errors occur, they arelogged in the BEA Tuxedo ULOG
file and associated service requests fail. Also, appropriate error codes are returned to
calers.
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Remote System Failures

When remote systems encounter problems, service requests may fail or time out. The
exact outcome depends on whether the remote system providesameansfor eLink TCP
for Tuxedo to detect failure.

If the remote target system does not make it possible for eLink TCP for Tuxedo to
detect particular types of failure, the eLink TCP for Tuxedo blocking timeout
parameter can be tuned to provide timely detection of the problem.

For more information about the blocking timeout parameter, see the “ Configuring
BEA eLink TCP for Tuxedo” section.

Application Errors

Application errors are similar to remote system failures. Remote systems may or may
not use error indicators to pass information back to the local eLink TCP for Tuxedo
gateway resulting in the generation of error messages. If no such error indicators exist,
service routines typically use their own mechanismsto report failuresto callers.

When application errors occur, some service routines may not return their usual output
records at all. Instead, they may return some other data indicating that there has been
an error, such as a string that contains a failure message.

When eLink TCPfor Tuxedo receives aservicefailure message from aremote system,
it:
m Convertsthe output buffer as required based on instructions it finds in the
GW CONFI Gfile
m Writes an error record in the ULOGfileif the configuration directsit to do so

m Returns the appropriate type of BEA Tuxedo buffer to the caller

Note: When BEA Tuxedo applications detect service failures, they should not
assume that returned buffers are the expected type. BEA Tuxedo application
programs may ignore return buffers when failures occur. If you need to check
abuffer type, use the BEA Tuxedot pt ypes() function. When thetypeis
known, the buffer can be handled accordingly (for example, by displaying a
window containing an error string).

BEA eLink TCP for Tuxedo User Guide 2-13



2 UNDERSTANDING HOW BEA ELINK TCP FOR TUXEDO WORKS

2-14 BEA eLink TCP for Tuxedo User Guide



3 Configuring BEA eLink

TCP for Tuxedo for Data
Mapping

The key to the high degree of transparency between systemsisthe eLink for
Mainframe TCP for Tuxedo (hereafter referenced as eLink TCP for Tuxedo)
configuration. Environmental differences, such as dataformats, are concealed from
programmers and programs through this mechanism.

This document provides information about the following topics:

Converting Input and Output Data

Managing Parameters for Buffer and Record Conversion
Trandating Data

Encoding COBOL Data Types

Using Code Page Translation Tables

This document also provides information about creating VI Ewdefinitions. Vi EW
definitions are descriptions of data structures that are used for input and output in the
BEA Tuxedo environment. The eLink TCP for Tuxedo product uses VI Ewdefinitions
to determine how to convert input data and output datainto formatsthat are acceptable
to target systems.

For detailed information about updating the eLink TCP for Tuxedo configuration files
(GW CONFI G and DMCONFI G), see the “ Configuring BEA eLink TCP for Tuxedo”
section.
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Note: Thetask of configuring data mappings could be considered a programming
activity because it requires knowledge of the BEA Tuxedo programming
environment. However, because configuration parameters affect many
application programs, configuration is usually an administrator's
responsibility.

Converting Input and Output Data

This section introduces procedures that eLink TCP for Tuxedo follows to process and
convert input and output data.

Buffers and Records

In this guide, the following terms are used to describe input and output data.

Buffer
Input or output data asit existsinside the local BEA Tuxedo region. This
definition includes al the buffer typesthat BEA Tuxedo software supports—
both BEA Tuxedo ATMI buffer types and X/Open XATMI buffer types.

Record
Input or output data as it exists outside the local BEA Tuxedo region—on
different kinds of systems.

Thesetermsmakeit easier to understand how eLink TCPfor Tuxedo handlesinput and
output data.

Buffers Received from Local Programs

The eLink TCP for Tuxedo gateway processes buffers from local programsin the
following manner.

1. When eLink TCP for Tuxedo receives a buffer from alocal program, it
automatically determines the buffer's type.
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The eLink TCP for Tuxedo product automatically “types’ input buffers that
local client programs send to remote services.

The eLink TCP for Tuxedo product automatically “types’ output buffers that
local services return to remote client programs.

2. After eLink TCP for Tuxedo determines a buffer’s type, it consults the
configuration file (GW CONFI G) to determine whether the buffer needs to be
converted to adifferent format.

Client requests sent to remote services may need to be converted to record
formats that are meaningful to those services.

Server responses returned to remote client programs may need to be converted to
record formats that are meaningful to those programs.

3. If the configuration indicates that conversion is required, eLink TCP for Tuxedo
transforms the buffer into the record format that is specified in the configuration.

Records Received from Remote Programs

The eLink TCP for Tuxedo gateway processes buffers from remote programsin the
following manner.

1. When eLink TCP for Tuxedo receives arecord from aremote system, it consults
the configuration file (GW CONFI G) to determine the record'stype.

2. After eLink TCP for Tuxedo determines arecord’s type, it consults the domain
configuration (DMCONFI G) to determine whether the record needs to be converted
to adifferent format.

Client requests from remote client programs may need to be converted to buffer
formats that are acceptable to local service routines.

Server responses returned from remote services may need to be converted to
buffer formats that are acceptable to local client programs.

3. If the configuration indicates that conversion is required, eLink TCP for Tuxedo
transforms the record into the buffer format that is specified in the configuration.
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Managing Parameters for Buffer and Record
Conversion

34

The eLink TCP for Tuxedo product provides four configuration parameters you can
use to map buffers and records. For more information about buffers and records, see
the “Buffers and Records’ section.

Specify the following buffer configuration parametersin the domain configuration file
(DVCONFI G).

| NBUFTYPE
Identifies the type, and in some cases the format, of a buffer received from a
Tuxedo client or server

OUTBUFTYPE
Identifies the type, and in some cases the format, of a buffer to be sent to a
Tuxedo client or server

Specify the following record configuration parameters in the gateway configuration
file (GW CONFI G).

| NRECTYPE
Identifies the type, and in some cases the format, of a buffer to be sent to a
remote gateway

OUTRECTYPE
Identifies the type, and in some cases the format, of a buffer received from a
remote gateway

Each of these four parameters has two possible meanings or interpretations—one for
service requests that originate locally, and one for service requests that originate on
remote systems.

Thefollowing sections, “ Parametersfor Locally Originated Calls’ and “ Parametersfor
Remotely Originated Calls’, explore these different meaningsin detail.
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Parameters for Locally Originated Calls

This section takesacloser ook at how eLink TCPfor Tuxedo handles service callsthat
originate locally, within the immediate BEA Tuxedo region. Also, it explains how the
I NBUFTYPE, | NRECTYPE, QUTRECTYPE, and OUTBUFTYPE parameters can be used to
manage the conversion of buffers and records that flow between local client programs
and remote services.

Inthefollowing figure, alocal BEA Tuxedo client program issues aservice call that a
local eLink TCP for Tuxedo gateway routes to aremote server through eLink TCPfor
Tuxedo.

Figure3-1 How Parameters Are Mapped During Locally Originated Calls

Local Region Remote Region or System

INRECTYPE

Remote
Gateway

BEA eLink TCP
for Tuxedo

Remote
Server

OUTRECTYPE

OUTBUFTYPE

In this situation, the four configuration parameters that are shown in the figure have
the following meanings:

® Thel NBUFTYPE parameter describes the BEA Tuxedo input buffer that the local
client program provides to the eLink TCP for Tuxedo gateway through BEA
Tuxedo software.

m  Thel NRECTYPE parameter describes the input record that is sent to the service
on the remote system.

m  The OQUTRECTYPE parameter describes the output record that is received from the
service on the remote system.

BEA eLink TCP for Tuxedo User Guide 3-5



3

CONFIGURING BEA ELINK TCP FOR TUXEDO FOR DATA MAPPING

m The OUTBUFTYPE parameter describes the BEA Tuxedo output buffer that is
returned to the local client program.

Guidelines for Mapping Input Buffers to Input Records

36

The following sections provide detailed information explaining how to use the
I NBUFTYPE and | NRECTYPE parameters for service calls that originate locally (where
local client programs call remote services).

| NBUFTYPE

The | NBUFTYPE parameter is used to specify the request buffer typethat is
provided to alocal eLink TCP for Tuxedo gateway when alocal client
program issues a service request.

Because the gateway determines the type of client request buffers
automatically at runtime, this parameter is described here for conceptual
completeness only.

| NRECTYPE

The | NRECTYPE parameter is used to specify the type, and in some cases the
format, of the request record that a particular remote service requires. The
eLink TCPfor Tuxedo gateway usesthisinformation to convert BEA Tuxedo
request buffersinto records that remote services can process.

Y ou must specify the | NRECTYPE parameter when one of the circumstances
described in the following table is true.

Circumstance Explanation

Theremote serviceusesan input  In this circumstance, the remote service uses arecord
record that isstructured differently  that is structured differently than the client program's
than the client program's request VIEW X_C TYPE, or X_ COWDON buffer. For

buffer.

example, the remote service may expect structure
members to be sequenced differently.

The remote service usesarequest  In this case, the client program uses a BEA Tuxedo
record that differsfromtheclient ~ FML buffer and the remote service expects a
program'’s request buffer in both corresponding record with an appropriate structure.
type and structure.

The | NRECTYPE parameter may be omitted if the request buffer isidentical,
in type and structure, to the request record the remote service expects.
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Guidelines for Mapping Output Records to Output Buffers

The following sections provide detailed information explaining how to use the
OUTRECTYPE and QUTBUFTYPE parameters for service calls that originate locally
(where local client programs call remote services and receive output from those
services).

OUTBUFTYPE
The OUTBUFTYPE parameter is used to specify thetype, and in some casesthe
structure, of the reply buffer that alocal client program expects. The eLink
TCP for Tuxedo gateway uses this information to map reply records from
remote services to the appropriate kinds of reply buffers.

QUTRECTYPE
The OUTRECTYPE parameter is used to specify thetype, and in some casesthe
format, of the reply record that a particular remote service returnsto thelocal
eLink TCP for Tuxedo gateway.

Y ou must specify the OUTRECTYPE parameter when one of the circumstances
described in the following tableis true.

Circumstance Explanation

Theremote servicereturnsareply  Inthiscircumstance, theremote servicereturnsarecord

record that isstructured differently  that is structured differently than the client program's

than the reply buffer the local VI EW X_C_TYPE, or X_COVMON buffer. For example,

client program expects. the structure members of the output record may be
sequenced differently than the structure members of the
output buffer.

Theremote servicereturnsareply  In this case, the remote service returns a particular
record that differsin bothtypeand record and the local client program expects a
structure from the reply buffer the  corresponding BEA Tuxedo FML buffer.

client program expects.

The QUTRECTYPE parameter may be omitted if the remote service returns a
reply record that isidentical, in type and structure, to the reply buffer thelocal
client program expects.
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Parameters for Remotely Originated Calls

This section takesacloser ook at how eLink TCPfor Tuxedo handles service callsthat
originate on remote computers, outsidethelocal BEA Tuxedoregion. Also, it explains
how the | NRECTYPE, | NBUFTYPE, OUTBUFTYPE, and QUTRECTYPE parameters can be
used to manage the conversion of buffers and records that flow between remote client
programs and local services.

In the following figure, a remote client program issues a service request that aremote
eLink TCP gateway routesto the local eLink TCP for Tuxedo gateway. The gateway
receives the request from the network and passes the request to alocal BEA Tuxedo
server.

Figure3-2 How Parameters Are Mapped During Remotely Originated Calls

Local Region Remote Region or System

INRECTYPE

Remote
Gateway

BEA eLink TCP
for Tuxedo

Remote
Client

Tuxedo

OUTRECTYPE
Server

OUTBUFTYPE

In this situation, the four configuration parameters that are shown in the figure have
the following meanings:

m The OQUTRECTYPE parameter describes the output record that the remote client
sends to the eLink TCP for Tuxedo gateway.

m The OUTBUFTYPE parameter describes the BEA Tuxedo output buffer that is
provided to the local server.

m Thel NBUFTYPE parameter describes the BEA Tuxedo input buffer that the local
server returns to the eLink TCP for Tuxedo gateway.
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m The | NRECTYPE parameter describes the input record that the local eLink TCP
for Tuxedo gateway returns to the remote client program.

Guidelines for Mapping Input Records to Input Buffers

The following sections provide detailed information explaining how to use the
I NRECTYPE and | NBUFTYPE parameters for service callsthat originate on remote
systems (where remote client programs call local services).

| NBUFTYPE

The | NBUFTYPE parameter is used to specify the type, and in some casesthe
structure, of the reply buffer that the eLink TCP for Tuxedo gateway expects
fromalocal server. TheeLink TCPfor Tuxedo gateway usesthisinformation
to map reply buffers from local server programs to the appropriate kind of
reply records.

Because the gateway determines the type of incoming buffers automatically
at runtime, this parameter isdescribed herefor conceptual completenessonly.

I NRECTYPE

The | NRECTYPE parameter is used to specify the type, and in some casesthe

format, of the reply record that the local eLink TCP for Tuxedo gateway
sends to the remote client.

Y ou must specify the | NRECTYPE parameter when one of the circumstances
described in the following tableis true.

Circumstance

Explanation

Theremoteclient program
requiresareply record that
is structured differently
than the reply buffer the
local service provides.

In this circumstance, the remote client program sends a record
that is structured differently than the local service's VI EW
X_C_TYPE, or X_COMMON buffer. For example, the structure
members of the input record may be sequenced differently than
the structure members of the input buffer.

Theremoteclient program
requiresareply record that
differsin both type and
structure from the reply
buffer thelocal service
provides.

In this case, the remote client program requires a particular
record and the local service provides a corresponding BEA
Tuxedo FML buffer.
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Y ou can omit the | NRECTYPE parameter if the local server program sends a
reply buffer that isidentical in type and structure to the reply record the

remote client expects.

Guidelines for Mapping Output Buffers to Output Records

The following sections provide detailed information explaining how to use the
OUTBUFTYPE and QUTRECTYPE parameters for service calls that originate on remote
computers (where remote client programs call local services and receive output from

those services).

OUTBUFTYPE

The QUTBUFTYPE parameter specifies the request buffer type that the local
eLink TCP for Tuxedo gateway provides to the local server.

OUTRECTYPE

The OUTRECTYPE parameter is used to specify the type, and in some casesthe
format, of the request record a particular remote client program sends to the
eLink TCP for Tuxedo gateway. The eLink TCP for Tuxedo gateway uses
thisinformation to convert request records from remote clients into buffers
that local server programs can process.

Y ou must specify the QUTRECTYPE parameter when one of the circumstances
described in the following table is true.

Circumstance

Explanation

The remote client program
provides arequest record that is
structured differently than the
local service's request buffer.

In this circumstance, the remote client program provides
arecord that is structured differently than the local
service's VI EW X_C TYPE, or X_COMMON buffer. For
example, the local server program may expect structure
members to be sequenced differently.

The remote client program
provides an request record that
differs from the local service's
request buffer in both type and
structure.

In this case, the remote client outputs a record and the
local client program expects a corresponding BEA
Tuxedo FML buffer.

The QUTRECTYPE parameter may be omitted if the local service's request
buffer isidentical, intype and structure, to the request record theremoteclient

program provides.
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Mapping Buffers to Records

The following figure shows all the possibilities for mapping buffers to records. The
eLink TCP for Tuxedo gateway is responsible for mapping buffers to records, based
on information it finds in the eLink TCP for Tuxedo configuration. This mapping
occurs for Tuxedo client requests and Tuxedo server responses.

Figure 3-3 Buffer to Record Mappings

BEA eLink TCP
BUFFER for Tuxedo RECORD
CARRAY _(T CARRAY
X_OCTET X_OCTET
STRING
CARRAY
STRING m(2) >X_OCTET
STRING @H STRING
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X_C_TYPE ‘A’ B 5 X_C_TYPE ‘A
X_COMMON ‘A’ > 5 X_COMMON ‘A
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VIEW ‘A’ 0 = EW ‘B’
X_C_TYPE'A’ S - = X_C_TYPE ‘B
PGOHMIEN A =2 X_COMMON ‘B’
o) ‘é -
v < VIEW
FML =(6)=J- - X_C TYPE
S X_COMMON

Setting the INBUFTYPE and INRECTYPE Parameters

The following table lists some of the mapping possibilities that are shown in the
previous figure and some suggestions for setting the | NBUFTYPE and | NRECTYPE

parameters.
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312

BEA Tuxedo CARRAY input buffers can be copied to CARRAY input records. A CARRAY
buffer contains raw datathat is not converted or translated. Set the | NBUFTYPE
parameter to CARRAY, and omit the | NRECTYPE parameter.

CARRAY input buffers can a so be copied to STRI NGinput records. Thiscreatesastring
that goesthrough no conversion and no trand ation. The resultant buffer isthe length of
the original CARRAY buffer. Since all characters are copied, if the CARRAY buffer
contains null characters, it affects the buffer when later handled asa STRI NG, The

| NBUFTYPE parameter should be set to CARRAY and the | NRECTYPE parameter
should be set to STRI NG.

BEA Tuxedo STRI NGinput buffers can be mapped to CARRAY input records. No data
conversion or trandation is performed. The STRI NG buffer is copied through the
leftmost null character only. Set the | NBUFTYPE parameter to STRI NG and the

I NRECTYPE parameter to CARRAY.

BEA Tuxedo STRI NGinput buffers can be mapped to STRI NG input records. The
buffer goes through data type trandation (such as ASCII to EBCDIC). Set the
| NBUFTYPE parameter to STRI NG, and omit the | NRECTYPE parameter.

BEA Tuxedo VI EWinput buffers can be mapped to identical BEA Tuxedo VI EWinput
records. In this situation, the data structure that the remote service expectsis identical
to the data structure the client program uses. There is no need to create anew VI EW
definition. Instead, specify the input record type (VI EW and the name of the existing
VIEW definition (the one the client program currently uses) for both the | NBUFTYPE
parameter, and omit the | NRECTYPE parameter.

BEA Tuxedo VI EWinput buffers can be mapped to VI EWinput records—in any
combination. However, in this situation, the data structure that the remote service
expects (designated as VI EW' B’ mapping possibilities in Figure 3-3) differs from the
data structure the client program uses (designated as VI EW' A’ in Figure 3-3).
Consequently, you must

1. Create aVlI EWdefinition for the data structure that the remote service expects.

2. Specify the desired record type and the name of this VI EWdefinition with the
| NRECTYPE parameter.

3. Setthel NBUFTYPE parameter to VI EW or i gi nal - vi ewnane.
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6 Before aBEA Tuxedo FML input buffer can be sent to aremote service that does not
support FML, it must be mapped to one of the following input record types. VI EW
X_C_TYPE, or X_COMMON. Also, you must create a VI EWdefinition for the input data
structure that the remote service expects. Set | NBUFTYPE to FML and | NRECTYPE to
VI EWviewname.

Note:  Inthe DMCONFI Gfile, if FML or FML32 are specified as | NBUFTYPE or
QUTBUFTYPE, the type must be followed by acolon (;). (Example:
| NBUFTYPE="FM.32: ")

Mapping Records to Buffers

The following figure shows all the possibilities for mapping records to buffers.
The eLink TCP for Tuxedo gateway is responsible for mapping records to buffers,
based on information it finds in the eLink TCP for Tuxedo configuration. This
mapping occurs for remote client requests and remote server responses.
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Figure3-4 Record to Buffer Mappings
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Setting the OUTRECTYPE and OUTBUFTYPE Parameters

314

The following table lists some of the mapping possibilities that are shown in the
previous figure and some suggestions for setting the QUTRECTYPE and OUTBUFTYPE
parameters (for service callsthat originate localy).
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BEA Tuxedo CARRAY output records can be copied to CARRAY output buffers. A
CARRAY buffer contains raw data that is not converted or trandated. Set the
QUTBUFTYPE parameter to CARRAY. The QUTRECT YPE parameters need not be set.

BEA Tuxedo CARRAY output records can also be copied to STRI NG output buffers.
This creates a string that goes through no conversion and no trandlation. The resultant
buffer isthe length of the original CARRAY buffer. Since all characters are copied, if
the CARRAY buffer containsnull characters, it affectsthe buffer when later handled as
aSTRI NG. The QUTRECTYPE should be set to CARRAY and OUTBUFTYPE should be
set to STRI NG

BEA Tuxedo STRI NGoutput records can be mapped to CARRAY output buffers. There
isno data conversion or translation performed. The STRI NGbuffer is copied through
theleftmost null characters only. Set OUTRECTYPE to STRI NGand OUTBUFTYPE to
CARRAY.

BEA Tuxedo STRI NGoutput records can be mapped to STRI NG output buffers. The
buffer goes through datatype trandlation (such as ASCII to EBCDIC). OUTBUFTYPE
and OUTRECTYPE parameters are set to STRI NG

BEA Tuxedo VI EWoutput records can be mapped to identical BEA Tuxedo VI EW
output buffers. In this situation, the data structure that the remote servicereturnsis
identical to the data structure the local client program expects. Thereis no need to
create anew VI EWdefinition. Instead, specify the VI Ewbuffer type and the name of
the existing VI EWdefinition with the OUTBUFTYPE parameter. The OUTRECT YPE
parameter can be set to VI EW vi ewnane, but it is not mandatory.

BEA Tuxedo VI EWoutput records can be mapped to VI EWoutput buffers—in any
combination. However, in this situation, the data structure that the remote service
returns(designated asVI EW B’ in Figure 3-4) differsfrom thedatastructuretheclient
program expects (designated as VI EW A’ in Figure 3-4). To facilitate the conversion
process, perform the following tasks.

1. Create aVl EWd€finition for the data structure that the remote service returns.

2. If thename givento the VI EWdefinition isdifferent than the name that the remote
servicereturns (that is, ATMI buffer subtype), specify the output record type and
the name of VI EW'B’ with the OUTRECTYPE parameter. (By doing this, you
override the value the eLink TCP for Tuxedo requester automatically detects.)

3. Specify the output buffer type and the name of an existing view (VI EW' A’ inthe
figure) specified in the OUTBUFTYPE parameter.
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6 BEA Tuxedo VI EWoutput records can be mapped to FML output buffers. Tofacilitate
the conversion process, you must perform the following tasks.

1. Create aVlI EWdefinition that describes the data structure that the remote service
returns.

2. If thename givento the VI EWdefinition isdifferent than the name that the remote
servicereturns (that is, the ATMI buffer subtype), specify the output record type
and the name of your VIEW definition with the OUTRECT YPE parameter. (By
doing this, you override the vaue the eLink TCP for Tuxedo requester
automatically detects.)

3. Set the QOUTBUFTYPE parameter to FML.
Note:  Inthe DMCONFI Gfile, if FML or FML32 are specified as | NBUFTYPE or

QUTBUFTYPE, the type must be followed by acolon (:). (Example:
| NBUFTYPE="FM.32: ")

Creating VIEW Definitions to Facilitate Buffer
Conversion

3-16

VI Ewdefinitions are used to describe input and output records that are sent to and
received from remote systems. They describe data elements and indicate how data
elements aretyped and sequenced. Based on these descriptions, eLink TCPfor Tuxedo
translates field data types as required to maintain transparency between dissimilar
systems.

Y ou should create VI Ewdefinitions before you configure eLink TCP for Tuxedo. For
complete information about VI Ewdefinitions and related topics, see the BEA Tuxedo
Programmer’s Guide.

The eLink TCP for Tuxedo buffer and record conversion capabilities are extremely
powerful and flexible. The key to maximizing these capabilities is to thoroughly
understand the BEA Tuxedo VI Ewdefinition mechanism.

VI Ewdefinitionsmakeit possible to specify composite data structuresthat can be used:
®m  On different kinds of machines

m  With different programming languages
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Preparing VIEW Definitions

After determining the input and output record layouts for the remote application
programsyou are working with, you need to prepare VI Ewdefinitions and specify these
definitions in the configuration files.

Note: FML fields must be specified for all Vi Ews that eLink TCP for Tuxedo
converts. In other words, any VI Ewthat you specify as an | NRECTYPE,
OUTRECTYPE, | NBUFTYPE, or OQUTBUFTYPE must be defined with appropriate
FML fields (no dashes in the FNAME column of the Vi Ewdefinition). For the
FML fieldsto match, you must compile these VI EWs without the - n option
specified.

1. Create standard BEA Tuxedo VI EWdefinitionsin files.
2. Runthevi ewc or vi ewc32 VI EwWcompiler.

3. Setthe VI EWFI LES, VI EWDI R, FI ELDTBLS, and FLDTBLDI R environment
variables, using a BEA Tuxedo ENVFI LE if necessary (so that eLink TCP for
Tuxedo servers can locate binary Vi Ewfiles and field table files at runtime).

4. After these tasks are complete, you can specify VI Ewdefinitionsin the
GW CONFI G and DMCONFI Gfiles (by associating names of VI Ewdefinitions with
the | NRECTYPE, OUTRECTYPE, | NBUFTYPE, and QUTBUFTYPE parameters, as
required).

For detailed information about configuring eLink TCP for Tuxedo, see the
“Configuring BEA eLink TCP for Tuxedo” section.

Translating Data

When alocal client program sends data to (or receives data from) a service routine on
adifferent kind of computer, eLink TCP for Tuxedo automatically translates data as
required. Translation involves changing the representation of intrinsic data types by
changing attributes such as word length and byte order.
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The eLink TCP for Tuxedo gateway automatically translates input and output data as
required, following rules that are described in the following section. Read the
information carefully before you create Vi Ewdefinitions (to facilitate buffer
conversion) and configure eLink TCP for Tuxedo.

Basic rulesfor how eLink TCP for Tuxedo trandl ates data are described in the
following subsection. For detailed information about how eLink TCP for Tuxedo
handles string and numeric data, refer to the “NULL Charactersin String Length
Calculations (C Programs)” section.

Data Translation Rules

3-18

The following information outlines the data translation rules that eLink TCP for
Tuxedo follows:

B CARRAY fields are passed untranslated as sequences of bytes.
B STRI NGand CHARfields undergo ASCII-to-EBCDIC trandation, if needed.

B SHORT and LONG fields are translated to S9(4) cove and S9(9) COWP,
respectively.

B FLOAT and DOUBLE fields trand ate to COVP- 1 and COVP- 2, respectively.

m XML fields undergo ASCII-to-EBCDIC trandlation, if needed.
Warning: dec_t cannot be used with VI Ewtranslations.

Note: BEA Tuxedo providesafield type named dec_t that supports decimal values
within VI EWs. The eLink TCP for Tuxedo gateway trandates these fields into
machine independent representations of packed decimals. For example,
dec_t (m n) becomesS9(2*m (n+1))V9(n) COWP- 3. Therefore, adecimal
field with asize of 8,5 corresponds to S9( 10) V9(5) COWP- 3.

The following table summarizes the relationships.

Remote Data Type Description View Field
Type/Length
PI C X(n) Alphanumeric characters string/ n
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Remote Data Type Description View Field
Type/Length

PIC X Single a phanumeric character char

PI C X(n) Raw bytes carray /' n

PIC 9 Single numeric byte carray / 1

PIC S9(4) COW 16-bit integer short

PIC S9(9) COw 32-bit integer long

COowP- 1 Single-precision floating point float

COWP- 2 Double-precision floating point double

PIC Packed decimal dec t/m,n

S9((mH(n+1))/2) Vo

(n)
COVP- 3

NULL Characters in String Length Calculations (C Programs)

When you create VI Ewdefinitions for input and output buffers that are used by C
language applications, you must specify extra characters for terminating NUL L
charactersthat are used in string fields.

For example, when alocal application program expects a 10-byte string in an output
buffer, you would specify 11 for that field—10 for the string plus 1 for the terminating
NULL character.

NULL Characters in String Length Calculations (COBOL
Programs)

When you create VI Ewdefinitions for input and output buffers that are used by
COBOL language applications, do not specify extra characters for terminating NUL L
charactersthat are used in string fields.
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For example, when aremote COBOL application program expects 10 charactersin an
input record, you would specify 10 for that field, not 10 plus 1 (for the terminating
NULL character).

Note: Although eLink TCP for Tuxedo does not require strings to be
NULL-terminated, it respectsNULL termination. Therefore, wheneLink TCP
for Tuxedo detectsaNULL (zero) character within astring, it does not process
any subsequent characters. To pass full 8-bit data that contains embedded
NULL values, use a CARRAY type field or buffer.

The eLink TCP for Tuxedo product provides standard character transation from
ASCII-to-EBCDIC and EBCDIC-to-ASCII. eLink TCP for Tuxedo automatically
performs this translation on the STRI NG data type.

Converting Numeric Data

Numeric data can easily be converted into different datatypes, provided that you have
enough range in the intermediate and destination types to handle the maximum value
you need to represent.

For example, you can convert numeric values into strings (and the reverse). For
example, while FML buffers do not directly support the dec_t type, you can place
decimal valuesin STRI NGfields and map theseto dec_t fieldswithin vi EwW
definitions.

Encoding COBOL Data Types

3-20

An additional encoding library, ConvMvSC, hasbeen included for Tuxedo clientsusing
COBOL datatypes. Thislibrary, ConvivSC, issimilar to the default library, ConvMvS,
but differsin the following ways:

m For the STRI NG data type, both ConvMvSC and Conv WS perform
ASCII-to-EBCDIC and EBCDIC-to-ASCI| tranglation.

e For strings sent to aremote gateway, both libraries perform
ASCII-to-EBCDIC conversion, and forward the string to the mainframe.
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e For strings received from aremote gateway, the Conviws library performs
EBCDIC-to-ASCI| trandlation, truncates any trailing space characters and
adds a NULL terminator. The ConvMWSC library performs the translation, but
does not truncate spaces or add the terminator.

m  For the VI Ewdata type, the ConvMvS and ConvMWSC libraries treat all field types
except STRI NG the same.

e For STRI NGfields within aview sent to aremote gateway, ConvWS
performs ASCII-to-EBCDIC conversion and appends spaceto ‘pad’ the
string with space charactersto the size of the field. ConvMvSC performsthe
character conversion, but does not perform any ‘padding’.

e For STRI NGfieldswithin aview received from a remote gateway, ConviwS
performs EBCDIC-to-ASCII conversion, truncates any trailing space
characters, and adds aNULL terminator. The ConvMvSC library performs the
character conversion, but does not truncate spaces or add the terminator.

Using the COBOL Data Encoding Library

There are two methods for enabling the COBOL data encoding library:
m COBOL dataencoding for all services

m COBOL dataencoding for messages to and from a specific host

Encoding for All Services

To enable COBOL data encoding for every service in the gateway, set the parameter
DFLTTYPE="MWSC" inthe GLOBAL section of the GA CONFI Gfile.

Listing 3-1 Encoding for All Services

*GLOBAL

DFLTTYPE=" WSC’
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Encoding Messages To and From a Specific Host

To enable COBOL data encoding for messages to and from a specific host, set the
parameter TYPE="MWSC" for that hosts FOREI GN entry in the GAY CONFI Gfile.

Listing 3-2 Encoding for Messages To and From a Specific Host

*FOREI GN

HOST_NAME
TYPE=" WSC’

Using Code Page Translation Tables

322

The eLink TCP software includes translation tables which enable conversions of
single byte character sets (SBCS) between ASCI1 and EBCDIC. Thesetables are based
on IBM-defined code sets and include the default Tuxedo code page, which isthe
default code page trandation table used in previous releases of eLink TCP.

Each translation table consists of two mapping tables, one for outbound conversions
(Tuxedo to mainframe) and one for inbound conversions (mainframe to Tuxedo). Y ou
do not have to specify the direction of atranslation; however, you must determine the
national language in which the host application is written. The following figure
illustrates code page translation.

BEA eLink TCP for Tuxedo User Guide



USING CODE PAGE TRANSLATION TABLES

Figure3-5 elLink TCP Code Page Trandation
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Thefigure demonstrates how a Tuxedo application using the Latin-1 ASCI| code page
CP-00819 character set operates with a host application using German EBCDIC code
page CP-00273. The eLink TCP trandation table 00819x00273 provides both the
inbound and outbound conversions.

Specifying a Translation Table

Todesignatethetrandation tablefor your applications, make an entry in the DMCONFI G
file definition for each remote domain. Use the CODEPAGE parameter in the

DM _REMOTE_DOMAI NS section of the DMCONFI Gfile. Specify the trand ation table to
use.

To specify adefault code page translation for remote hosts to use, specify the
transl ation table filenamein the CODEPAGE parameter for thelocal gateway entry inthe
DM _LOCAL_DOMAI NS section of the DMCONFI Gfile.

The following table lists the transl ation tables provided with the eLink TCP software.

BEA eLink TCP for Tuxedo User Guide 3-23



3

CONFIGURING BEA ELINK TCP FOR TUXEDO FOR DATA MAPPING

Table 3-1 eLink TCP Code Page Trandation Tables

Country File Name ASCIl CodeSet EBCDIC Code Set
Tuxedo default TUXEDO TUXEDO-ASCII TUXEDO-EBCDIC
United States 00819x00037 CP-00819 CP-00037

Grest Britain 00819x00285 CP-00819 CP-00285

France 00819x00297 CP-00819 CP-00297

Portugal 00819x00860 CP-00819 CP-00860

Spain 00819x00284 CP-00819 CP-00284

Belgium 00819x00500 CP-00819 CP-00500

Germany 00819x00273 CP-00819 CP-00273

Finland 00819x00278 CP-00819 CP-00278

Sweden 00819x00278 CP-00819 CP-00278

Latin-1 00819x01047 CP-00819 CP-01047

Latin-2 00912x00870 CP-00912 CP-00870

Note: The Tuxedo default ASCII and EBCDIC code pages differ dightly from
CP-00819 and CP-00037.

How the Translation Tables Work

324

At start up, the eLink TCP for Tuxedo gateway |oads atranslation table for each
remote domain.

Y ou can modify any of the tablesto suit your application trandlation needs, except the
default Tuxedo tables, which are hard-coded. Y ou must restart the gateway to change
any trandlation table definitions. The eLink TCP translation tables are located in
$TUXDI R/ udat aobj / codepage. For table contents, refer to the “ Code Page
Translation Tables’ section.

If no CODEPAGE specification is made for aremote domain, the eLink TCP for Tuxedo
software uses the Tuxedo default translation tables.
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Note: Copiesof thedefault Tuxedo trandation tables areincluded with your product
software in $TUXDI R/ udat aobj / codepage. These copies are provided for
you to apply modificationsif necessary for your applications. These copiesare
not the actual default tables used by the gateway. Y ou cannot modify the
default Tuxedo tables because they are hard-coded.

Troubleshooting Translation Table Errors

The following information assists you in resolving errors associated with translation
tables that cause the gateway to fail. The gateway issues the following message when
encountering an error associated with the specified translation table.

1072: ERROR Cannot read CODEPACGE <fil ename> for <LOCAL | REMOTE>
DOVAI N <domai nnane>

For a description of error messages, refer to the “Error and Information Messages’
section. The following causes may be responsible for the gateway issuing the previous
error.

m  The gateway cannot find the tranglation table file.

Verify that you specified the correct codepage name in the CODEPAGE parameter
in the DM_REMOTE_DOMAI N section of the DMCONFI Gfile and that the file resides
in $TUXDI R/ udat aobj / codepage.

® The software cannot read the trandation tablefile.

Verify that the file name specified for the CODEPAGE parameter isvalid. Also,
verify that the specified fileis not corrupt.

m The software cannot read the trandation table file because of access permissions.

Verify that the specified translation table file in the
$TUXDI R/ udat aobj / codepage directory has read permissions.

Sample DMCONFIG Definition for ASCII to EBCDIC Translations

Thefollowing listing shows entries defining one local domain (Cl XA) and two remote
domains (Cl SA and | MsA). In the following example, it is assumed that the local
domain uses ASCII code page CP-00819 and the two remote domains use the German
and French EBCDIC code pages CP-00273 and CP-00297, respectively.
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Listing 3-3 Code Page Definition Example

# DMCONFI G

* DM LOCAL_DOMAI NS
al XA
TYPE=I DOVAI N

* DM_REMOTE_DOVAI NS

Cl SsA
TYPE=I DOVAI N
CODEPAGE=00819X00273

| MBA
TYPE=I DOVAI N
CODEPAGE=" 00819X00297”
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4 Setting Up Security for
BEA eLink TCP for Tuxedo

The eLink for Mainframe TCP for Tuxedo (hereafter referenced as eLink TCP for
Tuxedo) component supports security features that allows arequester from Tuxedo to
pass a user ID requirement through the OTMA or CICS server interfaces for
verification through system security, such as RACF.

This document explains the following security topics:

Security Checking from Tuxedo to Mainframe
Security Checking from Mainframe to Tuxedo
Setting Up Security

Sample Security Files

Data Area Security

Security Checking from Tuxedo to Mainframe

Thefollowing figureillustrates the process flow for security verifications from eLink
TCP for Tuxedo to a mainframe.
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Figure4-1 Security Checking for Tuxedo to Mainframe Transactions

UNIX Mainframe

BEA eLink TCP

for Tuxedo Gateway

Remote
Server

. When the client program performs at pi ni t (), the user’s Tuxedo identity is

validated against thet pusr file.

. When the client program issues at pcal | () ort pacal I (), Tuxedo verifies

(against thet pacl file) that the user is authorized to invoke the gateway service.

. When the gateway establishes the initial connection, connection security

information (specified as RMTNAVE and PASSWORD in the GW CONFI Gfile) is
passed from the eLink TCP for Tuxedo gateway to the remote gateway. If the
RMINAME and PASSWORD val ues match the values configured on the remote
gateway, the connection is established.

With each request, the eLink TCP for Tuxedo gateway passes the user’'s Tuxedo
identity to the remote gateway.

Note: To pass authority checking, the user’s Tuxedo identity must match the
mainframe user 1D exactly.

. The remote mainframe gateway initiates a proxy to act on behalf of the specified

user ID.

. The proxy calls the specified service using system security to check

authorization.
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Security Checking from Mainframe to Tuxedo

The following figureillustrates the process flow for security verifications from a
mainframeto eLink TCP for Tuxedo.

Figure4-2 Security Checking for Mainframeto Tuxedo Transactions

UNIX Mainframe

Remote
Gateway

BEA eLink TCP
for Tuxedo

Tuxedo
Server @
1. Theuser ID, established at mainframe login, is checked by system security to

verify that the user has permission to start a client transaction.

The user ID is checked by system security to verify that the user has permission
to send arequest to the gateway.

With each request, the gateway passes the user ID to the Tuxedo gateway.

Note: To pass authority checking, the user’s Tuxedo identity must match the
mainframe user 1D exactly.

The eLink TCP for Tuxedo gateway maps the mainframe user 1D to a Tuxedo
user ID and issues the service request on behalf of that user.

The Tuxedo server performs access checks (based on thet pac! file) to verify
that the user has access to the requested service.
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Setting Up Security

The eLink TCP for Tuxedo product supports two methods for providing security:
m  Tuxedo security plug-in

®m Built-in Tuxedo security

Tuxedo Security Plug-in

The Tuxedo security plug-in enables the customization of the security functions,
including the use of aternate implementations. The Tuxedo security plug-in is set up
during Tuxedo plug-in configuration. Refer to the Tuxedo documentation for specific
information about this feature.

Built-in Tuxedo Security

Built-in Tuxedo security is used when custom security plug-ins are not implemented.
To enable the built-in Tuxedo security feature, compl ete the following tasks.

1. Code SECURI TY in the BEA Tuxedo UBBCONFI Gfile. Refer to the BEA Tuxedo
Administration Guide for more information.

2. Set up user, group, and ACL files. Refer to the BEA Tuxedo Administrator’s Guide
for more information.

Note: Theuser information in these files must match in the BEA Tuxedo and the
mainframe environments or a security violation occurs.

3. Code the security parameter in your eLink TCP for Tuxedo configuration file
(GW CONFI G). For GW CONFI G syntax and parameter definitions, refer to the
“Configuring BEA eLink TCP for Tuxedo” section.
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Sample Security Files

User Files

Group File

Part of the process for setting up security for eLink TCP requires you to have user,
group, and ACL files. The following sections include these samplefiles.

The following sampleis a user file that includes user names, encrypted passwords, a
user |D number, group number, and a client name.

Listing4-1 Sample User (tpusr) File

#i 11 en: w2ZMXKeJmi UOM 1: 0: TPCLTNM someguy: :
#i 11 en:0YzvQeqzcNz56: 1: 0: TPCLTNM *: :

#eke: x3vG37eOghOXE: 2: 0: TPCLTNM *: :
#i11en:0YzvQeqzcNz56: 1: 1: TPCLTNM *: :

#i 11 en:0YzvQeqzcNz56: 1: 2: TPCLTNM *: :

john: x3v@&7eCghOXE: 2: 1: TPCLTNM *: :
jimOYzvQeqzcNz56: 1: 1: TPCLTNM *: :

ri chard: | xqosKHU5Q@3BA: 3: 1: TPCLTNM *: :
JDOE: zZBMAVUBNNBVgoO: 4: 0: TPCLTNM *: :

smth: ULf RIzAeyGAD2: 5: 0: TPCLTNM *: :

Lines that begin with the pound sign (#) are users that have been changed or del eted
by t pusr nmod or t pusr del .

The following sampleis a group file that specifies the names and indexes of groups.

Note: Thet pgr p fileisonly necessary when specifying ACL or MANDATORY_ACL
modes for security. If you specify USER_AUTH for security, you can assign
usersto groups, but they do not correlate to the groups used for security by the
remote system.
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ACL File

Listing4-2 Sample Group (t pgr p) File

good: : 1:
bad: : 2:

Thet pacl file correlates agroup and the servicesto which that group has access. In

thet pacl file, thefirst field specifieswhat is protected, the second field specifiesthe
type of object being protected (specified in thefirst field), and the third field specifies
the group that has access to the object.

In the following example, only usersin group 1 (john, jim, richard) can access
TOLOVER, and only usersin group 2 can access TOUPPER.

Note: Thet pacl fileisonly necessary when specifying ACL or MANDATORY_ACL
modes for security.

Listing 4-3 Sample ACL (t pacl ) File

TOLOWER: SERVI CE: 1:
TOUPPER: SERVI CE: 2:

Data Area Security

4-6

TheelLink TCP for Tuxedo gateway provides data area security which isa specialized
security protocol for the following cases:

m User information is propagated across multiple Tuxedo domain boundaries
m A remote or local service requires auser’s LTERMinformation

In these cases, aclient’suser ID, group name, and LTERMcan be specified in the data
area of arequest. For Tuxedo clients, user information specified in the data areais
verified by the remote gateway in the usual manner. For remote clients, remote user
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information is placed in the dataareafields by thelocal gateway to be used by Tuxedo
services. Inthiscase, the remote client does not have to popul ate these fields, but must
allocate space for them in the data area.

Enabling Data Area Security

Format

Complete the following tasks to enable data area security.

1

Add fieldsto the user’s data area on the local and remote hosts. These fields are
passed to and from the mainframe host. For the field formats, refer to Listing 4-4.

Set WRAP=TPSD in the FOREI GN section corresponding to the remote host in the
GW CONFI Gfile. For syntax and parameter definitions for the FOREI GN section of
the GW CONFI Gfile, refer to the “Defining the FOREIGN Section of the
GWICONFIG File" section.

Populate the data area with the user information before sending arequest to a
remote service.

The remote user’sinformation is populated into the data area when arequest is
received for alocal service.

Note: If using avi Ewdataformat, allocate the extrafields before the application
dataasdefined in Listing 4-4. If using the STRI NGdataformat, allocate 24
additional bytes at the beginning of the string to be used for the security
fields.

The user data area fields in C use the following format.

Listing4-4 Syntax for C User Data Area Fields

struct da_security {

char unane[8]; [/*user nane*/
char group[8]; [/*user group*/
char Itern{8]; /*terninal id*/
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/*user data is appended here*/
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5 Configuring BEA eLink
TCP for Tuxedo

The following configuration files must be set up prior to running BEA eLink for
Mainframe TCP for Tuxedo (hereafter referenced as eLink TCP for Tuxedo):

B UBBCONFI G

B GWN CONFI G

B DMCONFI G

This document explains the following tasks for configuring eLink TCP for Tuxedo:
m Updating the BEA Tuxedo UBBCONFIG File

m  Specifying Parameters in the GWICONFIG File

m Defining Domain Configurationsin the DMCONFIG File

Updating the BEA Tuxedo UBBCONFIG File

Aswith any Tuxedo server, you must establish a server group for eLink TCP for
Tuxedo by adding entries for eLink TCP for Tuxedo gateway in the UBBCONFI Gfile
for the local region. Specifically, you must add records to:

B The GROUPS section

B The SERVERS section
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B The SERVI CES section

See the BEA Tuxedo Administrator’s Guide for more information about the
UBBCONFI Gfile. For information about the UBBCONFI Gfile specific to the gateway,
refer to the “Updating the GROUPS Section to Establish a Server Group” and
“Updating the SERVERS Section” sections.

Note: Lines beginning with an asterisk (*) indicate the beginning of a specification
section. Each such line contai nsthe name of the sectionimmediately following
the *. The asterisk is required when specifying a section name.

Updating the GROUPS Section to Establish a Server Group

To establish a server group for eLink TCP for Tuxedo, you must add the following
items to the GROUPS section of the BEA Tuxedo UBBCONFI Gfile:

m A namefor the eLink TCP for Tuxedo server group using the gr oupnane
variable

m Thelogical machine name for the system on which eLink TCP for Tuxedo is
installed using the LM D parameter

Note: For Windows NT, the LM D must be in uppercase

m A group number for the eLink TCP for Tuxedo server group using the GROUPNO
parameter

Syntax

The syntax of the configuration file entry is as follows.

Listing5-1 Syntax for GROUPS Section of UBBCONFI GFile

groupnare LM D=l ogi cal _nmachi ne_identifier
GROUPNO=gr oup_nunber
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The variable definitions follow.

Variable Description

groupnarne Specifies the name you select for the eLink TCP
for Tuxedo server group.

| ogi cal _machine_identifier Specifies the logical machine identifier for the
system on which eLink TCP for Tuxedo is
installed.

group_numnber Specifies the number you assign to the eLink
TCP for Tuxedo server group.

Example

Here is an example of a UBBCONFI G entry that establishes a server group.

Listing 5-2 Establishing a Server Group

NODE2GATE LM D=NODE2
GROUPNO=1

Updating the SERVERS Section

This section explains how to specify eLink TCP for Tuxedo serversin the BEA
Tuxedo configuration.

The eLink TCP for Tuxedo product provides the gateway you need to list in the
SERVERS section of the BEA Tuxedo UBBCONFI G configuration file.

For each eLink TCP for Tuxedo server group, you can specify one gateway. There
must also be entries for domain administration (DMADM) and gateway administration
(GnaDM) servers.
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Syntax

5-4

The syntax of each configuration file entry is asfollows.

Listing 5-3 Syntax for SERVER Section of UBBCONFI GFile

DVADM SVRGRP=gr oupnare SRVI D=i nt eger

GWNADM SVRGRP=gr oupname SRVI D=i nt eger

GN DOVAI N SVRGRP=gr oupnarne SRVI D=i nt eger
CLOPT="-A -- -e<type> -r"

The following table describes the parts of the syntax.

Part Description

GW DOVAI N Specifiesthe name of the eLink TCPfor Tuxedo gateway.

DVADM Specifies the name of the BEA Tuxedo supplied domain
administration server.

GWADM Specifies the name of the BEA Tuxedo supplied gateway
administration server.

groupnane Specifies the name you select for the eLink TCP for
Tuxedo server group. Thisis the group with which the
server in question is associated.

i nt eger Specifies the number you assign to the eLink TCP for

Tuxedo server.
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Part

Description

CLOPT="-A -- -e<type>
-r"

- A specifiesthe command line option string that isused to
initialize eLink TCP for Tuxedo when it isinvoked. This
isthe default for BEA Tuxedo server processes.

- e<t ype> after the double dashes specifies the
alternate data mapping product to use for data
conversion. Theonly valid type value isMERC. This
option must be entered to the right of the double
dashes (--) as agateway option.

- r after the double dashes specifiesthat the server should
record, in its standard error file, alog of services
performed. Thislog may be analyzed by thet xr pt
command. When using this option, ensure that the
ULOGDEGVvariableisnot setto “y”.

For more information about BEA Tuxedo servers and related configuration
parameters, see the BEA Tuxedo Administrator’s Guide.

Using the Request Logging Option

Output from the -r command line option should be capable of being processed by

t xr pt command. Thet xr pt command analyzes the standard error output of a BEA
Tuxedo server and provides a summary of service processing time within the server.
The report shows the number of times each service was dispatched and the average
amount of timeit took for each serviceto processarequest during the specified period.
t xr pt takesitsinput from the standard input or from astandard error fileredirected as

input.

Note: The process of gathering statistics creates overhead. Use this option

selectively.

Other Options for Configuring Servers

Aswith other Tuxedo servers, you can use some of BEA Tuxedo system server boot
options with eLink TCP for Tuxedo servers. Boot options must be specified with
CLOPT parameter (before the CLOPT double-dash separator).
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Note: Becauseelink TCPfor Tuxedo dynamically advertises servicesthat arelisted
initsinitialization file, you should not advertise services by using the - s
option.

For moreinformation about these and other boot options, seeser vopt s(5) intheBEA
Tuxedo Administrator’s Guide.

Specifying Parameters in the GWICONFIG File

5-6

The GW CONFI Gfileis the mechanism that system administrators use to configure
eLink TCP for Tuxedo. The particular file the gateway usesis determined by the
environment variable GW CONFI G. The configuration fileis similar to the Tuxedo
Transaction Manager UBBCONFI Gfile, both in structure and in composition. This
makesit possiblefor experienced BEA Tuxedo administratorsto configureeLink TCP
for Tuxedo without extensive training.

Note: GW CONFI Gisageneric filename. Y ou are free to choose other filenames just
aswith the Tuxedo UBBCONFI Gfile and DMCONFI Gfile. Be sure that the name
of the GW CONFI Gfileis specified in the GA CONFI G environment variable.
Also, the GW CONFI Gfile should be saved to the application directory.

The GwW CONFI Gfileisdivided into the following required sections:

Table 5-1 Required GW CONFI G File Sections

Section Description

GLOBAL Describes certain general characteristics of all eLink TCP for
Tuxedo gateways.

NATI VE Describesall native systems. Usethe gateway name, specified

in the GW _GWNANE environment variable, to distinguish
different gateways in the same configuration file.

FOREI GN Describes all foreign systems.
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Table 5-1 Required GW CONFI G File Sections

Section

Description

LOCAL_SERVI CES

Describeslocal services that are accessible in the BEA
Tuxedo domain through the eLink TCP for Tuxedo gateway.
Each local serviceislinked to a native system using the
NATI VE parameter. For each local service, eLink TCP for
Tuxedo uses the TCP port number and | P address of the
corresponding native system to establish a TCP listening
endpoint.

REMOTE_SERVI CES

Describes remote services that are accessible from the BEA
Tuxedo domain. Each remote service describesa TCP service
on aforeign system. For each remote service, the FOREI GN
parameter definesthe name of the foreign system. eLink TCP
for Tuxedo uses the TCP port number and | P address of the
foreign system to connect to the remote TCP service.

Warning: TheGW CONFI Gfile must contai n the required sectionsin the order shown
in Listing 5-4. Each section requires the asterisk (*) in the name.

Listing 5-4 Sample GW CONFI GFile

*GLOBAL

NVDEVI CE="/ dev/ t cp"
CONNECT_TI ME=20
OQUTREQ TI ME=20
LATENCY=- 2

SECURE=N

MULTI PLEX=2
DFLTWRAP="TPS"
DFLTTYPE=" WS"

*NATI VE

LOCAL | PADDR="// beasun2"
TCP_PORT=9002
| DLE_TI ME=20

*FOREI GN

Rl GHTY WRAP="TPS"
TYPE="WS"
| PADDR="// beasun2"
TCP_PORT=9004
MULTI PLEX=2
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| DLE_TI ME=30
RMIACCT="zeke"
PASSWORD="rapl e"

M KE V\RAP=" TPS"
TYPE=" WS"
| PADDR="// dal vs3"
TCP_PORT=9001

MULTI PLEX=6
* LOCAL_SERVI CES
TUXTOUPPER
ECHO
* REMOTE_SERVI CES
TUXTOLOMER
QUTREQ TI ME=20
BEASVRO7
OUTRECTYPE=" VI EW wei r d"
TST1V

Note: Changesto the GACONFI G file must be made when upgrading from previous
releases of eLink TCP. See the eLink for Mainframe TCP Release Notes for
specific upgrade information.

Defining the GLOBAL Section of the GWICONFIG File

The following sections describe parameters that are associated with the GLOBAL
section of the GW CONFI Gfile. These parameters describe global characteristicsfor the
gateway.

The format of the GLOBAL section of the GW CONFI Gfile is shown in the following
listing.
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Listing 5-5 Syntax for GLOBAL Section of GW CONFI GFile

[ # A comrent (from"#" to end of

* GLOBAL

NWDEVI CE=TCP_devi ce ]
CONNECT_TI ME=n]

| DLE_TI ME=n]

OQUTREQ _TI ME=n]

LATENCY=n| 1 ]

SECURE=Y| N ]

MULTI PLEX=n| 1 ]

DFLTWRAP=wr apper name ]
DFLTTYPE=transl ati on type ]

——— — — — — ——

line)]

The following table describes the parameters that are set in the GLOBAL section.

Table5-2 Parametersfor thed obal Section

Parameter Required/ Default Description
Optional
NWDEVI CE="TCP_devi ce”  Optiona “/dev/tcp” Specifies the network device to be used for
communication with remote gateways.
CONNECT_TI ME=n seconds Optiona No timeout Specifies the number of secondsthe
gateway waits to establish a connection.
| DLE_TI ME=n seconds Optional Noidletimeout  Specifiesthe number of seconds a

connection can be idle before timing out.

QUTREQ TI ME=n seconds  Optional None Specifies the default timeout value, in
seconds, for requests sent to foreign
gateways.

LATENCY=n seconds Optional 1 Specifies the number of secondsto be

deducted from the timeout value sent to a
remote gateway for aTuxedo client request.
Thisincreasesthelikelihood that theremote
gateway detects a timeout before the local
gateway.
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Table5-2 Parametersfor the d obal Section

Parameter

Optional

Required/ Default

Description

SECURE=Y | N Optional N

Specifies whether the eLink TCP for
Tuxedo gateway supplies user information
to local and remote services.

If SECURE=Y, then the eLink TCP for
Tuxedo gateway supplies user information
to remote services and applies remote user
information to local services using the

appkey.

If SECURE=N, then the eLink TCP for
Tuxedo gateway does not supply user
information to remote services and does not
apply remote user information to local
services using the appkey.

If SECURE=N and the Tuxedo domainisset
with SECURI TY=ACL in the UBBCONFI G
file, arequest toalocal servicecanfail even
if ACLsarein place.

MULTI PLEX=n Optional 1

Specifies the maximum number of
outstanding requestsper connection that the
local gateway can support.

DFLTWRAP=wr apper nane  Optional TPS

5-10
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Specifies the name of the default wrapping
library to use for wrapping and unwrapping
messages for machineswithout aFOREI GN
section or without a WRAP parameter in the
FOREI GN section. A corresponding
wrapper object WRAP<wr apper nane>
must exist. The wrapper name TPS is used
in most cases. Specify TPSDif dataarea
security isused. For more information
about data area security, refer to “ Setting
Up Security for BEA eLink TCP for
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Table5-2 Parametersfor thed obal Section

Parameter

Required/ Default Description
Optional

DFLTTYPE=system t ype Optional DFLTYPE=WS  Specifiesthedefault foreign systemtypefor

encoding and decoding message buffers. If
you specify TYPE in the FOREI GN section,
that TYPE definition overrides this default
value. For normal C-to-COBOL encoding,
specify DFLTYPE=" WSC" to enable
COBOL data encoding.

For more information about DFLTYPE
valuesMVS and MV SC, refer to
“Configuring BEA eLink TCP for Tuxedo
for Data Mapping.”

Defining the NATIVE Section of the GWICONFIG File

The following sections describe parameters that are associated with the NATI VE
section of the GW CONFI Gfile. These parameters are specific to the local system. You
can specify multiple native systems in the same configuration file allowing multiple
gateway processesto accessthe same configuration file. Thismakesasingle repository
of connectivity services. The link between the gateway process and the native system
entry is made through the GAW NAME environment variable.

The format of the NATI VE section of the GA CONFI Gfileisillustrated in the following
listing.

Listing 5-6 Syntax for NATI VE Section of GW CONFI GFile

[ # A coment (from"#" to end of line)]
*NATI VE

<GATEWAY_NAME>

| PADDR=i p_addr ess ]

TCP_PORT=port nunber ]

I DLE_TI ME=n]

MULTI PLEX=n]

POLL_TI ME=n]

MAXCONNECT=n]

—— ————
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The following table describes for each local system that are specified in the NATI VE

section.

Table 5-3 Parametersfor the NATI VE Section

Parameter Required/  Default Description
Optional

<GATEWAY_NAME> Required None Thisparameter isa1-78 a phanumeric character
string that represents the gateway identification
passed in the GA NAMVE environment variable.
The GATEWAY_NAME parameter must match an
entry in the DM_LOCAL_ DOVAI NS section of
the DMCONFI Gfile.

| PADDR=i p_addr ess Optional IPaddressof  Specifiesthe |P address for the local system.

thelocal host Thel PADDR can bein the hexadecimal format
machine Oxaaaaaaaa, the dotted decimal format

|1 #. #. #. #, or the DNS format

/lhost [ . donmi nnane] .

TCP_PORT=port nunber Optional None Specifies the local port number used for
listening for services. Thisparameter isoptional
if nolocal services are advertised. If you do not
specify TCP_PORT, alistener port is not
created.

| DLE_TI ME=n Optional Noidletime  Specifiesthe number of seconds a connection

value can remain idle before being disconnected.

MULTI PLEX=n Optional 1 Specifies the number of outstanding requests
per connection that the local gateway can
support.

POLL_TI ME=n Optional 250,000 Specifies the polling timeout (in microseconds)

micro to beused in polling for Tuxedo messages. The
seconds range of values for this parameter is
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Table 5-3 Parametersfor the NATI VE Section

Parameter Required/  Default Description
Optional
MAXCONNECT=n Optional No Specifies the number of connectionsinto the

maximum

gateway from remote hosts. If the remote

system attempts more connections than this
parameter specifies, the remote systems are

disconnected.

Defining the FOREIGN Section of the GWICONFIG File

Listing 5-7 Syntax for FOREI GN Section of GAf CONFI GFile

The FOREI GN section of the GAF CONFI Gfile contains parameters that collectively
describe foreign systems.

Theformat of the FOREI GN section of the G CONFI Gfileisillustrated inthefollowing
listing.

<SYSTEM_NAME>

| PADDR=i p_addr ess

[ TYPE=system t ype]

[ WRAP=wr apper nane]

[ TCP_PORT=port nunber]
[ MULTI PLEX=n sessi ons]
[1 DLE_TI ME=n seconds]
[ RMTACCT="useri d"]

[ PASSWORD=" passwor d” ]
[aCs=Y | N

[ CI CSHAND=<nane>]

[ MAXCONNECT=n]

[ CONNSYNC=Y| N

[ CONNECT_TI ME=n]

[ Cl CSDATA="string"]

[ # A comment (from"#" to end of line)]
* FOREI GN
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The following table describes the parameters that are set for the each foreign system

that you specify in the FOREI GN section.

Thefollowing table describes the parameters that are specified in the FOREI GN section.

Table5-4

Parameter Required/  Default
Optional

Description

<SYSTEM _NAME> Required None

This parameter is a 1-78 a pha-numeric
character string that represents the foreign
system name.

The SYSTEM_NAME parameter must match an

entry in the DM_REMOTE_DOMAI NS section of
the DMCONFI Gfile.

| PADDR=i p_addr ess Required None

Specifies the | P address for the remote system.
The | PADDR can be in the hexadecimal format
Oxaaaaaaaa, the dotted decimal format

[ #. #. #. #, or the DNS format

/Ihost [ . donmi nnane] .

TYPE=system t ype Optional “ WS’
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Specifies the foreign system type for encoding
and decoding the Tuxedo buffers (application
data). TYPE values of MV S and MV SC support
C-to-COBOL or COBOL data encoding. If you
do not specify TYPE, thevaluein DFLTYPE in
the GLOBAL section is used.

For more information about MVS and MVSC
TYPE values, refer to “ Configuring BEA eLink
TCP for Tuxedo for Data Mapping.”
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Table5-4

Parameter

Required/
Optional

Default

Description

VRAP=wWr apper name

Optional

“TPS”

Specifiesthe name of the wrapping entry to use
for wrapping and unwrapping messagesfor this
host. A corresponding wrapper object

wWr ap<wr apper nane> must exist. The
wrapper name TPS is used in most cases.

Specify TPSDif data area security is used. For
moreinformation about dataarea security, refer
to“ Setting Up Security for BEA eLink TCPfor
Tuxedo.”

If WRAP is not specified in the FOREI GN
section, the value for DFLTWRAP in the
GLOBAL section is used.

TCP_PORT=port nunber

Optional

No port
number

Specifies the port number of the foreign
gateway. This parameter is optional if remote
servicesare not defined for thisforeign system.

MULTI PLEX=n sessions per
connection

Optional

1 session per
connection

Specifies the maximum number of sessions per
connection that the local gateway can support.

| DLE_TI ME=n seconds

Optional

Noidle
timeout

Specifies the number of seconds a connection
can remain idle before being disconnected.

acs=y | N

Optional

N

Specifieswhether to send control informationto
the IBM TCP/IP listener for use with the eLink
TCPfor CICS gateway.

If CI CS=Y and you are not using IBM TCP/IP
or your remote gateway is not eLink TCP for
CICS, the transaction does not process
correctly.

Cl CSHAND=<nane>

Optional

BEAH

Specifies the name of the handler transaction to
be passed to the IBM TCP/IP listener for use
with eLink TCPfor CICS.

RMTACCT="useri d”

Optional

Specifiesthe user ID for gateway-level security
on the foreign system.
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Table5-4
Parameter Required/  Default Description
Optional

PASSWORD=" passwor d” Optional Specifies the password associated with the user
ID for gateway-level security on the foreign
system.

MAXCONNECT=n Optional No limit Specifies the maximum number of connections
to the specified host.

CONNSYNC=Y| N Optional N Specifies whether to force the gateway to
establish connections to the specified host in a
synchronous manner.

CONNECT_TI ME=n Optional Vauefrom Specifies the number of seconds the gateway
GLOBAL waits to establish a connection. If you do not
section specify this parameter, the value of

CONNECT_TI ME in the GLOBAL sectionis
used.

Cl CSDATA="stri ng” Optional Specifies a string to be passed to the IBM

TCP/IP listener for use with the eLink TCP for
CICS gateway.

Defining the LOCAL_SERVICES Section of the GWICONFIG

File

5-16

The LOCAL_SERVI CES section of the G\ CONFI Gfile contains parameters for each
local service specified in the DMCONFI Gfile. Each service entry name matches the
remote name of the service in the DM_LOCAL_SERVI CES section.

Theformat of the LOCAL_SERVI CES section of the GAf CONFI Gfileisillustrated in the

following listing.

Listing 5-8 Syntax for LOCAL_SERVI CES Section of GW CONFI GFile

[ # A comrent (from"#" to end of line)]

*LOCAL_SERVI CES
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<SERVI CE_NANE>
[  NRECTYPE="f or ei gn_i ncom ng_buffer_type"]
[ OUTRECTYPE="f or ei gn_out goi ng_buffer_type”]
[ SECURE=Y | N

[CONV=Y | N

The following section describes the parameters set for each service you specify in the
LOCAL_SERVI CES section.

Table5-5 Parametersfor LOCAL_SERVI CES Section

Parameter Required/  Default Description
Optional
<SERVI CE_NAME> Required None Thisparameter isa1-78 a phanumeric character

string that representsthe local service namethat
matches the service name value in the
DM _LOCAL_SERVI CES section of the

DMCONFI Gfile.
| NRECTYPE="foreign_in Optiona None Specifies the foreign buffer type for repliesto
com ng_buf fer_type” remote clients. If you do not specify

INRECTY PE, the default is no type. In this
case, the type of buffer is unchanged.

OUTRECTYPE="forei gn_o  Optiona Match the Specifies the foreign buffer type for requests
ut goi ng_buffer_type” I NRECTYPE from remote clients. If you do not specify
value QUTRECTYPE, the default is to match the
| NRECTYPE vaue.
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Parameter

Required/  Default Description
Optional

SECURE=Y

N

Optional N Specifies whether the eLink TCP for Tuxedo
gateway applies remote user information to
local services.

If SECURE=Y, then the eLink TCP for Tuxedo
gateway applies remote user information to
local servicesusing the appkey.

If SECURE=N, then the eLink TCP for Tuxedo
gateway doesnot apply remote user information
to local services using the appkey.

If SECURE=N and the Tuxedo domain is set
with SECURI TY=ACL in the UBBCONFI Gfile,
arequest to alocal Tuxedo service can fail even
if ACLsarein place.

CONV=Y |

N

Optional N Specifies whether service is conversational.
Conversational modeisnot currently supported,
S0 Y returns an error message and the gateway
does not start.

Defining the REMOTE_SERVICES Section of the GWICONFIG

File

The REMOTE_SERVI CES section of the GAr CONFI Gfile contains parameters for each
remote service specified in the DMCONFI Gfile. Each service entry name matches the
remote name of the service in the DM_REMOTE_SERVI CES section.

Theformat of the REMOTE_SERVI CES section of the GW CONFI Gfileisillustrated in the
following listing.

Listing 59 Syntax for REMOTE_SERVI CES Section of GA CONFI GFile

[ # A comrent (from"#" to end of line)]
* REMOTE_SERVI CES
<SERVI CE_NAME>
[ I NRECTYPE="f or ei gn_out goi ng_buffer_type”]

5-18 BEA eLink TCP for Tuxedo User Guide



SPECIFYING PARAMETERS IN THE GWICONFIG FILE

[ OUTRECTYPE="f or ei gn_i ncomi ng_buf fer_type”]
[ QUTREQ_TI ME=N]
[ SECURE=Y | N

[ CONV=Y |

N

The following table describes the parameters set for each service you specify in the
REMOTE_SERVI CES section.

Table 5-6 Parametersfor REMOTE_SERVI CES section

Parameter

Required/  Default

Optional

Description

<SERVI CE_NAVE>

Required

Thisparameter isa1-78 alphanumeric character
string that representsthe local service namethat
matches the RNAMVE valuein the

DM REMOTE_SERVI CES section of the
DMCONFI Gfile. If RNAME is not specified, this
name matches the Tuxedo service name.

| NRECTYPE="f or ei gn_ou
t goi ng_buffer_type”

Optional None

Specifiesthe foreign buffer type for requeststo
remote servers. If you do not specify

| NRECTYPE, thedefault isno type. Inthiscase,
the type of buffer is changed.

QUTRECTYPE="f or ei gn_i
ncom ng_buf fer_type”

Match the
QUTBUFTYPE
value

Optional

Specifies the foreign buffer type for replies
from remote servers. If you do not specify
QUTRECTYPE, the default is no type. In this
case, the type of buffer is unchanged.

QUTREQ TI ME=n

Vaue from
GLOBAL
section

Optional

BEA eLink TCP for Tuxedo User Guide

Specifies the timeout value, in seconds, for
reguests sent to this service. If you do not
specify this parameter, the value for
QUTREQ TI MEinthe GLOBAL section isused.
If OUTREQ_TI MEisnot specifiedinthissection
or the GLOBAL section, an error message
occurs.
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Parameter Required/  Default Description
Optional
SECURE=Y | N Optional N Specifies whether the eLink TCP for Tuxedo

gateway supplieslocal user information to
remote services.

If SECURE=Y, then the eLink TCP for Tuxedo
gateway supplies user information to remote
services.

If SECURE=N, then the eLink TCP for Tuxedo
gateway does not supply user information to
remote services.

CONV=Y | N Optional N Specifies whether the serviceis conversational.
Conversational modeisnot currently supported,
S0 Y returns an error message and the gateway
does not start.

Defining Domain Configurations in the
DMCONFIG File

The domain configuration file (DMCONFI G) is made up of specification sections. Lines
beginning with an asterisk (*) indicate the beginning of a specification section. Each
such line contains the name of the section immediately following the*. The asterisk is
required when specifying a section name. Allowable section names are:

DM _LOCAL_DOVAI NS, DM _REMOTE_DOMAI NS, DM _LOCAL_SERVI CES,

DM _REMOTE_SERVI CES, DM _ROUTI NG, and DM_ACCESS_CONTROL.

Note: The DM _LOCAL_DOMAI NS section must precede the DM_REMOTE_DOVAI NS.

The following paragraphs describe the significant parameters within specific sections
of the DMCONFI Gfile that define new gateway configurations.
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DM_LOCAL_DOMAINS Section

This section identifieslocal domains and their associated gateway groups. The section
must have an entry for each gateway group (local domain). Each entry specifiesthe
parameters required for the domain gateway processes running in that group.

Theformat of the DM_LOCAL_DOMAI NS section of the DMCONFI Gfileisillustrated inthe
following listing.

Listing 5-10 Syntax for DM_LOCAL_DOVAI NS Section of DMCONFI G File

LDOM required paranmeters [optional paraneters]

LDovis an identifier value used to name each local domain and must be unique within
aparticular configuration. In the description of the DM_LOCAL_SERVI CES section,
LDomvis the identifier that connects local services with a particular gateway group.

The following table describes the parameters that are set in the DM_LOCAL_ SERVI CES
section.

Table5-7 Parametersfor theDM _LOCAL_SERVICES Section

Parameter Required/  Default Description
Optional
GA\GRP = identifier Required None Specifies the name of the gateway server group

(the name provided in the TUXCONFI Gfile)
representing thislocal domain. A one-to-one
relationship must exist between a DOVAI NI D
and the name of the gateway server group; each
GAGRP must have its own unique DOVAI NI D.
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Parameter Required/  Default

Optional

Description

TYPE = identifier Required None

Is used for grouping local domain into classes.
TYPE can be set to TDOVAI N or any other
domain gateway type. The TDOVAI N value
indicates that thislocal domain can only
communicate with another Tuxedo
System/Domain. For use with eLink TCP for
Tuxedo, specify TYPE=I DOVAI N. Domain
types must be defined in the

$TUXDI R/ udat aobj / DMTYPE file.

DOVAI NI D = string Required None

Isused toidentify thelocal domain. DOVAI NI D
must be unique across both local and remote
domains. The value of string can be a sequence
of characters (for example,

"BA. CENTRALO1"), or a sequence of
hexadecimal digits preceded by "0x" (for
example, "0x0002FF98C0000B9D6").
DOVAI NI Dmust be 32 octetsor fewer inlength.
If the valueis a string, it must be 31 characters
or fewer.

AUDI TLOG =string Optional None
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Specifies the name of the audit log file for this
local domain. The audit log feature is activated
from the dmadmi n command and records all
the operations within thislocal domain. If the
audit log feature is active and this parameter is
not specified, the file DMmddyy. LOG (where
mEmonth, dd=day, and yy=year) iscreated in
the directory specified by the SAPPDI R
environment variable or the APPDI R keyword
of the MACHI NES section of the TUXCONFI G
file.
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Parameter Required/  Default Description
Optional
BLOCKTI ME = numeric Optional Thevalueof  Specifies the maximum wait time allowed for a
BLOCKTI ME  blocking call. The value sets a multiplier of the
parameter SCANUNI T parameters specified in the
specifiedin -~ TUXCONFI Gfile. Thevalue SCANUNI T *
the BLOCKTI ME must be greater than or equal to
TUXCONFI G SCANUNI T and less than 32,768 seconds.
file A timeout always implies afailure of the
affected request. Notice that the timeout
specified for transactionsin the TUXCONFI Gis
aways used when the request isissued within a
transaction.
CODEPAGE = table-identifier Optional “DMTLOG Specifies the mapping to use with remote hosts

that are not specified in the DMCONFI Gfile.
CODEPAGE designates a bidirectional
trandation table for ASCII to EBCDIC
conversion between alocal Tuxedo application
and aremote mainframe application. The
table-identifier describes afile containing a
tranglationtable. Thename of thefile, locatedin
the $TUXDI R/ udat aj obj / codepage
directory, is acomposite of the code page
numbers used for the trandation. This
parameter specifies the mapping to use with
remote hosts that are not specified in the
DMCONFI Gfile.

For example, specifying
CODEPAGE=00819x00297 designatesthe
trandation table for converting ASCI|
CP-00819 characters to French EBCDIC
CP-00297 characters, and vice versa. The
trandlation tables can be modified. For complete
character listings, refer to “ Code Page
Trandation Tables.”
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Parameter

Required/
Optional

Default

Description

DMTLOGDEV =string

Optional

None

Specifies the Tuxedo file system that contains
the Domain transaction log (DMTLOG) for this
machine. The DMTLOG is stored as a Tuxedo
System VTOC table on the device. If this
parameter is not specified, the domain gateway
group is not allowed to process requestsin
transaction mode. Local domains running on
the same machine can share the same

DMTL OGDEV file system, but each local domain
must have its own log (atablein the
DMTLOGDEV) named as specified by the

DMTL OGNAME keyword.

DMILOGNAME = identifier

Optional

“DMILCG’

Specifies the name of the domain transaction
log for this domain. This name must be unique
when the same DMTLOGDEYV is used for severa
local domains. The name must be 30 characters
or less.

DMTLOGSI ZE = numeric

Optional

100 pages

Specifies the numeric size, in pages, of the
Domain transaction log for this machine. It
must be greater than 0 and |ess than the amount
of available space on the Tuxedo file system. If
not specified, the default is 100 pages.

MAXDATALEN = numeric

Optional

None

Specifies amaximum amount of data (in bytes)
that can be sent to or from any services
advertised by thislocal domain. Thereisno
limit if this parameter is not specified.

MAXRDOM= numeric

Optional

None

Specifies the maximum number of connections
(or dialogsif the domain is of type OSTP)
allowed per gateway. Thereisno limit if this
parameter is not specified.

MAXRDTRAN = numeric

Optional

16
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Specifiesthe maximum number of domainsthat
can beinvolved in atransaction. It must be
greater than 0 and less than 32,768. If not
specified, the default is 16.
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Parameter Required/  Default Description
Optional
MAXTRAN = numeric Optional Thevalueof  Specifies the maximum number of
MAXGTT simultaneous global transactions allowed on

thislocal domain. It must be greater than or
equa to 0 and lessthan or equal to the MAXGTT
parameter specified in the TUXCONFI Gfile. If
not specified, the default is the value of
MAXGTT.

MAXSENDLEN = numeric Optional None Specifies the maximum length (in bytes) of
messages sent or received by thislocal domain.
If this parameter is set, all messages sent or
received are broken up into packets of no more
than MAXSENDLEN bytes. Thereis no limit if
this parameter is not specified.

DM_REMOTE_DOMAINS Section

This section identifies the known set of remote domains and their characteristics.

The format of the DM REMOTE_DOVAI NS section of the DMCONFI Gfileisillustrated in
the following listing.

Listing 5-11 Syntax for DM_REMOTE_DOVAI NS Section of DMCONFI G

RDOM  required paranmeters [optional paraneters]

RDOMis an identifier value used to identify each remote domain known to this
configuration and must be unique within the configuration.

The following table describes the parameters that are set in the DM REMOTE_DOMAI NS
section.
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Table 5-8 Parametersfor the DM REMOTE_DOVAI NS section

Parameter

Required/
Optional

Default

Description

TYPE = identifier

Required None

Isused for grouping remote domain into
classes. TYPE can be set to TDOVAI N or any
other domain gateway type. The TDOVAI N
valueindicatesthat thisremotedomain can only
communicate with another Tuxedo
System/Domain. The OSI TP value indicates
that this remote domain communicates with
another TP domain viathe OSI-TP protocol.
For use with eLink TCP for Tuxedo, specify
TYPE=I DOVAI N.

DOVAI NI D = string

Required None

Isused to identify aremotedomain. DOVAI NI D
must be 32 octetsor fewer inlength. If thevalue
isastring, it must be 31 characters or fewer.
DOVAI NI D must be unique across remote
domains. The value of string can be a sequence
of characters or a sequence of hexadecimal
digits preceded by "0x".

CODEPAGE = table-identifier

Optional None

Is used to designate a bidirectional translation
table for ASCII to EBCDIC conversion
between alocal Tuxedo application and a
remote mainframe application. The
table-identifier describes afile containing a
tranglation table. The name of thefile, locatedin
the $TUXDI R/ udat aj obj / codepage
directory, is a composite of the code page
numbers used for the trandation.

For example, specifying
CODEPAGE=00819x00297 designates the
trandlation table for converting ASCI|
CP-00819 characters to French EBCDIC
CP-00297 characters, and vice versa. The
trandlation tables can be modified. For complete
character listings, refer to “ Code Page
Trangdlation Tables.”
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DM_ACCESS CONTROL Section

This section isoptional in the DMCONFI Gfile and specifies the access contral lists used
by local domain.

The format of the DM ACCESS CONTROL section of the DMCONFI Gfileisillustrated in
the following listing.

Listing 5-12 Syntax for DM_ACCESS_CONTROL Section of DMCONFI G

ACL_NAME required paraneters

ACL_NAME isaname (identifier) used to identify aparticular access control list; it must
be 15 characters or less in length.

Table5-9 Parametersfor DM_ACCESS CONTROL Section

Parameter Required/  Default Description

Optional
ACLI ST =identifier Required None ANnACLI ST iscomposed of oneor moreremote
[,identifier] domain names (RDOM) separated by commeas.

The wildcard character (*) can be used to
specify that al the remote domains defined in
the DM_REMOTE_DOMAI NS section can access
alocal domain.

DM_LOCAL_SERVICES Section

This section providesinformation on the services exported by each local domain. This
section isoptional and if it is not specified then all local domains defined in the

DM _LOCAL_DOVAI NS section accept requeststo all of the services advertised by the
Tuxedo System/Domain application. If this section is defined then it should be used to
restrict the set of local services that can be requested from aremote domain.
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The format of the DM_LOCAL_ SERVI CES section of the DMCONFI Gfileisillustrated in

the following listing.

Listing 5-13 Syntax for DM LOCAL_SERVI CES Section of DMCONFI GFile

service

[optional parameters]

servi ce isthelocal name (identifier) of the exported service, and it must be 15

characters or fewer in length.

This name corresponds to a name advertised by one or more servers running with the
local Tuxedo System/Domain application. Notice that exported services inherit the
default or special properties specified for the service in an entry in the SERVI CES
section of the TUXCONFI Gfile. Some of these parametersare: LOAD, PRI O, AUTOTRAN,

ROUTI NG, BUFTYPE, and TRANTI ME.

Table 5-10 Parametersfor DM LOCAL_SERVI CES section

Parameter

Required/
Optional

Default

Description

ACL = identifier

Optional None

Specifies the name of the access control list
(ACL) to be used by thelocal domain to restrict
requests made to this service by remote
domains. Thename of the ACL isdefinedinthe
DM _ACCESS_CONTROL section. If this
parameter is not specified, then accesscontrol is
not performed for requests to this service.

LDOM= identifier
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Optional None

Specifiesthe nameidentifying thelocal domain
exporting this service. If this keyword is not
specified, then all the local domains defined in
the DM_LOCAL_DOMAI NS section accept
requests to thislocal service.
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Parameter Required/
Optional

Default

Description

RNAME = string Optional

The service
namein the
GW CONFI G

Specifiesthe name exported to remote domains.
The remote domains use this name for request
tothisservice. If this parameter isnot specified,
the local service name is supposed to bethe
name used by any remote domain. For

eLink TCP, this should match the service name
in the GW CONFI G

| NBUFTYPE= Optional
"type: subtype |
FM_: servi cenane”

None

Specifies the Tuxedo buffer type for replies
from local servers.

To use an aternate data mapping product,
specify FML as the buffer type (regardiess of
the actual Tuxedo buffer type being passed) and
the encoding service name as the subtype.
Because the gateway does not do the encoding,
the FML buffer type in the DMCONFI Gfileisa
flag for alternate data mapping only. The
Tuxedo server and the alternate data mapping
product should be configured with the actual
Tuxedo buffer type.

QUTBUFTYPE= Optional
"type: subtype |
FM.: servi cenane”

None

Specifiesthe Tuxedo buffer type for requeststo
local servers.

To use an aternate data mapping product,
specify FML as the buffer type (regardless of
the actual Tuxedo buffer type being passed) and
the decoding service name as the subtype.
Because the gateway does not do the decoding,
the FML buffer type in the DMCONFI Gfileisa
flag for alternate data mapping only. The
Tuxedo server and the alternate data mapping
product should be configured with the actual
Tuxedo buffer type.

DM_REMOTE_SERVICES Section

This section provides information on services “imported” and available on remote

domains.
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Theformat of the DM REMOTE_SERVI CES section of the DMCONFI Gfileisillustrated in

the following listing.

Listing 5-14 Syntax for DM _REMOTE_SERVI CES Section of DMCONFI G

service

[optional parameters]

servi ce isthename (identifier) used by thelocal Tuxedo System/Domain application
for aparti cular remote service. Remote services are associated with aparticular remote

domain.

Table5-11 Parametersfor the DM REMOTE_SERVI CES section

Parameter Required/  Default Description
Optional

CONV = {Y | N Optional N Specifies whether the remote serviceisa
conversational service. Use 'Y to specify the
remote service is a conversational service. Use
N to specify the remote serviceisnot a
conversational service.

LDOM= identifier Optional None Specifies the name of alocal domain in charge
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of routing requests to this remote service. The
gateway group associated with thelocal domain
advertisesser vi ce in the Tuxedo
System/Domain Bulletin Board. If this
parameter is not specified, then all the local
domains are able to accept requests to this
remote service. Theservicerequest isredirected
to aremote domain of the same type (seethe
following definition for RDOMkeyword).
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Parameter

Required/
Optional

Default

Description

RDOM= identifier

Optional

None

Specifies the name of the remote domain
responsible for the actual execution of this
service. If this parameter is not specified and a
routing criteria (see thefollowing definition for
ROUTI NG keyword) is not specified, then the
local domain assumes that any remote domain
of the same type accepts this service and it
selects aknown domain (adomain to which a
connection already exists) or remote domain
from the DM_REMOTE_DOVAI NS section.

RNAME = string

Optional

The service
namein the
GW CONFI G

Specifies the actual service name expected by
the remote domain. If this parameter is not
specified, the remote service nameis the same
as the name specified in service. For

eLink TCP, this name should match the service
name in the GAY CONFI Gfile.

ROUTI NG = identifier

Optional

None

When more than one remote domain offers the
same service, aloca domain can perform
data-dependent routing if this optional
parameter is specified. The identifier specifies
the name of the routing criteria used for this
data-dependent routing. If not specified,
data-dependent routing is not done for this
service. identifier must be 15 characters or less
in length. If multiple entries exist for the same
service name but with different RDOM
parameters, the ROUTI NG parameter should be
the same for al of these entries.

TRANTI ME = integer

Optional

30 seconds

Specifies the default time-out value in seconds
for atransaction automatically started for the
associated service. The value must be greater
than or equal to 0 and less than 2147483648. A
value of 0 impliesthe maximum time-out value
for the machine.
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Parameter Required/  Default Description
Optional
| NBUFTYPE="t ype: Optional None Specifies the Tuxedo buffer type for requests

subtype | FM.:
servi cenane”

from local clients.

To use an aternate data mapping product,
specify FML asthe buffer type (regardless of
the actual Tuxedo buffer type being passed) and
the encoding service name as the subtype.
Because the gateway does not do the encoding,
the FML buffer type in the DMCONFI Gfileisa
flag for alternate data mapping only. The
Tuxedo application and the aternate data
mapping product should be configured with the
actual Tuxedo buffer type.

QUTBUFTYPE="t ype: Optional None
subt ype |
FM.: servi cenane”

Specifies the Tuxedo buffer type for repliesto
local clients

To use an alternate data mapping product,
specify FML as the buffer type (regardiess of
the actual Tuxedo buffer type being passed) and
the decoding service name as the subtype.
Because the gateway does not do the decoding,
the FML buffer type in the DMCONFI Gfileisa
flag for alternate data mapping only. The
Tuxedo application and the dternate data
mapping product should be configured with the
actual Tuxedo buffer type.

DM_ROUTING Section

This section is optional in the DMCONFI Gfile and provides information for
data-dependent routing of servicerequestsusing FM_, VI EW X_C_TYPE, and X_COMVON

typed buffers.

The format of the DM_ROUTI NG section of the DMCONFI Gfileisillustrated in the

following listing.
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Listing 5-15 Syntax for DM_ROUTI NG Section of DMCONFI GFile

CRI TERI ON_NAME requi red paraneters

CRI TERI ON_NAME isthe (identifier) name of the routing entry that was specified onthe
services entry. CRI TERI ON_NAME must be 15 characters or lessin length.

Table 5-12 Parametersfor DM _ROUTI NG Section

Parameter Required/ Default Description
Optional
FI ELD = identifier Required None Specifiesthename of therouting field. It must be 30

charactersor less. Thisfieldisassumed to beafield
name that is identified in an FML field table (for
FML buffers) or an FML view table (for VI EW
X_C_TYPE, or X_COMMON buffers). The
FLDTBLDI Rand FI ELDTBLS environment
variables are used to locate FML field tables, and
the VI EMDI R and VI EWFI LES environment
variables are used to locate FML view tables.
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Parameter Required/ Default Description
Optional
RANGES = string Required None Specifies the ranges and associated remote domain

5-34
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names (RDOM) for the routing field. string must be
enclosed in double quotes. The format of stringisa
commarseparated ordered list of range/RDOMpairs.

A rangeiseither asingle value (signed numeric
valueor character string in single quotes), or arange
of theform *‘lower - upper’’ (where lower and
upper are both signed numeric values or character
stringsin singlequotes). Notethat *‘lower’” must be
less than or equal to ‘‘upper.”’ To embed asingle
guote in a character string value (asin O'Brien, for
example), it must be preceded by two backslashes
(CO\WBrien').

ThevalueM N can be used to indicate the minimum
valuefor the datatype of the associated FI ELD; for
strings and arrays, it isthe null string; for character
fields, it is0; for numeric values, it isthe minimum
numeric value that can be stored in the field.

Thevalue MAX can be used to indicate the maximum
valuefor the datatype of the associated FI ELD; for
strings and arrays, it is effectively an unlimited
string of octal-255 characters; for a character field,
itisasingle octal-255 character; for numeric values,
it isthe maximum numeric value that can be stored
inthefied.

Thus, ““M N - -5"" isall numbers lessthan or
equal to-5and‘‘6 - MAX' isal numbersgreater
than or equal to 6. The meta-character ***"’
(wildcard) in the position of arange indicates any
values not covered by the other ranges previously
seenintheentry; only onewildcard rangeisallowed
per entry and it should be last (ranges following it
areignored).

The routing field can be of any data type supported
inFML. A numeric routing field must have numeric
range values and a string routing field must have
string range values.
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Parameter Required/ Default
Optional

Description

None

String range values for string, array, and character
field types must be placed inside a pair of single
quotes and cannot be preceded by a sign. Short and
long integer values are a string of digits, optionally
preceded by a plus or minus sign. Floating point
numbers are of the form accepted by the C compiler
orat of () : anoptional sign, then astring of digits
optionally containing a decimal point, then an
optional e or E followed by an optional sign or
space, followed by an integer.

When afield value matches arange, the associated
RDOMval ue specifies the remote domain to which
the request should berouted. A RDOMvalue of ****’
indicates that the request can go to any remote
domain known by the gateway group.

Within arange/RDOMpair, the range is separated
fromthe RDOMby a‘*:"".

BUFTYPE = Required None
~typel[: subtypel[ ,subtype?. ..
11[;type2[ : subtyped[, . . . 111 . .

Isalist of types and subtypes of data buffersfor
which thisrouting entry isvalid. The types are
restricted to be either FM_, VI EW X_C_TYPE, or
X_COMMON. No subtype can be specified for type
FML and subtypes are required for the other types
(“**"" isnot alowed). Duplicate type/subtype pairs
cannot be specified for the same routing criterion
name; more than one routing entry can have the
same criterion name as long as the type/subtype
pairs are unique.

If multiple buffer types are specified for asingle
routing entry, the data types of the routing field for
each buffer type must be the same.

If thefield valueis not set (for FML buffers), or
does not match any specific range and a wildcard
range has not been specified, an error is returned to
the application process that requested the execution
of the remote service.
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Sample DMCONFIG File

Listing 5-16 is a sample DMCONFI Gfile and must be set up prior to running the eLink
TCPfor Tuxedo product. For asample DMCONFI Gfilethat uses alternate data mapping
tools, refer to the “ Configuring BEA eLink TCP for Tuxedo for Data Mapping”

section.

Listing 5-16 Sample DMCONFI G File

HHHHHFHHHHR

Copyright (c) 1996 BEA Systens,
Al R ghts Reserved

I nc

THI S IS UNPUBLI SHED PROPRI ETARY SOURCE CODE COF

BEA Systemns, Inc.

The copyright notice above does not evidence any
actual or intended publication of such source code.

* DM _LOCAL_DOMAI NS

LOCAL

#

GWERP=GROUP
TYPE=I DOVAI N
DOVAI NI D=" LOCAL"

* DM_REMOTE_DOVAI NS

REMOTE

#

TYPE=I DOVAI N
DOVAI NI D=" REMOTE"

*DM_LOCAL_SERVI CES

ECHOX RNAME=" ZECHOSV4"
TOLONER RNAME=" TUXTOLOVER'
| NBUFTYPE=st ri ng
OQUTBUFTYPE=stri ng
#
* DM_REMOTE_SERVI CES
TOUPPER RDOVEREMOTE
LDOVELOCAL
RNAME=" TUXTOUPPER'
ECHOFAR RDOVEREMOTE
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LDOVELOCAL

RNAME=" BEASVRO7"

I NBUFTYPE=" VI EW nyvi ew'
QUTBUFTYPE="FM."

NORMAL RDOVEREMOTE
LDOVELOCAL
RNAME="TST1V"
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O Starting BEA eLink TCP
for Tuxedo

Thefollowing topics provideinformation about starting the BEA eLink for Mainframe
TCP for Tuxedo (hereafter referenced as eLink TCP for Tuxedo) product:

m  Setting Environment Variables
m |nvoking eLink TCP for Tuxedo

m  Administering the Gateways

Setting Environment Variables

Before you attempt to use eLink TCP for Tuxedo, you must set the TUXDI R and PATH
environment variables as the following example illustrates.

Listing 6-1 Setting ROOTDI R and PATH Environment Variables

TUXDI R=/ usr/tuxedo; export TUXDI R

PATH=$PATH: $TUXDI R/ bi n; export PATH

GW CONFI G=$APPDI R/ gwi confi g; export GW CONFI G
BDMCONFI G=$APPDI R/ bdntonfi g; export BDMCONFI G
TUXCONFI G=$APPDI R/ t uxconfi g; export TUXCONFI G
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Y ou should set TUXDI Rto the actual path whereyour BEA Tuxedo and eLink TCPfor
Tuxedo software isinstalled. Set APPDI R to the application directory, similar to the
UBBCONFI Gfile. Y ou may also need to set the LANG environment variable if you have
generated custom mapping tables or message catalogs. Some platforms may require
that LANG always is set. Consult your operating system documentation for the
appropriate LANG value.

Invoking eLink TCP for Tuxedo

Perform at ml oadcf and dni oadcf to load the UBBCONFI G and the DMCONFI Gfiles.
Invoke eLink TCP for Tuxedo using thet mboot command to boot the BEA Tuxedo
system. Be sure to configure eLink TCP for Tuxedo prior to using the t nboot
command. For details, see the “Configuring BEA eLink TCP for Tuxedo” section.

Listing 6-2 Invoking eLink TCP for Tuxedo Using tmboot

t nboot

Administering the Gateways

6-2

BEA Tuxedo has aset of t madni n and dnadni n commands for the administration of
theeLink TCP for Tuxedo gateways. For detailed information about these commands,
refer to the BEA Tuxedo Administrator’s Guide and the BEA Tuxedo Domain User
Guide.

BEA eLink TCP for Tuxedo User Guide



APPENDIX

A

Error and Information
Messages

Thereare several waysthat local client programs can learn about application errorsthat
occur on remote systems. For example:

m  Application failures can be communicated through error indicators that remote
systems send to the local BEA eLink for Mainframe TCP gateway.

m  Serviceroutines can include information about failures in output records that are
returned to client programs.

This document contains a description of error and informational messages that can be
encountered while using BEA eLink for Mainframe TCP for Tuxedo (hereafter
referenced aseLink TCP).

1000:ERROR Memory allocation error
DESCRIPTION An attempt to allocate memory failed.
ACTION Check available memory.
1001:ERROR Cannot load shared module <text>: <text>

DESCRIPTION An attempt to load the listed shared library
failed. Thereason is noted in the error text.

ACTION Verify that the shared library exists.
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1002:ERROR Cannot get symbol '<text>' in module'<text>'

DESCRIPTION Thelisted symbol was not found in the listed

shared module.

ACTION

Contact your Tuxedo System Technical
Support.

1003:ERROR No encoding type defined for <text>. No encoding done

DESCRIPTION The gateway configuration file does not

specify a TYPE parameter for the listed
FOREI GN gateway or a DFLTTYPE parameter
in the GLOBAL section.

ACTION Correct the gateway configuration file.
1004:ERROR Encoding type'<text>:<text>' for type'<text>' failed.
DESCRIPTION Allocating atyped buffer for encoding output
failed.
ACTION Contact your Tuxedo System Technical
Support.
1005:ERROR Decode failed dueto allocation error

DESCRIPTION The output data buffer was not created

correctly with t pal | oc().

ACTION Contact your Tuxedo System Technical
Support.
1006:ERROR No encoding type defined for <text>. No decoding done

DESCRIPTION The Domain Gateway library software does

not have an encoding type defined in shared
memory for the listed gateway.

ACTION

Verify the TYPE parameter for the gateway in
the gateway configuration file.
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1007:ERROR Decoding type <text>:<text> for type <text> failed
DESCRIPTION The Domain Gateway library software
detected an error while getting decoding
information for the listed type, subtype, and
remote type.
ACTION Previous logged error messages should
provide the exact reasons for the failure.
Contact your Tuxedo System Technical
Support.
1008:ERROR GWICONFIG env var not found!
DESCRIPTION Retrieving the environment variable
GW CONFI Gfailed.
ACTION Set and export the GW CONFI G environment
variable.
1009:ERROR <text> config file not found!
DESCRIPTION The named configuration file cannot be
found.
ACTION Verify that the file which the GAr CONFI G
environment variable points to exists.
1010:ERROR Par se of <text> failed, exiting
DESCRIPTION An attempt to parse the gateway
configuration file failed.
ACTION Verify the format of the gateway
configuration file.
1011:ERROR <number> errorsfound while parsing <text>, exiting

DESCRIPTION Errorsoccurred while parsing the gateway
configuration file.

ACTION Verify the format of the gateway
configuration file
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1012:INFO Dumping configuration to stdout
DESCRIPTION The current configuration is dumped to the
standard output.
ACTION No action required.
1013:ERROR Sending error to <text>:\n\t<text>
DESCRIPTION Theerror condition described is being sent to
the listed gateway.
ACTION Contact your Tuxedo System Technical
Support.
1014:ERROR Invalid action detected <number>
DESCRIPTION The Domain Gateway library software
detected an invalid action while trying to
encode a buffer.
ACTION Thisisan internal error with no associated
user action. If the error persists, contact your
Tuxedo System Technical Support with the
exact error message.
1015:ERROR Data encoding failed
DESCRIPTION The Domain Gateway library software
detected an error encoding data.
ACTION Previous logged error messages should
provide the exact reasons for the failure.
Contact your Tuxedo System Technical
Support.
1016:ERROR Invalid wrap switch index
DESCRIPTION Thewrap switch index in shared memory is
not valid.
ACTION Contact your Tuxedo System Technical
Support.
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1017:ERROR Buffer wrapping failed
DESCRIPTION The buffer wrapping function returned an
error.
ACTION Contact your Tuxedo System Technical
Support.
1018:ERROR Bad wrapping protocol
DESCRIPTION Thewrapping protocol in shared memory is
not GW _PROTOCOL.
ACTION Contact your Tuxedo System Technical
Support.
1019:ERROR Cannot unwrap buffer
DESCRIPTION The buffer unwrapping function returned an
error.
ACTION Contact your Tuxedo System Technical
Support.
1020:ERROR Unable to obtain local service (<text>) information from shared
memory
DESCRIPTION Information about the local service could not
be found in shared memory.
ACTION Contact your Tuxedo System Technical
Support.
1021:ERROR Request for unknown service '<text>' from <text>
DESCRIPTION Information about the listed service could not
be found in shared memory.
ACTION Verify the DMCONFI Gfile and ensure
dnl oadcf hasbeenrunonit.
1022:ERROR Reply received for invalid session

DESCRIPTION The Domain Gateway received areply for an
invalid session.

ACTION Contact your Tuxedo System Technical
Support.
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1023:ERROR Reply received for inactive session
DESCRIPTION The Domain Gateway received areply for an
inactive session.
ACTION Contact your Tuxedo System Technical
Support.
1024:ERROR Unableto obtain remote service (<text>) infor mation from shared
memory
DESCRIPTION Information about the remote service could
not be found in shared memory.
ACTION Verify the DMCONFI Gfile and insure
dm oadcf hasbeenrunonit.
1025:ERROR Data decoding failed
DESCRIPTION The Domain Gateway library software
detected an error while decoding a received
message buffer.
ACTION Previous logged error messages should
provide the exact reasons for the failure.
Contact your Tuxedo System Technical
Support.
1026:INFO <text>: <text>
DESCRIPTION Thefield name anditsvaluein afielded
buffer are logged.
ACTION No action required.
1027:INFO Type <number> : <text>
DESCRIPTION Thefield typeanditsvaluein afielded buffer
are logged.
ACTION No action required.
1028:ERROR Cannot open <text>:<text>

DESCRIPTION Could not find the listed view file.

ACTION Verify the VI EWDI Rand VI EWFI LES
environment variables.
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1029:ERROR FML incompatiblefield in <text>:<text>
DESCRIPTION Thelisted view contains the packed decimal
datatype. Views containing this type cannot
be used for FML-to-view or view-to-view
conversions.
ACTION Remove packed decimal fields from the input
FML or view, or send the same view structure
to the local gateway that is sent to the remote
gateway.
1030:ERROR tpalloc for <text> failed
DESCRIPTION Allocation of an Tuxedo typed buffer failed.
ACTION Contact your Tuxedo System Technical
Support.
1031:ERROR Fvstof failed for <text>:<text>
DESCRIPTION Theconversion of aC structure to afielded
buffer failed.
ACTION Contact your Tuxedo System Technical
Support.
1032:INFO <text>, licensed to <text>
DESCRIPTION Informational message describing license
information.
ACTION None required.
1033:ERROR tpalloc for <text>:<text> failed
DESCRIPTION Allocating atyped buffer for the listed view
failed.
ACTION Contact your Tuxedo System Technical
Support.
1036:ERROR Unableto obtain network descriptor; error code = <number>

DESCRIPTION Thisisaninternal error code, indicating a
network initialization failure.

ACTION Contact your Tuxedo System Technical
Support.

BEA eLink TCP for Tuxedo User Guide A-7



A Error and Information Messages

1037:ERROR Unableto determine RDOM for request

DESCRIPTION Thisisaninterna error code, indicating a

shared memory lookup failure.

ACTION Contact your Tuxedo System Technical
Support.
1038:ERROR Unable to connect to <text>; return code <number>

DESCRIPTION The gateway detected an error whiletrying to

open a connection on a socket.

ACTION Verify that the network address information
for the desired FOREI GN entry is correct.
1039:ERROR Connection failed to <text>

DESCRIPTION The Domain Gateway library software

detected an error while trying to connect to
the listed gateway.

ACTION Contact your Tuxedo System Technical
Support.
1048:ERROR Unableto send service request

DESCRIPTION The Domain Gateway library software

detected an error while trying to send a
message to the network.

ACTION

Thisisan internal error with no associated
user action. If the error persists, contact your
Tuxedo System Technical Support with the
exact error message.

1049:ERROR Unableto send servicerequest \" <text>\"

DESCRIPTION The Domain Gateway library software

detected an error while trying to send a
message to the network.

ACTION

Thisisan internal error with no associated
user action. If the error persists, contact your
Tuxedo System Technical Support with the
exact error message.
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1050:ERROR Unableto get remote service information from shared memory

DESCRIPTION Information about the remote service could
not be found in shared memory.

ACTION Verify the DMCONFI Gfile and insure
dni oadcf hasbeen runonit.

1052:ERROR Can't get remote service name for <text>

DESCRIPTION Theremote service namefor thelisted service
could not be found in shared memory.

ACTION Verify the DMCONFI Gfile and insure
dni oadcf hasbeen runonit.

1053:ERROR No remote service entry for <text>

DESCRIPTION Noremote service entry for the listed service
was found in shared memory.

ACTION Correct the gateway configuration file.

1054:ERROR Cannot suspend action

DESCRIPTION The Domain Gateway library software was
unable to suspend the action while trying to
set up a network connection.

ACTION Thisisan internal error with no associated
user action. If the error persists, contact your
Tuxedo System Technical Support with the
exact error message.

1055:WARN CICSinit string failed for <text>.

DESCRIPTION The Domain Gateway library software
detected an error while trying to send a CICS
initialization string to the listed gateway.

ACTION Thisisan internal error with no associated
user action. If the error persists, contact your
Tuxedo System Technical Support with the
exact error message.
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1056:INFO

Connection <number > initialized to <text>, | D:\n\t<text>

DESCRIPTION The Domain Gateway library software
successfully initialized a connection to the
gateway.

ACTION No action required.

1057:INFO

Multiplex count for connection <number> is <number >

DESCRIPTION The multiplex count for the listed connection
isgiven.

ACTION No action required.

1058:INFO

Listen port <number > (<text>) established

DESCRIPTION Thelisten port for the gateway has been
established.

ACTION No action required.

1059:ERROR

Cannot change action into msg_failure

DESCRIPTION The action cannot be changed to
nmsg_failure.

ACTION Contact your Tuxedo System Technical
Support.

1060:ERROR

Cannot change action into msg_reply

DESCRIPTION The action cannot be changed to
nsg_failure.

ACTION Contact your Tuxedo System Technical
Support.

1062:ERROR

Unexpected action state <number >

DESCRIPTION This message should never occur. The
program code or defines are wrong if it does.

ACTION Contact your Tuxedo System Technical
Support.
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1063:WARN

Conver sation not found - closing connection

DESCRIPTION ThelD of the connection was not found in the
shared memory conversation table.

ACTION No action required.
1064:ERROR No more actions
DESCRIPTION Trying to create an action to time out a
conversation failed.
ACTION No action required.
1066:ERROR Cannot allocate appropriate array for poll
DESCRIPTION The Domain Gateway library software was
unable to alocate the pol | f d array.
ACTION Thisisan internal error with no associated
user action. If the error persists, contact your
Tuxedo System Technical Support with the
exact error message.
1067:ERROR Run-time environment setting failure
DESCRIPTION The Domain Gateway library software was
unable to initialize the run-time environment.
ACTION Previous logged error messages should
provide the exact reasons for the failure.
Contact your Tuxedo System Technical
Support.
1068:ERROR No freelisten structures available

DESCRIPTION Obtaining afreelisten structure failed.

ACTION Contact your Tuxedo System Technical
Support.
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1069:ERROR Cannot listen for host <text>

DESCRIPTION The Domain Gateway library software was

unable to resolve the | P address of the listed
gateway.

ACTION Previous logged error messages should
provide the exact reasons for the failure.
Contact your Tuxedo System Technical
Support.
1070:ERROR Gateway failsto complete connection

DESCRIPTION The Domain Gateway library software was

unable to open a socket connection.

ACTION Verify that the address of the remote host is
configured correctly.
1071:ERROR Unableto establish listen port <number> (<text>)

DESCRIPTION The Domain Gateway library software was

unabl e to establish alisten socket.

ACTION Verify that the configured listen port isnot in
use by another process. Contact your Tuxedo
System Technical Support.
1072:ERROR Can't read CODEPAGE '<text>' for <text> DOMAIN <text>

DESCRIPTION Thecodepage file specified in the DMCONFI G

file cannot be opened.

ACTION Verify that the specified file is available and
that the file protections are set correctly.
1073:ERROR <text>'<text>' not found in domain configuration

DESCRIPTION A FOREI GNor NATI VE entry does not have a

corresponding entry in the domain
configuration (dmconfi g) file.

ACTION

Verify that each FOREI GN and NATI VE entry
inthe gwi confi g file has a corresponding
entry inthednconfi g file.
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1074:ERROR Unlicensed Tuxedo System Binary

DESCRIPTION Thefilesinyour Tuxedo System installation
do not contain the expected software license
information for eLink TCP.

ACTION Reinstall the eLink TCP System software,
using the license token and serial number
supplied with the distribution media. Make
sure not to terminate the installation program
prematurely, because the license information
is processed at the end.

1075:ERROR Cannot alloc conv switch

DESCRIPTION Creating aconversation switch in shared
memory failed.

ACTION Contact your Tuxedo System Technical
Support.
1076:ERROR Cannot alloc wrap switch
DESCRIPTION Creating awrap switch in shared memory
failed.
ACTION Contact your Tuxedo System Technical
Support.
1077:ERROR Couldn't load configuration

DESCRIPTION The Domain Gateway library software was
unable to load the configuration.

ACTION Verify the format of the gateway
configuration file.

1078:ERROR No gateway defined in config file

DESCRIPTION The gateway configuration file does not
contain a gateway definition.

ACTION Correct the gateway configuration file.
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1079:ERROR Couldn't find <text> gateway (GWINAME) in NATIVE section
DESCRIPTION Thelisted gateway was not found in the
NATI VE section of the gateway configuration
file.
ACTION Correct the gateway configuration file.
1080:ERROR Couldn't find env var GWINAME. Cannot guess which gateway.
DESCRIPTION Thegateway configuration file contains more
than one gateway entry and the environment
variable GA NAME is not set.
ACTION Set the GW NAME environment variable.
1081:ERROR Couldn't find host name. Cannot guess gateway addr ess.
DESCRIPTION The Domain Gateway library software
detected an error while trying to get the name
of the current host.
ACTION Contact your Tuxedo System Technical
Support.
1082:ERROR Service <text> is SECURE, Tuxedo security disabled
DESCRIPTION Thelisted service requires security, but
Tuxedo security is disabled.
ACTION Either turn on Tuxedo security with the
SECURI TY resource, or remove the SECURE
parameter from the gateway configuration
filefor this service.
1083:ERROR Network initialization fails; error code = <number>
DESCRIPTION Initidization of the network protocol has
failed.
ACTION Verify that the underlying TCP product is

installed and configured correctly.
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1084:ERROR Universal callback setup fails; error code = <number >

DESCRIPTION Thisisaninternal error code, indicating a
library setup failure.

ACTION Contact your Tuxedo System Technical
Support.
1085:ERROR Unableto register protocol; error code = <number>

DESCRIPTION Thisisaninternal error code, indicating a
library setup failure.

ACTION Contact your Tuxedo System Technical
Support.
1086:ERROR Unableto set network device; error code = <number>
DESCRIPTION The configured network device cannot be
found.
ACTION Verify that the N\\DEVI CE field in the LOCAL

section of the GW CONFI Gfileis correct
(usually /dev/tcp).

1087:ERROR Can't get remote address

DESCRIPTION Could not convert the remote internet address
to abinary address.

ACTION Previous logged error messages should
provide the exact reasons for the failure.
Contact your Tuxedo System Technical
Support.

1088:INFO Accepted new connection <number > from <text>

DESCRIPTION A new connection from the remote gateway
has been accepted.

ACTION No action required.
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1089:ERROR Pall returned error (num_cnx=<number>)

DESCRIPTION The Domain Gateway library software

detected an error while polling the connection
for events.

ACTION Contact your Tuxedo System Technical
Support.
1090:ERROR No free sessions available

DESCRIPTION The Domain Gateway library software was

unable to allocate shared memory for a new
session structure.

ACTION Contact your Tuxedo System Technical
Support.
1091:ERROR Unableto get new action: gpnd <number>

DESCRIPTION Thisisaninterna error, indicating that the

Domain Gateway is unable to allocate a new
action.

ACTION Contact your Tuxedo System Technical
Support.
1092:ERROR Invalid ses_idx <number> for act <number>
DESCRIPTION The action structure references aninvalid
session index.
ACTION Contact your Tuxedo System Technical
Support.
1093:ERROR Unable to allocate a receive buffer

DESCRIPTION The Domain Gateway is unableto allocate

memory for areceive buffer.

ACTION

Verify that system memory requirements are
met. If problems persist, contact your Tuxedo
System Technical Support.
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1094:WARN Deleting late reply from local service'<text>'

DESCRIPTION A late reply has arrived from a Tuxedo
service. Because the request has already
timed out, the reply is discarded.

ACTION No action isrequired. If an excessive number
of timeouts occur, adjustments may be
needed in the configuration.

1097:ERROR Error message from <text>:\n\t Tuxedo code <number>

(<text>):\n\t<text>

DESCRIPTION Received an error message from the remote
gateway.

ACTION Contact your Tuxedo System Technical
Support.

1098:WARN Lateresponsereceived for freed session <number>/<number>

DESCRIPTION Received aresponse on afile descriptor
which had timed out.

ACTION No action required.

1099:INFO Stale message found

DESCRIPTION Received a message on a session with no
associated action.

ACTION No action required.

1100:ERROR Data conversion failed for local request '<text>'

DESCRIPTION The Domain Gateway library software
detected an error while trying to decode a
message.

ACTION Contact your Tuxedo System Technical
Support.

1101:ERROR Unexpected diagnostic <number > returned from server

DESCRIPTION An unexpected diagnostic flag was returned
from the server.

ACTION Contact your Tuxedo System Technical
Support.
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1102:ERROR Data conversion failed for local service'<text>'
DESCRIPTION The Domain Gateway library software
detected an error while trying to encode a
message.
ACTION Contact your Tuxedo System Technical
Support.
1103:INFO Connection <number > initialized from <text>
DESCRIPTION The Domain Gateway library software
received a connection request from the
remote gateway.
ACTION No action required
1104:ERROR Unableto identify local service, rname'<text>'
DESCRIPTION The service requested by the listed remote
service was not found in shared memory.
ACTION Verify the DMCONFI Gfile and insure
dm oadcf hasbeenrunonit.
1105:ERROR Unableto map local service RNAME <text>
DESCRIPTION The service requested by the listed service
name was not found in shared memory.
ACTION Verify the DMCONFI Gfile and insure
dm oadcf hasbeenrunonit.
1106:ERROR Unableto identify user <text>
DESCRIPTION Thelisted user isnot authorized for the
requested service.
ACTION Verify thet pusr filein APPDI R.
1107:ERROR Protocol error: server cannot use GWI_OP_DISCON

DESCRIPTION A remote serviceis sending a disconnect.

ACTION Contact your Tuxedo System Technical
Support.
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1108:ERROR Invalid opcode on receive
DESCRIPTION The Domain Gateway library software
received an invalid opcode.
ACTION Contact your Tuxedo System Technical
Support.
1110:INFO Closing connection <number>
DESCRIPTION Thelisted connection is being closed.
ACTION No action required.
1111:ERROR gwi_mk_error called with bad act_idx!
DESCRIPTION The Domain Gateway library software
detected that an error occurred between a
send and receive. The connection closes.
ACTION No action required.
1112:ERROR Too many unrecoverable errorsoccurred - deleting action
DESCRIPTION The Domain Gateway library software
detected more than 2 errors while trying to
complete the action.
ACTION Contact your Tuxedo System Technical
Support.
1113:ERROR Unrecoverable error occurred on send of reply request - deleting
action
DESCRIPTION Cannot send areply to a call made with
TPNOREPLY.
ACTION Contact your Tuxedo System Technical
Support.
1114:ERROR L ocal request '<text>' timed out, returning error response

DESCRIPTION Therequest for the loca service timed out.

ACTION Contact your Tuxedo System Technical
Support.
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1115:WARN Deleting timed out session <number>/<number>
DESCRIPTION Therequest for the local service timed out.
ACTION No action required.
1116:ERROR Local request ‘<text>' failed, returning error response
DESCRIPTION Therequest for the local service failed.
ACTION Contact your Tuxedo System Technical
Support.
1117:ERROR Error on receive from <text>
DESCRIPTION The Domain Gateway library software
detected an error when receiving a request
from aremote gateway.
ACTION Contact your Tuxedo System Technical
Support.
1118:ERROR Unrecoverable error occurred on unknown receipt(2) - deleting
action
DESCRIPTION The current action has no associated session.
ACTION Contact your Tuxedo System Technical
Support.
1119:ERROR No FOREIGN entry for REMOTE_DOMAIN '<text>'

DESCRIPTION Thereisno FOREI GN entry in the GW CONFI G
file corresponding to the specified
REMOTE_DOVAI N.

ACTION Create a FOREI GN entry in the GAr CONFI G
filefor each REMOTE_DOMVAI Nthat isavailable
through the gateway.
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1120:ERROR Unrecoverableerror occurred - deleting GWEV_MSG_FAILURE
action (type <number>)

DESCRIPTION The Domain Gateway library software
detected an unrecoverable error.

ACTION Previous logged error messages should
provide more information. Contact your
Tuxedo System Technical Support.

1121:ERROR Unrecoverableerror occurred - changing action (type <number>)
into GWEV_MSG_FAILURE

DESCRIPTION The Domain Gateway library software
detected an unrecoverable error.

ACTION Previous logged error messages should
provide more information. Contact your
Tuxedo System Technical Support.

1122:ERROR Unrecoverable error occurred - deleting action (type <number>)

DESCRIPTION The Domain Gateway library software
detected an unrecoverable error.

ACTION Previous logged error messages should
provide more information. Contact your
Tuxedo System Technical Support.

1123:INFO Request id not found

DESCRIPTION The action with the given request ID was not
found in shared memory.

ACTION No action required.

1124:ERROR convid not found

DESCRIPTION The session with the given conversation ID
was not found in shared memory.

ACTION Contact your Tuxedo System Technical
Support.
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1125:ERROR Invalid network address <<text>>
DESCRIPTION The given network addressis not valid.
ACTION Contact your Tuxedo System Technical
Support.
1126:ERROR Invalid host name <<text>>
DESCRIPTION Could not get the network address for the
listed host.
ACTION Contact your Tuxedo System Technical
Support.
1127:ERROR Bad ip adressformat <<text>>
DESCRIPTION Theformat of the listed ip addressisinvalid.
ACTION Contact your Tuxedo System Technical
Support.
1128:ERROR Input string too long <<text>>
DESCRIPTION Theaddressistoo long to fit in the memory
alocated for it.
ACTION Contact your Tuxedo System Technical
Support.
1129:ERROR Timeout on remote service <text> on <text>
DESCRIPTION The Domain Gateway library software
detected a timeout on the listed remote
service.
ACTION Contact your Tuxedo System Technical
Support.
1130:ERROR Timeout on local service <text>, returning error to <text>

DESCRIPTION The Domain Gateway library software
detected a timeout on the listed local service.

ACTION Contact your Tuxedo System Technical
Support.
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1131:ERROR Connect time-out on connection <number> to <text>

DESCRIPTION The Domain Gateway library software
detected a timeout while attempting to
connect to the remote gateway.

ACTION Contact your Tuxedo System Technical
Support.
1132:ERROR Idle time-out on connection <number > to <text>

DESCRIPTION The Domain Gateway library software
detected atimeout on the listed connection to

the remote gateway.
ACTION Contact your Tuxedo System Technical
Support.
1133:ERROR Parseerror: <text> line <number> column <number> (after

<<text>>) at <<text>>

DESCRIPTION The Domain Gateway library software
encountered an error while parsing the
gateway configuration file.

ACTION Correct the gateway configuration file.

1134:ERROR No NWDEVICE specified

DESCRIPTION Therewasno NVDEVI CE specified in the
gateway configuration file.

ACTION Correct the gateway configuration file.

1135:ERROR NATIVE name <text> already in use

DESCRIPTION Thelisted gateway nameis specified more
than once in the NATI VE section of the
gateway configuration file.

ACTION Correct the gateway configuration file.
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1136:WARN Unreasonable POLL_TIME <number> ignored for NATIVE
<text>
DESCRIPTION The gateway configuration file specifiesa
poll time which isless than 100,000 or
greater than 10,000,000.
ACTION No action required. The poll timeis set to
250,000.
1137:ERROR REMOTE_SERVICE <text>hasno OUTREQ_TIME, no default
in GLOBAL
DESCRIPTION The gateway configuration file does not have
an QUTREQ _TI ME specified for aremote
service.
ACTION Correct the gateway configuration file.
1138:ERROR FOREIGN name <text> already in use
DESCRIPTION Thelisted gateway nameis specified more
than once in the FOREI GN section of the
gateway configuration file.
ACTION Correct the gateway configuration file.
1139:ERROR Missing mandatory TYPE param for FOREIGN <text>
DESCRIPTION The gateway configuration file does not have
aTYPE parameter for the listed gateway.
ACTION Correct the gateway configuration file.
1140:ERROR Missing mandatory WRAP param for FOREIGN <text>
DESCRIPTION The gateway configuration file does not have
aVRAP parameter for the listed gateway.
ACTION Correct the gateway configuration file.
1141:ERROR Missing mandatory |P_ADDR param for FOREIGN <text>

DESCRIPTION The gateway configuration file does not have
an | P_ADDR parameter for the listed gateway.

ACTION Correct the gateway configuration file.
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1142:ERROR LOCAL_SERVICE name <text> already in use

DESCRIPTION Thelisted service nameis specified more
than once in the LOCAL_ SERVI CE section of
the gateway configuration file.

ACTION Correct the gateway configuration file.

1145:ERROR REMOTE_SERVICE name <text> already in use

DESCRIPTION Thelisted service nameis specified more
than once in the REMOTE_SERVI CE section of
the gateway configuration file.

ACTION Correct the gateway configuration file.

1149:ERROR Mandatory <text> section missing

DESCRIPTION The gateway configuration file must contain
the GLOBAL, FOREI GN, NATI VE,
LOCAL_SERVI CES, and REMOTE_SERVI CES

sections.
ACTION Correct the gateway configuration file.
1150:ERROR Duplicate <text> section

DESCRIPTION The gateway configuration file contains
multiple entries for the listed section.

ACTION Correct the gateway configuration file.

1151:ERROR Section <text> out of order

DESCRIPTION Thelisted section isnot inthe proper order in
the gateway configuration file.

ACTION Correct the gateway configuration file.

1152:INFO Section order must be*GL OBAL then *NATIVE/*FOREIGN
then *LOCAL_SERVICES*REMOTE_SERVICES

DESCRIPTION Thegateway configuration file must have the
following order of sections: GLOBAL,
NATI VE/ FOREI GN,
LOCAL_SERVI CES/ REMOTE_SERVI CES.

ACTION No action required.
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1153:WARN

Bad subtype <text> truncated to <number> characters

DESCRIPTION The gateway configuration file specifiesa
subtype name which istoo long.

ACTION Correct the gateway configuration file.

1154:WARN

Bad type <text> truncated to <number> characters

DESCRIPTION The gateway configuration file specifiesa
type name which istoo long.

ACTION Correct the gateway configuration file.

1155:WARN

SECURE= accepts Y or N, not <text>

DESCRIPTION The gateway configuration file contains an
invalid entry for the SECURE parameter.

ACTION Correct the gateway configuration file.

1156:

DSECURITY=acceptsY or N, not <parameter>

DESCRIPTION The gateway configuration file contains an
invalid entry for the DSECURI TY parameter.

ACTION Correct the gateway configuration file.

1157:WARN

DUM P= accepts Y or N, not <text>

DESCRIPTION The gateway configuration file contains an
invalid entry for the DUVP parameter.

ACTION Correct the gateway configuration file.

1158:WARN

CONNSYNC= accepts Y or N, not <text>

DESCRIPTION The gateway configuration file contains an
invalid entry for the CONNSYNC parameter.

ACTION Correct the gateway configuration file.

1159:WARN

CICS=accepts Y or N, not <text>

DESCRIPTION The gateway configuration file contains an
invalid entry for the CICS parameter.

ACTION Correct the gateway configuration file.
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1160:ERROR Remove obsoletelinein <text>: \"REPLY = <text>\"

DESCRIPTION The gateway configuration file contains a
REPLY parameter, which is obsolete.

ACTION Remove the REPLY parameter from the
gateway configuration file.

1161:ERROR CONV=Y, conversational mode not supported

DESCRIPTION The gateway configuration file specifies
CONv=Y for alocal service. Thisiscurrently

not supported.
ACTION Correct the gateway configuration file.
1162: WARN CONV=accepts Y or N, not <text>

DESCRIPTION The gateway configuration file contains an
invalid entry for the CONV parameter.

ACTION Correct the gateway configuration file.

1163:ERROR Bad unwrapping protocol

DESCRIPTION Theunwrapping protocol in shared memory
isnot GW _PROTOCOL.

ACTION Contact your Tuxedo System Technical
Support.
1164:INFO Exter nal encode/decode enabled, type'<text>'

DESCRIPTION Theexternal encoding command line option
has been specified on the gateway, with the

given encoding type.
ACTION None required.
1165:ERROR External encode/decode servicereturned error:\n\tTuxedo code

<number> (<text>)

DESCRIPTION An external encode or decode request has
resulted in an error. The Tuxedo code and a
descriptive message are supplied.

ACTION Verify that the encode/decode serviceis
running and that the DMCONFI G and
GW CONFI Gfiles are configured properly.
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1166:ERROR

TCP-IP Listener Error Received: <text>

DESCRIPTION An error has been reported by the TCP/IP
listener on the remote system.

ACTION Examine the logs on the remote system to
determine the cause of the TCP/IP failure.

1167:INFO

Mainframe buffer length checking disabled

DESCRIPTION The gateway has been configured to allow
copybook buffers from the remote host that
are not as large as the desired Vi Ewbuffer.

1168:INFO

M ainframe padding disabled

DESCRIPTION The gateway has been configured to not align
copybook members sent to and received from
the remote host.

1169:INFO

Request logging
enabled

DESCRIPTION The gateway has been configured to log each
reguest to standard error outpuit.
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B Code Page Translation
Tables

This document provides the code page trand ation tables distributed with the BEA
eLink for Mainframe TCP for Tuxedo (hereafter referenced aselLink TCP for Tuxedo)
product. The files containing these translation tables are located in

$TUXDI R/ udat aobj / codepage on the product CDROM.

Modifying a Code Page Translation Table

The tables provide conversions between the ASCII Latin-1 character set and
representative national language EBCDIC character sets. In most cases, you do not
need to modify them. Simply choose the appropriate translation table for a selected
language and enter its file name in the CODEPAGE specification, as explained in the
“Using Code Page Translation Tables” section.

However, if you must modify atrandation table, be aware of the following:

® You must have valid character mapping information. Thisinformation is
available from a number of sources and is not provided in this documentation. A
good sourceisthe IBM National Language Support Reference Manual.

m |f you modify acharacter code in an outbound table, you must also modify its
inbound counterpart.

m |tisnot recommended that you build tables from scratch.
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B-2

m The tables have acommon format that contains comment lines and required

lines. The format must be maintained to ensure proper table operation. Comment
lines begin with the # character.

Note: Do not alter the following required lines:
e version (100) specifiestheformat of the rest of thefile.

e table (256) specifiesthe size of the table and the min/max number of
bytes composing each character code.

To modify atable, perform the following steps.

1

With atext editor, open thefile you want to modify. Thefollowing command opens
the trandation table file for Germany (00819x00273) in atext editor.

edit $TUXDI R/ udat aobj / codepage/ 00819x00273
Using the editor functions, modify the character code in the outbound table.

Using the editor functions, modify the counterpart character code in the inbound
table.

Repeat Steps 2 and 3 until you have completed the modifications.

Using the editor functions, save the file with a new name. Do not save the
modified file using the original file name.

Warning: Do not save modificationsto any of the original files provided with
your product CDROM.

Exit the editor.

To use the file you modified for code page trand ations, make sure you specify its
name using the CODEPAGE option in the DM REMOTE_DOMAI NS section of the
gateway DMCONFI Gfile.
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DEFAULT TUXEDO

Default Tuxedo

Listing B-1 Default Tuxedo Translation Table

m
H

# tuxedo
#Def aul t Tuxedo ASCI|/EBCDI C character translation tables.

HHHHHH R

Local :
Renot e:
Built:

@#) $l d:

# Header
ver si on 100;

# Qut bound (I ocal

tabl e 256

00
10
40
FO
7C
D7
79
97
20
30
41

01
11
5A
F1
C1
D8
81
98
21
31
42
59

02
12
7F
F2
e
D9
82
99
22
1A
43
62
78
AA
BA
DE

"TUXEDO- ASCI | "
" TUXEDO- EBCDI C'

1999-04-13 22:12: 00 UT

tuxedo,v 1.1 1999/04/16 20:08:09 david Exp $

11;
03
13
7B
F3
Cc3
E2
83
A2
23
33
44

37
3C
5B
F4
A
E3
84
A3
24
34
45
64
8A
AC
BC
EA

->renote) table

2D
3D
6C
F5
c5
E4
85
A4
15
35
46

2E
32
50
F6
c6
E5
86
A5
06
36
47
66
8C
AE
BE
EC

2F
26
7D
F7
c7
E6
87
A6
17
08
48
67
8D
AF
BF
ED

16
18
4D
F8
C8
E7
88
A7
28
38
49
68
8E
BO
CA
EE

05
19
5D
F9
c9
E8
89
A8
29
39
51
69
8F
Bl
CB
EF

25
3F
5C

oC
1C
6B
4C

EO

6A
2C
04
54
72
9B

FC

OE
1E
4B
6E

5F

0A
3E
56
74
9D

FE

OF
1F
61
6F

6D

07
1B
E1l
57
75
9E

FF

HHEHFHHHHFHFHHHFHFTHRHR

00- OF
10-1F
20- 2F
30- 3F
40- 4F
50- 5F
60- 6F
70-7F
80- 8F
90- 9F
AO- AF
BO- BF

DO- DF
EO- EF
FO- FF
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B CODE PAGE TRANSLATION TABLES

B-4

# Inbound (renote ->

table 256 1 1;
00 01 02 03 9C
10 11 12 13 9D
80 81 82 83 84
90 91 16 93 94

86
08
17
96
A5
AE
B6
o
66
6F
77
DE
46
4F
57
36

| ocal )

HHFHRFHEHFHFHEHEFTEFERFHRHSR

00- OF
10- 1F
20- 2F
30- 3F
40- 4F
50- 5F
60- 6F
70-7F
80- 8F
90- 9F
AO0- AF
BO- BF
CO- CF
DO- DF
EO- EF
FO- FF
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UNITED STATES (00819x00037)

United States (00819x00037)

Listing B-2 Translation Tablefor United States

m
H

# 00819x00037

#Char acter code page mappi ng tables for US (USA).

HHHHHH R

Local :
Renot e:
Built:

# Header
ver si on 100;

# Qut bound (I ocal

tabl e 256

00
10
40
FO
7C
D7
79
97
04
29

01
11
5A
F1
C1
D8
81
98
06
2A

02
12
7F
F2
e
D9
82
99
08
2B
4A

"1 BM CP00819",
"1 BM CPO0O037",

11;

03
13
7B
F3
a3
E2
83
A2
09
2C
B1

37
3C
5B
F4
A
E3
84
A3
0A
30
oF

1 SO 8859-1 Latin-1
EBCDI C Latin-1, US
1999-04-16 19:50: 00 UT

->renote) table

2D
3D
6C
F5
c5
E4
85
A4
14
31
B2

2E
32
50
F6
C6
E5
86
A5
17
33
6A
B6
9E
EC
9C
CC

2F
26
7D
F7
c7
E6
87
A6
1A
34
B5

El

16
18
4D
F8
C8
E7
88
A7
1B
35
BD
9D

05
19
5D
F9
c9
E8
89
A8
20
36

15
3F
5C

@#) $ld: 00819x00037,v 1.3.2.1 1999/04/29 13:03:56

cmadm Exp $

HHEHFHHHHFHFHHHFHFTHRHR

00- OF
10-1F
20- 2F
30- 3F
40- 4F
50- 5F
60- 6F
70-7F
80- 8F
90- 9F
AO- AF
BO- BF

DO- DF
EO- EF
FO- FF
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# Inbound (renote -> local) table
table 256 1 1,

00 01 02 03 80 09 81 7F 82 83 84 0B 0OC OD OE OF # 00-OF
10 11 12 13 85 OA 08 86 18 19 87 88 1C 1D 1E 1F # 10-1F
89 8A 8B 8C 8D 8E 17 1B 8F 90 91 92 93 05 06 07 # 20-2F
94 95 16 96 97 98 99 04 O9OA 9B 9C 9D 14 15 9E 1A # 30-3F
20 AO E2 E4 EO El1 E3 ES E7 F1 A2 2E 3C 28 2B 7C # 40-4F
26 E9 EA EB E8 ED EE EF EC DF 21 24 2A 29 3B AC # 50-5F
2D2F C2 ¢G4 COCL C3C5 Cr7 DL A6 2C 25 5F 3E 3F # 60-6F
F8 C9 CACB C8 CDCE CF CC 60 3A 23 40 27 3D 22 # 70-7F
D8 61 62 63 64 65 66 67 68 69 AB BB FO FD FE B1 # 80-8F
BO 6A 6B 6C 6D 6E 6F 70 71 72 AA BA E6 B8 C6 A4 # 90-9F
B5S TE 73 74 75 76 77 78 79 7TA Al BF DO DD DE AE # AO-AF
5E A3 A5 B7 A9 A7 B6 BC BD BE 5B 5D AF A8 B4 D7 # BO-BF
7B 41 42 43 44 45 46 47 48 49 ADF4 F6 F2 F3 F5 # CO-CF
7D 4A 4B 4C 4D 4E 4F 50 51 52 B9 FB FC F9 FA FF # DO-DF
5C F7 53 54 55 56 57 58 59 5A B2 D4 D6 D2 D3 D5 # EO-EF
30 31 32 33 34 35 36 37 38 39 B3 DB DC D9 DA 9F # FO-FF

# End

B-6 BEA eLink TCP for Tuxedo User Guide



GERMANY (00819x00273)

Germany (00819x00273)

Listing B-3 Translation Tablefor Germany

m
H

# 00819x00273

#Char acter code page mappi ng tables for Germany (Deutschland).

HHHHHH R

Local :
Renot e:
Built:

# Header
ver si on 100;

# Qut bound (I ocal

tabl e 256

00
10
40
FO
B5
D7
79
97
04
29

01
11
4F
F1
cl
D8
81
98
06
2A

02
12
7F
F2
e
D9
82
99
08
2B
BO

"1 BM CP00819",
"1 BM CP00273",

11;
03
13
7B
F3
Cc3
E2
83
A2
09
2C
B1

37
3C
5B
F4
A
E3
84
A3
0A
30
oF
BE
4A
EB
co
CcB

1 SO 8859-1 Latin-1
EBCDI C Latin-1, GCermany
1999- 04-16 21:00:00 UT

->renote) table

2D
3D
6C
F5
c5
E4
85
A4
14
31
B2

2E
32
50
F6
C6
E5
86
A5
17
33

2F
26
7D
F7
c7
E6
87
A6
1A
34
7C

16
18
4D
F8
C8
E7
88
A7
1B
35
BD
9D

05
19
5D
F9
c9
E8
89
A8
20
36

15
3F
5C

OF
1F
61
6F

6D

07
28
FF
BC
AB
77

57

HHEHFHHHHFHFHHHFHFTHRHR

00- OF
10-1F
20- 2F
30- 3F
40- 4F
50- 5F
60- 6F
70-7F
80- 8F
90- 9F
AO- AF
BO- BF

DO- DF
EO- EF
FO- FF
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B CODE PAGE TRANSLATION TABLES

# Inbound (renote -> local) table
table 256 1 1,

00 01 02 03 80 09 81 7F 82 83 84 0B 0OC OD OE OF # 00-OF
10 11 12 13 85 OA 08 86 18 19 87 88 1C 1D 1E 1F # 10-1F
89 8A 8B 8C 8D 8E 17 1B 8F 90 91 92 93 05 06 07 # 20-2F
94 95 16 96 97 98 99 04 O9OA 9B 9C 9D 14 15 9E 1A # 30-3F
20 AO E2 7B EO E1 ES ES E7 F1 C4 2E 3C 28 2B 21 # 40-4F
26 E9 EA EB E8 ED EE EF EC 7E DC 24 2A 29 3B 5E # 50-5F
2D2F C2 5B COC1L C3C5 Cr DL F6 2C 25 5F 3E 3F # 60-6F
F8 C9 CACB C8 CDCE CF CC 60 3A 23 A7 27 3D 22 # 70-7F
D8 61 62 63 64 65 66 67 68 69 AB BB FO FD FE B1 # 80-8F
BO 6A 6B 6C 6D 6E 6F 70 71 72 AA BA E6 B8 C6 A4 # 90-9F
B5 DF 73 74 75 76 77 78 79 7A Al BF DO DD DE AE # AO-AF
A2 A3 A5 B7 A9 40 B6 BC BD BE AC 7C AF A8 B4 D7 # BO-BF
E4 41 42 43 44 45 46 47 48 49 ADF4 A6 F2 F3 F5 # C0-CF
FC 4A 4B 4C 4D 4E 4F 50 51 52 B9 FB 7D F9 FA FF # DO- DF
D6 F7 53 54 55 56 57 58 59 5A B2 D4 5C D2 D3 D5 # EO-EF
30 31 32 33 34 35 36 37 38 39 B3 DB 5D D9 DA 9F # FO-FF

# End
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FINLAND/SWEDEN (00819x00278)

Finland/Sweden (00819x00278)

Listing B-4 Translation Tablefor Sweden/Finland

m
H

# 00819x00278

#Char acter code page mappi ng tables for

HHHHHH R

Local :
Renot e:
Built:

# Header
ver si on 100;

# Qut bound (I ocal

tabl e 256

00
10
40
FO
EC
D7
51
97
04
29

01
11
4F
F1
cl
D8
81
98
06
2A

02
12
7F
F2
e
D9
82
99
08
2B
BO

"1 BM CP00819",
"1 BM CP00278",

11;
03
13
63
F3
Cc3
E2
83
A2
09
2C
B1

37
3C
67
F4
A
E3
84
A3
0A
30
5A
BE
7B
EB
co
CcB

Fi nl and/ Sweden.

1 SO 8859-1 Latin-1
EBCDI C Latin-1, Finland/ Sweden
1999- 04-16 19:50:00 UT

->renote) table

2D
3D
6C
F5
c5
E4
85
A4
14
31
B2
A0
5B
EF
DO
CF

2E
32
50
F6
C6
E5
86
A5
17
33

2F
26
7D
F7
c7
E6
87
A6
1A
34
4A

16
18
4D
F8
C8
E7
88
A7
1B
35
BD
9D

05
19
5D
F9
c9
E8
89
A8
20
36

15
3F
5C

HHEHFHHHHFHFHHHFHFTHRHR

00- OF
10-1F
20- 2F
30- 3F
40- 4F
50- 5F
60- 6F
70-7F
80- 8F
90- 9F
AO- AF
BO- BF

DO- DF
EO- EF
FO- FF
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B CODE PAGE TRANSLATION TABLES

# Inbound (renote -> local) table
table 256 1 1,

00 01 02 03 80 09 81 7F 82 83 84 0B 0OC OD OE OF # 00-OF
10 11 12 13 85 OA 08 86 18 19 87 88 1C 1D 1E 1F # 10-1F
89 8A 8B 8C 8D 8E 17 1B 8F 90 91 92 93 05 06 07 # 20-2F
94 95 16 96 97 98 99 04 O9OA 9B 9C 9D 14 15 9E 1A # 30-3F
20 AO E2 7B EO El1 E3 7D E7 F1 A7 2E 3C 28 2B 21 # 40-4F
26 60 EA EB E8 ED EE EF EC DF A4 C5 2A 29 3B 5E # 50-5F
2D 2F C2 23 CO C1 C3 24 Cr D1 F6 2C 25 5F 3E 3F # 60-6F
F8 5CCACB CBCDCECF CCE9 3AC4 D6 27 3D 22 # 70-7F
D8 61 62 63 64 65 66 67 68 69 AB BB FO FD FE B1 # 80-8F
BO 6A 6B 6C 6D 6E 6F 70 71 72 AA BA E6 B8 C6 5D # 90-9F
B5S FC 73 74 75 76 77 78 79 7A Al BF DO DD DE AE # AO-AF
A2 A3 A5 B7 A9 5B B6 BC BD BE AC 7C AF A8 B4 D7 # BO-BF
E4 41 42 43 44 45 46 47 48 49 ADF4 A6 F2 F3 F5 # C0-CF
ES 4A 4B 4C 4D 4E 4F 50 51 52 B9 FB 7E F9 FA FF # DO- DF
C9 F7 53 54 55 56 57 58 59 5A B2 D4 40 D2 D3 D5 # EO-EF
30 31 32 33 34 35 36 37 38 39 B3 DB DC D9 DA 9F # FO-FF

# End

B-10 BEA eLink TCP for Tuxedo User Guide



SPAIN (00819x00284)

Spain (00819x00284)

Listing B-5 Translation Tablefor Spain

m
H

# 00819x00284

#Character code page mappi ng tables for Spain (Espafa).

HHHHHH R

Local :
Renot e:
Built:

# Header
ver si on 100;

# Qut bound (I ocal

tabl e 256

00
10
40
FO
7C
D7
79
97
04
29

01
11
BB
F1
C1
D8
81
98
06
2A

02
12
7F
F2
e
D9
82
99
08
2B
BO

"1 BM CP00819",
"1 BM CP00284",

11;
03
13
69
F3
Cc3
E2
83
A2
09
2C
B1

37
3C
5B
F4
A
E3
84
A3
0A
30
oF

1 SO 8859-1 Latin-1
EBCDI C Latin-1, Spain
1999- 04-16 19:50:00 UT

->renote) table

2D
3D
6C
F5
c5
E4
85
A4
14
31
B2

2E
32
50
F6
C6
E5
86
A5
17
33
49
B6
9E
EC
9C
CC

2F
26
7D
F7
c7
E6
87
A6
1A
34
B5

El

16
18
4D
F8
C8
E7
88
A7
1B
35

05
19
5D
F9
c9
E8
89
A8
20
36

15
3F
5C

HHEHFHHHHFHFHHHFHFTHRHR

00- OF
10-1F
20- 2F
30- 3F
40- 4F
50- 5F
60- 6F
70-7F
80- 8F
90- 9F
AO- AF
BO- BF

DO- DF
EO- EF
FO- FF

BEA eLink TCP for Tuxedo User Guide

@#)$ld: 00819x00284,v 1.4.2.1 1999/04/29 13:04:22 crmadm Exp $
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B CODE PAGE TRANSLATION TABLES

# Inbound (renote -> local) table
table 256 1 1,

00 01 02 03 80 09 81 7F 82 83 84 0B 0OC OD OE OF # 00-OF
10 11 12 13 85 OA 08 86 18 19 87 88 1C 1D 1E 1F # 10-1F
89 8A 8B 8C 8D 8E 17 1B 8F 90 91 92 93 05 06 07 # 20-2F
94 95 16 96 97 98 99 04 O9OA 9B 9C 9D 14 15 9E 1A # 30-3F
20 AO E2 E4 EO El1 E3 ES E7 A6 5B 2E 3C 28 2B 7C # 40-4F
26 E9 EA EB E8 ED EE EF EC DF 5D 24 2A 29 3B AC # 50-5F
2D2F C2 ¢G4 CO Cl1 C3 C C7 23 F1 2C 25 5F 3E 3F # 60-6F
F8 C9 CACB C8 CDCECF CC60 3ADL 40 27 3D 22 # 70-7F
D8 61 62 63 64 65 66 67 68 69 AB BB FO FD FE B1 # 80-8F
BO 6A 6B 6C 6D 6E 6F 70 71 72 AA BA E6 B8 C6 A4 # 90-9F
B5S A8 73 74 75 76 77 78 79 7TA Al BF DO DD DE AE # AO-AF
A2 A3 A5 B7 A9 A7 B6 BC BD BE 5E 21 AF 7E B4 D7 # BO-BF
7B 41 42 43 44 45 46 47 48 49 ADF4 F6 F2 F3 F5 # CO-CF
7D 4A 4B 4C 4D 4E 4F 50 51 52 B9 FB FC F9 FA FF # DO-DF
5C F7 53 54 55 56 57 58 59 5A B2 D4 D6 D2 D3 D5 # EO-EF
30 31 32 33 34 35 36 37 38 39 B3 DB DC D9 DA 9F # FO-FF

# End

B-12 BEA eLink TCP for Tuxedo User Guide



GREAT BRITAIN (00819x00285)

Great Britain (00819x00285)

ListingB-6 Translation Tablefor Great Britain

m
H

# 00819x00285
#Char acter code page mappi ng tables for Geat

HHHHHH R

Local :
Renot e:
Built:

# Header
ver si on 100;

# Qut bound (I ocal

tabl e 256

00
10
40
FO
7C
D7
79
97
04
29

01
11
5A
F1
C1
D8
81
98
06
2A

02
12
7F
F2
e
D9
82
99
08
2B
BO

"1 BM CP00819",
"1 BM CP00285",

11;
03
13
7B
F3
Cc3
E2
83
A2
09
2C
5B

37
3C
4A
F4
A
E3
84
A3
0A
30
oF

1 SO 8859-1 Latin-1
EBCDI C Latin-1, UK
1999-04-16 19:50: 00 UT

->renote) table

2D
3D
6C
F5
c5
E4
85
A4
14
31
B2

2E
32
50
F6
C6
E5
86
A5
17
33
6A
B6
9E
EC
9C
CC

2F
26
7D
F7
c7
E6
87
A6
1A
34
B5

El

16
18
4D
F8
C8
E7
88
A7
1B
35
BD
9D

05
19
5D
F9
c9
E8
89
A8
20
36

15
3F
5C

Britain (UK).

HHEHFHHHHFHFHHHFHFTHRHR

00- OF
10-1F
20- 2F
30- 3F
40- 4F
50- 5F
60- 6F
70-7F
80- 8F
90- 9F
AO- AF
BO- BF

DO- DF
EO- EF
FO- FF

BEA eLink TCP for Tuxedo User Guide

@#)$ld: 00819x00285,v 1.5.2.1 1999/04/29 13:04: 04 cnmadm Exp $
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B CODE PAGE TRANSLATION TABLES

# Inbound (renote -> local) table
table 256 1 1,

00 01 02 03 80 09 81 7F 82 83 84 0B 0OC OD OE OF # 00-OF
10 11 12 13 85 OA 08 86 18 19 87 88 1C 1D 1E 1F # 10-1F
89 8A 8B 8C 8D 8E 17 1B 8F 90 91 92 93 05 06 07 # 20-2F
94 95 16 96 97 98 99 04 O9OA 9B 9C 9D 14 15 9E 1A # 30-3F
20 AO E2 E4 EO El1 E3 ES E7 F1 24 2E 3C 28 2B 7C # 40-4F
26 E9 EA EB E8 ED EE EF EC DF 21 A3 2A 29 3B AC # 50-5F
2D2F C2 ¢G4 COCL C3C5 Cr7 DL A6 2C 25 5F 3E 3F # 60-6F
F8 C9 CACB C8 CDCE CF CC 60 3A 23 40 27 3D 22 # 70-7F
D8 61 62 63 64 65 66 67 68 69 AB BB FO FD FE B1 # 80-8F
BO 6A 6B 6C 6D 6E 6F 70 71 72 AA BA E6 B8 C6 A4 # 90-9F
BS AF 73 74 75 76 77 78 79 7TA Al BF DO DD DE AE # AO-AF
A2 5B A5 B7 A9 A7 B6 BC BD BE 5E 5D 7E A8 B4 D7 # BO-BF
7B 41 42 43 44 45 46 47 48 49 ADF4 F6 F2 F3 F5 # CO-CF
7D 4A 4B 4C 4D 4E 4F 50 51 52 B9 FB FC F9 FA FF # DO-DF
5C F7 53 54 55 56 57 58 59 5A B2 D4 D6 D2 D3 D5 # EO-EF
30 31 32 33 34 35 36 37 38 39 B3 DB DC D9 DA 9F # FO-FF

# End
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FRANCE (00819x00297)

France (00819x00297)

Listing B-7 Translation Tablefor France

m
H

# 00819x00297

#Char acter code page mappi ng tables for

HHHHHH R

Local :
Renot e:
Built:

# Header
ver si on 100;

# Qut bound (I ocal

tabl e 256

00
10
40
FO
44
D7
A0
97
04
29

01
11
4F
F1
cl
D8
81
98
06
2A

02
12
7F
F2
e
D9
82
99
08
2B
BO

1

03
13
B1
F3
a3
E2
83
A2
09
2C
7B

"1 BM CP00819",
"1 BM CP00297",

France.

1 SO 8859-1 Latin-1

EBCDI C Latin-1, France

1999-04-16 23:30: 00 UT

1
37
3C
5B
F4
A
E3
84
A3
0A
30
oF

->renote) table

2D
3D
6C
F5
c5
E4
85
A4
14
31
B2
79
67
EF
47
CF

2E
32
50
F6
C6
E5
86
A5
17
33
DD
B6
9E
EC
9C
CC

2F
26
7D
F7
c7
E6
87
A6
1A
34
5A

16
18
4D
F8
c8
E7
88
A7
1B
35
Al
9D
74
80
Do
70

05
19
5D
F9
c9
E8
89
A8
20
36
B4
DA
71
FD
Co
6A

15
3F
5C

@#) $ld: 00819x00297,v 1.4.2.1 1999/04/29 13:04: 27

cmadm Exp $

HHEHFHHHHFHFHHHFHFTHRHR

00- OF
10-1F
20- 2F
30- 3F
40- 4F
50- 5F
60- 6F
70-7F
80- 8F
90- 9F
AO- AF
BO- BF

DO- DF
EO- EF
FO- FF

BEA eLink TCP for Tuxedo User Guide
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B CODE PAGE TRANSLATION TABLES

# Inbound (renote -> local) table
table 256 1 1,

00 01 02 03 80 09 81 7F 82 83 84 0B 0OC OD OE OF # 00-OF
10 11 12 13 85 OA 08 86 18 19 87 88 1C 1D 1E 1F # 10-1F
89 8A 8B 8C 8D 8E 17 1B 8F 90 91 92 93 05 06 07 # 20-2F
94 95 16 96 97 98 99 04 O9OA 9B 9C 9D 14 15 9E 1A # 30-3F
20 AO E2 E4 40 E1 E3 ES 5C F1 BO 2E 3C 28 2B 21 # 40-4F
26 7B EA EB 7D ED EE EF EC DF A7 24 2A 29 3B 5E # 50-5F
2D2F C2 ¢4 COCl1 C3C Cr DL F9 2C 25 5F 3E 3F # 60-6F
F8 C9 CACB C8 CDCECF CCB5 3AA3 EO 27 3D 22 # 70-7F
D8 61 62 63 64 65 66 67 68 69 AB BB FO FD FE B1 # 80-8F
5B 6A 6B 6C 6D 6E 6F 70 71 72 AA BA E6 B8 C6 A4 # 90-9F
60 A8 73 74 75 76 77 78 79 7TA Al BF DO DD DE AE # AO-AF
A2 23 A5 B7 A9 5D B6 BC BD BE AC 7C AF 7E B4 D7 # BO-BF
EQ 41 42 43 44 45 46 47 48 49 ADF4 F6 F2 F3 F5 # (C0-CF
E8 4A 4B 4C 4D 4E 4F 50 51 52 B9 FB FC A6 FA FF # DO- DF
E7 F7 53 54 55 56 57 58 59 5A B2 D4 D6 D2 D3 D5 # EO-EF
30 31 32 33 34 35 36 37 38 39 B3 DB DC D9 DA 9F # FO-FF

# End
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BELGIUM (00819x00500)

Belgium (00819x00500)

Listing B-8 Translation Tablefor Belgium

m
H

# 00819x00500

#Char acter code page mappi ng tables for

HHHHHH R

Local :
Renot e:
Built:

# Header
ver si on 100;

# Qut bound (I ocal

tabl e 256

00
10
40
FO
7C
D7
79
97
04
29

01
11
4F
F1
cl
D8
81
98
06
2A

02
12
7F
F2
e
D9
82
99
08
2B
BO

"1 BM CP00819",
"1 BM CPO0500",

11;
03
13
7B
F3
Cc3
E2
83
A2
09
2C
B1

37
3C
5B
F4
A
E3
84
A3
0A
30
oF

Bel gi um (Bel gi que) .

1 SO 8859-1 Latin-1
EBCDI C Latin-1, Belgium
1999- 04-16 19:50:00 UT

->renote) table

2D
3D
6C
F5
c5
E4
85
A4
14
31
B2

2E
32
50
F6
C6
E5
86
A5
17
33
6A
B6
9E
EC
9C
CC

2F
26
7D
F7
c7
E6
87
A6
1A
34
B5

El

16
18
4D
F8
C8
E7
88
A7
1B
35
BD
9D

05
19
5D
F9
c9
E8
89
A8
20
36

15
3F
5C

HHEHFHHHHFHFHHHFHFTHRHR

00- OF
10-1F
20- 2F
30- 3F
40- 4F
50- 5F
60- 6F
70-7F
80- 8F
90- 9F
AO- AF
BO- BF

DO- DF
EO- EF
FO- FF

BEA eLink TCP for Tuxedo User Guide
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B CODE PAGE TRANSLATION TABLES

# Inbound (renote -> local) table
table 256 1 1,

00 01 02 03 80 09 81 7F 82 83 84 0B 0OC OD OE OF # 00-OF
10 11 12 13 85 OA 08 86 18 19 87 88 1C 1D 1E 1F # 10-1F
89 8A 8B 8C 8D 8E 17 1B 8F 90 91 92 93 05 06 07 # 20-2F
94 95 16 96 97 98 99 04 O9OA 9B 9C 9D 14 15 9E 1A # 30-3F
20 AO E2 E4 EO El1 E3 ES E7 F1 5B 2E 3C 28 2B 21 # 40-4F
26 E9 EA EB E8 ED EE EF EC DF 5D 24 2A 29 3B 5E # 50-5F
2D2F C2 ¢G4 COCL C3C5 Cr7 DL A6 2C 25 5F 3E 3F # 60-6F
F8 C9 CACB C8 CDCE CF CC 60 3A 23 40 27 3D 22 # 70-7F
D8 61 62 63 64 65 66 67 68 69 AB BB FO FD FE B1 # 80-8F
BO 6A 6B 6C 6D 6E 6F 70 71 72 AA BA E6 B8 C6 A4 # 90-9F
B5S TE 73 74 75 76 77 78 79 7TA Al BF DO DD DE AE # AO-AF
A2 A3 A5 B7 A9 A7 B6 BC BD BE AC 7C AF A8 B4 D7 # BO-BF
7B 41 42 43 44 45 46 47 48 49 ADF4 F6 F2 F3 F5 # CO-CF
7D 4A 4B 4C 4D 4E 4F 50 51 52 B9 FB FC F9 FA FF # DO-DF
5C F7 53 54 55 56 57 58 59 5A B2 D4 D6 D2 D3 D5 # EO-EF
30 31 32 33 34 35 36 37 38 39 B3 DB DC D9 DA 9F # FO-FF

# End
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PORTUGAL (00819x00860)

Portugal (00819x00860)

Listing B-9 Translation Tablefor Portugal

# 00819x00860
#Char acter code page mappi ng tables for Portugal .

#

# Local : "1 BM CP00819", |SO-8859-1 Latin-1

# Renvote: "1 BM CP00860", ASCI| |BM PC graphics, Portugal
# Built: 1999- 04-20 00: 03: 00 UT

#

# Caveats

#The mappi ng between the two code pages is inexact, because sone
#characters do not exist in both code sets.

#

# @#)$1d: 00819x00860,v 1.4 1999/04/20 20:19:20 david Exp $

# Header
version 100;

# Qutbound (local -> renote) table
table 256 1 1,

00 01 02 03 04 05 06 07 08 09 OA OB OC OD OE OF # 00-0F
10 11 12 13 9E BO 16 17 18 19 1A 1B 1C 1D 1E 1F # 10-1F
20 21 22 23 24 25 26 27 28 29 2A 2B 2C 2D 2E 2F # 20-2F
30 31 32 33 34 35 36 37 38 39 3A 3B 3C 3D 3E 3F # 30-3F
40 41 42 43 44 45 46 47 48 49 4A 4B 4C 4D 4E 4F # 40-4F
50 51 52 53 54 55 56 57 58 59 5A 5B 5C 5D 5E 5F # 50-5F
60 61 62 63 64 65 66 67 68 69 6A 6B 6C 6D 6E 6F # 60-6F
70 71 72 73 74 75 76 77 78 79 7TA 7B 7C 7D 7TE 7F # 70-7F
Bl B2 B3 B4 B5 B6 B7 B8 B9 BA BB BC BD BE BF C0 # 80-8F
ClC2CGBC4 C5CCrcC C CACBCC CDCECFD # 90-9F
FF AD 9B 9C D1 D2 D3 15 D4 D5 A6 AE AA D6 D7 D8 # AO-AF
F8 F1 FD D9 DA E6 14 FA DB DC A7 AF AC AB DD A8 # BO-BF
91 86 8F 8E DE DF EO 80 92 90 89 E2 98 8B E3 E4 # (0-CF
ES A5 A 9F 8C 99 E7 E9 E8 9D 96 EA 9A EC EE E1 # DO-DF
85 A0 83 84 EF FO F2 87 B8A 82 88 F3 8D Al F4 F5 # EO-EF
EB A4 95 A2 93 94 F7 F6 ED 97 A3 F9 81 FB FC FE # FO-FF
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B CODE PAGE TRANSLATION TABLES

# Inbound (renote -> local) table
table 256 1 1,

00 01 02 03 04 05 06 07 08 09 OA OB 0OC OD OE OF # 00-OF
10 11 12 13 B6 A7 16 17 18 19 1A 1B 1C 1D 1E 1F # 10-1F
20 21 22 23 24 25 26 27 28 29 2A 2B 2C 2D 2E 2F # 20-2F
30 31 32 33 34 35 36 37 38 39 3A 3B 3C 3D 3E 3F # 30-3F
40 41 42 43 44 45 46 47 48 49 4A 4B 4C 4D 4E 4F # 40-4F
50 51 52 53 54 55 56 57 58 59 5A 5B 5C 5D 5E 5F # 50-5F
60 61 62 63 64 65 66 67 68 69 6A 6B 6C 6D 6E 6F # 60-6F
70 71 72 73 74 75 76 77 78 79 TA 7B 7C 7D 7TE 7F # 70-7F
Cr FCE9 E2 E3S EO C1 E7f EACAE8 CD D4 EC C3 C2 # 80-8F
CO CO CB F4 F5 F2 DAF9 CC D5 DC A2 A3 D9 14 D3 # 90-9F
El ED F3 FA F1 D1 AA BA BF D2 AC BD BC Al AB BB # AO0-AF
15 80 81 82 83 84 85 86 87 88 89 8A 8B 8C 8D 8E # BO-BF
8F 90 91 92 93 94 95 96 97 98 99 9A 9B 9C 9D 9E # CO-CF
9F A A5 A6 A8 A9 AD AE AF B3 B4 B8 B9 BE C4 C5 # DO-DF
C6 DF CB CE CF DO B5 D6 D8 D7 DB FO DD F8 DE E4 # EO-EF
E5 Bl E6 EB EE EF F7 F6 BO FB B7 FD FE B2 FF A0 # FO-FF

# End
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LATIN-1 (00819x01047)

Latin-1 (00819x01047)

Listing B-10 Latin-1 Trandation Table

m
H

# 00819x01047

#Character code page mappi ng tables.

HHHHHH R

Local :
Renot e:
Built:

# Header
ver si on 100;

# Qut bound (I ocal

tabl e 256

00
10
40
FO
7C
D7
79
97
04
29

01
11
5A
F1
C1
D8
81
98
06
2A

02
12
7F
F2
e
D9
82
99
08
2B
4A

"1 BM CP00819",
"1 BM CP01047",

11;
03
13
7B
F3
Cc3
E2
83
A2
09
2C
B1

37
3C
5B
F4
A
E3
84
A3
0A
30
oF

1 SO 8859-1 Latin-1
EBCDI C Latin-1
1999- 04-22 23:40: 00 UT

->renote) table

2D
3D
6C
F5
c5
E4
85
A4
14
31
B2

2E
32
50
F6
C6
E5
86
A5
17
33
6A
B6
9E
EC
9C
CC

2F
26
7D
F7
c7
E6
87
A6
1A
34
B5

El

16
18
4D
F8
C8
E7
88
A7
1B
35
BB
9D

05
19
5D
F9
c9
E8
89
A8
20
36

15
3F
5C

0D
1D
60
7E

BD

24
3B

B8
75
BA
55

@#)$ld: 00819x01047,v 1.1.2.1 1999/04/29 13:04:13

cmadm Exp $

HHEHFHHHHFHFHHHFHFTHRHR

00- OF
10-1F
20- 2F
30- 3F
40- 4F
50- 5F
60- 6F
70-7F
80- 8F
90- 9F
AO- AF
BO- BF

DO- DF
EO- EF
FO- FF

BEA eLink TCP for Tuxedo User Guide
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B CODE PAGE TRANSLATION TABLES

# Inbound (renote -> local) table
table 256 1 1,

00 01 02 03 80 09 81 7F 82 83 84 0B 0OC OD OE OF # 00-OF
10 11 12 13 85 OA 08 86 18 19 87 88 1C 1D 1E 1F # 10-1F
89 8A 8B 8C 8D 8E 17 1B 8F 90 91 92 93 05 06 07 # 20-2F
94 95 16 96 97 98 99 04 O9OA 9B 9C 9D 14 15 9E 1A # 30-3F
20 AO E2 E4 EO El1 E3 ES E7 F1 A2 2E 3C 28 2B 7C # 40-4F
26 E9 EA EB E8 ED EE EF EC DF 21 24 2A 29 3B 5E # 50-5F
2D2F C2 ¢G4 COCL C3C5 Cr7 DL A6 2C 25 5F 3E 3F # 60-6F
F8 C9 CACB C8 CDCE CF CC 60 3A 23 40 27 3D 22 # 70-7F
D8 61 62 63 64 65 66 67 68 69 AB BB FO FD FE B1 # 80-8F
BO 6A 6B 6C 6D 6E 6F 70 71 72 AA BA E6 B8 C6 A4 # 90-9F
B5 TE 73 74 75 76 77 78 79 7TA Al BF DO 5B DE AE # AO-AF
AC A3 A5 B7 A9 A7 B6 BC BD BE DD A8 AF 5D B4 D7 # BO-BF
7B 41 42 43 44 45 46 47 48 49 ADF4 F6 F2 F3 F5 # CO-CF
7D 4A 4B 4C 4D 4E 4F 50 51 52 B9 FB FC F9 FA FF # DO-DF
5C F7 53 54 55 56 57 58 59 5A B2 D4 D6 D2 D3 D5 # EO-EF
30 31 32 33 34 35 36 37 38 39 B3 DB DC D9 DA 9F # FO-FF

# End
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LATIN-2 (00912x00870)

Latin-2 (00912x00870)

Listing B-11 Latin-2 Trandation Table

m
H

# 00912x00870

#Char acter code page mappi ng tables for

HHHHHH R

Local :
Renot e:
Built:

# Header
ver si on 100;

# Qut bound (I ocal

tabl e 256

00
10
40
FO
7C
D7
79
97
04
29
41
90

01
11
4F
F1
cl
D8
81
98
06
2A

02
12
7F
F2
e
D9
82
99
08
2B
80

"1 BM CP00912",
"1 BM CPO0870",

11;
03
13
7B
F3
Cc3
E2
83
A2
09
2C
BA

37
3C
5B
F4
A
E3
84
A3
0A
30
oF

Latin-2 character sets.

1 SO 8859-2 Latin-2
EBCDI C Latin-2
1999-04-16 19:50: 00 UT

->renote) table

2D
3D
6C
F5
c5
E4
85
A4
14
31
77
57
78
EF
58
CF

2E
32
50
F6
C6
E5
86
A5
17
33

2F
26
7D
F7
c7
E6
87
A6
1A
34
B5

16
18
4D
F8
C8
E7
88
A7
1B
35
BD

05
19
5D
F9
c9
E8
89
A8
20
36
BC
9C

15
3F
5C

OF
1F
61
6F

6D
07
28
FF
B2
FA

BO

HHEHFHHHHFHFHHHFHFTHRHR

00- OF
10-1F
20- 2F
30- 3F
40- 4F
50- 5F
60- 6F
70-7F
80- 8F
90- 9F
AO- AF
BO- BF

DO- DF
EO- EF
FO- FF

BEA eLink TCP for Tuxedo User Guide

@#)$ld: 00912x00870,v 1.3.2.1 1999/04/29 13:04:32 cnmadm Exp $

B-23



B CODE PAGE TRANSLATION TABLES

# Inbound (renote -> local) table
table 256 1 1,

00 01 02 03 80 09 81 7F 82 83 84 0B 0OC OD OE OF # 00-OF
10 11 12 13 85 OA 08 86 18 19 87 88 1C 1D 1E 1F # 10-1F
89 8A 8B 8C 8D 8E 17 1B 8F 90 91 92 93 05 06 07 # 20-2F
94 95 16 96 97 98 99 04 O9OA 9B 9C 9D 14 15 9E 1A # 30-3F
20 AO E2 E4 FE El1 E3 E8 E7 E6 5B 2E 3C 28 2B 21 # 40-4F
26 E9 EAEB F9 ED EE B5 E5 DF 5D 24 2A 29 3B 5E # 50-5F
2D2F C2 ¢G4 BDClL C3C8 C7 C6 7C 2C 25 5F 3E 3F # 60-6F
B7 C9 CACB D9 CDCEA5 C5 60 3A 23 40 27 3D 22 # 70-7F
A2 61 62 63 64 65 66 67 68 69 B6 F2 FO FD F8 BA # 80-8F
BO 6A 6B 6C 6D 6E 6F 70 71 72 B3 F1 B9 B8 B2 A4 # 90-9F
Bl YTE 73 74 75 76 77 78 79 7TA A6 D2 DO DD D8 AA # AO-AF
FF A1 BF DE AF A7 BE BC AE AC A3 D1 A9 A8 B4 D7 +# BO-BF
7B 41 42 43 44 45 46 47 48 49 ADF4 F6 EO F3 F5 # CO-CF
7D 4A 4B 4C 4D 4E 4F 50 51 52 CC FB FC BB FA EC # DO-DF
5C F7 53 54 55 56 57 58 59 5A EF D4 D6 CO D3 D5 # EO-EF
30 31 32 33 34 35 36 37 38 39 CF DB DC AB DA 9F # FO-FF

# End
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